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1. Install the driver
Step1 Insert the installation CD into your CD-ROM driver, Double click the icon

ga;&iif;\ I:Inrp.” to Start Setup-
Step2 Choose I accept the terms of the license agreement and click next to go

Ealink Wireless LAN — InstallS5hield Wizard

License Agreement

agreement carefully.

RaLIMK Wireless Utility for Windows 38/ME /20005F Aizta
Copyright [C] RaLIMK. TECHNOLOGY, CORP. Al Rights Reserved.

Thank wou far purchazing BaLIME Wirelezs product!

SOFTwWARE PROCUCT LICEMSE

The SOFTWARE PRODUCT iz protected by copyright laws and international copyright
treaties, az well az other intellectual property laws and treaties. The SOFTWARE PRODUCT
iz licensed, not sold.

1. GRAMT OF LICEMSE. This End-Jser Licenze Agreement grants vau the follawing
rightz:Installation and ze. vou may inztall and uze an unlimited number of copies of the
SOFTWARE PRODUCT.

Reproduction and Distribution. “r'ou may reproduce and distribute an unlimited number of
copies of the SOFTWaRE PRODUCT ; provided that each copy ¢hall be a true and complete
copy, including all coperight and trademark. notices, and thall be accompanied by a copy of
thiz EULA. Copies of the SOFTWARE PRODUCT may be distributed as a standalone product
| o included with your own product.

InetaliShe I | < Back H@I 1 Cancel |Ir

Ealink Wireless LAN — InstallShield Wizard

tppe that

onfiguration Tool.

< Configuration T

IrasteliShield " < Back H@extD} [ P——
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Step4 Choose Optimize for WiFi mode and click next to go on.

Ealink Wireless LAN — InstallShield Wizard

Setup Type

b Lk p type that b

Irustealh

" !1 < Back ﬁ@r Cancel

Step5 Click Install to begin the setup.

Ealink Wireless LAN — InstallShield Wizard

Ready to Install the Program

Y <gack || Tinsiail of Caneel
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% Please W ait...

1 Cancel I

Inisialis|

Step6 Click Finish to end the setup.

Ralink Wireless LAN — InstallS5hield Wizard

Install5hield Wizard Complete

fristell

l Cancel r

2. connect

Plug in your wireless LAN adapter, it will be recognized and auto installed. Just confirmed it like below:
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3. Make infrastructure connection

. Double click the icon in red circle

. You will see:

ek F B ©

Profile Network  Advanced  Statistics Y, WPS  Radio On/Off  About

Sorted by s Q) sSID @ Charrel @ siznal ZT@ Show dBm
AP List == e
P CC-BRE4 ¥ g -50dEm g |

Add to Profile

You can click the button Rescan to find which AP is in range, they will show on
the window. Choice one you want to connect, and click the button connect to finish
the connection. An infrastructure connection is completed.
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4. Help information in RaUl

How to find out which WIFI environment you are inside :

_ g & @ ? 2 @

Frofile Metwork Advanced Statistics WA, WyPS Fadio On/Off About
Sorted by == @ s @ channel @ siznal q
AP List =»
P CCw-EREA =2 @ -50 dBm [
Fescan Add to Profile Connect

Status => CRCW-BREA+ <--= 00-03-0F-0F-01-§;

Extra Info == Link is Up [TxPower: 100%]
Channel == 1 <= 2412 MHz

Authentication =>  Open

Encryption »»  NONE

How to find out your IP address:

Statuz == DCW-BRB&+ <--= 00-03-0F-0F-01-52
Extra Info == Link iz Up [TxPower: 1002%]
channel == 1 <-= 2412 MHz

duthentication ==  Open

Encryption == MOME

Metwaork Type ==  Infrastructure Transmit
IP &ddress == C_192.168.1.102 Link Speed == 54.0 Mbps
Sub Mask == 2EE,2REZEE.O Throughput == 0.000 Kbps

Default Gateway == £ 192,148.1.1

Receive
Link Speed == 54,0 Mbps

Throughput »=6.080 Kbps

5. Make Ad-Hoc mode connection

5.1 Make an Ad-Hoc SSID
Step1 Click the button Add to make the Ad-Hoc SSID:
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12 RaUI

. 2=t
Profile MNeatwork Advanced Statistics Wi, WiPS Radio OnsOff About
Frofile List

Profile Mame »=
5510 ==

Metwork Type ==
Authentication ==
Encryption ==

Use 802, 1x ==

Tx Power ==
Channel =

Fower Save Mode ==
RTS Threshald ==

Edit DElete oty ate Fragment Threshold ==

¥ B

Step2 Choose the SSID and Network Type as blew,and click OK to go on.

_Sy_s_tem£0rlfi_g__ Auth. \Encry_.

Profile Mame »» ]PROF1 e -
5510 == (DCW-BREG+ j Tx Pawer == Aits i

FPreamble == Auto -

i "4 Channel == @ LJ
[ RTs Threshold i
[] Fragment Threshold GG —— 754 7046

Cancel

Step3 Clilk the PROF1 in the window, and you can see the information of Ad-Hoc SSID.

_ ® & @ © =2

Profila Metwaork Advanced Statistics Wi, WPS Radio OnsOff Abaut

Profile List

Profile Mame => PROF1

5510 =» DCW-BREA+

Metwork Type == 4d hoc
suthentication == Open
Encryption => Mone

Use 802, 1x == MO
Tx Power == duto
Channel == 1

Power Save Mode == Capm
RTS Threshold == 2347

Add Edit Celete Fragment Threshaold = 2348

5.2 Setup static IP address for the Ad-Hoc link
Step1 At its property page, double click item Internet Protocol (TCP/IP)
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Step3 Fill the IP address blank, example as below:
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Internet Hri¥ (TCP/IP) EtE

A0 FEE 32 45 R THEE » MIAT 1L EEHR B=h %I'IEEI‘-EI IF HE. .
EREMPERAEERAFEESR IF HE.

~F

(O BEhE#i8 1P Hutk @)
@ ERATEAY Ip k).
TP Hihk (1): {19z i 102

FFIHERD (1) : @55 255 0|
BHAFER @) . ]

BEhaEig us AREaRHiE ()
(%) P TR DN AR SSHhE ()
it ovs RE38 E): | 2 ; g ]

&A s RES Q) [T = = [

[ m= [ mE |

Step4 Click OK to finish the setup.
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5.3 Ad-Hoc setup for one point completed.
5.4 Setup another Ad-Hoc point as step a,b,c,d.
5.5 Ad-Hoc mode link accomplished. And you can visit each other.

Note: To make an Ad-Hoc mode link, we should choice the same channel. Its

static IP address should be in the same subnet, and the SSID should be the same
too.
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Appendix A: Terminology

ad hoc network A network composed solely of stations within mutual communication range
of each other via the wireless medium (WM).

access point (AP) Any entity that has station functionality and provides access to the
distribution ser-vices, via the wireless medium (WM) for associated stations.

Station (STA) Any device that contains an IEEE 802.11 conformant medium access control
(MAC) and physical layer (PHY) interface to the wireless medium (WM).

RTS (Request To Send) The frame type used to deign the RTS-CTS clearing exchange.
RTS frames are used when the frame that will be transmitted is larger than the RTS
threshold.

CTS (Clear To Send) The frame type used to acknowledge receipt of a Request to Send
and the second component used in the RTS-CTS clearing exchange used to prevent
interference from hidden nodes.

WEP (Wired Equivalent Privacy) The optional cryptographic confidentiality algorithm
specified by IEEE 802.11 used to provide data confidentiality that is subjectively equivalent
to the confidentiality of a wired local area network (LAN) medium that does not employ
cryptographic techniques to enhance privacy.

authentication The service used to establish the identity of one station as a member of the
set of stations authorized to associate with another station.

WPA (Wi-Fi Protected Access) A specification of standards-based, interoperable security
enhancements that strongly increase the level of data protection and access control for

existing and future wireless LAN systems.


http://www.allwins.com.cn

Appendix B: Important Notices

Federal Communications Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital device,
pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation. This equipment generates
uses and can radiate radio frequency energy and, if not installed and used in accordance with
the instructions, may cause harmful interference to radio communications. However, there is no
guarantee that interference to radio or television reception, which can be determined by turning
the equipment off and on, the user is encouraged to try to correct the interference by one of the
following measures.

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

- Connect the equipment into an outlet on a circuit different from that to which the receiver is

connected.

- Consult the dealer or an experienced radio/TV technician for help.
This device complies with Part 15 of the FCC Rules. Operation is subject to the following two

conditions: (1) This device may not cause harmful interference, and (2) this device must accept
any interference received, including interference that may cause undesired operation.
FCC Caution: Any changes or modifications not expressly approved by the party responsible for

compliance could void the user's authority to operate this equipment.

IC Statement

Operation is subject to the following two conditions: [1[]
(1) this device may not cause interference, and ([
(2) this device must accept any interference, including interference that may

cause undesired operation of the device.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an
uncontrolled environment. This equipment should be installed and operated with
minimum distance 20cm between the radiator & your body.

This transmitter must not be co-located or operating in conjunction with any other
antenna or transmitter.
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This device is intended only for OEM integrators under the

following conditions:

The antenna must be installed such that 20 cm is maintained between the antenna
and users,and The transmitter module may not be co-located with any other
transmitter or antenna.As long as 2 conditions above are met, further transmitter test
will not be required. However,the OEM integrator is still responsible for testing their
end-product for any additional compliance requirements required with this module

installed (for example, digital device emissions, PC peripheral requirements, etc.).

IMPORTANT NOTE: In the event that these conditions can not be met, then the
FCC authorization is no longer considered valid and the FCC ID can not be used on
the final product. In these circumstances, the OEM integrator will be responsible for

re-evaluating the end product (including the transmitter) and obtaining a separate
FCC authorization.
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