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Section 15.21 Information to user
Caution: Changes or modifications not expressly approved by the manufacturer
could void the user’s authority to operate the equipment.
To comply with FCC RF exposure requirements, the device and the antenna for
this device must be installed to ensure a minimum separation distance of 20 cm or
more from a person's body. Other operating configurations should be avoided.

Section 15.19 Labeling requirements

()@3)

All other devices shall bear the following statement in a conspicuous location on
the device:

This device complies with Part 15 of the FCC Rules. Operation is subject to the
following two conditions: (1) this device may not cause harmful interference, and
(2) this device must accept any interference received, including interference that
may cause undesired operation.

Section 15.105

Note: This equipment has been tested and found to comply with the limits for a
Class B digital device, pursuant to part 15 of the FCC Rules. These limits are
designed to provide reasonable protection against harmful interference in a
residential installation. This equipment generates, uses and can radiate radio
frequency energy and, if not installed and used in accordance with the instructions,
may cause harmful interference to radio communications. However, there is no
guarantee that interference will not occur in a particular installation. If this
equipment does cause harmful interference to radio or television reception, which
can be determined by turning the equipment off and on, the user is encouraged to
try to correct the interference by one or more of the following measures:
—Reorient or relocate the receiving antenna.

—Increase the separation between the equipment and receiver.

—Connect the equipment into an outlet on a circuit different from that to which the
receiver is connected.

—Consult the dealer or an experienced radio/TV technician for help.

Rule of 15.247
FCC RF Radiation Exposure Statement
This equipment complies with FCC RF radiation exposure limits set forth for an
uncontrolled environment. This device and its antenna must not be co-located or
operating in conjunction with any other antenna or transmitte
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Chapter 1 INTRODUCTION

NSK-11NP10-2 employs the most advanced wireless networking
technology, IEEE802.11n. By using the reflection signal, 802.11n's
“Multiple In, Multiple Out” (MIMO) technology increases the range and
reduces “dead spots” in the wireless coverage area. Unlike ordinary
wireless networking of 802.11b/g standards that are confused by
wireless reflections, MIMO can actually use these reflections to increase
four times transmission range of 802.11g products. Besides, when both
ends of the wireless link are 802.11n products, MIMO technology can
utilize twice radio band to increase three times transmission speed of
ordinary 802.11g standard products, and can comply with backwards
802.11b/802.11g standards.

1.1 Feature

2.4Ghz ISM unlicensed band.

Compliant with IEEE 802.11n, IEEE 802.11g & IEEE 802.11b
Provides USB1.1/2.0 interface

Provides 150Mbps Uplink and 150Mbps Downlink data rate
Supports 20MHz/40MHz frequency width

Auto-detects and changes network transmission rate
Supports 64/128-bit WEP, WPA, WPA2 encryption methods
and 802.1x security authentication standard

Supports WMM for seamless voice and video transmission
B Supports Windows XP, 2000, Vista & MAC etc.

1.2 Deployment

NSU-11NP10-2 Wireless USB Adapter offers a fast, reliable and
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cost-effective solution for wireless access. Deployment as follows:

1.For company personnel who require wireless mobility and access to
network anywhere in the organization.

2.Enterprise or residential users who would like to convert from wired
to wireless network.

3. Limited budgets for cabling and particular locations such as hotels or
conference rooms where wired networking is not handy.

1.3 Package Contents

Please check the content of package for items described below:

NSU-11NP10-2

- One NSU-11NP10
Wireless USB Adapter

- One 2dbi Dipole
Antenna

- One USB cable

If any of listed items are missing or damaged, please contact the
reseller or distributor from whom you purchased for replacement
immediately.
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Chapter 2 Installation Guide

This chapter will assist you in using the included CD-ROM for driver and
configuration utility installations. While installing the configuration utility,
the driver program will install automatically.

The following installation steps were based on Windows XP. Installation
steps on other operating systems please refer to the User Guide and the

instructions on OS to follow.

1. Insert the wireless USB adapter into the USB interface of your
computer.

2. “Found New Hardware” system dialogue appears, and selects
“Cancel”.

Found New Hardware Wizard

‘Welcome to the Found New
Hardware Wizard
Windaws will search for current and updated software by

Ioaking an vaur camputer, an the hardware installtion O, ar an
wieb site (with your permission).

CanWindows connect to Windows Update to search for
software?

O Yes, this time anly
(O Yes. how and gvery time | connect a device
(O Mo, not this time

Click Newt to continue.

Cancel
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3. Insert the included CD-ROM into the CD-ROM drive of your
computer, and the Welcome screen appears. (If not appear, double
click the “Setup.exe” icon.)

[W3020  tnstaishierd Wizard

Welcomn to use Tomda W32 Wislozs ISH Adaple
Thea inatals et the Uty softveare and divet of the reeless
a

4. If there is no wireless USB adapter or incorrect connection, the
following window will appear. Click “Yes” to connect the wireless

USB adapter mentioned step 1.

D viom

?J Plearse st Wirsless LSD Adacder chob “Ves" to continue rstallstion, deck o™ ho Canced.

C= [ = ]

5. Click “Next” to select the setup path, or you also can click “Change”

to change the path or folders.
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| v I

fstaltsi | | sk [fetz] [ Cancel ,
6. Click “Next” to confirm the setup path.
[W3020  tnstatshierd Wizard

‘Weliome to use Tenda WI02U Wianless USE Adagter

[mstaltie L T T | Canct

7. During the installation, the following dialogue maybe appears. Click
the “Continue Anyway” to continue. There is no security threat to
your computer.
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Hardware Installation

f The software you are installing for this hardware:
LAY
11n Wireless USB Adapter

haz not pagsed Windows Logo testing to verify its compatibility

with ‘Windows XP. [T ell me why this testing is impartant.]

Continuing your i ion of this may impair
or destabilize the correct operation of your system
either immediately or in the future. Microsoft strongly
recommends that pou stop thiz installation now and
contact the hardware vendor for software that has
passed Windows Logo testing.

[ Lontinue Anyway ] L STOF Installation J

8. Click “Finish” to complete the installation.

W302U - InstaliShield Wizard

‘Welcome to use Tenda W302U Wireless USB Adapter.

Install Szl [ <Back 1 I Cancel -|

9. The NSU-11NP10-2 will appear on the screen. Please select the AP

you would like to connect and press “Connect” button and fill in the
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security information, then click “OK” to proceed to the wireless
network.

[ Contigh

« B =~ @ &+ B

Profl Henatn

Adinied Stk L Wl Fado OniDrf  Aboun ‘
Sartritees @ S0 @ Cravval @ S mE
P i e
¥ shvertex & 00 v — —
WLAN & L] u E—
. . L
-
g 20 s (BBCA 3 905 I ieensR—
Ftin W o LWk WL [Pt 1 [ et ORI
Charmi =+ 4 - 240 M combvd charies - ) T o dieeegth Ton ORI
T T e—, B semesgn o
Excrprmn o vore
Pt Ny o Wdvmdnadas R
g v+ 102 040 10 L Sgmed o4 VI0U) R
o T -
Do Gy ¢ 150 801
ol [y
oo 280 3

Lk e o W1E Wl
" T ] e ¥ e Wl Promugrest +2 28 Jed fipe
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Chapter 3 How to Use the Wireless Utility Interface
(Client Mode)

This Utility Interface is provides basic configuration functions to
NSU-11NP10-2 Wireless USB Adapter management. If the Ul does not

appear automatically, please select from the CD to run the application.

3.1 Profile Management

i ConfigUl
- #F @ o ¢ 2 @
Profile MNetwark Advanced Statistics Vi, WPS Radio On/Off  About
Profile List
Profile Name »>
SSID =
Network Type >
Authentication =»
Encryption ==
Use 802.1x >>
Channel ==
Power Save Mode =>
Tx Power ==
RTS Threshold »»
Fragment Threshold >
Add Edit Delete Activate
w
& Profile List

Profile can book keeping your favorite wireless setting among
your home, office, and other public hot-spot. You may save
multiple profiles, and activate the correct one at your preference
in the profile list.

& Add: Click this button to add a new profile
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= ConfigUl
E o & & @ ¢ 9 2 @
Profile MNetwark Advanced Statistics Vi, WPS Radio On/Off  About
Profile List

Profile Name »>

SSID =

Network Type »>

Authentication ==

Encryption ==

Use 802.1x >>

Channgl =

Power Save Mode »»

Tx Power ==

RTS Threshold »»

Fragment Threshold >

Add Edit Delete Activate

-

Systern Config  Auth. Y Encry.

Prafile Name >» |PROF1 Network Type > Infrastructure w

551D >» | - Tx Pouer > Auto -

Power Save Mode »» (3) Cav @ PSM

[ RT3 Threshaold

—
—

B B

[] Frazment Threshold

Ok Cancel

» System Configuration

m Profile Name: Specify one name for the profile

m SSID: Name of intended wireless network, User can key in the
intended SSID name or use pull down menu to select
from available APs.

m Network Type: you can select one from Infrastructure and
802.11 Ad-hoc modes

m Tx Power: Transmit power, the amount of power used by the
wireless adapter to send the signal out.

m Power Save Mode: Choose from CAM (Constantly Awake Mode)
or PSM (Power Saving Mode).

m RTS Threshold: you can adjust the RTS threshold number by
sliding the bar or key in the value directly.
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m Fragment Threshold: you can adjust the Fragment threshold
number by sliding the bar or key in the value directly.

» Authority / Encryption.
Authority / Encryption is to set the wireless authentication
type and encryption type. It is by the encrypted AP based
on security authentication that the device is connected to
wireless network.

= ConfigUl

[ 54 = A
e o & @ 0 9 O @
Profile Network Advanced Statistics W WPS Radio On/Off  About

Profile List
Prafile Name >>

SSID =5
Network Type ==
Authentication =
Encryption »

Use 802.1x >

Chanriel =»

Fouer Save Mode >
Tx Power »>

RTS Threshold =
Fragment Threshold »=

Add Edit Delete Activate

Systern Config ~ Auth. % Encry.

Authentication == Open - Encryphion =>  none - [ soz.1%

WPh Preshared Key ==

Wep Key

[ Show Password

(13 Cancel

» 802.1X
It is an advanced encryption mode based on Radius server
or authentication credentials.

10
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 ConfigUl
P
E o & & @ @ 9 N
Profile Netwark Advanced Statistics WM WPS Radio On/Off  About
Profile List

Profile Mame >
ssID >

Network Type »>
Authentication >»
Encryption >

Use 802, 13 =
Channel =

Fouiet Saus Mode >»
T Pawer >

RTS Threshold =>

Fragment Threshold »>

hdd Edit Delete Activate
-
Systern Config ~ Auth. \ Encry. B021X
EAP Wethod >> PEAP - Tunned Authentication »=  EAP-MSCHAP vZ ¥ [ Session Resumption
10\ PASSWORD Client Certification Senver Certification

Authentication 1D f Passward

Identity »> ’7 ,7 ’7
,7

Tunnel ID / Passward

Identity »» Passiard »»

D Shio Passinord

oK Cancel

& Edit: Edit an existing profile.
# Delete: Delete an existing profile.
& Activate: Activate selected profile

Note:

1. A SSID is the public name of a wireless network. Only the
same SSID can communicate with each other on a WLAN.

2. You need to know and keep the same authentication mode
and encryption method on a WLAN.

11
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3.2 Network Configuration Utility

Under this function, system will display the information of surrounding
APs from last scan result. List information includes SSID, Signal, and

Channel and so on as shown below.

f '-'n'wn u
B - @ & B ¢ i : »
Prot b Mabatr Advanced Sty A, et Radio Oni0rY  sbowe
Lavted b o @ W @ Craval @ S O v e
& Lirt 0
B skyvertex & geg o= =
WLAN h za wR —
Raccan Caresct Acst e Pretia
-

& Rescan: Issue an rescan command to wireless NIC to update
information on surrounding wireless network

# Connect: Click this button to connect to the selected network.

& Add to Profile: Add the selected AP to Profile setting. It will bring

up profile page and save user's setting to a new profile.

12
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Click right corner ™™ icon to display the information on Wireless
adapter and AP. It contains Status, Authentication, Encryption, Network
Type, IP address, Sub Mask, Default Gateway, Link Speed, Channel,
signal/Noise Strength as shown below.

[ Caarai

B = @F +& 0
Profis Hetwor Advanced Satkthcs VA

dpried be oo ° 40 . Charcai ' Tgran

WP Liyd o
¥ skvvertex &1 200 =
WLAN Fel ‘. -
deaan e | daid s Frutie

T v+ TN e OR-BC-0 w0 o
ki Wil o v L0 WL Mol 100G 1 P AT
el o0 | e B2 e cortend chares © ) =
el L R, |.|_

Excrpptan »5 berw
Hetema Ty or buwirudue —
Faaden v 2 GAL 00 Lk Tored = Y00 Wb
e s i -
Dwtest Gammwsty »+ 0L WAL

L) Berss

™. DEO s W0 Lk Tomed 50 W1 E kg
@ s e [FETs D e BN Framaghpwt »» 2 Jéd pipe

13



IEEE802.11n High Power USB Adaptor User Manual

Select one wireless network in AP list and double click it, you can view
the detailed information about this access point as shown below.

et | %]
« @ = F & B $ ¢ T @
(174 "] HalAD A O e SiatkEnics SR T Fado On/ON  Abowe
Saried bw o ‘. b1 ] @ Crarcal @ s O 3vee #n
o Lt e

P skyvertex i '. m P — ]

WLAN e 20 qC m—

A vl el s Fofie

e
Cratwial ‘Wi Cox
20 +a Tardia

A A v (0100001000 Tt Srvemghy 1o S8
Y=ol L e
AEREN N ST RN

T
Bt o o Mhire
Charwwl 2 4 s OT i
Mt Toow oo mhrarine sy

B e 00 WD
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3.3 Advanced Settings
The following figure shows Advance function of Ul

 ConfigUl
Z & = y
= — » g @
Profile Netwark Advanced Statistics WM WPS Radio On/Off  About
Wireless made > 502,11 BG/N mix =] [0 Enable CCX (Cisco Compatible eXtensions)
[] Enabie T Burst [
[] Enable TCP Window Size
[ Fast Roaming at dBm
[] show Authentication Status Dislog
Select Your Country Region Cods
118G »> 0; CH1-11 =

Apply.

& Wireless mode: Select wireless mode. 802.11 B, 802.11 B/G mix,
802.11 B/G/N mix modes are supported;

& Enable TX Burst: Tenda’s proprietary frame burst mode;

& Enable TCP Window Size: Enhance throughput;

& Fast Roaming at: fast to roaming, setup by transmit power;

& Show Authentication Status Dialog: When you connect AP with
authentication, choose whether show "Authentication Status
Dialog" or not. Authentication Status Dialog display the process
about 802.1x authentication;

& Enable CCX (Cisco Compatible eXtensions): support Cisco

Compatible Extensions function;

& Enable Radio Measurement: can channel measurement every

15
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0~2000 milliseconds;
& Select Your Country Region Code: eight countries to choose;

& Apply: Click Apply to implement changes made.

3.4 View Network Statistics
Statistics page displays the detail counter information based on
802.11 MIB counters. This page translates that MIB counters into a

format easier for user to understand

& Show Transmit Statistics

= ConfigUl
2 = 2
el F ) : »
Profile Netwark Advanced Statistics WM WPS Radio On/Off  About
Transmit Receive
Frames Transmittsd Successfully = 423
Frames Retransmitted Successfuly s 22
Frames Fail To Recefve ACK After All Rstries = 2
RTS Frames Successfully Recefve CT5 = 0
RTS Frames Fai To Recafve CTS = 0
Reset Counter
-

& Show Receive Statistics

16
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= ConfigUl

o
e #
Transmit Raceive

Frames Recelusd Successiully -
Frames Recetued With CRC Error =
Frames Dropped Dus To Out-of-Resourcs =

Duplicate Frames Received =

Reset Counter

| Fed $
Profile Netwark Advanced Statistics WM WPS

© 2 a

Radio OnfOff  About

164

608

& Reset Counter: Reset counters to zero

3.5 WMM Setting

The following figure shows WMM function of Ul. It involves "WMM
Enable", "WMM - Power Save Enable" and DLS setup. The

introduction indicates as follow:

%2 ConfigUl

— # @

Profile Netwark Advanced Statistics WihAM, WPS
WM Setup Status
Wit > Enabled Power Save > Disabled
[@] Wi Enatle

[] s - Power Save Enable

[ Direct Link Setup Enable

EEREEN =

@ 2 3

Radio OnfOff  About

Direct Link »> Disabled

¢ WMM Enable: Enable Wi-Fi Multi-Media;

17
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& WMM - Power Save Enable: Enable WMM Power Save;
# Direct Link Setup Enable: Enable DLS (Direct Link Setup).

Example to Configure to Enable DLS (Direct Link Setup)

1. Click "Direct Link Setup Enable"
2. Change to "Network" function. And add a AP that supports DLS
features to a Profile. The result will look like the below figure in

Profile page.

 ConfigUl
[E2 fi.g T & @ ® 2
= — = . @ o a

Profile Netwark Advanced Statistics WM WPS Radio On/Off  About
WM Setup Status
WM »> Enabled Power Save > Disabled Direct Link »» Disabled
[@ WM Enable

[] Wit - Power Save Enable

[] Direct Link Setup Enatle

I

3. The setting of DLS indicates as the following:
Fill in the blanks of Direct Link with MAC Address of STA. The
STA must conform to two conditions as follow:
a. Connect with the same AP that supports DLS features.
b. Have to enable DLS.

18
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 ConfigUl
P
_— 5 a o T @
Profile Netwark Advanced Statistics WM WPS Radio On/Off  About
WM Setup Status
WHM =» Enabled Power Save > Disabled

Direct Link == Enabled
[@ W Enable

[] Wit - Power Save Enable

D Direct Link Setup Enable

MAC address => 00 |C0 (43 (28 (a0 |00 Timeout Yalue »> a0 sen Apply

Tear Dot

4. Timeout Value means that it disconnects automatically after some
seconds. The value is in integer. The integer must be between 0~65535.

If the value is zero, it means that the device is always connected.
Default value of Timeout Value is 60 seconds.

5. Click "Apply" button. The result will look like the following figure.

Wbk Setup Status
it »> Enabied Pomer Save »» Disabled Direct Link »» Enabled

[@ M Enable

[] v - Power Sawve Enable

[@ Direct Link Setup Enable

MAC Address > (00 |Oc |43 (28 |60 |00 Timeaut Value »» &0 sec Apply

00-0C-43-28-60-00 &0

Tear Dawn

As the up figure, after configuring DLS successfully, show MAC

address of the opposite side and Timeout Value of setting in "DLS
Status".

6. Disconnect: Select a direct link STA, Click "Tear Down" button to
19
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disconnect.

3.6 WPS Configuration

WPS: The primary goal of Wi-Fi Protected Setup (Wi-Fi Simple
Configuration) is to simplify the security setup and management of Wi-Fi
networks. This Ul supports the configuration setup using PIN
configuration method or PBC configuration method.

= ConfigUl
2 = 2
el &F ) : »
Netwark Advanced Statistics WM WPS Radio On/Off  About
WPS AP List
ID: EDIMAX 00-0E-2E-DE-72-04 " Rescan
—Pin Cods
60647184 Renew
WFS Frofile List Config Mods ——
Enrolles -
Discannect
[@ WP Assocists IE Progress > 0%
PEC WFS Probs IE
“ -

& WPS AP List: Display the information of surrounding APs with
WPS [E from last scan result. List information includes SSID,
BSSID, Channel, ID (Device Password ID), Security-Enabled.

& Rescan: Issue a rescan command to wireless NIC to update
information on surrounding wireless network.

# Information: Display the information about WPS IE on the
selected network. List information includes Authentication Type,

Encryption Type, Config Methods, Device Password ID,

20



IEEE802.11n High Power USB Adaptor User Manual

Selected Registrar, State, Version, AP Setup Locked, UUID-E and

RF Bands

& PIN Code: 8-digit numbers. It is required to enter PIN Code into
Registrar using PIN method. When STA is Enrollee, you can
use "Renew" button to re-generate new PIN Code.

& Config Mode: Our station role-playing as an Enrollee or an
external Registrar

& Control items on credentials:

1. Detail: Information about Security and Key in the
credential.

2. Connect: Command to connect to the selected network
inside credentials.

3. Rotate: Command to rotate to connect to the next
network inside credentials.

4. Disconnect: Stop WPS action and disconnect this active
link.

5.  Export Profile: Export all credentials to Profile.

6. Delete: Delete an existing credential.

& PIN: Start to add to AP using PIN configuration method
& PBC: Start to add to AP using PBC configuration method

Note: When you click PIN or PBC, please don't do any rescan
within two-minute connection. If you want to abort this setup within
the interval, restart PIN/PBC or press Disconnect to stop WPS

& WPS associate IE: Send the association request with WPS IE
during WPS setup.

& WPS probe IE: Send the probe request with WPS IE during WPS
setup.

& Progress Bar: Display rate of progress from Start to Connected
status.

21
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& Status Bar: Display currently WPS Status.

3.7 Radio On/Off
Turn on/off the wireless radio.

3.8 About

About function displays the wireless card and driver version
information as shown below.

[y Caarai (%]
i =1 1 g
B - F &~ B @ : P ®
Prodi Ketwor Ao DNCe] ity [ [ Fado Ond0fF  dbgun
Wiy v oo 3B E Disdw ve TN
Dovope permn oo VR4 E Dty os 0 20T

EEFEC v oe i3

Farvsmars watran =o 07
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Appendix One: Glossary

WLAN
802.11

802.11a

802.11b

802.11g

Ad-Hoc

AES
BSSID
DHCP
DSSS

QoS
OFDM
RADIUS
RTS

SSID

Wireless Local Area Network

A family of specifications developed by the IEEE for
WLAN technology.

An extension to 802.11 WLAN standard that provides up
to 54 Mbps transmission in the 5 GHz UNI radio band.
An extension to 802.11 WLAN standard that provides up
to 11 Mbps transmission in the 2.4 GHz ISM radio band.
802.11b uses DSSS modulation.

An extension to 802.11 WLAN standard that provides up
to 54 Mbps transmission in the 2.4 GHz ISM radio band.
802.11b uses OFDM modulation and is backwards
compatible with 802.11b.

A group of computers each with wireless adapters,
connected as an independent WLAN.

Advanced Encryption Standard

Basic Service Set ID

Dynamic Host Configuration Protocol

Direct Sequence Spread Spectrum. DSSS is one of

two types of spread spectrum radio. The other is
frequency-hopping spread spectrum(FHSS).

Quality of Service

Orthogonal Frequency Division Multiplexing

Remote Authentication Dial In User Service

Request to Send

Service Set Identifier. A 32-character unique

23
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TCP/IP
TKIP
wWDS
WEP

WPA
WPA2

WPA2-PSK
WPA-PSK

identifier attached to the header of packets sent
over a WLAN that acts as a password when a
mobile device tries to connect to the BSS.
Transmission Control Protocol/Internet Protocol
Temporal Key Integrity Protocol

Wireless Distribution System

Wired Equivalent Privacy. A security protocol for
WLANSs defined in the IEEE 802.11 standard.
Wi-Fi Protected Access

Wi-Fi Protected Access 2. The next generation of
Wi-Fi security, based on the 802.11i standard.
Wi-Fi Protected Access 2-Pre-shared Keys
Wi-Fi Protected Access-Pre-shared Keys

24



