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Chapter 1. Minimum System Requirement

We strongly recommend your computers follow our minimum requirements in order to use this

[P-Camera normally. If computer level is lower than this, it might cause some problems.

Item Requirements

CpPU Pentium 4 1600MHz (or equivalent AMD)

Graphic Card 64 MB RAM graphic cards(or equivalent on-board graphic cards)
RAM 512 MB

Operating System | Windows 98, Windows ME (Please see Note)
Windows2000, 2003, XP, Vista, Mac OS X Leopard

Web Browser Internet Explore 6 or later

Note:
1. If you are using Windows 98 or Windows ME, please install IP Installer before using WEB Ul

to ensure the system runs normally.

2. If you can't view the record video file, please install Xvid codec while installing Intelligent IP
Installer. (For Windows 98, ME or 2000 server, the codec might not work properly. You’ll need to
download Xvid codec 1.0 from the internet.

3. Please always update the latest Windows component. (.Net Framework, Windows Media Player,

Enhance ActiveX Security)



Chapter 2. Using IP Camera via Web Browser
2.1Windows Web Browser

1. Start your web browser, and enter the IP address or host name of the IP camera in the

Location / Address field of your browser.

Note :
If you only want to view the video without setting page, enter “http://<IP>/index2.htm”

as your web URL.

2. Use the default account “admin” and default password “admin”.

Note :
The default user name “admin” and the password are set at the factory for the
administrator. You can change them in the Account Menu (Please check “Setting —

Basic — Security — Account”)

Connect to 10.0.0.56

Lser name: | | 5§ v

Password: | y

mber my passwor

(04 ] [ Cancel




3. The monitor image will be displayed in your browser. In the far left side of main
configuration are Setting, Client Setting, and Image Setup and PT control. For more

details, you can check Chapter 6.2 -~ Chapter 6.3 ~ Chapter 6.4 and Chapter 6.5.

| 4 Setting |
[; Client setting |
[ N Image setup |
| %, PT control |

10.0.0.25




2.2 Mac Web Browser

1. Click the Safari icon, and enter the IP address of the IP camera in the Location / Address

field of your browser.

Note :
If you only want to view the video without setting page, enter “http://<IP>/index2.htm”

as your web URL.
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2. Use the default account “admin” and default password “admin”.

Note :

The default user name “admin” and the password are set at the factory for the

administrator. You can change them in the Account Menu (Please check “Setting —

Basic — Security — Account”)
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3. The monitor image will be displayed in your browser. In the far left side of main
configuration are Setting, Client Setting, and Image Setup and PT control. For more

details, you can check Chapter 6.2 ~ Chapter 6.3 ~ Chapter 6.4 and Chapter 6.5.

|
L] l'll_ Frie 0RO MESlDey BOOLMAITG  WARDDM  Maip noll BRI LB ﬂ
he 1P CAMERA Viewer e

i c _@ [EJhue://10.0.0.26/

| [0 Applev Amazon eBay  Yaboo! Mewsy

B Setting
I Client setting

[N Image setup
g

' LAVIO



Chapter 3. Setting up Wireless Configuration

The wireless network has to be set up by using cable network connection. After setting the

camera correctly, the wireless function can work without cable network connection. Please follow

the setting process below step by step:

1. Connect IP Camera with Ethernet connection. (Check chapter 7.3.6 for more details)

2.Go to Setting — Basic — Network — Wireless choose option “On”. You will see the

wireless setting page.

5 HOME

SETTNING
¥) BASIC
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Wireless
SEETT LT
F) Securty
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3. Then click “Refresh”. All access points (AP) around you will show up.
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4. Select the AP you wish to connect.

5. Enter password at active transmit key if you need. If you don't know the setting of the

wireless AP, please ask your network administrator.

6. Choose the option of Obtain an IP address automatically (DHCP).

7. Choose the option of Obtain DNS server address automatically.

¥) Matwork
Inforenation
PPPaE
DDHNE
wenP
I Motifeason
Wireldss
Messenger
ki Security

k) Advance

& Obtain an IP address automatically [DHCF)

@ Llse the following IF address

IP addrass noen
Subnet mask 0080
Diefault gateway 0000

® Use the following DN S server address
Primary DNS server 00

Secondary DNE server 0000
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» Use the following IP address: Select this when the fixed IP address is set.
oIP address: Enter the IP address of the device.
eSubnet mask: Enter the subnet mask.
eDefault gateway: Enter the default gateway.

> Use the following DNS server address: Select this when you set the fixed address as the

IP address of DNS server.
ePrimary DNS server: Enter the IP address of the primary DNS server.
eSecondary DNS server: Enter the IP address of the secondary DNS server, if
necessary.

8. Connect to the IP camera with wireless IP address, then you can remove the Ethernet

connection.
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Chapter 4. Using IP Camera via Mobile Phone

4.1 Using IP Camera via iPhone

You can use Zavio Web User Interface via iPhone. Please follow the setting process below.

Then you can use Zavio web Ul via iPhone.

1. Select Safari function 2. Type IP address in your web link.

o TH.. & FFiosa o -

3. Type name and password. 4. The Zavio User Interface and live image
Default value is admin / admin. will show up in the middle of screen.
Then click Login In

o TH.. & ¥ 100 o - a TH... & k%1008 o -

Note: The image is continuous snapshots
not video.Therefore, you can’t record live
image here.

11 - RUTEA



4.2 Mobile Phone Viewing

To use IP cameras via mobile phones, please make sure your RTSP is set to “On” (Default is
“On”). To change the settings of IP cameras, Please check “Settings — Basic — Camera

— General.”

4.2.1. 3G Mobile Phone Streaming Viewing

For 3G mobile phone viewing, type “ rtsp://<IP>:<PORT>/video.3gp ” into your 3G
Streaming Link. <IP> is the Public IP address of your IP camera; <PORT> is the RTSP port
of your IP camera (Default value is 554.) Example: rtsp://100.10.10.1:554/video.3gp

Note: You can also use RTSP clients (RealPlayer, VLC, QuickTime Player...etc.) to
view RTSP streaming, just type in “rtsp://<IP>:<PORT>/video.3gp” as the Player URL

4.2.2. 2.5G Mobile Phone WAP Viewing

For 2.5G mobile phone viewing, type “rtsp://<IP>/mobile.wml ” into your 2.5G WAP

Browser. <IP> is the Public IP address of your IP camera.

4.2.3. 2.5G Mobile Phone Browser Viewing

For 2.5G mobile phone viewing, type “rtsp://<IP>/mobile.htm ” into your 2.5G Web

Browser. <IP> is the Public IP address of your IP camera.

12



Chapter 5. MSN Messenger

Please see the following steps to set up the Messenger function.

1. You can download MSN software freely and create a new MSN account (camera at home) to
use Microsoft Live Messenger.

2.Go to Setting—Basic—Network—Messenger , set the Messenger to “ON” . Then, login in new

account and password (Camera at home).

eaman M homsShaimul cam
% M Fn EETTTTERY

k) Camsara "

. (=) WPE pAETYSL ssssssanw

3. Choose “On” at the option of IP Notification. If this feature switches On, camera will send IP
notification to the users who are allowed.

4. Choose “On” at the option of Privacy. If you can choose “On” at the privacy option, you can set
an allow list.

DONS
B
P Matifecation
bl 5 1 SE=an gam
Wireless
Messenger | | Fascened
r) Securidty hrudrrdes(S 1 H@an com

5. Use your account to login in the Messenger software. Then, add the new MSN account (Camera
at home )

6. The Camera at home will show up with its Public IP and Private IP if the option of IP
Notification is “On”. ( You can enter “Ping” to show up with Public IP and Private IP.)

13



@
7. Click on the small camera icon ~— . Then, choose “View a new contact's webcam”.

era at home says:

by FPublic IF: 122.124.4.150
LIREL: hitped 1221244 150f

Wired-Frivate |F; 10.0.0.45
LIEL: hitp:10.0.0.45/

gl

Gel acceszores

8. The IP Camera will accept your invitation; the live video will show up in the right screen after
few seconds.

& camara at hema - Conversation
File Ed Actiore Todk Help

S5 camnera at home !
e [, X33, 196 vy _saviedDbastnd. cor

[V y e fa = 1 4]
e s ! Hh - rh 1 <8
& Mot gpes s your pasaword ar cradit cand

FiumbBer in an rslant TFHES ARy CINTW sEhin

camia &l home S
Bl Fulphe [F 22000 332100
LIRL hip AREL 1 3 E 13

Vired-Frrvate (P 10.0.0.94
URL: hitp:10.0.0 347

B s ireabad CaRGTE & R 10 Shan
sending wibeam, Plaass wad for & responss ar
LancaE (AdveL) thir pornclineg irralation

A campra al hame has accepled your wralabon 1o
#larl sanding wabcam
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9. Click Action button and choose Start control panel to use control panel.

s - 5
= camera at e - Conversation

A cork ot B joan Bhes corrmarsation

-4
T gard n s lie...

g Creals & iy lolder
- Sand & rasdge

e i & vk .
withemr  Serd & eemal metage
H Vo |

panding <o

A
matahn  Play & Qi
Ercpsil vmrrade audnl ance
B ol

——— Parsanakog MErssngsr
Personaies Messeroger

B e |

A=l gl

of Cane Bk

B carneva al harme has acceplad gt
rrerlmbho by Shagd '_.q_-'ll_‘l"lql_l aris By

Gl LSS

G- B-@ L P oS B-
® Connmction eoaliled FA o
10. The dialog box will show up with “This application is not part if Window Live Message....... ”?

Tick the box of “Don’t show me this again” and click OK

*% Windows Live Messenger

This application is not part of Windows Live Messenger, MSM and
Microsoft do not accept liability For this application if it causes damage to
wour camputer oF resulks in a violation of wour privacy.

Are yau sure you wank ko open this application?

@ 't show me this again

(5].4

Cancel
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11. The IP Camera will accept your invitation to start Control Panel.
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12. You can click Camera icon @ to snapshot then the picture will send to you immediately.
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-
13. You can click paint palette icon g

can use the tool bar to optimize video Brightness

showing up with tool bar to set up image. Then,

Contrast . Saturation®® and Hueﬁun

After the adjustment of all setting, you can still click to make the setting back to the

original setting.

s @l Rver

£ &4 B 4 &

Whend-Prives P 10008
LA i 000

B Correcfion m abinked

14. You can click joystick icon

/ Image Setup

Laniwrd

showing up with arrows of different directions. You can

click the arrow button of direction to do PT control.

4 camurs ul o - Comeriabics
e ) b—
£ @B B

Wit Pets I 100084
AL hee a0 DAy

® Corracron satabdated & K

/ PT control

=3
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Chapter 6. Configuration of Main Menu

In the far left side of main configuration are Setting, Client Setting, Image Setup and PTZ
control. For more details, you can check Chapter 6.2 ~ Chapter 6.3 ~ Chapter 6.4. ~ Chapter
6.5.

Full screen
Snapshot

10.0.0.2%

[ E Setting
[; Client setting

[ I Image setup
[ 3, PT control

Zoom in / Out

Video Play Audio button

In your right hand side, you can use Live View in your main Browser. There are Snapshot,

Zoom and Audio and Video Play four different function. You can see more details as follow.

18



6.1 Live View
A. Snapshot

You can capture a still image shot by the camera and save it in your computer.

Symbols | Meaning

sy a snapshot window will appear
Save to save the picture in your computer
Close to return to the view page

m full Screen

B. Zoom in / out the image via the monitor window

T THA

e Click @ to display the digital zoom in window.

e Pull the w to adjust the digital zoom range, and it will

be showed on the above window.

e You can use the left click of your mouse to move the I:l to any where on the window.

19



C. Video play buttons

Symbols

Meaning

o

Pause the current video

®

Play the video

@

Stop the current video

Record the current video

Note:

Concerning the recording storage requirement of your hard disk, please refer to
the CHAPTER 9. APPENDIX / B. Storage Requirement Table.

D. Audio buttons

Symbols

Meaning

Note

Speakers turned on

mean the speakers of your computer are
turned on to transmit the sounds from the
connected IP camera(s)

Speakers turned off

Microphone turned on

mean you can broadcast to the connected
IP camera(s) via the Ethernet using your
microphone

Microphone turned off

EH | @] (3]

Volume control bar

20




6.2 Setting

[ EA setting |

This function is only for the Administrator. Click this button to get into the Basic and

Advance settings menu.

Click Basic folder, there are four sub-folders including System, Camera, Network, and
Security. Fore more information, you can see Chapter 7.1 ~ Chapter 7.2 -~ Chapter 7.3

and Chapter 7.4.

Click Advance folder, there are four sub-folders including PT control, Preset position,
Patrol, FTP Client, SMTP, HTTP event, Alarm output, Schedule, Alarm input, Motion
Detection, and System Log. Fore more information, you can see Chapter 8.1 - Chapter
8.2 ~ Chapter 8.3 ~ Chapter 8.4 ~ Chapter 8.5 ~ Chapter 8.6 ~ Chapter 8.7 ~ Chapter 8.8 ~
Chapter 9.9 ~ Chapter 8.10 and Chapter 8.11.

21



6.3 Client Setting
g Client setting |

This function is only for the client.

@ Satting 10.0.0.03
Ii Client sebting

Maode
WView size 10240 =
Protocol HITP W

Video buffer Of ¥

lu mage sstup

_. !..F" contmod 'I

Click this button to control Mode, View Size, Protocol, and Video Buffer.

6.3.1 Mode

Click the pull-down box to choose between MPEG4 and MJPEG video compression mode.
MIJPEG streaming is unavailable if RTSP mode is “On.”

(Please check Setting — Basic — Camera — General)

Note : MJPEG streaming is unavailable if RTSP mode is On.

6.3.2 View Size

Select the desired display image resolution to 640X480 or 320X240.

6.3.3 Protocol

Select the transferring protocol from TCP, UDP, HTTP and Multicast.

6.3.4 Video Buffer

Turn the Video Buffer function ON / OFF. The Video Buffer function makes the streaming
more smoothly in unsteady network environment, but might cause a little delay in live
viewing.

22



6.4 Image Setup

I I Image setup |

You can use the tool bar to optimize video Brightness, Contrast, Saturation and Hue.

IE Satting 10.0.0.58

I_x Client s&tting

| Is mage satup

_. "_. PTcontnd |

6.4.1 Brightness

The higher value the brightness is, the brighter the image is.

6.4.2 Contrast

The contrast is a measure of a display system, defined as the ratio of white to black that the
system is capable of producing. The higher value the contrast is, the more delicate of color you

can have.

6.4.3 Saturation

The saturation of a color is determined by a combination of light intensity and how much it is
distributed across the spectrum of different wavelengths. The higher value the saturation is, the

more colorful the image will be.

6.4.4 Hue

Hue is one of the three main attributes of perceived color, affected by different wavelength of

color. With higher value of hue, color will be much more vivid.

6.4.5 Default

After the adjustment of all setting, you can still click Default to make the setting back to the
original setting.

23



6.5 PT Control

| %, PT control |

6.5.1 Pan / Tilt / Home control buttons

Click the arrow button of the direction you want the IP camera to move.

BlElE
=20
Edkd el

6.5.2 Other camera control functions

Set Presef Go—
_Set_ Patrol_Go

Preset: Move the camera toward the preset direction.

Patrol: Before you start this function, you need to specify Guard tour settings in the Setting
Menu under Advance / Patrol setting.

24



Chapter 7. Setting-Basic

Click the folder of Basic to display the sub folders including System, Camera, Network, and

Security.
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7.1 System

Click the folder of System to display the sub-folders including Information, Date / Time,

and Initialize.

JCIFEE
EETT
Y] BARIC
¥ Eystem
nfodmm 1
3T
. Welcome to Camera Setfings Page
nisialize
* | Camara
Kbaark
" -2 18
B T
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7.1.1 Information

The Information page provides the product factory information which includes Product

Name, Firmware Version and Web Version.

Infgrmation
ALE I Tirse
inj
Camara
] I
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7.1.2 Date / Time

The Date/ Time page displays all options of time setting.

Catwi i

» Current date / time: This displays the current date and time of this IP Camera.
» PC clock: This displays the date and time of the monitoring PC clock.

> Date / Time format: You can click the pull down box to select different time display

formats.

» Adjust: You can select one of those four adjusting modes for your IP Camera.
eKeep current setting: Select this mode to keep the current date and time of this IP

Camera.
eSynchronize: Select this mode to keep the date and time of this IP Camera is the same

as the monitoring PC.
eManual setting: Select this mode to adjust manually the date and time of this IP

Camera.
eSynchronize with NTP: Specify the NTP server name and the Refresh Interval to
synchronize the date and time of this IP Camera with those of the time server, known

as the NTP server.
» Time Zone: You can select the Time Zone of the format from Greenwich Mean Time.

The time will display the same as the current date / time option.

Note:
The NTP server (Network Time Protocol) is the time server which is an Internet
standard protocol built on the top of TCP / IP. This assures accurate synchronization to

the millisecond of computer clock times in a network of computers.

28



7.1.3 Initialize

Raboot Raboot_ |
[y
Factory defaull s .ra:l.-:_-r-. delask
Backup sefting daia i."\..nlll
- B L2
Restore seftiing | Biowii.. | | O%
A TE I " p—
Plle Lpgia _EHOWEE. || T |
Initialize
. == Upload Engung ek Phowga. | | W%

» Reboot: Click this bottom to reboot this I[P Camera. A confirmation dialogue will appear

and then click “OK” to process. It takes two minutes to reboot this IP Camera.

» Factory Default: Click this bottom to reset this [P Camera to the factory default setting.
A confirmation dialogue will appear and then click “OK” to process. The network indicator
on this I[P Camera will start to blink. This IP Camera will reboot automatically after
completing adjustments to the default setting. Don't turn off this IP Camera until the device

reboots.

» Backup Setting: You can save the setting data of this [P Camera into a file. Click “Save”
and follow the instructions on the browser to save the setting data file to your specified

location.

» Restore Setting: Download the saved setting data of this I[P Camera. Click “Browse” and
select saved file. Click “OK” and this IP Camera is adjusted according to the loaded data
and then restarted.

» Firmware Update: Upgrade the device software. Click “Browse” and select the file for
upgrading. A confirmation dialogue will appear. Click “OK” to start upgrading. This IP

Camera will reboot upon completion.

Note:
Use only upgrade files that are special for this [P Camera. Otherwise problems may
occur. Don't turn off the IP Camera power or disconnect the network until the

upgrading is completed.

29



» Upload Language Pack: Upgrade the device language pack. Click “Browse” and select
the file for upgrading. A confirmation dialogue will appear. Click “OK” to start upgrading.
The upgrade is applied immediately. The default language is “English.”

30



7.2 Camera

Click the folder of Camera to display the sub folders including General, MPEG4 and

MJPEG.

5 HOME

SETTMG
¥ BASIC
k) System
¥, Camera
GEnera
B MPEGA

MJPEG

31

Welcome to Camera Settings Page



7.2.1 General

General ILED -

» RTSP : Switch On / Off

Note: RTSP (Real Time Streaming Protocol) is a protocol for use in streaming
media system which allows clients to remotely control a streaming video server.
RTSP is supports by most of the media clients such as Real Player, QuickTime
and VLC...etc.

» Image Rotate: You can mirror or flip the display screen.

» Night Mode: You can choose Auto / Off. If you choose Auto option, the camera will

adjust automatically to perform well when the environment is dark
» Lighting: You can choose the environment among 50 Hz, 60 Hz, and Outdoor.

» White Balance: You can choose the white balance to Auto, Florescent, Incandescent and

Black & White.

» IR: You can turn LEDs light On / Off and Auto. If you select Auto mode, you can adjust
threshold for LEDs Auto-On and Auto-Off respectively. In the right hand side of threshold,
if the tool bar is closer to the right, the LEDs will auto-on easily in the dark environment.
Conversely, in the left hand side of threshold, if the tool bar is more approach to the left, the

LEDs will auto-off easily in the bright environment.

» Overlay:
eText Overlay: You can see some information on the display screen which includes
Date / Time and user-defined text. Also, you can change the background color.
ePrivacy Mask: You can cover a specific area of the video image.
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7.2.2MPEG4

A. Computer View

| O Cancal ]

» RTSP (if RTSP mode is On, please check “Setting — Basic — Camera — General )
oRTSP Port: Specify the transmission port number of RTSP streaming. The default

value is 8554.
eViewer Authentication: If the viewer authentication is On, the users will be requested
to key-in username and password when viewing through RTSP.

» RTP (if RTSP mode is On, please check “Basic— Camera — General*)

eUnicast Streaming Video / Audio Port Range: Specify the transmission port range of
RTP streaming video. RTP will select a port randomly from the range.

eMulticast Streaming (If it is ON)

eMulticast Address: Specify the multicast server address.

eVideo / Audio Port: Specify the transmission port number of the video data. Specify
an even number from 1024 to 65534.

eTime to Live: Set the maximum TTL that multicast can pass through.

» MPEGH4 view port (if RTSP mode is Off, please check “Basic — Camera —

General”)
eUnicast Streaming Video / Audio Port Number: Specify the transmission port number
of the video data. It is initially set to 8090. You can specify an even number from
1024 to 65534.

» Image Size: Specify the image size when the network camera transmits. You can choose

among 640 x 480, 320 x 240 and 160 x 120.
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» Frame Rate: Set the frame rate of the MPEG4 image. You can choose values from 5, 10,

15, 20, 25, and 30 fps. The unit “fps” stands for “frames per second”.

» Quality:
eAuto: The quality and bitratee will be adjusted automatically according to the frame
rate.
eFixed Quality: You can select the value of quality among Medium, Good, Delicate
and Excellent.

eFixed Bitrate: Set the bitrate of MPEG4 image transmission for a line. You can select
the values from 64, 128, 256, 384, 512, 768, 1024, 1280, 1536, and 2048 kbps.

o
 HOME o MPEG4 viewer port
Unicast streaming
SETTING Videalaudio port number B0 (1024 = E5534)

LY YTl T 'Ef‘ 5 H_L”
¥, BASIC VideolAudio port number{S35L)

U Image Size bilxddl |-

t_ System
¥ Camera U Frame rate F|~| fps
) | @ Quality
(ET I
i £ Auto
=) MFPEGS ) Fixed quality
Computer viev ) Fixed bitrate kbps
Mabile view [ oK | [ Cancel
MJPEG

Hetwork

| B

FJ Security

LT

J Advance

» MPEG4 view port (if RTSP mode is Off, please check “Basic — Camera —

General”)
eUnicast Streaming Video / Audio Port Number: Specify the transmission port
number of the video data. It is initially set to 8090. You can specify an even number
from 1024 to 65534. If you change the setting of Video / Audio Port Number, the
setting of Video / Audio Port Number (SSL) will change automatically.

Note:
Concerning how to select the suitable image quality for Fixed Quality or Fixed Bitrate, please
refer to the CHAPTER 9. APPENDIX / A. Frame-rate & Bitrate Table.
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B. Mobile View
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» RTSP (if RTSP mode is On, please check “Setting — Basic — Camera — General”)

oRTSP Port: Specify the transmission port number of RTSP streaming. The default
value is 554.

» RTP (if RTSP mode is On, please check “Setting — Basic — Camera — General”)
eUnicast Streaming Video / Audio Port Range: Specify the transmission port range of
RTP streaming video. RTP will select a port randomly from the range.
eMulticast Streaming (If it is On)
v Multicast Address: Specify the multicast server address.
v Video / Audio Port: Specify the transmission port number of the video data. It is
initially set to 10000 and 11000. Specify an even number from 1024 to 65534.
v Time to Live: Set the maximum TTL that multicast can pass through.

» Image Size: The image size of Mobile View is fixed at 160 x 120.

» Frame Rate: Set the frame rate of the MPEG4 image. You can choose values from 5, 10,
15, 20 fps. The unit “fps” stands for “frames sent per second”.
» Quality:

eFixed Bitrate: Set the bitrate of MPEG4 image transmission for a line. You can select
the value from 64, 32, 16 kbps.

Note:

Concerning how to select the suitable image quality for Fixed Quality or Fixed Bitrate, please
refer to the CHAPTER 9. APPENDIX / A. Frame-rate & Bitrate Table.

35



7.2.3 MJPEG
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» MJPEG Viewer Port:

eUnicast Streaming Video / Audio Port Number: Specify the transmission port number
of the video data. It is initially set to 8070. You can specify an even number from 1024
to 65534.

» Image Size: Specify the image size when the network camera transmits. You can choose

among 640 x 480, 320 x240 and160 x120.

» Frame Rate: Set the frame rate of the MJPEG image. You can choose values from 5, 10,

15 fps. The unit “fps” stands for “frames per second”.

» Quality:
eAuto: The quality will be automatically decided.
eFixed Quality: You can select the value of quality among Medium, Standard, Good,
Delicate and Excellent.

Note:
Concerning how to select the suitable image quality for Fixed Quality or Fixed Bitrate, please
refer to the CHAPTER 9. APPENDIX / A. Frame-rate & Bitrate Table.
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7.3 Network

Click the folder of Network to display the sub folders including Information, PPPoE,
DDNS, UPnP, Bonjour, IP Notification, Wireless and Messenger.

) HETWOre
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7.3.1 Information

Display the MAC address of the device.

L.
e
S HOME
& MAC sddress
SETTING & Qbtain an IP address automatically (DHCP)
v} BASIC O Uze the following [P address
FJ System
B Gamera
T Nabwork
Infarmation
= i A ;
— % Obtain ONE server address automatically
OGME D) Use the following DMS server address
UFnF
Branjeur
IP Hotification
O HTTP po imiber = B 094 be BEEE
r— o H port numbe off:i Nal (1024 1o BEE3S]
Messanger ok | | GCancal |
:_. Sequrity

Fy Advanos

» Obtain an IP address automatically (DHCP): If a DHCP server is installed on the
network, to select this while the IP address is assigned by the DHCP server.

» Obtain DNS server address automatically: Select this to obtain the address of DNS

server automatically.
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|

-
=) HOME
@ MAC address
SETTING O Obtain an IP address automatically (DHCP)
¥) BASIC ® Use the following IP address
P) System IP address 10.0.0.42
») Camera Subnet mask 266,255, 255.0
¥) Network e
P NS Default gateway 10.0.0.1
Information
PPPoE E
DDNS @® Use the following DNS server address
UPnP Primary DNS server 0.0.0.0
Sonjaun Secondary DNS server [0.00.0
IP Notification
Wireless @ HTTP port number ® 800D (1024 to 65535)
Messenger [ (B4 J [ Cancel J
P) Security
*) Advance

v

» Use the following IP address: Select this when the fixed IP address is set.
oIP address: Enter the IP address of the device.
eSubnet mask: Enter the subnet mask.
eDefault gateway: Enter the default gateway.

» Use the following DNS server address: Select this when you set the fixed address as the

IP address of DNS server.
ePrimary DNS server: Enter the IP address of the primary DNS server.
eSecondary DNS server: Enter the IP address of the secondary DNS server, if

necessary.

» HTTP port number: Select 80 in general situations. If you want to use a port number

other than 80, select the text box and enter a port number between 1024 and 65535.
eWhen you have set the HTTP port number to a number other than 80 on the Network
setting page or in the Setup Program, access the device by typing the IP address of the
device on the web browser as follows: Example: when HTTP port number is set to
2000 http://192.168.1.100:2000/

Note: The IP Camera needs to be rebooted after it finishes changing the network setting
completely.
Note: If you connect the IP Camera with your computer directly, the default network domain

of camera is 192.168.1.xx
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7.3.2 PPPoE (Point-to-Point Protocol over Ethernet)

If your ISP provides Dynamic IP with authentication by username and password, type all
PPPoE information in this part. When you use the PPPoE function, you need to turn on the

DDNS or IP Notification function at same time.

e
Ay
el LPPPOE ® On O O
P ac
SETTING IF address
¥, BASIC Lizar I0
l:_- BEyetem F-ll'n.:lu':-__lq:.r.:'

|

= Re-type password

) Hetwork

- . . .

{® Obtain DNS server address automatically
Infarmation
PPPoE
DDNS

UFnFr

) Uza the fallowing DRS zarvar addrass

Bonjour

IF Hotification

(oK | | Cancel |

Wireless
Messenger
i Becurity

*) EAdvance

» IP address: The IP address obtained at the PPPoE connecting with network.

» User ID: Enter the user ID for authentication necessary for PPPoE connections. Type it

up to 64 characters.

» Password: Enter the password for authentication necessary for PPPoE connections. Type

it up to 32 characters.
» Re-type password: Re-type the password to confirm.

» Obtain DNS server address automatically: Select this to obtain the address of DNS

server automatically.
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i,
S HOME
OPPPoE @ On O Off

e IP address

v, BASIC User ID
k) System Password
l_'_f Camera

Rea-type password
":_. Hetwarl

3 Obtain DNS server address autormatically

Infoermation

PREAE = Lise the following DMS server address
ODNS Primary DNS sarver 0.0.00
UFnF Secondary DNS serve nomnn
Bonjour

IF Matification

Wireless | L8], | l Conce

Messenger

*) Security

h__. Advance

» Use the following DNS server address: Select this when you set the fixed address as the

IP address of DNS server.
ePrimary DNS server: Enter the IP address of the primary DNS server.
eSecondary DNS server: Enter the IP address of the secondary DNS server.

Note :

1. PPPoE (Point-to-Point Protocol over Ethernet): PPPoE is a network protocol for
encapsulating Point-to-Point Protocol frames insider Ethernet frames. PPPoE
connection is used mainly with ADSL service where individual users connect to the
ADSL transceiver (modem) over Ethernet work. It also widely used in XDSL (digital
affiliate line such as ADSL, VDSL or SDSL)

2. The IP Camera needs to be rebooted after it finishes changing the network
completely.

3. The IP Camera with Intelligent IP Installer can’t be founded after turning on
the PPPoE and reboot.
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7.3.3 DDNS (Dynamic DNS)

DDNS is a system which allows the domain name data held in a name server to be updated
in real time. The most common use for DDNS is allowing an internet domain name to be
assigned to a computer with a varying / dynamic IP Address. This makes it possible for other
sites on the internet to establish connection to the machine without needing to track the IP

Address themselves.

1)
2 HoME
O DDNS ® On O Off
SETTING Server name ' i'_V_
¥) BASIC User ID
i Systam Password
A Re-type password
¥) Network
Information Host name
PPPoE -
DDNS | ok | | Cancel
UPnP
Bonjour
IP Notification
Wireless
Messenger
») Security
», Advance

> Server name: Choose the DDNS Server from the list.

» User ID: Enter the user ID for authentication necessary for DDNS connections. Type it up

to 64 characters.

» Password: Enter the password for authentication necessary for DDNS connections. Type

it up to 32 characters.
» Re-type password: Re-type the password to confirm.

» Host name: Enter the host name that is registered to the DDNS server.
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Note :

How to apply DDNS username and Host name??

You can apply DDNS username and Host name by the following steps:

1. Login http://www.dyndns.org, click the Create Account
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2. Input all information and follow step by step with DynDNS
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3. Login with new account and click Account — My Hosts — Add Host Services
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5. After type information, check your DDNS service.
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6. Type your DDNS User ID, Password and Host name in Setting — Network —
DDNS. After completing setting, reboot IP Camera.
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7.3.4 UPnP (Universal Plug and Play)

If you have a Router to access to internet and the Router supports UPnP IGD function, you

need to turn on the UPnP Port Forwarding function.

-,
w HOME

MHetworl
Infarmation
FPPoE
DONS
UFnF
Bonjour
IP Motification
wWiraless
Messenger

by Security

k) Advancs

-

guPnP & On O OF

<] Turn On UPnF port forwarding

HTTF port

SEL Port

MPEGY viewer port
MPEGA viswasr port
MJPEG viewer port
MJPEG viewer port
MFPEG4 RTSP port

Computar viaw

Mabile visw

@80 O

D 443 ©

R0
(SSL) =
B0

(38L) 8071

HEL

O 554 & B0

(10224 - Gb53IG)
(1024 - 6bb3G)
(1024 ~B5535)
(1024 ~ 65535)
(1024 - 65535)

(1024 - 65535)

(1024 ~B5535)

(1024 -~ BES3E)

L 0K | [ Cancel

» HTTP port: Enter the HTTP port number and default HTTP port is 80.

» SSL port: Enter the SSL port number and default SSL port is 443.

» MPEG4 viewer port: Enter the MPEG4 viewer port number and default MPEG4 viewer

port is 8090.

» MPEG4 viewer port (SSL): Enter the MPEG4 SSL viewer port and default is 8091.

» MJPEG viewer port: Enter the MJPEG viewer port number and default MJPEG viewer

port is 8070.

» MJPEG viewer port (SSL): Enter the MPEG4 SSL viewer port and default is 8071.

» MPEG4 RTSP port: Enter the MPEG4 RTSP port, default value is 8050 for computer

view, 8030 for mobile view.
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Note :

UPnP (Universal Plug and Play): UPnP is a set of computer network protocol. It allows
devices to connect seamlessly and simplify the implementation of networks in the home
and corporate environments. The device supports UPnP which is enabled by default.
The device will be automatically detected and a new icon will be added to “My
Network Place” if it also enables on your computer. It provides Port Forwarding for
opening a port in a router or firewall in a private network in order to let a party from

the outside world contact a inside user.
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7.3.5 Bonjour

Bonjour, also known as zero-configuration networking, enables automatic discovery of
computers, devices, and services on IP networks. Bonjour uses industry standard IP protocols
to allow devices to automatically discover each other without the need to enter IP addresses or

configure DNS servers.

n
2 HOME
O Bonjour & On O OFf
SETTING Davice nama FwioIPCam
¥) BASIC
k) Bystem | Dk | [ Lancal ]

intarmation
PPFoE
DDNS
UFnP
Banjour
IF Hotification
Wireless
Messenger
i Becurity

'___ Advance

» Device Name: Enter Device Name you wish.

Note: How to use Bonjour in your Windows Browser UI? Please check the link below:

http://www.apple.com/support/downloads/bonjourforwindows.html
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7.3.6 IP Notification

When network notify type is set to “ON”, you can send an e-mail notification of the completion of

the network setting.

i
& HOME IP Notification @ On O Of
MHaotify typa O DHCP [0 Static [P C] PPPoE
SETTING EMTP server name
¥ BASIC EMTP server port = {1 - GE63G) O ssL
i System Authentication S On O OF
T e e ] SMTF [1 POP before SMTP
k) G z
T Hetwiork
Imrarmatkamn
PPPOE
DONS Reclpient e-Mall address :
LUBRE Administrator e-Mall address [
Banjaur Subject IP Madify
IP Hotification Prodact Kamo Cpeaduc i L]
" Wb Wersiom ;1 ovwihs
Wiraless Massage OFT Pereben ¢ ovfire
Mestenger Rtip l'l'l\.'iiu': g g I
¥ WA Address @ aomacs w |HE||:|
*) Security - i
G| Cancel | | Tesi)
::_ midvance

» Notify Type: You can select the notify type among DHCP, Static IP, and PPPoE.

» SMTP Server Name: Type the SMTP server name up to 64 characters, or the [P address
of the SMTP server.

» SMTP Server Port: You can set port number from 1~65535 according to your mail

server. The default value is 25.

eSecurity setting: Tick SSL box if the mail server you use has security restriction.

Note:
If you use g-mail as your mail server, you should set 587 as your port number and tick

SSL box.

» Authentication: Select the authentication required when you send an email.
oOff: Select if no authentication is necessary when an email is sent.
¢On: When authentication is necessary an e-mail is sent, there are SMPT, POP before
SMPT or both three options.
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» Authentication: Select the authentication required when you send an email.
oOff: Select if no authentication is necessary when an email is sent.
o¢On: When authentication is necessary an e-mail is sent, there are SMPT, POP before
SMPT or both three options.

» SMTP: Select if SMTP authentication is necessary when an e-mail is sent.
» POP before SMTP: Select if POP before SMTP authentication is necessary when an

e-mail is sent.
oPOP server name: It is necessary when the POP before SMTP is selected in
Authentication. Type the POP (receiving mail) server name up to 64 characters, or
type the IP address of the POP server. This setting is necessary when the SMTP server
which sends e-mails performs authentication using the POP user account.
eUser name, Password: Type the user name and Password of the user who has the
mail account. This setting is necessary when the SMTP server which sends e-mails
performs authentication.
» Recipient e-mail address: Type the recipient e-Mail address up to 64 characters. You can

specify up to three recipient E-mail addresses.

» Administrator e-mail address: Type the Administrator e-Mail address up to 64
characters. This address is used for reply mail and sending system messages from the SMTP

SCrver.

» Subject: Type the subject/title of the e-Mail up to 64 characters. With respect to mail

which is sent according to the IP notification.

» Message: Type the text of the E-mail up to 384 characters. Default value provides

network information including IP, Port, MAC, Model, Firmware Version and Web Version.
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7.3.7 Wireless

The wireless network has to be set up by using cable network connection. After setting the
camera correctly, the wireless function can work with cable network connection. Wireless
settings must be the same as the access point or ad-hoc device. When changing the settings
they should always be made first in the camera and then in the wireless access point. This

ensures that the camera is always accessible when making changes.
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» Status of Wireless Network
This list is the result of network scan. The network is currently linked to will be shown in

blue. The following information is provided.

oESSID - The name of a wireless network (or ad-hoc device). If the same name occurs
several times this means that several access points for that network were found. The
camera cannot be configured to only associate with one particular access point.

eMode - Shows if the network type is Master (access point or router) or Ad-Hoc
(another client).

eSecurity - Shows which type of security the network uses. See below for the security
types supported by the camera.

eChannel - Shows the wireless channel currently in use.

eSignal strength - Shows the signal strength.

oBit rate - Shows the bit rate in Megabit/s. This can only be shown for the access point
currently in use. Note that the bit rate shown is the current rate, and that this value
may vary over time.
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> Wireless Setting

These settings control how the camera interacts with the wireless network. It is also possible

to enable wireless encryption apart from identifying the wireless network.

oIP Address — This displays blank, 0.0.0.0 or IP Address. When it is blank, the camera
doesn’t establish physical link with access point yet. The 0.0.0.0 means that physical
link was established but trying to get IP address. When it displays IP address, then
user can use wireless network.

¢ESSID (ESSID is sometimes written as SSID.) - This is the name of the wireless
network the camera is configured for. The field accepts up to 32 alphanumeric
characters. The name must be exactly the same as that used in the wireless access
point or the connection will not be established.

el caving this field blank means the camera will attempt to access the nearest open
network.

eMode - Setting this to Managed means the camera will attempt to access the nearest
open access point. The Ad-hoc option allows the camera to connect to other wireless
devices clients.

Note :

1. WPA-/WPA2-PSK (Wi-Fi Protected Access - Pre-Shared Key) the camera uses a
pre-shared key (PSK) to initiate WPA security. The pre-shared key is entered on the
access point and on each device on the wireless network. The key can be entered either
as Manual hex, as 64 hexadecimal (0-9, A-F) characters, or as a Passphrase, using 8 to
63 ASCII characters. The access point keeps out unauthorized users by requiring the

key to communicate.

2. WEP (Wired Equivalent Protection) the original security standard used in wireless
networks that provides a minimal level of security that can deter minor trespasses. The
administrator can select the key length among 64 or 128 bits. 64bits is the default

setting.
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7.3.8 Messenger

Messenger function provide an easy-connect feature. User can easy to know what camera’s

private and public IP address is.

3 HOME
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SETTIl Protocol
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DONG IP Motification S O O Off
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e Privacy S On O Off
Banjaur M
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Wiraless |Mu |R|.lrr||.n-u
Meszanger
ki SecUTity Allow list
k) Advance
| ¥ oK. | |.Cancal |
1% ¥

» Protocol: support MSN only.

» Login Account: Camera will use this account to login MSN server. This MSN account

should be applied form http://www.msn.com.

» Password: password for this msn account.

» Re-type password: re-type password to double confirm.

» Alias: This alias will display on MSN like the following which display in red frame.
» Port range: Camera will select one port from this port range for video transmission.

» IP Notification: Switch the IP notification On / Off. If this feature switches On, camera

will send IP notification to the users who are allowed.

» Privacy: Switch privacy On / Off. When privacy turns on, only those users in allow list

can access the camera
» User: Input to this blank to edit allow list.

» Allow list: When privacy turns on, only those users in allow list can access the camera
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7.4 Security

Click the folder of Security to display the sub folders including Account and HTTPS.

SETTIMNG
T, BAFIC
k) Syctem
Fj Camera
Welcoms to Camera Settings Page
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7.4.1 Account

The device fault account and password setting is “admin / admin”. That means everyone
who knows IP address can access the device including all configuration. It is necessary to

assign a password if the device is intended to be accessed by others.

1007  mdiman EREEE ELEEE]

Accoun Uisar e e

» User name: Set a user name between 4-16 characters.
» Password: Set a password between 4-16 characters.
» Re-type Password: Re-type the password to confirm.

» Viewer Mode: Set the user mode among Admin, Operator, and Viewer. Different viewer

mode has different limits of authority.
eThe Admin mode has all authority of configuration.
eThe Operator mode can not only view the Live View but also control the PTZ (apply
in speed dome).
eThe Viewer mode only can view the Live View.

» Viewer Authentication: Allows any viewer direct access to Live View.
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7.4.2 HTTPS

HTTPS is a URI scheme used to indicate a secure HTTP connection. It is syntactically

identical to the http:// scheme normally used for accessing resources using HTTP. Using an
https: //URL/ with a different default TCP port (443) and an additional encryption /
authentication layer between the HTTP and TCP. You can use the IP camera through HTTPS

easily by using https:// instead of http://.
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» Create & Install: Create a self-signed certificate for HTTPS to recognize.

» Installed Certificate: Display or remove the properties of the installed certificate.

» HTTPS Connection Policy: Set HTTPS connection policy for different level of users.

» To use the HTTPS encryption, please set up “Create self-signed certificate” for the first

time you use the HTTPS function, and then set up the connection policy for different users.
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When enable HTTPS with RTSP on mode, the IP Camera only protect the setting such as

username and password and do not protect video and audio. When enable HTTPS with RTSP

off mode, the IP Camera will protect all setting including video and audio.
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Chapter 8. Setting-Advance

Click the folder of Advance to display the sub folders including PT control, Preset position,
Patrol, FTP client, SMTP, HTTP event, Alarm output, Schedule, Alarm input, Motion
detection and System Log.
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8.1 PT Control

In this section, it provides Pan, Tilt, Auto Pan speed control setting.
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8.1.1 Setting

» Pan speed: Use it to move bar from 0 to 100.
» Tilt speed: Use it to move bar from 0 to 100.
» Auto Pan speed: Use it to move bar from 0 to 100.
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8.2 Preset Position
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8.2.1 Setting

» Set: Use it to save the camera position to a preset number.
Carry out the following steps.
e Move the camera to the position to be saved while you are checking the image with the
main console.
e Write the preset position name in Preset Pos. Name text box.
e Click the SET. The camera position is saved.
o If want to set this position as home position, click Home option on. Click the SET. The

camera position is saved as home position.
Note : Setting the new Home position will replace previous Home position.

» Reset: When writing the preset position name in Preset Pos. Name text box, press Reset to
clean filed words.

» Delete All: Be careful! When pressing Delete All, all Preset Position information will be
deleted.

» Delete: Select a preset number from 1 to 32 in the list box. Use it to delete specific number

preset position setting.
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8.3 Patrol

There are four patrol tours to set for composing different preset positions. Each one lists up to
8 positions which can be programmed, and the camera moves to the programmed positions

sequentially. The camera stops when it moves to the last preset position.

Teaur 1

[

» Tour name: Rename the tour name.
» Tour position
e Order: There are 8 orders to select for camera directions.
e Select Pos.: There are up to 32 preset positions to choose for each order.
e Recall: When you click Recall, the camera moves to position of the selected preset
number.
e Clear: When setting specific preset number position to tour, click Clear to clear this
direction information.
e Clear All: Be careful! When you click Clear All, it will clear this tour all information out.
e Set: Use it to save the camera position to a preset number.
> Set as default tour: Click it on to set this tour as default.
e Tour Start: To click Tour Start, and the camera moves on patrol tour.
e Tour Stop: While the camera moves on patrol tour, click Tour Stop to stop the patrol
tour.
» Carry out the following steps:
1. Click Order to choose one of eight orders.
2. Click Select Pos. to set the preset position.
3. Click the SET. The tour position is saved.
4. Follow the steps to set the other orders.

5. Click the OK to save the tour.
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8.4 FTP Client

Use this menu to set up for capturing and sending images to an FTP server. By using FTP
client function, you can send the image which has been shot and recorded linked with the
external sensor input or with the built-in motion detection function to FTP server. FTP client

setting menu is composed of two tabs, General, Alarm sending and Periodical sending.
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8.4.1 General

Select On when you use FTP function. The FTP client setting page appears.
Select Off, when you do not wish to use the FTP client function.

Note:
The frame rate and operability on the main viewer may decrease while a file is being

transmitted by the FTP client function.
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» FTP server name: Type the FTP server name to upload still images up to 64 characters,

or the IP address of the FTP server.
» User name: Type the user name for the FTP server.
» Password: Type the password for the FTP server.

» Retype password: To confirm the password, type the same characters as you typed in the

Password box.

» Passive mode: Set whether you use the passive mode of FTP server or not when

connecting to FTP server. Select On to connect to FTP server using the passive mode.
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8.4.2 Alarm sending

Set to forward the image and audio file to the specified FTP server linked with the alarm
detection by the external sensor input or by the built-in motion detection function. Select On

to send the image file to FTP server linked with the alarm detection.
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> Remote Path: Type the path to the destination in FTP server up to 64 characters.

» Image File Name: Type the file name you want to assign to the images when sending to
the FTP server. You can use up to 10 alphanumeric characters, - (hyphen) and

(underline) for naming.

» Suffix: Select a suffix to add to the file name

eDate & time: The date & time suffix is added to the Image file name. The date/time
suffix consists of lower two-digits of year (2 digits), month (2 digits), date (2 digits),
hour (2 digits), minute (2 digits), second (2 digits), and consecutive number (2 digits),
thus 14-digit number is added to the file name.

eSequence number: A consecutive number of 10 digits between 0000000001 and
4294967295 and two fixed digits 00 is added to the Image file name.

eSequence number clear: Click Clear and the suffix of the sequence number returns
to 1.
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eMotion Detection: Click it on for using Motion Detection function as a sensor. You

can set motion detection function at the motion detection function page.

Motion detection |
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Note: You can set motion detection at motion detection page. (Please go “Setting —
Advance —Motion detection — Setting”) For more details, you can check Chapter
8.10.
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eAlarm Input: Select the connected alarm. Sensor inputl: The external sensor which

is connected to sensor inputl of the alarm input.

Alarm input

= Alarm input
O Sensorinput 1
Trigger condition ® High © Low

[ Ok ] [ Cancel ]

Note: You can set the alarm input function at alarm input page. (Please go “Setting —
Advance — Alarm input — Setting”). For more details, you can check Chapter
8.9.

» Effective period: Set the period when the periodical sending is effective.
eAlways: The periodical sending is always effective.
eSchedule: You can specify the period when the periodical sending is effective in the
Schedule setting in the other section.

Note: You can set schedule function at schedule page. (Please go “Setting — Advance

— Schedule — Setting”) For more details, you can check Chapter 8.8.
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8.4.3 Periodical sending

You can set to send an image file to FTP server periodically by selecting On to send the

image file to FTP server linked with setting period.
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» Image file name: Type the file name of the image sent by SMTP up to 10 alphanumeric
characters, - (hyphen) and _ (under score).

» Suffix: Select a suffix to be added to the file name sent by SMTP.

eNone: The name of the sent file will be the Image file name.

eDate & time: The date & time suffix is added to the Image file name. The date & time
suffix consists of lower two-digits of year (2 digits), month (2 digits), date (2 digits),
hour (2 digits), minute (2 digits) and second (2 digits), and consecutive number (2
digits), thus 14-digit number is added to the file name.

eSequence number: A consecutive number is added to the Image file name.

eSequence number clear: Click Clear and the suffix of the sequence number returns
to 1.

» Interval: Set the periodical sending is effective interval. Min value is 1 min and Max

value is 24 hour.
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» Effective period: Set the period when the periodical sending is effective.

eAlways: The periodical sending is always effective.

eSchedule: You can specify the period when the periodical sending is effective in the
schedule setting in the other section. Please check “Setting — Advance— Schedule
—Setting”.

Note: You can set schedule function at schedule page. (Please go “Setting — Advance

— Schedule — Setting”) For more details, you can check Chapter 8.8.

| Schedule |
2 Sclhedute - Wandavrs Inter et Explarer
| Wt /30,00, 47schedabe hem v
O Schedule selection
1 O Mon Start time 00 - - End time |24 L
[1 Tue Starttime [00 :[00 - Endtime [ :[o0
[ Wed Starttime [00  :[00 - Endtime 24 :[00
[1 Thu Starttime [00 :[00 - Endtime 24 :[o0
[l Fri  Starttime [00 :[00 - Endtime 24 :[o0
[] Sat Starttime [00 :[00 - Endtime [ :[o0
[ Sun Starttime 00 :[00 - Endtime 24 :[00
L] Use the sama time schedule avery day.
ok | | Cancel |
Dant @ @ Imemet Huen -

” LAVIO



8.5 SMTP

Set the SMTP menu when you want to send an image via e-mail. By using Mail (SMTP)
function, you can send a mail with attached image which has been shot linked with the
external sensor input or with the built-in motion detection function. The image file can also
be sent periodically. E-Mail (SMTP) setting menu is composed of three tabs, General,

Alarm sending and Periodical sending.
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8.5.1 General

Select On when you use the SMTP function. The common setting options are displayed

below. Select Off, if you do not wish to use the e-Mail (SMTP) function.

Note :
The Setting of general part will be the same as the setting of IP Notification (Please check

“Setting — Basic — Network — IP Notification™)

» SMTP server name: Type the SMTP server name up to 64 characters, or the IP address
of the SMTP server.

» SMTP Server Port: You can set port number from 1~65535 according to your mail

server. The default value is 25.

eSecurity setting: Tick SSL box if the mail server you use has security restriction.

Note:
If you use g-mail as your mail server, you should set 587 as your port number and tick
SSL box.

» Authentication: Select the authentication required when you send an email.
oOff: Select if no authentication is necessary when an email is sent.
e¢On: When authentication is necessary an e-mail is sent, select one of the
authentication methods from the followings.
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General

» Authentication: Select the authentication required when you send an email.
oOff: Select if no authentication is necessary when an email is sent.
¢On: When authentication is necessary an e-mail is sent, select one of the
authentication methods from the followings.

» SMTP: Select if SMTP authentication is necessary when an e-mail is sent.

> POP before SMTP: Select if POP before SMTP authentication is necessary when an

e-mail is sent.

Note : When you set to On, be sure to select either or both SMTP or / and POP before SMTP.

ePOP server name: It is necessary when the POP before SMTP is selected in
Authentication. Type the POP (receiving mail) server name up to 64 characters, or
type the IP address of the POP server. This setting is necessary when the SMTP server
which sends e-mails performs authentication using the POP user account.

eUser name, Password: Type the user name and Password of the user who has the
mail account. This setting is necessary when the SMTP server which sends e-mails
performs authentication.

» Recipient e-mail address: Type the recipient e-Mail address up to 64 characters. You can

specify up to three recipient E-mail addresses.

» Administrator e-mail address: Type the Administrator e-Mail address up to 64
characters. This address is used for reply mail and sending system messages from the

SMTP server.

» Subject: Type the subject/title of the e-Mail up to 64 characters. With respect to mail
which is sent according to the alarm detection when Alarm sending of the alarm tab is set
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to On, the characters standing for the sensor type added to the subject.

» Message: Type the text of the E-mail up to 384 characters. (A line break is equivalent to 2

characters.)
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8.5.2 Alarm sending

Set to send the mail with connection to the alarm detection by the external sensor input or by
the built-in motion detection function. Select On to send the image and file to SMTP server
linked with the alarm detection.
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» Alarm sending: Select On to set to send mail with connection to the alarm detection.

» File attachment: Set whether an image file is attached to the mail sent or not. When On
is selected, the image file made by the settings below is attached. When Off is selected,

only the message is sent.

» Image file name: Type the file name you want to assign to the image to attach a mail.
You can use up to 10 alphanumeric, - (hyphen) and _ (underscore) for naming.

» Suffix: Select a suffix to add to the file name

eDate & time: The date & time suffix is added to the Image file name. The date/time
suffix consists of lower two-digits of year (2 digits), month (2 digits), date (2 digits),
hour (2 digits), minute (2 digits), second (2 digits), and consecutive number (2 digits),
thus 14-digit number is added to the file name.

eSequence number: A consecutive number of 10 digits between 0000000001 and
4294967295 and two fixed digits 00 is added to the Image file name.

eSequence number clear: Click Clear and the suffix of the sequence number returns
to 1.
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eMotion Detection: Click it on for using Motion Detection function as a sensor. You

can set motion detection function at the motion detection function page.

Motion detection

Note: You can set motion detection at motion detection page. (Please go “Setting —

Advance — Motion detection — Setting”) For more details, you can check

Chapter 8.10.
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eAlarm Input: Select the connected alarm. Sensor inputl: The external sensor which

is connected to sensor inputl of the alarm input.

Alarm input

= Alarm input
O Sensorinput 1
Trigger condition ® High © Low

[ Ok ] [ Cancel ]

Note: You can set the alarm input function at alarm input page. (Please go “Setting —
Advance — Alarm input — Setting”). For more details, you can check Chapter
8.9.

» Effective period: Set the period when the periodical sending is effective.
eAlways: The periodical sending is always effective.
eSchedule: You can specify the period when the periodical sending is effective in the
Schedule setting in the other section.

Note: You can set schedule function at schedule page. (Please go “Setting — Advance

— Schedule — Setting”) For more details, you can check Chapter 8.8.
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8.5.3 Periodical sending
You can set to send an image file by SMTP server periodically by selecting On to send the
image file by SMTP server linked with setting period.
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» Image file name: Type the file name of the image sent by SMTP up to 10 alphanumeric
characters, - (hyphen) and _ (under score).
» Suffix: Select a suffix to be added to the file name sent by SMTP.
eNone: The name of the sent file will be the Image file name.
eDate & time: The date & time suffix is added to the Image file name. The date & time
suffix consists of lower two-digits of year (2 digits), month (2 digits), date (2 digits),
hour (2 digits), minute (2 digits) and second (2 digits), and consecutive number (2
digits), thus 14-digit number is added to the file name.
eSequence number: A consecutive number is added to the Image file name.
eSequence number clear: Click Clear and the suffix of the sequence number returns
to 1.
» Interval: Set the periodical sending is effective interval. Min value is 30 min and Max

value is 24 hour.
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» Effective period: Set the period when the periodical sending is effective.
eAlways: The periodical sending is always effective.
eSchedule: You can specify the period when the periodical sending is effective in the
schedule setting in the other section. Please check “Setting — Basic — Advance —

Schedule — Setting.”

Note: You can set schedule function at schedule page. (Please go “Setting — Advance

— Schedule — Setting”) For more details, you can check Chapter 8.8.
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8.6 HTTP Event

Set up this menu for sending commands to an HTTP server. By using HTTP client function,
you can send the command defined by yourself, linked with the external sensor input or with
the built-in motion detection function to HTTP server. HTTP client setting menu is

composed of two tabs, General and Alarm sending.
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8.6.1 General
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» HTTP event: Set up the HTTP server URL, port, User ID, Password, and Proxy server

settings.
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For example:
URL: 192.168.1.7/cgi-bin/operator/ptzset

Note: The setting of URL should be the same as CGI
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8.6.2 Alarm sending

Set to send the commands via the alarm detection, external sensor input or built-in motion

detection function. Select On to send the commands to HTTP server linked with the alarm

detection.
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Alarm sending: Select On to set to send command with connection to the alarm detection.

> Alarm

eMotion detection ~ Alarm input

» Effective period: Set the period when the periodical sending is effective.

eAlways: The periodical sending is always effective.

eSchedule: You can specify the period when the periodical sending is effective in the

schedule setting in the other section.

Note:

You can set schedule function at schedule page. (Please go “Setting — Advance —

Schedule — Setting”) For more details, you can check Chapter 8.8.
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» Alarm
eMotion Detection: Click it on for using Motion Detection function as a sensor. You

can set motion detection function at the motion detection function page.

Motion detection

o Mo e £ |

T hrg i bl

Note: You can set motion detection at motion detection page. (Please go “Setting —

Advance — Motion detection — Setting”) For more details, you can check Chapter 8.10.

Note : Motion Detection works only when the MPEG4 function is On.

A Ll

v Parameter: the parameter of CGI (defined in URL of HTTP — General) is
from your target device. For example, move=down.

v Message: message will show up in the form of Message = PTZ down. If your
target device didn’t support the parameter of message, you can’t see the
message. So you can just take the message as a note. For example: PTZ

down.
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eAlarm Input: Select the connected alarm. Sensor inputl: The external sensor which is
connected to sensor inputl of the alarm input.

Alarm input

& Alarm input
[0 Sensorinput 1

Trigger condition ® High © Low

[ OK ] [ Cancel ]

Note:
You can set the alarm input function at alarm input page. (Please go “Setting — Advance

— Alarm input — Setting”) For more details, you can check Chapter 8.9.

” -~
Y HORIE
O Alarm sending & On Ot
- -
FETTIRG Alarm M Mobon delection
F BAEH TRV LT
F #&lar |
¥ Advance
= - Parameter MOYE=DOWN
PT oanbhal
-
) Prassi position iMessage FTZ DOV
B Patrol Efective Parod
= FTF cliwnd @ Bchedubs | Schadels
i SRATP 5
S0 ; -
| ok | [ Cangal ]
¥ HTTF awent
Ganarsl
Alarm sending
) Alsrm putput
¥ Echedule
"__. Alarm inpud
¥, Maobon detection
w
I= x

v Parameter: the parameter of CGI (defined in URL of HTTP—General) is
from your target device. For example, move=down.

v Message: message will show up in the form of Message = PTZ down. If your
target device didn’t support the parameter of message, you can’t see the
message. So you can just take the message as a note. For example: PTZ

down.
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» Effective period: Set the period when the periodical sending is effective.

eAlways: The periodical sending is always effective.

eSchedule: You can specify the period when the periodical sending is effective in the

Schedule setting in the other section.

Note: You can set schedule function at schedule page. (Please go “Setting — Advance

— Schedule — Setting”) For more details, you can check Chapter 8.8.

| Schedule |

el - Winelows Tnter et Explarer

| bt 30.0.0. 47 echadde i
O Schedule selection

1 O Mon Start time 00 - - End time |24 L
[1 Tue Starttime [0 :[00 - Endtime 24 :Joo
[ Wed Starttime [00  :[00 - Endtime 24 :[00
[1 Thu Starttime [00 :[00 - Endtime 24 :[o0
[l Fri  Starttime [00 :[00 - Endtime 24 :[o0
[] Sat Starttime [00 :[00 - Endtime [ :[o0
[ Sun Starttime 00 :[00 - Endtime 24 :[00
L] Use the sama time schedule avery day.

ok | [ Cancel |
Dene (& i Interret
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8.7 Alarm Output

When you click Alarm output on the Advance mode menu, the Alarm output setting menu
appears. You can set in this menu to control the alarm out of I/ O port on the rear of the device

linked to the alarm detection and the timer.

Welcome 1o Camera Seltings Page

L 4 *
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8.7.1 Setting

' HOME
O Alarm output & On O O
SETTING Digial cirtput & High © Low
k) BASIC Trigger condifion & Alarm O Timer
¥, Advancs Alarm
® PTcontral Fl Motion detection | idslisn detection |
k) Presst posftion F Alarm input | Alwm rpd 'I
= Pakrol Alaren gurntlon (10 &1 gec. (110 B0 sec)
¥, FTP chian S,
=t Effective Period O Abvays
L SETE e
= Schadule | Schihula |
k) HTTP ewant
¥ Al auipu o
— . Cancal
®) Schedule
Ej Alges input
®) Matiom Sebaction
*; System Log
] ¥

Alarm output: To activate the Alarm output function, select On. When you do not use the Alarm
output function, select Off.
> Digital output: Select High signal output and Low signal output as your alarm.
» Trigger condition: Select the mode of the Alarm output function. You can choose “Alarm”
or “Timer”.
» Alarm: Controls alarm output by synchronizing with an external sensor input or the built-in
activity detection function.
eMotion Detection: Click it on for using Motion Detection function as a sensor. You

can set motion detection function at the motion detection function page.

Motion detection




Note: You can set motion detection at motion detection page. (Please go “Setting —

Advance — Motion detection — Setting”). For more details, you can check Chapter 8.10.

Note : Motion Detection works only when the Video mode is set to MPEG4 and the

Cropping is set to Off.

eAlarm Input: Select the connected alarm. Sensor inputl: The external sensor which
is connected to sensor inputl of the alarm input.

Alarm input

dAlarm input
[0 Sensorinput 1
Trigger condition ® High © Low

[ OK ] [ Cancel ]

Note:
You can set the alarm input function at alarm input page. (Please go “Setting —Advance

—Alarm input — Setting”). For more details, you can check Chapter 8.9.

»  Alarm duration: There are up to 60 second options to choose for alarm duration interval.
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» Effective period: Set the period when the periodical sending is effective.

eAlways: The periodical sending is always effective.

eSchedule: You can specify the period when the periodical sending is effective in the

Schedule setting in the other section.

Note:

You can set schedule function at schedule page. (Please go “Setting — Advance —

Schedule — Setting”) For more details, you can check Chapter 8.8.

| Schedule |

S hed e - Winehows Tnter et Explarer

| httpe 10,00 43 fchadus him

O Mon
0 Tue
0O Wed
0 Thu
O Fri
[l Sat
O Sun

O Schedula aslaction

Start ime 00 - |0

- End time |24 L]
Starttime [00  :[00 -
Starttime 00 -[00 -
Starttime 00 [0 -
Starttime 00 -[00 -
Starttime 00 [0 -
Starttime 00 -[00 -

L] Use the same time schadule eveary day.

Endtime 22 o0
Endtime 24 :[00
Endtime 4 :[o0
Endtime 24 :[00
Endtime [ :[o0
Endtime 24 :[00

Lok | | Cancel |

[ @ imemet
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8.8 Schedule

When you click Schedule on the Advance mode menu, the Schedule setting menu appears. This
is the same menu as the setting menu which is displayed when you click Schedule to set
Effective period and Schedule in FTP client setting menu, e-Mail (SMTP) setting menu, Alarm
out setting menu and so on.

Example: When setting e-Mail (SMTP) (the alarm sending) in the Schedule setting menu.

e

......

Vielicoms 1c am#&ra Settings Page

¥, Schadule
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8.8.1 Setting

" HOME ® D Schedule selection FTP - Alam .
Nan Star tima (00 o End thme 34 o
BETTING
BASIS Tue Star tme |50 e . Envd e (24 a0
Y| As & Vied Starttime M e . End Gme 124 = i]
* | PT Eamirel Thu Starttime 00 1] End thmie |24 =i
k) Pressl posstion Fri  Starttime o0 e Eqvel e |24 I
4 Fatrol Sak  Skart time (040 o End e |24 =]
L] ETH é&lig 3 F
i aun  Start Bme 3 | End Hmie |24 =]
[ BT
F :
Use the same time schedule svery day
o B ey ¢
Qi Cancal
siarm oot | M0 == e
il chedule
Sethng
larm enpi
*i Motian d 1)1
E Svaisdm Le
=
i *

» Schedule Selection: Select the list box to specify the schedule you want to set.
oFTP -Alarm
oFTP - Periodical
ee-Mail (SMTP) -Alarm
ee-Mail (SMTP) -Periodical
eHTTP event -Alarm
eAlarm output- Alarm
eAlarm output- Timer
» Mon (Monday) to Sun (Sunday): The time period on the right of the checked day is the

effective period of the schedule.
» Start time, End time: Specify the Start time and the End time.

» Use the same time schedule every day: When this is checked, the Start time and End
time set to Mon (Monday) are applied to all days. In this case, the Start time and End time
of the other days than Mon (Monday) cannot be input.
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8.9 Alarm Input

When you click Alarm Input on the Advance mode menu, the Alarm input setting menu appears.
You can set in this menu to control the external alarm input of I/ O port on the rear of the device
linked to FTP, SMTP, and HTTP sending function.

3 Alarm input
& Smnsor input 1
Trigger condition & High Liow
T Addanes Camera move

B BT eandial 08 Candal

8.9.1 Setting

Sensor input 1: Click it on for using external sensor which is connected to sensor inputl of the

camera [ / O port.
»  Trigger condition: Select High signal output and Low signal output as your alarm.

» Camera move: Pull down the window to select the camera preset position.
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8.10 Motion Detection

There are three Motion Detection functions as sensors to set for different detecting zones. Each
one has Threshold and Sensitivity inputs which you can adjust to specific zone sequentially.
Motion Detection function can support to FTP, SMTP and Alarm output for capturing and

sending images or starting alarm output.

o

Welcome 1o Camera Seltings Page

Mobon detection
sptting

» (% Ta:1
1y m Loty W
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8.10.1 Setting

Fy FT comirol Saraery
By g el podimes

Rlethan Dostiesiant 2
¥ FE

T hrmabcic
k) FTPcliana -
LA

- B SRR e
3 5 R

» Threshold: It means the extent which the alarm will be triggered.

» Sensitivity: It means that how often the sensor will scan the image different. The higher
sensitivity it is and the more frequently it scans.

eMotion Detection 1: Click it on for using Motion Detection 1 function as a sensor.
You can adjust and move the detecting zone by using mouse.
eMotion Detection 2: Click it on for using Motion Detection 2 function as a sensor.
You can adjust and move the detecting zone by using mouse.
eMotion Detection 3: Click it on for using Motion Detection 3 function as a sensor.
You can adjust and move the detecting zone by using mouse.
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8.11 System Log

The System Log function allows users to review any changes and events happened. The system
starts logging automatically after started.

8.11.1 Setting

— o w [ e e —

-
4 HOME i

O Remate Log
SETTING [0 Enable remote heg
By BAEIC

¥, Aghvance

Fi PT cantral
A
(Lo | [ Cancel_]

k) Pressi possticn
" a
=) Patred O Current Log
Ej FTP cliwna Ien 1 00:00-09 anfe > SYS: log atarted
AR Sap 10 14:10:11 <anfo = HET: Startng rebwork..,
= Sap 10 14:10:11 «onfo = WET: M&C = :EBFE!&0r12:08
B HTTP avani Sap 10 14:10:1% dnfo = HET: Retwork bype = DHCP
= Sap 10 14:10:14 <l > ALARM: A Duller Dednl Beddrse
*y Aldrm owtput Sap 10 14:10:18 anfe > WOT: walchdsg stam

Sap 10 14:14:29 dnfe > RTSP: WTTE frem 10.0.0.78
= Scheduls Sep 10 14:14:29 dnfo = ATSP: Close from 10.0.0,78
Fi Mlare el Sap 10 14:31:47 aonfa = RATSP: HTTP from 10.0.0.76
= ol iy Sgp 10 14;22:40 <nfo > ATSP: Cigse from 10.0.0.76
¥y Mation debection Sap 10 14:40:83 cnfe > RTSE: HTTR frem 10.0,0076
= Sap 10 14:42:40 <nfe > RTSE: Cleds frém 10.0,0076
*) System Log

Setting
-
4] B

» Enable remote log: Enables user to send the log data to a specified log server.
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CHAPTER 9. APPENDIX

A. Frame-rate and Bitrate Table — Help to set [PCamera with your network
environment to access Internet.

Base on your network UPLOAD environment to choose the suitable
Image-Quality setting. For example, if the network environment is ADSL

256Kb/s(upload) / 2Mb/s(download), the most fluent Image-Quality needs to set up

under 256 Kb situation.

A.1. NTSC CCD IP Camera

A.1.1. MPEG4 @ 30fps / Kbps

Quality 704*480 352%240 176*120
Excellent 2000 800 200
Detailed 850 250 80
Good 450 150 60
Standard 350 110 50
Medium 250 920 40
A.1.2. MPEG4 / Kbps, fps
Image-Size | Bitrate Setting Frame-Rate | oo+ Bitrate Current
Setting Frame-Rate
704*480 2048 30 1800 25
704*480 2048 15 2100 16
704*480 1536 30 1500 30
704*480 1536 15 1700 16
704*480 1024 30 1050 30
704*480 1024 15 1100 16
704*480 512 30 520 30
704*480 512 15 650 16
352%240 1536 30 1500 30
352%240 1536 15 1600 16
352%240 1024 30 1100 30
352%240 1024 15 1100 16
352%240 512 30 530 30
352%240 512 15 600 16
176*120 1024 30 1000 30
176*120 1024 15 900 16
176*120 512 30 530 30
176%120 512 15 550 16
176*120 128 30 150 30
176*120 128 15 150 16
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A.1.3. MIPEG @ 15fps / Kbps

A.14.

Quality 704*480 352*240 176*120
Excellent 7500 2800 1000
Detailed 5000 1500 700

Good 3500 1000 500
Standard 2000 800 400
Medium 1300 500 300
MIJPEG / Kbps, fps
. ualit Frame-Rate . Current
Image-Size (826 ¢ ting Setting Current Bitrate Frame-Rate
704*480 Excellent 15 7500 11
704*480 Excellent 5 4000 5
704*480 Good 15 3500 13
704*480 Good 5 1500 5
704*480 Medium 15 1300 13
704*480 Medium 5 550 5
352*240 Excellent 15 2800 12
352*240 Excellent 5 1200 5
352*240 Good 15 1000 12
352%240 Good 5 450 5
352*240 Medium 15 500 12
176*120 Medium 5 220 5
176*120 Excellent 15 1000 15
176*120 Excellent 5 400 5
176*120 Good 15 500 15
176*120 Good 5 200 5
176*120 Medium 15 300 15
176*120 Medium 5 100 5
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A.2. PAL CCD IPCamera

A.2.1. MPEG4 @ 25fps / Kbps

A22.

Quality 704*576 352%288 176*144
Excellent 1800 400 100
Detailed 600 150 50

Good 400 100 40
Standard 300 80 30
Medium 200 60 20
MPEG4 / Kbps, fps
Image-Size Bitrate Setting Frgr;i:irlllgate Current Bitrate Frg;g_?{; te
704*576 2048 25 2000 23
704*576 2048 15 2100 16
704*576 1536 25 1600 25
704*576 1536 15 1700 16
704*576 1024 25 1100 25
704*576 1024 15 1200 16
704*576 512 25 550 25
704*576 512 15 650 16
352%288 1536 25 1500 25
352%288 1536 15 1600 16
352%288 1024 25 1100 25
352%288 1024 15 1100 16
352%288 512 25 550 25
352%288 512 15 600 16
176*144 1024 25 1000 25
176*144 1024 15 1000 16
176*144 512 25 550 25
176*144 512 15 600 16
176*144 128 25 150 25
176*144 128 15 150 16
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A.2.3. MIPEG @ 15fps / Kbps

A24.

Quality 704*576 352*%288 176*144
Excellent 7800 1700 650
Detailed 4300 1000 450
Good 2500 650 350
Standard 1300 450 250
Medium 1000 300 180
MIJPEG / Kbps, fps
. ualit Frame-Rate . Current
Image-Size (826 ¢ ting Setting Current Bitrate Frame-Rate
704*576 Excellent 15 7800 11
704*576 Excellent 5 4000 5
704*576 Good 15 2500 11
704*576 Good 5 1200 5
704*576 Medium 15 1000 11
704*576 Medium 5 500 5
352*288 Excellent 15 1700 11
352*%288 Excellent 5 900 5
352%288 Good 15 650 11
352%288 Good 5 330 5
352*288 Medium 15 300 11
352*288 Medium 5 160 5
176*144 Excellent 15 650 12
176*144 Excellent 5 300 5
176*144 Good 15 350 12
176*144 Good 5 150 5
176*144 Medium 15 180 12
176*144 Medium 5 75 5
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A.3. CMOS IP Camera

A.3.1. MPEG4 @ 30fps / Kbps

A3.2.

Quality 640*480 320%*240 160*120
Excellent 1000 300 90
Detailed 400 150 50
Good 300 100 30
Standard 250 70 25
Medium 250 55 20
MPEG4 / Kbps, fps
Image-Size Bitrate Setting Frgr;i:irlllgate Current Bitrate Frg;g_?{; te
640*480 2048 30 1800 26
640*480 2048 15 2200 16
640*480 1536 30 1500 30
640*480 1536 15 1700 16
640*480 1024 30 1000 30
640*480 1024 15 1000 16
640*480 512 30 500 30
640*480 512 15 600 16
320*240 1536 30 1500 30
320*240 1536 15 1600 16
320*240 1024 30 1000 30
320*240 1024 15 1000 16
320*240 512 30 550 30
320*240 512 15 600 16
160*120 1024 30 950 30
160*120 1024 15 750 16
160*120 512 30 500 30
160*120 512 15 50 16
160*120 128 30 130 30
160*120 128 15 140 16
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A.3.3. MIPEG @ 15fps / Kbps

A3.4.

Quality 640*480 320*240 160*120
Excellent 4000 1500 600
Detailed 2400 900 400
Good 1600 650 300
Standard 1300 500 240
Medium 900 350 170
MIJPEG / Kbps, fps
. ualit Frame-Rate . Current
Image-Size (826 ¢ ting Setting Current Bitrate Frame-Rate
640*480 Excellent 15 4000 13
640*480 Excellent 5 1600 5
640*480 Good 15 1600 13
640*480 Good 5 650 5
640*480 Medium 15 900 14
640*480 Medium 5 360 5
320*240 Excellent 15 1500 13
320*240 Excellent 5 550 5
320*240 Good 15 650 13
320*240 Good 5 260 5
320%*240 Medium 15 350 13
160*120 Medium 5 130 5
160*120 Excellent 15 600 13
160*120 Excellent 5 230 5
160*120 Good 15 300 13
160*120 Good 5 115 5
160*120 Medium 15 170 13
160*120 Medium 5 65 5
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B. Storage Requirement Table - Help to set Recording Storage System.

Please refer to the following table to find out the capability for recording into your

hard disk.

B.1. NTSC CCD IPCamera

B.1.1. MPEG4 Storage Requirement GB / channel / day @ 30fps

Quality 704*480 352%240 176*120
Excellent 21.1 8.4 2.1
Detailed 9.0 2.6 0.8
Good 4.7 1.6 0.6
Standard 3.7 1.2 0.5
Medium 2.6 0.9 0.4

B.1.2. MPEG4 Storage Requirement GB / channel / day @ 15fps

Quality 704*480 352%240 176*120
Excellent 10.5 4.2 1.1
Detailed 4.5 1.3 0.4
Good 2.3 0.8 0.3
Standard 1.8 0.6 0.2
Medium 1.3 0.5 0.2
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B.1.3. MPEG4 Storage Requirement GB / channel / day

Image-Size Bitrate Setting Frame-Rate Setting Rezfl(;?elrgrfent
704*480 2048 30 23.0
704*430 2048 15 22.1
704*430 1536 30 18.5
704*430 1536 15 17.9
704*480 1024 30 11.1
704*480 1024 15 11.6
704480 512 30 3.5
704*480 512 15 6.9
352%240 1536 30 15.8
352%240 1536 15 16.9
352%240 1024 30 11.6
352%240 1024 15 11.6
352%240 512 30 3.6
352%240 512 15 6.3
176*120 1024 30 10.5
176%120 1024 15 9.5
176%120 512 30 5.6
176%120 512 15 5.8
176%120 128 30 1.6
176%120 128 15 1.6
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B.1.4. MJPEG Storage Requirement GB / channel / day @ 15fps

B.1.5.

Quality 704*480 352*240 176*120
Excellent 79.1 29.5 10.5
Detailed 52.7 15.8 7.4

Good 36.9 10.5 5.3

Standard 21.1 8.4 4.2

Medium 13.7 53 3.2
MIJPEG Storage Requirement GB / channel / day
Image-Size Quality Setting | Frame-Rate Setting | Current Bitrate

704*480 Excellent 15 79.1
704*480 Excellent 5 42.2
704*480 Good 15 36.9
704*480 Good 5 15.8
704*480 Medium 15 13.7
704*480 Medium 5 5.8
352*240 Excellent 15 29.5
352*240 Excellent 5 12.7
352*240 Good 15 10.5
352%240 Good 5 4.7
352*240 Medium 15 53
176*120 Medium 5 2.3
176*120 Excellent 15 10.5
176*120 Excellent 5 4.2
176*%120 Good 15 53
176%120 Good 5 2.1
176*%120 Medium 15 3.2
176*120 Medium 5 1.1
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B.2. PAL CCD IPCamera

B.2.1. MPEG4 Storage Requirement GB / channel / day @ 301fps

B.2.2.

Quality 704*480 352%240 176*120
Excellent 19.4 4.3 1.1
Detailed 6.5 1.6 0.5
Good 4.3 1.1 0.4
Standard 3.2 0.9 0.3
Medium 2.2 0.6 0.2

MPEG#4 Storage Requirement GB / channel / day @ 15fps

Quality 704*480 352*240 176*120
Excellent 9.7 2.2 0.5
Detailed 3.2 0.8 0.3
Good 2.2 0.5 0.2
Standard 1.6 0.4 0.2
Medium 1.1 0.3 0.1
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B.2.3. MPEG4 Storage Requirement GB / channel / day

Image-Size Bitrate Setting Frame-Rate Setting Rezfl(;?elrgrfent
704*430 2048 30 21.6
704*480 2048 15 22.7
704*430 1536 30 17.3
704*480 1536 15 18.4
704*480 1024 30 11.9
704*480 1024 15 13.0
704%480 512 30 5.9
704*480 512 15 7.0
352%240 1536 30 16.2
352%240 1536 15 17.3
352%240 1024 30 11.9
352%240 1024 15 11.9
352%240 512 30 5.9
352%240 512 15 6.5
176*120 1024 30 10.8
176%120 1024 15 10.8
176%120 512 30 5.9
176%120 512 15 6.5
176%120 128 30 1.6
176%120 128 15 1.6
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B.2.4. MJPEG Storage Requirement GB / channel / day @ 15fps

B.2.5.

Quality 704*480 352*240 176*120
Excellent 84.2 18.4 7.0
Detailed 46.4 10.8 4.9
Good 27.0 7.0 3.8
Standard 14.0 4.9 2.7
Medium 10.8 3.2 1.9
MIJPEG Storage Requirement GB / channel / day
Image-Size Quality Setting | Frame-Rate Setting | Current Bitrate
704*480 Excellent 15 84.2
704*480 Excellent 5 43.2
704*480 Good 15 27.0
704*480 Good 5 13.0
704*480 Medium 15 10.8
704*480 Medium 5 5.4
352%240 Excellent 15 18.4
352*240 Excellent 5 9.7
352*240 Good 15 7.0
352%240 Good 5 3.6
352*240 Medium 15 3.2
176*120 Medium 5 1.7
176*120 Excellent 15 7.0
176*120 Excellent 5 3.2
176*%120 Good 15 3.8
176%120 Good 5 1.6
176*%120 Medium 15 1.9
176*120 Medium 5 0.8
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B.3. CMOS IPCamera

B.3.1. MPEG4 Storage Requirement GB / channel / day @ 301fps

Quality 640*480 320*240 160*120
Excellent 10.5 3.2 0.9
Detailed 4.2 1.6 0.5
Good 3.2 1.1 0.3
Standard 2.6 0.7 0.3
Medium 2.6 0.6 0.2
B.3.2. MPEG4 Storage Requirement GB / channel / day @ 15fps
Quality 640*480 320*240 160*120
Excellent 5.3 1.6 0.4
Detailed 2.1 0.8 0.3
Good 1.6 0.6 0.2
Standard 1.3 0.4 0.1
Medium 1.3 0.3 0.1
B.3.3. MPEG4 Storage Requirement GB / channel / day
Image-Size Bitrate Setting Frame-Rate Setting Current Bitrate
640%480 2048 30 23.0
640%480 2048 15 22.2
640%480 1536 30 18.5
640%480 1536 15 17.9
640*480 1024 30 10.5
640%480 1024 15 10.5
640*480 512 30 53
640%480 512 15 6.3
320%240 1536 30 15.8
320%240 1536 15 16.9
320%240 1024 30 10.5
320%240 1024 15 10.5
320%240 512 30 5.8
320*240 512 15 6.3
160*120 1024 30 10.0
160*120 1024 15 7.9
160*120 512 30 53
160*120 512 15 0.5
160*120 128 30 1.4
160*120 128 15 1.5
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B.3.4. MJPEG Storage Requirement GB / channel / day @ 15fps

Quality 640*480 320*240 160*120
Excellent 42.2 15.8 6.3
Detailed 25.3 9.5 4.2
Good 16.9 6.9 3.2
Standard 13.7 5.3 2.5
Medium 9.5 3.7 1.8
B.3.5. MJPEG Storage Requirement GB / channel / day
Image-Size Quality Setting Frame-Rate Setting Current Bitrate
640*480 Excellent 15 42.2
640*480 Excellent 5 16.9
640*480 Good 15 16.9
640*480 Good 5 6.9
640*480 Medium 15 9.5
640*480 Medium 5 3.8
320%240 Excellent 15 15.8
320*240 Excellent 5 5.8
320*240 Good 15 6.9
320*240 Good 5 2.7
320*240 Medium 15 3.7
160*120 Medium 5 14
160*120 Excellent 15 6.3
160*120 Excellent 5 24
160*120 Good 15 3.2
160*120 Good 5 1.2
160*120 Medium 15 1.8
160*120 Medium 5 0.7
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C. System Requirement & D1 Performance of 16 Channel IP Camera

Equipment Configuration

Software: MainConsole Version 2.6.4 Professional
CPU: AMD Athlon 64*2 @3600+MHz
Memory: 2048 MB (2 x 1024 DDR2-SDRAM )
Ethernet: VIA Rhine Il Fast Ethernet Adapter
Hard Disk: ST3250620A (250 GB)

Graphic card:

ATI Technologies Inc EAX1600 Series

Operating System:

Windows XP Professional SP2 x64

R

esults from Test with a Resolution of 704x480 CCD IPCamera
704x480 Quality Frame Rate CPU Load Bandwidth
16 IP camera Excellent 30 95% 15~20 Mbps

Results from Test with a Resolution of 640x480 CMOS IPCamera

640x480

Quality

Frame Rate

CPU Load

Bandwidth

16 IP camera

Excellent

30

95%

10~15 Mbps
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