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Preface

This guide is for the networking professional who installs and manages the AIR802 AP-G200
High Power Multi-Mode Indoor AP, hereafter referred to as the “device”. To use this guide, you
should have experience working with the TCP/IP configuration and be familiar with the concepts
and terminology of wireless local area networks.



Ch 1. AP-G200 Installation
Packing List

Before you start to install the device, make sure the package contains the following
items :

® AP-G200 High Power Multi-Mode AP

® PoE Power Injector

AP-G200 PoE Power Injector

Hardware Installation

Once you check off everything from the package, you can start to install the device.
You can use the wall mount hole on the bottom of the device to mount the device on
the wall, or just put the device on the desktop. The administrator can refer to the figure
below while constructing your WLAN environment.

Connect Two Ethernet Patch Cables As Follows:

1) Data In: connects to your router or other network uplink

2) P+Data Out: connects to AP-G200 (this provides both
the Ethernet + 48VDC power to the unit)




Ch 2. First Time Configuration
Before Start to Configure

There are two ways to configure the device, one is through web-browser, and the other
is through Secure Shell CLI interface. To access the configuration interfaces, make
sure you are using a computer connected to the same network as the device. The
default IP address of the device is 192.168.2.254, and the subnet-mask is
255.255.255.0.

The device has three operation modes (Router/Bridge/WISP). In bridge mode, also

known as AP Client, you can access the device by both WLAN (Wireless Local Area
Network) and wired LAN. And in router/WISP modes, the device can be accessed by
both WLAN and WAN. The default IP addresses for the device are 192.168.2.254(for
LAN), 172.1.1.1(for WAN), so you need to make sure the IP address of your PC is in
the same subnet as the device, such as 192.168.2.X (for LAN), 172.1.1.X (for WAN).

Please note that the DHCP server inside the device is default to up and running. Do
not have multiple DHCP servers in your network environment, otherwise it will cause
abnormal situation.

We also provide an auto-discovery tool which is for finding out the IP of the device. In

case, you've forgot the IP of the device or the IP of the device has been changed, you
can use the tool to find out the IP of the device even your PC is not in the same subnet
as the device is.

Knowing the Network Application

AP-G200 can act as the following roles, and it supports WDS (Wireless Distribution
System) function.

® Access Point

WDS (Wireless Repeater)

Bridge/Router

WISP  (See Appendix A for Bridged Wireless Network Configuration)

AP Client

The device provides 3 different operation modes and the wireless radio of device can act as
AP/Client/WDS. The operation mode is about the communication mechanism between the
wired Ethernet NIC and wireless NIC, the following is the types of operation mode.

Router



The wired Ethernet (WAN) port is used to connect with ADSL/Cable modem and the wireless
NIC is used for your private WLAN. The NAT is existed between the 2 NIC and all the
wireless clients share the same public IP address through the WAN port to ISP. The default IP
configuration for WAN port is static IP. You can access the web server of device through the
default WAN IP address 172.1.1.1 and modify the setting base on your ISP requirement.

Bridge
The wired Ethernet and wireless NIC are bridged together. Once the mode is selected, all the
WAN related functions will be disabled.

WISP (Wireless ISP)

This mode can let you access the AP of your wireless ISP and share the same public IP address
form your ISP to the PCs connecting with the wired Ethernet port of the device. To use this
mode, first you must set the wireless radio to be client mode and connect to the AP of your ISP
then you can configure the WAN IP configuration to meet your ISP requirement.

The wireless radio of the device acts as the following roles.

AP (Access Point)
The wireless radio of device serves as communications “hub” for wireless clients and provides
a connection to a wired LAN.

AP Client

This mode provides the capability to connect with the other AP using infrastructure/Ad-hoc
networking types. With bridge operation mode, you can directly connect the wired Ethernet
port to your PC and the device becomes a wireless adapter. And with WISP operation mode,
you can connect the wired Ethernet port to a hub/switch and all the PCs connecting with
hub/switch can share the same public IP address from your ISP.

WDS (Wireless Distribution System)

This mode serves as a wireless repeater; the device forwards the packets to another AP with
WDS function. When this mode is selected, all the wireless clients can’t survey and connect to
the device. The device only allows the WDS connection.

WDS+AP
This mode combines WDS plus AP modes, it not only allows WDS connections but also the
wireless clients can survey and connect to the device.

The following table shows the supporting combination of operation and wireless radio modes.
Bridge Router WISP

AP Vv \% X




WDS \Y, Vv

Client V X

AP+WDS \Y, Vv

Hereafter are some topologies of network application for your reference.
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Examples of Configuration

DEV I P
LAN 192.168,2.25H24 L
WAMN FPPoL connectivn Eroadtand
Wircless Channel: 11 £ S81D: ARSI AP-G220- D2V~ Tefoaliem
MAC Adideess of WLAN(BSSID) 00HH0043 728 o 3 {t
DHCP Sorver enalled (TP Pool 192.168.2.1-25%) "
Rouler Mode

With
WIS + AP

DEY 4

LAN 192.168.2.202/24

-"| Wireless Chaonel: 11/ S51D: AIRE02 AP-G200-DEVZ
MAC Address of WLAN (BSSTI) 0)M00M2692

g

192.168.2. 192.168.2.% LAN 192.168,0.1624
S WAN Dvnmie 11 aedd ress
DEV 2 | DHCE Server enubled (P pool 192.16%.3.2-254)

Alp

1pEVa
. LAN 192, 168.2. 203,24 —
@ Channel: 8 ‘EI
S S81D:RE02 AP-G200-DEV it,_

192, 1682, 1921682 %

DE¥ 5 |
LAN 192.168.2.208/24

1921682 %

This example demonstrates how to set up a network with different device configurations.
There are 2 DHCP servers (DEV1/DEV4) in the network to control the IP configuration of 2

domains (192.168.2.x/192.168.3.x). Once the setting is done, all the PCs can visit Internet
through DEV1.

We assume all the devices keep the factory default setting. To make sure that user can
continuing press the rest button for more than 5 seconds to restore the factory default setting.

The following descriptions show the steps to configure DEV1 to DEVS5.

Configure DEV1.:

1. Connect the ADSL modem to Ethernet port of device using Ethernet cable.
2. Access the web server (http://192.168.2.254) of device from the wireless station.
3. Use Wizard page to setup device.


http://192.168.2.254/

R AIRB02 WLAM AP We

File Edit  View Favorites  Tools  Help

Dk - D [=] [2A D S search Slpravorites £ | £33 ds B - B o B

es= | ] http:f/192.168.2.254/home . asp

Wireless LAN Series

» contents Setup Wizard

The setup wizard will guide you to configure access point for first time. Please follow
the setup wizard step by step.

Welcome to Sewp Wizard.

FRRRRGE ¢

The Wizard will guide you the through following steps. Begin by clicking on
Next.

Setup Operation Mode
Choose your Time Zone
Setup LAN Interface
Setup WAN Interface
Wireless LAN Setting
Wireless Security Setting

s WN-=

Press “Next>>" button then set the “Operation Mode” to “Router” mode.
Wireless LAN Series

+

1. Operation Mode

Y¥ou can setup different modes to LARMN and “WLARMN interface for MAT and bridging
function.

@& Router: In this mode, the device is supposed to connect to internet via
ADSLiCable Modern. The MAT is enabled and PCs connected
with WWLAR share the same IP to ISP through WAk port. The
connection type can be setup in VWAN page by using PPPOE,
DHCF client, PPTP client or static IP. 172.1.1.1 is the default
static IP address for WWaR port

> Bridge: In this mode, the ethernet port and wireless interface are bridged
together and MAT function is disabled. All the WA related
function and firewsall are not supported.

5 wireless 1sP: In this mode, the wireless client will connect to ISP access point
The MAT is enabled and FCs connecting with the sthernet port
share the same IF to ISP through wireless LARN. ¥ou must set
the wireless to client mode and connect to the ISP AP, The
connection type can be setup in YWAN page by using PPPOE,
DHCP client, PPTP client or static 1P

[ cencel ][ <<Bock  |[ Mext>> |

Press “Next>>" button then disable “Time Zone” function.
Wireless LAN Series

2 Time Zone Setting

%ou can maintain the system time by synchronizing with a puhlic time server over
the Internet.

[C1 Enable NTP client update

Time Zone
Select :

NTP server :

[ Cancel ][ <<Back ][ Mext>> ]

Press “Next>>" button then set the IP address of LAN interface.
) Wireless LAN Series

3. LAN Interface Setup

This page is used to configure the parameters for local area netwoaork which connects
to the device. Here you may change the setting for IP addresss, subnet mask. The
DHCF Server will be up and running, please make sure there is no another DHCP
Server in your network when the device is in Bridge/Client Modes.

IP Address: |192 168 2 254
Subnet Mask: |255.255.255.0

[ Cancel ][ <<Back J[ MMext»> ]

Press “Next>>" button then select the “PPPoE” for “WAN Access Type” and fill in the

“User Name” and “Password” fields.



10.

11.

Wireless LAN Series

4. WAN Interface Setup

This page is used to configure the parameters for Internet network which connects to
the YWAMN port of your Access Point. Here you may change the access method to
static IP, DHCP, PFPoE or PPTP by click the item walue of ¥WAN Access type.

VWAN Access Type: | FFFoE vl
User Name: {8?043609@hinet.net
Password: I........ |

[ Cancel ][ <<Back ][ MeExt>>

Press “Next>>" button then select the “AP+WDS” for “mode” and change the SSID to

“DEV1”.

ement

Use “WDS Settings”

5. Wireless Basic Settings

This page is used to configure the parameters for wireless LAN clients which may
connect to your Access Point. If you want to use Wireless ISP mode, please choose
the Client hode.

Band: 24 GHz (B+G) «
Mode: AP+WDE »

Network Type:
SSID: |DEVL

Channel Humber: |1l |+

Enable Mac Clone (Single Ethernet Client)

’ Cancel ”{{Back H Next»]

Press “Next>>" button then select “None” for “Encryption” then press “Finished” button.

Wireless LAN Series

6. Wireless Security Setup

This page allows you setup the wireless security. Turn on YWEP or WP by using
Encryption Keys could prevent any unauthorized access to your wireless network

Encryption: |Mone Bt

[ Cancel ][ <<Back | [ Finished |

Change setting successfully!
Please wait a while for refreshing webpage.

If IP address was modified, you have to re-connect the WebServer
with the new address.

page to configure WDS.



- Wireless LAN Series

WWDS Settings

WWireless Distribution System uses wireless media to communicate with other aFs,
like the Ethernet does. To do this, you must set these APs in the same channel and

set MAC address of other AP s which you want to communicate with in the table and
then enable the WDS.

[0 Enable WDS

Add WDS AP: MAC Address Comment

| Apply Changes ] [Res=t]

B
[
=
=]
=]
=

774

Current WDS AP List:

12. Enable WDS function and add the BSSID of DEV?2 to “Current WDS AP List”.

Wireless LAN Series

WDS Settings

Wireless Distribution Systerm uses wireless media to communicate with other APs,
like the Ethernet does. To do this, ¥you must set these APs in the same channel and
set MAC address of other AP s which you want to communicate with in the table and
then enable the WDS

Enable WDS

Add WDS AP: MAC Address | |

Comment

[ Apply Changes ] [Reget] [ Set Security ]

Show Statistics

Current WDS AP List:

o0:00:00:04:26:92 BSSID of DEW2 1

[ Delete Selected | [ Delste sl | [ Reset |

13. Since we access the device by wireless connection, it may temporarily disconnect when

applying the WDS setting. After re-connecting to the device, use the “Status” page to
check the settings.




dth Caontral

Wireless Configuration

Mode

Band

SS5ID

Channel Number
Encryption

BSSID

Associated Clients
Power(OFDM/G)
Power(CCK/B)

Attain IP Protocol
IP Address
Subnet Mask
Default Gateway
DHCP Server
MAC Address

TCP/IP Configuration

AP+HWDS - Router

2.4 GHz (B+3)

DEY1

"

Disabled(&P), Disabled WD)
00:05:9e:80:13:bb

1

100mVy

250mW

Fixed IP
192.168.2.254
20502552550
192 168 2. 2654
Enahled
00:05:9e:80:13:bh

WAN Configuration

Attain IP Protocol
IP Address
Subnet Mask
Default Gateway
MAC Address

Fixed IP
215.168.146.93
255 256 2550
218,168 146 254
00:05:9e:80:13:be

10



Configure DEV2:

1.

Access the web server (http://192.168.2.254) of device from the Ethernet port.
Caution

If you configure multiple devices in the same PC, since the devices
have the same default IP address but different MAC addresses, it may
cause you not able to access the web server of device. If the situation
happens, please try to clean the ARP table of your PC by DOS
command “arp —d” then you can access the web server of device
using the default IP address.

Use Wizard page to setup device.

‘2R AIR802 WLAM AP Webserver

File Edit  View Favorites Toolk  Help

D pack ~ [>=] [ 2 | ) search <'¢ Favorites %) -l B - Bl = E

Address | 8] http:/f192.168.2.254/home. asp

Wireless LAN Series

Setup Wizard

The setup wizard will guide you to configure access point for first time. Please follow
the setup wizard step by step

Welcome 1o Setup Wizard.

The Wizard will guide you the thiough following steps. Begin by clicking on
MNext.

Setup Operation Mode
Choose your Time Zone
Setup LAN Interface
Setup WAN Interface
Wireless LAN Setting
Wireless Security Setting

OhawN=

Press “Next>>" button then set the “Operation Mode” to “Bridge” mode.
= Wireless LAN Series

Operation Mode

¥ou can setup different modes to AR and YWLAR interface for MNAT and bridging
function

S it In this mode, the device is supposed to connect to internet via
ADSL/Table Modemn. The MAT is enabled and PCs connected to
wW/LAN share the same P to ISP through YWARN port. The
connection type can be setup in YWAN page by using PPPOE,
DHCF client, FFTF client or static IF.172.1.1.1 is the default
static IP address for WWAR port

&> Bridge: In this mode, the ethernet port and wireless interface are bridged
together and MNAT function is disabled. All the WA related
function and firewall are not supported.

Wireless ISP: In this mode, the wireless client will connect to ISP access point
The MAT is enabled and PCs connecting with ethernet port share
the same IP to ISP through wireless LAMN. ¥ou must set the
wireless to client mode first and connect to the ISP AP in Site-
Survey page. The connection type can be setup in WAN page by
using PPPOE, DHCP client, PPTP client or static IP

[ Apply Change ] [Reset]

Press “Next>>" button then disable “Time Zone” function.
E Wireless LAN Series

2. Time Zone Setting

Y¥ou can maintain the system time by synchronizing with a public time server over
the Internet

[[1 Enable NTP client update

Time Zone
Select :

NTP server :

[ cancsl [ <<Back |[ Mext>

Press “Next>>" button then set the IP address of LAN interface.

.

11


http://192.168.2.254/

Wireless LAN Series

3. LAN Interface Setup

ion Mode This page is used to configure the parameters for local area network which connects
to the device. Here you may change the setting for IP addresss, subnet mask. The
DHCF Server will be up and running, please make sure there is no another DHCP
Server in your network when the device is in Bridge/Client Modes.

FRRRREFF
=

IP Address: [19z168.2.202 |
Subnet Mask: |255.255.255.0 |

[ Cancel ][ <<Back ][ MMeExt>> ]

Press “Next>>" button then select the “AP+WDS” for “mode” and change the SSID to
“DEV2”.

5. Wireless Basic Settings

This page is used to configure the parameters for wireless LAN clients which may
connect to your Access Paoint. If you want to use Wireless |SP mode, please choose
the Client Made.

Band: 24 GHz (B+3) »
Mode: APHWDE

Network Type:
SSID: DEV2
Channel Humber: |11+

Enahle Mac Clone (Single Ethernet Client)

’ Cancel H<<Back ” Naxt»]

Press “Next>>" button then select “None” for “Encryption” then press “Finished” button.
L OIS CONMENtS: 6. Wireless Security Setup

This page allows vou setp the wireless secority, Tum on WEP or WEA by using Encryption Kevs
could, prevent any unaothorized ancess 1o Your Wielsss netwods,

—

’ Cancel ”«Ba-:k ]’Fm]shed]

Wait for refreshing web page.
Wireless LAN Series

Change setting successfully!
Please wait a while for refreshing webpage.

If TP address was modified, you have to re-connect the WebServer
with the new address.

12



9.  Access the web server by new IP address “192.168.2.202" then use “LAN Interface”
page to disable DHCP Server.

Wireless LAN Series

LAN Interface Setup

This page is used to configure the parameters for local area network which connects to
the device. Here you may change the setting for IP Address, Subnet Mask, DHCP,

etc..

IP Address: 1921682202
Subnet Mask: 2552552550
Default Gateway: 0.0.00
DHCP: Disahled

DHCP Client Range: | |_ |

802.1d Spanning Tree: |Disabled

Clone MAC Address:

MTU Size: 1500

(G ] (F2]

10. Wait for refreshing web page.
Wireless LAN Series

Change setting successfully!
Please wait a while for refreshing webpage.

If IP address was modified, you have to re-connect the WebServer
with the new address.

to configure WDS.

WVireless LAN Series

WWDS Settings

“Vireless Distribution Systerm uses wireless media to communicate with other APs,
like the Ethernet does. To do this, you rmust set these &Ps in the same channel and

IE

set WAC address of other AFs which you want to communicate with in the table and
then enable the YWDS

[0 Enable WDS

Add VWDS AP: MAC Address Comment

[ Apph Changes ] [ Reset ]

1 FFFFEE

ERRR

Current VWDS AP List:



12. Enable WDS function and add the BSSID of DEV1 to “Current WDS AP List”.

Wireless LAN Series

WDS Settings

wWireless Distribution Systermn uses wireless media to communicate with other APs,
like the Ethernet does. To do this, you must set these AFs in the same channel and
set MAC address of other AF=s which you want to communicate with in the table and
then enable the WDS.

Enable WDS

Add WDS AP: MAC AddresL J Comment

| |

[ Apply Changes ] [ Feset ] [ Set Security ]
Show Statistics

Current WDS AP List:

00:00:00:0.4:27:28 ESSID of DE -

[ Delete Selected ] [ Delete All ] [Reset]

13. Use the “Status” page to check the settings.

B

&
=
B
=
=
B
B
=
=
=
B
R

e

Wireless Configuration

Mode AP+HWDS - Router
Band 2.4 GHz (B+3)
SsID DEW2

Channel Numhber 11

Encryption Disabled(&F), Disabled(WDS)
BSSID 00:05:9e:80:13: bh
Associated Clients 1
Power(OFDM/G) 100 mW
Power(CCHK/B) 250muv

Attain IP Protocol Fixed IP

IP Address 192 168 .2 264
Subnet Mask 256 265 2650
Default Gateway 192.168.2.254
DHCP Server Enabled

MAC Address 00:05:9e:80:13: bh
Attain IP Protocol Fized IP

IP Address 218168146 93
Subnet Mask 256265 2650
Default Gateway 218.168.146.254
MAC Address 00:05:9e:80:3: b

14



Configure DEV3:
1. Access the web server (http://192.168.2.254) of device from the Ethernet port.

Caution

If you configure multiple devices in the same PC, since the devices have the
same default IP address but different MAC addresses, it may cause you not
able to access the web server of device. If the situation happens, please try
to clean the ARP table of your PC by DOS command “arp —d” then you can
access the web server of device using the default IP address.

2. Use “LAN Interface” page to set the IP address of LAN interface and disable DHCP
server.

Wireless LAN Series

LAN Interface Setup

This page is used to configure the parameters for local area network which connects to
the device. Here you may change the setting for IP Address, Subnet Mask, DHCF,
etc

IP Address:
Subnet Mask:
Default Gateway:
DHCP:

DHCP Client Range: | |-
802.1d Spanning Tree: |Disakled

Clone MAC Address:
MTU Size: 1500

(Aol Chans ] [Fem)

Wait for refreshing web page.
: Wireless LAN Series

ents:
Change setting successfully!

ion Kode Please wail a while for refreshing webpage.

If IP address was modified, you have to re-connect the WebServer
with the new address.

15


http://192.168.2.254/

4.  Access the web server by new IP address “192.168.2.203” then use “Basic Settings” page

to change
-

5.
B TC
B Fir

=
B
b
&
B oo
=
=
b
b
&

B Re

SSID and CHANNEL.

Wireless Basic Settings

connected AP.

[J Disable Wireless LAN Interface
Band: 24 GHz (B+G) v

Network
Type:

SSID: ’ | DEV3

4
Channel {75
Number:

w

] Enable Universal Repeater Mode

Enable Mac Clone {Single Ethernet Client)

Extended
SSID:

» =] (=

Use the “Status” page to check the settings.

Uptime

Free Memory
Firmware Yersion
Webpage Version

Mode

Band

551D

Channel Number
Encryption

BSSID

Associated Clients
Power(OF DM/G)
Power{CCK/B)

Attain IP Protocol
IP Address
Subnet Mask
Default Gateway
DHCP Server
MAC Address

TCP/IP Configuration

This page is used to configure the parameters for wireless LAN clients which may
connect to your Access Point. Here you may change wireless encryption settings as
well as wireless network parameters. Enable universal repeater mode can let radio act
as AP and client simultaneouly but remember the channel must be as same as the

Show Active Clients

[once selected and applied,sended SSI0 and channel number will be updated)

Oday:0h:52m:38s
11236 kB

1.3.0

1.3.0

Wireless Configuration

AP - Bridge

2.4 GHz (B+G)
DEw3

5

Disahled
00:05:9e:80:1:bb
1

100myv
250mwv

Fixed IP

192 168.2.203
265256 2550
192.168.2.203
Enahled
00:05:3e:80:8:bb

16



Configure DEV4:
1. Access the web server (http://192.168.2.254) of device from the Ethernet port.

Caution

If you configure multiple devices in the same PC, since the devices have the
same default IP address but different MAC addresses, it may cause you
unable to access the web server of device. If the situation happens, please
try to clean the ARP table of your PC by DOS command “arp —d” then you
can access the web server of device using the default IP address.

2. Use Wizard page to setup device.

File Edit View Favorkes Tools Help

€D pack - ] [E] €2 5O search ¢ Favortes €2 [ U- s KB - | = E

W] hbEp: 192, 168, 2,254 fhome, asp

Wireless LAN Series

Setup Wizard

The setup wizard will guide you to configure access point for first time. Please follow
the setup wizard step by step

Welcome to Setup Wizard.

The Wizard will guide you the through following steps. Begin by clicking on
Maext.

1. Setup Operation Mode
2. Choose your Time Zone
3. Setup LAM Interface

4. Setup YWAN Interface

5. Wireless LARN Setting

6. Wireless Security Setting

[ Next>> | ,

3. Press “Next>>" button then set the “Operation Mode” to “Wireless ISP’ mode.
= Wireless LAN Series

1. Operation Mode

Y¥ou can setup different rmodes to LAMN and WYWEARM interface for PMAT and bridging
function

© Router: In this mode, the device is supposed to connect to internet via
ADSLsCable Modem. The NAT is enabled and PCs connected
with WWLAMN share the same IP to ISP through “WAN port. The
connection type can be setup in YWAN page by using PPPOE,
DHCP client, PPTP client or static 1P, 172.1.1.1 is the default
static IP address for WAN port

> Bridge: In this mode, the ethernet port and wireless interface are bridged
together and MAT function is disabled. All the YWl related
function and firswall are not supported

@& wireless Isp: In this mode, the wireless client will connect to ISP access point
The MAT is enabled and PCs connecting with the ethernat port
share the same IP to ISP through wireless LARN. ¥ou must set
the wireless to client mode and connect to the ISP AF. The
connection type can be setup in VAN page by using PPPOE,
DHCP client, PPTP client or static 1P

[ Cancel | [ <<Back |[ MNext>> |

4. Press “Next>>" button then disable “Time Zone” function.

ol Wireless LAN Series

2. Time Zone Setting

You can maintain the system time by synchronizing with a public time server over
the Internet

[] Enable NTP client update

Time Zone
Select:

NTP server :

[ Cancel |[ <<Bask |[ Mext>>

5. Press “Next>>" button then set the IP address of LAN interface.


http://192.168.2.254/

Wireless LAN Series

3. LAN Interface Setup

This page is used to configure the parameters for local area network which connects
to the device. Here you may change the setting for IP addresss, subnet mask. The
DHCPF Server will be up and running, please make sure there is no another DHCP
Server in your network when the device is in Bridge/Client Modes.

IP Address: [1az.168.31 i
Subnet Mask: |255.255.255.0 |

[ Cancel ][ <<Back ][ Mext>> ]

Press “Next>>" button then select the “DHCP Client” for “WAN Access Type”.
= Wireless LAN Series

4. WAN Interface Setup

This page is used to configure the parameters for Internet network which connects to
the WWAMN port of your Access Point. Here you may change the access method to
static IP, DHCPF, PPPoE or PPTP by click the item value of WARN Access type

VWAN Access Type: | DHCP Client ~

[ Cancel ][ <<Back ][ Mlext>> ]

Press “Next>>" button then select the “Client” for “mode” and change the SSID to
“DEV4”,

5. Wireless Basic Settings

This page is used to configure the parameters for wireless LAN clients which may
connect to your Access Point. If you weant to use Wireless ISP mode, please choose
the Client Mode.

Band: 24 GHz (B+3) w

Mode: Chent v
SSID: |DEV4

Channel Number:

[0 Enable Mac Clone (Single Ethernet Client)

[ Canrel ”<cBack ” Ne:{t::::]

Press “Next>>" button then select “None” for “Encryption” then press “Finished” button.
= Wireless LAN Series

6. Wireless Security Setup

This page allows you setup the wireless security. Turn on WEP or YWWPA by using
Encryption Keys could prevent any unauthorized access to your wireless network.

Encryption: |Mone e ||

[ Sencel ][ <<Back | [ Finished |

Wait for refreshing web page.
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Change setting successfully!

Wireless LAN Series

Please wait a while for refreshing webpage.

If IP address was modified, you have to re-connect the WebServer

with the new address.

Mode

Band

SSID

Channel Number
Encryption
BSSID

State

RSSI

TCP/IP Configuration
Attain IP Protocol
IP Address
Subnet Mask
Default Gateway
DHCP Server
MAC Address

Attain IP Protocol
IP Address
Subnet Mask
Default Gateway
MAC Address

Wireless Site Survey

10. Change the IP address of your PC to 192.168.3.x then access the web server by the new
IP address “192.168.3.1" and use “Status” page check the setting.

Infrastructure Client - Router
2.4 GHz (B+G3)

DEN4

10

Disabled

00:00:00:00:00:00

Scanning

0

Fixed IP
192.168.3.1

255 256 2550
19216831
Enabled
00:05:9e:80:13: be

WAN Configuration

Fized IP
192.168.2 2
255266 2550
192.168.2.264
00:05:9e:80:13: bh

If the “State” of “Wireless Configuration” is not “Connected” or you want to refresh the

“RSSI “, please use “Site Survey” page to re-connect a AP.
Wireless LAN Series

This page provides toal to scan the wirslass network. § any Access Point or IBSS is
found, you coubd choose 1o connect i manually when clienl mode is enabled

AIRBIZ AP-G200-DEYT 000004 2728
haml_ponresd (0005 S B0R-0
230 0000 OO0 D00
anfn (O0H: 1 4 OO 55 20
Test_woip O0H0d:14 006 4
hank_eoried 0485 G BT A
lindesys 00625 deed id

11{B+3) ™ 100 {30 dhm)

B AP | w | WETdm) é:
1 (B+3) AP w B7 37 dban) 0
E(B+3) AP ] B0 (] dbm) 0
1B+G) | AP ¥ T3 {46 b)) 0
EB+3) AP m T3 {46 dbm) »
6E4E AP e 53 (58 dbm) L)
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Configure DEV5:

1.

Access the web server (http://192.168.2.254) of device from the Ethernet port.

Caution

If you configure multiple devices in the same PC, since the devices have the
same default IP address but different MAC addresses, it may cause you
unable to access the web server of device. If the situation happens, please
try to clean the ARP table of your PC by DOS command “arp —d” then you
can access the web server of device using the default IP address.

Use Wizard page to setup device.

‘2R AIR802 WLAM AP Webserver

File Edit  View Favorites Toolk  Help

D pack ~ [>=] [ 2 | ) search <'¢ Favorites %) -l B - Bl = E

Address | 8] http:/f192.168.2.254/home. asi
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Setup Wizard

The setup wizard will guide you to configure access point for first time. Please follow
the setup wizard step by step

Welcome 1o Setup Wizard.

The Wizard will guide you the thiough following steps. Begin by clicking on
MNext.

Setup Operation Mode
Choose your Time Zone
Setup LAN Interface
Setup WAN Interface
YWireless LAN Setting
Wireless Security Setting

OhawN=

[(He> ],
Press “Next>>" button then set the “Operation Mode” to “Wireless ISP” mode.

Wireless LAN Series

1. Operation Mode

Y¥ou can setup different modes to LAM and WEELARM interface for MAT and bridging
function

< Router: In this mode, the device is supposed to connect to internst via
ADSLACable Modem. The MAT is enabled and PCs connected
with WWLARN share the same IP to ISP through %WAN port. The
connection type can be setup in ¥WAM page by using PPPOE,
DHCP client, PPTP client or static IP. 172.1.7.1 is the default
static IP address for WAR port

@ Bridge: In this mode, the ethernet port and wireless interface are bridged
together and RAT function is disabled. All the WARN related
function and firewall are not supported

 wireless Isp: In this mode, the wireless client will connect to ISP access point
The MAT is enabled and PCs connecting with the ethernet paort
share the same IFP to ISP through wireless LARM. You must set
the wireless to client mode and connect to the ISP AF. The
connection type can be setup in WWAMN page by using PPPOE,
DHCP client, PPTP client or static IP

[ Cancel ][ <<Back ][ Ialext>> ]

Press “Next>>" button then disable “Time Zone” function.
= Wireless LAN Series

2. Time Zone Setting

You can maintain the system time by synchronizing with a public time server over
the Internet.

[C1 Enable NTP client update

Time Zone
Select :

NTP server :

[ Cancel ][ <<Back ][ Mext>>

Press “Next>>" button then set the IP address of LAN interface.
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http://192.168.2.254/
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3. LAN Interface Setup

This page is used to configure the parameters for local area network which connects
to the device. Here you may change the setting for IP addresss, subnet mask. The
DHCP Server will be up and running, please make sure there is no another DHCR
Server in your network when the device is in Bridge/Client Modes.

IP Address: |[192.168.2.205| |

Subnet Mask: |255.255.255.0 |

[ Cancel ][ <<Back ][ Mext> |

Press “Next>>" button then select the “Client” for “mode” and change the SSID to
“DEV5”,

Wireless Basic Settings

This page is used to canficure the pararreters for wireless LAR clierts wiich may
connect to your Access Poirt. Hete yournay change wireless encryption seflings as
well as wireless petwark parameters. Enable universal repeater modz can et radic act
as AP and cient simultaneauly but remember the chanel must be as same as tre
connected AP,

[] Disahle Wireless LAN Interface
Band: 24 GHz (G ~

Mode: 4
Trank | s -
Type:

ssip: 5| [DEvs | |

Channel
Numher:

I O O [

Enable Mac Clone (Single Ethernet Client)

[0 Enable Universal Repeater Mode

Extended |
S5ID:

[once selestec and applied,extznded SSI0 and channel number will be updated|

‘==
Press “Next>>" button then select “None” for “Encryption” then press “Finished” button.
Wireless LAN Series

6. Wireless Security Setup

This page allows you setup the wireless security. Turn on YWEP or WA by using
Encryption kKeys could prevent any unauthorized access to your wirgless network.

Encryption: |Mone ~|

[ cSencel | [ <<Back | [ Finished |

Wait for refreshing web page.

_ Wireless LAN Series

Change setting successfully!
Please wait a while for refreshing webpage.

If IP address was modified, you have to re-connect the WebServer
with the new address.

Access the web server by the new IP address “192.168.2.205” and use “LAN Interface”
page to disable DHCP Server.
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LAN Interface Setup

This page is used to configure the parameters for local area network which connects to
the device. Here you may change the setting for IP Address, Subnet Mask, DHCF,
etc..

IP Address:
Subnet Mask:
Default Gateway:
DHCP:

DHCP Client Range:

I

802.1d Spanning Tree: |Disabled
Clone MAC Address:

ﬁ

MTU Size: 1500

(sG] [Fe]

10. Wait for refreshing webpage.
Wireless LAN Series

Change setting successfully!
FPlease wait a while for refreshing webpage.

If IP address was modified, you have to re-connect the WebServer
with the new address.

Uptime Oday:Th:19m:38s
B Free Memory 11396 kB
B Firmware Yersion 1.3.0
B Webpage Version 1.3.0
B Wireless Configuration
B oD Mode Infrastructure Client - Bridge
& Band 24 GHz (B+G)
g_ SSID DEvS
% Channel Number A
- ncryption 1zable
B E i Digabled
B BSSID 00:00:00:00:00:00
I8 State Scanning
RSSI 0
TCP/IP Configuration
Attain IP Protocol Fized P
IP Address 192.168.2.205
Subnet Mask 2552652550
Default Gateway 192.168.2.205
DHCP Server Enabled
MAC Address 00:05:9e:80:13: bh

12. If the “State” of “Wireless Configuration” is not “Connected” or you want to refresh the
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