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Chapter 1. Introduction  

Thank you for purchasing the wireless 802.11b/g/n/a/ac USB 

adapter! This adapter is mini size design and you are able to plug it 

into the USB port. Excepting common wireless standards 

802.11b/g/n, this wireless adapter is also 802.11ac compatible - 

data transfer rate is 150/433Mbps. 

 

1.1 Product Features  

◆ Complies with IEEE 802.11ac , IEEE 802.11a,IEEE 802.11n, IEEE 

802.11g and IEEE 802.11b standards  

◆ Provides USB2.0 connector 

◆ Provides 150/433Mbps receiving rate and 150/433Mbps sending 

rate 

◆ Supports 20MHz/40MHz/80MHz frequency width 

◆ Auto-detects and changes the network transmission rate  

◆ Provides two work modes: Infrastructure and Ad-Hoc 

◆ Supports 64/128-bit WEP, WPA, WPA2 encryption methods and 

802.1x security authentication standard  

◆ Supports WPS (Wi-Fi Protected Setup) encryption method to free 

you from remembering long passwords 

◆ Easy-to-install, plug and play 

◆ Supports Windows VISTA/Win7/ 

Win8/Win8.1/Win10/Linux/Macintosh 

 

1.2 Package contents  

 

The following contents should be found in your box:  

◆ One Wireless 802.11b/g/n/a/ac USB adapter  

◆ One CD (include driver/utility/user manual)  

Note: If any of the listed contents are damaged or missing, please 

contact the retailer from whom you purchased the product for 

assistance. 

 

 

CHAPTER 2: Quick Installation Guide  

2.1 Driver Installation  

Please follow the following instructions to install your new 
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wireless USB Adapter:  

2.1.1 

Insert the USB wireless network card into an empty USB 2.0 port 

of your computer when computer is switched on. Never use force 

to insert the card, if you feel it’s stuck, flip the card over and try 

again.  

2.1.2  

The following message will appear on your computer, click 

‘Cancel / Close’. 

 

Under Windows Vista and Windows 7 

 
2.1.3 

Insert the driver CD into your CD-ROM. You can see autorun 

screen below. if not, you can double click ‘autorun.exe’ on CD. 

 
Click ‘Install Driver’ to start the installation procedure 

 

2.1.4 

Once the installation is finished the computer will be asked to 
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reboot. you can click ‘Finish’ and reboot the computer to finish the 

installation of driver files. 

 

2.1.5 

A new icon will appear near the clock of system tray: 

 

Left-click the icon will launch wireless network configuration 

utility, and you can right-click the icon to show the quick menu of 

configuration utility. This icon also uses different color to show the 

status of wireless connection: 

 

  Wireless connection is established, good signal reception. 

 

  Wireless connection is established, weak signal reception. 

 

  Connection is not established yet. 

 

  Wireless network card is not detected. 

For detailed instructions of wireless network configuration utility, 

please see next chapter. 

2.2 Connect to Wireless Access Point 
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To use wireless network, you have to connect to a wireless 

access point first. You can either use Client utility (comes with 

network card driver), or Windows Zero Config utility (comes with 

Windows operating system). 

2.2.1 Using Client Utility 

Please follow the following instructions to use Client 

configuration utility to connect to wireless access point. 

1.   Left-click the Client configuration utility icon located at 

lower-right corner of computer desktop, and configuration menu 

will appear: 

 

 

HERE! 

 

2.   Wireless utility will appear. Click ‘Available Network’ menu to 

search for wireless access points nearby. 

 

3.   Please wait for a while, and all wireless access points which can 

be reached by this wireless network card will be displayed here. 
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If the wireless access point you wish to connect does not appear 

here, you can click ‘Refresh’ button to scan for wireless access 

points again; if the wireless access point you’re looking for still not 

appear, try to move the computer closer. 

 

When the access point you’re looking for is on the list, left-click it 

and then double click it or click ‘Add to Profile’. 

 

4.   If a password (Network Key) is required to access the wireless 

access point, please input it in ‘Network key’ (and input it again in 

‘Confirm network key’ for confirmation). Click ‘OK’ when 

password is properly inputted. 
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5.   Network card will attempt to connect to access point now, this 

may require few seconds to minutes, please be patient. When the 

‘Status’ become ‘Associated’ , your computer is connected to 

access point you selected. Click ‘Close’ to close configuration 

menu. 
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NOTE: If you connected to an access point but the connection has 

been dropped soon, please check security settings and re-check 

password spelling. 

 

2.2.2 Using WPS Connect 

 

Wi-Fi Protected Setup (WPS) is the latest wireless network 

technology which makes wireless network setup become very 

simple. If you have WPS-enabled wireless access point, and you 

want to establish a secure connection to it, you don’t have to 

configure the wireless access point and setup data encryption by 

yourself. All you have to do is to go to the WPS setup page of this 

wireless card, click a button, and then press a specific button or 

enter a set of 8-digit code on the wireless access point you wish to 

establish a secure connection - just three simple steps! 

 

For older wireless access points, it’s possible to perform a 

firmware upgrade to become a WPS-enabled access point. Since 

they may not have a hardware button to press for WPS setup, you 

can use an alternative WPS setup method - input the pin code. 

Every WPS-compatible wireless network card support pin code 

configuration method; you can just input the code to wireless 

access point, and the wireless access point and wireless network 

card will do the rest for you. 

 

This wireless network card is compatible with WPS. To use this 

function, the wireless access point you wish to connect to must 

support WPS function too. Now, please follow the following 

instructions to establish secure connection between WPS-enabled 

wireless access point and your wireless network card. 

 

This wireless network card supports 2 kinds of WPS: PIN code 

and Push-Button. 

 

Please follow the following instructions to setup WPS: 

 

1.   Right-click Client configuration utility icon, and click ‘Open 

Config Utility’. 
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2.   Click ‘Wi-Fi Protect Setup’ menu.  

 

3.   You can use PIN code or Push-Button configuration, and 

WPS-compatible wireless access point must use the same type of 

WPS. For instructions on setup each type of WPS, see next 2 

chapters for detailed instructions. 

 
PIN Code 

To use PIN Code, please click ‘Pin Input Config (PIN)’ button: 
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You’ll be prompted to select an access point you wish to connect. 

If you know its SSID, click ‘Yes’, otherwise click ‘No’. 

     

If you select ‘Yes’, a list of all WPS-compatible AP nearby will be 

displayed; you can click ‘Refresh’ to rescan, then select an AP and 

click ‘Select’ button. 

    
If you select ‘No’, wireless network card will prompt you to enter 

8-digit PIN code into your AP, without selecting an AP in advance. 
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After you select ‘Yes’ or ‘No’ in previous step, network card will 

attempt to connect to WPS-compatible AP, and an 8-digit number 

will appear. Please input this number to AP’s configuration menu 

within 2 minutes, and network card will establish secure 

connection with AP automatically. 

To stop this procedure before connection is established, click 

‘Cancel’. 

 

Push Button 

To use Push-Button WPS configuration, please click ‘Push 

Button Config (PBC)’ button. This is the easiest way to establish 

secure connection by WPS, but if there’re more than one 

WPS-compatible AP using Push-Button config, please use PIN Code 

instead. 
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Click “Push Button Config(PBC)” , a message box will appear: 

 
Please activate Push-Button function on wireless access point 

now, and wireless network card will establish secure connection 

with access point within one minute. 

CHAPTER 3: Troubleshooting 

If you encounter any problem when you’re using this wireless 

network card, don’t panic! Before you call your dealer of purchase 

for help, please check this troubleshooting table, the solution of 

your problem could be very simple, and you can solve the problem 

by yourself ! 

Scenario Solution 

I can’t find any 

wireless access 

point / wireless 

device in ‘Site 

Survey’ function. 

 

1. Click ‘Refresh’ for few more times and see if 

you can find any wireless access point or 

wireless device.  

2. Please move closer to any known wireless 

access point.  

3. Ad hoc’ function must be enabled for the 

wireless device you wish to establish a direct 

wireless link.  

4. Please adjust the position of network card 

(you may have to move your computer if 

you’re using a notebook computer) and click 

‘Refresh’ button for few more times. If you 

can find the wireless access point or wireless 

device you want to connect by doing this, try 

to move closer to the place where the wireless 

access point or wireless device is located. 

Nothing happens 

when I click 

‘Open Config 

1. Please make sure the wireless network card is 

inserted into your computer’s USB port. 

2. Reboot the computer and try again. 
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Utility’ 

 

3. Remove the card and insert it into another 

USB port. 

4. Remove the driver and re-install. 

5. Contact the dealer of purchase for help. 

I can not establish 

connection with a 

certain wireless 

access point 

 

1. Click ‘Add to Profile’ for few more times. 

2. If the SSID of access point you wish to 

connect is hidden (nothing displayed in ‘SSID’ 

field in ‘Site Survey’ function), you have to 

input correct SSID of the access point you 

wish to connect. Please contact the owner of 

access point to ask for correct SSID. 

3. You have to input correct passphrase / 

security key to connect an access point with 

encryption. Please contact the owner of 

access point to ask for correct passphrase / 

security key. 

4. The access point you wish to connect only 

allows network cards with specific MAC 

address to establish connection. Please go to 

‘Status’ menu and write the value of ‘MAC 

Address’ down, then present this value to 

the owner of access point so he / she can add 

the MAC address of your network card to his / 

her access point’s list. 

The network is 

slow / having 

problem when 

transferring large 

files 

 

1. Move closer to the place where access point is 

located. 

2. There could be too much people using the 

same radio channel. Ask the owner of the 

access point to change the channel number. 

 

Please try one or more solutions listed above. 

 

FCC Warning 

This device complies with part 15 of the FCC rules. Operation is subject to the following two 

conditions: (1) this device may not cause harmful interference, and (2) this device must accept 

any inte rference received, including interference that may cause undesired operation. 

  

Changes or modifications not expressly approved by the party responsible for compliance could 

void the user's authority to operate the equipment.  

 

NOTE: This equipment has been tested and found to comply with the limits for a Class B digital 

device, pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable 

protection against harmful interference in a residential installation. This equipment generates 

uses and can radiate radio frequency energy and, if not installed and used in accordance with the 



instructions, may cause harmful interference to radio communications. However, there is no 

guarantee that interference will not occur in a particular installation. If this equipment does 

cause harmful interferenceto radio or television reception, which can be determined by turning 

the equipment off and on, the user is encouraged to try to correct the interference by one or 
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more of the following measures:

 

•

•

•

Reorient or relocate the receiving antenna.

Increase the separation between the equipment and receiver.

Connect the equipment into an outlet on a circuit different from that to which the receiver is 

connected.

• Consult the dealer or an experienced radio/TV technician for help.

R adiation Exposure Statement 
T he device has been evaluated to meet general RF exposure requirement. The device can be 
used in por table exposure condition without restriction.
F CC ID: TVU-DPCP10

 Specific Absorption Rate (SAR) information:
This Wireless USB Adapter mee ts the government's requirements for exposure to radio waves. 

The guidelines are based on standards that were developed by independent scientific 
organizations through periodic and thorough evaluation of scientific studies.
The standards include a substantial s afety margin designed to assure the safety of all persons 
r egardless of age or health. FCC RF Exposure Information and Statement the SAR limit of USA 

(FCC) is 1.6 W/kg averaged over one gram of tissue. Device types: Wireless USB Adapter has also 
been tested against this SAR limit. The evaluation distance for Body-worn operating 
configurations is 0mm.

IC Caution:
- English:
This device contains licence-exempt transmitter(s)/receiver(s) that comply with Innovation, 
Science and Economic Development Canada’s licence-exempt RSS(s). Operation is subject to the 
following two conditions:

(1) This device may not cause interference.
(2) This device must accept any interference, including interference that may cause undesired
operation of the device.
Any changes or modifications not expressly approved by the party responsible for compliance
could void the user's authority to operate the equipment.
RF exposure statement:
The equipment complies with IC Radiation exposure limit set forth for uncontrolled
environment.
- French:
Cet appareil contient des émetteurs / récepteurs exemptés de licence conformes aux RSS
(RSS) d'Innovation, Sciences et Développement économique Canada. Le fonctionnement est
soumis aux deux conditions suivantes:
(1) Cet appareil ne doit pas causer d'interférences.
(2) Cet appareil doit accepter toutes les interférences, y compris celles susceptibles de
provoquer un fonctionnement indésirable de l'appareil.
Tout changement ou modification non expressément approuvé par la partie responsable de la
conformité pourrait annuler l'autorité de l'utilisateur à utiliser l'équipement.
Déclaration d'exposition RF:
L'équipement est conforme à la limite d'exposition aux rayonnements IC établie pour un
environnement non contrôé



Specific Absorption Rate (SAR) information 

This device meets the government's requirements for Canada radiation exposure limits set forth 
for an uncontrolled environment. This device was tested for typical body-worn operations with the 
device kept 0 mm from the body. To maintain compliance with ISED RF exposure requirements, 
use accessories that maintain an 0 mm separation distance between the user's body and the 
device. The use of belt clips, holsters and similar accessories should not contain metallic 
components in its assembly. The use of accessories that do not satisfy these requirements may not 
comply with ISED RF exposure requirements, and should be avoided.

le taux d'absorption spécifique (sar)

Le présentappareil répond aux exigences du gouvernement du canada l'exposition limites 
indiquées pour un autre environnement.ce dispositif a été testé pour les opérations de portés avec 
le dos du téléphone a de xx mm de l'organisme.indicateurs d'exposition aux champs rf pour 
maintenir la conformité aux exigences, l'utilisation des accessoires que maintenir une distance de 
séparation entre l'utilisateur xx mm et l'arrière du téléphone intelligent.l'utilisation de la ceinture 
des clips, étuis et autres accessoires ne doit pas comportent des éléments métalliques dans 
l'assemblée.l'utilisation d'accessoires qui ne remplissent pas ces conditions ne peuvent se 
conformer aux exigences organisé l'exposition aux rf, et devrait être évitée.

The device for operation in the band 5150–5250 MHz is only for indoor use to reduce the potential 
for harmful interference to co-channel mobile satellite systems;

(iv) les dispositifs fonctionnant dans la bande de 5150 à 5250MHz sont réservés uniquement pour 
une utilisation à l'intérieur afin de réduire les risques de brouillage préjudiciable aux systèmes de 
satellites mobiles utilisant les mêmes canaux;

IC: 267V-DPCP10




