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INNOVATIVE PRODUCTS

MICRO ELECTRONIC 3

Thank you for purchasing Biothentic.

Manufacturer: id3 Semiconductors
www.id3semiconductors.com
Kit reference: 082G352A

This kit includes :

1 Biothentic smart card reader

1 Biothentic USB dedicated cable

1 Biothentic Software Application CD ROM

Security Instruction
The Biothentic was designed to be plugged to USB 1.0
or 2.0 host products only.

Installation
Follow CD ROM instruction before connecting the
biothentic reader.

Cable:

The provided cable is compliant with USB
specifications. This was designed and qualified to work
with biothentic and to meet European and US
reglementations. You shouldn’t use any other cable
type.

SAM installation / replacement:

(Specific Application Module)

The SAM operations are reserved to security officers .
In order to install or remove a SAM :

1: Disconnect the Usb cable

2 : Download ESD by touching the biothentic USB plug
with your finger.

: Open the SAM plastic door

: unlock the SAM holder

:insert / remove the SAM

: close and lock the SAM holder

: close the plastic door.
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Warning

Any changes or modifications not expressly approved
by the party responsible for compliance could void the
user’s authority to operate the equipment

Repairs

Repairs should only be performed by qualified
technicians only. During warranty period, the product
should be returned to id3 semiconductors official
distributor for repair purpose. Warranty voids if the
product is not properly used or if installation
instructions are not respected.

Waste of Electric & Electronic Equipments :
As an Electronic Equipment, Biothentic
should not be thrown into a waste
container !
European Directive 2002/96/EC
Orders to have EEE recycled.
In order to have this product recycled,
please contact your Biothentic distributor.

Keep these safety instructions

EC DECLARATION OF CONFORMITY
We id3 Semiconductors
5 rue de la Verrerie
F-38120 Le Fontanil Cornillon
FRANCE

Declare under sole responsability that the 08G352A
Biothentic fingerprint and smart card reader meets the
intent of the European directives.
Compliance was demonstrated to the following
specifications as listed in the Official Journal of the
European Communities:
EMC Directive 89/336/EEC

EN55022 Class B (1998)

IEC 61000-4-2 - 1996+A1(1998)+A2(2001)

IEC 61000-4-3 - 1996+A1(1998)+A2(2001)

Security Directive 73/23/EEC
IEC60950-1:2001

FCC COMPLIANCE

This equipment has been tested and found to comply
with the limits for a Class B digital device, pursuant to
part 15 of the FCC Rules. These limits are designed to
provide reasonable protection against harmful
interference in a residential installation. This equipment
generates, uses

and can radiate radio frequency energy and, if not
installed and used in accordance with the instruction,
may cause harmful interference to radio
communications. However, there is no guarantee that
interference will not occur in a particular installation. If
this equipment does cause harmful interference to
radio or television reception which can be determined
by turning the equipment off and on, the user is
encouraged to try to correct interference by one or
more of the following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and
receiver.

- Connect the equipment into an outlet on circuit
different from that to which the receiver is

connected.

- Consult the dealer or an experienced radio/TV
technician for help.

Jean-Louis Revol
CEO

—-—/’/.

Créé le 07/10/2005 11:04 XSPC5K1420.doc Page 1/1

id3 Semiconductors - 5, rue de la Verrerie - F 38120 Le Fontanil Cornillon — RCS Grenoble B 377 846 951 — APE 321C - SAS au capital de 200.000€
Tel : +33 (0)4 76 75 75 85 - Fax : +33 (0)4 76 75 52 30 — WEB:http://www.id3semiconductors.com - Email : contact@id3semiconductors.com



