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Foreword 

General 

This manual introduces the functions and operations of the Face Recognition Access Controller 
(hereinafter referred to as the "Access Controller"). Read carefully before using the device, and keep 
the manual safe for future reference. 

Safety Instructions 

The following signal words might appear in the manual. 

Signal Words Meaning 

 
Indicates a high potential hazard which, if not avoided, will result in 
death or serious injury. 

 Indicates a medium or low potential hazard which, if not avoided, 
could result in slight or moderate injury. 

 
Indicates a potential risk which, if not avoided, could result in 
property damage, data loss, reductions in performance, or 
unpredictable results. 

 Provides methods to help you solve a problem or save time. 

 Provides additional information as a supplement to the text. 

Revision History 

Version Revision Content Release Time 

V1.0.0 First Release. June 2022 

Privacy Protection Notice 

As the device user or data controller, you might collect the personal data of others such as their face, 
fingerprints, and license plate number. You need to be in compliance with your local privacy 
protection laws and regulations to protect the legitimate rights and interests of other people by 
implementing measures which include but are not limited: Providing clear and visible identification 
to inform people of the existence of the surveillance area and provide required contact information. 

About the Manual 

● The manual is for reference only. Slight differences might be found between the manual and the 
product. 

● We are not liable for losses incurred due to operating the product in ways that are not in 
compliance with the manual. 

● The manual will be updated according to the latest laws and regulations of related jurisdictions. 
For detailed information, see the paper user’s manual, use our CD-ROM, scan the QR code or visit 
our official website. The manual is for reference only. Slight differences might be found between 
the electronic version and the paper version. 

● All designs and software are subject to change without prior written notice. Product updates 
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might result in some differences appearing between the actual product and the manual. Please 
contact customer service for the latest program and supplementary documentation. 

● There might be errors in the print or deviations in the description of the functions, operations 
and technical data. If there is any doubt or dispute, we reserve the right of final explanation. 

● Upgrade the reader software or try other mainstream reader software if the manual (in PDF 
format) cannot be opened. 

● All trademarks, registered trademarks and company names in the manual are properties of their 
respective owners. 

● Please visit our website, contact the supplier or customer service if any problems occur while 
using the device. 

● If there is any uncertainty or controversy, we reserve the right of final explanation. 
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Important Safeguards and Warnings 

This section introduces content covering the proper handling of the Access Controller, hazard 
prevention, and prevention of property damage. Read carefully before using the Access Controller, 
and comply with the guidelines when using it. 

Transportation Requirement 

 

Transport, use and store the Access Controller under allowed humidity and temperature conditions. 

Storage Requirement 

 

Store the Access Controller under allowed humidity and temperature conditions. 

Installation Requirements 

 

● Do not connect the power adapter to the Access Controller while the adapter is powered on. 
● Strictly comply with the local electric safety code and standards. Make sure the ambient voltage 

is stable and meets the power supply requirements of the Access Controller. 
● Do not connect the Access Controller to two or more kinds of power supplies, to avoid damage 

to the Access Controller. 
● Improper use of the battery might result in a fire or explosion. 

 

● Personnel working at heights must take all necessary measures to ensure personal safety 
including wearing a helmet and safety belts. 

● Do not place the Access Controller in a place exposed to sunlight or near heat sources. 
● Keep the Access Controller away from dampness, dust, and soot. 
● Install the Access Controller on a stable surface to prevent it from falling. 
● Install the Access Controller in a well-ventilated place, and do not block its ventilation. 
● Use an adapter or cabinet power supply provided by the manufacturer. 
● Use the power cords that are recommended for the region and conform to the rated power 

specifications. 
● The power supply must conform to the requirements of ES1 in IEC 62368-1 standard and be no 

higher than PS2. Please note that the power supply requirements are subject to the Access 
Controller label. 

● The Access Controller is a class I electrical appliance. Make sure that the power supply of the 
Access Controller is connected to a power socket with protective earthing. 

Operation Requirements 

 

● Check whether the power supply is correct before use. 
● Do not unplug the power cord on the side of the Access Controller while the adapter is powered 
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on. 
● Operate the Access Controller within the rated range of power input and output. 
● Use the Access Controller under allowed humidity and temperature conditions. 
● Do not drop or splash liquid onto the Access Controller, and make sure that there is no object 

filled with liquid on the Access Controller to prevent liquid from flowing into it. 
● Do not disassemble the Access Controller without professional instruction. 
● This product is professional equipment. 
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1 Overview 

1.1 Introduction 

The access controller is an access control panel that supports unlock through faces, passwords, 
fingerprint, cards, QR code, and their combinations. Based on the deep-learning algorithm, it 
features faster recognition and higher accuracy. It can work with management platform which meets 
various needs of customers. 

1.2 Features 

● The housing is built of PC and ABS material, making it ideal for use indoors. 
● 4.3 inch glass touch screen with a resolution of 480 × 272. 
● 2-MP wide-angle dual-lens camera with IR illumination and DWDR. 
● Multiple unlock methods including fingerprint, face, IC card and password. You can also combine 

them to create your own personal unlock methods. 
● Supports mask detection. 
● Supports visitor QR code with DSS Pro Platform. 
● Recognizes faces 0.3 m to 1.5 m away (0.98 ft-4.92 ft), and detects persons between the height of 

1.1 m and 2.0 m (3.61 ft-6.56 ft) when the camera is installed at 1.4 m (4.5 ft). 
● Supports 3,000 users, 3,000 faces, 3,000 passwords, 5,000 cards, 5,000 fingerprints, 50 

administrators, and 300,000 records. 
● Liveness detection has a face recognition accuracy rate of 99.9% and the 1:N comparison time is 

0.2 s per person. 
● Supports an RS-485 card reader, Wiegand card reader (26, 34, 66), exit button, door status 

detector, and a 100 Mbps Ethernet port. 
● Up to 128 periods can be configured, along with 128 holiday plans, normally open period, 

normally closed periods, remote unlock periods, and first user unlock periods. 
● Offers multiple types of alarms such as duress, tamper, intrusion, unlock timeout, and excessive 

use of illegal card. 
● Supports general users, patrol users, blocklist users, VIP users, guest users, and the other users 
● Features anti-passback, multiple verification methods, remote unlock, first user unlock, and 

supports videos being viewed on the platform. 
● For improved security and to protect against the device being forcefully opened, security module 

expansion is supported. 
● TCP/IP and Wi-Fi connection, auto registration, P2P registration, and DHCP. 
● Supports making video calls and using the app to receive alarm notifications, remotely unlock 

doors and to perform other tasks. 
● Supports customization of voice prompts. 
● Online update and update through USB. 
● Works while offline, and communicates with the management platform when connected to a 

network. 
● Supports watchdog to protect the system from software and hardware failures. 
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● Supports SDK. 
● Connects to DSS Pro and SmartPSS Lite. 

1.3 Application 

It is widely used in parks, communities, business centers and factories, and ideal for places such as 
office buildings, government buildings, schools and stadiums. 

Figure 1-1 Networking 

 



 

3 

2 Local Operations 

2.1 Basic Configuration Procedure 

Figure 2-1 Basic configuration procedure 

 

2.2 Common Icons 

Table 2-1 Description of icons 

Icon Description 

 Main menu icon. 

 Confirm icon. 

 Turn to the first page of the list. 

 Turn to the last page of the list. 

or  Turn to the previous page of the list. 

 or  Turn to the next page of the list. 

 Return to the previous menu. 

 Turned on. 

 Turned off. 

 Delete 

 Search 

2.3 Standby Screen 

You can unlock the door through faces, passwords, and QR code. You can also make calls through 
the intercom function.  
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● If there is no operation in 30 seconds, the Access Controller will go to the standby mode. 
● This manual is for reference only. Slight differences might be found between the standby screen 

in this manual and the actual device. 

Figure 2-2 Homepage 

 

Table 2-2 Home screen description 

No. Name Description 

1 Status display Displays status of Wi-Fi, network and USB, and more. 

2 Date and time Displays the current date and time. 

3 Verification methods Displays available verification methods. 

4 Password 
Enter user password or administrator password to 
unlock the door. 

5 QR code Tap the QR code icon and scan QR code to unlock the 
door.  

6 Intercom 

When the Access Controller functions as a server, it can 
call the VTO and VTH. 
When the DSS functions as a server, The Access 
Controller can call the VTO, VTS and DSS. Tap the icon, 
enter the room number to call the home owner. 

2.4 Initialization 

For the first-time use or after restoring factory defaults, you need to select a language on Access 
Controller, and then set the password and email address for the admin account. You can use the 
admin account to log in to the main menu of the Access Controller and the webpage. 
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● If you forget the administrator password, send a reset request to your registered e-mail address. 
● The password must consist of 8 to 32 non-blank characters and contain at least two types of 

characters among upper case, lower case, number, and special character (excluding ' " ; : &). 

2.5 Logging In 

Log in to the main menu to configure the Access Controller. Only admin account and administrator 
account can enter the main menu of the Access Controller. For the first-time use, use the admin 
account to enter the main menu screen and then you can create the other administrator accounts. 
● admin account: Can log in to the main menu screen of the Access Controller, but has no door 

access permission. 
● Administration account: Can log in to the main menu of the Access Controller and has door 

access permissions. 
Step 1 Press and hold the standby screen for 3 seconds. 
Step 2 select a verification method to enter the main menu. 

● Face: Enter the main menu by face recognition. 
● Fingerprint: Enter the main menu by using fingerprint. 

 

Fingerprint function is only available for the fingerprint model of Access Controller. 
● Card Punch: Enter the main menu by swiping card. 

 

Card Punch function is only available for the card swiping model of Access Controller. 
● PWD: Enter the user ID and password of the administrator account. 
● admin: Enter the admin password to enter the main menu. 

2.6 Network Communication 

Configure the network, serial port and Wiegand port to connect the Access Controller to the 
network. 

 
The serial port and the wiegand port might differ depending on models of Access Controller. 

2.6.1 Configuring IP 

Set IP address for the Access Controller to connect it to the network. After that, you can log in to the 
webpage and the management platform to manage the Access Controller. 
Step 1 On the Main Menu, select Connection > Network > IP Address. 

Step 2 Configure IP Address. 
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Figure 2-3 IP address configuration 

 

Table 2-3 IP configuration parameters 

Parameter Description 

IP Address/Subnet Mask/Gateway 
Address 

The IP address, subnet mask, and gateway IP address 
must be on the same network segment. 

DHCP 

It stands for Dynamic Host Configuration Protocol. 
When DHCP is turned on, the Access Controller will 
automatically be assigned with IP address, subnet mask, 
and gateway. 

P2P 
P2P (peer-to-peer) technology enables users to manage 
devices without applying for DDNS, setting port mapping 
or deploying transit server. 

2.6.2 Active Register 

You can turn on the automatic registration function to access the Access Controller through the 
management platform. 

 

The management platform can clear all personnel configurations and initialize the Access Controller. 
To avoid data loss, keep the management platform permissions properly. 
Step 1 On the Main Menu, select Connection > Network > Active Register. 
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Figure 2-4 Auto register 

 
Step 2 Turn on the automatic registration function and set the parameters. 

Table 2-4 Auto registration 

Parameter Description 

Server Address The IP address of the management platform. 

Port The port No. of the management platform. 

Device ID 

Enter the device ID (user defined). 

 
When you add the Access Controller to the management 
platform, the device ID on the management platform must 
conform to the defined device ID on the Access Controller. 

Step 3 Enable the active register function. 

2.6.3 Configuring Wi-Fi 

You can connect the Access Controller to the network through Wi-Fi network. 

 

Wi-Fi function is only available for certain models of the Access Controller. 

Step 1 On the Main Menu, select Connection > Network > WiFi. 
Step 2 Turn on Wi-Fi. 
Step 3 Tap  to search available wireless networks. 
Step 4 Select a wireless network and enter the password. 

If no Wi-Fi is searched, tap SSID to enter the name of Wi-Fi. 

Step 5 Tap . 

2.6.4 Configuring Serial Port  

Step 1 On the Main Menu, select Connection > Serial Port. 

Step 2 Select a port type. 
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● Select Reader when the Access Controller connects to a card reader. 

● Select Controller when the Access Controller functions as a card reader, and the Access 

Controller will send data to the Access Controller to control access. 
Output Data type: 
◇ Card: Outputs data based on card number when users swipe card to unlock door; 

outputs data based on user's first card number when they use other unlock 
methods. 

◇ No.: Outputs data based on the user ID. 
● Select Reader (OSDP) when the Access Controller is connected to a card reader based 

on OSDP protocol. 
● Security Module: When a security module is connected, the exit button, lock will be not 

effective. 

2.6.5 Configuring Wiegand 

The access controller allows for both Wiegand input and Output mode. 
Step 1 On the Main Menu, select Connection > Wiegand. 

Step 2 Select a Wiegand. 
● Select Wiegand Input when you connect an external card reader to the Access 

Controller. 
● Select Wiegand Output when the Access Controller functions as a card reader, and you 

need to connect it to a controller or another access terminal. 

Figure 2-5 Wiegand output 

 

Table 2-5 Description of Wiegand output 

Parameter Description 

Wiegand Output Type 

Select a Wiegand format to read card numbers or ID numbers. 
● Wiegand26: Reads three bytes or six digits. 

● Wiegand34: Reads four bytes or eight digits. 

● Wiegand66: Reads eight bytes or sixteen digits. 

Pulse Width Enter the pulse width and pulse interval of Wiegand output. 
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Parameter Description 

Pulse Interval 

Output Data Type 

Select the type of output data. 
● User ID: Outputs data based on user ID.  

● Card No.: Outputs data based on user's first card number, 
and the data format is hexadecimal or decimal. 

2.7 User Management 

You can add new users, view user/admin list and edit user information. 

 
The pictures in this manual are for reference only, and might differ from the actual product. 

2.7.1 Adding New Users 

Step 1 On the Main Menu, select User > New User. 

Step 2 Configure the parameters on the interface. 

Figure 2-6 New user (1) 

 

Figure 2-7 New user (2) 
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Table 2-6 Description of new user parameters 

Parameter Description 

User ID Enter user IDs. The IDs can be numbers, letters, and their combinations, 
and the maximum length of the ID is 32 characters. Each ID is unique. 

Name 
Enter name with at most 32 characters (including numbers, symbols, 
and letters). 

FP 

Register fingerprints. A user can register up to 3 fingerprints, and you 
can set a fingerprint to the duress fingerprint. An alarm will be 
triggered when the duress fingerprint is used to unlock the door. 

 
Only certain models support fingerprint unlock. 

Face 
Make sure that your face is centered on the image capturing frame, 
and an image of the face will be captured and analyzed automatically. 

Card 

A user can register five cards at most. Enter your card number or swipe 
your card, and then the card information will be read by the access 
controller. 
You can enable the Duress Card function. An alarm will be triggered if 
a duress card is used to unlock the door. 

 
Only certain models support card unlock. 

PWD Enter the user password. The maximum length of the password is 8 
digits. 

User Level 

You can select a user level for new users. 
● User: Users only have door access permission. 

● Admin: Administrators can unlock the door and configure the 
access controller. 

Period People can unlock the door only during the defined period.  

Holiday Plan People can unlock the door only during the defined holiday plan. 

Valid Date 
Set a date on which the access permissions of the person will be 
expired. 

User Type 

● General: General users can unlock the door. 

● Blocklist: When users in the blocklist unlock the door, service 

personnel will receive a notification. 
● Guest: Guests can unlock the door within a defined period or for 

certain amount of times. After the defined period expires or the 
unlocking times runs out, they cannot unlock the door. 

● Patrol: Patrol users will have their attendance tracked, but they 

have no unlocking permissions. 
● VIP: When VIP unlock the door, service personnel will receive a 

notice. 
● Others: When they unlock the door, the door will stay unlocked for 

5 more seconds. 
● Custom User 1/Custom User 2: Same with general users.  

Step 3 Tap . 
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2.7.2 Viewing User Information 

You can view user/admin list and edit user information. 
Step 1 On the Main Menu, select User > User List, or select User > Admin List. 

Step 2 View all added users and admin accounts. 

Figure 2-8 Admin list 

 
● : Unlock through password. 
● : Unlock through swiping card. 
● : Unlock through face recognition. 
● : Unlock through fingerprint. 

Related Operations 
On the User screen, you can manage the added users. 

● Search for users: Tap  and then enter the username. 
● Edit users: Tap the user to edit user information. 
● Delete users 

◇ Delete individually: Select a user, and then tap . . 
◇ Delete in batches:  

○ On the User List screen, tap  to delete all users. 

○ On the Admin List screen, tap  to delete all admin users. 

2.7.3 Configuring Administrator Password 

You can unlock the door by only entering the admin password. Admin password is not limited by 
user types. Only one admin password is allowed for one device. 
Step 1 On the Main Menu screen, select User > Administrator PWD. 
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Figure 2-9 Set admin password 

 
Step 2 Tap Administrator PWD, and then enter the administrator password. 

Step 3 Tap . 
Step 4 Turn on the administrator function. 

2.8 Access Management 

You can configure door access parameters, such as unlocking modes, alarm linkage, door schedules. 

2.8.1 Configuring Unlock Combinations 

Use card, fingerprint, face or password or their combinations to unlock the door.  
Unlock modes might differ depending on the actual product. 
Step 1 Select Access > Unlock Mode > Unlock Mode. 

Step 2 Select unlocking methods. 

 

To cancel your selection, tap the selected method again. 
Step 3 Tap +And or /Or to configure combinations. 

● +And: Verify all the selected unlocking methods to open the door. 

● /Or: Verify one of the selected unlocking methods to open the door. 
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Figure 2-10 Element (multiple choice) 

 
Step 4 Tap  to save changes. 

2.8.2 Configuring Alarm 

An alarm will be triggered when abnormal access events occur. 

Step 1 Select Access > Alarm. 

Step 2 Enable the alarm type. 

Figure 2-11 Alarm 

 



 

14 

Table 2-7 Description of alarm parameters 

Parameter Description 

Anti-passback 

Users need to verify their identities both for entry and exit; otherwise an 
alarm will be triggered. It helps prevents a card holder from passing an 
access card back to another person so they gain entry. When anti-
passback is enabled, the card holder must leave the secured area 
through an exit reader before system will grant another entry. 
● If a person enters after authorization and exits without 

authorization, an alarm will be triggered when they attempt to enter 
again, and access is denied at the same time. 

● If a person enters without authorization and exits after 
authorization, an alarm will be triggered when the they attempt to 
enter again, and access is denied at the same time. 

Duress An alarm will be triggered when a duress card, duress password or 
duress fingerprint is used to unlock the door. 

Intrusion 
When door sensor is enabled, an intrusion alarm will be triggered if the 
door is opened abnormally. 

Door Sensor Timeout 
A timeout alarm will be triggered if the door remains unlocked longer 
than the defined door sensor timeout, which ranges from 1 to 9999 
seconds. 

Door Sensor On 
Intrusion and timeout alarms can be triggered only after door sensor is 
enabled. 

2.8.3 Configuring Door Status 

Step 1 On the Main Menu screen, select Access > Door Status. 

Step 2 Set door status. 
● NO: The door remains unlocked all the time. 

● NC: The door remains locked all the time. 

● Normal: If Normal is selected, the door will be unlocked and locked according to your 

settings. 

2.8.4 Configuring Lock Holding Time 

 After a person is granted access, the door will remain unlocked for a defined time for them to pass 
through. 

Step 1 On the Main Menu, select Access > Lock Holding Time. 
Step 2 Enter the unlock duration. 
Step 3 Tap  to save changes. 

2.9 Attendance Management 

You can turn on the time attendance function, and employee can make their attendance tracked by 
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the Access Controller at the same time when they unlock the door. 

Prerequisites 
On the main menu screen, tap Attendance, and then turn on the time & attendance function. 

Procedure 
Step 1 On the main menu screen, select Attendance > Mode Set. 

Figure 2-12 Attendance mode 

 

Table 2-8 Attendance mode 

Parameter Description 

Auto/Manual Mode 
 After you punch in/out, you can manfully select the attendance 
status or the screen displays the time attendance status 
automatically. 

Auto Mode The screen displays attendance status automatically after you punch 
in/out. 

Manual Mode 
Punch in/out and then tap Attendance status to manfully select the 
attendance status. 

Fixed Mode 
When you punch in/out, the screen will displays the pre-configured 
attendance status all the time. 

Step 2 Select an attendance mode. 
Step 3 Configure the parameters for the attendance mode. 
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Figure 2-13 Auto Mode/manual mode 

 

Figure 2-14 Fixed mode 

 

Table 2-9 Attendance mode parameters 

Parameters Description 

Check In Punch in when your normal workday starts. 

Break Out Punch out when your leave of absence ends. 

Break In Punch in when your leave of absence starts. 

Check Out Punch out when your normal workday starts. 

OT-In Punch-in when your overtime working hours starts. 

OT-Out Punch out when your overtime working hours ends. 
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2.10 System 

2.10.1 Configuring Time 

Configure system time, such as date, time, and NTP. 

Step 1 On the Main Menu, select System > Time. 

Step 2 Configure system time. 

Figure 2-15 Time 

 

Table 2-10 Description of time parameters 

Parameter Description 

24-hour System The time is displayed in 24-hour format. 

Date Setting Set up the date. 

Time Set up the time. 

Date Format Select a date format. 

DST Setting 

1. Tap DST Setting 

2. Enable DST. 
3. Select Date or Week from the DST Type list. 

4. Enter start time and end time. 
5. tap . 
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Parameter Description 

NTP Check 

A network time protocol (NTP) server is a machine dedicated as 
the time sync server for all client computers. If your computer is 
set to sync with a time server on the network, your clock will 
show the same time as the server. When the administrator 
changes the time (for daylight savings), all client machines on 
the network will also update. 
1. Tap NTP Check. 

2. Turn on the NTP check function and configure parameters. 

● Server IP Address: Enter the IP address of the NTP 

server, and the Access Controller will automatically sync 
time with NTP server. 

● Port: Enter the port of the NTP server. 

● Interval (min): Enter the time synchronization interval. 

Time Zone Select the time zone. 

2.10.2 Configuring Face Parameters 

Step 1 On the main menu, select System > Face Parameter. 

Step 2 Configure the face parameters, and then tap . 

Figure 2-16 Face parameter (01) 
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Figure 2-17 Face parameter (02) 

 

Table 2-11 Description of face parameters 

Name Description 

Face Threshold Adjust the face recognition accuracy. Higher threshold means higher 
accuracy. 

Max. Angle of Face 
Set the maximum face pose angle for face detection. Larger value 
means larger face angle range. If the face pose angle is out of the 
defined range, the face detection box will not appear. 

Pupillary Distance 

Face images require desired pixels between the eyes (called pupillary 
distance) for successful recognition. The default pixel is 45. The pixel 
changes according to the face size and the distance between faces 
and the lens. If an adult is 1.5 meters away from the lens, the pupillary 
distance can be 50 px-70 px. 

Recognition Timeout (S) 
If a person with access permission has their face successfully 
recognized, the Access Controller will prompt face recognition 
success. You can enter the prompt interval time. 

Invalid Face Prompt 
Interval (S) 

 If a person without access permission attempts to unlock the door 
for several times in the defined interval, the Access Controller will 
prompt face recognition failure. You can enter the prompt interval 
time. 

Anti-fake Threshold 

Avoid false face recognition by using a photo, video, mask or a 
different substitute for an authorized person's face. 
● Close: Turns off this function. 
● General: Normal level of anti-spoofing detection means higher 

door access rate for people with face masks. 
● High: Higher level of anti-spoofing detection means higher 

accuracy and security. 
● Extremely High: Extremely high level of anti-spoofing detection 

means extremely high accuracy and security. 

BeautyEnable Beautify captured face images. 
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Name Description 

Mask Parameters 

●  

Mask mode: 

◇ No detect: Mask is not detected during face recognition. 
◇ Mask reminder: Mask is detected during face recognition. If 

the person is not wearing a mask, the system will remind 
them to wear masks, and access is allowed. 

◇ Mask intercept: Mask is detected during face recognition. If a 

person is not wearing a mask, the system will remind them to 
wear masks, and access is denied. 

● Mask Recognition Threshold: Higher threshold means higher 
mask detection accuracy. 

Multi-face Recognition 
Supports detecting 4 face images at the same time, and the unlock 
combinations mode become invalid. The door is unlocked after any 
one of them gain access.  

2.10.3 Setting Volume 

You can adjust the volume of the speaker and microphone. 
Step 1 On the Main Menu, select System > Volume. 

Step 2 Select Beep Volume or Mic Volume, and then tap  or  to adjust the volume. 

2.10.4 (Optional) Configuring Fingerprint Parameters 

Configure fingerprint detection accuracy. Higher value means that higher threshold of similarity and 
higher accuracy. 

 

This function is only available on Access Controller that supports fingerprint unlock.. 
Step 1 On the Main Menu, select System > FP Parameter. 

Step 2 Tap  or  to adjust the value. 

2.10.5 Screen Settings 

Configure screen off time and logout time. 
Step 1 On the Main Menu, select System > Screen settings. 

Step 2 Tap Logout Time or Screen Off Timeout, and then tap  or  to adjust the time. 

2.10.6 Restoring Factory Defaults 

Step 1 On the Main Menu, select System > Restore Factory. 

Step 2 Restore factory defaults if necessary. 
● Restore Factory: Resets all configurations and data. 

● Restore Factory (Save user & log): Resets configurations except for user information 
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and logs. 

2.10.7 Restart the Device 

On the Main Menu, select System > Reboot, and the Access Controller will be restarted. 

2.10.8 Configuring the Language 

Change the language on the Access Controller. 

On the Main Menu, select System > Language, select the language for the Access Controller. 

2.11 USB Management 

You can use a USB to update the Access Controller, and export or import user information through 
USB. 

 
● Make sure that a USB is inserted to the Access Controller before you export data or update the 

system. To avoid failure, do not pull out the USB or perform any operation of the Access 
Controller during the process. 

● You have to use a USB to export the information from an Access Controller to other devices. Face 
images are not allowed to be imported through USB. 

2.11.1 Exporting to USB 

You can export data from the Access Controller to a USB. The exported data is encrypted and cannot 
be edited. 

Step 1 On the Main Menu, select USB > USB Export. 

Step 2 Select the data type you want to export, and then tap OK. 
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Figure 2-18 USB export 

 

2.11.2 Importing From USB 

You can import data from USB to the Access Controller. 

Step 1 On the Main Menu, select USB > USB Import. 

Step 2 Select the data type that you want to export, and then tap OK. 

Figure 2-19 USB import 

 

2.11.3 Updating System 

Use a USB to update the system of the Access Controller. 
Step 1 Rename the update file to "update.bin", put it in the root directory of the USB, and then 

insert the USB to the Access Controller. 

Step 2 On the Main Menu, select USB > USB Update. 

Step 3 Tap OK. 

The Access Controller will restart when the updating completes. 
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2.12 Configuring Features 

On the Main Menu screen, select Features. 

Figure 2-20 Features 

 

Table 2-12 Description of features 

Parameter Description 

Private Setting 

● PWD Reset Enable: You can enable this function to reset 
password. The PWD Reset function is enabled by default. 

● HTTPS:  
Hypertext Transfer Protocol Secure (HTTPS) is a protocol for 
secure communication over a computer network. 
When HTTPS is enabled, HTTPS will be used to access CGI 
commands; otherwise HTTP will be used. 

 

When HTTPS is enabled, the access controller will restart 
automatically. 

● CGI: Common Gateway Interface (CGI) offers a standard 
protocol for web servers to execute programs similarly to 
console applications running on a server that dynamically 
generates web pages. 
The CG I is enabled by default. 

● SSH: Secure Shell (SSH) is a cryptographic network protocol 
for operating network services securely over an unsecured 
network. 

● Capture Photos: Face images will be captured automatically 
when people unlock the door. The function is enabled by 
default. 

● Clear Captured Photos:Delete all automatically captured 
photos. 
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Parameter Description 

Card No. Reverse 

When the Access Terminal connects to a third-party device 
through Wiegand input, and the card number read by the Access 
Terminal is in the reserve order from the actual card number, you 
need to turn on the Card No. Reverse function. 

Door Sensor 

NC: When the door opens, the circuit of the door sensor circuit is 
closed. 
NO: When the door opens, the circuit of the door sensor circuit is 
open. 
Intrusion and overtime alarms are triggered only after door 
detector is turned on.  

Result Feedback 

● Success/Failure: Only displays success or failure on the 
standby screen. 

● Only Name: Displays user ID, name and authorization time 
after access granted; displays not authorized message and 
authorization time after access denied. 

● Photo&Name: Displays user's registered face image, user ID, 
name and authorization time after access granted; displays 
not authorized message and authorization time after access 
denied. 

● Photos&Name: Displays the captured face image and a 
registered face image of a user, user ID, name and 
authorization time after access granted; displays not 
authorized message and authorization time after access 
denied. 

Recognition shortcut 

Select identity verification methods on the standby screen. 
● Password: The icon of the password unlock method is 

displayed on the standby screen. 
● QR code: The icon of the QR code unlock method is 

displayed on the standby screen. 
● Call: The icon of call function is displayed on the standby 

screen. 
● Call Type:  

◇ Call Room: Tap the call icon on the standby mode and 
enter the room number to make calls. 

◇ Call Management Center: Tap the call icon on the 
standby mode, and then call the management center. 

◇ Custom call room: Tap the call icon to call the defined 
room number. You need to define the number of room 
first on the Recognition shortcut screen. 

2.13 Unlocking the Door 

You can unlock the door through faces, passwords, fingerprint, cards, and more. 
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2.13.1 Unlocking by Cards 

Place the card at the swiping area to unlock the door. 

2.13.2 Unlocking by Face 

Verify the identity of an individual by detecting their faces. Make sure that the face is centered on the 
face detection frame. 

2.13.3 Unlocking by User Password 

Enter the user ID and password to unlock the door. 
Step 1 Tap  on the standby screen. 
Step 2 tap PWD Unlock, and then enter the user ID and password. 

Step 3 Tap Yes. 

2.13.4 Unlocking by Administrator Password 

Enter only the administrator password to unlock the door. The access controller only allows for one 
administrator password. Using administrator password to unlock the door without being subject to 
user levels, unlock modes, periods, holiday plans, and anti-passback except for normally closed door. 
One device allows for only one admin password. 

Prerequisites 
The administrator password was configured. For details, see "2.7.3 Configuring        
Administrator Password". 

 

Administrator password cannot be used to unlock the door status is set to NC. 

Procedure 
Step 1 Tap  on the standby screen. 
Step 2 Tap Admin PWD, and then enter the admin password. 

Step 3 Tap . 

2.13.5 Unlocking by QR code 

Step 1 On the standby screen, tap . 
Step 2 Place your QR code in front of the lens. 

2.13.6 Unlocking by Fingerprint 

Place you finger on the fingerprint scanner. This function is only available on the Access Controller 
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that supports fingerprint unlocking. 

2.14 Viewing Unlock Logs 

View or search door unlocking logs. 

On the main menu, tap Record. 

2.15 System Information 

You can view data capacity and device version. 

2.15.1 Viewing Data Capacity 

On the Main Menu, select System Info > Data Capacity, you can view storage capacity of each data 

type. 

2.15.2 Viewing Device Version 

On the Main Menu, select System Info > Data Capacity, you can view the device version, such as 

serial No., software version and more. 
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3 Web Operations 

On the webpage, you can also configure and update the Access Controller.  

 
Web configurations differ depending on models of the Access Controller. 

3.1 Initialization 

Initialize the Access Controller when you log in to the webpage for the first time or after the Access 
Controller is restored to the factory defaults.  

Prerequisites 
Make sure that the computer used to log in to the webpage is on the same LAN as the Access 
Controller. 
Set a password and an email address before logging in to the webpage for the first time. 
Step 1 Open a browser, go to the IP address (the default address is 192.168.1.108) of the Access 

Controller. 

 

We recommend you use the latest version of Chrome or Firefox. 
Step 2 Set the password and email address according to the screen instructions. 

 

● The password must consist of 8 to 32 non-blank characters and contain at least two 
types of the following characters: upper case, lower case, numbers, and special 
characters (excluding ' " ; : &). Set a high-security password by following the password 
strength prompt. 

● Keep the password safe after initialization and change the password regularly to 
improve security. 

3.2 Logging In 

Step 1 Open a browser, enter the IP address of the Access Controller in the address bar, and press 
the Enter key. 
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Figure 3-1 Login 

 
Step 2 Enter the user name and password. 

 

● The default administrator name is admin, and the password is the one you set up 
during initialization. We recommend you change the administrator password regularly 
to increase security. 

● If you forget the administrator login password, you can click Forget password? For 

details, see "3.3 Resetting the Password". 
  

Step 3 Click Login. 

3.3 Resetting the Password 

Reset the password through the linked e-mail when you forget the admin password. 

Step 1 On the login page, click Forgot password. 

Step 2 Read the on-screen prompt carefully, and then click OK. 

Step 3 Scan the QR code, and you will get the security code. 
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Figure 3-2 Reset password 

 

 

● Up to two security codes will be generated when the same QR code is scanned. If the 
security code becomes invalid, refresh the QR code and scan again. 

● After you scan the QR code, you will receive a security code in your linked e-mail 
address. Use the security code within 24 hours after you receive it. Otherwise, it will 
become invalid.  

● If the wrong security code is entered in a row, the administrator account will be frozen 
for 5 minutes. 

Step 4 Enter the security code. 
Step 5 Click Next. 

Step 6 Reset and confirm the new password. 

 

The password should consist of 8 to 32 non-blank characters and contain at least two of 
the following types of characters: upper case, lower case, number, and special character 
(excluding ' " ; : &). 

Step 7 Click OK. 

3.4 Configuring Door Parameter 

Configure the access control parameters. 
Step 1 Log in to the webpage. 

Step 2 Select Door Parameter. 
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Figure 3-3 Door parameter 

 

Table 3-1 Description of door parameters 

Parameter Description 

Name Enter a name of the door. 

State 

Set the door status. 
● NO: The door remains unlocked all the time. 

● NC: The door remains locked all the time. 

● Normal: If Normal is selected, the door will be unlocked 

and locked according to your settings. 
 

Opening Method 

● Unlock by Period: Set different unlock methods for 
different periods. 

● Group Combination: The user can unlock the door only 
after defined users or user groups grant access. 

● Unlock Mode: Set unlock combinations. 

Hold Time (Sec.) 
After a person is granted access, the door will remain 
unlocked for a defined time for them to pass through. It 
ranges from 0.2 s to 600 s. 

Normally Open Time 
The door remains open or closed during the defined period. 

Normally Close Time 

Timeout (Sec.) A timeout alarm will be triggered if the door remains 
unlocked for longer time than this value. 

Open with remote verification 

Set the remote verification door opening period. After users 
gain access on the Access Controller, they must also be 
granted access from the management platform before the 
door unlocks. 
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Parameter Description 

Duress Alarm 
An alarm will be triggered when a duress card or duress 
password is used to unlock the door. 

Door Sensor 
Intrusion and overtime alarms can be triggered only after 
Door Sensor is enabled. 

Intrusion Alarm 
When Door Sensor is enabled, an intrusion alarm will be 
triggered if the door is opened abnormally. 

Overtime Alarm 
A timeout alarm will be triggered if the door remains 
unlocked for longer time than the Timeout (Sec). 

Anti-passback Alarm 

Users need to verify their identities both for entry and exit; 
otherwise an alarm will be triggered. It helps prevents a card 
holder from passing an access card back to another person so 
they gain entry. When anti-passback is enabled, the card 
holder must leave the secured area through an exit reader 
before system will grant another entry. 
● If a person enters after authorization and exits without 

authorization, an alarm will be triggered when they 
attempt to enter again, and access is denied at the same 
time. 

● If a person enters without authorization and exits after 
authorization, an alarm will be triggered when the they 
attempt to enter again, and access is denied at the same 
time. 

Step 3 Configure the opening method. 
● Unlock by Period 

1. In the Opening Method list, select Unlock by Period, and then click . 

Figure 3-4 Time section parameter 

 
2. Configure the time and the opening method for a time section. You can configure 

up to four time sections for a single day. 

3. Select Apply to the whole week to copy the defined time to the rest of days. 

● Group Combination 

1. In the Opening Method list, select Group Combination, and then click . 

2. Click Add. 

3. Select an unlocking method in the Opening Method list., and enter the number of 

valid users. 
If the number of valid users is 2, and there are 3 users in the defined user list. Two 
users in the list are required to grant access. 
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Figure 3-5 Group Combination 

 
4. In the User List area, click Add User, enter the user ID of existing users. 

 
◇ VIP, patrol, and blocklist users cannot be added. 
◇ Valid users in all groups must verify their identities to grant access in the group 

order. 
5. Click OK. 

● Unlock mode 
1. In the Opening Method list, select Group Combination, and then click . 

2. In the Combination list, select Or or And. 
◇ And means you must use all the selected methods to open the door. 
◇ Or means you can open the door with any of the selected methods. 

3. In the Element list, select the unlock method. 

Step 4 Configure other parameters. 
Step 5 Click OK. 

3.5 Intercom Configuration 

The Access Controller can function as a door station to realize video intercom function. 

3.5.1 Configuring SIP Server 

When connected to the same SIP server, all VTOs and VTHs can call each other. You can use the 
Access Controller or other VTOs or the management platform as the SIP server. 

 

When the Access Controller functions as the SIP server, it can connect up to 500 access control 
devices and VTHs. 
Step 1 Select Intercom > SIP Server. 

Step 2 Select a server type. 
● Use the Access Controller as the SIP server.  
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Turn on SIP Server and keep other parameters as default.  

Figure 3-6 Use the Access Controller as the SIP server 

 
● Use another VTO as the SIP server: 

1. Do not enable SIP server. Select VTO from the Server Type. 

2. Configure the parameters, and then click Save. 

Figure 3-7 Use VTO as the SIP server 

 

Table 3-2 SIP server configuration 

Parameter Description 

IP Address IP address of the platform. 

Port 
● 5060 by default when VTO work as SIP server. 
● 5080 by default when the platform works as SIP server. 

Username 
Leave them as default. 

Password 
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Parameter Description 

SIP Domain VDP. 

SIP Server Username 
The login username and password of the SIP server. 

SIP Server Password 

● Use the DSS Express or DSS pro as the SIP server. 

Do not enable SIP server. Select Express/DSS from the Server Type. 

Figure 3-8 Use DSS Express or DSS pro as the SIP server 

 

Table 3-3 SIP server configuration 

Parameter Description 

IP Address IP address of the platform. 

Port 
● 5060 by default when VTO work as SIP server. 
● 5080 by default when the platform works as SIP server. 

Username 
Leave them as default. 

Password 

SIP Domain Leave it as default. 

SIP Server Username 
The login username and password of the platform. 

SIP Server Password 

Alternate IP Addr. 

The alternate server will be used as the SIP server when DSS Express or 
DSS pro does not respond. We recommend you configure the alternate 
IP address. 

 
● If you turn on the Alternate Server function, you will set the Access 

Controllers the alternate server. 
● If you want another VTO to function as the alternate server, you 

need to enter the IP address, username, password of the VTO. Do 
not enable Alternate Server in this case. 

● We recommend you set the main VTO as the alternate server. 

Alternate Username 
Used to log in to the alternate server. 

Alternate Password 
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Parameter Description 

Alternate VTS IP Addr. 
Enter the IP address of the alternate VTS. When the management 
platform does not respond, the alternate VTS will be activated to make 
sure VTO, VTH and VTS can still realize video intercom function. 

Step 3 Click OK. 

3.5.2 Configuring Basic Parameters 

Configure the basic information of VTO, such as device type and device number.  

Step 1 Select Talkback > Local. 
Step 2 Configure the parameters. 

● Use the Access Controller as the SIP server. 

Figure 3-9 Basic parameter 

 

Table 3-4 Basic parameter description 

Parameter Description 

Device Type Select Unit Door Station. 

VTO No. The number of the VTO, which cannot be configured. 

Group Call When you turn on the group call function, the VTO calls the main VTH 
and the extensions at the same time. 

Centre Call No. 
The default phone number is 888888+VTS No. when the VTO calls the 
VTS. You can check the number of the VTS from the Device screen of 
VTS. 

Transmission Mode Mode 1 is selected by default. 

● Use other VTO as the SIP server. 

Figure 3-10 Basic parameter  

 

Table 3-5 Basic parameter description 

Parameter Description 

Device Type Select Unit Door Station. 
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Parameter Description 

VTO No. 

The number of the VTO. 

 
● The number must have four digits. The first two digits are 80, and 

the last two digits start from 01. Take 8001 for example. 
● If multiple VTOs exist in the one unit, the VTO No. cannot be 

repeated. 

Centre Call No. The default phone number for the management center is 888888. 
Keep it as default. 

Transmission Mode Mode 1 is selected by default. 

● Use the Platform (DSS Express or DSS Pro) as the SIP Server. 

Figure 3-11 Basic parameter 

 

Table 3-6 Basic parameter description 

Parameter Description 

Device Type Select the device type based on the installation position. 

Building No. 

Select the checkbox and 
then enter the number 
of the building where 
the unit door station is 
installed.  

 If building and unit are enabled on DSS, enter 
the building number and unit number on the 
web page. The building number, unit number 
and VTO number must conform to the 
configured parameters on DSS. 

 
Take room 1001, unit 2, and building 1 as an 
example. If building number is enabled on the 
DSS and the unit is not enabled, the room 
number is "1#1001". If building and unit are 
both enabled, the room number is "1#2#1001". 
If building is not enabled, and unit is not 
enabled either, the room number is "1001". For 
details, see the user manual of DSS. 

Unit No. 

Select the checkbox and 
then enter the number 
of the unit where the 
unit door station is 
installed.  

VTO No. 

The number of the unit 
door station. 

 
If multiple VTOs exist in 
the one unit, the VTO 
No. cannot be repeated. 

Centre Call No. 
The default phone number is 888888 when the VTO calls the VTS. Keep it as 
default. 

Transmission 
Mode Mode 1 is selected by default. 

Step 3 Click Confirm. 
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3.5.3 Adding the VTO 

When the Access Controller functions as the SIP Server and you have other VTOs, you need to add 
other VTOs to the SIP server to make sure they can call each other. 

Step 1 On the webpage of the Access Controller, select Talkback setting > VTO No. 
Management. 

Step 2 Click Add, and then configure the VTO. 

Figure 3-12 Add VTO 

 

Table 3-7 Add VTO configuration 

Parameter Description 

Rec No. 
The number of the added VTO. You can check the number from the 
Device page on the webpage of the VTO. 

Registration 
Password 

Keep it default. 

Build No. 
Cannot be configured. 

Unit No. 

IP Address The IP address of the added VTO. 

Username The username and password used to log in to the webpage of the added 
VTO. Password 

Step 3 Click OK. 

3.5.4 Adding the VTH 

When the Access Controller functions as the SIP Server, you can add all VTHs in the same unit to the 
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SIP server to make sure they can call each other. 

Background Information 
 

● When there are main VTH and extension, you need to turn on the group call function first and 

then add main VTH and extension on the VTH Management page. For how to turn on the group 

call function, refer to "3.5.2 Configuring Basic Parameters". 
● Extension cannot be added when the main VTHs are not added. 
Step 1 On the home page, select Talkback setting > Room No. Management. 

Step 2 Add the VTH. 
● Add individually 

1. Click Add. 

2. Configure parameters, and then click OK. 

Figure 3-13 Add individually 
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Table 3-8 Room information 

Parameter Description 

Room No. 

Enter the room number of the VTH.  
● The room number consists of 1-5 digits, and must 

conform to the configured room number on the VTH. 
● When there are main VTH and extensions, the room 

number of main VTH ends with -0 and the room number 
of extension ends with -1, -2 or -3. For example, the main 
VTH is 101-0, and the room number of the extension is 
101-1, 101-2... 

● If the group call function is not turned on, room number 
in the format of 9901-xx cannot be set.  

First Name 

Enter the name of the VTH to help you differentiate VTHs. Last Name 

Nick Name 

Register Type 
Keep them as defaults. 

Registered Password 

● Add in batches 
1. Click Batch Add 

2. Configure the parameters. 

Figure 3-14 Batch add 

 

Table 3-9 Batch add 

Parameter Description 

Unit Layer Amount The number of floors of the building (ranging from 1-99). 

Room Amount in One Layer  The number of rooms on each floor, which ranges from 1-99. 

First Floor Number The first room on the first floor. 

Second Floor Number 
The first room on the second floor, which equals the first 
room on the first floor plus the number of rooms on each 
floor. 

3.5.5 Adding the VTS 

When the Access Controller functions as the SIP Server, you can add VTSs to the SIP server to make 
sure they can call each other. 
Step 1 On the Homepage, select Talkback setting > VTS Management. 
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Step 2 Click Add and set parameters. 

Figure 3-15 VTS management 

 
Step 3 Click OK. 

3.5.6 Viewing Device Status 

When the Access Controller works as the SIP Server, you can view the status of devices that are 
connected the SIP server. 

On the Homepage, select Talkback setting > Status. 

3.5.7 Viewing Call Logs 

View all the record of outgoing calls and incoming calls. 
On the Homepage, select Talkback setting > Call. 

3.6 Configuring Time Sections 

Configure time sections and holiday plans, and then you can define when a user has the permissions 
to unlock doors. 

3.6.1 Configuring Time Sections 

You can configure up to 128 groups (from No.0 through No.127) of time section. In each group, you 
need to configure door access schedules for a whole week. A user can only unlock the door during 
the scheduled time. 
Step 1 Log in to the webpage. 

Step 2 Select Time Section > Time Section. 

Step 3 Click Add. 
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Figure 3-16 Time section parameters 

 
Step 4 Enter No. and name for the time section. 

● No.: Enter a section number It ranges from 0 through 127. 

● Name: Enter a name for each time section. You can enter a maximum of 32 characters 

(contain number, special characters and English characters). 
Step 5 Configure time sections for each day. 
Step 6 You can configure up to four time sections for a single day. 
Step 7 (Optional) Click Apply to the whole week to copy the configuration to the rest of days. 

Step 8 Click OK. 

3.6.2 Configuring Holiday Groups 

Set time sections for different holiday groups. You can configure up to 128 holiday groups (from 
No.0 through No.127). and up to 16 time sections for a single holiday group. Users can unlock doors 
in the defined time sections. 
Step 1 Log in to the web page. 

Step 2 Select Time Section > Holiday Group > Config. 

Step 3 Click Add. 

Figure 3-17 Add a holiday group 

 
Step 4 Set the name and the time for the holiday group. 

● Holiday Name: Enter the name of the holiday group. Enter a name for each time 
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section. You can enter a maximum of 32 characters (contain numbers, special 
characters and English characters). 

● Time Section: Select the start time and end time of the holiday. 

Step 5 Click OK. 

 

You can add multiple holidays in a holiday group. 
Step 6 Click OK. 

3.6.3 Configuring Holiday Plans 

Assign the configured holiday groups to the holiday plan. Users can only unlock the door in the 
defined time in the holiday plan. 
Step 1 Log in to the webpage. 

Step 2 Select Time Section > Holiday Plan Config. 

Step 3 Click Add. 

Figure 3-18 Add holiday plan 

 
Step 4 Enter a number and name for the holiday plan. 

● No.: Enter a section number. It ranges from 0 through 127. 

● Name: Enter a name for each time section. You can enter a maximum of 32 characters 

(contain numbers, special characters and English characters). 

Step 5 In the Holiday Group No. list, select the number of the defined holiday group. 

 

Select 255 if you do not want to select a holiday group. 

Step 6 In the Holiday Period area, configure time sections in the holiday group. You can 

configure up to four time sections. 
Step 7 Click OK. 

3.7 Data Capacity 

You can see how many users, cards and face images that the Access Controller can store. 
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Log in to the webpage and select Data Capacity. 

3.8 Configuring Video and Image 

Configure video and image parameters, such as stream and brightness. 

 

We recommend you use the default parameters in this section. 

3.8.1 Configuring Video 

On the home page, select Video Setting, and then configure the video stream, status, image and 

exposure. 
● Video Standard: Select NTSC. 

● Channel Id: Channel 1 is for configurations of visible light image. Channel 2 is for configurations 
of infrared light image. 

● Default: Restore to defaults settings. 
● Capture: Take a snapshot of the current image.  

 

PAL video standard is 25 fps and the NTSC video standard is 30 fps. 

3.8.1.1 Configuring Channel 1 

Step 1 Select Video Setting > Video Setting. 

Step 2 Select 1 from the Channel No. list. 

Step 3 Configure the date rate. 

Figure 3-19 Date rate 
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Table 3-11 Date rate description 

Parameter Description 

Main Format  

Video Format 

 
When the Access Controller functions as 
the a VTO and connects the VTH, the 
acquired stream limit of VTH is 720p.When 
resolution is changed to 1080p, the call 
and monitor function might be affected. 

Frame Rate  
The number of frames (or images) per 
second. The frame rate range is 1–25 fps. 

Bitrate 

It indicates the amount of data transmitted 
over an internet connection in a given 
amount of time. Select a proper bandwidth 
based on your network speed. 

Sub Stream 

Video Format The sub-stream supports D1, VGA and 
QVGA. 

Frame Rate 
The number of frames (or images) per 
second. The frame rate range is 1–25 fps. 

Bitrate 
It indicates the amount of data transmitted 
over an internet connection in a given 
amount of time.  

Step 4 Configure the image. 

Figure 3-20 Image 
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Table 3-12 Image description 

Parameter Description 

Contrast 
Contrast is the difference in the luminance or color that makes an 
object distinguishable. The larger the contrast value is, the greater 
the color contrast will be. 

Hue 
Refers to the strength or saturation of a color. It describes the color 
intensity, or how pure it is.  

Saturation 

Color saturation indicates the intensity of color in an image. As the 
saturation increases, the appear stronger, for example being more 
red or more blue.  

 
The saturation value does not change image brightness. 

Scene Mode 

The image hue is different in different scene mode. 
● Close: Scene mode function is turned off. 

● Auto: The system automatically adjusts the scene mode based 

on the photographic sensitivity. 
● Sunny: In this mode, image hue will be reduced. 

● Night: In this mode, image hue will be increased. 

Day/Night  

Day/Night mode affects light compensation in different situations. 
● Auto: The system automatically adjusts the day/night mode 

based on the photographic sensitivity. 
● Colorful: In this mode, images are colorful. 

● Black and white: In this mode, images are in black and white. 

Backlight Mode 

● Close: Backlight compensation is turned off. 

● Backlight: Backlight compensation automatically brings more 

light to darker areas of an image when bright light shining from 
behind obscures it. 

● Wide dynamic: The system dims bright areas and compensates 

for dark areas to create a balance to improve the overall image 
quality. 

● Inhibition: Highlight compensation (HLC) is a technology used 
in CCTV/IP security cameras to deal with images that are 
exposed to lights like headlights or spotlights. The image 
sensor of the camera detects strong lights in the video and 
reduces exposure in these spots to enhance the overall quality 
of the image. 

Mirror 
When the function is turned on, images will be displayed with the 
left and right side reversed. 

Flip When this function is turned on, images can be flipped over. 

Step 5 Configure the exposure parameters. 
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Figure 3-21 Exposure 

 

Table 3-13 Exposure parameter description 

Parameter Description 

Anti-flicker 

Set anti-flicker to reduce flicker and decrease or reduce uneven colors or 
exposure. 
● 50Hz: When the mains power supply is 50 Hz, the exposure is 

automatically adjusted to prevent the appearance of horizontal 
lines. 

● 60Hz: When the mains power supply is 60 Hz, the exposure is 

automatically adjusted to reduce the appearance of horizontal lines. 
● Outdoor: When Outdoor is selected, the exposure mode can be 

switched. 

Exposure Mode 

You can set the exposure to adjust image brightness. 
● Auto: The Access Controller automatically adjusts the brightness of 

images. 
● Shutter Priority: The Access Terminal will adjust image brightness 

according to shutter exposure range. If the image brightness is not 
enough and the shutter value has reached its upper or lower limit, 
the Access Controller will adjust the gain value automatically for 
ideal brightness level. 

● Manual: You can configure gain and shutter value manually to 

adjust image brightness. 

 
◇ When you select Outdoor from the Anti-flicker list, you can 

select Shutter Priority as the exposure mode. 
◇  Exposure mode might differ depending on different models of 

Access Controller. 
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Parameter Description 

Shutter 
Shutter is a component that allows light to pass for a determined 
period. The higher the shutter speed, the shorter the exposure time, and 
the darker the image. 

Gain When the gain value range is set, video quality will be improved. 

Exposure 
Compensation 

You can make a photo brighter or darker by adjusting exposure 
compensation value. 

3D NR When 3D Noise Reduction (RD) is turned on, video noise can be reduced 
to ensure high definition videos. 
You can set its grade when this function is turned on. Grade 

3.8.1.2 Configuring Channel 2 

Step 1 Select Video Setting > Video Setting. 

Step 2 Select 2 from the Channel No.. 
Step 3 Configure the video status. 

 

We recommend you turn on the WDR function when the face is in back-lighting. 

Figure 3-22 Image 

 

Table 3-14 Image description 

Parameter Description 

Brightness Brightness is the relative lightness or darkness of a particular color. 
The larger the value is, the brighter the image will be. 

Contrast 
Contrast is the difference in the luminance or color that makes an 
object distinguishable. The larger the contrast value is, the greater 
the color contrast will be. 
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Parameter Description 

Backlight Mode 

● Close: Back-light compensation is turned off. 

● Backlight: Black-light compensation automatically brings 

more light to darker areas of an image when bright light 
shining from behind obscures it. 

● Wide dynamic: The system dims bright areas and 

compensates for dark areas to ensure to create a balance to 
improve the overall image quality. 

● Inhibition: Highlight compensation (HLC) is a technology 
used in CCTV/IP security cameras to deal with images that are 
exposed to lights like headlights or spotlights. The image 
sensor of the camera detects strong lights in the video and 
reduce exposure in these spots to enhance the overall quality 
of the image. 

Step 4 Configure the exposure parameters. 

Figure 3-23 Exposure parameter 

 

Table 3-15 Exposure parameter description 

Parameter Description 

Anti-flicker 

Set anti-flicker to reduce flicker and decrease or eliminate uneven 
colors or exposure. 
● 50Hz: When the mains power supply is 50 Hz, the exposure is 

automatically adjusted to prevent the appearance of 
horizontal lines. 

● 60 Hz: When the mains power supply is 60 Hz, the exposure is 

automatically adjusted to reduce the appearance of horizontal 
lines. 

● Outdoor: When Outdoor is selected, the exposure mode can 
be switched. 
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Parameter Description 

Exposure Mode 

You can set the exposure to adjust image brightness. 
● Auto: The Access Controller automatically adjusts the 

brightness of images. 
● Shutter Priority: The Access Terminal will adjust image 

brightness according to shutter exposure range. If the image 
brightness is not enough and the shutter value has reached its 
upper or lower limit, the Access Controller will adjust the gain 
value automatically for ideal brightness level. 

● Manual: You can configure gain and shutter value manually 

to adjust image brightness. 

 
◇ When you select Outdoor from the Anti-flicker list, you 

can select Shutter Priority as the exposure mode. 
◇ Exposure model might differ depending on different 

models of Access Controller. 

Shutter 
Shutter is a device that allows light to pass for a determined 
period. The higher the shutter speed, the shorter the exposure 
time, and the darker the image. 

Gain When the gain value range is set, video quality will be improved. 

Exposure Compensation 
You can make a photo brighter or darker by adjusting exposure 
compensation value. 

3D NR When 3D Noise Reduction (RD) is turned on, video noise can be 
reduced to ensure high definition videos. 
You can set its grade when this function is turned on. Grade 

3.8.2 Setting Volume 

You can adjust the volume of the speaker. 
Step 1 Log in to the webpage. 
Step 2 Select Video Setting > Volume Setting. 

Step 3 Drag the slider the adjust the volume. 
Step 4 Click OK. 

3.9 Configuring Face Detection 

You can configure human face related parameters on this interface to increase the accuracy of the 
face recognition. 
Step 1 Log in to the webpage. 
Step 2 Select Face Detect. 
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Figure 3-24 Face detect 

 
Step 3 Configure the parameters. 

Table 3-16 Description of face detection parameters 

Parameter Description 

Face Threshold 
Adjust the face recognition accuracy. Higher threshold 
means higher accuracy. 

Max. Angle of Face 

Set the maximum face pose angle for face detection. Larger 
value means larger face angle range. If the face pose angle 
is out of the defined range, the face detection box will not 
appear. 

Anti-fake Threshold 

Avoid false face recognition by using a photo, video, mask 
or a different substitute for an authorized person's face. 
● Close: Turns off this function. 
● General: Normal level of anti-spoofing detection means 

higher door access rate for people with face masks. 
● High: Higher level of anti-spoofing detection means 

higher accuracy and security. 
● Extremely High: Extremely high level of anti-spoofing 

detection means extremely high accuracy and security. 

Recognition Timeout (S) 

If a person with access permission has their face successfully 
recognized, the Access Controller will prompt face 
recognition success. You can enter the prompt interval 
time. 
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Parameter Description 

Invalid Face Prompt Interval (S) 

 If a person without access permission attempts to unlock 
the door for several times in the defined interval, the Access 
Controller will prompt face recognition failure. You can 
enter the prompt interval time. 

Pupillary Distance 

Face images require desired pixels between the eyes (called 
pupillary distance) for successful recognition. The default 
pixel is 45. The pixel changes according to the face size and 
the distance between faces and the lens. If an adult is 1.5 
meters away from the lens, the pupillary distance can be 50 
px-70 px. 

Channel Id 1 is for the white light camera and 2 is for the IR light 
camera. 

Exposure (Face) 
After face exposure is enabled, human faces will be clearer 
when the Access Controller is installed outdoors. 

Face Target Brightness The default value is 50. Adjust the brightness as needed. 

Exposure Time 
After a face is detected, the Access Controller will give out 
light to illuminate the face, and the Access Controller will 
not give out light again until the interval you set has passed. 

Mask Mode 

● No detect: Mask is not detected during face 

recognition. 
● Mask reminder: Mask is detected during face 

recognition. If the person does not wear a mask, the 
system will give them a reminder to wear masks, and 
access is allowed. 

● Mask intercept: Mask is detected during face 
recognition. If a person is not wearing a mask, the 
system will give them a reminder to wear masks, and 
access is denied. 

Exposure (QR code) When the Access Controller is installed outdoors, the QR 
code will be clearer based on the defined QR code 
brightness when you scan it. QR code Brightness 

Exposure Time (QR code) (S) 

After a QR code is scanned, the Access Controller will give 
out light to illuminate the QR code, and the Access 
Controller will not give out light again until the defined 
exposure time has passed. 

Multi-face Recognition 
Supports detecting 4 face images at the same time, and the 
unlock combinations mode become invalid. The door is 
unlocked after any one of them gain access.  

Step 4 Draw the face detection area. 
1. Click Detect Region,  

2. Right-click to draw the detection area, and then release the left button of the mouse to 
complete drawing. 
The face in the defined area will be detected. 

Step 5 Draw the target size. 

1)  Click Draw target 

2)  Right-click to draw the face recognition box to define the minimum size of detected 
face. 
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Only when the size of the face is larger than the defined size, the face can be detected 
by the Access Controller. 

Step 6 Click OK. 

3.10 Configuring Network 

3.10.1 Configuring TCP/IP 

You need to configure IP address of Access Controller to make sure that it can communicate with 
other devices. 
Step 1 Select Network Setting > TCP/IP. 

Step 2 Configure parameters. 

Figure 3-25 TCP/IP 

 

Table 3-17 Description of TCP/IP  

Parameter Description 

IP Version IPv4 

MAC Address MAC address of the Access Controller. 

Mode 

● Static: Manually enter IP address, subnet mask, and gateway. 

● DHCP： 

It stands for Dynamic Host Configuration Protocol. 
When DHCP is turned on, the Access Controller will 
automatically be assigned with IP address, subnet mask, and 
gateway. 

IP Address If you select static mode, configure the IP address, subnet mask 
and gateway. Subnet Mask 
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Parameter Description 

Default Gateway 
 

IP address and gateway must be on the same network segment. 

Preferred DNS Set IP address of the preferred DNS server. 

Alternate DNS Set IP address of the alternate DNS server. 

Step 3 Click OK. 

3.10.2 Configuring Port 

You can limit access to the Access Controller at the same through web, desktop client and phone. 
Step 1 Select Network Setting > Port. 

Step 2 Configure port numbers. 

Figure 3-26 Configure ports 

 

 

Except Max Connection and RTSP Port, you need to restart the Access Controller to make 

the configurations effective after you change other parameters. 

Table 3-18 Description of ports 

Parameter Description 

Max Connection 
You can set the maximum number of clients (such as web, 
desktop client and phone) that can access the Access 
Controller at the same time. 

TCP Port Default value is 37777. 

HTTP Port 
Default value is 80. If you want to change the port number, 
add the new port number after the IP address when you log 
in to the webpage. 

HTTPS Port Default value is 443. 

RTSP Port Default value is 554. 
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Step 3 Click OK. 

3.10.3 Configuring Automatic Registration 

The Access Controller reports its address to the designated server so that you can get access to the 
Access Controller through the management platform. 
Step 1 On the home page, select Network Setting > Register. 

Step 2 Enable the automatic registration function and configure the parameters. 

Figure 3-27 Register 

 

Table 3-19 Automatic registration description 

Parameter Description 

Host IP The IP address or the domain name of the server. 

Port The port of the server used for automatic registration. 

Sub-Device ID 

Enter the sub-device ID (user defined). 

 
When you add the Access Controller to the management platform, 
the sub-device ID on the management platform must conform to 
the defined sub-device ID on the Access Controller. 

Step 3 Click Apply. 

3.10.4 Configuring Cloud Service 

The cloud service provides a NAT penetration service. Users can manage multiple devices through 
DMSS. You do not have to apply for dynamic domain name, configuring port mapping or deploying 
server. 

Procedure 
Step 1 On the home page, select Network Setting > Cloud Service. 

Step 2 Turn on the cloud service function. 
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Figure 3-28 Cloud service 

 
Step 3 Click OK. 

Related Operations 
Download DMSS and sign up, you can scan the QR code through DMSS to add the Access Controller 
to it.  

3.10.5 Configuring Serial Port 

Step 1 On the home page, select Network Setting > Wiegand serial port setting. 

Step 2 Select a port type. 

Figure 3-29 Serial port 

 
● Select Reader when the Access Controller connects to a card reader. 

● Select Controller when the Access Controller functions as a card reader, and the Access 
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Controller will send data to the Access Controller to control access. 
Output Data type: 
◇ Card: Outputs data based on card number when users swipe card to unlock door; 

outputs data based on user's first card number when they use other unlock 
methods. 

◇ No.: Outputs data based on the user ID. 
● Select Reader (OSDP) when the Access Controller is connected to a card reader based 

on OSDP protocol. 
● Security Module: When a security module is connected, the exit button, lock will be not 

effective. 

3.10.6 Configuring Wiegand 

The Access Controller allows for both Wiegand input and Output mode. 
Step 1 On the Main Menu, select Connection > Wiegand. 

Step 2 Select a Wiegand. 

Figure 3-30 Wiegand output 

 
● Select Wiegand Input when you connect an external card reader to the Access 

Controller. 
● Select Wiegand Output when the Access Controller functions as a card reader, and you 

need to connect it to a controller or another access terminal. 

Table 3-20 Description of Wiegand output 

Parameter Description 

Wiegand Output Type 

Select a Wiegand format to read card numbers or ID numbers. 
● Wiegand26: Reads three bytes or six digits. 

● Wiegand34: Reads four bytes or eight digits. 

● Wiegand66: Reads eight bytes or sixteen digits. 

Pulse Width 
Enter the pulse width and pulse interval of Wiegand output. 

Pulse Interval 

Output Data Type 

Select the type of output data. 
● No.: Outputs data based on user ID.  

● Card No.: Outputs data based on user's first card number. 
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3.11 Safety Management 

3.11.1 Configuring IP Authority 

Step 1 Log in to the webpage. 

Step 2 Click Safety Mgmt. > IP Authority. 

Step 3 Select a cybersecurity mode from the Type list. 

● Network Access: Set allowlist and blocklist to control access to the access controller. 

● Prohibit PING: Enable PING prohibited function, and the access controller will not 

respond to the Ping request. 
● Anti Half Connection: Enable Anti Half Connection function, and the access 

controller can still function properly under half connection attack. 

3.11.1.1 Network Access 

Step 1 Select Network Access from the Type list. 

Step 2 Select the Enable check box. 

Figure 3-31 Network access 

 
Step 3 Select Allow List or Block List. 

Step 4 Click Add. 
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Figure 3-32 Add IP 

 
Step 5 Configure parameters. 

Table 3-21 Description of adding IP parameters 

Parameter Description 

Type Select the address type from the Type list. 

IP Version IPv4 by default. 

All Ports 
Select All Ports check box, and your settings will apply to all 
ports. 

Device Start Port If you clear All Ports check box, set the device start port and 
device end port. Device End Port 

Step 6 Click Save, and the IP Authority interface is displayed. 

Step 7 Click OK. 

● Click  to edit the allowlist or blocklist. 
● Click  to delete the allowlist or blocklist 

3.11.1.2 Prohibit PING 

Step 1 Select Prohibit PING from the Type list. 

Step 2 Select the Enable check box. 
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Figure 3-33 Prohibit PING 

 
Step 3 Click OK. 

3.11.1.3 Anti Half Connection 

Step 1 Select the Anti Half Connection from the Type list. 

Step 2 Select the Enable check box. 

Step 3 Click OK. 

3.11.2 Configuring System 

Step 1 Log in to the web interface. 
Step 2 Select Safety Mgmt. > System Service. 

Step 3 Enable or disable the system services as needed. 

Figure 3-34 System service 
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Table 3-22 Description of system service 

Parameter Description 

SSH 

Secure Shell (SSH) is a cryptographic network protocol for operating 
network services securely over an unsecured network. 
When SSH is enabled, SSH provides cryptographic service for the data 
transmission. 

PWD Reset Enable 
If enabled, you can reset the password. This function is enabled by 
default. 

CGI 

Common Gateway Interface (CGI) offers a standard protocol for web 
servers to execute programs similarly to console applications running 
on a server that dynamically generates web pages. 
When CGI is enabled, CGI commands can be used. The CGI is enabled 
by default. 

ONVIF 
Enable other devices to pull the video stream of the VTO via the ONVIF 
protocol. 

Audio and Video 
Transmission 
Encryption 

If this function is enabled, audio and video transmission is automatically 
encrypted. 

RTSP Over TLS 
If this function is enabled, audio and video transmission is encrypted via 
THE RTSP protocol. 

HTTPS 

Hypertext Transfer Protocol Secure (HTTPS) is a protocol for secure 
communication over a computer network. 
When HTTPS is enabled, HTTPS will be used to access CGI commands; 
otherwise HTTP will be used. 

Compatible with 
TLSv1.1 and earlier 
versions 

Enable this function if your browser is using TLS V1.1 or earlier versions. 

Emergency 
Maintenance 

Enable it for faults analysis and maintenance. 

Auth Method We recommend you select the security mode . 

Step 4 Click OK. 

3.11.2.1 Creating Server Certificate 

Configure HTTPS server to improve your website security with server certificate. 

 

● If you use HTTPS for the first time or the IP address of the Access Controller is changed, create a 
server certificate and install a root certificate. 

● If you use another computer to log in to the webpage of the Access Controller, you need to 
download and install the root certificate again on the new computer or copy the root certificate 
to the it. 

Step 1 On the System Service page, click Create Server Certificate. 

Step 2 Enter information and click OK. 

The Access Controller will restart. 
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Figure 3-35 Create Server Certificate 

 

3.11.2.2 Downloading Root Certificate 

Step 1 On the System Service page, click Download Root Certificate. 

Step 2 Double-click the file that you have downloaded, and then click Open. 

Figure 3-36 File download 

 
Step 3 Click Install Certificate. 
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Figure 3-37 Certificate information 

 
Step 4 Select Current User or Local Machine, and then click Next. 

Figure 3-38 Certificate import wizard (1) 

 
Step 5 Select the appropriate storage location. 

1)  Select Place all certificates in the following store. 
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2)  Click Browse to import the certificate to the Trusted Root Certification Authorities 
store, and then click Next. 

Figure 3-39 Certificate Import Wizard (2) 

 
Step 6 Click Finish. 

Figure 3-40 Certificate import wizard (3) 
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3.12 User Management 

You can add or delete users, change users' passwords, and enter an email address for resetting the 
password when you forget your password. 

3.12.1 Adding Users 

You can add new users and then they can log in to the webpage of the Access Controller. 

Procedure 
Step 1 On the home page, select User Mgmt. > User Mgmt.. 
Step 2 Click Add, and enter the user information. 

 

● The username cannot be the same with existing account. The username consists of up 
to 31 characters and only allows for numbers, letters, underscores, midlines, dots, or @. 

● The password must consist of 8 to 32 non-blank characters and contain at least two 
types of the following characters: Upper case, lower case, numbers, and special 
characters (excluding ' " ; : &). 
Set a high-security password by following the password strength prompt. 

Figure 3-41 Add user 

 
Step 3 Click OK. 

 

Only admin account can change password and admin account cannot be deleted. 

3.12.2 Adding ONVIF Users 

Open Network Video Interface Forum (ONVIF), a global and open industry forum that is established 
for the development of a global open standard for the interface of physical IP-based security 
products, which allows the compatibility from different manufactures. ONVIF users have their 
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identities verified through ONVIF protocol. The default ONVIF user is admin. 

Procedure 
Step 1 On the home page, select User Mgmt. > Onvif User. 

Step 2 Click Add and then configure parameters. 

Figure 3-42 Add ONVIF user 

 
Step 3 Click OK. 

3.12.3 Viewing Online Users 

You can view online users who currently log in to the webpage. 

On the home page, select Online User.  

3.13 Configuring Voice Prompts 

Set voice prompts during identity verification. 

Step 1 On the home page, select Audio Custom. 

Step 2 Select a prompt message from the Type list 

Step 3 Click Browse to select an audio file, and then click Upload. 

3.14 Maintenance 

You can regularly restart the Access Controller during the idle time to improve its performance. 
Step 1 Log in to the webpage. 

Step 2 Select Maintenance. 
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Figure 3-43 Maintenance 

 
Step 3 Set the time, and then click OK. 

Step 4 (Optional) Click Reboot Device, the Access Controller will restart immediately. 

3.15 Configuration Management 

When more than one Access Controller need the same configurations, you can configure parameters 
for them by importing or exporting configuration files. 

3.15.1 Exporting/Importing Configuration Files 

You can import or export the configuration file of the Access Controller. When you want to apply the 
same configurations to multiple devices, you can import the configuration file to them. 
Step 1 Log in to the webpage. 
Step 2 Select Config Mgmt. > Config Mgmt.. 

Figure 3-44 Configuration management 

 
Step 3 Export or import configuration files. 

● Export configuration file. 
Click Export Configuration to download the file to the local. 

 

IP will not be exported. 
● Import configuration file. 

1. Click Browse to select the configuration file. 

2. Click Import configuration. 
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Configuration file can only be imported to the device with the same model. 

3.15.2 Restoring Factory Defaults 

 

Restoring the Access Controller to default configurations will cause data loss. Please be advised. 

Step 1 Select Config Mgmt. > Default 

Step 2 Restore factory defaults if necessary. 
● Restore Factory: Resets configurations of the Access Controller and delete all data. 

● Restore Factory (Save user & log): Resets configurations of the Access Controller and 

deletes all data except for user information and logs. 

3.16 Upgrading System 

 

● Use the correct update file. Make sure you get the correct update file from the technical support. 
● Do not disconnect the power supply or network, or restart or shut down the Access Controller 

during the update. 

3.16.1 File Update 

Step 1 On the home page, select Upgrade. 

Step 2 In the File Upgrade area, click Browse, and then upload the update file. 

 

The upgrade file should be a .bin file. 

Step 3 Click Update. 

The Access Controller will restart after update completes. 

3.16.2 Online Update 

Step 1 On the home page, select Upgrade. 

Step 2 In the Online Upgrade area, select an update method. 

● Select Auto Check, the Access Controller will automatically check whether the its latest 

version is available. 
● Select Manual Check, and you can immediately check whether the latest version is 

available. 
Step 3 Update the Access Controller when the latest version is available. 
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3.17 Viewing Version Information 

On the home page, select Version Info, and you can view version information, such as device model, 

serial number, hardware version, legal information and more. 

3.18 Viewing Logs 

View logs such as system logs, admin logs, and unlock records. 

3.18.1 System Logs 

View and search for system logs. 
Step 1 Log in to the webpage. 

Step 2 Select System Log > System Log. 

Step 3 Select the time range and the log type, and then click Query. 

Click Backup to download the system log. 

3.18.2 Admin Logs 

Search for admin logs by using admin ID. 
Step 1 Log in to the webpage. 

Step 2 Select System Log > Admin Log. 

Step 3 Enter the admin ID, and then click Query. 

3.18.3 Unlocking Logs 

Search for unlock records and export them. 
Step 1 Log in to the webpage. 
Step 2 Select System Log > Search Records. 

Step 3 Select the time range and the log type, and then click Query. 

You can click Export Data to download the log. 

3.18.4 Alarm Logs 

View alarm logs. 

On the home page, select System Log > Alarm Log. 
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4 Smart PSS Lite Configuration 

This section introduces how to manage and configure the Access Controller through Smart PSS Lite. 
You can also configure time attendance rules on the platform, such as shifts, modes, schedules and 
more. For details, see the user's manual of Smart PSS Lite.  

4.1 Installing and Logging In 

Install and log in to Smart PSS Lite. For details, see the user manual of Smart PSS Lite. 
Step 1 Get the software package of the Smart PSS Lite from the technical support, and then install 

and run the software according to instructions.  
Step 2 Initialize Smart PSS Lite when you log in for the first time, including setting password and 

security questions. 

 

Set the password is for the first-time use, and then set security questions to reset your 
password when you forgot it. 

Step 3 Enter your username and password to log in to Smart PSS Lite. 

4.2 Adding Devices 

You need to add the Access Controller to Smart PSS Lite. You can add them in batches or 
individually. 

4.2.1 Adding Individually 

You can add Access Controller individually by entering their IP addresses or domain names. 
Step 1 Log in to Smart PSS Lite. 
Step 2 Click Device Manager and click Add.  

Step 3 Enter the device information. 
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Figure 4-1 Device information 

 

Table 4-1 Device parameters Description 

Parameter Description 

Device Name Enter a name of the Access Controller. We recommend you 
name it after its installation area. 

Method to add Select IP to add the Access Terminal by entering its IP Address. 

IP Enter IP address of the Access Controller. 

Port The port number is 37777 by default. 

User Name/Password Enter the username and password of the Access Terminal. 

Step 4 Click Add. 

The added Access Controller displays on the Devices page. You can click Add and 
Continue to add more Access Controllers. 

4.2.2 Adding in Batches 

We recommend you use the auto-search function when you add want to Access Controllers in 
batches. Make sure the Access Controllers you add must be on the same network segment. 
Step 1 Log in to Smart PSS Lite. 
Step 2 Click Device Manager and search for devices. 

● Click Auto Search, to search for devices on the same LAN. 

● Enter the network segment range, and then click Search. 
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Figure 4-2 Auto search 

 
A device list will be displayed. 

 

Select a device, and then click Modify IP to modify its IP address.  

Step 3 Select the Access Controller that you want to add to Smart PSS Lite, and then click Add.  

Step 4 Enter the username and the password of the Access Controller. 

You can view the added Access Controller on the Devices page. 

 

The Access Controller automatically logs in to Smart PSS Lite after being added. Online is 

displayed after successful login. 

4.3 User Management 

Add users, assign cards to them, and configure their access permissions. 

4.3.1 Configuring Card Type 

Set the card type before you assign cards to users. For example, if the assigned card is an ID card, set 
card type to ID card. 
Step 1 Log in to Smart PSS Lite. 

Step 2 Click Access Solution > Personnel Manager > User. 

Step 3 On the Card Issuing Type and then select a card type. 

 

Make sure that the card type is same to the actually assigned card; otherwise, the card 
number cannot be read. 

Step 4 Click OK. 
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4.3.2 Adding Users 

4.3.2.1 Adding Individually 

You can add users individually. 
Step 1 Log in to Smart PSS Lite. 

Step 2 Click Access Solution > Personnel Manger > User > Add. 

Step 3 Click Basic Info tab, and enter the basic information of the user, and then import the face 

image. 

Figure 4-3 Add basic information 

 
Step 4 Click the Certification tab to add certification information of the user. 

● Configure password: The password must consist of 6–8 digits. 
● Configure card: The card number can be read automatically or entered manually. To 

read the card number automatically, select a card reader, and then place the card on 
the card reader. 

1. On the Card area, click  and select Card issuer, and then click OK. 

2. Click Add, swipe a card on the card reader. 

 The card number is displayed. 
3. Click OK. 

After adding a card, you can set the card to main card or duress card, or replace the 
card with a new one, or delete the card. 
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● Configure fingerprint. 

1. On the Fingerprint area, click  and select Fingerprint Scanner, and then click 

OK. 

2. Click Add Fingerprint, press your finger on the scanner three times in a row. 

Figure 4-4 Add password, card, and fingerprint 

 
Step 5 Configure permissions for the user. For details, see "4.3.3 Assigning Access Permission". 

Step 6 Click Finish. 

4.3.2.2 Adding in Batches 

You can add users in batches. 
Step 1 Log in to Smart PSS Lite. 

Step 2 Click Personnel Manger > User > Batch Add. 

Step 3 Select Card issuer from the Device list, and then configure the parameters. 
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Figure 4-5 Add users in batches 

 

Table 4-2 Add users in batches parameters 

Parameter Description 

Start No. The user ID starts with the number you defined. 

Quantity The number of users you want to add. 

Department Select the department that the user belongs to. 

Effective Time/Expired Time The users can unlock the door within the defined period. 

Step 4 Click Issue. 

The card number will be read automatically. 
Step 5 Click OK. 

Step 6 On the User page, click  to complete user information. 

4.3.3 Assigning Access Permission 

Create a permission group that is a collection of door access permissions, and then associate users 
with the group so that users can unlock corresponding doors. 
Step 1 Log in to the Smart PSS Lite. 
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Step 2 Click Access Solution > Personnel Manger > Permission configuration. 

Step 3 Click  . 
Step 4 Enter the group name, remarks (optional), and select a time template. 
Step 5 Select the access control device. 
Step 6 Click OK. 

Figure 4-6 Create a permission group 

 
Step 7 Click  of the permission group you added. 
Step 8 Select users to associate them with the permission group. 
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Figure 4-7 Add users to a permission group 

 
Step 9 Click OK. 

Users in the permission group can unlock the door after valid identity verification. 

4.4 Access Management 

4.4.1 Remotely Opening and Closing Door 

You can remotely monitor and control door through Smart PSS Lite. For example, you can remotely 
open or close the door. 

Procedure 
Step 1 Click Access Solution > Access Manager on the Home page.  

Step 2 Remotely control the door.  
● Select the door, right click and select Open or Close. 
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Figure 4-8 Open door 

 
● Click  or  to open or close the door. 

Related Operations 
● Event filtering: Select the event type in the Event Info, and the event list displays the selected 

event type, such as alarm events and abnormal events. 
● Event refresh locking: Click  to lock the event list, and then event list will stop refreshing. 

Click  to unlock. 
● Event deleting: Click  to clear all events in the event list. 

4.4.2 Setting Always Open and Always Close 

After setting always open or always close, the door remains open or closed all the time.  

Step 1 Click Access Solution > Access Manager on the Home page.  

Step 2 Click Always Open or Always Close to open or close the door. 

Figure 4-9 Always open or close 

 

The door will remain open or closed all the time. You can click Normal to restore the 

access control to normal status, and then the door will be open or closed based on the 
configured verification methods. 

4.4.3 Monitoring Door Status 

Step 1 Click Access Solution > Access Manager on the Home page.  

Step 2 Select the Access Controller in the device tree, and right click the Access Terminal and then 
select Start Real-time Event Monitoring. 

Real-time access control events will display in the event list.  
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Click Stop Monitor, real-time access control events will not display. 

Figure 4-10 Monitor door status 

 
● Show All Door: Displays all doors controlled by the Access Controller. 
● Reboot: Restart the Access Controller. 
● Details: View the device details, such as IP address, model, and status. 
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Appendix 1 Important Points of Intercom 

Operation 

The Access Controller can function as VTO to realize intercom function. 

Prerequisites 
The intercom function is configured on the Access Controller and VTO. 

Procedure 
Step 1 On the standby screen, tap  
Step 2 Enter the room No, and then tap . 
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Appendix 2 Important Points of QR Code 

Scanning 

● Access Controller (with QR code scanning module): Place the QR code on your phone at a 
distance of 3 cm - 5 cm away from the QR code scanning lens. It supports QR code that is larger 
than 30 mm × 30 mm - 5 cm × 5 cm and less than 100 bytes in size. 

 

QR code detection distance differs depending on the bytes and size of QR code.  

Appendix Figure 2-1 QR code scanning 

 



 

81 

Appendix 3 Important Points of Fingerprint 

Registration Instructions 

When you register the fingerprint, pay attention to the following points: 
● Make sure that your fingers and the scanner surface are clean and dry. 
● Press your finger on the center of the fingerprint scanner. 
● Do not put the fingerprint sensor in a place with intense light, high temperature, and high 

humidity. 
● If your fingerprints are unclear, use other unlocking methods. 

Fingers Recommended 

Forefingers, middle fingers, and ring fingers are recommended. Thumbs and little fingers cannot be 
put at the recording center easily. 

Appendix Figure 3-1 Recommended fingers 
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How to Press Your Fingerprint on the Scanner 

Appendix Figure 3-2 Correct placement 

 

Appendix Figure 3-3 Wrong placement 
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Appendix 4 Important Points of Face 

Registration 

Before Registration 
● Glasses, hats, and beards might influence face recognition performance. 
● Do not cover your eyebrows when wearing hats. 
● Do not change your beard style greatly if you use the access controller; otherwise face 

recognition might fail. 
● Keep your face clean. 
● Keep the access controller at least two meters away from light source and at least three meters 

away from windows or doors; otherwise backlight and direct sunlight might influence face 
recognition performance of the access controller. 

During Registration 

● You can register faces through the Access Controller or through the platform. For registration 
through the platform, see the platform user manual. 

● Make your head center on the photo capture frame. The face image will be captured 
automatically. 

 

● Do not shake your head or body, otherwise the registration might fail. 
● Avoid two faces appear in the capture frame at the same time. 

Face Position 

If your face is not at the appropriate position, face recognition accuracy might be affected. 
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Appendix Figure 4-1 Appropriate face position 

 

Requirements of Faces 

● Make sure that the face is clean and forehead is not covered by hair. 
● Do not wear glasses, hats, heavy beards, or other face ornaments that influence face image 

recording. 
● With eyes open, without facial expressions, and make your face toward the center of camera. 
● When recording your face or during face recognition, do not keep your face too close to or too 

far from the camera. 
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Appendix Figure 4-2 Head position 

 

Appendix Figure 4-3 Face distance 

 

 

● When importing face images through the management platform, make sure that image 
resolution is within the range 150 × 300 pixels–600 × 1200 pixels; image pixels are more than 500 
× 500 pixels; image size is less than 100 KB, and image name and person ID are the same. 

● Make sure that the face takes up more than 1/3 but no more than 2/3 of the whole image area, 
and the aspect ratio does not exceed 1:2. 
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Appendix 5 Cybersecurity Recommendations 

Mandatory actions to be taken for basic device network security: 
1. Use Strong Passwords 

Please refer to the following suggestions to set passwords: 
 The length should not be less than 8 characters. 
 Include at least two types of characters; character types include upper and lower case 

letters, numbers and symbols. 
 Do not contain the account name or the account name in reverse order. 
 Do not use continuous characters, such as 123, abc, etc. 
 Do not use overlapped characters, such as 111, aaa, etc. 

2. Update Firmware and Client Software in Time 
 According to the standard procedure in Tech-industry, we recommend to keep your device 

(such as NVR, DVR, IP camera, etc.) firmware up-to-date to ensure the system is equipped 
with the latest security patches and fixes. When the device is connected to the public 
network, it is recommended to enable the “auto-check for updates” function to obtain 
timely information of firmware updates released by the manufacturer. 

 We suggest that you download and use the latest version of client software. 

"Nice to have" recommendations to improve your device network security: 
1. Physical Protection 

We suggest that you perform physical protection to device, especially storage devices. For 
example, place the device in a special computer room and cabinet, and implement well-done 
access control permission and key management to prevent unauthorized personnel from 
carrying out physical contacts such as damaging hardware, unauthorized connection of 
removable device (such as USB flash disk, serial port), etc. 

2. Change Passwords Regularly 
We suggest that you change passwords regularly to reduce the risk of being guessed or cracked. 

3. Set and Update Passwords Reset Information Timely 
The device supports password reset function. Please set up related information for password 
reset in time, including the end user’s mailbox and password protection questions. If the 
information changes, please modify it in time. When setting password protection questions, it is 
suggested not to use those that can be easily guessed. 

4. Enable Account Lock 
The account lock feature is enabled by default, and we recommend you to keep it on to guarantee 
the account security. If an attacker attempts to log in with the wrong password several times, the 
corresponding account and the source IP address will be locked. 

5. Change Default HTTP and Other Service Ports 
We suggest you to change default HTTP and other service ports into any set of numbers between 
1024–65535, reducing the risk of outsiders being able to guess which ports you are using. 

6. Enable HTTPS 
We suggest you to enable HTTPS, so that you visit Web service through a secure communication 
channel. 

7. MAC Address Binding 
We recommend you to bind the IP and MAC address of the gateway to the device, thus reducing 
the risk of ARP spoofing. 

8. Assign Accounts and Privileges Reasonably 
According to business and management requirements, reasonably add users and assign a 
minimum set of permissions to them. 

9. Disable Unnecessary Services and Choose Secure Modes 
If not needed, it is recommended to turn off some services such as SNMP, SMTP, UPnP, etc., to 
reduce risks. 
If necessary, it is highly recommended that you use safe modes, including but not limited to the 
following services: 
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 SNMP: Choose SNMP v3, and set up strong encryption passwords and authentication 
passwords. 

 SMTP: Choose TLS to access mailbox server. 
 FTP: Choose SFTP, and set up strong passwords. 
 AP hotspot: Choose WPA2-PSK encryption mode, and set up strong passwords. 

10. Audio and Video Encrypted Transmission 
If your audio and video data contents are very important or sensitive, we recommend that you 
use encrypted transmission function, to reduce the risk of audio and video data being stolen 
during transmission. 
Reminder: encrypted transmission will cause some loss in transmission efficiency. 

11. Secure Auditing 
 Check online users: we suggest that you check online users regularly to see if the device is 

logged in without authorization. 
 Check device log: By viewing the logs, you can know the IP addresses that were used to log 

in to your devices and their key operations. 
12. Network Log 

Due to the limited storage capacity of the device, the stored log is limited. If you need to save the 
log for a long time, it is recommended that you enable the network log function to ensure that 
the critical logs are synchronized to the network log server for tracing. 

13. Construct a Safe Network Environment 
In order to better ensure the safety of device and reduce potential cyber risks, we recommend: 
 Disable the port mapping function of the router to avoid direct access to the intranet devices 

from external network. 
 The network should be partitioned and isolated according to the actual network needs. If 

there are no communication requirements between two sub networks, it is suggested to use 
VLAN, network GAP and other technologies to partition the network, so as to achieve the 
network isolation effect. 

 Establish the 802.1x access authentication system to reduce the risk of unauthorized access 
to private networks. 

 Enable IP/MAC address filtering function to limit the range of hosts allowed to access the 
device. 
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Legal and Regulatory I nformation 

Legal Considerations 
Video surve, llance can be repulated by laws that vary from country to ccuntry 
Check the laws ,n your loca region before us,ng th,s product for surve, l lance 
purposes 

Disclaimer 

Intellectual Property Rights 
Dahua Technology reta,ns al l  ,ntel lectual property nghts relat,ng to technology 
embodied ,n the product described ,n th,s document 

Equipment Modifications 
This equ ipment must be instal led and used in stnct accordance with the 
instructions 甩ven in the user documentation. This equ ipment contains no 
user-servioea le components. Unauthonzed equipment changes or modifications 
wil l inval idate al l  applicable regulatory certifications and approvals 

Trademark Acknowledgments 

中心· 一 ， H口仁VI , 1mou are registered trademarks or 
trademark apphcabons of Dahua Technology ,n vanous 」unsd,cbons. All other 
company names and products are trademarks or registered trademarks of their 
respect,ve compan,es 

Regulatory Information 

European Directive• Compliance 

( E  Th,s product comphes w,th the applicable CE mark,ng d,rectives and 
standards. 

• Low Voltage (LVD) Direcbve 201 4/35/EU 
• E lectromagnet,c Compat,b,hty (EMC) D,recbve 201 4/30/EU 

0 1  

Privacy Protection Notice 

压 the device user or data contml ler, you �  但ht col lect personal data of others 
such as face, fingerpnnts, car plate number, mail address, phone number, GPS 
and so on. You need to be in compliance with the local pnva7 pmtection laws 
and regulations to pmtect the legil,mate n�hts and interests o other people by 
implemen_ting measures, including_ but not imited to, p『oviding clear and visib le 
identificabon to inform data subject the existence of su哗i llance area and 
pm,nding related contact. 

About the Manual 
• The manual is for reference only. If there is inconsistency between the manual 

and the actual f"'duct, the actual pmduct shall prevail 
• We are not liab e for any loss caused by the operations that do not comply with 

the manual . 
• The manual would be updated accord ing to the latest laws and regu lations of 

related ju廿sdictions. For detai led information, refer to the paper manual , 
CD-ROM, QR code or our offcial website. If there is inconsisten between 
paper manual and the electronic version, the electmnic version sh盘prevail

• All the designs and software are su bject to change without pnor written notice 
The pmduct updates m书�t cause some differences between the actual 
product and the manual . lease contact the customer se,vice for the latest 平ogram and supplementary_documentation 

• here sti l l  might be dev,at,on m technical data, functions and operations 
descnption, or ermrs in pnnt If there is any doubt o『 dispute, we rese,ve the 

沪of final explanabon. 
• pgrade the reader software o『 try other mainstream reader software if the 

manual (in PDF format) cannot be opened. 
• All trademarks, registered trademarks and the company names in the manual 

a『e the proferties of their respective owners 
• P lease ,nsi our website, contact the suppl ier or customer se,vice if there is 

anr problem occurnng when using the device 
• If here ,s any uncertainly or contmve,sy, we rese,ve the nght of final 

explanation 

Support 

Shou ld you require any technical assistance, please contact ,lour Dahua 
d1slnbulor If your queshons cannot be answerad 1mmed1alely, you「 1stnbulor w1I I
fo叩aro your queries through the af propnale channels lo ensure a rapid response 
If you ara connected lo the lnleme , you can 
• Download user documentation and software updates 
• Search by groduct, category, or phrase. 
• Report pro lems to Dahua support staff by logging in to your private support 

area. 
• Cha凇th Dahua s罚port staff. 
• V1s1t Dahua Suppo at www dahuasecunty com/support 

Contact Information 

ZHEJIANG DAHLIA VISION TECHNOLOGY CO , LTD 
Address: No. 1 1 99, Bin'an Road, Binj iang District, Hangzhou, P.R. China 
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Signalord Beskrlvelse 

心 FARE
Angive『 h0j risiko, som, hvis den ikke undgllls, kan medf0re 
d0d el ler alvorl ig personskade 

心， ADVARSEL
Angiver middel eller lav risiko, som, hvis den ikke undg.11s, 
kan medf0re lettere til moderat personskade 

心• FORSIGTIG 
Angiver mulig risiko, som hvis den ikke undgas, kan 
resultere i skade p� ejendom, tab af data, reduceret ydelse 
eller uforudsigel ige resu ltater. 

炉 TIPS lndeholder forslag, som hj刮per dig med at l0se et problem 
elle『 sparer tid 

口 BEMASRK lndeholder yderl igere oplysninger, som understreger og 
supplerer teksten 

Sikkerhedskrav 
． 五lg lokale standarde『fo『 elsikkerhed for at sikre, at sp岔ndingen er stabil og i 

overensstemmelse med produktets krav Iii s匝mforsyning.
• Transporter, brug og opbevar produktet i henhold Iii de tilladte klimatiske 

forhold (lemperatur og luftfugtighed). Se produ ktets tekniske specifikatione『
for specifik temperatur og luftfugtighed ved drift. 

• PlacOr ikke produktet et sled med fugt, stov, st笠rk varme el ler kulde, st笃k
elektronisk udst咱l ing el ler ustabile ly,forhold. 

• Installer ikke proouktet i n岔rheden af en varmeki lde, s仑som en radiator, et 
varmeapparat, et centra lfyr el ler andre varmeafgivende enheder, for at undga 
i ldebrand. 

• Undga, at v王ske 厄ber ind i produktet og dermed fo咱rsager skade pa de 
indvendige komponenter. 

• Installer produktet vandret, eller installer det et stabilt sted for at undg合， at det
fa lder ned 

• Installer produktet et sted med god ud luftning, og bicker ikke produktets 
venti lations的ninger.

• Adskil ikke produktet. 
• Undga s阳rkt tryk, kraftige vibralioner og gennemblodning under transport, 

opbeva『ing og insta l lation. Produktet skal v妥re fu ldt embal leret unde『
transport. 

• B,ug fabriksembal lagen el ler tilsvarende Iii transporten 
Batteri 

qnften af realtidsuret og far uret til at nu lsli lle, hver 
, er v,ses en logbeskeo i proouktets serve恼pport, n打
Se konfigurat,onss,derne t,I produktet, el ler kontakt 

at fa flere oplysninger om serverrapporten 

ADVARSEL 
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• Cna,aa尔e MOCTHHTe CT础oapr• ,a ane灯PH啪c,a 6e,onacHoc,, ,a 压
ocHryp,rn cra6如HO Hanpe邓>HMO, OTCOBap础0 Ha "3HCKB昢钉0 38 
"平p;HBO脰 Ha yc,po•cTBOTO. 

• TpaHcnopoMpa•rn, •anonaaa•Te " cbxpa陨昭佑e yc,poOCTBOTO npH 
邓a租""'• ycno• 叩 HO BJl扭HOCT " ,eMneparypa Hanpa斡,e cnpaa降 B
CbOTBerH•Te Tex叩屯c•• cne""中"'"""" Ha yc,poOCTBOTO ,a KOH叩0TH盯a
pa60TH8 飞Mneparypa " BJ1邵HOCT

• He nocrn即佑e ycrpo沁rnorn Ha MRCTO, ••no凇HO Ha BJlara, npax, MHOCO 
••co阻 H门" HHCKa ,BMneparypa, CbC C伽HO ene灯pOHHO 凡订lb4昭HB 伽H HO 
M只crn c npoMeHn•ao oc酕T郧HMO.

• He nocr部戒rn yc,p呻CTBOTO 印"'° 凡o H3T04""' Ha rnnn,Ha, 阻TO p部胳TOP,
Harpe眩,en, ne山 如H 且pyro ycTpOMCTBO 38 reHep,pa顷 陨 rnnn•Ha, ,a oa 
"36e「H盯e no亚p.

• He oonyc,a•,e e yc,poMCTBOTO oa nona凡HO 如HOCT, 3a 哗 He ce noep缸阳T
BbTpeWHMTe KOMno脰HTM.

• MOHTMpa伍e yCTpOHCTBOTO xop"30HTanHO 如" m nocra眩Te H8 CTa6伽HO
M沁TO, 38 哗J He n钺He.

• MOHTMpa伍e ycrpoOCTBOTO H8 凡o6pe npoaerp,eo MRCTO " He 和o,•pa陌e
聆"'""""如Ta Ha YCTPOMCTBOTO . 

• He paorno6邓啦rn ycrpo沁TBOTO npo•3BOnHO 
． 如6只「BB佑e C血HO HBTOBap睬He, BM6pa""" " HBMOKP只He no apeMe Ha 

,paHcnopr,paHe, cbxpa嚼HMO " MOH飞米. np, ,paHcnop,,paHe en组Ba 晔 ce
ona,o阻 Han印HO.

． 如non,aaOre ,a ,paHcnopr,paHe 中a6p阳Hara ona,oa,a """ n硝0邸a
6a飞p叩

H,c,a飞 MO山HOCT Ha 知ep叩Ta BJl"脰 Ha pa60T盯a 沺 唯COBHMKB B peanHO 
BpBMB (RT� 也�BTO B叩吓0 Hyn•paHB npM BC只KO B<n心睬HB. Ko面o 6arep•sra 
Tp只貊a oa e c啦H甜a, B OT40T8 Ha Cbp卧pa Ha npooy盯a 山e ce no,a; 
Cb06山e叩e. 3a nooese ""中opMa"如 OTHOCHO OT4era Ha CbpBbpa B呕Te
crpaH叽•re 38 HBCTpO加a Ha npooy盯a """ ce CBbp啤re c e,•na Ha Dahua 

IIPE/IYDPE本"·'""'
• AKO 6aTep陨ra e Henpaa叨HO n顷Me脰Ha. HMa pHCK OT e,c面03"只
• CMeH呻Te caMO CbC Cb山盯a HnH 6arep叩， npenopb哗Ha OT Dahua. 
． 如XBbpJl咘e "'呴3B础HTe 6arepHH a CbOTBeTCTB哏 C MeCTHHTe 

pa,nop钺邸 叩H HHCTp邓叩HTe Ha npoH3的即T叨s Ha 6arepHsra 

Romiinesc 

Masuri de siguranta si Atentionari 
Acest cap ,tol descne ,nd,cafole de ubhza『e corecla a □;spoz,t,vu lul . revernrea 萨colulu i si prevenirea distrugerii proprietatii.Cititi aceste randuri inain�a folosi廿i

ispozitivu lui 
lnstructiuni de siguranta 

Umiatoarele semne cateqori�t• pot aparea in Ghid 
Signal Words 

.&.PERICOL 

Meaning 

lndi函 un rise poten\ia l 什dicat care, da遠 nu este 
evitat, va duce la deces sau v•tam的 grave

1 3  

, Restrictions of Hazardous Substances (RoHS) Directive 2011/65/EU and 
its amending Directive (EU) 201 5/863 

A copy of the original declaration of oonfonnity may be obtained from Dahua 
Technology. 
The most up to date copy of the signed EU Declaration of Confonnity (DoC) can 
be down loaded from: www.dahuasecurity.com/support/notice/ 

CE-El七ctromagnelic Compalibitity (EMC) 
This digital equ ipment is compliant with Class B accord ing to EN 55032 

CE-Safety 
This product compl ies with IEC/EN/UL 60950-1 or IEC/EN/UL 62368-1 ,  Safety of 
Information Technology Equ ipment 

Declaration of Conformity CE 
(Only for the product has RF function) 

Hereby, Dahua Technology declares that the radio e1uipment is ccmJ"'ant with 
Radio Equ ipment Directive (RED) 201 4/53/EU. The ful text of the EU eclaration 
of ccnformity is available at the fol lowing internet add『ess
www.dahuasecunty.com/supporl/notice/ 

USA Regulatory Compliance 
FCC 
This de收ce ccmp li�• with Part 15 of the FCC Rules. Operation is subject to the 
fol lowing two ccnd,t,ons 
(1)  This device may not cause harmfu l interference 
(2) This device must accept any interference received, including interference that 
may ca,se ,ndesired operation 
Attention that changes or modfficalion not expressly a

R
proved by the party 

responsible for compliance co, ld void the ,ser's aot ority to operate the 
eq,ipment. 
Note: This product has been tested and foond to comply with the limits for a Class 
B digital device, p,rsoant to Part 15 of the FCC R, les. These limits are designed 
to l'a'°'"de reasonable protection against harmf,I interference in a residential 
ins l lation. This frod,ct generates, ,ses, and can radiate radio freq,ency energy 
and, if not insta ed and "5ed in accordance with the instructions, may ca"5e 
ham寸,1 interference to radio commonications. However, there is no ,arantee 
that interference will not occor in a partic, lar installation. If this � 『o�,ct does 
ca"5e harmful interference to radio or te levision reception, w ich can be 
determined b{ turning the equipment off and on, the user is encc,raged to try to 
cc斤eel the in erference by one or more of the fol lowing measures 
• Reo廿ent o「 『elocate the receiving antenna 
• Increase the separation b七t小八无n the eq,ipment and rece,ver 
• Connect the eq,ipment into an o,llet on a circ,it different from that to which 
the receiver is conn七ct七d
• Cons,11 the dealer or an experienced radiofTV technician for he lp 

FCC SDOC Statement can be downloaded from 
httpsJ/,s.dahoasec,nty.com/s,pporl/notices/ 

02 

Postcode: 31 0053 
Tel· +86-571-876888"3 
Fax: +86-571-87688815 
Email: overseas@dahuatech.com 

Website: www.dahuasecurity.com 

English 

Important Safeguards and Warnings 
This Chapter describes the contents covering prope『 hand l ing of the dev,ce, 
hazard prevent,on, and prevent,on of property damage Read these contents 
ca『efu l ly before us,ng the dev,ce, comply w,th them when us,ng, and keep it wel l 
for future reference 

Safety Instructions 
The fol lowing categorized signal words with defined meaning might appear in the 
manual 

Signal Words Meaning 

儿吵 Indicates a high potential hazard which, if not avoided, 
wi l l  result in death or serious inju ry. 

& w晒蚥
Indicates a medium or low potential hazard which, if not 
avoided, could resu lt in sl ight or moderate injury. 

& CAl/11Cl,j  

Indicates a potentia l risk which, if not avoided, could 
result in property damage, data loss, lower 
performance, or unpredictable resu lt. 

泸 妇
Provides methods to help you solve a problem or save 
you time 

m -
Provides additiona l information as the emphasis and 
supplement to the text. 

Safety Requirement 
• Abide by local electrica l safety standa『ds to ensure that the voltage is stable 

and compl ies with the power supply requirement of the device 
• Transport, use, and store the device under the al lowed humidity and 

temperature conditions. Refer to the corresponding technical specificat,ons of 
device lo「 specific wo『king temperature and humidity 

• Do not place the device in a location exposed to dampness, dust, extreme hot 
or cold, strong electronic radiation, or unstable lighting condtions 

• Do not instal l  the device in a place near the heat source, such as radiator, 
heater, fumace, or other heat generating device to avoid fire. 

• Prevent liquid from flowing into the device to avoid damge to internal 
components. 

• Instal l the device horizontal ly or instal l on the stable place to prevent it from 
falling. 

• Instal l the devi岱 in a well-ventilated place, and do not block the ventilation of 
the device 
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Suomi 

Tarkei伍 varotoimenpiteita ja varoituksia 
Tassa luvussa kuvataan 1a;tteen as;anmuka;nen kas;ttely vaarojen toounta 」a
oma,suusvah;nkojen estam;nen. Lue tiimii s;sa lto huo1e1l;sest; ennen 1a;tteen 
店yttiimist自 ja noudata niiitii ohjeita, kun 陆ytiit laitetta. Sai lytii ohjeet tu levia 
ta巾e,ta varten. 

Turvallisuusohje 
Seuraavat luokite llut huomiosanat kuvatul la merkityksel lii saattavat esiintyii 

Huomiosanat Merkitys 

心VAARA
l lmaisee suuren potentiaalisen vaaran, joka johtaa 
kuolemaan tai vakavaan loukkaantumiseen, jos si诅 ei
valleta 

心，VAROITUS
l lmaisee keskisuuren tai pienen potentiaalisen vaaran, joka 

j

s
o
a
s
a

s
tta

i泊
a

e
jo
i v

h
a
ta

lt
a 
eta

lie
. 

v括n tai kohtalaiseen loukkaantumiseen, 

l lmaisee mahdollisen vaaral l isen tilanteen, joka saattaa 

心出UOMIO
johtaa omaisuusvahinkoon, tietojen menetykseen, 
suoritustehon heikkenemiseen tai odottamattomiin tu loksiin, 
jos si泊 ei valteta. 

枷INKIT Tarjoavat apua ongelmien ratkaisemiseen tai saas诅唯t
a;kaa 

aJ!HUOMAUTUS Tarjoaa lisatietoa, joka korostaa tai 垣yden泊a tekstia 

Turvallisuusvaatimus 
• Noudata paikal lisia s的kotu rvallisuusstandard�a varmistaaksesi. etta jannite 

on vakaa ja vastaa laitteen virta诅htee lle asete uja vaatimuksia 
• Ku恺ta, kayta ja sai lyta laitetta sallitu issa kosteus- ja lampiiti laolosuhteissa 

Ka o laitteen entyinen kayttolampotila」a -kosteus laitteen vastaavista 
teknisis泊tiedoista.

• Ala sij�!la_laitet_ta paikkaan. jossa se altistuu kosteudel le, piilrl le, erittain ·· · ·· ·· ·· ·· voimakkaa lle sahk蕊atei ly e tai epavakail le 

Ja kosteutta kuljetuksen. siiilytyksen 
ellisen pakkaamisen 

． 垃ytii tehtaan pakkausta 白i vastaavaa ku ljetuksen aikana 
Parisio 

Alhainen pa,iston varaustaso vaikuttaa tosiaikakel lon (RTCcn) toimintaan nollaten 
sen jokaisel la kaynnistyske,ralla. Lokiviesti i lmest'I'{ tuotteen palvelin,aportliin. 
kun pa廿sto on vaihdettava. Lisiitietoa palve ,nraportista saat tuotteen 
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Signal Words Meaning 

心!LAVERTIZARE d
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l mediu sau s戏zut care, 
duce la 咱ni u�oare sau 

moderate 

企�ATENTIE
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d
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date, performante mai s遠zute sau rezultate 
imprevizibi le 

OO'SFATURI Ofera metode care sa va ajute sa rezolvati o 

problem白 sau s� economisi1i timp 

口 NOTA O
su

fe
p

咱
l imen

in
t
fo
la 

rm
te

a
xtti. 

i suplimentare ca accent �i 

Baleriile 
Pute,ea redusa a bate,iei a作rte叩a func\iona,ea RTC, delenninand reseta,ea la 
fiecace romire. Cand bate,ia a『e nevo,e de inlocu ,ce, in raportul  serveru lui 
pmdusu u i va apa,ea un mesaj de juma l . Pentcu mai multe info『ma\ii despce 
raportul serveculu i ,  consu lta\i paginile de configura,e ale pmdusului sau contacta i 
asistenja Dahua I 

俨 S AVERTIZARE 
• rise de explozie dacii batecia este Tn locui诅 incorect
• nlocu iti numai cu o bate,ie identi遠 sau cu o bate,ie recomandatii de Dahua 
• Aruncati bate,ii le uzate Tn confmmitate cu ,eg lemen诅cile locale sau cu 

instruqiunile produ遠torulu i bateciei 
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RF exposure warning 
(Only for the product has RF communicat;on function) 
This equipment must be installed and operated in accordance with pcovided 
instructions and the antenna(s/ used for this transmitter must be instal led to 
pcovide a separation distance o at least 20 cm from al l persons and must not be 
co-located or operating in conjunction with any other antenna or transmitter. 
End-users and installers must be pcovided with antenna instal lation instructions 
and transmitter operating conditions for satis切ng RF exposure compliance 
This equipment should be instal led and operated with a minimum distance 20cm 
between the radiator and yoor body 

Canada Regulatory Compliance 
lCES--001 
This Class B digita l apparatus compl ies with Canadian ICES-003 
Cet apparei l num硝que de la classe B est conforme O la norme NMB-003 du 
Canada 
This device complies 皿h Industry Canada licence-exempt RSS standard(s) 
Operation is subject to the fol lowing two conditions 
( 1 )  This device may not cause interference, and 
(2) This device must accept any interference, including interference that may 
cause undesired operation of the device 
Le p心sent appareil est conforme aux CNR d'lndustrie Canada appl icables aux 
appareils rad,oexempts de licence. L'exploitation est autorisOe aux deux 
conditions suivantes 
( 1 )  l'apparei l ne doit pas produire de brou i l lage, et 
(2) 「uti l isateur de l 'apparei l doit accepter tout b巾ui lla?e rad啦lectrique sub,, 
meme si le broui llage est •u•reptib le d'en comp, uu比ll心 e fonclionnement 

RF exposure warning 
(Only for the product has RF communication function) 
This equirment shou ld be insta l led and operated with a minimum distance 20cm 
between he radiator and your body 
Cet Oquipement doit •tre instal lO et utilise a une distance minimale de 20 cm entre 
le radiateur et votre corps 
Under Industry Canada regulations, this radio transmitter may on ly operate using 
an antenna of a type and maximum (or lesser) gain approved for the transmitter 
by Industry Canada. To reduce potential radio interference to other users, the 
antenna type and its gain should be so chosen that the equivalent isotropical ly 
radiated power (e.i.r.p .) is not more than that nece竺，ry for successfu l 
communication. 
Confom芘ment 白 la reglementation d'lndustrie Canada, le p志ent emetteu「 『adio
peut fonctionner avec une antenne d'un type et d'un gain ma刀mal (ou inferieur) 
approuve pou「 l'emetteu『 pa「 l ndustrie Canada. Dans le but de 治duire les risques 
de brou i l lage radi氓lectrique a l'intention des autres uti lisateurs, ii faut choisir le 
type d'antenne et son _gain de sorte que la puissance isotrope rayonn斡
equivalente (p. i .r.e.) ne deps空e pas l'intensite n知.,,刁ire 白 l 'etablissement d'une 
communication satisfaisante 
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• Do not disassemble the device arbitrari ly 
• Avoid heavy stress. violent vibration. and soaking during during transportation. 

storage. and 1nstallat1on Complete package 1s nere00刁ry during the 
transportation 

• Use the factory package or the equivalent for transportation 

Battery 
Low batterwower affects the operation of the RTC. causing ii to reset at every 
power-up . hen the battery needs replacing. a log message wi l l  appear in the 
product"s server report Fo『 more 1nfonnat1on about the server 『eport. see the 
product's setup pages or contact Dahua support 

& w闷心3
• Risk of explosion if the battery is incorrectly replaced 
• Replace on ly with an 1denlica l battery or a battery which 1s recommended by 

Dahua. 
• Dispose of used batteries according to local regu lations or the battery 

manufactu呵s instructions 

Polski 

Wa之ne srodki ostro之nosci i ostrze之enia

Nlnle6szy cozdzlal oplsuje wlasclwe sposoby korzystanla _z  u呵zenla, sposoby 
zapo legarna zag啦ernom. a tak之e sposoby zapob,egarna usz odzernu m,erna 
P立ed m7por,er,em koczystanla z u卫dzenla zapoznaj �;� dokladnle z tyml 
informacjami i zachowaj je na przyszlo的 do cel6w referenc�nych. 

lnstrukcje dot. bezpiecze伍stwa
W podr熙znlku mogs pojawlc s,� nast�pujijce symbole. lch znaczen,e wyJasrna 
pon西za tabela 

Symbol 

�ZAGRO之ENIE

心。STRZ立ENIE

丛 UWAGA

一WSKAZOWKI

ID UWAGA 

Znaczenie 

Oznacza potencjalne za
m

g
o
ro�

e 
i:en

s
i
k
e 
utk

wy
ow

so
a
ki
c 

eg
po

o 
wa
sto�p

n
n
y

i
m
a, 

i kt6rego nieunikni(;lcie 
urazami lub smierciq 
Oznacza potencjalne zagro之enie sredniego lub 
niskiego stopnia, kt6rego nieunikni�cie mo之e
skutkowa6 pomniejszymi lub srednimi urazami 
Oznacza potencjalne zagro之enie, kl6rego 
nieunik

d
n

a
i�

n
c
y

ie 
ch

m
, 

o之e skutkowac zniszczeniem mienia, 
utratt:1. spadkiem wydajn函ci lub miec inne 
nieprzewidziane skutki 

Oznacza wskaz6wki pozwa lajijce na rozwiijzanie 
problemu lub osz立dn函c czasu

Oznacza informacje uzupe!niaj牢ce tekst gl6wny. 
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asetuss,vui lla ta, ottamal la yhteyt泊 Dahuan lukeen 

VAROITUS ． 气hdysvaara, JOS paristo asetetaan v弱rin pa1kalleen 
• V a , da vain saman la1seen paristoon tai Dahuan suos,tte lemaan paristoon 
• Hiiv1诅 kiiytetyt paristot Ja akut pa1kall1sten miiiiriiysten ta, valm1staJan 

oh」eiden muka,sesll 

Magyar 

Fontos 6vintezkedesek es figyelmeztetesek 
AJe len Feiezet lei�a az Eszkoz megfelel6 kezelOsOI, a veszOlyek megelO珆吟t 部
a vagyoni karok megeloz蕊纹. Az Eszk6z hasznalata elott olvassa el figyelmesen, 
a hasznalata so治n tartsa be, es 6rizze meg 」61 J6v6beni hivatko洼s 必IJara

Biztons6gi utasitbok 
Az Utmutat6ban az alabbi megha泊rozott jelentessel bir6 kategoriz台II

- - -- --- - - --- - -

Figyelmeztet妇 Jelentes 
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ely, ha nem ke咄i

心正IGYELEM
Kozepes vagy kis potenc泊lis vesz仓lyt jelez, amely, ha 
nem keru l i el , enyhe vagy mersekelt se巾lest okozhat. 

O
ke
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illn 
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potenci刮is ko

k
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a总

rt,
za

atd
ot 
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b 企�VIGYAzAT

el , vagyoni 
te ljes ltmenyt vagy kiszam

fthatatlan eredmenyt 
okozhat. 

0畸ITIPPEK O
m

l
e
ya
go

n 
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m6dszereket bizlosit, 0a1 m
ta

e
ka

fy
r
e
ft
k 
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s,
k 
egn itenek 

dani a problem合jat vagy id na meg 

ID MEGJEGYZESEK To炫bbi infom泊ci6kat biztosft a szoveg kieme lesevel 
铀 kieg蕊zrt蕊如e l

Biztons合gi kovetelm的yek
• Tartsa be a helyi elestromo, biztonsagi szabvanyokat annak biztoslt仓sa

仑rdek仓ben, hogy a feszu lts的 stabi l es az eszkoz arame ll翋Si
kovetelmenyenek megfele l6 legyen 

• Az. eszkozt a megengedett paratartalom es homerseklet viszonyok kozott 
sz自l l itsa, hasznalja, es taro lja. A konkret uzemi home忐kletet es 
paratartalmat megtalalja az eszkoz mOszaki lelras的an.

• Ne tegye az eszkozt olyan helyre, ahol nedvesseinek, pornak, rendkivuli 
me legnek vagy hidegnek, e伈s elektronikus sug rz仑snak, vagy instabi l 
传nriszoayokaak van ki抬ve.

• A t z elke咄ese erdek的en ne telep ltse az eszkozt h6for咱s, mint peldau l 
radiator, hosugarz6, kemence, vagy mas hotermel6 eszk位 kozeleben I仓VO
helyre. 

• A belso alkal啦zek 屁,rosod知泊nak elke巾Iese erdek仓ben akadalyozza meg, 
hogy folyadek folyjon az eszk位be.

• A leesOsOnek megakadalyozasa OrdekOben az e釭k釭I vizszintesen te lepitse, 
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Ce已tina

Bezpecnostni pokyny 
�•to p而心ka m泣e obsahoYjll nasledujici kateqorie siqn白lnich slov 

Sign61nf slova 

NEBEZPECi 

VAROVANi 

心偷 UPOZORN�NI

炉 TIPY

1:1 POZNAMKA 

Bezpecnostnr potadavek 

Balerio 

V�nam 

OznaOuje m立nos! zavaz啪ho nebezpeOI, ktere, 
pokud by mu nebylo zamezeno, m泣e m;t za 
nasledek smrt nebo v白之ne zranenL 
OznaOuje m立nos! stledne nebo malo zavazn的0
nebezpe乱 klere, pokud by mu nebylo zamezeno, 
mu之e m;t za nasledek lehke nebo nep扦Us
zava之ne zranenL 
Oznacuje mo之ne ,;z;ko, ktere, pokud by mu 
nebylo zamezeno, muze mil za nasledek skodu 
na majetku , zt咱tu dat, sn讫en; vykonu nebo 
neo扫kavany vysledek 

Uv仓di melody, kte沦 vam pomohou 咐函ii
problem nebo vam usetl飞as

Poskytuje dodateOnO informace formou durazu 
a doplneni textu 

_ tlaku , prudkym 

N忆kO nabitr batene o�ivnuje fungov•nr hodin ve skutecnOm 怂se a zpQsobuje, 
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Japan Regulatory Compliance 
VCCI 

These products comply w,th the requ;rements of VCCI Class B l nformat,on 
Techno ogy Equ;pment. 

Batter;es 
Correct d;sposal of batteries ;n th;s product 

烹 而s marking on the battery Indicates that the battenes In this product 
should not be disposed of with other household waste at the end of their working 
l ife. Where marked, the chemlcal symbols Hg, Cd or Pb Indicate that the battery 
contains mercury, cadmium or lead above the reference levels In Directive 
2006/66/EC and ,ts amending Directive 201 3/56/EU. If batteries are not properly 
disposed of, these substances can cause harm to human health or the 
environment. 

心CAUTION
Risk of exploslon If battery Is replaced by an Incorrect type. Dispose of used 
battenes according to the Instructions 

Safety 
The product compiles with IEC/EN/UL 60950-1, Information Technolo 
Eoug,ment - Saf� 『 Part 1 :  General Requirements; or compiles with IEC/EN/说
623 8-1 , Audlo/v, eo, lnfonnatlon and communication technology equipment -
Part 1: Safety requirements 
If the乱ower su8p ly to the J'roduct Is from external power adapto『 without
conne Ing to A Mains, an the product Is not shipped with power ada tor, 
customers are reiulred to use the external (°wer

) 
ad牙tor that must fuffii

f
the 

re ulrements for afety Extra Low Voltage SELV an Limited Power Source 哇S)

Waste Eloctrical and Electronic Equipment (WEEE) statements 
Disposal and Recycling 

When this product has reached the end of its usefu l life, dispose of it accordinq to 
local laws and regu lations. For infoonation about your nearest designa ed 
collection point, contact your loca l authority responsible for waste disposa l . In 
accordance with local legislation, penalties may be applicable for incorrect 
disposa l of this waste 
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Wymogi dot. Bezpieczenstwa 
• PrzestrzegaJ lokalnych standardow bez ,eczenstwa elektrycznego cele"! 

之r6d!o napi�cia jest' stabi lne i zgodne z wymogam, 
zenia. 

心。STRZEZENIE

• W dku niewlasciwej wymiany akumulatora wyst�puJe zagro之enie
b p

rzypa 
奴 uchem.

• umulator na l砬y zast powac wy诩czn,e tak,m samym typem lub innym 熔em zalecanym przez Hrrr� Dahua 
• umulatory nalezy u冈,zowac zgodnie z lokalnymi regulacjami lub 

instrukCJam, producenta a umu latora 

Dansk 

Vigtige sikkerhedsanvisninger og advarsler 
Kapitlet beskriver ko斤ekt h合ndterin af produktel, undg台else af risici og 
und

J
细lse af skader pa e」endom. e年s kap,t1et omhyggahgt, for du bru�er 

pro uktet, overhold alle anvisninger og advars er under brugen, og gem kapille Iii 
senere brug. 

Sikkerhedsanvisninger 
Fo lqende siqna lord, med besk廿velse kan forekomme i vejledninqen 

Slgnalo,d I Besknvelse 

08 

vagy stab, I helyre telep itse 
• AT. eszkozt j61 szel l6z6 he lyre te lepitse, es ne blokkolja az eszkoz szelloz蜓t.
• Onkenyesen ne szerelJe szet az eszk6zt 
• A sz自l l it部， 泊rolas es telep ites so咱n kero lje a nagy igenybevetelt, eras 

rezg斡I, •• az elOztatost. Asz•11it•s so泊n a telies csomagoleera szuks•g van 
• A sz刮Ii括shoz gy白ri csomagolast vagy azzal egyene啦kut hasznaljon 

Elem 
Az alacsony elem tolt6ttsegi szint ha怡ssa l van az RTC mukbd蜓re, m,nden 
bekapcsolaskor alaphelyzetbe al l . Arnikor az elemet cser创ni kell ,  egy napl6 
uzenet 」elen,k meg a termek szerver 」elentes的en A szerver 」elentes心l lov牡bbl
infom诅ci6kat talal a tern论k bealli泊si oldalain, vagy forduljon a Dahua 
泊moga泊shoz

心IGYELEM

• Robbanasveszely, ha az elemet nem megfelelore cser铀
• Csak ugyanolyan elemre vagy a Dahua Oltal a」•nlott elemre cser•lie 
• A haszn刮t elemet a he lyi el6碌sok vagy az elemgyart6 utasi祛sai szerint 

Ma lmallanitsa 
6 o n r a p c • •  

BalKHM npeAna3HM MepKM M np颈ynpe>KA础佃
Taa• 「naea on•c•a •Hc,p邓"""飞 ,a npae叩Ha e,cnnoa,a"佃 Ha YCT秤•CTBOTO,
,a np硕o,epa-rs眵He Ha onacHocr•rn " 哗,ep,ailHHoe 哗'"- po呛T钾
BHHM盯却HO 003" HHCTp邓"""· np邸H 哗 HJnon,e盯e YCT OHCTBOTO, cna3BaHoe 
'" np• "'咖3B部OTO Ha yc;poOc;eOTO, " 「" 3anaa如 38 忒如u• cnpa8'H. 

MHCTp邓""" 38 6e3onacHOCT 
' �"�� �- -� 它 已 互nu 、� - ···· · � �- · � 、�-�,.. , �... ,, 心...... , ..... 

CHrn江HHS)'MH 3uaseu巩e

心。IIACHOCT
no阻3B8 BVICOKa nOTeH1..1111anHa onacHOCT, KO只TO, 8KO 
He 6迈e 1o1a6erHarn, w,e AO年e AO CMbpT MnVI 
cep1-1oaHo HapaH只眨lHe
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OPE几>ll日cN.IJF呻 ne叨 山1M yMepeHM Hapa叩昭H叩

nocO'-lsa no飞HU,�aneH P�CK, KOHTO, aKO He 妇e

心HHMAHIIE

H36e「H盯， MO)l(e 哗 ,QO聆哗 凡0 M盯epH8JlHH 山eTH,
aary6a 咽 哗HHH, no-HHCKa npOH3B0,QMT却HOCT MnH 
Henp铅CK印yeM pe3ymaT. 
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il3MCKBaHM只 过 6e,onacHocT
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• Nebez eel vybuchu v pfl ado nespravno vymOny batene 
• Vym忒� pouze za totofnou bateni nebo bateni doporu怂nou spolecnostl 

Dahua. 
• Pou之,to batene hkv,duJIB v souladu s mistnim, pledp,sy nebo pokyny vyrobce 

batene. 
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