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Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital device,
pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation. This equipment generates,
uses and can radiate radio frequency energy and, if not installed and used in accordance with
the instructions, may cause harmful interference to radio communications. However, there is no
guarantee that interference will not occur in a particular installation. If this equipment does cause
harmful interference to radio or television reception, which can be determined by turning the
equipment off and on, the user is encouraged to try to correct the interference by one of the
following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

- Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

- Consult the dealer or an experienced radio/TV technician for help.

FCC Caution: To assure continued compliance, any changes or modifications not expressly
approved by the party responsible for compliance could void the user's authority to operate this
equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions: (1) This device may not cause harmful interference, and (2) this device must accept
any interference received, including interference that may cause undesired operation.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled
environment. This equipment should be installed and operated with minimum distance 20cm
between the radiator & your body.

This transmitter must not be co-located or operating in conjunction with any other antenna or
transmitter.

Pakedge declares that WAPC11g ( FCC ID: SLY-WAPC11G ) is limited in CH1~CH11 for
2.4GHz by specified firmware controlled in U.S.A.
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Copyright Statement

No part of this publication may be reproduced, stored in a retrieval system, or transmitted in any form
or by any means, whether electronic, mechanical, photocopying, recording, or otherwise without the
prior writing of the publisher.

April. 2004
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1. Introduction

Thank you for purchasing your AP Wireless 802.11g AP.
This user guide will assist you with the installation procedure.
The package you have received should contain the following items:

AP Wireless 802.11g AP
Quick Installation Guide
Power Supply / Cord
Ethernet Cable

CD

Note: if anything is missing, please contact your vendor
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2. Safety Notification

Your Wireless AP should be placed in a safe and secure location. To ensure proper operation, please
keep the unit away from water and other damaging elements. Please read the user manual thoroughly
before you install the device. The device should only be repaired by authorized and qualified
personnel.

= Please do not try to open or repair the device by yourself.

= Do not place the device in a damp or humid location, i.e. a bathroom.

= The device should be placed in a sheltered and non-slip location within a temperature range of
+5 to +40 Celsius degree.

= Please do not expose the device to direct sunlight or other heat sources. The housing and
electronic components may be damaged by direct sunlight or heat sources.
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3. Hardware Installation

Front Panel
The front panel provides LED’s for device status. Refer to the following table for the meaning of each
feature.

LED STATUS |Description
POWER Off No power
1. Power on 2. Reset to default 3. Firmware upgrade (first 1
Green On| .
minute)
CBalriﬁEn 1. System up 2. Power on 3. Firmware upgrade
LINK Off No Ethernet link detected

Green On|10/100Mbps Fast Ethernet link detected.

CBB|ri(neEn Indicates data traffic on the 10/100 Mbps LAN
Green Indicates the device is linking or active data through wireless
ACT : .
Blink links
Side Panel

The side panel features 1 LAN ports and Reset button. Refer to the following table for the meaning of
each feature.

Used to connect to the power outlet. Only use the power
adapter provided with the device. Use of an unauthorized
power adapter may cause damage to your device and
violate your warranty.

Press the Reset Button for approximate ten seconds, all
configurations will set to factory default settings.

The RJ-45 Ethernet port used to connect your PC, hub,
switch or Ethernet network.

Power (DC 5v)

Reset

LAN

AP Default Settings
The default settings are shown following.

User

Password

AP IP Address 192.168.1.250
AP Subnet Mask 255.255.255.0
RF ESSID apllg

11g RF Channel 6

Mode 11b+g
Encryption Disabled
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4. Web Management Settings

TURN ON POWER SUPPLY
Quick power cycle can caused system corruption. When power on, be careful not to shut down in
about 5 seconds, because data is writing to the flash.

START UP & LOGIN

Before Starting

The default IP address setting for the unit is a class C IP address (192.168.1.250/ 255.255.255.0).
Please make sure that the current workstation is following the class C IP address range, from
192.168.1.1 t0 192.168.1.254 if you would like to do any configuration by this workstation.

In order to configure the Wireless 11g AP, you must use your web browser and manually input
http://192.168.1.250 into the Address box and press Enter on explorer. The Main Page will appear.

a http:#/1%2.168.1.2504 - Microsoft Internet Explorer

File Edt ‘“iew Favaorikes Toals  Help

y ! = _,'-'-_ a
W | = \ﬂ ﬂ 3| S ! Search 7. Favorit

Address | €] http:/{192.168.1,250

Once you have logged-in this unit, it is a good idea to enable the password protection to ensure a
secure protection to the Wireless 11g AP. The Security Settings section described later in this manual
describes how to change the password.

Once you have input the correct password and logged-in, the screen will change to the Setup page
screen.
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4.1 Configuration

MAKE CORRECT NETWORK SETTINGS OF YOUR COMPUTER
To change the configuration, use Internet Explorer (IE) or Netscape Communicator to connect the
WEB management 192.168.1.250.

Settings Summary
This section contains the AP's basic settings information.

Identity
This section contains the AP's current firmware version. Also It can allow user to define the identity

information for this unit if there are many same type units locate at one network.

Wireless Access Point

gursbmn | Hatus

Settings Summary

Aecess Poind propenies

EEID driamal radio). aplig

Local Arwa Nedwork (AN

IF Address. 192.168.1.250
DHCE S2amar Disaksad
Wiraless sathings

Wireless seounty Maong

Aepass Conliol Arry chignl
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4.2 Local Area Network

Network setup ( Local Area Network )
This is the AP's IP Address and Subnet Mask as seen on the internal LAN. The default value is
192.168.1.250 for IP Address and 255.255.255.0 for Subnet Mask.

Wirslasa Access Paoipt

Cordiguer sfion Simios | hagmosis

Local Area Netwerk [LAM)

Primary fddress: Selection
T Direamic
& St P
IP Address (1021681250

Subnetmask  [255.356. 2650
ateway [non.o

e | Aanly I

User’s Guide 9



DHCP Server Settings

The DHCP Server section allows you to configure the settings for the AP's Dynamic Host
Configuration Protocol (DHCP) server function. The AP can be used as a DHCP server for your
network. A DHCP server automatically assigns an IP address to each computer on your network. If
you choose to enable the AP's DHCP server option, you must configure your entire network PCs to
connect to a DHCP server, the AP.

If you disable the AP's DHCP server function, you must configure the IP Address, Subnet Mask, and
DNS for each network computer (note that each IP Address must be unique).

Global Settings: Select the Enable option to enable the AP's DHCP server option.

Reservations

DNS settings

If you already have a DHCP server on your network or you do not want a DHCP
server, then select Disable from the options.

If you enable the DHCP server function, you have to enter a numerical value for the
DHCP server starting and ending addresses. Then the DHCP server will follow this
range to assign IP address for each DHCP clients.

If your DHCP clients must route to other network or with internet service, then the
Gateway IP address will be necessary.

. If some of network hosts would like to be assigned one fixed IP address by this

DHCP server, please enable the Reservations and add reservation record with MAC
address and preferred IP address.

: The Domain Name System (DNS) is how the Internet translates domain or website

names into Internet addresses or URLSs. Your ISP will provide you with at least one
DNS Server IP Address. If you wish to utilize another DNS, please add static DNS
IP Address to DHCP server.

Wireless Access Paint

QRGP Sarver Sethings

|disatdbenl]  Global Setings
Configure the DHCP senver giohal sefings

(14| Aeservatinms
Configurs the static resemvatans for the DHCP samver,

|mdningac] DNS Serings
Configure the DS semers e DHCP serarwall provide o &5 dienis

User’'s Guide

10



4.3 Wireless
Wireless settings

This page contains settings for the identification and radio channel use of the Access Point:

Regulatory Domain:

IAPP

SSID

Band
mode is Mixed.

Radio Channel

PRISM Nitro

this is the organization that certifies the Access Point for use in your country. It
determines which radio channels can be used to transmit and receive signals.

: IAPP can be defined to allow the new AP to obtain the authentication information

from the old AP and send a new EAPOL-Key message to the STA with a new
set of WEP keys. An IAPP should also transfer to the new AP enough of the
RADIUS server account information for the new AP to continue the same
account records rather than start a new account record.

: only Access Points and clients that share this SSID are able to communicate with

each other. Your networking client allows you to choose to which network you
connect. The network names you see there are SSIDs.

. select the policy for internal radio. There are 3 types of band setting, the default

. select the appropriate channel from the list provided to correspond with your

network settings. You shall assign a different channel for each AP to avoid
signal interference.

: this mode can improve performance slightly but will break downward

compatibility with some older products.

Current Tx Power Level: this setting allows to adjust output power of this unit. Set value to “1” will

Broadcast SSID

tune the power to Maximum level.

. this setting is related with SSID for whether it can be broadcasted by wireless
or not.

Enable L2 Isolation: enable this setting will reject clients to communicate between themselves by this

Transmission Rates:

Preamble Type

AP.

The rate of data transmission should be set depending on the speed of your
wireless network. You can select from a range of transmission speeds, or you
can select AUTO to have the AP automatically use the fastest possible data
rate.

. select the head length of the packet. There are 2 types can be supported, long

and short.
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WDS Links

This mode allows the AP to keep the AP function role and at the same time performing a
communication with other 802.11g AP to establish and extend your Wireless Network coverage

Please select the checkbox to enable AP on the WDS list to perform WDS application or enter the
Remote Access Point’'s MAC address to enable this feature.

Wireless Access Foint

Configuraiion | Sdwies | DNagoosilc

Wireless Distribution Syatem Links

i
= Rdand
e - Selec the folicwing Access Poirds that wil be used Tor e weroless disfibulion system of your wireless
Lucal Ard Ml nedwark
WIS Links fod Evteanal raslio:
Enabile frer audress  Mame S50 Datafates  Channed m RSS1
[ O0CEANBEEF.02 detaultti B0Zi1b G 185
[ ON:0EAET 12333 detaull B0Z11D B o 174
r 008040 &F 0020 wian-g-4712 BOI11p B o 173

T manuaty add Azcess Poinks o your WHE Links click the Dution Abdd WOS Link
Acd WOS Link |

oancel I AR I
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4.4 Security

Wireless Security

The Wireless Security Setting separates 5 items setting. They are included ACL, RADIUS Server,
WEP, 802.1X and WPA.

Access Control List : This function will allow administrator to have access control by enter MAC
address of client stations.

RADIUS Servers : With this option you use a RADIUS server to handle access control.

RADIUS (“Remote Authentication Dial In User Service” is a standard for user authentication. The
RADIUS server contains a database with users and their access rights. When a user wants to use the
Access Point, the Access Point contacts the RADIUS server to see if this is permitted.

To add a RADIUS server:
1. Click Add to add a RADIUS server.
2. In the window that appears, enter the following data:
- IP Address: the IP address of the RADIUS server.
- UDP Port: the UDP port number of the RADIUS server.
- Secret: the password for access to the RADIUS server.
3. Click OK. The server is now added to the list.

You can add more than one RADIUS server. The first server in the list will be used by default, the
second will be used if the first is not available, etc.

To delete a RADIUS server from the list:
1. Click Delete.
2. Select the RADIUS server that you want to remove from the list.
3. Click OK. The list is updated.

Wired Equivalent Privacy (WEP) : select the check box will enable WEP function. WEP security
supports 2 types encrypted format, one is Hexadecimal and the other is ASCII format.

802.1X Security : select the check box will enable 802.1X security. Please select one suitable key
size and rekeying setting.

Wi-Fi Protected Access (WPA) : The WPA security pre-shared key supports TKIP algorithm. TKIP
stands for Temporal Key Integrity Protocol. TKIP utilizes a stronger encryption method and
incorporates Message Integrity Code (MIC) to provide protection against hackers. To use WPA Pre-
Shared Key, enter a password in the WPA Shared Key field between 8 and 63 characters long. You
may also enter a Group Key renewal interval time.

a CaEmn i
1 i £ “wrd o ATy ETiEn i rebvonalc BeTy

RIS e
BF A PR AR BFEE R N A el

k - VB | Al B ey L )
- il i Cordgure WIP p N EERe g

e llars]
i L B N L Rl b e i e T L LT I
i
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Unauthorized confiquration

Changing the password for the AP is as easy as typing the password into the New Password field.
Then, type it again into the Confirm password to confirm.

There is no default password when you first open the configuration pages, after you have configured
these settings, you should set a new password for the AP (using the Password screen). This will
increase security, protecting the AP from unauthorized changes.

Also you can lock this AP to deny any configuration changes. Once you lock this AP, only by hardware
reset can unlock this device.

Wireless Aoceas Falnt

Cnanifggur wison Stwius | DHegneoatee

Eecurity Against Unauthorized Configuration

Cheamigpe parsissdi il
Sed tha password neaded o access and configure your Accass Paoint
Mew passwort | (316 characlars)

Confim password |

Change password...

Lock Access Poa
Lack the Access Poink o dery configursiion changes o 0 You need 10 have phesic s aicess tntha
Apcess Foir i unlock il

Lock Areess Point |
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4.5 Location Base Service

Every time a client associated or disassociated to the Access Point, the AP can send a trap to the
Location base Server.

If you enable Location base service, please enter the IP address of the Location base server who will
process these traps.

Also the Community String is necessary for Location base server authentication before accept these
traps.

Wireless Access Point

Lecamen Base Semings

. ety |
Sgnd Trap tn Sener

Local Araa Metw & Desabie
T Enable

canes! | Ay I
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4.6 Status Overview

In this section, we provide a series of statistics about this AP. User can check each status via this
page. For example, if you would like to check how many clients already associated on this AP, you

may click the link on left site “ Wireless clients “ for detail. For other detail information, please tip other
links for reference.

i el i '
' jv_'ﬁp_.; Wirslees ACCess Foint

YWirploss

Canfgurathan | Stetus | [agsoiie

Bratus Dverview

Access Poim aci s

Uptema 14:56: 13
Clinpmis il ernal rahio eEpangion card raiio
' : Wirless Chants 0 0
Vil el P 0 o
Packels senl CESR R (i
Packels rsrarped SEQAT (1]
Fuant rapaoriing
Laslkag Mmoid 145347

Highesd prioriy

Info
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4.7 Diagnostic

This function provides one simple diagnostic method for check if the LAN connection that want to
connect is exist or not.

Please fill in one IP address with same subnet to AP then click apply. Normally it will take several
seconds for reply like below screen.

Wireless fccess Point

C ol stin Siatiin | [Haipneasise | He

Ping Diagnestie

IP Address [ra2168.1.118
carcel | Aopiy |

FIRG L9z . 1l&8, R L19 (18Z.168.1.119%% 56 dacs bBycas

64 bytes from 193.L66.0. 109 ijcep_geqe etl=lEf time=0.0 s
& byces from 192.168.0.11%; zoep meqel ctlelZl times0.0 ms
&4 bytes from 19Z.168.1.119: 1omp segsl TrlslZE timesd.] ms
£4 byces from 192 1638.1.119: frep aege3 Crl=lZB ciee=0.0 B3

- 182, 188.1.119 ping =catistice -—
4 packets transmicced, 4 packets recsiwsd, 0% packet Loss
Tound-Trip min/awgiea = 0.0/0.0/0.0 w3
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4.8 Upgrade Firmware

Click the Upgrade button to load new firmware onto the AP. If the AP is not experiencing difficulties,
then there is no need to download a more recent firmware version, unless that version has a new
feature that you want to use.

Wireless Access Point

Upgrade firmware

Firmware upgrade
Select the firrmware file to upload and start the upgrade

= Back Uporade Cancel
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4.9 Reboot Access Point

This function provides AP performing an initial action by web management. Same result could be done
by power off/on this unit.

and - Microsoft Internet Explores

Wireless Access Point

Software Reboot

Device Reboot
Reboot Access Point?

Rehoot I Cancel
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4.10 Restore Factory Defaults

Click the Reset button to reset all configuration settings to factory default values.
Note: Any settings you have saved will be lost when the default settings are restored.

st Wizard - Micmeantt Tntemnet Explorer

Wireless Access Point

Software Reset

Software Reset
Reset Access Point?

Reset

Cancel

User’'s Guide
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4.11 Configuration Profile Download

This function provides AP configuration download, user can save current AP settings in one profile for
later restored usage. Using this way can save more time for reconfig this device again if it has been

reset factory default.

Download Wizari

anft Internet Explorer

Wireless Access Point

Welcome to the Configuration Download Wizard

Flease right click on the following UFEL, use "Save Link Target As" to save the
configuration file. { Ifyou do not download by this way, the format of
configuration file may bhe changed by weh browser.)

configuration file

Hote. When the configuration is factory defaults, there is no configuration file
for downloading.

Close

User’'s Guide
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4.12 Configuration Profile Upload

This function provides AP configuration upload, user can use profile that saved before for restore this
unit.

2} Uplosd Configuration Wizard - Microsoft Infernst Explozer .3 = =] L)._([

-
54Mbps
‘ 4’” Wireless Access Point

Wireless-G

Upload Wizard Upload configuration

Configuration Upload
Selectthe configuration file to upload

=Back | Upload Cancel
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5. Appendix
WDS Links Application: Enable WDS function can perform following 2 applications
WDS (AP Repeater): This mode allows the AP to keep the AP function role and at the same time

performing a communication with other 802.11g AP to establish and extend your Wireless Network
cover. Please enter the Remote Access Point's MAC address to enable this feature.

Repeater Application
AP mode
—_— w hAC: 00904 k000001
Central site
Remote site

Wireless client

Repeater mode

P AC: 00304 000002
Freferred B55:00904b000001

Wireless Bridge: This mode allows the connection of one or more remote LANs with a central LAN.

Bridge Application

: Bridge mode
Brid i
Mr,:-‘-\g -%Drg%dinunuuz flAC: 00904 hO00001
Remote MAC Address: Remote MAC Address:
0090400001 — 009040002
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6. Troubleshooting

Basic Functions

My Wireless AP will not turn on. No LED’s light up.

Cause:
= The power is not connected.

Resolution:
= Connect the power adapter to your AP and plug it into the power outlet.

Note: Only use the power adapter provided with your AP. Using any other adapter may damage your
AP.

LAN Connection Problems | can’t access my AP.

Cause:

= The unitis not powered on.

* There is not a network connection.

= The computer you are using does not have a compatible IP Address.

Resolution:

= Make sure your AP is powered on.

= Make sure that your computer has a compatible IP Address. Be sure that the IP Address used on
your computer is set to the same subnet as the AP. For example, if the AP is set to 192.168.1.250,
change the IP address of your computer to 192.168.1.15 or another unique IP Address that
corresponds to the 192.168.1.X subnet.

Use the Reset button located on the rear of the AP to revert to the default

settings.

| can’t connect to other computers on my LAN.

Cause:

= The IP Addresses of the computers are not set correctly.
= Network cables are not connected properly.

=  Windows network settings are not set correctly.

Resolution:

= Make sure that each computer has a unique IP Address. And the IP must be in the same subnet as
the AP.

= Make sure that the Link LED is on. If it is not, try a different network cable.

= Check each computer for correct network settings.
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Wireless Troubleshooting
| can’t access the Wireless AP from a wireless network card

Cause:

Out of range.
IP Address is not set correctly.

Resolution:

Make sure that the Mode, SSID, Channel and encryption settings are set the same on each
wireless adapter.

Make sure that your computer is within range and free from any strong electrical devices that may
cause interference.

Check your IP Address to make sure that it is compatible with the Wireless AP.
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