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1. Package Contents

Before you starting to use this WiFi network card, please check if there’s anything missing in

the package, and contact your dealer of purchase to claim for missing items:

Package Contents

Please make sure you have the following in the box:
¢  WiFi network card
¢ CDROM

Note: if anything is missing, please contact your vendor



2. WiFi Network Card Installation

1. Insert the WiFi network card into an empty USB 2.0 port of your computer.

Never use force to insert the card, if you feel it’s stuck, flip the card over and try again.




2. If he following message appear on your computer, click ‘Cancel’.

Found New Hardware Wizard

Walcome to the Found New
Hardware Wizard

Thiz wizard helpz you install zoftware faor:

80211 n'wlLaN

,\j If your hardware came with an installation CD
== or floppy dizk. insert it now.

“What do you want the wizard to do?

{(#)install the software automatically [Fecommended}

() Install fram a list or specific lacation [Advanced)

Chck Mest to cantinue.

MHest » l[ Cancel

3. Insert the Driver CD then wait for the Autorun prompt.



4. If Autorun does not work, please browse the CD content and double click the “Setup.exe”.
5. Click “Next” and then follow the instructions on the screen to continue the installation.

Ralink Wireless LAN - InstallShield Wizard
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RALIME wireless Utility for Windows 2000/FAistatning
Copyright (C] RALINK TECHNOLOGY, CORP. All Rights Reserved.

Thank you for purchasing RALINE \wWireless product!

SOFTWARE PRODUCT LICEMSE

The SOFTWARE PRODUCT iz protected by coppright laws and international copyright
treaties, as well az ather intellectual property laws and treaties. The SOFTWARE PRODUCT
iz licenzed, naot zold.

1. GRAMNT OF LICEMSE. Thiz End-User Licenze Agreement grants pou the following
rightz:Inztallation and Uze. You may install and use an unlimited number of copies of the
SOFTWARE PRODUCT.

Reproduction and Distribution. “Y'ou may reproduce and distribute an unlimited number of

copies of the SOFTWARE PRODUCT ; provided that each copy shall be a true and complete
copy. including all copyright and trademark. notices, and shall be accomparnied by a copy of

thiz ELLA. Copies of the SOFTWARE PRODUCT may be distibuted as a standalone product

or included with pour own product. w
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Ralink Wireless LAN - InstallShield Wizard
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t the setup bype that be

guration Tool.
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6. When you see this message, please click “Finish” to complete the driver installation
process.

Ralink Wireless LAN - InstallShield Wizard

Install5 hield Wizard Complete

hield *wizard t

Cancel

Inystel Shield < Back ] [




3. Connect to Wireless Access Point

1. After installation is complete, a small Ralink icon appears in the notifications area of
the taskbar. You can double click it to maximize the RaUl dialog box.

2. When starting RaUl, the system will connect to the AP with best signal strength without
setting a profile or matching a profile setting. When starting RaUl, it will issue a scan
command to a WiFi network card. After two seconds, the AP list will be updated with
the results of a BSS list scan. The AP list includes most used fields, such as SSID,
network type, channel used, wireless mode, security status and the signal percentage.
The arrow icon indicates the connected BSS or IBSS network. The dialog box is shown

below.
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You could click the two buttons which red arrow pointed to open the “Site Survey” and
“Link Information” page to show detail information.
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Configure Connection with WPA2-PSK).

a. Select the AP and click “Connect” icon é').

3. You could follow the steps to connect to the AP which you want to connect (Example to

AP Information
5] ()
M&C Address 00-0E-ZE-E1-98-Z0  Encrvption

AP

Authentication WPA-PSE. ..
TEIP+AES
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b. Authentication/Encryption function appears.
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c. Select WPA2-PSK as the Authentication Type. Select TKIP or AES encryption.
Enter the WPA Pre-Shared Key.
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d. Click "OK". Be careful, if the WPA Pre-Shared Key entered is not correct, you won't
be able to exchange any data frames, even though the AP can be connected.
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4. At last, if you want to know more using method of RaUl, you could refer to the help file

by click the question mark ? atthe top right corner of RaUl to open it.

> IP Address

= Mask

E? HTML Help

- &

Hide Back Prnt Ophionz

Contents lgeamh] A
- Start Raul

= |
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E&‘t;:joﬁ'i”!‘;’fgi'ess iy (RaUT) When starting RaUl, the system will connect to the AP —
EZ—I:StalrtRaUI with best signal_ strength without Setti_ng a profi_le or

@ Scction 22 : Profile matching a profile sefting. When starting RaUl, it will

@ Section 2-3 : Netwark issue a scan command to a wireless NIC. After two

@ Section 2-4 1 Advanced seconds, the AP list will be updated with the results of a

@ Section 2-5 : Link Information BSS list scan. The AP list includes most used fields,

@ section 2-6 1 About such as SSID, network type, channel used, wireless

@ Section 27 1 WrS mode, security status and the signal percentage. The

g:zt:zgii;f:d":x arrow icon indicates the connected BSS or IBSS

=ection 5 FaD network. The dialog box is shown in Figure 2-1.

————————————————
2 Ralink &) () (& 2

12



Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital

device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide

reasonable protection against harmful interference in a residential installation. This

equipment generates, uses and can radiate radio frequency energy and, if not installed and

used in accordance with the instructions, may cause harmful interference to radio

communications. However, there is no guarantee that interference will not occur in a

particular installation. If this equipment does cause harmful interference to radio or

television reception, which can be determined by turning the equipment off and on, the user is

encouraged to try to correct the interference by one or more of the following measures:

. Reorient or relocate the receiving antenna.

. Increase the separation between the equipment and receiver.

. Connect the equipment into an outlet on a circuit different from that to which the receiver
is connected.

. Consult the dealer or an experienced radio/TV technician for help.

FCC Caution: Any changes or modifications not expressly approved by the party responsible
for compliance could void the user's authority to operate this equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions: (1) This device may not cause harmful interference, and (2) this device must
accept any interference received, including interference that may cause undesired operation.

This device is restricted to indoor use when operated in the 5.15 to 5.25 GHz frequency
range.

This EUT is compliance with SAR for general population/uncontrolled exposure limits in

ANSI/IEEE C95.1-1999 and had been tested in accordance with the measurement methods
and procedures specified in OET Bulletin 65 Supplement C.
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