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1. Introduction

Before you starting to use this wireless network card, please check if there’s anything

missing in the package, and contact your dealer of purchase to claim for missing items:

Package Contents

Please make sure you have the following in the box:
Wireless-GN USB Dongle

.

¢ Protection Cap

¢ Quick installation guide
.

User manual / device driver CDROM

Note: if anything is missing, please contact your vendor
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2. Wireless LAN Basics

Wireless LAN (Local Area Networks) systems offer a great number of advantages over a
traditional, wired system. Wireless LANs (WLANs) are more flexible, easier to setup and

manage and often more cost effective than their wired equivalence.

Using radio frequency (RF) technology, WLANs transmit and receive data over the air,
minimizing the need for wired connections. Therefore, WLANs combine data connectivity

with user mobility, and, through simplified configuration, enable movable LANSs.

With wireless LANS, users can access shared information without looking for a place to plug
in and network managers can set up or augment networks without installing or moving wires.
Wireless LANs offer the following productivity, convenience and cost advantages over

traditional wired networks:

e Mobility - Wireless LAN systems can provide LAN users with access to real-time
information anywhere in their organization. This mobility supports productivity and

service opportunities not possible with wired networks.

¢ Installation Speed and Simplicity - Installing a wireless LAN system can be fast and easy

and can eliminate the need to pull cable through walls and ceilings.

¢ Installation Flexibility - Wireless technology allows the network to go where wires cannot

go.

e Reduced Cost-of-Ownership - While the initial investment required for wireless LAN
hardware might be higher than the cost of wired LAN hardware, overall installation
expenses and life-cycle costs will be significantly lower. Long-term cost benefits are

greatest in dynamic environments requiring frequent moves, adds, and changes.

e Scalability - Wireless LAN systems can be configured in a variety of topologies to meet
the needs of specific applications and installations. Configurations are easily changed
and range from peer-to-peer to full infrastructure networks, also allow roaming over a

broad area.
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3. Installation for Windows platform

The following section will assist you in installing wireless LAN Adapter successfully. You will
first install software (Utility) and then insert / attach the Wireless LAN Adapter to your system,
and finally set the network properties to accommodate resource sharing and select the type
of wireless network that you wish to install. The Wireless LAN card can easily be installed
and used, without bothering to connect cables for keeping your computer to use network

resources.

3.1. Installation Overview

Here are some steps you will perform in establishing your wireless network connection:

Install the Access Point at first. AP is needed in case of Infrastructure network mode.
Install the software using the Install CD.
Install the Wireless LAN Card.

Install the network protocol(s) required to communicate on your network. Most likely you
will need the TCP/IP protocol.
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3.2. Install Procedure for Windows

Please follow the following instructions to use Ralink configuration utility to connect to
wireless access point.

1. Insert the USB wireless network card into an empty USB 2.0 port of your computer
when computer is switched on. Never use force to insert the card, if you feel it's stuck, flip
the card over and try again.

2. The following message will appear on your computer, click ‘cancel’.

Found Mew Hardware Wizard

Welcome to the Found New
Hardware Wizard

windows will search for current and updated zoftware by
loaking on your computer, on the hardware installation CO, or on
the Windows Update Web zite [with pour permizsion).

£ ) ol

Canwindows connect to Windows Update bo zearch for
zoftware?

) Yes; this time only
() ez, now and every time | connect a device

) Ma, nat thiz ime

Click Mest to continue,

Cancel
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3. Insert the given Install CD in the CD-ROM, and wait for the Autorun prompt. If Autorun

does not work, please browse the CD content and double click the “ Autorun.exe ”

WUBR-502GN

Driver

4. Click the “Driver” for beginning the installation.

Ralink Wireless LAN - InstaliShield Wizard

Licanae Ag st

FRALIHE, winstaad Lelly ol Windoans JMIL /20005 Nita
Cogyght [C] PsLb TECHNOLOGY, CORP. &1 Fightx Reaened

Thad, o ol Bnchasng MALINE "Winsledj pooduct

SOFTWARE FRODUCT LICENSE

The SOFTWARE PRODUCT i piotached by copynght L and nbamatonsl copsedght
heatey, a9 el g cihes pdellechagl progery lewwr aned mesbier. The SOFTWARE PRODUCT
i ey, el sk

1. GRANT OF LICEHEE. Thiv Enchver License Agresment grants pou e gy
nghi - insialivon and Uise Wi may nstall and use an unimied rusher of copies of the
SOFTWARE FRODUCT

Riapeochacann sl Dustrbaton Vo mey repeocice sl dainbain se ordmieed nomley ol
cogeet of (he SOFTWORE PRODUCT ; provded thal each copy chisl ke o eue and compists
g, Bckidrg ol coppaghl and Mademad nobcal. & ihall Be socomparesd by & cogy of
they EURLA. Copeery of tea SOFTWARE PEODUCT mar be divboied sy & standalorme produst
1m e e vl e o ek

O | pocect the bsima of the bosrus agresnent

B 0 o nr sedect e heam ol the Boedie stetrmand

irzial ] i Bk Haad » . Cancsl

5. You can choose the configuration tool used to configure the wireless network card

here. It's recommended to select ‘Ralink Configuration Tool’, which provides fully access
to all function of this wireless network card. If you prefer to use the wireless configuration
tool provided by Windows XP or Vista, please select ‘Microsoft Zero Configuration Tool’,

then click ‘Next’.
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Ralink Wireless LAN - InstaliShield Wirard

Setup Types

Irneletl| "I "l Back I

When you select one mode, please click ‘Next’ to continue. If you see ‘Found New

Hardware’ message again, please ignore it and wait.

7. Please wait while the install procedure is running. When you see this message, please

click ‘Finish’ to complete the driver installation process.

Rakfink Wireless LAN - InsraliShield Wizard

Haudy la Inalall The Paog s

] " s,
Il < Back |Jroicd] [—

Note: If the wireless network card is PCI interface, then you should shut down your

computer first then power on your computer after you complete the card insertion.
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8. Click the right button of mouse on My Computer - Manage - Device Manager.
Check whether it has WLAN adapter in one of the sockets or not. If you find Wireless 11n
USB Dongle in one of the sockets, it means the card is detected properly.

If you cannot find this adapter on device manager, please click the Action - Scan for
hardware changes to search again. If this adapter is shown with yellow exclamation mark,
please remove it and click the Action = Scan for hardware changes to search this
hardware again for proper hardware installation.

= Computer Management

g File Wiew  Wwindow  Help =] =]

- BE & 2

g Computer Management (Local)

= ﬁ Systerm Tools [+ t; Batteries
E LT' . Ewvent Yiewer + v} Compuker
£+ Shared Folders [+ 2o Disk drives
5 Local Users and Groups + '§_§ Display adapters
I’+‘l Performance Logs and Alerts + ik DYDJCO-ROM drives
g Device Manager + fdg Human Interface Devices
:I @ Storage + (=2 IDE ATAMATAPT controllers
E Remowable Storage + ‘& IEEE 1394 Bus host contrallers
Disk Defragmenter i+ I,b] Infrared devices
Disk Management + < Kevboards
II Bﬁ Services and Applications + ';_, Mice and other pointing devices
e E_ Modems
J'r § Maonitors

-l m Metwork adapters
m 1394 Met Adapter
B8 302,110 USE Wireless LAN Card
; i -E InteliR) PROWireless 2200BG Metwark Connection
* B PCMCIA adapters

5 Parts (COM & LPT)

1- % Processors

[+ Jﬁ Sound, wideo and game contrallers

[+ 5 System devices
1+ Uriversal Serial Bus controllers

9. Click Start-> Settings—=> Network Connections or right click mouse on the My Network
Places (Network Neighborhood) for TCP/IP setting.

*s Network Connections [.- ”Dl&]

File Edit ‘Wiew Favorites Tools  Advanced  Help ',

<) 2 I'ﬁ: /_'Search |\~ Folders v

fiddress | & Network Connections V| Go

—i=— ~| LAN or High-Speed Internet
Network Tasks

- Local Area Connection i

[&] create anew Enatled =
conneckion . 4 ot L ;
i N

ebwatk Connection 4

|__,-3 Intel(R) PROYL00 VE Metwark .. Disable
g Sfeft. ol Fomi arsrelh Wiew Available Wireless Networks
affice networ Status

W Disable this network. Z
device Repair

R‘% Repair this connection

Bridge Connections

Ii'm Rename this connection
& Create Shorkout
& Yisw status of this :

conneckion Dielete
hange settings of this . Rename
conneckion

Properties

User’s Manual 10



10. Click Properties from the pop up menu. Select the Internet Protocol(TCP/IP) and

click Properties button.

-+ Wireless Network Connection 4 Properties |E|[z|

Gieneral | Advanced

Connect using:

E& ‘Wirelesz ComboCard

Thiz cannection uges the following iterms:

=1 05 Packet Scheduler
S AEGIS Protocol (IEEE 802 1] w3.2.0.3
g | ntermet Protocol [TCRAIR)

[

£

< N

[ Install... Irinztall Froperties

Dezcnption
Tranzmizsion Control Protocal/Intemet Protocal. The default
wide area network, protocol that provides communication
acrogs diverse interconnected netwarks.

Show icon in notification area when connected

]9 ] [ Cancel
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11. You can select either Obtain an IP address automatically or Use the following IP
address setting. If your choice is the second one then entering the IP address, Subnet
mask, Default gateway and DNS. After setting these parameters appropriately, click OK

to make the changes work.

Internet Protocol (TCP/IP) Properties @E|

General

Y'ou can get IP gettings azsigned automatically if your netwaork, supparts
thiz capability. Othenwize, pou need to azk your nebwork. adminiztrator for
the appropriate [P settings.

{7y Obtain an P address autamatically
{(#) Uze the follawing |P address;

IF address: 192 168 . 1 . 100
Subnet mazk: 2Ah 28R 28R 0
Diefault gatewary: 192 168 . 1 . 254

{(#) Uze the following DMS server addreszes;
Prefermed DNS server: 192 168 . 1 . 254

Alternate DMS zemver

[ OF. l[ Cancel ]

Note: Above figure is an example for IP address setting. Please use the one of your

own !
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3.3 Uninstall Procedure

Step 1:

If you want to uninstall the WLAN adapter, just simply click

Start > Program -> Ralink Wireless = Uninstall — RT2870

It shall uninstall all related programs.

@' Internet
( Inkernet Explorer
w5 E-mail

d Qutlook Express
‘g Paint
@ Mokepad

® Windows Media Plays
v M3M Explorer

@ Tour Windows ¥P

&"a Windows Live Messe

all Programs | 3

Step 2:

Restart your Computer.

| iReasoning 2
. @ PR Traffic arapher r
() RaiderFTPD r
M Soundma r
Skartup L4
I windows Live 3
I'@ WinPcap k
[@ Wireshark k

l@ ACCessoties 3
I'T@ Fames k

14

“ fdobe Reader &

Internet Explorer
MSM Explorer
Cutlook Express
Rermate Assistance

Windows Media Plawer

Windows Messenger

55 B & Ralink wireless Utiity

- | & Uninstall - BT
ﬁ| Log oFf |ft!_)| Shuk Do =
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4. Connect to Wireless Access Point

Wireless network adapter uses its own management software. All functions

controlled by user are provided by this application.

Usually this application starts automatically, or click -icon from Start Menu to

start the Utility application.

A new icon --should appear in your Icon tray if your WLAN adapter is working
properly. If the icon is in red color, it means that WLAN adapter is under poor signal

or the connection is unavailable.

1511019 AM

User can navigate through “sheets” by clicking tabs; “X” button will minimize the window.
To provide more link information, click “More...” button. Below description explains the usage
of this utility.

B - s @ o
Profile Metwaork Statistics WA WPs Fadio OnfOff ,ﬂ:buut
sorted by =5 @ S5ID o Channel 0 Signal [ show dBm
&P List ==
2 § ¢ s o %
&2 g 34
o g 4
B @ S w m
L4 g 19—
e S s
001601936554 @9 g S 5 .
Rescan Add to Profile Connect
b S
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4.1 Connect to Wireless Access Point

Configuration utility will scan for all wireless access points automatically. Scan results will

be displayed here, please check if the wireless access point with the SSID (the name of

wireless access point) you preferred is shown here.

If the wireless access point you wish to connect does not show here, please click ‘Rescan’

to try again, until the one you preferred is displayed. You may have to click ‘Rescan’ for

more than two times before you can see the access point you wish to use here sometimes.

1. Click the wireless access point or network device you wish to connect, it will be

highlighted, then click ‘Connect’.

RalJl x]
[ - P 3 P
= ok & ?
Profile Metwark Advanced Statistics i, WPS Radio On/Off  About
Sorted by == ; & Sior
AP List ==
9F, 3% %
D060 1936356 o 2 o W
13CH_AP b _—
£ - |
........................................... [T
azaz123 | [
B 12500 b _§ 0oy
se" oy i
o *3
U u
\J
...IIIIIII““.
.
Status =»  Disconnected Link. Quality == 0%
Extra Info == Signal Strength 1 == 0%
Channel == Signal Strength 2 == 0%
Authentication == Moise Strength =» 0%
Encryption ==
Metwark Type =» Tranzmit
IP dddress == Lirk Speed ==
sub Mask >> Throughput ==
Default Gateway ==
Receive
HT
Link Speed ==
B ==nda SMRO == nfa
Throughput ==
Gl == nfa MCS == nfa SMR1 == nfa

If the access point you selected does not enable encryption (The content of ‘Encryption’

field of the access point you selected is ‘None’, you'll be connected to this wireless access

point within one minute. Please jump to step 4.

If the access point you selected enables encryption, please proceed to next step.
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2. If the wireless access point does not have SSID, you'll be prompted to input it here.

Please ask the owner of wireless access point and input the exact SSID here, then click

‘OK’ when ready. If the SSID you provided here is wrong, you'll not be able to connect to

this access point.

If the wireless access point you selected have SSID, please skip this step.

Profile

Sorted by ==

001601936356
13CH_AP

1590

1590

Rescan

o
e # @ ¢ ¢ Z @
Meatwork Advanced Statistics LT L Fadio On/Off  About
@ 551D o Channgl ﬁ Signal [] show dBm
AP List ==
®: B8 T :x —— 5
¢ (B9 29%
v: (B9 29% I
o ﬁi;§_ 2 oy
v BE 100% I e
Y1 BE T oo m— -
s B8 2 sx -
Add to Profile Cannect
-
Please enter 5510 I
O.Q‘A
_'“ QK .‘: Cancel

3. If the wireless access point uses encryption, you have to input WEP passphrase or

WPA preshared key. Please ask the owner of the wireless access point you want to

connect, and input the correct passphrase / preshared key here, then click ‘OK’. If the value

you inputted here is wrong, you will not be able to connect to this wireless access point.

Authentication type is selected automatically, please don’t change it.

If the access point you selected does not enable encryption and does not require

authentication, please skip this step.
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Ralll

" # @ 0 z
— i3 ; :
Profile Metwork Advanced Statistics WA, WPS Fadio On/Off  About
Sorted by == (D ssID @ channel @ siznal [] Showdem
- P List =»

b a 2 % 2|
13CH_aP 13 g 100% =
1590 1 g © % E—— ~
1590 s 8 ° o
azaz123 b2 g s6% i
w1250z b g 100% = |
FAE-demo b7 8 ¢ o o -

Rescan #dd to Profile Connect
- ol
#uth, L Encry.
Authentication == Open - Encryption == WEP b [:I 802, 1%
WPH Preshared Key ==

iiep Key Socoocoooooooooooooooooooooooooooooooooooooooooooooooon
@ Key# Hexadecimal hd E ] [ show Passm:ord
@ tevaz Hexadecimal -
@ veves Hexadecimal - j
“ Kt Hexadecimal - ]

Ok Cancel
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4. You'll see ‘Status’ (SSID and MAC address of the wireless access point or wireless

device you connected to) message displayed at lower-left corner of configuration utility,

congratulations, you're successfully connected to the access point or wireless device you

selected!

Prafile

Sorted by ==

13CH_AP
P 1550
B 1250g
FAE-demo
GLANT

H20

Rescan

Status ==

Extra Info ==
Channel ==
Authentication ==
Encryption ==
Metwork. Type ==
IP hddress ==

Sub phask ==

Default Gateway ==

By ==nfa

Gl == nfa

Z10.66.97.139

2Rk, 366,256.0
210.66.97 .17
HT
SHRO == nfa
MCS == nfa SMRA == nfa

Moise Strength =» 26k

~ @ # @ @
Metwork Advanced Statistics Wi, WS
{Qy ssID @ Channel @ sicnal
AP List 2>
tha g} 0%
b § 00
¥ B8 ° o o
i g g
b g S oo
e g S oy
i Q 2 ok .
Add to Profile Cannect
1590 <= 00-0E-8E-0C-04-CF
Link is Up [TxPower: 100%]
1 4--3 2412 MHz
Open
WEP
Infrastructure Transmit

Link Speed == 1.0 Mbps

Throughput == 0,000 Kbps

Receive
Link Zpeed == 54,0 Mbps

Throughput ==7.112 Kbps

ndh
Radio On/Off

[] Shaw dBm

Wha

1,445
Mol ps

e

,ﬂ:buut
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4.2 Using Windows Zero Configuration

Windows XP and Vista has a built-in wireless network configuration utility, called as
‘Windows Zero Configuration’ (WZC). You can also use WZC to configure your wireless

network parameter:

1.Right-click Ralink configuration utility icon and select ‘Use Zero Configuration as

Configuration utility.

Launch Config Utilities

-----

Exit

2.Click ‘Start’ button (should be located at the bottom-left corner of windows desktop), click

‘Control Panel’, then click ‘Network and Internet Connections’ in Control Panel.

B Conlrol Pamel

B [ Pem Fpewiec [ook e

J .\J 1’ !_-'liun'l. I; Fokdes | (35w
e |G Contrel Panel

Ell’l'" Control Fanel ] Fick a categuw
_G- Sl by Claeiie Wi c
% Agsprear e vl Tlhemes g Pritil ews sl T ey Hanbmars

See Also =

4 Wrekoen ik - .,:,
¥

) Help and Sumpn - Mrtwork and intemet Cosneetions y i SET ACTORINES

=
-
@ Add or Remose Progrems - :ﬂ:::;nw‘.!mr.hlu‘l L

f‘J Sinanids, hpeedly sl Audio Devices Adpeanilild y Uptsi
&
P’
i T

P Prelurrmn il St Fro = \ By
—_— \y
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3.Click ‘Connect to a network’ under ‘Network Connections’

B Melwork and Inlermel Connecliom

B [ e Fpodss Jook  Hep

Qe - €3 (F et [ Rides T
frein [ etk and Inteimat Coenections

=
¥ - Metvork ail bl ernet Covmed bony
fee Alwu o -

W My ot Dlaces

L) Priters ard Cuber i

" Pick a task...
T Norrole Dribeoy

L. Phone and Modem Ot
' Bkl o Bhorisdh drvice 'i: Creste @ conneiion to the setwork ot your sorkplace

[ Set i e chanoge your Bdemet conneotion

'—} St ug or change youl hoaee on small ollice neteork

Troubleshooters

[ et v i wbrwlress oetmk (oo o bngarr e sinall ollice
() Hommior el Otice =
il [=4] Dhasnipe Wissdows Firesall set hings
;_ﬂ tepsenet Foskarr
) teetrort Dagnaetcs

or pick a Control Panel icon

% ihietooth Devices 27 inteimet tpticas

-
-‘.J Felwurk Lonmed Enmrs #l S wrirk Sl Wikrand

Wirnluws Firrwall g Wiarlres Netwand Sctip Wirsed

4.Right-click ‘Wireless Network Connection’ (it may have a number as suffix if you have
more than one wireless network card, please make sure you right-click the ‘Ralink 802.11n

Wireless LAN Card), then select ‘View Available Wireless Networks’.

Wireless Metwork Connection 2 LAM or High-Sp... Mok connected, Firewalled
L Local Area Connection Disable irewalled
L1394 Connection :..-Héﬁ'ﬁ:raﬂ ble Wireless Hetwurﬁi""“ifewaued

E-ta‘-'..l_lf_:"""'--l-----..-........-------"

Repair

Bridge Connections

Create Sharkouk
Delete
Renarme

Properties
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5.All wireless access points in proximity will be displayed here. If the access point you want
to use is not displayed here, please try to move your computer closer to the access point,
or you can click ‘Refresh network list’ to rescan access points. Click the access point you
want to use if it's shown, then click ‘Connect’.

" Wireless Network Connection 2 r‘)_<|

I Network Tasks Choose a wireless network

ﬂ Refresh rietwork list Click an item in the lisk below to connect to a wireless network in range or to get more
information.

,:; Sebup & wireless netw_ork
for a home or small office

Related Tasks

i) Learn about wireless
networking

Change the order of
preferred netwarls

s Change advanced
setkings

6.1f the access point is protected by encryption, you have to input its security key or

passphrase here. It must match the encryption setting on the access point.

If the access point you selected does not use encryption, you'll not be prompted for security

key or passphrase.

Wireless Network Connection

The network 'default’ requires a network: key (also called & WEP key or WPA key). A
network: key helps pressent unknown intruders from connecting ko this netbwork,

Type the key, and then click Connect.

Mebwork key: | | |

Canfitrnnetwork kew | |

L_Q_n:lnnect ] [ Cancel ]
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7.1f you can see ‘Connected’ message, the connection between your computer and

wireless access point is successfully established.

Network Tasks

o Refresh netwirk list

<2 ‘Set Up & wireless network
for a home or small office

Related Tasks

Ay Learn about wireless
netwnrk_.ing

¢ Change the order of
preFerred rebworks

v Change advanced
settings

3" Wireless Network Connection 2

Choose a wireless network

infarmation,

default

Click. am item in the list below bo connect to a wireless network in range

*
Connected W

‘n‘r;agel‘mﬂﬂ? = -....

| Disconnect
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4.3 Connection Profile Management

If you need to connect to different wireless access points at different time, like of access
point of your home, office, cybercafe, or public wireless service, you can store the
connection parameters (encryption, passphrase, security etc, etc.) as a profile for every
access point, so you don’t have in input these parameters every time you want to connect

to a specific wireless access point.
€ Make a profile for an access point or wireless device

1. Right-click the Ralink configuration utility icon located at lower-right corner of

computer desktop, then click ‘Launch Config Utilities’.

Launn:h Config Ltilities
Llse TEA T omFerabion -as C‘ujn'F'guratlnn wkility
Switch to AP Mode

I Bk H

2. There are two ways to add a new connection profile:

nay,
L]
L]
.,

Create a new profile,
or

Add a profile from an existing wireless access point or wireless device

If you want to click new profile, click ‘Profile’ tab, then click ‘Add’ button:

(B = @ & @ @O

.F:;qﬁue"’ Metwark ,ﬂxdvanced Statistics AR, WPs Radio On/Off  Abaut

Profile List
Profile Mame ==
5510 ==
Metwork Type ==
Authentication =»
Encryption ==
Usze G02,1x ==

Tx Power ==

v Channel ==
s s Power Save Mode ==
- L]

o Ve . < RT5 Threshaold =»
*

:‘ Add o Edit Delete Activate Fragment Threshold ==
L S ey

...' ------- l“" -
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Or, you can add a connected wireless access point or wireless device to a profile by

clicking ‘Site Survey’ tab, then click ‘Add to Profile’ button:

B ek . Ay @ 4
Profile Metwork Advanced Statistics WA WhS Fadio On/Off  About
Sorted by == () ssI0 @ Channel i@ sional [] Show dBm
AR List s>
¢: B 9 o A
v: (B8 sa%
$: (8 3 I
b @ S &
ba g 155
s S sy
S -
0016019368366 "‘,-- ., l;tbq g 15% 2
Rezcan :‘ Add to Profile ,: Connect
..IIIIIIII“ !

3.

And you can set the parameter for this connection here:

5 # @ O 2
=| E— i i £
Profile Metwork Advancad Statistics WhAM, WRS Radio On/Off  About
Profile List
Profile Mame ==
S50 ==
Metwark Type ==
Authentication ==
Encryption ==
Uze 802, 1% ==
Tx Power ==
Channel ==
Power Save Mode ==
RT3 Threshold ==
Add Edit Delete Activate Fragment Threshald ==
.
‘System Config. Auth, LEncry,
Profile Mame == |PROF1 Metwork Type == Infrastructure w
Tx Power = At -
ssio s || = uto
Pawer Save Mode == (J) CAM @ rsh
[] ~Ts Threshold Y23 7343
[ Fragment Threshold Y 23
19,8 Cancel

Profile Name:

Please give this profile a name, up to 32 alphanumerical characters and symbols are

allowed, but space is not allowed.
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SSID:

The SSID of the wireless access point or wireless device you selected will be displayed
here. But if the SSID of access point or wireless device is not available, you have to input it
here manually.

Power Saving Mode:

Please select CAM (constantly awake mode, keep the wireless radio activity when not
transferring data), or PSM (Power saving mode, switches radio off when not transferring
data).

It's recommended to choose ‘PSM’ if you're using this network card with notebook
computer to help the battery live longer.

Network Type:

Select network type (‘Ad Hoc’ or ‘Infrastructure’). If you're adding a profile from an existing
access point or wireless device, it's automatically selected and you don’t have to change it.
Preamble:

This option is only available when the network type is ‘Ad hoc’. You can select ‘Auto’ or
‘Long Preamble’. Please select ‘Auto’ if you don’t know what it is.

RTS Threshold:

Check the box and you can set RTS threshold manually here. Do not modify default setting
unless you know what it is.

Fragment Threshold:

Check the box and you can set fragment threshold manually here. Do not modify default

setting unless you know what it is.
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Now click ‘Auth.\ Encry.’ tab, and set the encryption and authentication settings.

ek #F @ © 9

Profile Network  Advanced  Statistics WM WeS  Radio On/Off  About

Profile List
Praofile Mame ==
S50 ==
Metwork Type =»
Authentication ==
Encryption ==
Usze §0Z.1x ==
Tx Powmer ==
Channel ==
Power Save Mode ==
RT3 Threshold ==
Add Edit Delete Activate Fragment Threshald ==

System Config Auth. VEncry.

Asuthentication == Open - Encryption == Mone - |:| B0Z. 1%

WP Preshared Key ==

Wep Key

[ shiow Password

Ok cancel

Authentication:
Select the authentication type of the wireless access point or wireless device you wish to
connect. If you're adding a profile from an existing access point or wireless device, the

value will be selected automatically, and please do not modify it.

If you select ‘LEAP’, the following message will be displayed. Please input LEAP identity,
password, domain name, and select encryption type. You can check ‘Show Password’ box

so the password you inputted will be displayed as you type, but not replace by asterisk.

Aduthentication == LEAP v

Identity == |

Pazzmord == | D Show Pazsmord

Domain Mame == |

O wep @ Wwra-TKIP @ WPAZ-ES

QK Cancel
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Encryption:Select the encryption type of the wireless access point or wireless device you
wish to connect. If you're adding a profile from an existing access point or wireless device,
the value will be selected automatically, and please do not modify it.

WPA Preshared Key:

Input WPA preshared key here. If encryption is not enabled, or you select ‘WEP’ as
encryption type, this field will be disabled and grayed out.

WEP Key:

You can select key type (Hex or ASCII) and input WEP key here. If encryption is not
enabled, or you select ‘WPA'’ as encryption type, this field will be disabled and grayed out.
Show Password:

Check this box and all passphrases or security keys you inputted will be displayed as you
type, but not replace your input with asterisk.

802.1x:

Enable 802.1x wireless authentication. Please click ‘802.1x Setting’ button to set 802.1x
parameters. (See next section).

After you finish all settings, click ‘OK’ to save settings and exit. The profile you just created

will be displayed:

i Rall

]

E oo @ s

= ] 7
Profile Metwark Advanced Statistics WA WPs Fadio OnfOff  About

Frofile List

SEID =

Metiwark Type ==
futhentication ==
Encryption ==
Use 802, 1% ==

Tx Power ==
Channel ==

Pawer Save Mode ==
______ Y. ey, RTS Threshald ==

L]

“
Add Edit Delete o Activate .’: Fragment Threshold ==

e

------------- -

Select the profile you wish to use, and click ‘Activate’ to use the profile you selected. If you
want to change the connection parameters of a specific profile, just select it and click ‘Edit’
button, you'll be prompted to input the connection parameters, just like you're creating a

new profile. If you no longer need a profile, select the profile then click ‘Delete’.
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€ Using 802.1x — Certification
After you click ‘802.1x Setting’, a new window will appear:

K Rall @
Az | o
B o #F @ © ¢ .
Profile Metwark Advanced Statistics LT L Fadio On/Off  About
Profile List

Profile Mame ==
SSID =2

Metwark Type ==
#uthentication ==
Encryption ==

Use 802 1% ==

Tx Power ==
Channel ==

Power Save Mode ==
RT3 Threshaold ==

Add Edit et Aetiyate Fragment Threshold ==
a
System Config suth, VEncry, BOZTE
EAP method == PEAP w  Tunnel duthentication >» EAP-MSCHAP v2 - [@] s&ssion Resumption

D\ PASSWORD Client Certification  Server Certification

#uthentication 10/ Password

ldentity == Pazsl = Jomain [lame 22

Tunnel 1D o Password

Tunnel 10 == Tunnel Passward == [ show Password

DOk Cancel

EAP Method:

Please select an 802.1x authentication type here. The type you select here must be
identical to the type of the 802.1x authentication type you're using.

Session Resumption:

You can enable or disable session resumption here. If you don’t know you should enable
session resumption or not, please ask your 802.1x authentication administrator.

Identity:

Please input 802.1x identity here.

Password:

Please input the password of 802.1x identity here.

Domain Name:

Please input the domain name of 802.1x authentication here. This field will be grayed out

when authentication type is not ‘EAP-FAST'.
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Client Certification:

If the authentication type you use is ‘PEAP’ or ‘TTLS’, you can use the certificate stored on
your computer. If the authentication type you use is ‘TLS/Smart Card’, this box is always
checked.

Allow unauthenticated provision mode:

This box is always checked and can not be modified.

Use protected authentication credential:

If the authentication type you use is ‘EAP-FAST’ you can use protected authentication
credential by check this box.

Remove:

Remove the credential you imported previously.

Import:

Import the authentication credential file (PAC or al file format), you'll be prompted to select
a credential file from your computer.

Tunnel Authentication:

You can select the protocol of tunneled authentication here. This pull down menu is only
available when authentication type you use is ‘PEAP’ or “TTLS’. When you use ‘EAP-FAST’
as authentication type, the protocol setting is always ‘Generic Token Card’ and can not be
changed.

Tunnel ID:

Please input the identity of tunneled authentication

Tunnel Password:

Please input the password of tunneled authentication

Password Mode:

Please select the password mode of ‘EAP-FAST’ authentication mode. This setting is
hidden when the authentication type is not ‘EAP-FAST'.

After you finish all settings, click ‘OK’ to save settings and exit.
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€ Using 802.1x - CA Server
If you want to use CA server, please click ‘Server Certification’ tab. And the following

message will be displayed:

Use certificate chain:

Check this box to enable the use of certificate chain.

Certificate Issuer:

Please select the issuer of certificate from this dropdown menu.

Allow intermediate certificates:

Check this box if you wish to allow intermediate certificates.

Server name:

Input the server name of CA server here.

Server name must match:

Check this box and the wireless configuration utility will check if the server name of CA
server exactly you set here is exactly matched with the CA server connected to. If they
don’t match, connection will be dropped.

Domain name must end in specified name:

Check this box and the wireless configuration utility will check the end of domain name. If

there’s anything wrong, connection will be dropped.

After you finish all settings, click ‘OK’ to save settings and exit.
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4.4 View Network Statistics and Link Status
The configuration utility provides information about network statistics and link status. If you
want to know how your wireless network card works, you can use these functions to get

detailed information about the wireless connection you're using.

€ Network Statistics

Please follow the following instructions to check network statistics:

1. Right-click the Ralink configuration utility icon located at lower-right corner of

computer desktop, then click ‘Launch Config Utilities’.

Switch ko AP Maode

I Exit H

2.  Click ‘Statistics’ tab, and the statistics of wireless connection will be displayed:

Bz &
e b g B ¢ ,
Frofile Metwork Advanced statistics WA, WPS Radio On/Off  About
Transmit Receive

Frames Transmitted Successfully = 24258

Frames Retransmitted Successfully = 18070

Frames Fail To Receive ACK After all Retries = 283

RTS Frames Successfully Receive CTS = 0

RTS Frames Fail To Receive CTS = o
Raset Counter

b -

All connection-related statistics is displayed here. You can click ‘Reset Counter’ to reset the

statistics of all items back to O.

Click ‘X’ to close the window.
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€ Link Status
Please follow the following instructions to check network statistics:

1. Right-click the Ralink configuration utility icon located at lower-right corner of

computer desktop, then click ‘Launch Config Utilities’.

sEmEEEEEEEEEEEEEEER
---_-..--I I-........
“I‘ L¥)

"---..Lal__l_r_u:h iZonfig thilities_-______..--’:

IUse Zero Configuration as Configuration ukility
Switch ko AP Mode

I Exit ﬁ

2. Click ‘v’ tab, and information about current wireless connection will be displayed:

status == 1590 2--= 00-0E-BE-0C-04-C9
Extra Info = Link iz Up [TxPawer: 100%]
Channel == 1 «—» 2412 MHz ! it
Authentication == Cpen Moise Strength == 26%

Encryption == WEP
Metwork Type =» Infrastructure Transmit
IF address == 210.66.97.139 Link Speed == 1.0 Mbps

Sub Mask == 2EE,ZER,ZRE.0
Default Gateway =»  210,66.97.17

Throughput == 0,000 Kbps

Receive
HT
Link Speed == 54.0 Mbps
BW ==n/fa SMRO == nfa
Throughput ==7. 112 Kbps
Gl == nfa MCS == nfa SMRA == nfa

Mbps

These information displayed here are updated every second, and here are descriptions of
every item:

Status:

Displays the SSID and BSSID of connected wireless access point or wireless device
(displayed as SSID <-> BSSID as shown in above picture. If there’s no active connection
currently, ‘Disconnected’ will be displayed here.

Extra Info:

Displays the link status (‘Link is up’ or Link is down’, and the radio transmitting power of
your network card.

Channel:

Displays the radio channel being used now.

User’'s Manual

32



Link Speed:

Displays the link speed of data transmitting (Tx, in Mbps) and receiving (Rx, in Mbps). Link
speed is the maximum available data transfer speed of the wireless connection, and
depends on the radio signal quality of wireless connection.

Throughput:

Displays the rate of data transmitting (Tx, in Kbps) and receiving (RX, in Kbps).

Link Quality Displays link quality (radio signal quality). When the link quality is better, the
wireless link speed will be better, too. Link quality is displayed by percentage and a
descriptive word (Good, normal, weak, and low).

Signal Strength 1:

Displays the radio signal strength of built-in antenna 1.

Signal Strength 2:

Displays the radio signal strength of built-in antenna 2.

Noise Level

Displays the percentage or level of noise (unusable) signal. If the value of this item is high,

data transfer rate will drop.
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4.5 Advanced Settings

This wireless network card provides several advanced settings for experienced wireless
users. You can change these settings to increase data transfer performance, or change

operation mode.

Please follow the following instructions to set advanced wireless settings:
1. Right-click the Ralink configuration utility icon located at lower-right corner of computer

desktop, then click ‘Launch Config Utilities’.

e Farer Configuration A Cnnflguratlnn ukility
Switch ko AP Mode

I Exit w

2. Click ‘Advanced’ tab, and the following settings will appear:

[
E = # @ © D
Profile Metwaork Adwvanced Statistics i, WPs Radio On/Off  About
e e 245 j |:| Enable CC¥ (Cisco Compatible eXtensions)
[@] Enabls T¥ Burst [ 20
@ Enable TCP Window Size
[] FastRoaming at ! dBm
|:| Show duthentication Status Dialog
Select our Country Region Code
1: CH1-13 |
Apply
w

Wireless mode:

Select wireless operation mode, available options are 802.11 B/G mix, 802.11 B only, and
802.11 B/G/N mix. You can select 802.11 B/G/N mix to maximize wireless compatibility
with wireless access points and other wireless devices. Anyway, you can set this setting to
‘802.11 B only’ when you’re going to communicate with old 802.11b wireless devices and
you got problem using other two modes.

TX BURST

Check this box to accelerate the data transmit rate. It may not work with all wireless access
point and wireless devices.

Enable TCP Window Size:

User’s Manual 34



Check this box and the configuration utility will adjust TCP window size automatically, to
get better performance. It should be safe for most of wireless environments, but if you
found some problem on data transfer, uncheck this box.

Fast Roaming at:

Check this box and you can adjust the threshold ofwhen this wireless network card should
switch to another wireless access point with better signal quality. Only adjust value when
you understand what it means.

Show Authentication Status Dialog:

When your computer is being authenticated by wireless authentication server, a dialog
window with the process of authentication will appear. This function is helpful to find out the
problem when you can not be authenticated, and you can provide this information to
authentication server’s administrator for debugging purpose.

Enable CCX:

Enable Cisco Compatible eXtensions. CCX is a wireless feature developed by Cisco used
to improve the wireless performance with CCX compatible wireless devices. Check this box
if you need to connect to CCX-compatible wireless devices.

Turn on CCKM:

Check this box to enable CCKM (Cisco Centralized Key Management), which enables
wireless clients to roam between CCKM-enabled access points in very short time.

Enable Radio Measurement:

When you're connecting to CCX-compatible access point, check this box to enable radio
measurement function to improve wireless connectivity.

Non-Serving Channel Measurements Limit:

When you’re connecting to CCX-compatible access point, check this box to enable
measurement on unused radio channels to improve wireless connectivity.

Limit --- milliseconds:

Limit the time used for said measurement to a certain time. Default value is 250.

After you finish the settings, click ‘Apply’ to apply new settings, and click ‘OK’ to close
configuration utility.
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4.6 QoS Setting

This wireless network card provides QoS (Quality of Service) function, which can improve
the performance of certain network applications, like audio / video streaming, network
telephony (VolIP), and others. When you enable WMM (Wi-Fi MultiMedia) function of this
network card, you can define the priority of different kinds of data, to give higher priority to
applications which require instant responding. Therefore you can improve the performance

of such network applications.
Please follow the following instructions to set advanced wireless settings:

Right-click the Ralink configuration utility icon located at lower-right corner of computer

desktop, then click ‘Launch Config Utilities’.

%...Launch Config Utiliies .o

IUse Zero Configuration as Configuration ukility
Switch ko AP Mode

I Exit H

Click ‘QoS’ tab, and the following settings will appear:

E =< % F B ¢ 2

P'ruﬁ'le Metwaork Advanced Statistics WA WPS Fadio OnsOff ,ﬂ:buut

~Whii Setup Status -

Wik == Enabled Power Sawe »» Enabled Direct Link == Enabled
[@] Wit Enable
|Z| Wi - Power Sawe Enable
[] ac_ex [] ac_ee [ Ac_w [] ac_wvo

|Z| Direct Link Setup Enable

AT Address }}I 1 Timeout Value == GO Een

Apply

Tear Ciown

WMM Enable:
Check this box to enable WMM function. Please click ‘Apply’ button on the right of this
check box after you check or uncheck this box, so corresponding settings in this window

will be activated or deactivated respectively.
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WMM — Power Save Enable:

Enable WMM power saving mode to save energy and lets your battery live longer. Click
this button to select the WMM data type which will suppress the function of power saving.
When this kind of data is transferring, power saving function will be disabled. Available data
types are AC_BK (Background / Low Priority), AC_BE (Best Effort), AC_VI (Video First),
and AC_VO (Voice First).

Direct Link Setup Enable:

Enable or disable direct link setup (DLS) function. This function will greatly improve the
data transfer rate between WMM-enabled wireless devices. Please click ‘Apply’ button on
the right of this check box after you check or uncheck this box, so corresponding settings in
this window will be activated or deactivated respectively.

MAC Address:

Input the MAC address of another WMM-enabled wireless device you wish to establish a
direct link here, then click ‘Apply’ to add this MAC address to DLS address table.
Timeout Value:

Input the timeout value of this WMM-enabled direct link wireless device. If the wireless
device is not responding after this time, it will be removed from DLS table.

Tear Down:
If you want to remove a specific wireless device from DLS table, select the device and click

this button to remove it.

After you finish the settings, click ‘Apply’ to close configuration utility.
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4.7 WPS Configuration

Wi-Fi Protected Setup (WPS) is the latest wireless network technology which makes
wireless network setup become very simple. If you have WPS-enabled wireless access
point, and you want to establish a secure connection to it, you don’t have to configure the
wireless access point and setup data encryption. All you have to do is go to the WPS setup
page of this wireless card, click a button, and then press a specific button on the wireless

access point you wish to establish a secure connection - just three simple steps!

For older wireless access points, it's possible to perform a firmware upgrade to become a
WPS-enabled access point. Since they may not have a hardware button to press for WPS
setup, you can use an alternative WPS setup method — input the pin code. Every WPS-
compatible wireless network card comes with a unique WPS pin code; you can just input
the code to wireless access point, and the wireless access point and wireless network card

will do the rest for you.

This wireless network card is compatible with WPS. To use this function, the wireless
access point you wish to connect to must support WPS function too. Now, please follow the
following instructions to establish secure connection between WPS-enabled wireless

access point and your wireless network card:

€ WPS Setup - PBC (Push-Button Configuration)
1. Right-click the Ralink configuration utility icon located at lower-right corner of computer

desktop, then click ‘Launch Config Utilities’.

-----------------------------------
------
.®

Us=e Zero Configuration as Configuration ukiliby
Switch to AP Mode

I Exxik H

2. Click ‘WPS Configuration’ tab, and the following settings will appear:

User’s Manual 38



B ¢ &
Profile MNetwark Advanced Statistics WPS Radio On/Off  About
WPRS AP List
Rescan
Pin Code
38773099 Reneu
WPRS Profile List -Config Mods -
Enralles =
b e
11 ] wPs Associate |E Frogress == 0% - Ritat
PEC. [@]¥/Ps Probe IE Disconnect
[Jauta B
W

3. Set ‘Config Mode’ to ‘Enrollee’, and then push the ‘WPS’ button on your wireless access
point (the button used to activate WPS standby mode may have another name), or use
other way to start WPS standby mode as the instruction given by your wireless access

point’s user manual.

4. Before you start to establish the wireless connection by using WPS, you can click
‘Rescan’ button to search for WPS-enabled access points near you, to make sure the WPS
function of your access point is activated.

E o @ & W O ¢

Prafile Network  Advanced  Statistics VMM, WPS  Radio On/Off  About
WPS AP List

Reszcan

Fin Ca-cll-e

36773099 Renew
= eammmm g,
WPS Profile List S anfig Mods —— e,

-

~
% | |Enrolles i
* hd

. »

an®

L4
L] .
“*arapppumnt®

£ e
o2l @] wvPs dssociate IE | Progress == 0% i
L | — et
+**" PBC ‘e, [@WPSPrabs IE T
"'-....----" [Jauto B :

All access points with WPS function enabled will be displayed. Please make sure the
access point you wish to connect is displayed. If not, please click ‘Rescan’ few more times.
You can also click ‘Information’ button to see the detailed information about selected

access point.
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5. Start PBC pairing procedure at access point side (please refer to the instruction given by
your access point’s manufacturer), then click ‘PBC’ button in wireless configuration utility to
start to establish wireless connection by WPS. Please be patient (This may require several
seconds to one minute to complete). When you see ‘WPS status is connected successfully’
message, means the connection between your wireless network card and access point is

successfully connected by WPS, and the information about access point you connected to

will be displayed.

| L i 3
e e Eed P ,
Profile Meatwark Advanced Statistics WA, WPS Fadio On/Off  About
WPS AP List
" Rezcan
I dafault 00-1F-1F-1F-59-75 11 e Infarmation
Pin Code
42302803 Renew
WS Profile List Config Mode
’ default ] Enrolles -
PN EEEEEg fai
< : L
BIt [ll] VP Associate IE E - ‘ = Rotate
PE_!C\, IEWPSPmbe IE E FEC - Get WPS profile successfully, E Liakouiea
Dnoul.ltl:l lIllIllIllIllIllIllIlIIllIllIllIlIIllIllIllllllllllllllllllllllllExportprof‘ile
b -

Sometime WPS may fail, and you can click ‘PBC’ button few more times to try again. When
an access point is connected, you can click ‘Disconnect’ to disconnect your wireless
network card from a connected access point, or select another WPS-enabled wireless
access point, then click ‘Connect’ to establish connection to selected access point, if there
are more than one WPS-enabled access point found. You can also click ‘Rotate’ button,

and next access point on the list will be selected to establish connection.

If you want to delete a found access point from the list, select it and click ‘Delete’ button.
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€ WPS Setup - PIN
If the wireless access point you wish to connect supports PIN, please follow the following
instructions to establish connection to it:

1. Right-click the Ralink configuration utility icon located at lower-right corner of computer

desktop, then click ‘Launch Config Utilities’.

Use Zero Configuration as Configuration ukility
Switch ko AP Mode

I Exit W

2. Click ‘WPS Configuration’ tab, and the following settings will appear:

B . F @ o
Profile MNetwaork Statistics e, WiPS Radio On/Off  About
WRS AP List
' Rescan
10 default 00 1F-1F- 1F-69-75 11 e Infarmation
Pin Code
o [pze 1010 *Renew
. . 7 x = -
WPS Profile List '0... -Config Modes*
Enrolles b
< ¥
FIR ] #Ps Associate IE | Progress == 0% {
F‘E_C_‘_ @WPS e WPs status is disconnected Disconpect
DAuto g
b A—

The PIN number of your wireless network card is an eight-digit number located at the
upper-right position of configuration utility. Remember it, and input the number to your
wireless access point as the WPS PIN code (Please refer to the user manual of your

wireless access point for instructions about how to do this).

3. Click ‘PIN’ button now, and wait for few seconds to one minute. If a wireless access point

with correct PIN code is found, you’ll be connected to that access point:
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Profile

P defaut

MNetwork

default

[l #Ps dssociate |E
[l wrs Probe IE

D.ﬁ.utn

# @ ¢ ¢

Advanced  Statistics Y, WPS  Radin On/Off  About

WPS 4P List
Rezcan
00=1F-1F-1F-69-75 11 = |nfarmation

-Pin Code -

92671010 Renew

- WPS Profile List -

-'-Conﬁg Mads -

= Enrolles -

; e Ratate.
PIN - Get WPS profile successfully, '  Disconnest
Export Profile

b A

You may have to click ‘PIN’ for few more times to try again. If you still can not connect to

access point by this way, please make sure the PIN code you provided to access point is

correct.
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4.8 About

The ‘About’ tab provides you the information about version numbers of configuration utility,

firmware, and other important information about your wireless network card.
Please follow the following instructions to see these information:

1. Right-click the Ralink configuration utility icon located at lower-right corner of
computer desktop, then click ‘Launch Config Utilities’.

Meew Laynch Config Utilities

IUse Zero Configuration as Configuration ukility
Switch ko AP Mode

ik

2. Click ‘About’ tab, and the following settings will appear:

e

E o g FfF @ © ¢ 2Z

Profile MNetwork Advanced Statistics L WPS Fadio On/Off ,ﬂ:buut

(c] Copyright 2008, Ralink Technology, Inc.. &l rights reserved.

RaCaonfig Wersion == 2.1.3.0 Date =» 0R-0&-2008
Driver Wersion == 1.1.2.0 Date =» 04-21-2008
EEPROM Wersion == 1.1 Firmware Wersion == 0.8
Phy_#ddrass = 00-0E-2E-FD-47-4F

WO B LIMKTECH, COM

If you need assistance about network problem, you’ll need these values. You can also click
‘WWW.RALINKTECH.COM'’ button to go to the web site of network card driver

manufacturer and get more information about your wireless network card.

Please click ‘OK’ to close configuration utility
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5. Soft-AP Function:

Excepting become a wireless client of other wireless access points, this wireless card can
act as a wireless service provider also! You can switch this wireless card’s operating mode
to ‘AP’ mode to simulate the function of a real wireless access point by software, and all
other computers and wireless devices can connect to your computer wirelessly, even share
the internet connection you have!

Please follow the instructions in following chapters to use the AP function of your wireless
card.

5.1 Switch to AP Mode and Basic Configuration
The operating mode of the wireless card is ‘Station Mode’ (becoming a client of other

wireless access points) by default. If you want to switch to AP mode, please right-click
Ralink utility icon, and select ‘Switch to AP Mode’.

Launch Config Ltilities

PRFR Use, Zevo Configuration as Coofiguation utliks. ... ... .
N R AR 008 e e e e e |
E:xik

After you select ‘Switch to AP Mode’, the Ralink utility icon will change:

i

J-L
Which indicated the wireless card is operating in AP mode now. If you want to switch the
wireless card back to station mode (become a client of other wireless access points), click
‘Switch to Station Mode’.

Lanuch Config Ukilities
i e SR MRS ._

A configuration window will appear after you switch the operation mode to ‘AP’ or click
‘Launch Config Utilities’ after you right-click the Ralink configuration utility, which asks you
to assign an existing network card with internet connection:
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% Internet Connection Sharing with SoftAP

Please select a network card which had Internet access[WAN)

Name |Local Area Connection ~|

Description ]InteI[Fl] PROJ100 YE Network Connection

MAC Address |00-00-E2-82-C3-AD

P ]

Mot enable ICS

If your computer has another network card which is connected to Internet, please select it
from ‘Name’ dropdown menu, and click ‘Enable ICS’; if your computer does not have
another network card with Internet connection, please click ‘Not enable ICS'.

After you click ‘Enable ICS’ or ‘Not enable ICS’, you'll see the basic configuration menu of
the AP function:

& Ralink Wireless Utility

Config | focess Eantml1 Mac Tahle} Event Lag] Statistics] About l

551D {Some-AF Channel |1 -
“Wireless Mode {- Uze Mac Address ‘ Securnty Setting
- Cauintry Fegior Cods J | I Mo foraarding among wireless clients
11 B/G 1 EHT-1 T

I~ Hide 551D

v Allow B 40 MHz

I T=BURST
Beacon [ms] 100
T Poweer 100°% =
Idle time(50 - 3600]is] 300

Default | Apply |

Help
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SSID:

Please input the SSID (the name used to identify this wireless access point) here. Up to 32
numerical characters can be accepted here, excepting space.

TX Rate:

Please select the data transfer rate here. The maximum TX rate you can select here
depends on the wireless mode you're using. It's safe to select ‘Auto’ to let wireless card
select a proper TX rate according to the strength and quality of radio signal. When the
wireless mode is set to ‘802.11 B/G/N Mix’, TX Rate will be set to ‘Auto’ and cannot be
changed.

Channel:

Please select the wireless channel you wish to use. The number of channels available here
will vary depends on the setting of ‘Country Region Code’.

Wireless Mode:

Please select the wireless operating mode. You can limit the type of wireless client to
802.11b or 802.11g only, or allow 802.11b/g, and 802.11b/g/n clients. It's safe to select
‘802.11 B/G/N mix’ to allow all kinds of wireless client to connect to your computer, unless
you want to limit the type of wireless client allowed to connect to your computer.

Use Mac Address:

Click this button to use the MAC address of the wireless card as SSID. A prefix of ‘AP’ will
be added.

Security Setting:

Set the security options (wireless data encryption) Please refer to chapter 3-2 ‘Security
Settings’ for details.

Country Region Code:

Available options are 0-7, which will affect the available wireless channels you can use:

: FCC (US, Canada, and other countries uses FCC radio communication standards)

: ETSI (Europe)

- SPAIN

: FRANCE

: MKK

: MKKI (TELEC)

: ISERAL (Channel 3 to 9)

: ISERAL (Channel 5 to 13)

The operating frequency channel will be restricted to the country / region user located
before importing.

Wireless Protection:

Wireless protection will prevent data collision when there are both 802.11b and 802.119g
clients. You can select ‘Auto’ to let configuration utility to decide to use wireless protection
or not. You can also select ‘ON’ or ‘OFF’ to force the use of wireless protection or not.
Beacon(ms):

You can define the time interval that a beacon signal should be send. Default value is 100.
Do not modify this value unless you know what will be affected.

Idle Time:

Select the idle time of your wireless network card. Default value is 300. Do not modify this
value unless you know what will be affected.

No forwarding among wireless clients:

Check this box and wireless clients will not be able to share data with each other.

Hide SSID:

Check this box and the SSID will not be broadcasted to the public. Your wireless clients
must know the exact SSID to be able to connect to your computer.This option is useful to
enhance security level.

Allow BW 40 MHz:

No o, WNEO
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Check this box to allow BW 40MHz capability.
Default:
Click this button to restore all settings in this page back to default value.

Apply:
Click this button to activate current settings.To exit, click ‘X’ button at the upper-right corner
of configuration window.

5.2 Security Settings

This wireless card supports wireless encryption in AP mode, which will encrypt the data
being transferred over the air to enhance data security level. It's recommended to enable
data encryption unless you wish to open your computer (and its internet connection) to the
public.

When you click ‘Security Setting’ in Ralink configuration utility, the following window will

Security Setting @
: Encryption Type JNDIUSE i

WA Pre-shared-Fey |

Group Rekey Intersal ECnns

appear:

Authentication Type

2 | B[]
e [
. e =l |
¢ e =] |

[ Show Pagsword

Cancel

Authentication Type:

Please select a wireless authentication type you wish to use. Available options are ‘Open’,
‘Shared’,

‘WPA-PSK’, ‘WPA2-PSK’, and ‘WPA-PSK / WPA2-PSK'. If you want to disable wireless
data encryption, you must select ‘Open’ or ‘Shared’.

Encryption Type:

Please select an encryption mode. The available options in this setting item will vary
depending on the authentication type you select. If you select ‘Not Use’, data will not be

encrypted and people with some networking knowledge will be able to read the data you
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transfer with proper tool.

NOTE: WPA encryption is safer than WEP, however, some older wireless clients
don’t support WPA encryption.

WPA Pre-shared Key:

Please input the WPA pre-shared key here. Only clients with the same pre-shared key you
inputted here will be able to connect to your computer. This setting is only available when
you select one of WPA encryptions.

Group Rekey Interval:

You can specify the time interval to re-issue the key to your wireless clients here. You can
click the button '10 seconds’ or ‘Kpackets’ to change the unit of time interval. (every 10
seconds or a thousand data packets times the value you specified in ‘Group Rekey Interval
field)

Wep Key #1 ~ #4.

Please input the WEP encryption key here when you select ‘WEP’ as encryption type.
There are 2 types of WEP key: Hex (number 0 to 9, and ASCII characters A to F) and
ASCII (all alphanumerical characters plus symbols). Please select the type of WEP key first,
and then input the WEP key according to the type of WEP key you selected.

If you want to use WEP 64 bits encryption, please input 10 characters if you select HEX, or
input 5 characters if you select ASCII; If you want to use WEP 128bits encryption, please
input 26 characters if you select HEX, or input 13 characters if you select ASCII. 128 bits
encryption is safer then 64 bits, but the data transfer speed will be slightly reduced.

Show Password:

Check this box and the WPA pre-shared key orWEP key you inputted will be shown, but
not replaced by asterisk (*).

OK:

Click this button to save changes you made in this page.

Cancel:

Click this button to discard all changes you made in this window.
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5.3 Access Control

If you're not going to open your computer and wireless resources to the public, you can use
MAC address filtering function to enforce your access control policy, so only wireless
clients with MAC address you defined by this function can be connected to your software
access point.

Please follow the following instructions to set access control based on MAC address:

1.Right-Click Ralink configuration utility icon, and select ‘Launch Config Utilities’

Launch Config Ltilities

IUse Zero Configuration as Configuration ukiliby
Switch to &P Mode
Exit

2. Click ‘Access Control’ tab, and the following messages will appear:

& Ralink Wireless Litility

Config  Access Contral 1 Mac Tablej Ewvent Log | Statisticsl Ahout |

hesess Poicy T - |

MAC Address Iaabbccddeeff Access List

aa-bb-co-dd-ee-ff
Add

Delete
Rermowve Al

Appl

Help
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Access Policy:

Select the policy type of your access rule:

Disable: Allow any wireless client with proper authentication settings to connect to this
access point.

Allow All: Only allow wireless clients with MAC address listed here to connect to this
access point.

Reject All: Reject wireless clients with MAC address listed here to be connected to this
access point.

MAC address:

Input the MAC address of the wireless client you wish to allow or reject here. No colon (:) or
hyphen (-) required.

Add:

Add the MAC address you inputted in ‘MAC address’ field to the list.

Delete:

Please select a MAC address from the list, then click ‘Delete’ button to remove it.
Remove All

Delete all MAC addresses in the list.

Apply:

Save and apply changes you made.
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5.4 Connection table

If you want to see the list of all wireless clients connected to this access point, please follow

the following instructions:

1.Right-Click Ralink configuration utility icon, and select ‘Launch Config Utilities’

Launch Config Ltilities

Ise Fero Configuration as Configuration ukiliky
Siitch ko AP Mode

Exit

2. Click ‘Mac Table’ tab, and a list containing all connected wireless clients will appear:

® Ralink Wireless Utility X
Canfig | Access Control - Mac Table l Event Log | Statistic&] About |
MAC Address J AlD | Power 5aving Mode | Status
00-16-BF-45-B0-40 1 R[] Rate = 24.00
00-03-20-61-EA-FE 2 Mo B: Rate=11.00
< ?
Help
MAC Address:
Displays the MAC address of this wireless client.
AID:

The serial number of this wireless connection.

Power Saving Mode:

Displays the capability of power-saving function of this wireless client.
Status:
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Displays additional information of this wireless Connection, like current wireless operating
mode
and data transfer rate.
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5.5 Event Log

This software access point will log all wireless-related activities as a log. You can follow the
following instructions to view the content of the event log:

1.Right-Click Ralink configuration utility icon, and select ‘Launch Config Utilities’
Launch Config Ltilities

Ise Fero Configuration as Configuration ukiliky
Siitch ko AP Mode

Exit

2. Click ‘Event Log’ tab, and the event log will be displayed:

X

¥ Ralink Wireless Utility

Config | Access Eontrnl] Mac Table Ewentlog lSlatislics] About |

Ewvent Tirne [wyAmmd/dd- ki rorm: s3] | Message |
2007 /04 /16-14:00: 20 00-16-6F-45-B0-40 aszociated

2007 £04/16-14:00: 55 00-16-6F-45-B0-40 left thiz BSS
2007 /04 /16-14:02: 50 00-16-6F-45-B0-40 aszaciated
2007 /04 /16-14:06:11 00-09-2D0-51-EA-FE associated

Clear

Help

You can click ‘Clear’ to remove all entries in the log.
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5.6 Statistics

If you want to know detailed information about how your software access point works, you

can follow the following instructions to view the statistics of the access point:

1. Right-Click Ralink configuration utility icon, and select ‘Launch Config Utilities’

3. Click ‘Statistics’ tab, and the event log will be displayed:

Launch Config Ltilities
Ise Fero Configuration as Configuration ukiliky
Siitch ko AP Mode
Exit

¥ Ralink Wireless Utility

Config | Access Cortrol | Mac Table | EventLog  Statistics ].f-‘«bout |

Tranzmit Statiztics

Frames Transmitted Successfully =
Frames Faill To Receive ACK After &l Reties =
RTS Frame: Succeszfully Receive CTS =
RTS Frames Faill To Receive CTS =

Frames Transmitted Successfully After Retry =

Fieceive Statistics
Frames Received Successfully =
Frames Received Yith CRC Error =
Frames Dropped Due To Out-of-Aezource =

Duplicate Frames Received =

®

23078
127

1184

187
5383

Help

You can click ‘RESET COUNTERS' button to reset all counters to zero.
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6. APPENDIX:

6.1 Hardware Specification

Standards: IEEE 802.11b/g/Draft-N

Interface: USB 2.0 (USB 1.1 Compatible)

Frequency Band: 2.4000 ~ 2.4835GHz (Industrial Scientific Medical Band)
Data Rate: 11b: 1/2/5.5/11Mbps

119: 6/9/12/24/36/48/54Mbps

11n (20MHz): MCSO0-15, 32 with Half Guard Interval Support (up to 144Mbps)
11n (40MHz): MCSO0-15, 32 with Half Guard Interval Support (up to 300Mbps)
Securities: WEP 64/128, WPA, WPA2

Cisco CCX Support

Antenna: Internal 2 Antennas with One TX and Two RX

Drivers: Windows 2000/XP/2003/Vista Server

LEDs: Link/Activity

Temperature: 32~131°F (0 ~ 55°C)

Humidity: 10-95% (NonCondensing)

Certification: FCC, CE
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6.2 Troubleshooting

If you encounter any problem when you're using this wireless network card, don’t panic!
Before you call your dealer of purchase for help, please check this troubleshooting table,
the solution of your problem could be very simple, and you can solve the problem by
yourself!

1. Ican’'t find any wireless access point / wireless device in ‘Site Survey’ function.

Answer:

1. Click ‘Rescan’ for few more times and see if you can find any wireless access point or
wireless device.

2. Please move closer to any known wireless access point.

3. ‘Ad hoc’ function must be enabled for the wireless device you wish to establish a direct
wireless link.

4. Please adjust the position of network card (you may have to move your computer if
you're using a notebook computer) and click ‘Rescan’ button for few more times. If you
can find the wireless access point or wireless device you want to connect by doing this,
try to move closer to the place where the wireless access point or wireless device is

located.

4. Nothing happens when I click ‘Launch config utilities’

Answer:

1. Please make sure the wireless network card is inserted into your computer’s USB port.
the Ralink configuration utility’s icon is black, the network card is not detected by your
computer.

2. Reboot the computer and try again.

3. Remove the card and insert it into another USB port.

4. Remove the driver and re-install.

5. Contact the dealer of purchase for help.

5. I can not establish connection with a certain wireless access point

Answer:

If
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1. Click ‘Connect’ for few more times.

2. If the SSID of access point you wish to connect is hidden (nothing displayed in ‘SSID’
field in ‘Site Survey’ function), you have to input correct SSID of the access point you
wish to connect. Please contact the owner of access point to ask for correct SSID.

3. You have to input correct passphrase / security key to connect an access point with
encryption. Please contact the owner of access point to ask for correct passphrase /
security key.

4. The access point you wish to connect only allows network cards with specific MAC
address to establish connection. Please go to ‘About’ tab and write the value of
‘Phy_Addess’ down, then present this value to the owner of access point so he / she can
add the MAC address of your network card to his / her access point’s list.

6. The network is slow / having problem when transferring large files

Answer:

1. Move closer to the place where access point is located.

2. Enable ‘Wireless Protection’ in ‘Advanced’ tab.

3. Try a lower TX Rate in ‘Advanced’ tab.

4. Disable ‘“Tx Burst’ in ‘Advanced’ tab.

5. Enable ‘WMM'’ in ‘QoS’ tab if you need to use multimedia / telephony related applications.

6. Disable ‘WMM — Power Save Enable’ in ‘QoS’ tab.

7. There could be too much people using the same radio channel. Ask the owner of the
access point to change the channel number.

Please try one or more solutions listed above.
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6.3 Glossary

1. Whatisthe IEEE 802.11g standard?

802.11g is the new IEEE standard for high-speed wireless LAN communications that
provides for up to 54 Mbps data rate in the 2.4 GHz band. 802.11g is quickly becoming the
next mainstream wireless LAN technology for the home, office and public networks.
802.11g defines the use of the same OFDM modulation technique specified in IEEE
802.11a for the 5 GHz frequency band and applies it in the same 2.4 GHz frequency band
as IEEE 802.11b. The 802.11g standard requires backward compatibility with 802.11b.

The standard specifically calls for:

A. A new physical layer for the 802.11 Medium Access Control (MAC) in the 2.4 GHz
frequency band, known as the extended rate PHY (ERP). The ERP adds OFDM as a
mandatory new coding scheme for 6, 12 and 24 Mbps (mandatory speeds), and 18, 36, 48
and 54 Mbps (optional speeds). The ERP includes the modulation schemes found in
802.11b including CCK for 11 and 5.5 Mbps and Barker code modulation for 2 and 1 Mbps.
B. A protection mechanism called RTS/CTS that governs how 802.11g devices and
802.11b devices interoperate.

2.  What is the IEEE 802.11b standard?
The IEEE 802.11b Wireless LAN standard subcommittee, which formulates the standard
for the industry. The objective is to enable wireless LAN hardware from different

manufactures to communicate.

3.  What does IEEE 802.11 feature support?
The product supports the following IEEE 802.11 functions:

e CSMA/CA plus Acknowledge Protocol
e Multi-Channel Roaming

e Automatic Rate Selection

e RTS/CTS Feature

e Fragmentation

e Power Management

4. Whatis Ad-hoc?
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An Ad-hoc integrated wireless LAN is a group of computers, each has a Wireless LAN card,
Connected as an independent wireless LAN. Ad hoc wireless LAN is applicable at a
departmental scale for a branch or SOHO operation.

5.  What is Infrastructure?
An integrated wireless and wireless and wired LAN is called an Infrastructure configuration.
Infrastructure is applicable to enterprise scale for wireless access to central database, or

wireless application for mobile workers.

6. Whatis BSS ID?
A specific Ad hoc LAN is called a Basic Service Set (BSS). Computers in a BSS must be
configured with the same BSS ID.

7. Whatis WEP?
WEP is Wired Equivalent Privacy, a data privacy mechanism based on a 40 bit shared key
algorithm, as described in the IEEE 802 .11 standard.

8. Whatis TKIP?
TKIP is a quick-fix method to quickly overcome the inherent weaknesses in WEP security,
especially the reuse of encryption keys. TKIP is involved in the IEEE 802.11i WLAN

security standard, and the specification might be officially released by early 2003.

9. Whatis AES?

AES (Advanced Encryption Standard), a chip-based security, has been developed to
ensure the highest degree of security and authenticity for digital information, wherever and
however communicated or stored, while making more efficient use of hardware and/or
software than previous encryption standards. It is also included in IEEE 802.11i standard.
Compare with AES, TKIP is a temporary protocol for replacing WEP security until
manufacturers implement AES at the hardware level.

10. Can Wireless products support printer sharing?

Wireless products perform the same function as LAN products. Therefore, Wireless
products can work with Netware, Windows 2000, or other LAN operating systems to
support printer or file sharing.
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11. Would the information be intercepted while transmitting on air?

WLAN features two-fold protection in security. On the hardware side, as with Direct
Sequence Spread Spectrum technology, it has the inherent security feature of scrambling.
On the software side, WLAN series offer the encryption function (WEP) to enhance security

and Access Control. Users can set it up depending upon their needs.

12. Whatis DSSS? What is FHSS? And what are their differences?

Frequency-hopping spread-spectrum (FHSS) uses a narrowband carrier that changes
frequency in a pattern that is known to both transmitter and receiver. Properly synchronized,
the net effect is to maintain a single logical channel. To an unintended receiver, FHSS
appears to be short-duration impulse noise. Direct-sequence spread-spectrum (DSSS)
generates a redundant bit pattern for each bit to be transmitted. This bit pattern is called a
chip (or chipping code). The longer the chip is, the greater the probability that the original
data can be recovered. Even if one or more bits in the chip are damaged during
transmission, statistical techniques embedded in the radio can recover the original data
without-the need for retransmission. To an unintended receiver, DSSS appears as low

power wideband noise and is rejected (ignored) by most narrowband receivers.

13. What is Spread Spectrum?

Spread Spectrum technology is a wideband radio frequency technique developed by the
military for use in reliable, secure, mission-critical communication systems. It is designed to
trade off bandwidth efficiency for reliability, integrity, and security. In other words, more
bandwidth is consumed than in the case of narrowband transmission, but the trade off
produces a signal that is, in effect, louder and thus easier to detect, provided that the
receiver knows the parameters of the spread-spectrum signal being broadcast. If a receiver
is not tuned to the right frequency, a spread —spectrum signal looks like background noise.
There are two main alternatives, Direct Sequence Spread Spectrum (DSSS) and

Frequency Hopping Spread Spectrum (FHSS).

14. What is WMM?

Wi-Fi Multimedia (WMM), a group of features for wireless networks that improve the user
experience for audio, video and voice applications. WMM is based on a subset of the IEEE
802.11e WLAN QoS draft standard. WMM adds prioritized capabilities to Wi-Fi networks
and optimizes their performance when multiple concurring applications, each with different
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latency and throughput requirements, compete for network resources. By using WMM, end-
user satisfaction is maintained in a wider variety of environments and traffic conditions.
WMM makes it possible for home network users and enterprise network managers to

decide which data streams are most important and assign them a higher traffic priority.

15. What is WMM Power Save?

WMM Power Save is a set of features for Wi-Fi networks that increase the efficiency and
flexibility of data transmission in order to conserve power. WMM Power Save has been
optimized for mobile devices running latency-sensitive applications such as voice, audio, or
video, but can benefit any Wi-Fi device. WMM Power Save uses mechanisms included in
the IEEE 802.11e standard and is an enhancement of IEEE 802.11 legacy power save.
With WMM Power Save, the same amount of data can be transmitted in a shorter time

while allowing the Wi-Fi device to remain longer in a low-power “dozing” state.

16. Whatis GI?
Gl stands for Guard Interval. It's a measure to protect wireless devices from cross-
interference. If there are two wireless devices using the same or near channel, and they

are close enough, radio interference will occur and reduce the radio resource usability.

17. Whatis STBC?
STBC stands for Space-Time Block Coding, which is a technique used to transfer multiple
copies of data by multiple antenna, to improve data transfer performance. By using multiple

antennas, not only data transfer rate is improved, but also the wireless stability.

18. Whatis WPS?

WPS stands for Wi-Fi Protected Setup. It provides a simple way to establish unencrypted
or encrypted connections between wireless clients and access point automatically. User

can press a software or hardware button to activate WPS function, and WPS-compatible
wireless clients and access point will establish connection by themselves. There are two

types of WPS: PBC (Push-Button Configuration) and PIN code.
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Federal Communication Commission Interference Statement
This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide
reasonable protection against harmful interference in a residential installation. This
equipment generate, uses and can radiate radio frequency energy and, if not installed and
used in accordance with the instructions, may cause harmful interference to radio
communications. However, there is no guarantee that interference will not occur in a
particular installation. If this equipment does cause harmful interference to radio or television
reception, which can be determined by turning the equipment off and on, the user is

encouraged to try to correct the interference by one of the following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

- Connect the equipment into an outlet on a circuit different from that to which the
receiver is connected.

- Consult the dealer or an experienced radio/TV technician for help.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two
conditions: (1) This device may not cause harmful interference, and (2) this device must

accept any interference received, including interference that may cause undesired operation.

FCC Caution: Any changes or modifications not expressly approved by the party responsible

for compliance could void the user's authority to operate this equipment.

IMPORTANT NOTE:
FCC Radiation Exposure Statement:

This EUT is compliance with SAR for general population/uncontrolled exposure limits in
ANSI/IEEE C95.1-1999 and had been tested in accordance with the measurement methods
and procedures specified in OET Bulletin 65 Supplement C.

This transmitter must not be co-located or operating in conjunction with any other antenna or

transmitter.

The WUBR-502GN( FCC ID: RYK-WUBR502GN ) is limited in CH1~CH11 for 2.4 GHz by

specified firmware controlled in U.S.A.
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EC Declaration of Conformity

Name applicant:
8F., N0.257, Sec. 2, Tiding Blvd., Neihu District, Taipei City 11493, Taiwan (R.O.C.)

Hereby declares under sole responsibility that product

Brand name: SparkLAN
Product number: WUBR-502GN
Product description: Wireless-GN USB Dongle

To which this declaration relates complies with the requirements of the following
standards:

EN 60950-1: 2001+A11:2004

EN 301 489-1 V1.6.1 (2005-09)

EN 301 489-17 V1.2.1 (2002-08)

EN 50371 (2002)

EN 300 328 V1.7.1 (2006-10)

This certifies that the designated product as described above complies with the
directives described above and carries the CE marking accordingly.

This declaration has been signed under responsibility of the manufacturer / importer.

Test laboratory: Advanced Data Technology Corporation

Lab Address: No. 47, 14th Ling, Chia Pau Tsuen, Linko Hsiang 244, Taipei Hsien, Taiwan.
ROC

Name manufacturer / importer:

Sparklan Communications, Inc.

Aug 31,2008 Mike Chen
President

Product article code: WUBR-502GN

Product description: Wireless-GN USB Dongle

Product manufacturer /importer: Sparklan Communications, Inc.

Countries in which the product as described above may be used freely:

Austria, Belgium, Denmark, Finland, France, Germany, Greece, Iceland, Ireland, Italy,
Luxembourg, Netherlands, Norway, Portugal, Spain, Sweden, Switzerland & UK.
Countries where usage of the product as described above is prohibited:

None.

Countries where usage of the product as described below is limited:

France: The use of other channels than the channels 10 through 13 is prohibited by law.
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