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B Status Section: Include Link Status, Authentication Status, AP's information,

Configuration and retrying the connection when authentication is failed.

= Link Status

Status == Default_11G <= 00-06-4F-44-CB-FO
Extra Info =+ Link is Up [TxPower: 100%] i | trength 1 »s d1%

Channel »» é <-» 2437 MHz ‘ thZ s 50%

‘Authentication »» Unknown E Moise Strength == 26%

Encryption »» None.

Metwark Type »= Infrastructure Transmit

|P address »> 192,168.10,21 Link Speed »» 48.0 Mbps
Sub Mask x> Z65.255,255.0 Throughput »» 2,320 Kbps
Default Gateway >> 192,168,101
HT

Recefue

BW =+ nia SMRD == nfa Link Speed == 11.0 Mbps
Gl == nfa WACS =5 nfa SMRA =2 nifa Throughput »» 7.420 Kbps

=» Authentication Status

Authentication Status

2ard Mame => Ralink 802,110 Wireless LAN Card Connected by manual,, ,

16:37:25.062 Starting network connection...
16:37:25.171 Metwork is connecting...
16:37:25, 281 PEAP Authenticating...
16:37:28.375 Wiireless client is authenticated.




= AP’s Information

WPS

551D == AP
MAC Addrass >> O0-03-7F-00-07-A4
Authentication Type == Unknawn ~Supparted Rates (Mbps)
Encryption Type »» Mone R s s

Channel »> & =-> 2437000 kHz

Metwork Type »» Infrastructure

Beacon Interval s> 100

< Retry the Connection

Card Mame > Ralink 802,11 Wireless LA Card Identity = |

Profile Mame = PROF1 Password > |

Message == Invalid identity ot password

= Configuration

BOZ1X

huthentication => WPk Encryption > TP

WPk Preshared Key ==

Wep Key

@ resdd Heszardenimal

(- Wc Hezadesimal

@ reyen Hexadscimal

@ tevrd Hesadecimal [] show Passward

,%::_ ..%
B At the mean time of starting RaUl, there is also a small Ralink icon appears within
windows taskbar as below. You may double click it to bring up the main menu if you

selected to close Ralll menu earlier. You may also use mouse;s right button to close
RaU| utility.

==» Ralink icon in system tray.




B Besides, the small icon will change color to reflect current wireless network

connection status. The status indicates as follow:

> . indicate Connected and Signal Strength is Good.
> Fi_ indicate Connected and Signal Strength is Normal
2> j inclicate Wireless NIC is not connected yet

2> ﬁ -- indicate Wireless NIC is not detected

> ]ﬂ -- indicate Connected and Signal Strength is Weak

3.1.2 Profile
Profile can book keeping your favorite wireless setting among your home, office, and other
public hot-spot. You may save multiple profiles, and activate the correct one at your

preference.

Prefile List

Profile Mame =
3510 ==

Hetiork Type >»
Authentication =»
Encryption =

Use 802 1x »=
Channel ==

Power Save Mode >>
Tx Power =

RTs Threshald =»
Fragment Threshold >>

Add

[Definition of each field]

Profile Name: Name of profile, preset to PROF¥ (% indicate 1,2,3,...)

S$8ID: AP or Ad-Hoc name

Network Type: Network’s type, including infrastructure and Ad-Hoc.

Authentication: Authentication mode

Encryption: Encryption Type

Use 802.1x: Whether or not use 802.1x feature

Channel: channel in use for Ad-Hoc mode

Power Save Mode: Choose from CAM (Constantly Awake Mode) or Power Saving Mode.

Tx Power: Transmit power, the amount of power used by a radio transceiver to send the
signal out.

RTS Threshold: User can adjust the RTS threshold number by sliding the bar or key in the
value directly.

Fragment Threshold: User can adjust the Fragment threshold number by sliding the bar or

key in the value directly.
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[lcons and buttons]

b =» indicate connection is successful on currently activated profile

P 3 indicate connection is failed on currently activate profile

lﬁ' =» indicate network type is infrastructure mode
" =» indicate network type is Ad-Hoc

ii\ = indicate security-enabled wireless network

Add 2 Add a new profile

Edit : -~
L = Edit an existing profile

Delete

L > Delete an existing profile

Activat :
e = Activate selected profile

9 =» Show the information of Status Section
4. ¥ Hide the information of Status Section

3.1.2.1 Add/Edit Profile

There are 3 methods to open Profile Editor form:

=» You can open it from “Add to Profile” button in Site Survey function
=» You can open it form “Add” button in Profile function

= You can open it from “Edit” button in Profile function

| Auth. \Ericry. Ak

Profile Mame => |PROF1 Metwark Type ==

SSID =5 [4P1 Tx Pawear >»

s o : ; Pregpible >
Power Save Mode »» () Cav @ Psm

[ RIS Threshald
[[] Fragment Threshold

Infrastructure
Auto

Altel

-

-

-




Systemn Config  Auth. § Encry.

Authentication >» Open - Encryption => None - D 802, 1%

WiPh Preshared Key == |

Wep Key

@ Kewtt Hexadecimal W |
@ Koy Hexadecimal  w |
0 Key#d Hexadecimal W i
@ rewra Hexadecimal W | [] show Passwaord

QK cancel

Profile Name: User can chose name for this profile, or use default name defined by system.
SSID: User can key in the intended SSID name or use pull down menu to select from available
APs.
Paower Save Mode: Choose from CAM [Constantly Awake Mode] or Power Saving Mode.
Network Type: There are two types, infrastructure and 802.11 Ad-Hoc mode. Under Ad-Hoc
mode, user can also choose the preamble type, the available preamble type includes auto and
long. In addition to that the channel field will be available for setup in Ad-Hoc mode.
RTS Threshold: User can adjust the RTS threshold number by sliding the bar or key in the
value directly. The default value is 2347.
Fragment Threshold: User can adjust the Fragment threshold number by sliding the bar or
key in the value directly. The default value is 2348.
Channel: Only available for setting under Ad-Hoc mode. User can choose the channel
frequency to start their Ad-Hoc network.
Authentication Type: There are 7 type of authentication modes supported by Rall. They are
Open, Shared, LEAP, WPA, WPA-PSK, WPAZ2, WPA2-PSK.
Encryption Type: For open and shared authentication mode, the selection of encryption type
are None and WEP. For WPA WPA2Z WPA-PSK and WPAZ2-PSK authentication mode, the
encryption type supports both TKIP and AES.
802.1x Setting: It is an authentication for VWPA and VWWPA2 certificate to server.
WPA Pre-Shared Key: This is the shared secret between AP and STA. For WPA-PSK and
WPA2-PSK authentication mode, this field must be filled with character longer than 8 and less
than 32 lengths.
WEP Key: Only valid when using WEP encryption algorithm. The key must matched AP’s key.
There are several formats to enter the keys:

2 Hexadecimal —40bits: 10 Hex characters

= Hexadecimal — 128bits: 26 Hex characters.

=2 ASCIl —40bits: 5 ASCII characters

= ASCIl - 128bits: 13 ASCII characters
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3.1.2.2 Example to Add Profile in Profile
Step 1: Click Add in Profile function

g &
@« @ - F & B 0 2 R @

Prafile Network  Advanced  Statistics Vi WPS  Radio On/Off  Abaut
Profie Lst
Profis Neme »»
D »>
Metwark Type 50
Asthenteaton »y

Encryplion =2

T RS S " W

Stitus #r DafSUE_ 186 < D0H0G-F-H-CEHD
[t 1085w+ Lk b2 LD [FPomer: 100
Chuwrmd 53 & 4mer 207 NHz

Arantication »x LRKRGW

Encryption =» None
Metwerk, Typs »» infract ucture

1P dekiress v 192.168,10.21

s Mk +> T85.266.285.0
Dnfaist Gatessay v 102,188,101
T

Link Soeed > 40,0 Mbos
Threughput 33 0,512 Kbps

Feceive
W > nia Link fpeed > 40,0 Mbot
Gl v» nia TRIGUERpUE *+ 6,660 NEps.

Step 2. Add Profile page will pop up.

Ralll

s L2
‘ Pln?ﬂh Metwork mﬁw Statistics \n’a\ﬂ g Rad!o?nrorf A:R:ut .
Profio List
Profen Name »)
0.
Network, Type »»

Metwork Type »+  Infrastictue
T Poswns 13 Aty -




Step 3: Change profile name to what you want to connect. Pull down the SSID and select one
intended AP. The AP list is the result of last Network.

« @ e & oA a ﬁg Radincé)’nmfr ngu;un

Frofile Matwork  Advanced  Statlstics WA
Prafie Lut
Profie Mase ==
5510 5
etwark Type
Authentication »»
Enryplion =»
Lige D02, 1x =
Channel =>
P Savee Mok +3
Tx Powear »>
RIS Thrashold >>
Fragment Threshoid »>

Metwork Type »s  Infrastnscture W

T Power >> Auto -

4Pk
Bodin_N1_Wirsess 381111
Erossium

Brogccomifs

Clmaintn

Conra

ennitsin

Fiona-he ~

Step 4: Then, you can see the profile which you set appear in the profile list. Click “Actlvate”

to activate the profile setting.

« @B = @ g 2 R

P[_Ufl_La Pielw[ul? .Q_duurcad Slutﬁslb_ WS Radin Ond Off .fabnul

Profie List —
b oo WL g Prafie Nome: 35 PROFT
TEID > WLAN_IW
Network Type > Inrastructure

Authentication =» WRAPIK

Encryption »s TEIP
Use B0Z,1x > NO
Channel >> 9

Pomar S8 Hode 5 CAM
T Prwanr 35 Kitn
BTE Threchedd »> 3307
Fragnent Threstnd »> 2396

ik Edit Celsle
Statue x WLAN_TW <o s OOOT-00F 1-00-2F
Extra Info +» Link t Up [T-Power:100%] | BT
Channsl => § —= 262 Mz |— L]
sthentication =» WRAFSH I T 0K
Ercayplion »» THIF
Metwark Type 35 Infrastructues
1P dddrecs =5 192, 160.10,44
Suls Mask, »> 385,795.256.0
Dot Gatrasy 33 192,168.10.1
Hi

Recohon
EW s nia Link St o 240 Mgy
Gl » nia MCS e s Theoughput »» 7,276 Kbps




3.1.3 Network

Under the Network function, system will display the information of surrounding APs from last

scan result. List information includes SSID, BSSID, Signal, Channel, Encryption algorithm,

Authentication and Network type as below:

Sorted by = @ 5510 e Channel O Signal D Show dBm
4P List 55
_Shiang_28604P B g 31X &
ass &3 8 ¢ s
Alberty-200 e B ° 7x e
4p o 8 ¢ 5 oo
P ant (o] g 00%
APRA e B 0% -
asus v Ba 31X -
Broadeom 3l g 31
Buffalo 54 (7211 g 7
Cobra e B ° - B
Rescan Connect #dd to Profile

[Definition of each field]
S8ID: Name of BSS or IBSS network

Network Type: Network type in use, infrastructure for BBS, Ad-Hoc for IBSS network

Channel: Channel in use.

Wireless Mode: AP support wireless mode. IT may support, 802.11b, 802.11g or 802.11n

wireless mode.
Security-Enable: Whether AP provides security-enabled wireless network

Signal: Receive signal strength of specified network

[lcons & Buttons]
’ =» Indicate connection is successful.

'lb =» Indicate network type is infrastructure mode.
-
ﬁ < Indicate network type is Ad-Hoc mode.
= Indicate security-enabled wireless network.

b =¥ Indicate 802.11b wireless mode.
Q = Indicate 802.11g wireless mode.

£l < Indicate 802.11n wireless mode.

Sorted by == 55D O Channel O Signal
AP lists are sorted by SSID, Channel, or Signal.

G20A5EL =» Command to connect to the selected network.

= [ndicate the
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R : ] 7
il = Issue a rescan command to wireless NIC to update information on

surrounding wireless network.

fidd tao Profil
Sl <2 Add the selected AP to Profile setting. It will bring up profile page and

save user's setting to a new profile.

[Connected Network]

(1) When RaUll first ran, it will select the best AP to connect automatically.

(2) If user wants to connect to other AP, He can click “Connect: button for the intended AP to
make connection.

(3) Ifthe intended network has encryption other than “Not Use”, RaUl will bring up the security
page appropriate information to make the connection.

(4) When you double-click on the intended AP, you can see AP’s detail information.

3.1.4 Advanced

Witeless mode »> iauzm B/GAN mix +| [ Enable cox ciseo Compatible extensions)

Enable T Burst
Enable TCP Window Size

Fast Roaming at | dBm

Ooooo

Show duthentication Status Dialoz

Select Tour Country Region Code

11B/G 5> 0 CH1-11 £

Apply

Wireless Mode: Select wireless mode. 802.11B only, 802.11B/G mix, and 802.11B/G/N mix
modes are supported. (802,11 A/B/G mix selection item only exists for A/B/G adapter;
802.11B/G/N mix selection item only exists for B/G/MN adapter; 802.11B/G/N mix selection item
only exists for A/B/G/MN adapter.)
Wireless Protection: User can choose from Auto, On, and Off (Only 802.11n adapter don't
support)

= Auto: STA will dynamically change as AP announcement

= ON: Always send frame with protection.

= Off: Always send frame without protection.

TX Rate: Manually force the Transmit using selected rate. Default is auto. (802.11n wireless
card doesn’t support.)
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Enable Tx Burst: Ralink’s proprietary frame burst mode.
Enable TCP Windows Size: Enhance throughout.
Fast Roaming at: Fast fo roaming, setup by transmit power.
Select your Country Region Code: 8 countries to choose.
Show Authentication Status Dialog: YWhen you connect AP with authentication, choose
whether show “Authentic ation Status Dialog” or not. Authentication Status Dialog display the
process about 802.11x Authentication.
Enable CCX (Cisco Compatible eXtensions): suppord Cisco Compatible Exiensions
function.

=> LEAP turn on CCKM

= Enable Radio Measurement: can channel measurement every 0~2000 milliseconds.
Apply: Save the save changes
¥ - Show the information of Status Section

4 - Hide the information of Status Section

3.1.5 Statistics
Statistics page displays the delail counter information based on 802.11 MIB counters. This

page translates the MIB counters info a format easier for user to understand.

[Transmit Statistics]

Transmit Recetve

Frames Transmitted Successfully = 1432
Frames Retransmitted Successtully = 4
Frames Fail To Receiwe ACK After il Retries = a
RTS Frames Successfully Receive CTS = a
RTS Frames Fail To Receive CTS # a

Resst Counter

Frames Transmitted Successfully: Frames successfully sent.

Frames Fail To Receive ACK After All Retries: Frames failed transmit after hitting retry limit.
RTS Frames Successfully Receive CTS: Successfully receive CTS after sending RTS
frame.

RTS Frames Fail to Receive CTS: Fail to receive CTS afler sending RTS frame.

Frames Retransmitted Successfully: Successfully refransmitted frames numbers

Reset Counter: Reset counters to zero
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[Receive Statistics]

Transmit Receive

Frames Receivad Suscessfully = 3183

Frames Received With CRC Error = 201984

Frames Dropped Due To Out-of-Resaurce = i}

Duplicate Frames Received = o

Reset Counter

Frames Received Successfully: Frames received successfully.

Frames Received With CRC Error: Frames receive with CRC error.

Frames Dropped Due To Out-Of-Resource: Frames dropped due to resource issue.
Duplicate Frames Received: Duplicate received frames.

Reset Counter: Reset counters to zero

¥ > Show the information of Status Section

4 =¥ Hide the information of Status Section

3.1.6 WMM
WMM function involves “WIMM Enable”, "WMM-Power Save Enable” and “DSL Setup”.

Wikl Setup Status

Wik > > Enabled Power Save »» Disabled Direct Link == Disabled
[@] ‘hibh Enabie

[ wishsh - Power Sawe Enable

[] Direst Link Setup Enable

1 B

WMM Enable: Enabe Wi-Fi Multi-Media.
WMM-Power Save Enable: Enable WMM Power Save.
Direct Link Setup Enable: Enable DLS (direct Link Setup).

WM Enable — Enable Wi-Fi Multi-Media]
If you want to use “WMM-Power Save” or “Direct Link Setup” you must enable WMM. The
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setting methods of enabling VWMM indicating as follow:

Step 1: Click “WMM Enable”

WA Setup Status
Wit => Enabled Power Save »» Disabled

Direct Link »» Disabled

@ Wi Enable
[] itk - Pewer Saue Enate.
[ ac.ek [ #c.ee O acn

[] Direct Link Setup Enable

O e

WAE Address > |_|_|—|_|_|_ Tifiealit Valiz += I_,

-

Step 2: Change to “Network” function. And add an AP that supports WWMM features to a

Profile. The result will look like the below figure in Profile page.

Frofile Metwork  Advanced  Statistics

4 G #F B T

WMM WPS Fadio On/Off  About

P

Profile List

b PrOF &

it " Delete. | hctivats

Profile Name »= PROF1
S5ID == AP
NMetwork Type =» nfrastructure
Authentication == Open
Encryption == Mone
LUse 802.1x == NO
Channel == 1
Power Save Mode == T
Tx Power == auto
RTS Threshold »» 2347

Fragment Threshold =~ 2244

Status »» 4P1 <> 00-03-7F-00-D7-A4
Extra Info == Link islp [TxPower:100%]
Channel == & <-->2437000 MHz
suthentication >» Cpsn
Encryption >» NONE
Metwork Type >= Infrasiructure
IP Address == 192.168.5.60
Sub Mask == 255,255,255.0
Default Gateway == 192,168.5.254
HT

B => nfa SMRD => nfa

Gl #= nfa M5 =x nfa SNR1 => nia

_ Moize Strength == 26%

Transmit
Link Speed »» 54.0 #bps

Throughput »> 0.000 #bps

Receive
Link Speed =+ 54.0 Mbps

Throughput »» 0,033 Mbps

WMM-Power Save Enable — Enable WIVIM Power Save]

Step 1: Click “WNMM-Power Save Enable”




~ WhA# Setup Status
‘ kM == Frihien Priiier Save =5 Misahler Dirert |ink =5 Mrisahled

[@ WM Enable
ﬂ WA - Power Save Enable
[ AcBK [] acBE [ acw [ ac_vo

[] pirect Link Setup Enstle

AT wddress == | TimeoutYalue == | 60 sec Aanaly,
P -

Jiear B

Step 2: Please select which ACs you want to enable. The setting of enabling YWMM- Power

Save is successfully.

Wikhth Setup Status
’7 Wk »> Enabled Power Save »»> Enabled Direct Link =» Disabled

n Wkt Enable
@ Widhth - Power Save Enable
HC_BK. [ AcBE O acw [ acvo

[] Direct Link Setup Enable

MAC T ess == |_|_|_|_|_|_ Tirneitit Vallis == I_ou ser sl

EIRE

[Direct Link Setup Enable — Enable DLS (Direct Link Setup)]
Step 1: Click “Direct Link Setup Enable”

~ WM Setup Status
Wik == Enabled Power Save == Disabled Direct Lnk == Enabled

@ i Enable
[[] witiwd - Power Save Enable
[ Aczex [ & ee [ sz v O e v

m Tirect Link Setup Enable

MAC Address 5 | |_| |_ Timenut Walle > 60 sec

Step 2: Change to “Network” function. And add an AP that supports DLS features to a Profile.

The result will look like the below figure in Profile page.




Profile Network — Advanced  Statistics WpS Radio On/Off  About

Profile List
b ProF1 & Profile Name »» PROF1

551D = AP
Netwark Type > Infrastructure
Authentication »» Open
Encryption *> Mone
Use 802, 9% #» MO
Channel => 1
Poier Save Made == CAM
Tx Pawer =» Auto
RTS Threshold =» 2347

Fragment Threshold »» 2346

Add Edit Deleze Activate
—— i ot

Status »x AP £--x 00-03-7F-00-D7-Ad
Extra Infa >» Link is Up TxPower;100%]
Channel »= & <3 2437000 MHz
Authentication > Open I o
Encryption s> NONE [ voisestrength > 2e%
Metwork Type = Infrastructure
IP Address »» 192.168.5.60
Sub Mask »= 255,265,256.0
Default Gateway »» 192,168.5.254
HT

Transmit
Link Speed > 54.0 #ibps
Throughput »> 0,000 Mbps

Receive
BW 5= /s SNRD =5 nifa Link Speed >> 54.0 Mbps
Gl x> nfa MCS == nfa SMRA 2> nfa Throughput »= 0.033 Mbps

The Setting of DLS indicates as follow:
(1) Fill in the blanks of Direct Link with MAC address of STA. The STA must conform to 2
conditions as follow:
= Connect with the same AP that support DLS features.
= Have to enable DLS

Wil Sertup Status

W/ Ml =2 Enabled Power Sawe »» Disabled Direct Link == Enabled

[@ " Enals
[ Wit - Power Save Enable
o R 0O+ O e O scive
E Direct Link $etup Enable

MAC Address > IE e (41 [z [en [oo Timeout Value s= | €00 sec s
| Apply.

Tear Down

F 9
(2) Timeout Value represent that it disconnect automatically after some seconds. The value is

integer. The integer must be between 0~65535. It represents that it always connects if the




value is zero. Default value of Timeout Value is 60 seconds.

- WAk Setup Status

Wikt x> Enabled Power Save =» Disabled Direct Link =» Enabled

[@ ‘it Enabie
[ wihbh - Power Save Enable
[ #c.Bk ] Ac.BE [0 sem [ Aciio
[@ Cirect Link Setup Enable

WAC hddress x> |00 |DD |43 75 Iﬁﬂ 0o Timeout Yalue = AEE

Tear Down

(3) Click “Apply” button. The result will look like the below figure.

~ WA Setup Status
Wi > Enabled Power Sawe => Disabled

Direct Link => Enabled

[@] ik Enable:
[] emih - Power Save Enable
[ 4cBk [ #4c.BE O acw O #ciwm

E Direct Link Setup Enable

MAC hddress =» |DD Oc |43 |26 IéU i} Timeout Walue == 600 sec

00-0C-43-28-60-00 &00

Describe “DLS Status” as follow:

(1) As the up figure, after configuring DLS successfully, show MAC address of the opposite

side and Timeout Value of settingin “DLS Status”. In “DLS Status” of the opposite side, it

shows MAC address of itself and Timeout Value of setting.

(2) Display the values of “DLS Status” to “Direct Link Setup” as follow:

Step 1: In “DLS Status”, select a direct link STA what you want to show its values in
“Direct Link Setup”.




Wikt Setup Status
’V WM = Enabled Powet Save == Disabled Direct Link »> Enablzd

' Wihih Enable
[] witéhi - Power Save Enable:

O e [0 #ese O sv O #eve

ﬂ Direct Link Setup Enable

MAC Address == | | Timeaut Value == 60 sec
[

Step 2: Double-Click and the result will look like the below figure.

Wi Setup Status
Wikl => Enabled Power Save »» Disabled Direct Link »» Enabled

[@ it Enable
[ Witth - Pawer Save Enable
O AnEex | e

' Direct Link Setup Enable

AT drrdress =5 |00 (0o (43 |28 &0 |00 : o
]

Tear Do

(3) Disconnect Direct Link Setup as follow:
Step 1: Select a direct link STA.

Whitd Setup Status
’V Wik +> Enabled Pomer Save »» Disabled Direct Link =+ Enabled

[@ i Enable:
[] virkiM - Powser Sawe Enable
[ AcBK [ #cee O A O acva

[@ Direct Link Setup Enable

MAC Address =5 |00 |0 |43 |28 &0 100 Timeout%]ue >>| 600 sec ggg
L

Tear Down




Step 2: Click “Tear Down” button. The result will look like the below figure.

~ WM Setup Statu

Wihh =+ Enabled Power Save = Disabled Direct Link == Enabled

m Wil i Enable
[] vkaih - Power Save Enable
[ 4c_5K
[@ Direct Link Setup Enable

MAC Acidress »= EEEEEE Timeout Value »» 600 sec apphy
D S

Tear Dawn

3.1.7 WPS

@ E o @ & @B © ? R &

Profile MNetwaork Advanced Statistics Wi/ WPS Radio On/Off  About
WPS AP List

. i
R —
0021670 Reneuw

WPS Profile List {Conﬁg Mode

|Enr'ol|ee hi

ey

EE

B
COrEcE
e
— e’ e et
Disconnsct

i @ VP associate IE ‘ Frogress > 0% Eapartbiaile

PEC @ s Probe IE ‘

Status »> Default 115G <--> 00-08-4F-24-CB-FO

Extra Info => Link is Up [TxPower: 1002] -gjal Strength 1 == 32%

Channel »» & <> 2437 biHz ‘ i sam

Authentication »» Unknown I oisestrength > 26%

Encryption »> MNone

MNetwark Type > Infrastructure
IP dddress == 192.168.10.21
Sub Mask = 258,258, 255.0
Default Gateway == 192,166,10,1
HT

Transmit
Link Speed »» 45,0 #bps

Throughput >» 0,480 Kbps

Receive

BW == nfa SR => nfa Link Speed == 11.0 Mbps
Gl == nfa WCS = nfa SMRT =% nia Throughput > é.7588 Kbps

WPS Configuration: The primary goal of Wi-Fi Protected Setup (Wi-Fi Simple Configuration)

is to simply the security setup and management of Wi-Fi networks. Ralink STA as an Enrollee




or external Registrar supports the configuration setup using PIN configuration method or PBC
configuration setup using PIN configuration method or PBC configuration method through an
internal or external Registrar.
WPS AP List: Display the information of surrounding APs with WPS |E from last scan result.
List information includes SSID, BSSID, Channel, ID (Device Password ID), Security-Enabled.
Rescan: Issue a rescan command to wireless NIC to update information on surrounding
wireless network.
Information: Display the information about WPS IE on the selected network. List Information
includes Authentication Type, Encryption Type, Config Methods, Device Password D,
Selected Registrar, State, Version, AP Setup Locked, UUID-E and RF Bands.
PIN Code: 8-digit numbers. It is required to enter PIN Code into Registrar using PIN method.
Each NIC Wireless has only one PIN Code of Enrollee.
Config Mede: Our station role-playing as an Enrollee or an external Registrar.
WPS Profile List: Display all of credentials got from the Registrar. List information includes
SSID, MAC address, Authentication and Encryption Type. If STA Enrollee, credentials are
created as soon as each WPS success. If STA Registrar, RalUl creates a new credential with
WPAZ-PSK/AES/G4Hex-Key and doesn't change until next switching to STA Registrar.
Control items on WPS Profile List:
=» Detail: Information about Security and Key in the credential
= Connect: Command to connect to the selected network inside credentials. The active
selected credential is as like as the active selected Profile.
= Rotate: Command to rotate to connect to the next inside credentials
= Disconnect: Stop WPS action and disconnect this active link. And then select the last
profile at the Profile Page of RaUl if exist. If there is an empty profile page, the driver will
select any non-security AP.

= Delete: Delete an existing credential. And then select the next credential if exist. If

there is an empty credential, the driver will select any non-security AP.
PIN: Start to add to Registrar using PIN configuration method. IF STA Registrar, remember
that enter PIN Code read from you Enrollee before starting PIN.
PBC: Start to add to AP using PBC configuration method.

J When you click PIN or PBC, please don’t do any rescan within two-minute

connection. If you want to abort this setup within the interval, restart PIN/PBC or
press Disconnect to stop WPS connection.
WPS associate IE: Send the association request with WPS |E during WPS setup. It is optional
for STA.
WPS probe IE: Send the probe request with WPS IE during WPS setup. IT is optional for STA.
Progress Bar: Display rate of progress from Start to Connected status.
Status Bar: Display currently WPS Status.




[WPS Information on AP]

WPS information contain authentication type, encryption type, config methods, device
password ID, selected registrar, state, version, AP setup locked, UUID-E and RF bands.
Authentication Type: There are three types of authentication modes supported by RaConfig.
There are Open, Shared, WPA-PSK, and WPA system.

Encryption Type: For Open and shared authentication mode, the selection of encryption are
None and WEP. For WPA, WPA2, WPA-PSK, and WPA2-PSK authentication mode, the
encryption type supports both TKIP and AES.
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Config Methods: Correspond to the methods the AP supports as an Enrollee for adding

external Registrars. (A bitwise OR of values)




Device Password ID: Indicate the method or identifies the specific password that the selected
Registrar intends to use. AP in PBC mode must indicate 0x0004 within two-minute Walk time.

0x0000 Default (PIN)
0x0001 User-specified
0x0002 Rekey
Ox0003 Display
0x0004 PushButton (PEC)
Ox000% Registrar-specified
Cx0006-0x000F Resaned

Selected Registrar: Indicate if the user has recently activated a Registrar to add an Enrollee.
The values are “TRUE" and “FALSE"

State: The current configuration state on AP. The value are “Unconfigured” and “Configured”.
Version: WPS specified version.

AP Setup Locked: Indicate if AP has entered a setup locked state.

UUID-E: The universally unique identifier (UUID) element generated by the Enrollee. There is
a value. ltis 16 bytes.

RF-Bands: Indicate All RF bands available on the AP. A dual-band AP must provide it. The
values are “2.4GHz" and “6GHz"

3.1.8 About

About function display the wireless card and driver version information.

ic) Copyright 2007, Ralink. Technology, Inc. All rights reserved.

RaConfig Version > 2.0.3.0 Date »> D5-02-2007
Criver Yarsion > 1.0.4.0 Date == 07-28-2007
EEPROM Wersion »= 134.0
Firmware Version »= 0.4

Phy_Address == 00-06-4F-55-86-77

WY RALINKTECH. COM

(1) Connect to Ralink’s VWebsite: WWWV.RALINKTECH.COM
(2) Display Configuration Utility, Driver, and EEPROM version information
(3) Display Wireless NIC MAC Address.




