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Preface

This guide is for the networking professional who installs and manages the Ziwell
ZWA-G120 Multi-Mode AP, hereafter referred to as the “device”. To use this guide,
you should have experience working with the TCP/IP configuration and be familiar
with the concepts and terminology of wireless local area networks.



Ch 1. ZWA-G120 Installation
Packing List

Before you start to install the device, make sure the package contains the
following items :

® ZWA-G120 Multi-Mode AP * 1

® Power Adapter * 1

® RJ-45Cable*1
Multi-Mode AP Power Adapter

RJ-45 Cable

2z
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Hardware Installation

Once you check off everything from the package, you can start to install the
device. You can use the wall mount hole on the bottom of the device to
mount the device on the wall, or just put the device on the desktop. The
administrator can refer to the figure below while constructing your WLAN

environment.
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Ch 2. First Time Configuration
Before Start to Configure

There are two ways to configure the device, one is through web-browser,
and the other is through Secure Shell CLI interface. To access the
configuration interfaces, make sure you are using a computer connected to
the same network as the device. The default IP address of the device is
192.168.2.254, and the subnet-mask is 255.255.255.0.

The device has three operation modes (Router/Bridge/WISP). In bridge
mode, also known as AP Client, you can access the device by both WLAN
(Wireless Local Area Network) and wired LAN. And in router/WISP modes,
the device can be accessed by both WLAN and WAN. The default IP
addresses for the device are 192.168.2.254(for LAN), 172.1.1.1(for WAN),
so you need to make sure the IP address of your PC is in the same subnet
as the device, such as 192.168.2.X (for LAN), 172.1.1.X (for WAN).

Please note that the DHCP server inside the device is default to up and
running. Do not have multiple DHCP servers in your network environment,
otherwise it will cause abnormal situation.

We also provide an auto-discovery tool which is for finding out the IP of the
device. In case, you've forgot the IP of the device or the IP of the device has
been changed, you can use the tool to find out the IP of the device even your
PC is not in the same subnet as the device is.

Knowing the Network Application

ZWA-G120 can act as the following roles, and it supports WDS (Wireless
Distribution System) function.

® Access Point

® \WDS (Wireless Repeater)

® Bridge/Router

® WISP

® AP Client

The device provides 3 different operation modes and the wireless radio of device
can act as AP/Client/WDS. The operation mode is about the communication
mechanism between the wired Ethernet NIC and wireless NIC, the following is the



types of operation mode.

Router

The wired Ethernet (WAN) port is used to connect with ADSL/Cable modem and
the wireless NIC is used for your private WLAN. The NAT is existed between the 2
NIC and all the wireless clients share the same public IP address through the WAN
port to ISP. The default IP configuration for WAN port is static IP. You can access
the web server of device through the default WAN IP address 172.1.1.1 and modify
the setting base on your ISP requirement.

Bridge
The wired Ethernet and wireless NIC are bridged together. Once the mode is
selected, all the WAN related functions will be disabled.

WISP (Wireless ISP)

This mode can let you access the AP of your wireless ISP and share the same public
IP address form your ISP to the PCs connecting with the wired Ethernet port of the
device. To use this mode, first you must set the wireless radio to be client mode and
connect to the AP of your ISP then you can configure the WAN IP configuration to
meet your ISP requirement.

The wireless radio of the device acts as the following roles.

AP (Access Point)
The wireless radio of device serves as communications “hub” for wireless clients
and provides a connection to a wired LAN.

AP Client

This mode provides the capability to connect with the other AP using
infrastructure/Ad-hoc networking types. With bridge operation mode, you can
directly connect the wired Ethernet port to your PC and the device becomes a
wireless adapter. And with WISP operation mode, you can connect the wired
Ethernet port to a hub/switch and all the PCs connecting with hub/switch can share
the same public IP address from your ISP.

WDS (Wireless Distribution System)

This mode serves as a wireless repeater; the device forwards the packets to another
AP with WDS function. When this mode is selected, all the wireless clients can’t
survey and connect to the device. The device only allows the WDS connection.

WDS+AP
This mode combines WDS plus AP modes, it not only allows WDS connections but
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also the wireless clients can survey and connect to the device.

The following table shows the supporting combination of operation and wireless
radio modes.

Bridge Router WISP
AP \% \% X
WDS \% \% X
Client Vv X \Y
AP+WDS \% \% \%

Hereafter are some topologies of network application for your reference.

<
X

Broadband
Modem

(@

Router Mode
With
WDS + AP

()

WISP|Mode
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Examples of Configuration

DEV 1
LAN 192.168.2.254/24

‘WAN PPPoE connection

Wireless Channel: 11 SSID: ZPlus-G120-DEV1
MAC Address of WLAN(BSSID) 000000042728
DHCP Server enabled (IP Pool 192.168.2.1~253)

emﬁ,r‘
Broadband
Modem

‘With
WDS + AP
S 4
192.168.2.3 192.168.2.x LAN 192.168.3.124
WAN Dynamic IP address
DEV 2 DHCP Server enabled (IP pool 192.168.3.2~254)
LAN 1

92.168.2.202/24 ()

()

Wireless Channel: 11/ SSID: ZPlus-G120-DEV2
MAC Address of WLAN (BSSID) 000000042692

4
&

192.1#8.3‘);

/o/
=
2

L5
2
w
.

L=

(

DEV 3
LAN 192.168.2.203/24
Channel: 5 Q
'\ﬁ SSID: ZI’Ius-GIZO-DE\/
192.168.2.x 192.168.2.x

DEV 5
LAN 192.168.2.205/24

192.168.2.x

This example demonstrates how to set up a network with different device
configurations. There are 2 DHCP servers (DEV1/DEV4) in the network to control
the IP configuration of 2 domains (192.168.2.x/192.168.3.x). Once the setting is
done, all the PCs can visit Internet through DEV1.

We assume all the devices keep the factory default setting. To make sure that user
can continuing press the rest button for more than 5 seconds to restore the factory
default setting.

The following descriptions show the steps to configure DEV1 to DEVS5.



Configure DEV1:
1. Connect the ADSL modem to Ethernet port of device using Ethernet cable.
2. Access the web server (http://192.168.2.254) of device from the wireless

station.
3. Use Wizard page to setup device.

Zinwell WLAN AP Webserver
pe-Ugam

Fle Edit ‘iew Favorites Tools  Help

@Back - J iﬂ @ _b j_"Search %”E(’Favorites é:‘j [
Address @ http:ff192.168.2. 254 home..asp

Wireless LAN Series

Setup Wizard

The setup wizard will guide you to configure access paint for first time. Please follow
the setup wizard step by step.

Welcome to Setup Wizard.

FRERRFF
e |

The Wizard will guide you the through following steps. Begin by clicking on

1. Setup Operation Mode

2. Choose your Time Zone
3. Setup LAM Interface

4. Setup WAN Interface

5. Wireless LAN Setting

B. Wireless Security Setting

4.

1. Operation Mode

You can setup different modes to LAN and YWLAN interface for MAT and bridging
function.

@& Router: Ini this mode, the device is supposed to connect to intemet via
ADSL/Cable Modem. The MAT is enabled and PCs connected
with WLAN share the same IP to ISP through WAN port. The
connection type can be setup in YWAN page by using PRPOE,
DHCP client, PRTP client or static IP. 172 1 1 1 is the default

static IP address for YWAN port

O Bridge: In this mode, the ethernet pot and wireless interface are bridged
together and MAT function is disabled. All the YWAN related

function and firewall are not supparted.

) wireless 15p: In this mode, the wireless client will connect to ISP access paint
The NAT is enabled and PCs connecting with the ethernet port
share the same IP to ISP through wireless LAN. You must set
the wireless to client mode and connect to the ISP AP. The
connection type can be setup in WAN page by using PPPOE,

DHCP client, PPTP client or static IP

l Cancel H <<Back ” Mext>> ]

5.  Press “Next>>" button then disable “Time Zone” function.




Wireless LAN Series

2. Time Zone Setting

You can maintain the system time by synchronizing with a public time server over
the Internet.

[[] Enable NTP client update

Time Zone
Select:

NTP server: 192°5

l Cancel ” <<Back ” Maxt>> ]

Press “Next>>" button then set the IP address of LAN interface.

Wireless LAN Series

3. LAN Interface Setup

This page is used to configure the parameters for local area network which connects
to the device. Here you may change the setting for IP addresss, subnet mask. The
DHCP Server will be up and running, please make sure there is no anather DHCP
Server in your network when the device is in Bridge/Client Modes.

IP Address: 192166.2.254
Subnet Mask: |255 255.255.0

’ Cancel H <<Back H Mext»> ]

Press “Next>>" button then select the “PPPoE” for “WAN Access Type” and
fill in the “User Name” and *“Password” fields.

Wireless LAN Series

4. WAN Interface Setup

This page is used to configure the parameters for Internet network which connects to
the WWAN port of your Access Point. Here you may change the access method to
static IP, DHCF, PPFoE or PPTP by click the item value of WAN Access type

WAN Access Type: FFPoE w

User Name: 87043609 @hinet.net
Password: [aeesnsen

l Cancel ” <<Back H Mext> ]

Press “Next>>" button then select the “AP+WDS” for “mode” and change the
SSID to “ZPlus-G120-DEV1”.




Wireless LAN Series

5. Wireless Basic Settings

This page is used to configure the parameters for wireless LAN clients which may
connect to your Access Point. If you want to use Wireless ISP mode, please choose
the Client Made

Band: 2.4 GHz (B+G)
Mode: APHWDE »

Network Type:

SSID: ‘ZPIuS-GTQD-DEVT ‘

Channel Number: 11

Enable Mac Clone (Single Ethernet Client)
[ Cancel I i <<Back ] ’ ety > ]

9. Press “Next>>" button then select “None” for “Encryption” then press
“Finished” button.

Wireless LAN Series

6. Wireless Security Setup

This page allows you setup the wireless security. Turn on WEP or WEA by using
Encryption Keys could prevent any unauthorized access to your wireless network

Enciyption:

| Cancel ” <<Back ” Finished ]

10. Wait for refreshing web page.
_ Wireless LAN Series

Change setting successfully!
Please wait a while for refreshing webpage.

If IP address was modified, you have to re-connect the WebhServer
with the new address.

11. Use “WDS Settings” page to configure WDS.



Wireless LAN Series

WDS Settings

Wirelese Distribution System uses wireless media to communicate with other APs,
like the Ethernet does. To do this, you must set these APs in the same channel and
set MAC address of other APs which you want to communicate with in the table and
then enable the WD3

fi=lizh

[] Enable WDS

Add WDS AP:  MAC Address | C

l Apply Changes ] ’ Reset ] Set Becurity

&
&
i
&
&
&

]

FRER

Current WDS AP List:

'.'-::_-'.:{-' C E.’-".: 18} [ elate Al
12. Enable WDS function and add the BSSID of DEV2 to “Current WDS AP
List”.

Wireless LAN Series

WDS Settings

rd

anods ereless Distribution System uses wireless media to comm_unlcate with other APs,
like the Ethernet does. To do this, you must set these APs in the same channel and
set MAC address of other APs which you want to communicate with in the table and
then enable the WWDS.

Enable WDS

Add WDS AP:  MAC Address C

i Apply Changes ] ’RESE{] ’ Set Security ]

Shaow Statistics

Current WDS AP List:

00:00:00:04:26:92 BZSID of DEVZ ]

I Delete Selected ] [ Delete All ] IReset]

13. Since we access the device by wireless connection, it may temporarily
disconnect when applying the WDS setting. After re-connecting to the device,
use the “Status” page to check the settings.

10



Wireless LAN Series

Free Memory 1060 kB
Firmware Version wl.2.1

Webpage Version wl.2.1

Mode AP+WDS - Router
Band 2.4 GHz (B+3)
SSID ZPlus-G120
Channel Number 11

Encryption Digabled(A&F), Disabled(WDE)
BSSID 00:00:00:04:27:25
Associated Clients 2
Power(OFDM/G) 100mwW
Power(CCK/B) 250mW

TCP/IP Configuration

Attain IP Protocol Fixed IP

IP Address 192.168.2 254
Subnet Mask 200265 2550
Default Gateway 192.168.2.254
DHCP Server Enabled

MAC Address 00:00:00:04:27:28
Attain IP Protocol PPPoE Connected
IP Address 218.168.150.18
Subnet Mask 205,255 255255
Default Gateway 218.168.128.284

MAC Address 04:05:05:07:03:03




Configure DEV2:
1. Access the web server (http://192.168.2.254) of device from the Ethernet port.
Caution
If you configure multiple devices in the same PC, since the devices
have the same default IP address but different MAC addresses, it may
cause you not able to access the web server of device. If the situation

happens, please try to clean the ARP table of your PC by DOS
command “arp —d” then you can access the web server of device
using the default IP address.

2. Use Wizard page to setup device.

W Zinwell WLAN AP Webserver

File Edit Wi Favorites Tools Help
P sack - D ] [ 5 search 5le Favorites £2) - = - Bl = E
address | 2] http: /192, 168.2.254/home. asp

COMEHES: Setup Wizard

The setup wizard will guide you to configure access point for first time. Please follow
the setup wizard step by step.

Welcome to Setup Wizard.

The Wizard will guide you the through following steps. Begin by clicking on
MNext.

Setup Operation Mode
Choose your Time Fone
Setup LAN Interface
Setup VAN Interface
Wireless LARMN Setting
Wireless Security Setting

D0 L =

Press “Next>>" button then set the “Operation Mode” to “Bridge” mode.
Wireless LAN Series

Operation Mode

ou can setup different modes to LARN and WlAR interface for MNAT and bridging
function

> Router: In this mode, the device is supposed to connect to internet via
ADSL Cable Moderm. The MAT is enabled and PCs connected to
WWLAN share the same IP to ISP through WWARN port. The
connection type can be setup in ¥WAN page by using PPPOE,
DHCP client, PPTP client or static IP.172.1.1.1 is the default
static IP address for WAl port

= Bridge: In this mode, the ethernet port and wireless interface are bridged
together and MAT function is disabled. All the WARN related
function and firewall are not supported

Wireless ISP: In this mode, the wireless client will connect to ISP access point.
The MAT is enabled and PCs connecting with ethernet port share
the same IP to ISP through wireless LARM. You must set the
wireless to client mode first and connect to the ISP AP in Site-
Survey page. The connection type can be setup in WW.AN page by
using PFFOE, DHCP client, FFTF client or static IF.

[ Apply Change ] [Reset]

4. Press “Next>>" button then disable “Time Zone” function.
E Wireless LAN Series

2 Time Zone Setting

%ou can maintain the system time by synchronizing with a puhlic time server over
the Internet.

[C1 Enable NTP client update

Time Zone
Select :

NTP server :

Cancel ][ <<Back ][ Mext>>

12



Press “Next>>" button then set the IP address of LAN interface.

et _ Wireless LAN Series

3. LAN Interface Setup

This page is used to configure the parameters for local area network which connects
to the device. Here you may change the setting for IP addresss, subnet mask. The
DHCP Server will be up and running, please make sure there is no another DHCP
Server in your netwaork when the device is in Bridge/Client Modes

IP Address: I1921EB,2 202 |

Subnet Mask: [255.255.255.0 |

[ Cancel ][ <<Back J[ Next>>]

Press “Next>>" button then select the “AP+WDS” for “mode” and change the
SSID to “ZPlus-G120-DEV?2”.

Wireless LAN Series

5. Wireless Basic Settings

This page is used to configure the parameters for wireless LAN clients which may
connect to your Access Point. If you want to use Wireless ISP mode, please choose
the Client Maode

Band: 2.4 GHz (B+G) v
Mode: APHADS v |

Network Type:

SSID: |ZPIus—G120—DEV2 |

Channel Number: 11 V|

Enable Mac Clone (Single Ethernet Client)
[ Cancel ] [ <<Back ] [ MNext>>

Press “Next>>" putton then select “None” for “Encryption” then press
“Finished” button.

Wireless LAN Series

S 6. Wireless Security Setup

This page allows you setup the wireless security. Turn on WEP or WPA by using
Encryption Keys could prevent any unauthorized access to your wireless network

Encryption: |Mone B

[ Cancel ][ <<Back | [ Finished |

Wait for refreshing web page.

Wireless LAN Series

Change setting successfully!

Please wait a while for refreshing webpage.

If IP address was modified, you have to re-connect the WebServer
with the new address.

13



9. Access the web server by new IP address “192.168.2.202” then use “LAN

Interface” page to disable DHCP Server.
Wireless LAN Series

LAN Interface Setup

This page is used to configure the parameters for local area netwaork which connects to
the device. Here you may change the setting for IP addresss, subnet mask, DHCP,
etc

IP Address: [18z.168.2.202 ’I

Subnet Mask: |?55.255 2550
Default Gateway: |0.0.0.0

DHCP: [Disabled ~|

DHCP Client Range: | 12 168.2 .1 |_ | 197 168

802.1d Spanning Tree: |Disablad + |

Clone MAC Address: 000000000000 |

[ Apply Changes ] [ Feset J

Change setting successfullyl
Please wait a while for refreshing webpage.

If IP address was modified, you have to re-connect the WebServer
with the new address.

11. Use “WDS Settings” page to configure WDS.

VVireless LAN Series

WWDS Settings

“WWireless Distribution Systern uses wireless media to communicate with other APs,
like the Ethernet does. To do this, you rmust set these APs in the sarme channel and
set MAC address of other AP s which you want to communicate with in the table and
then enable the WDS

[0 Enable WDS

Add WDS AP: MAC Address Comment

[ Apphs Changes ] [ Reset ]

Current WD'S AP List:

14



12. Enable WDS function and add the BSSID of DEV1 to “Current WDS AP
List”.

ERER

FFFFER -

zTd

Wireless LAN Series

WDS Settings

YWireless Distribution System uses wireless media to communicate with other AP s,
like the Ethernet does. To do this, you must set these APs in the same channel and
set MAC address of other AP s which you want to communicate with in the table and
then enable the WD=.

Enable WDS

Add WDS AP: MAC Address Comment

[ Apply Changes ] [ Reset] [ Set Security ]

Show Statistics

Current WDS AP List:

00:00:00:04:27:25 ESSID of DEW1 el

[ Delete Selected ] [ Delete All ] [ Fieset ]

13. Use the “Status” page to check the settings.

Wireless LAN Series

B

This page shows the current status and some basic settings of the
device.

Uptime Oday:1h:46m:Ss
Free Memory 2136 kB
Firmware Version wl.2.1

Webpage Version wl. 2.1

Mode AP+HOE - Bridge
Band 2.4 GHz (B+G)
SSID ZPlus-G120-DEW2
Channel Number 11

Encryption Disabled(AF), Disabled(WDS)
BSSID 00:00:00:04:26:92
Associated Clients 2
Power{OFDM/G) 100 MWW
Power(CCK/B) 250mw

Attain IP Protocol Fixed IP

IP Address 192.1658.2.202
Subnet Mask 255.265.255.0
Default Gateway 0.0.0.0

DHCP Server Disabled

MAC Address O0:00:00:04:26:92



Configure DEV3:

1.

Access the web server (http://192.168.2.254) of device from the Ethernet port.
Caution
If you configure multiple devices in the same PC, since the devices have the
same default IP address but different MAC addresses, it may cause you not
able to access the web server of device. If the situation happens, please try
to clean the ARP table of your PC by DOS command “arp —d” then you can
access the web server of device using the default IP address.

Use “LAN Interface” page to set the IP address of LAN interface and disable
DHCP server.

Wireless LAN Series

LAN Interface Setup

This page is used to configure the parameters for local area network which connects to
the device. Here you may change the setting for IP addresss, subnet mask, DHCP,
etc

IP Address: 192 165 .2 203 |
Subnet Mask: Wl
Default Gateway: oooo |

DHCP Client Range: | 102 (650 102 | [102 168

802.1d Spanning Tree: |Disabled -
Clone MAC Address: oooooooooooon |

[ Apply Changes ] [ Feset ]
Wait for refreshing web page.
Wireless LAN Series

Change setting successfully!
Please wait a while for refreshing webpage.

If IP address was modified, you have to re-connect the WebServer
with the new address.

Access the web server by new IP address “192.168.2.203” then use “Basic

Settings” page to change SSID and CHANNEL.
= Wireless LAN Series

Wireless Basic Settings

This page is used to configure the parameters for wireless LAMN clients which may
connect to your Access Point. Here you may change wireless encryption settings as
well as wireless network parameters.

[] Disable Wireless LAN Interface
Band: [zaGHz By |
Mode: iAF’ V|

Network Type:

SSID: [zPlus-G1az-DEWVS
Channel Number: ! 5 vl
Associated Clients: | Show Active Clients

Enable Mac Clone (Single Ethernet Client)

[ Apply Changes ] [ Fesat ]

16



5.

Use the “Status”

FRRFFERE

page to check the settings.

Wireless LAN Series

device.

Uptime

Free Memory
Firmware Version
Webpage Version

Mode

Band

SSID

Channel Number
Encryption

BSSID

Associated Clients
Powe r{OFDM/G)
Powe r({CCH/B)

Attain IP Protocol
IP Address
Subnet Mask
Default Gateway
DHCP Server
MAC Address

TCP/IP Configuration

This page shows the current status and some basic settings of the

Oday:1h:26m:28s
1912 kB

wl.2.1

w1.2.1

Wireless Configuration

AP - Bridge

2.4 GHz (B+3)
ZPIus-G192-DEY3
5

Disabled

O0:00: aa:bb: dd:91
a

100 MWW

250mwW

Fixed IP

192 1658.2.203
255.255.255.0
0.0.0.0

Disabled

00:00: aa:bb:dd:21

17



Configure DEV4:
1. Access the web server (http://192.168.2.254) of device from the Ethernet port.

Caution

If you configure multiple devices in the same PC, since the devices have the
same default IP address but different MAC addresses, it may cause you
unable to access the web server of device. If the situation happens, please
try to clean the ARP table of your PC by DOS command “arp —d” then you
can access the web server of device using the default IP address.

2. Use Wizard page to setup device.

File: Edit Wien Favorites Tools Help
€Dk - D < [Z] T 5 seareh 5l Faverites  €2) - - B e E

Address |&Z] http://192.168.2. 254/horne.asp

Wireless LAN Series

Setup Wizard

The setup wizard will guide you to configure access point for first time. Please follow
the setup wizard step by step

Welcome to Setup Wizard.

The Wizard will guide you the through following steps. Begin by clicking on
Next.

Setup Operation hMode
Choose your Time Zone
Setup LAN Interface
Setup YWAN Interface
Wireless LAR Setting
“ireless Security Setting

LR C

3. Press “Next>>" button then set the “Operation Mode” to “Wireless ISP”

mode.
Wireless LAN Series

1. Operation Mode

¥ou can setup different modes to LAR and YWLARM interface for PAT and bridging
function

© Router: In this mode, the device is supposed to connect to internet via
ADSL/Cable Modemn. The MNAT is enabled and PCs connected
with WWLAN share the same IP to ISP through YW.AN port. The
connection type can be setup in YWARN page by using PPPOE,
DHGCP client, PPTP client or static IP. 172.1.1.1 is the default
static IP address for WWaM port

> Bridge: In this mode, the ethernet port and wireless interface are bridged
together and MAT function is disabled. All the YWAN related
function and firewall are not supported

& wireless 1sp: In this mode, the wireless client will connect to ISP access point
The MAT is enabled and PCs connecting with the ethernet port
share the same IP to ISP through wireless LAN. ¥ou must set
the wireless to client mode and connect to the ISP AP, The
connection type can be setup in ¥¢ARN page by using PPPOE,
DHGCP client, PPTP client or static 1P

[ Coancel ][ <<Back |[ next>> |

4. Press “Next>>" button then disable “Time Zone” function.
E Wireless LAN Series

2. Time Zone Setting

%ou can maintain the system time by synchronizing with a public time server over
the Internet

[1 Enable NTP client update

Time Zone
Select :

NTP server :

Cancel | [ <<Back ][ Mexte>
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Press “Next>>" button then set the IP address of LAN interface.

Wireless LAN Series

3. LAN Interface Setup

This page is used to configure the parameters for local area network which connects
to the device. Here you may change the setting for IP addresss, subnet mask. The
DHCP Server will be up and running, please make sure there is no another DHCP
Server in your network when the device is in Bridge/Client Modes.

IP Address: [192.168.31 |
Subnet Mask: [z55.255.255.0 |

[ Cancel ][ <<Back ] [ et >
Press “Next>>" button then select the “DHCP Client” for “WAN Access
Type”

Wireless LAN Series

4. WAN Interface Setup

This page is used to configure the parameters for Internet network which connects to
the VAN port of your Access Point. Here you may change the access method to
static IP, DHCP, PPFPoE or PPTF by click the item value of YWAMN Access type.

VVAMN Access Type: | DHCP Client

[ cancel |[ <<Back | [ Mext>> |

Press “Next>>" button then select the “Client” for “mode” and change the
SSID to “ZPlus-G120-DEV4”.

— Wireless LAN Series

5. Wireless Basic Settings

This page is used to configure the parameters for wireless LAN clients which may
connect to your Access Point. If you want to use Wireless ISP mode, please choose
the Client Mode.

Band: | 2.4 GHz (B+G) ~

Mode: | client ~|
Metwork Type: | Infrastructure ~
SSID: [zPlus-G1az-DEW |

Channel Number:

Enable Mac Clone (Single Ethernet Client)
[ cancel |[ <<Back |[ Mext> |

Press “Next>>" button then select “None” for “Encryption” then press
“Finished” button.

Wireless LAN Series

6. Wireless Security Setup

This page allows you setup the wireless security. Turn on YWEP or WYWPA by using
Encryption Keys could prevent any unauthorized access to your wireless netwaork.

Encryption: |Mone Bt

[ Cencel |[ <<Back | [ Finished |
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9.

Change setting successfully!
Please wait a while for refreshing webpage.

If IP address was modified, you have to re-connect the WebServer
with the new address.

10. Change the IP address of your PC to 192.168.3.x then access the web server
by the new IP address “192.168.3.1” and use “Status” page check the setting.
Wireless LAN Series

Free Memory 1292 KB

Firmware WVersion w1l 2.1
VWebpage Version wl. 2.1

WWireless Configuration

Mode Infrastructure Client - Router
Band 2.4 GHz (B+3)
SSID ZFRlus-G192-DE1
Channel Number 11

Encryption Disabled

BSSID O0:00:00:04:27 : 225
State Connected

RS SI a

TCP/IP Configuration

Attain IP Protocol Fixed IF

IP Address 192.166.3.1
Subnet Mask 255 255 2550
Default Gateway 192.1658.3.1
DHCP Server Enabled

MAC Address

VWAN Configuration

O0:00: @z bhb:dd:92

Axtain IP Protocol
IP Address
Subnet Mask
Default Gateway
MAC Address

DHCP

192 .168.2.5
255.255.255.0
192.1658.2.254
000 aa: bb: dd:21

[

11. If the “State” of “Wireless Configuration” is not “Connected” or you want to

refresh the “RSSI “, please use “Site Survey” page to re-connect a AP.
Wireless LAN Series

Wireless Site Survey

This page provides tool to scan the wireless network. If any Access Point or IBESS is
found, you could choose to connect it manually when client mode is enabled

!
g
: © ssd pseId Ghannel Type Encrypt Signal Select
%: EPlus-G192-DEY1 00:00:00:04:27:28 11 (B+3) &P no 100 = |
% Mercy_Ca_SSID |oo:0d:14:00:80:18 |9 @Gy | ap no 100 -
& TC Zirrwell 0005 9e 8000148 1 () AP no 81 'S
v ZRIus-G192-DEVE 00:00:00:04:26:92 11 (B+G) ap [gl=] 21 @
] % default o0:0f:3c:3d:89:62 & (B+G) AP o Fs >
& linksys 0006 :25:d7:c3:97 |6 (B+GY | AP no &7 ®
% . ZPIus-G192 O0:aaiee 0001 11 B+G) | AP no 53 @
%: ZPlus-S192-mike-cli 00:00:00:04:27:01 2 (B+G) AP no == &
% E192-wds2 00:00:00:04:26:93 11 (B+G) AP no =0 >
%: DFC-test 00:05:92:80:46:3b 1 (B} sP no 35 -
% Gloz-wdsl 00:00:00:04:26:88 11 da+G) AP no Z1 @

[ Fiefresh ]

[ Connect ]
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Configure DEV5:
1. Access the web server (http://192.168.2.254) of device from the Ethernet port.

Caution

If you configure multiple devices in the same PC, since the devices have the
same default IP address but different MAC addresses, it may cause you
unable to access the web server of device. If the situation happens, please
try to clean the ARP table of your PC by DOS command “arp —d” then you
can access the web server of device using the default IP address.

2. Use Wizard page to setup device.

File Edit View Favorites Tools  Help
PDeack - D > 2 €2 /',7\1 Search 5% Favorites 4023 - = - Bl = E
Address | 4E] htp: /192, 168.2.254/home. asp

Setup Wizard

The setup wizard will guide you to configure access point for first time. Please follow
the setup wizard step by step.

Welcome to Setup Wizard.

The Wizard will guide you the through following steps. Begin by clicking on
MNext.

Setup Operation Mode
Choose your Time Fone
Setup LAN Interface
Setup VAN Interface
Wireless LARMN Setting
Wireless Security Setting

D0 L =

3. Press “Next>>" button then set the “Operation Mode” to “Wireless ISP”

mode.
Wireless LAN Series

1. Operation Mode

You can setup different modes to LARN and WLHLARMN interface for PAT and bridging
function

< Router: In this mods, the device is supposed to connact to internst via
ADSL/Cable Modem. The MAT is enabled and PCs connected
with WLAN share the same IP to ISP through YWAN port. The
connection type can be setup in ¥WAN page by using PPPOE,
DHCP client, PPTP client or static IP. 172.1.7.1 is the default
static IP address for WAl port

@ Bridge: In this mode, the ethernet port and wireless interface are bridged
together and RNAT function is disabled. All the WARN related

function and firewall are not supported.

) Wireless ISp: In this mode, the wireless client will connect to ISP access point
The MAT is enabled and PCs connecting with the ethernet port
share the same IP to ISF through wireless LAM. Y ou must set
the wireless to client mode and connect to the ISF AF. The
connection type can be setup in YWAMN page by using PPPOE,
DHGCPR client, PPTP client or static IP

[ Cancel ][ <<Back ][ Il ot > ]

4. Press “Next>>" button then disable “Time Zone” function.
E Wireless LAN Series

2 Time Zone Setting

%ou can maintain the system time by synchronizing with a puhlic time server over
the Internet.

[C1 Enable NTP client update

Time Zone
Select :

NTP server :

Cancel ][ <<Back ][ Mext>>
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Press “Next>>" button then set the IP address of LAN interface.

Wireless LAN Series

3. LAN Interface Setup

This page is used to configure the parameters for local area network which connects
to the device. Here you may change the setting for IP addresss, subnet mask. The
DHCF Server will be up and running, please make sure there is no another DHCP
Server in your nhetwork when the device is in Bridge/Client Modes

IP Address: [192.168.2 2085 |

Subnet Mask: i255 266.2665.0 |

[ Cancel ][ <<Back ][ Mext>> ]

Press “Next>>" button then select the “Client” for “mode” and change the
SSID to “ZPlus-G120-DEV5”.

Wireless LAN Series

5. Wireless Basic Settings

This page is used to configure the parameters for wireless LAN clients which may
connect to your Access Point. If you want to use Wireless ISP mode, please choose
the Client Mode.

Band: 2 4 GiHz (B+G) v|

Mode: |}T

Network Type: mure—vl

SSID: |ZPlus-G192-DEW2 |

Channel Number:

[l Enable Mac Clone (Single Ethernet Client)
[ Cancel [ <<Back |[ mMext»> |

Press “Next>>" button then select “None” for “Encryption” then press
“Finished” button.

Wireless LAN Series

6. Wireless Security Setup

This page allows you setup the wireless security. Turn on WEP or WPA by using
Encryption Keys could prevent any unauthorized access to your wireless network

Encryption: |Mone B

[ Cancel ][ <<Back | [ Finished |

Wait for refreshing web page.

Wireless LAN Series

Change setting successfully!

Please wait a while for refreshing webpage.

If IP address was modified, you have to re-connect the WebServer
with the new address.
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9. Access the web server by the new IP address “192.168.2.205” and use “LAN
Interface” page to disable DHCP Server.
Wireless LAN Series

LAN Interface Setup

This page is used to configure the parameters for local area netwaork which connects to
the device Here you may change the setting for IP addresss, subnet mask, DHCP,
etc..

IP Address: [192168.2 205
Subnet Mask: |z55.255.255.0
Default Gateway: [o.0i00

DHCP: | Disanled ~|

DHCP Client Range: [19z168.2 |- [1321

802.1d Spanning Tree: |Disabled

Clone MAC Address: oooooooooono

[ Apphs Changes | [Resel]

10. Wait for refreshing webpage.

Change setting successfully!
Please wait a while for refreshing webpage.

If IP address was modified, you have to re-connect the WebServer
with the new address.

Wireless LAN Series

-, This page shows the current status and some basic settings of the
B device.
2=
-
N
B i Uptime Oday:2h:56m:6s
-_= M= Free Memory 1520 kB
% Firmware Version wl. 2.1
B = Webpage Version wl. 2.1
5
% Mode Infrastructure Client - Bridge
% Band 2.4 GHz (B+3)
B SSID FPIus-G192-DEW2
cT Channel Number 11
B R Encryption Disabled
BSSID O0:00:00:04:265: 92
State Connected
RSSI o
TCP/IP Configuration
Artain IP Protocol Fixed IP
IP Address 192.168.2.205
Subnet Mask 255.2565.255.0
Default Gateway 0o.0.0.0
DHCP Server Disabled
MAC Address O0:00: aa: bh:dd: 91
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12. If the “State” of “Wireless Configuration” is not “Connected” or you want to
refresh the “RSSI “, please use “Site Survey” page to re-connect a AP.

REE *

FEEFRE -

o

Wireless LAN Series

Wireless Site Survey

This page provides tool to scan the wireless network. If any Access Point or IESS is
found, you could choose to connect it manually when client mode is enabled.

Mercy CA_SSID
ZPILs-G192-DEVL

ZPILs-G192-DEVE

default

Zirvwrell
ZPlus-5192
linksys
ZPIus-5192-mm
G192-wdsZ
DFC-test
G192-wels1
3F-PRINTER

00:0d:14:00:50: 18

Ibo:o0:n0:04:27 128

00:00:00:04:26:92

. 00:0f:3d:3d:89:62
lo0:05:9e:80:01:f2
:DD:aa:ee:ﬂ’:Qg:Dl

00:06:25:d7:c3:97

' bo:00:00:04:27:01
|00:00:00:04:25:93
Iboi0s 9e:E0:46:30

00:00:00:04:26:88

i 00:0c:Ge:cl:Oh:11

[ Fefresh ] [ Connect

9 (B+GE)

11 (B+G)
11 B+G)
6 @a |

16

11 (B+E)
|6 E+a)
2 e
11 (B+G)

13
11 (B+GE)

(7 (@G

AP
P
AP
e
&P
AP
AP

&P

&P
AP
AP

&P

no
o
no
na
no
o
no
na
no

no

100
100
84

81

20
&3
61

52..

41
29
23

18..

ollello e e leloleleo]ole
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Basic Settings

Wireless LAN Series

Wireless Basic Settings

This page i= used to configure the parameters for wireless LAM clients which may
connect to your Access Foint. Here you may change wireless encryption settings as
well as wireless network parameters.

[0 Disable Wireless LAN Interface
Band: [z.a GHz (B+Gy [~

Mode: [~F ~|

Network Type:

SSID: |ZPlus-G192
Channel Number: |1 ~ |
Associated Clients: | Show Active Clisnts

Enable Mac Clone (Single Ethernet Client)

[ Apply Changes ] [ Feset ]

Disable Wireless LAN Interface
Disable the wireless interface of device
Band:
The device supports 2.4GHz(B), 2.4GHz(G) and 2.4GHz(B+G) mixed modes.
Mode:
The radio of device supports different modes as following:
1. AP
The radio of device acts as an Access Point to serves all wireless clients
to join a wireless local network.
2. Client
Support Infrastructure and Ad-hoc network types to act as a wireless
adapter.

3. WDS
Wireless Distribution System, this mode serves as a wireless repeater,

only devices with WDS function supported can connect to it, all the
wireless clients can’t survey and connect the device when the mode is
selected.

4. AP+WDS
Support both AP and WDS functions, the wireless clients and devices

with WDS function supported can survey and connect to it.

® [nfrastructure:
This type requires the presence of 802.11b/g Access Point. All

communication is done via the Access Point.

25



( " Ethernet " ()

(@

FOX
Q @ @) P
§ — & O ,
%‘ AP Client #1 AP Client #2 O
® Ad Hoc:

This type provides a peer-to-peer communication between wireless
stations. All the communication is done from Client to Client without any
Access Point involved. Ad Hoc networking must use the same SSID and
channel for establishing the wireless connection.

&

o
F*
N

(@

/%;P Client #?%\
\ (O (9) P
N [ \s \s U %
%‘ AP Client #3 AP Client #2 0

PC #3 PC #2

In client mode, the device can’t support the Router mode function
including Firewall and WAN settings.
SSID:
The SSID is a unique identifier that wireless networking devices use to
establish and maintain wireless connectivity. Multiple access point/bridges on
a network or sub-network can use the same SSID. SSIDs are case sensitive
and can contain up to 32 alphanumeric characters. Do not include spaces in
your SSID.
Channel Number
The following table is the available frequencies (in MHz) for the 2.4-GHz radio:

Channel No. | Frequency |Country Domain
1 2412 Americas, EMEA, Japan, and China
2 2417 Americas, EMEA, Japan, and China
3 2422 Americas, EMEA, Japan, Israel, and China
4 2427 Americas, EMEA, Japan, Israel, and China
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5 2432 Americas, EMEA, Japan, Israel, and China
6 2437 Americas, EMEA, Japan, Israel, and China
7 2442 Americas, EMEA, Japan, Israel, and China
8 2447 Americas, EMEA, Japan, Israel, and China
9 2452 Americas, EMEA, Japan, Israel, and China
10 2457 Americas, EMEA, Japan, and China

11 2462 Americas, EMEA, Japan, and China

12 2467 EMEA and Japan only

13 2472 EMEA and Japan only

14 2484 Japan only

When set to “Auto”, the device will find the least-congested channel for use.
Associated Client

Show the information of active wireless client stations that connected to the

device.

REMARK: Channels are used (CH1~CH11) by firmware controlled in U.S.A..


andrea.huang
REMARK: Channels are used (CH1~CH11) by firmware controlled in U.S.A..




