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Preface

This guide is for the networking professiona who installs and manages the Zinwell
Z\W-2000 outdoor product hereafter referred to as the “ device”. To use this guide, you
should have experience working with the TCP/IP configuration and be familiar with
the concepts and terminology of wireless local area networks.



Ch 1. ZW-2000 Installation

Packing List

Before you start to install the ODU, make sure the package contains the
following items

o Wireless Outdoor Bridge unit * 1

e Mounting Kit* 1

o Waterproof (IP67) RJ-45 Cable (30M) * 1

o Waterproof (IP66) RF Cable (1M) * 1

o Power Over Ethernet Kit * 1

e Ground Wire *1

e 25" /4" Ubolts * 2 and Anchor * 4

o RJ-45 Cable (1.5M) *1



RJ-45 Cable [T 25" /2" U bolt and Anchor

Hardware Installation

Once you check off everything from the package, you can start to install the
ODU. You can mount to a pipe, a pole or to the side of a building. The steps
are showed in the following

1. You must mount the ODU into the bracket first.

Note: ALL the 4 screws had been tightened onto the ODU and
Bracket

2. You can use the 2 or 4 inches U bolt to mount on the pipe, depending on the
radius of the pipe. (Wall mounting is referred to Wall Mounting Figure) The
two U bolts must be mounted tightly. Be aware of notover-tighten the U bolt.



3. After checking the ODU is mounted well, you can connect the following two
cables: the Waterproof RJ-45 network cable to “P+ DATA OUT” port of ODU
and the RF cable to antenna port. Additional waterproof tool, such as
waterproof tape, is recommended to use to enhance the waterproof function.
It is suggested to have a lightening protector between antenna and antenna
port. Connect the ground wire as the figure of “ODU ground wire
connection.”

4. Plug the other end of the waterproof RJ-45 cable to the PoE device. The
PoE device is guaranteed only in indoor environment.

P+DATA

DATA
ouT

IN




Caution: DON'T plug the power cord into PoE device before you finish install
the antenna and Ground wire to ensure the safety.

If the RJ-45 cable’ s length is not long enough to connect to your network
device for indoor parts installation, you can extend the cable length.

However, make sure the maximum length of the RJ-45 cable is shorter than
100M (about 109 yards) for normal operation under IEEE 802.3 standards.
When you plug the regular RJ-45 cable into the PoE device, you should use
the regular RJ-45 cable to plug into the “DATA IN” of “ Power Over Ethernet Kit”
to connect to hub/switch or use the crosslink RJ-45 cable (Not included in the
Packing List) to connect with user’ s PC.

The waterproof RJ-45 cable must be connected to the “P+DATA OUT” port.

Caution: Be careful! Don’ t plug the two cables inversely. It will damage the
devices!

We recommend you refer to the following illustration as a guideline for
hardware installation.

Antenna

5_%‘_“,14_&;7—: : Fower - Fower

Injector Supply

Giround E i

| = HUBSWITCH Faterus!

| | C:)

\ / tcﬁm /
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Ch 2. First Time Configuration
Before Start to Configure

There are two ways to configure the device, one is through web-browser,
and the other is through Secure Shell CLI interface. To access the
configuration interfaces, make sure you are using a computer connected to
the same network as the device. The default IP address of the device is
192.168.2.254, and the subnet-mask is 255.255.255.0.

The device has three operation modes (Router/Bridge/WISP). In bridge
mode, also known as AP Client, you can access the device by both WLAN
(Wireless Local Area Network) and wired LAN. And in router/WISP modes,
the device can be accessed by both WLAN and WAN. The default IP
addresses for the device are 192.168.2.254(for LAN), 172.1.1.1(for WAN),
so you need to make sure the IP address of your PC is in the same subnet
as the device, such as 192.168.2.X (for LAN), 172.1.1.X (for WAN).

Please note that the DHCP server inside the device is default to up and
running. Do not have multiple DHCP servers in your network environment,
otherwise it will cause abnormal situation.

We also provide an auto-discovery tool which is for finding out the IP of the
device. In case, you've forgot the IP of the device or the IP of the device has
been changed, you can use the tool to find out the IP of the device even your
PC is not in the same subnet as the device is.

Knowing the Network Application

ZW-2000 can act as the following roles, and it supports WDS (Wireless
Distribution System) function.

® Access Point

® \WDS (Wireless Repeater)

® Bridge/Router

® WISP

® AP Client

The device provides 3 different operation modes and the wireless radio of device
can act as AP/Client/WDS. The operation mode is about the communication
mechanism between the wired Ethernet NIC and wireless NIC, the following is the



types of operation mode.

Router

The wired Ethernet (WAN) port is used to connect with ADSL/Cable modem and
the wireless NIC is used for your private WLAN. The NAT is existed between the 2
NIC and all the wireless clients share the same public 1P address through the WAN
port to ISP. The default 1P configuration for WAN port is static IP. You can access
the web server of device through the default WAN IP address 172.1.1.1 and modify
the setting base on your | SP requirement.

Bridge
The wired Ethernet and wireless NIC are bridged together. Once the mode is
selected, all the WAN related functions will be disabled.

WISP (Wireless | SP)

This mode can let you access the AP of your wireless | SP and share the same public
|P address form your ISP to the PCs connecting with the wired Ethernet port of the
device. To use this mode, first you must set the wireless radio to be client mode and
connect to the AP of your ISP then you can configure the WAN IP configuration to
meet your |SP requirement.

The wireless radio of the device acts as the following roles.

AP (Access Point)
The wireless radio of device serves as communications “hub” for wireless clients
and provides a connection to awired LAN.

AP Client

This mode provides the capability to connect with the other AP using
infrastructure/Ad-hoc networking types. With bridge operation mode, you can
directly connect the wired Ethernet port to your PC and the device becomes a
wireless alapter. And with WISP operation mode, you can connect the wired
Ethernet port to a hub/switch and all the PCs connecting with hub/switch can share
the same public |P address from your 1SP.

WDS (Wireless Distribution System)

This mode serves as a wireless repeater; the device forwards the packets to another
AP with WDS function. When this mode is selected, all the wireless clients carit
survey and connect to the device. The device only alows the WDS connection.

WDS+AP
This mode combines WDS plus AP modes, it not only allows WDS connections but

9



also the wireless clients can survey and connect to the device.

The following table shows the supporting combination of operation and wireless
radio modes.

‘ Bridge Router WISP
AP \ \ X
WDS \ \ X
Client V X Vv
AP+WDS \ \ X

Hereafter are some topologies of network application for your reference.

Broadband
Modem

Router Mode
With
& & WDS +AP

Bridgg Mode X ; ? @ @
th Bridgg Mode WISP|Mode
P th
WDS+ AP | |
L [+ ]

Bridgg Mode
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Examples of Configuration

DEV 1 S
LAN 192.1682.254/24 v
WAN PPPoE connection Broadband
Wireless Channel: 11/SSID: ZPlus-G120DEV 1 ‘.."'\v. Modem
MAC Address of WL AN(BSSI D) 000000042728| '1.!. ((
DHCP Server enabled (IP Pool 1921682 .1~253) ‘-t_

Router Mode
With
WDS + AP

DEV2

192.168.23 /?7_168.2)(
©) [ LAN192168.220224
IIIIII "] WirelessChannel: 11/S5ID: ZPlus-G120DEV 2
MAC Addressof WLAN (BSSI D) 000000042692
= Bridge{ M
Brid [:\]Aode Wihth
wosl+ ap
( & - |
3| pEV3
L AN192.1682.203/24
Channel: 5
SSID: ZPlus-G120 DEV 3 )
% Brigt4Mode

N

192168.2.x 192.168.2x

!
I
DEV 5}
LAN 192168220524

192.1682.x

DEV 4
LAN192168.31/24
S| WAN Dynamic IP address
# | DHCP Server enabled (1P pool 192.1683 2-254)

192.1}58.3x 192.1i5843><

This example demonstrates how to set up a network with different device
configurations. There are 2 DHCP servers (DEV1/DEV4) in the network to control
the IP configuration of 2 domains (192.168.2.x/192.168.3.x). Once the setting is
done, all the PCs can visit Internet through DEV 1.

We assume al the devices keep the factory default setting. To make sure that user
can continuing press the rest button for more than 5 seconds to restore the factory
default setting.

The following descriptions show the steps to configure DEV 1 to DEVS.

Configure DEV 1.

1. Connect the ADSL modem to Ethernet port of device using Ethernet cable.

2. Access the web server (ttp://192.168.2.254) of device from the wireless
station.

3. Use Wizard page to setup device.

W el WA BF Wehaeiver
Fla Edi Wy  Feroriss Tacdls [ =)

Ghﬂh - 3 | ::: _;‘:,: ] ! ammachy __"Il'avnnp:: B = B - I;i_ ""I' LEI

# | hbtpr /1192, LEas, 2. 254 thome. anp

Vireless LAMN Series

Setup Wizard

Thie satup wizard @il guide vou 1o cordigura sccass poird for first time. Plesss follos
The Sarup wizard step by step.

Welonnme To Sotip Wizaid,

Tho W zamal welil ajpiilalo gais e T gl Dellose g sops, Boegin sy olloking o
HExr.

{. ‘=miup Speration Wods
2. Choosa your Tirme Zone

A, [eiup LAR Imiarface

4  Belup VAN imMesdecs

& i inslaae LARK Saiting

G WWirslnEs Smourdy Sabing

| Pl > > |
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4.

5.

Press “Next>>" button then set the “Operation Mode” to “Router” mode.

Wireless LAN Series

1. Operation Mode

You can setup different modes to LARN and YWAR interface for RAT and bridging
function

& Router: In this mode, the device is supposed to connect to internet via
ADSL/Cable hpoderm. The MAT is enabled and PCs connected
with WLAN share the same IP to ISP through YW.AN port. The
connection type can be setup in YW.AN page by using PPPOE,
DHCF client, PPTP clisnt or static IP. 172.1.1.1 is the default
static IP address for WAl port

< Bridge: In this mode, the ethernet port and wireless interface are bridged
together and MAT function is disabled. All the WAl related
function and firewall are not supported

) wireless 1sp: |h this mode, the wirsless client will connsct to ISP access point
The MNAT is enabled and PCs connecting with the sthernst port
share the same IP to ISP through wireless LAN. ¥ou must set
the wireless to client mode and connect to the ISP AP. The
connection type can be setup in W.ARN page by using PPPOE,
DHCP client, PPTP client or static 1P

[ cancel [ <<Bask | [ Mext> |

Press “Next>>" button then disable “Time Zone” function.

- Wireless LAN Series

2. Time Zone Setting

¥ou can maintain the system time by synchronizing with a public time server over
the Internet

[[1 Enable NTP client update

Time Zone
Select :

NTP server : 1920 ¢

[ Cancel ][ <<Back ][ Mext>> ]

Press “Next>>" button then set the IP address of LAN interface.

Wireless LAN Series

3. LAN Interface Setup

This page is used to configure the parameters for local area netwark which connects
to the device. Here you may change the setting for IP addresss, subnet mask. The
DHCF Server will be up and running, please make sure there is no another DHCP
Server in your network when the device is in Bridge/Client Modes

IP Address: [192188.2.254
Subnet Mask: i-EEE_EEE_EEE_D

[ Cancel ][ <<Back J[ Pl Ets > ]

Press “Next>>" button then select the “PPPoE” for “WAN Access Type” and
fill in the “User Name” an

Wireless LAN Series

“Password” fields.

4. WAN Interface Setup

This page is used to configure the parameters for Internet network which connects to
the YW.AN port of your Access Point. Here you may change the access method to
static IP, DHCPF, FPFoE aor PPTF by click the item walue of YWAN Access type

VWAN Access Type: i_ﬁﬁﬁz_ ~|
User Name: iB?D43BUB@h|nELnet

Password: i........

[ Cancel ][ <<Back ][ MNext>>




8. Press “Next>>" button then select the “AP+WDS” for “mode” and change the
SSID to “DEV1”.

5. Wireless Basic Settings

This page is used to configure the parameters for wireless LAN clients which may
connect to your Access Point. If you want to use Wireless ISP mode, please choose
the Client Mode.

Band: 24 GHz B+3) »
Mode: APHWDE w

Network Type:
SSID: DBV

Channel Number: |11+

Enable Mac Clone {Single Ethernet Client)

’ Cancel H<<.Ba.d< ” Next>:>]

9. Press “Next>>" bhutton then select “None” for “Encryption” then press
“Finished” button.

_— = Wireless LAN Series

6. Wireless Security Setup

This page allows you setup the wireless security. Turn on WEP or WA by using
Encryption Keys could prevent any unautharized access to your wireless network

Encryption: | Mone S

[ Gancel ][ <<Back | [ Finished |

10. Wait for refreshing web page.
_ Wireless LAN Series

Change sotting succassiully
Please walt a while for refreshing webpacoe,

IF IP address was modified, you have to re-connect the WebServer
with the new address,

Wireless LAN Series

WwWDS Settings

“Wireless Distribution System uses wireless media to communicate with other AFs,
like the Ethernet does. To do this, you must set these AFs in the same channel and
set MAC address of other AP s which you want to communicate with in the table and
then enable the WDS.

[0 Emable WDS

Add WDS AP: MAC Address | Comment

[ Apply Changes ] [ Feset ]

Current WDS AP List:

13



12.

13.

Enable WDS function and add the BSSID of DEV2 to “Current WDS AP

List™.

VYireless LAN Series

WDS Settings

W G DT B0 S GG A0 s M Ea T O LD ALE Wik oThar S
B ey Enbsaet dose. Ta ko res . o Cdi iniesl a6l Thess AR i [ha S8 Ghara s and
Aol MALC acidreas of ather AFa whioh pou ward 1o Cosmimiend c ate st i the rabile sl
thimn snable the WS

= Edidlele WIS

Sl WIS AT ML Bl o Coaperiond
| |

[ Arph Cnmnges | [ P et Sl it

I = v Hrmi ntica J

Canwr et W0 AP L e

[ L LS S
[T R ey BSSI0 of DEVE -
[ Osiwim==mcad | [ Cew=es | [Fes=

since we access the device by wireless connection, it may temporarily
disconnect when applying the WDS setting, After re-connecting to the device,
use the “Status” page to check the settings.

Wireless Configuration

Moda APHWDE - Routar
Band 2.4 GHz [B+3)
S5ID DEVT

Channel Number 11

Encryption Dizabled(AP), DisabledWDE)
BSSID 0005 9e:80: 5 bh
Associated Clients 1
Power[OFDM/G) 22 dbm
Power[CCHB) 22 dbm

Artain IP Protocol Fived B2

IP Address 1521682 254
Subnet Mask IG5 0
Default Gateway 192 168 2 254
DHCP Server Enabied

MAC Address 00:05:9¢;80: £ bb
Antain IP Pretocol Fixad B

IP Address 218168, 140 53
Subnet Mask 255 255 355 1
Default Gateway 213 168146 254
MAC Address 00:05:9e:80. 5: be

14



Configure DEV 2:
1. Accessthe web server (http://192.168.2.254) of device from the Ethernet port.
Caution

If you configure multiple devices in the same PC, since the devices
have the same default IP address but different MAC addresses, it may
cause you not able to access the web server of device. If the situation
happens, please try to clean the ARP table of your PC by DOS
command “arp —d” then you can access the web server of device
using the default IP address.

2. Use Wizard page to setup device.

File  Edit  Wiew Favoribes  Tools  Help

Dowr - © (X (B €| DOseeren frrwone @] (2- 22 © - )8 we

aAddress [48] http:ff192. 1658.2. 254 /harme. asp

Setup Wizard

The setup wizard will guide you to configure access point for first time. Please follow
the setup wizard step by step

Welcome to Setup Wizard.

The Wizard will guide you the through following steps. Begin by clicking on
Next.

Setup Operation Mode
Choose your Time Zone
Setup LARMN Interface
Setup WA Interface
Wireless LAN Setting
Wireless Security Setting

OOp b

Press “Next>>" button then set the “Operation Mode” to “Bridge” mode.
Wireless LAN Series

1. Operation Mode

You can setup different modes to LARN and WLAN interface for MNAT and bridging
function.

2 Router: In this mode, the device is supposed to connect to internet via
ADSL/Cable Modem. The MNAT is enabled and PCs connected
with WWLAM share the same IP to ISP through YWAM port. The
connection type can be setup in YWAMN page by using PPFOE,
DHCP client, PPTP client or Static IP. 172.1.1.1 is the default
Static |IP address for WYWARN port

& Bridge: In this mode, the ethernet port and wireless interface are bridged
together and MNAT function is disabled. All the YWARM related
function and firewwall are not supported.

) Wireless ISP- |0 this mode, the wireless client will connect to ISP access point
The MAT is enabled and PCs connecting with the ethernet port
share the same IP to ISP through wireless LAR. You must set
the wireless to client mode and connect to the ISP AP. The
connection type can be setup in WWARN page by using PPFPOE,
DHCF client, PPTP client or Static IP

[ Cancel ][<<Back ][ Na{t>>]

4. Press “Next>>" button then disable “Time Zone” function.
. Wireless LAN Series

2 Time Zone Setting

You can maintain the system time by synchronizing with a public time serer over
the Internet.

[ Enable NTP client update

Time Zone
Select :

NTP server :

Cancel ][ <<Back ][ Mext>>




Press “Next>>" button then set the IP address of LAN interface.

Wireless LAN Series

3. LAN Interface Setup

Thi=s page is used to configure the parameters for local area network which connects
to the device. Here you may change the setting for IP addresss, subnet mask. The
DHCF Server will be up and running, please make sure there is no another DHCP
Server in your network when the device is in Bridge/Client Modes.

IP Address: [1az1E8z200 |

Subnet Mask: |255.255.255.0 |

[ Cancel ][ <<Back ][ Mext>> ]

Press “Next>>" button then select the “AP+WDS” for “mode” and change the

SSID to “DEV2”.

5. Wireless Basic Settings

This page is used to configure the parameters for wireless LAN clients which may
connect to your Access Point. If you want to use Wireless ISP mode, please choose
the Client Made.

Band: 24 GHz (B+3)
Mode: APYWDE &

Network Type:
SSID: [DEV2

Channel Humber: |1l

Enable Mac Clone {Single Ethernet Client)

’ Canrel ”{{Back ” Next»]

Press “Next>>" button then select “None” for “Encryption” then press

“Finished” button.
%‘ 1] 5

6. Wireless Security Setup

This page allows ¥ou setp the wireless secoity, Tum on WEP or WEPA b using Encryption Keys
ool prevent any unanthorized acress w0 vour wireless network,

Encryption:

’ Cancel ”«;Back ][F]mshed]

Wait for refreshing web page.

Wireless LAN Series

Change sotting succassiully
Please walt a while for refreshing webpaoe,

IF IP address was modified, you have to re-connect the WebSarver
with the new address,

16



9. Access the web server by new IP address “192.168.2.202” then use “LAN
Interface” page to disable DHCP Server.

Wireless LAN Series

LAN Interface Setup

This page is used to configure the parameters for local area network which connects to
the device. Here you may change the setting for IP Address, Subnet Mask, DHCP,

etc..
IP Address: 168200
Subnet Mask: 2552552550

Default Gateway:

= =
=S
= ;
[

DHCP: Disabled

DHCP Client Range:

802.1d Spanning Tree: |Disabled
Clone MAC Address:

EI

—

MTU Size: 500

[Pl Chanare_] (Rl
10. Wait for refreshing web page.
Wireless LAN Series

Change setting successfully!
Please wait a while for refreshing webpage.

If IPF address was modified, you have to re-connect the WebServer
with the new address.

11. Use “WDS Settings” page to configure WDS.

Wireless LAN Series

wWDS Settings

“Wireless Distribution System uses wireless media to communicate with other AFPs,
like the Ethernet does. To do this, you must set these APs in the sarme channel and
set MAC address of other AP s which you want to communicate with in the table and
then enable the WDS.

[0 Enable WDS

Add WDS AP: MAC Address | Comment

[ Apply Changes ] [Res=t]

Current WDS AP List:

17



12, Enable WDS Tunction and add the BI3SID of DEV] o “Current WDS AP
List™

VWireless LAN Series

WDS Settings

Wiirclasa Distrpution Sysem uses wiedpsg medis 10 gommuankoaie with olhes AFa,
like ths Ethemesd dose. To do thic, you most ot thess AP« o the carrs channst snd
zmt AL sddraze of ciher AFs which vou want 1o communicsta with m the table snd
when enaie the WiDE

[#] Enabiz WIS

el WIDS AP L ﬂ-.-h.h--l o

| .Al..';p:yt'.ﬁll.-:gpnu I |i'—'|.l!-|.| ."\.Il-‘.'ll-nmu/ |

I Shews Stehstics |

e nt WIS AP L

(e s nbn nn nb Ber ] BRSO of DEW L

| Dekac Sclactad | [ Dwmieeal | [ Fasar |

se the “Status " page to check the settings.

Wirel ess Configuration

Muode AFHDE - Rouler

Band 2.4 GHz (B+5)

SSID DEY2

Channel Number 11

Encryption Dizabled (AP}, DisabledWDS]
BSSID 00:05:Be: B0 B bb
Associated Clients 1

Power[OFDREVG) 22 dbm

PowerCCK/B) 22 dbm
TCPAP Confiquration

Artain IP Pretocol Fixed IP

IP Address 182 168 2 754
Subnet Mask 255 2562650
Dafault Gateway 192,168 2, 254
DHCP Semver Enabled

MAC Address 00105 De: 20 bb
Antain IP Pretocol Fized IP

IP Address 218162 14693
Subnet Mask A6 626510
Default Gateway 218168146254
MAC Address 00405 2e:60:f be



Configure DEV3:

1. Access the web server (http://192.168.2.254) of device from the Ethernet port.
Caution
If vou configure multiple devices in the same PC, since the devices have the
game defanlt [P address but different MAC addresses, it may cause you not
able to access the web server of device. If the situation happens, please try
to clean the ARP table of your PC by DOS command “arp —d” then you can
access the web server of device using the default TP address.

2. Use “LAN Interface™ page to set the IP address of LAN miterface and disable

DHCP server.

o A Wireless LAN Series

LAN Interface Setup

Thie page g eed 10 confi gues Chee paramsaters Tor locA area netvwosk which cormects to
the device. Here you may change the setlang for 1P &ddress, Subnet Mask, DHCGR,
alc

IF Al s 1= 1682 2002 |
Huhnet Mosk: A55 L5255 |
Defaull Gateway: CLNINN |
DHCP: Creakisd

DHCP Clant Hang=;: 1 - I
BOZ. A4 Spanabng Tiee: Dmabisl

Clone MAC Addresse (OO0 |
MTIF Sizes 15052 |

Aoty Changes

Wireless LAN Series

Change seiting successfully!
Flease wail a while for refreshing webpage.

IF [F addrezs wasz modified, you have o te-connect the WabSerwer
with the new address.
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