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Type “IPCONFIG /RENEW” and press the Enter key. Verify that
your IP Address is now 192.168.2.xxx, your Subnet Mask is
255.255.255.0 and your Default Gateway is 192.168.2.1. These values
confirm that your Barricade is functioning correctly.

WINNT \system32',cm

Microsoft Windows 20808 [V ion 5.88.21951]
(C> Copyright 1985-208@ Microsoft Corp.

C:\Docunents and Settings\laurence>IPCONFIG ~/RELEASE

Windows 2888 IP Configuration

IP address successfully released for adapter "Local Area Connection 2"

C:\Documents and Settin laurence >IPCONFIG ~RENEW
Windows 2888 IP Configuration
[Ethernet adapter Local Area Connection 2:

Connection ecific DNS Suffix

IP Adde =« = » - = 192.168.2.1080
Subnet Mask . . . . . . . . . . . : 255.255.255.8
Default Ga ay . - - . - . - . - 192.168.2.1

C:\Docunents and Settings\laurence>_

Type “EXIT” and press the Enter key to close the Command Prompt
window.
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Manual IP Configuration

1.

2.

Follow steps 1-4 in “DHCP IP Configuration” on page 3-3.

Select Use the 20
following IP address. General |
Enter an IP address “r'ou cah get IP settings assigned automatically if pour network supports
thiz capability, Otherwize, you need to ask your netwark, administrator for
baSed on the default the appropriate |P settings.
nCtWOrk 192'168_2.)( " Obtain an IP address automatically
h . b 2 — % Use the fallowing |P address:

(W ere X 1s between IP address: 192 168, 2 . 20
and 254), and use Subrst mask: %6 . 5. 255 0
255.255.255.0 for the Diefault gateway: 192 168 2 1
subnet mask. Use ! Obtain DHS server address automatically
192.168.2.1 for the —{*" Use the following DNS server addresses

Prefeired DNS server. 192 .18, 2 1
Default gateway field.

Alternate DNS server: . .

SCICCt USC the Advanced...
following DNS server —

addresses.

Enter the IP address for the Barricade in the Preferred DNS server field.
This automatically relays DNS requests to the DNS server(s) provided
by your ISP. Otherwise, add a specific DNS server into the Alternate
DNS Server field and click OK to close the dialog boxes.

Record the configured information in the following table.

TCP/IP Configuration Setting
IP Address

Subnet Mask
Preferred DNS Setver
Alternate DNS Server
Default Gateway
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Disable HTTP Proxy

You need to verify that the “HTTP Proxy” feature of your web browser is

disabled. This is so that your browser can view the Barricade’s HTML

configuration pages.

1. To disable the proxy in
Internet Explorer, click
Tools. Click Internet
Options... and then
the Connections tab,
shown on the right. In
the Local Area Network
(LAN) settings section,
click LAN Settings...
to display the Local
Area Network (LAN)
Settings pop-up window
below.

2. In the Proxy server
section, ensure the Use
a proxy server for
your LAN (These
settings will not apply
to dial-up or VPN
connections) check

box is not ticked.

3. Click OK.

Internet Options

EBnBlaW] SEl:urilyl Plivan:yl Content  Connections IngramI Advam:sdl

= To set up an Intemnet connection, click
% S Setup...
~Diglup and Virtual Private Metwark settings—————————————————
Add..

Remove
Settings

€| Diallwhenever a network connection is not present

| Always dial my defaul
Set Default

Choose Settings if you need to configure a proxy
server for a connection.

| Never dial a connection

onrection

Current defaul. — None

i Local Area Network [LAN) settings

LAN Settings do not apply to dial-up connections.
Choose Settings abave for dial-up settings.

21x|

Cancel I Apply

Local Area Network (LAN) Settings llﬁl

[~ Automatic configuration

Automatic configuration may override manual settings. To ensure the
use of manual settings, disable automatic configuration.

¥ automatically detect settings
™ Use automatic configuration script

Address
Proxy server
Use a proxy server for your LAN (These settings will not apply ko
dialup or YPM connections),
Address; | Fort; |

Adyanced,,,

I™ Bypass proxy server for local addresses

coes|




Windows XP

DHCP IP Configuration

1.

On the Windows desktop,
click Start/Control Panel.

In the Control Panel window,
click Network and Internet
Connections.

The Network Connections
window will open. Locate and
double-click the Local Area
Connection icon for the
Ethernet adapter that is
connected to the Barricade.

In the connection status screen,

click Properties.

CONFIGURING THE CLIENT PC

+ E-mail
Outlook Express
‘g SN Explorer
® Windews Media Player

@ Windows Mavie Maker
‘.@ Tour Windows =P

) Fies and Settings Transfer
Wizard

@ Snaglt 5.0

All Programs D

4 start

Qe - ©

File Edt View Favortes Tools Advanced  Help

| Pseart [ roiders [T~

b My Recent Documents »

_9 My Pictures

J My Music

g.]' My Computer

Panel

% Connect To »

Q Printers and Faxes

@) Help and Support
p Search

] Bun...

Network Tasks

[&] Create & new connection

% Setup ahome or small
office nebwerk

General | Suppart |

Local Arga Cor
Network cable unplugged

Local Arsa Connaction 3
Enabled, Firewalled

A, SMC EZ Cord 10/100 (SMC125
rECtion 2

T, SMC EE Card 10/100 (5MC125

Cornection
Status:
Duration:

Speed:

Activig

Packets:

Sent — ﬂ— Received
43 |

Connected
00:47:38
11.0 Mbps

43

Cloze
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5. DOublC—Cth Internet - Local Area Connection 3 Properties
Protocol (TCP/IP). Generdl | Advanced

Connect using:
| B8 SMCEZ Card 107100 [SMC1285FTHAT) #2 |

This connecion uses the following ilems:
421 oS Packet Scheduler

5= AEGIS Prolocal (IEEE 80214 v2.31 9

ne j

>

nternet Pr

Internet Protocol (TCP/IP) Properties

6. If Obtain an IP address General | Altemate Configuration
automatically and Obtain | i e v aetve ks s o
the appropriate |P settings.
DNS server address
(® Dbtain an |P address automaticaly

automatically are already O Use the lolowing [P address:

: [
selected, your computer is 1
already configured for DHCP. O

If not, select these options ® Obiain DNS server ackess automalicaly

() Use the fallawing DNS server addresses

now and click OK. e
I
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Obtain IP Settings From Your Barricade

Now that you have configured your computer to connect to your
Barricade, it needs to obtain new network settings. By releasing old DHCP
IP settings and renewing them with settings from your Barricade, you can

verify that you have configured your computer correctly.

1. On the Windows desktop, click Start/Programs/Accessories/
Command Prompt.

\, [ A windows Catalog 1 N
xplorer T Accessibili »
o & windows Update @ ¥

1) Communications 3
P wWindows Media Playe

0 G Accessories I Entertainment 3
% i) Games ar R
WeRL windows Mavie Mal @ System Tools

T Stnet Ex Y WD address Back
7. i i =
@ Tour Windows 5P @ Stertup Calculator

& Internet Explarer
QJ Files and Settings Tr. W MSH Explorer
33

Wizard & Maotepad
e
[ Qutlook Express ‘;’ Paint
Snaglt 5.0 .
ﬁ = Remote Assistance ) Program Compatibiity wizard

C") wWindows Media Player U Synchronize

All Programs I % Windows Messenger € Tour Windows P
|5 ‘Windows Explorer
B windaws Mavie Maker
A wordrad

2. In the Command Prompt window, type “IPCONFIG /RELEASE”
and press the Enter key.

Command Prompt

IC:~>ipconfig /release

Windows IP Configuration

[Ethernet adapter Local Area Connection:

Connection cific DNS Suffix
IP Addre.
Subnet M

Default Gateway
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Type “IPCONFIG /RENEW” and press the Enter key. Verify that
your IP Address is now 192.168.2.xxx, your Subnet Mask is
255.255.255.0 and your Default Gateway is 192.168.2.1. These values
confirm that your Barricade is functioning correctly.

e R
[«]

C:\>ipconfig /release

Windows IP Configuration

[Ethernet adapter Local Area Connection:
Connection—specific DNS Suffix

Subnet Mask
Default Gateway

C=\>ipconfig Arenew

Windows IP Configuration

[Ethernet adapter Local Area Connection:
Connecti pecific DNS Suffix . =
IP Addre H -168.2.188
Subnet .255.255.8
.168.2.1

Type “EXIT” and press the Enter key to close the Command Prompt
window.

Your computer is now configured to connect to the Barricade.



Manual IP Configuration

1.

2.

CONFIGURING THE CLIENT PC

Follow steps 1-5 in “DHCP IP Configuration” on page 3-9.

Select Use the following IP
Address.

Enter an IP address based on
the default network
192.168.2.x (where x is
between 2 and 254), and use
255.255.255.0 for the subnet
mask. Use 192.168.2.1 for the
Default gateway field.

Select Use the following
DNS server addresses.

General

You ean get P seltings assigned automaically if your network, supports
this capabilly. Otherwise, you need to ask your network administrator for
the appropriate IF seftings,

21%

(2 Olbtain an P address automatically
(&) Use the following IP address:

IF address: 1% 188 2 22
Subnet mask 255255 255 0
Default gateway 192188 2 1

(& Use the following DS server addiesses:
Prefened DNS server, 192.168. 2 1

Altemate DNS server:

Enter the IP address for the Barricade in the Preferred DNS server
field. This automatically relays DNS requests to the DNS server(s)
provided by your ISP. Otherwise, add a specific DNS server into the
Alternate DNS Server field and click OK to close the dialog boxes.

Record the configured information in the following table.

TCP/IP Configuration Setting

IP Address

Subnet Mask

Preferred DNS Server

Alternate DNS Server

Default Gateway

3-13
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Disable HTTP Proxy

You need to verify that the “HTTP Proxy” feature of your web browser is
disabled. This is so that your browser can view the Barricade’s HTML

3-14

configuration pages.

To disable the proxy in
Internet Explorer, click
Tools. Click Internet
Options... and then
the Connections tab,
shown on the right. In
the Local Area Network
(LAN) settings section,
click LAN Settings...
to display the Local
Area Network (LAN)
Settings pop-up window
below.

In the Proxy server
section, ensure the Use
a proxy server for
your LAN (These
settings will not apply
to dial-up or VPN
connections) check
box is not ticked.

Click OK.

General | Security | Privacy Cantent| Connections Programs | Advanced
To set up an Internet connection, dlick
E Setup, Setup...

Dial-up and Virtual Private Network settings

Choose Settings if you need to configure a proxy
server for a connection.

Local Area Metwork [LAN] settings

LAN Settings do not apply to dial-up connections, LA&N Settings..

Choose Settings above for dial-up settings.

(o (ot

cal Area Network (LAN) Settings

Automatic configuration

Automatic configuration may override manual settings, To ensure the
use of manual settings, disable automatic configuration.

I:I Automatically detect settings

|:| Use automatic configuration script

Proxy server

O Use a proxy server far your LAN {These settings will not apply to
dial-up or YPM connections).
| ‘ Advanced...
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Configuring Your Macintosh Computer

You may find that the instructions here do not exactly match your

operating system. This is because these steps and screen shots were created

using Mac OS 10.2. Mac OS 7.x and above are similar, but may not be

identical to Mac OS 10.2.

Follow these instructions:

1. Pull down the Apple Menud. Click

System Preferences.

Edit  View

-

Finder File

About This Mac
Get Mac OS5 X Software...

System Preferences...

Dock >
Location >
Recent Items >
Force Quit...
Sleep
Restart...
Shut Down...
Log Out... O8O
2. Double-click the Network icon in the
Systems Preferences window.
886, System Preferences =
Personal
=)
E 0 e 1A &
Deskiop Dock General International  Login ltems My Account  Screen Effects
Hardware
e Tl . = N
N G B—\i = =¥ LY, &
CDs & DVDs ColorSync Displays Energy Keyboard Mouse Sound
Saver
Internet & Network
® (@)QA @
Internet Network QuickTime Sharing
System
- o 2
21 @ & & § 4
Accounts Classic Date & Time Software Speech Startup Disk Universal
Update Access
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CONFIGURING YOUR MAcINTosH COMPUTER

3. If Using DHCP Serveris eeo Network =
5 = %
already selected in the tocsior: (uonae 15}
Show: | Built-in Ethernet [ :]
Conﬁgure ﬁeld’ your TCP/IP PPPoE | AppleTalk Proxies
computer is already Configure: { Using DHCP B
DNS Servers (Optional)
configured for DHCP. If = — o
. . (Provided by DHCP Server)
not, select thlS Opthﬂ. Subnet Mask: 255.255.252.0
Router: 10.1.28.254 Search Domains (Optional)
DHCP Client ID:
Example: apple.com
Ethernat Address: 00:50:e4:00:2c:06 earthlink.net
(@) Click the lock to prevent further changes. (Revert ) (" Apply Now )

4. Your new settings ate shown in the TCP/IP tab. Vetify that yout IP
Address is now 192.168.2.xxx, your Subnet Mask is 255.255.255.0 and
your Default Gateway is 192.168.2.1. These values confirm that your

Barricade is functioning.
5. Close the Network window.

Now your computer is configured to connect to the Barricade.
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Disable HTTP Proxy

You need to verify that the “HTTP Proxy” feature of your web browser is

disabled. This is so that your browser can view the Barricade’s HTML

configuration pages. The following steps are for Internet Explorer.

Internet Explorer

1.

Open Internet Explorer and click the Stop ~ _é File Edit View G
. © Q About Internet Explorer...
button. Click Explorer/Preferences.

. License Agreement... '

Preferences...

Services

In the Internet Explorer Preferences window,

. Hide Explorer 8H

under Network, select Proxies. LT ~aH
Show Al

Quit Explorer ®Q

Uncheck all check boxes and click OK.

38 C Internet Explorer Preferences
@ Security | If you are accessing the Internet from a private network, you can set
: gateways to allow Intermet access. Contact your network manager
@ Security Zones for more information. Mote: These settings are shared with ather
@ Ratings applications through Internet Config.
@ Advanced Use Proxy Servers
¥ Forms AutoFill | Web Proxy: Settings...
@ Forms AutoComplete M D Use Web Praoxy for all
@ AutoFill Profile D Bypass Web Proxy far FTP
¥ Receiving Files [T secure Proxy: Settings...
@ Download Options -
@ File Helpers | Mail Proxy:
@ Cookies | Gopher Proxy:
¥ Network ; ) ;
List the sites you want to connect to directly, bypassing the proxies
Q@ Protocol Helpers set above. Put a space or comma between each site.
@ Proxies
@ Site Passwords "
¥ E-mail A
@ General v

2] Camee) @O0
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CHAPTER 4
CONFIGURING THE
BARRICADE

Aftet you have configuted TCP/IP on a client computet, use a web
browser to configure the Barricade. The Barricade can be configured by
any Java-supported browser such as Internet Explorer 5.5 or above. Using
the web management interface, you can configure the Barricade and view

statistics to monitor network activity.

To access the Barricade’s management interface, enter the IP address of

the Barricade in your web browser:
http://192.168.2.1
(The Barricade automatically switches to Port 80 for management access.)

41
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CONFIGURING THE BARRICADE

Navigating the Web Browser Interface

4.2

The Barricade’s management interface consists of a Setup Wizard, a Home
Network Settings section, a Security section and an Advanced Settings
section.

Setup Wizard: Use the Setup Wizard for quick and easy configuration of
your Internet connection and basic LAN settings. Go to “Setup Wizard”
on page 4-5.

Home Network Settings: Use the Home Network Settings section to
configure your LAN, WAN and wireless settings. Go to “Home Network
Settings” on page 4-13.

Security: In this section, you can easily configure your wireless security
settings. Go to “Security” on page 4-27.

Advanced Settings: Advanced Settings supports more advanced
functions like NAT, system maintenance, SNMP and UPnP. Go to
“Advanced Settings” on page 4-51.



NAVIGATING THE WEB BROWSER INTERFACE

Making Configuration Changes

Configurable parameters have a dialog box or a drop-down list. Once a
configuration change has been made on a page, be sure to click the Apply
or Save Settings or NEXT button at the bottom of the page to enable
the new setting,

Note: To ensure proper screen refresh after a command entry, be sure
that Internet Explorer 5.5 is configured as follows: Under the
menu Tools/Internet Options.../General/Temporary Internet
Files/Settings..., the setting for Check for newer versions of
stored pages should be Every visit to the page.

43
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Login Screen

The Login screen automatically appears first.

SM(:® 1

Password; [~
CANCEL

Please enter correct password for Administrator Aceess. Thank yau.
W suggest that you use Internet Explorer 5.5 or above at a minimum of 1024x768 resolution.

Copyright © 2005 SMC Netwarks, Inc. A1l rights reserved,

Enter the default password “smcadmin” and then click LOGIN.
Note: Your password is case sensitive.



SeETuP Wi1zARD

Setup Wizard

Getting Started

The Setup Wizard automatically appears by clicking on the Setup Wizard
button of the left-hand menu. The first item in the Setup Wizard is Getting
Started.

SMC®

1. Getting started

2. Wireless settings welcome 11

3. Internet settings Make sure the Ethernet cable is connected correctly to the SMCWBR14-G2.

4. Modem settings

NERXT

5. ADSL settings

Simply click NEXT to proceed to the following screen and configure your
Wireless Settings.
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Wireless Settings

Enter your wireless network settings on this page. You must specify a
common radio channel and SSID (Service Set ID) to be used by the
Barricade and all of its wireless clients. Be sure you configure all of its

clients to the same value. For security purposes, you should change the
default SSID immediately.

SMC"®
;

1. Getting started 2. Wireless settings

This page allows you to enter the Wireless Network Name(SSID) and the Channel number.

3. Internet settings

Wireless Network Name(SSID) [sme

Broadcast Wirsless Network & ENABLE  ( DISABLE
ame

Wireless Mods. [T7 big Mixed mode =]
Wi-Fi Channel number [5 =]

Extend Range (" ENABLE © DISABLE

4. Modem settings

5. ADSL settings

R [
Parameter Description
Wireless Network The Service Set ID (SSID) is the name of your wireless
Name (SSID) network. The SSID must be the same on the Barricade

and all of its wireless clients. (Default: SMC)

Broadcast Wireless Enable or disable the broadcasting of the SSID. If you
Network Name disable broadcast of the SSID, only devices that have the
correct SSID can connect. This nullifies the witeless

network “discovery” feature of some products such as
Windows XP. (Default: Enable)

Wireless Mode This device supports the following modes: 11g only, 11b
only, and 11b/g mixed mode.
(Default: 11b/g Mixed mode)

46



SeETuP Wi1zARD

Parameter

Description

Wi-Fi Channel
Number

The radio channel used by the Batricade and its clients to
communicate with each other. This channel must be the
same on the Barricade and all of its wireless clients.

The Barricade will automatically assign itself a radio
channel, or you may select one manually. (Default
channel: 6)

Extend Range

Increases the range of the Barricade. (Default: Disable)
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Internet Settings

Specify the WAN connection type required by your Internet Service
Provider. Specify Cable modem, Fixed-IP xDSL, PPPoE xDSL or PPTP.

SMC*

1. Getting started 3. Internet Settings Il
2. wireless settings Specify the WAN connection type required by your Internet Service Provider. Specify Cable modem, Fixed-IP xDSL, or
PPPOE #DSL.

4. Modem settings r i Cable Modem

5. ADSL settings
& cable moderm requires minimal configuration. When you have setup an account with your Interet provider, the
wireless router will be automatically configured when plugged into the cable modem. The host name field is optional, but
may be required by some Service Providers. If there is 3 Domain Name Server (DMS) that you would rather use, you
need to specify the 1P address in the "WAN' page,

Fixed-IP xDSL

Some xDSL Internet Service Providers may assign a fixed IP address for your gateway. If you have been provided with
this infarmation, choase this option and enter the assigned 1P address, subnet mask, gateway 1P and DNS 1P addresses
for your wireless router,

8 pppok xDSL

If you connect to the Internet using an xDSL Modem and your ISP has provided you with a password, and service name,
then yaur ISP uses PPPOE. You must chaose this aption and enter the required informatian.

i PPTP

Point-to-Point Tunneling Protocol is a common connection method used for xDSL connections in Eurape

Select your connection type to proceed. Click BACK to go back and
change your settings.
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Cable Modem Settings

If the ISP requires you to input a Host Name, type it in the Host Name
field. The MAC Address field will be filled automatically.

SMC®

1. Getting started 4. Cable Modem settings

2. Wireless settings ﬁ Cable Modem

3. Internet settings

+. Modem settings

Host Name

MAC Address [op [ED 7] [eF & Fo

4 cable modem requires minimal configuration, If the ISP requires you to input a Host Name, type it in the "Host Name'
field above.

BACK | NEXT

Click NEXT to proceed, or BACK to change your settings.
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ADSL Settings - Fixed-IP xDSL

Enter the IP address, Subnet Mask, and Gateway IP address provided to
you by your ISP in the appropriate fields below.

SMC®

1. Getting started 5. ADSL settings

2. Wirelass settings % Fixed-IP XDSL

3. Internet settings

e
4. Modem settings 1P Agdress & o o o o
b i
5. ADSL settings SubnetMask o o p o
Gateway IP Address l— l— ,— : l“—

Enter the IP address, Subnet Mask and Gateway 1P address provided to you by your 1SP in the appropriate fields above.

BACK | NEXT

Click NEXT to proceed, or BACK to change your settings.
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ADSL Settings - PPPoE

Enter the User Name and Password required by your ISP in the
appropriate fields. If your ISP has provided you with a Service Name enter
it in the Service Name field, otherwise, leave it blank. Leave the Maximum
Transmission Unit (MTU) at the default value (1454) unless you have a
particular reason to change it. Enter the maximum idle time for the
Internet connection. After this time has been exceeded the connection will
be terminated. Check Keep session to keep the session alive. Check the
Auto-connect check box to automatically re-establish the connection as
soon as you attempt to access the Internet again. Check the Manual-
connect check box to manually re-establish the connection.

SMC®

g started 5. ADSL settings

%@ PPPOE

Use PPPOE Authentication
User Name : li
Password li
Please retype your passwerd s [
Service Name s [
MTUS [1292 | (576<=MTU Value<=1492)

Maximum Idle Time [og ¢miny

 Kesp session

+. Modem settings

& auto-connect
 Manual-connect

Enter the User Name and Passward required by your ISP in the appropriate fields. If your ISP has provided you with a
Service Name enter it in the "Service Name" field, otherwise, leave it blank.

BACK | NEXT

Click NEXT to proceed, or BACK to change your settings.
Note: Clicking NEXT will not automatically connect the Barricade to
the Internet. The Barricade will only connect when you explicitly

request it to, for example, by launching your web browser.
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ADSL Settings - PPTP

4-12

Enter the User ID and Password required by your ISP in the appropriate
fields. Enter the Idle Time Out for the Internet connection. This is the
period of time for which the connection to the Internet is maintained
during inactivity. The default setting is 10 minutes. If your ISP charges you
by the minute, you should change the Idle Time Out to one minute. After
the Idle Time Out has expired, set the action you wish the Barricade to
take. You can tell the device to connect manually or automatically as soon

as you try to access the Internet again, or to keep the session alive.

SMC®

1. Gittiri startad 5. ADSL settings =

2. Wireless settings PPTP

3. Internet settings
1 odem sattinos | |-
- SubnetMask: fo p b g
- Default Gateway ,D_,D— lD_ ,D_
Userto: [T
password: [~
PPTP Gateway: ,n_,D— ,D_ ,D—
ldle Tims Outi [0 (miny

" Manual-connect

# auto-connect
© Kesp session

Paint-to-Point Tunneling Protocal is a common connection methad used for xDSL connections in Europe,

BACK | NEXT

Click NEXT to proceed, or BACK to change your settings.



HomE NETWORK SETTINGS

Home Network Settings

Clicking the Home icon at any time, returns you to this home page. The
Main Menu links are used to navigate to other menus that display

configuration parameters and statistics.

Setup Wizard
Home Network

Settings You oan use the Status screen ta see the connestion status for the wireless rauter's WAN/LAN intarfaces,
Security firmware and hardware version numbers, any illegal attempts to access your network, as well as information on al
DHCP client PCs currently connected to your network,

Status

Advanced Settings
® Current Time: 2005-10-18 15:42: 16

The Barricade’s Home Network Settings interface contains four main

menu items as described in the following table.

Menu Description

Status  Provides WAN connection type and status, firmware and hardware
version numbers, system IP settings, as well as DHCP, NAT, and firewall
information.

Displays the number of attached clients, the firmware versions, the
physical MAC address for each media interface, and the hardware version
and serial number.

Shows the security and DHCP client log.

LAN Sets the TCP/IP configuration for the Barricade LAN interface and
Settings DHCP clients.

WAN  Specifies the Internet connection settings.
Settings

Wireless Configures the radio frequency, SSID, and security for wireless
communications.
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Status

414

The Status screen displays WAN/LAN connection status, firmware and

hardware version numbers, as well as information on DHCP clients

connected to your network. You can also view the Security Log;

SMC*

Setup Wizard

Home Network
settings

Status

Y¥ou can use the Status screen to see the connection status for the wireless router's WAN/LAN interfaces, firmware and hardwz

Security version numbers, any ilegal attempts to access your network, as well as infarmation on all DHCP client PCs currently connected

- your network,
Advanced Settings

s Current Time: 2005-10-18 10:28:22

INTERNET

Link Status CONMECTED
Wean 1P 10.1,20.47
Subnet Mask 255.255.252.0
Gateway 10.1.20.254
Primary DNS 10.1.3.5
Secondary DNS 10.2.3.4

Release

Home Network (LAN)

1P Address 152.168.2.1

Subnet Mask 255.255.255.0

DHCP Server Enabled

Firewall Enabled

upnp Enabled

wireless Enabled

INFORMATION

Numbers of DHCP Clients a

Runtime Code Version V1.00 {Oct 18 2005 11:03:17)
Boot Code Version vo.03

LAN MAC Address
wirsless MAC Address

WAN MAC Address

00-12-BF-10-C7-EC
00-12-BF-10-C7-EE
00-12-BF-10-C7-ED



HomE NETWORK SETTINGS

Setup Wizard

Home Network
Settings

Security
Advanced Settings

The security file,

Boot Code Version v0.03

LAN MAC Address 00-12-BF-10-C7-EC
Wirgless MAC Address 00-12-BF-10-C7-EE
WAN MAC Address 00-12-BF-10-C7-ED
Hardurare Version 01

Serial Num 1539000065

DHCP Client Log

View infarmation on LAN DHCP clients currently linked to the wireless router,

7152 169.2.100  mac-00 90 T1 T3 DA Cé  mame-alver_iaime H
ipe152.168.2.101  wac-D0-00-55-66-g6-15  name-resrdi

vz 165.2.100  mac-D0-12-BF-01-75-26  name-Emoppix

P12 168.2.109  mAE-D0-E0-29-8F-€3.F0  mame-josie nsush

L o

Security Log

View any attempts that have been made to gain sccess to your network

2005-10-18 19:28:22 DHCF Client: Receive Ack from 10.2.3.4, 'Lease L)me‘=ZSEZDDﬂ
2005-10-18 19:28:22 DHCP Client: Domain name = accton.com.tw

2005-10-18  19:28:22 DHCP Client: Send Request, Request IP=10.1.20.47

2005-10-18  19:28:22 *¥IP Spoofimgt? 192.168.2.1, 1900->> 238.255.255.250, 1900
200S-10-18  19:28:21 DHCP Client: Receive ACk from 10.2.3.4, 'Lease time'=259200
2005-10-18  19:28:21 DHCP Client: Domwain nawe = accton.eom.tw

2005-10-18  19:28:21 DHCP Client: Send Request, Request IP=10.1.20.47

2005-10-18 19:28:16 DHCP Client: Send Remuest, Request IP=10.1.20.47

2005-10-18  13:28:16 DHCP Client: Could not find DHCP daemon to get information «
v

1
Save | Clear|  Refrach

SMCWBR14G2_logfile.log, may be saved by clicking

Save and choosing a location.

The following items are included on the Status screen:

Parameter

Description

Current Time
INTERNET
Renew

Home Network
(LAN)

INFORMATION

DHCP Client Log
Security Log

Save

Clear

Refresh

Displays the current time.
Displays WAN connection status.
Click on this button to establish a connection to the WAN.

Displays system IP settings, as well as DHCP Server, Firewall,
UPnP and Wireless status.

Displays the number of attached clients, the firmware versions,
the physical MAC address for each media interface and for the
Barricade, as well as the hardware version and serial number.

Displays information on DHCP clients on your network.
Displays illegal attempts to access your network.

Click on this button to save the security log file.

Click on this button to delete the access log.

Click on this button to refresh the screen.
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CONFIGURING THE BARRICADE

LAN Settings

4-16

You can enable DHCP to dynamically allocate IP addresses to your client
PCs, or configure filtering functions based on specific clients or protocols.
The Barricade must have an IP address for the local network.

SMC*
; [ #1vome 000

el agd LAN Settings
Home Network
Settings You can enable DHCP ta dynamically allacate 1P addresses to your client PCs, or configure filtering functions based on
State specific clients or protocels, The wireless router must have an 1P address for the local network.
LaNisattngs: Wireless Router IP Address
WAN Settings
e weddess [l i BT
Security
Advanced Settings IP Subnet Mask 5gg, [o55 255 o

DHCP Server

DHCP Server & gnabled ¢ Disabled

DHCP Server ID
DHCP IP Address Pool

StartIP iz [ies [z fim
ede iz fem 2 [
Domain Name ,—
Lease Time [One Day ]

The LAN Settings parameters are listed below.

Parameter Description

Wireless Router IP

Address
IP Address The IP address of the Barricade.
IP Subnet Mask The IP subnet mask.

DHCP Server

DHCP Server ~ DHCP allows individual computers to obtain the TCP/IP
configuration at startup from a centralized DHCP server. To
dynamically assign an IP addtess to a client PC, enable the
DHCP (Dynamic Host Configuration Protocol) function.

DHCP Server ID Enter the DHCP Server 1D here.



HomE NETWORK SETTINGS

Parameter Description
DHCP IP Address The DHCP IP Address Pool is the range of IP addresses set
Pool aside for dynamic assignment to the computers on your
network.
Start IP This field indicates the first of the contiguous IP addresses in
the IP address pool.
End IP This field indicates the last of the contiguous IP addresses in

Domain Name

Lease Time

the IP address pool.
The domain name is the name you assign to your network.

The length of time the DHCP server will reserve the IP
address for each computer. Setting lease times for shorter
intervals such as one day or one hour frees IP addresses after
the specified period of time. This also means that a particular
computer’s IP address may change over time. If you have set
any advanced features such as DMZ, this is dependent on the
IP address. For this reason, you will not want the IP address
to change.
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CONFIGURING THE BARRICADE

WAN Settings

Specify the WAN connection type required by your Internet Service
Provider. Specify Dynamic IP Address, PPPoE, PPTP or Static IP
Address.

SMC®

Setup Wizard
Home Network

WAN Settings

Settings The Wirsless Router can be connected to your service provider in any of the following ways:

Status

e & Dynamic IP Address Obtains an 1P address automatically from your service provider.

AN Settings

ok L  PPPOE PR over Ethernet is 3 common connection method used for xDSL

Wireless
EEClhe c PPTP Paint-to-Paint Tunneling Protocal is a common connection methad used for xDSL
Advanced Settings connections in Europe.

¢ static IP Address Your service provider provides a static IP address to access Intermet services

More Gonfiguration

Select the connection type and click More Configuration.
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HomE NETWORK SETTINGS

Dynamic IP

The Host name is optional, but may be required by some Service
Provider’s. The default MAC address is set to the WAN’s physical interface
on the Barricade.

If required by your Service Provider, you can use the Clone MAC
Address button to copy the MAC address of the Network Interface Card
(NIC) installed in your PC to replace the WAN MAC address.

If necessary, you can use the Renew button on the Status page to renew
the WAN IP address.

SMC®

Setup Wizard Dynamic IP

Home Network

settings The Host name is optional, but may be required by some Service Provider's. The default MAC address is set to the
Status WAN'S physical interface on the Wirsless Router,
LAN Settings If required by your Service Provider, you can Use the 'Clane MAC Address® bUttan to copy the MAC address of the
WAN Settings Network Interface Card installed in your PC to replace the WAN MAC address.
Wireless
- If necessary, you can use the "Renew’ button on the Status page to renew the WAN IP address
Security
Advanced Settings Rosthame s [
MAC Addresst oo _[iz  -[or -0 -7 -0 |
Clone MAC Address

SAVE SETTINGS CANCEL

Note: Make sure you record the MAC address that you clone, so that if
you lose your settings you will be able to re-connect to the
Internet.

Click Save Settings to proceed, or Cancel to change your settings.
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CONFIGURING THE BARRICADE

PPPoE

Enter the PPPoE user name and password assigned by your Service

Provider. The Service Name is normally optional, but may be required by
some service providers. Enter a Maximum Idle Time (in minutes) to define

a maximum period of time for which the Internet connection is

maintained during inactivity. If the connection is inactive for longer than
the Maximum Idle Time, then it will be dropped. You can enable the
Auto-reconnect option to automatically re-establish the connection as

soon as you attempt to access the Internet again.

SMC*

Setup Wizard
Home Network
Settings

Status

LeN Settings

WAN Settings

Wireless
Security
Advanced Settings

PPPOE

The WAN port is connected to an «DSL moder, Many service providers provide PPP aver Ethernet (PPPOE) service, The Barricade supports
Keep session, Auto connect and Manual connect features for PPPOE service

To setup this connection type, enter the PPROE user name and password assigned by your Service Provider. The Service Name is narmally
optional, but may be required by some service providers. Enter a maximum [dle Time (in minutes) to define a maximum period of time for

which the Intemet connection is maintained during inactivity. If the connestion is inactive for longer than the Maximum Idie Time, then it
will be dropped,

Keep session: 1 you enable this, the idle time setting is ignored. The connection will always be alive,

Auto Connect: When the cannection is broken by the idle time, any Intermet/WaN trigger will cause the router to re-establish the
connection

Manual Connect: Dial on demand is disabled in this mode. When the connection is broken by the idie time, you must press the Connect
button to reconnect

NOTE: If your are on a leased line or pay-per min. connection - please set your max idle time to 3 minutes. This will cause your internet
Gonnestion ta drop after 3 minutes of idle time so you won't be charged for extra onling time from your ISP,

Use PPPOE Authentication

UserMames [
Passwords [
Pleasa retype yourpassword i [
ServiceMame i [

MTU: [1492  (576<=MTU value<=1492) =

Maximum Idle Time o5 in

C Keep session

& Auto-cannect
€ Manual-connect =l

Click Save Settings to proceed, or Cancel to change your settings.
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