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Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a
Class B digital device, pursuant to Part 15 of the FCC Rules. These limits are
designed to provide reasonable protection against harmful interference in a
residential installation. This equipment generates, uses and can radiate radio
frequency energy and, if not installed and used in accordance with the
instructions, may cause harmful interference to radio communications.
However, there is no guarantee that interference will not occur in a particular
installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off
and on, the user is encouraged to try to correct the interference by one of the
following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

- Connect the equipment into an outlet on a circuit different from that to which
the receiver is connected.

- Consult the dealer or an experienced radio/TV technician for help.

FCC Caution: To assure continued compliance, (example - use only shielded
interface cables when connecting to computer or peripheral devices) any
changes or modifications not expressly approved by the party responsible for
compliance could void the user's authority to operate this equipment,

This device complies with Part 15 of the FCC Rules. Operation is subject to
the following two conditions: (1) This device may not cause harmful
interference, and (2) this device must accept any interference received,
including interference that may cause undesired operation.

IMPORTANT NOTE:
FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an
uncontrolled environment. This equipment should be installed and operated
with minimum distance 20cm between the radiator & your body.

This transmitter must not be co-located or operating in conjunction with any
other antenna or transmitter.
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About the Product

This Wireless Broadband Firewall Gateway provides SOHO and
residential users the ideal solution for sharing a high-speed broadband
Internet connection among a 11Mbps wireless network and a
10/100Mbps Fast Ethernet backbone. It integrates robust firewall and
routing functions with advanced 802.11b wireless technology,
maximizing your network security and efficiency while minimizing the
network complexity and maintenance costs.

The product provides the following features:

Wireless Ethernet 802.11b Access Point: Provides a wireless
Ethernet 802.11b access point for extending the communication media to
WLAN.

Fast Ethernet Switch: A 4-port 10/100Mbps fast Ethernet switch is
supported in the LAN site and automatic switching between MDI and
MDIX for 10Base-T and 100Base-TX ports is supported. An Ethernet
straight or cross-over cable can be used directly, this fast Ethernet switch
will detect it automatically.

Network Address Translation (NAT): Allows multi-users to access
outside resource such as Internet simultaneously with one IP address/one
Internet access account. Besides, many application layer gateway (ALG)
are supported such as web browser, ICQ, FTP, Telnet, E-mail, News,
Net2phone, Ping, NetMeeting, MS Messenger, QUAKE and others.

Firewall: Supports SOHO firewall with NAT technology.
Automatically detects and blocks the Denial of Service (DoS) attack. The
hacker’s attack will be recorded associated with timestamp in security
logging area. An URL blocking feature is also provided. More firewall
function will be always implemented, visit our web site for more
information. A real time altering email will be sent to your account for
your future action.
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Domain Name System (DNS) relay: Provides an easy way to map
the domain name (a friendly name for user such as www.yahoo.com) and
IP address. When local machine sets its DNS server with this router’s IP
address. Then every DNS conversion request packet from the PC to this
router will be forwarded to the real DNS in outside network. After the
router gets the reply, then forwards it back to the PC.

Dynamic Domain Name System (DDNS): The Dynamic DNS
service allows you to alias a dynamic IP address to a static hostname.
This dynamic IP address is the WAN IP address. To use the service, you
must first apply an account from this free Web server
http://www.dyndns.org/.

Virtual Private Network (VPN): Allows user to make a tunnel with
remote site directly to secure the data transmission among the connection.
User can use embedded PPTP client supported by this router to make a
VPN connection. Or user can run the PPTP client in PC and the router
already provides IPSec and PPTP pass through function to establish a
VPN connection if user likes to run the PPTP client in his local computer.

PPP over Ethernet (PPPoOE): Provides embedded PPPoE client
function to establish a connection. Users can get greater access speed
without changing the operation concept, sharing the same ISP account
and paying for one access account. No PPPoE client software is required
for local computer. The “Dial-on-Demand” and Idle timer are
implemented for better connection usage management.

Virtual Server: User can specify some services to be visible from
outside users. The router can detect incoming service request and forward
it to the specific local computer to handle it. For example, user can assign
a PC in LAN acting as WEB server inside and expose it to the outside
network. Outside user can browse inside web server directly while it is
protected by NAT. A DMZ host setting is also provided to a local
computer exposed to the outside network, Internet.




Quick Start Guide

Rich Packet Filtering: Not only filter the packet based on IP address,
but also based on Port numbers. It will increase the performance in LAN
and WAN, also provide a higher-level security control.

Static and RIP1/2 Routing: Supports an easy static routing table or
RIP1/2 routing protocol to support routing capability.

Dynamic Host Control Protocol (DHCP) Client and Server: In
the WAN site, the DHCP client can get an IP address from the Internet
Server Provider (ISP) automatically. In the LAN site, the DHCP server
can allocate up to 253 client IP addresses and distribute them including
IP address, subnet mask as well as DNS IP address to local computers. It
provides an easy way to manage the local IP network.

SNTP: An easy way to get the network real time information from
SNTP server.

Web based GUI and Remote Management: Supports web based
GUI for configuration and management. It is a user-friendly with on-line
help, providing necessary information and assist user timing. It also
supports remote management capability for remote user to configure and
manage this product.

Firmware Upgradeable: The device can be upgraded to be the latest
firmware through the WEB based GUI.

”075' The radio range per cell is approximately 35 meters
indoors and up to 100 meters outdoors. Any object
blocked between the Gateway and the client PC will
decrease the efficiency of data transmission.
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Package Contents

1. Wireless Broadband Firewall Gateway

2. One CD containing the on-line manual

3. One straight-through CATS5 Ethernet cable
4. One power adapter

5. This Quick Start Guide

”075' For more detailed instructions on configuring and
@\ using the Wireless Broadband Firewall Gateway,
please refer to the on-line manual.
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The Front Panel LEDs

L—y!

Antenna

Antenna

1| PWR Lit green when power adapter is connected.
2 | LAN1 :
Lit green when connected at 100 Mbps.
3| LAN2 _
Lit orange when connected at 10 Mbps.
4 | LAN 3 _ .
Flashes when sending/receiving data.
5| LANA4
Lit when connected to a WAN device.
6 | WAN : .
Flashes when sending/receiving data.
Lit orange when system ready.
Lit green when the PPPoE or PPTP connection
7 | PPP/SYS |. .
is established.
Flashes orange when upgrading firmware.
Lit green when wireless connection is
8 | WLAN established.
Flashes when sending/receiving data.
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The Rear Ports

[ L
Antenna Antenna

Z::vlf)r Connect the supplied power adapter to this jack.
LAN 1.4 Connect a straight-through or crossover Ethernet
(RI-45 cable to these four ports when connecting to a
LAN of 10Mbps or 100Mbps such as an office
connector)
or home network.
Connect a straight-through Ethernet cable to
WAN this port when connecting to a hub.
(RJ-45 Connect a crossover cable to this port when
connector) connecting to a DSL/Cable bridge or modem for
establishing WAN connections.
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Connecting the Product

Refer to the following steps to connect the Wireless Broadband
Firewall Gateway to a WAN (Wide Area Network) and a LAN (Local
Area Network):

1. Connect the Wireless Broadband Firewall Gateway as shown below.

2. Power on the device.

3. Ensure the Power, LAN, and WAN LEDs are lit.

Internet

Cable/sDEL
Moderm

Wireless Broadhand
Firewall Gateway
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Configuring PC in Windows XP

1. Go to Start / Control Panel
(in Classic View). In the
Control Panel, double-click on
Network Connections.

2. Double-click Local Area
Connection.

3. Inthe Local Area Connection
Status window, click
Properties.

4. Select Internet Protocol
(TCP/IP) and click
Properties.

B Control Panel IZIIEIEI
File Edit ‘iew Favorites Tools  Help f_.’

| @ T -\J Search Folders -
& . [22]

ngo

L &

Phone and  Power Options
Moderm ...

i Control Panel

G- Swikch bo Category Yiew
See Also | ! ﬁ

i Printers and  Regional and  Scanners and
Q ‘windows Lpdate Faxes Language ... Cameras

()] Help and Support 2 i
5 9 @

Scheduled Sounds and Speech
Tasks Audio Devices

- Local Area Connection Status

General | Support
Connection
Status: Connected
Dwration: 00:05:34
Speed: 100.0 tbpz
Lictivity i
Sent ﬂb Received
Buytes: 1.403 1.743
[ Froperties ] D Dizable ]

Cloze

-4 Local Area Connection Properties

General | Authentication | Advanced

Connect using:

| B8 D Link DFE-530T% PCI Fast Ethemet Adapter [rev.8] ‘

This connection uzes the following iterns:

El Clignt for Microzoft Metwaorks

.@ File atd Printer Sharing for Microsoft Netwarks
U5 11405 Packet Scheduler

"o [1teret Protocal (TCRAR)

)
e 2 TR TEH LTt

Description

Tranzmizzion Contral Protocaldntemet Protocal. The default
wide area network, protocal that provides communication
across diverse interconnectad network.s,

[] Show icon in notification area when connected

oK H Cancel l
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5. Select the Obtal N an I P Internet Protocol (TCP/IP) Properties
address automatically and the | ™ Atemate Confouaton
You can get [P gettings azsigned automatically if your network, supports

O btai n D N S Se rve r ad d reSS :I:l: acpapp;llj:ilriitgt.eﬂlgigiiizgou need to ask vour network administrator for
automatically radio buttons.

() Obtain an P address automatically
(71 Use the fallawing IP address:

6. Click OK to finish the
configuration.

() Obtain DS server addrezs automatically
(73 Use the following DMS server addresses:

[ Ok, l[ Cance; ]

Configuring PC in Windows 2000
1. Go to Start/ Settings / Control - —l%
Panel. In the Control Panel, ek - % - (| Qe ks ey | ®
double-click on Network and R et ko o =] e
Dial-up Connections. o ol
Flor hiess
. k and 1= ornsction
2. Double-click Local Area up Connections | -
Connection, \ocal Area Comnection |
3. Inthe Local Area Connection 11 xi
Status window, click “'“r"“]
Properties. ey Carvisried
Churstioen 05 5427
Spmmd 1010 Bl
g Simnl ﬁ Fecermad
Fachat: oo | 138
o
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4. Select Internet Protocol Rllole e 1l
(TCP/IP) and click Properties. Gl | g |
Cornact usng
| BY Fesiek ATLATZSA) P Fast Etherel Sdapler

Components checked sie used by this connechion

¥ § WLk ISP eiBI05 Compalisis 1|d'ﬂ:¢|.ll.ll'FU|.|:|
¥ § MeBE U Protocol

-
L]

[rstad . Uirinzzad | Piopeilies |
e S

Teaname-non Contiol ProlecolTnteinel Prolocol The delsd
wade grea reteok prodocol that peovides commurication
=iy diverss inlenconreched reheorks.

[ Shosy icom i laskbar when connected

5. Select the Obtain an IP Loexnet Protocol (TCP/1P) Praperties 21
address automatically and the ==
Obtain DNS server address Pl -l b i g i ikt et
automatically radio buttons. o
\* Dtlon o IF shinec: adonsscab)
6. Click OK to finish the Ui e flsrg 1P kb
configuration. : |
g B R
N

\? Dtsin DM S smrver sddresy subomsticaly
Lo e ollossrg DS parvsn ackdaiin:
|—

Abemnced . |
] |

10
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Configuring PC in Windows 95/98/Me

1.

Go to Start / Settings / Control
Panel. In the Control Panel,
double-click on Network and
choose the Configuration tab.

Select TCP/IP ->

NE2000 Compatible, or any
Network Interface Card (NIC) in
your PC.

Select the Obtain an IP address
automatically radio button.

Then select the DNS
Configuration tab.

Select the Disable DNS radio
button and click OK to finish the
configuration.

T =
e TR ] |

T ha Iclicesang peiwod: componants e sl

NE.ZTHN] Cpaiibie:
§ NEEELD - DisHlp Acdapls

Pransp Helrsah | ngar
Tl i el Psborcs

i anl Prink 5 haring |

Chgramz iploc

TCPAP & B pacbhocod s i b coree] o Bt Il gined and
vy T

gk | Cwes |

I CFAF Paoprtien_ &ik]l
Prwings 1 | 1 FsAE 1
DWE Cordigrater | Goiesap | 9905 Conlgpramoen

iy 1P gabibioier D o it spinzally awisgrand G ey dorifader
W jamm rebi b ot Pl pad il anann |F sokdessios Bk
wanp bk, albTEvealo fue g adches . ored B lpoe @ ey
Thm 1pace bokes

..HF Lt wn P ackbimry muto msks ey
1 Semsik an | scdeanr

i | Purbemranss | He s 1
Galewrer | WANS Combipaation | 1P aates |

ey
| — | ——
I |
B okl |
- a7
L At
| l:lr.g] Coreni :I
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Configuring PC in Windows NT4.0

1.

Go to Start / Settings / Control

Panel. In the Control Panel,
double-click on Network and
choose the Protocols tab.

Select TCP/IP Protocol and
click Properties.

Select the Obtain an IP
address from a DHCP server
radio button and click OK.

ldarticatne | Seacer  Frofocos | st | Sndngs |
Pl siveoni. Froitncnts

% HeETEEUE Pisdoand
W WLk, PG P Copraaicks T jac e
W Wl MaBils

A i e RO

E degaeil by

o] Comiind Piodiazaol Y s Paiboanl Thet el wals
mea rarsacyk. profoo thal ferelen comesasc et sonma
drenron tarc creesc e raieecebo

P dckbess | OME | WANG Addvess | Flouting |

iy IF sy com b ol preaticaly mgigresd bo Hes netrcde cand
bei & DHCF siivsei. I joii retdeabl cosd ol heivid & DHOP v,
atk your mebwork, adrerizhalon for an sddiess, and then s it n

e ipa Do

I' Cibdie s |F ssdcheas oe & D CF e
™ Speciy anF sddecr
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Configuring the Product

”075' To con_figure th@s device, you must have IE 5.0 or
above installed in PC.

1. Openweb browserand PSS IEEITED =
type http://192.168.1.2541in |« 5 g 4 4 @ & 3 & .
the browser’s address box.

(i

Back FoEd Stop  Refiesh  Home | Search Favortes History Mail Print Edit Discuss

s 8] hip /152 1631 254/ o] et
This number is the default
IP address for this device.
Press Enter.
2. Auser name and password I —
prompt W|” appear_ JUSt @ Please twpe your user hame and password,
click OK. There is no o L
password protection in Mcrivems |
default. Password |
[T Sawe this pazsword in your password list
[ oe | Cancel

3. Click WAN -> ISP in left pane and select one of the protocols for
connecting with remote site such as ISP from the following:

. 7 Wireless Broadband Firewall Gateway - Microsoft Interet Explorer
. Obtain an IP Address TFe ER Vo Faie Ioie i
Automatical |y Wireless Broadband Firewall Gateway
i WAN - ISP
WAN Protocol: [Obtain an IP Address Automatically 7]
-ISP
.DNS Router Name: l— " Required far some ISPs)
Comain Name: l— (* Required for some [SPs)
st MAC Address:  Default MAC Address
Firewall & Specify a MAC Address
oo |02 gD oo _joo |02
VPN

NAT: @ Enable ¢ Disable
Virtual Server

Apply | Cancel | Help
Advanced —I—I—I
Status

Help

13
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. PPPoE

. Fixed IP

. PPTP Client

reless Broadband Firewall Gateway - Microsoft Internet Explorer

Wireless Broadband Firewall Gateway

= WAN - ISP
WAN Protocal [PPPoE =

-I1SP -

PFP Authentication

-DNS Type: Auto =
System User Name i

: Password ;
Al Service Name: i
VPN Specify an IP address {option)
Virtual Server NAT, ®Enable ¢ Disable
Advanced @ Always on
e ¢ Dial on demand

Auto-disconnsct if idle for mare than |3 minutes

Help

Apply | Cancel | Help

2 Wireless Broadband Firewall Gateway - Microsoft Internet Explarer

‘; Fie Edt View Favortes ook Help “
Wireless Broadband Firewall Gateway

LA WAN - ISP
WAN Protacol [Fixed P =l

-I1SP

-DNS IP Address
S Subnet Mask:

Y Gateway Address
Firewall

MNAT: # Enable ¢ Disable
VPN
Appl Cancel | Hel

Virtual Server M_ijwﬂj
Advanced
Status
Help

eless Broadband Firewall Gateway - Microsoft Internet Explorer

Edit View Favoies Took

Wireless Broadband Firewall Gateway

an WAN - ISP
WAN Protocol [PPTP Client =

- ISP

_DNS User Name |

Password [
Bl PPTP Server
Firewall Own [P Address: @ Obtain IP address autormatically
© Static IP
VPN
Apply | Cancel | Help

Virtual Server —-‘——;——-——j——j
Advanced
Status
Help

4. Click Apply to store all configurations. The Wireless Broadband
Firewall Gateway will reboot automatically.
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Connecting to the Internet

To see if this Wireless [ <
Broad band Fl rewa” E Type the name D_f a program, fDII:IE_'.-r, document, or [nternet
rezource, and Windows will open it for you.

Gateway is visible on the
local network, go to Start/
Run. In the Run dialog box, [ ok | cancel | Browse. |
type “Ping 192.168.1.254”
and press OK.

Open: |ping 192.168.1.254] |

Open your Web browser to begin surfing the Internet.
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