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Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class
B digital device, pursuant to Part 15 of the FCC Rules. These limits are
designed to provide reasonable protection against harmful interference in a
residential installation. This equipment generates, uses and can radiate radio
frequency energy and, if not installed and used in accordance with
the instructions, may cause harmful interference to radio communications.
However, there is no guarantee that interference will not occur in a particular
installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and
on, the user is encouraged to try to correct the interference by one of the
following measures:
- Reorient or relocate the receiving antenna.
- Increase the separation between the equipment and receiver.
- Connect the equipment into an outlet on a circuit different from that to which

the receiver is connected.
- Consult the dealer or an experienced radio/TV technician for help.
FCC Caution: To assure continued compliance, (example - use only shielded
interface cables when connecting to computer or peripheral devices) any
changes or modifications not expressly approved by the party responsible for
compliance could void the user's authority to operate this equipment.
This device complies with Part 15 of the FCC Rules. Operation is subject to the
following two conditions:
(1) This device may not cause harmful interference, and
(2) This device must accept any interference received, including interference

that may cause undesired operation.

IMPORTANT NOTE:

This module is restricted to mobile configuration. To comply with FCC RF
exposure compliance requirements, the antenna used for this transmitter must
be installed to provide a separation distance of at least 20 cm from all persons
and must not be co-located or operating in conjunction with any other antenna
or transmitter. This transmitter module must not be co-located or operating in
conjunction with any other antenna or transmitter
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1. Introduction

Thank you for purchasing the IEEE802.11b WLAN miniPCI that provides the essest
way to wirdess networking. This OEM Ingalation Manual contains detailed
ingructions in the operation of this product. Please keep this manud for future
reference.

System Requirements
® A Persond Computer contains.
- 32 MB memory or grester
- 300 MHz processor or higher
®  Microsoft® Win"'98SE/ME/2000/ XP



2. Hardware Installation & Antenna
| nformation

® Moduleisingaled in the Persond Computer, located either under the keypad or
on the bottom side of the Persona Computer (see the following diagrams).

<4+
Only the antenna types
listed below can be used.
1. CA8I(WNC)
2. 5600 (CLEVO)
3. 888E(CLEVO)
4. M300N (CLEVO)

Important Note:
Thismodule is restricted to mobile configuration. The antennas of module
should be ingtaled and operated with minimum distance 20cm between the
radiator and al persons. This transmitter must not be co-located or operating in

conjunction with any other antenna or tranamitter.
The module isfor OEM ingalation only and can not be sold to end user directly.
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Caution !

(1). This module cannot be bound n a tablet computer for RF
exposure issues. (See label 1)

(2). Due to the RF exposure issues, this module can be used in a
laptop computer in normal operation, but cannot be used when it is
put above the lap and the LCD screen is in the closed position.
(See label 2)

The device can't be operated above
the lap when the LCD isclosed

Label 1

Label 2



(3). This module must be labeled with FCC ID. (See label 3)

Label 3

(4). If the FCC ID is not visible when the module is installed inside
another device, then the outside of device must also display a label
referring to _the enclosed module. The exterior label ‘can be
“ Contains Transmitter Module FCC ID: NKREM200B” or similar
wording. (See label 4)
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Label 4

Please put Label 2 & Label 4 to the enclosure of end
product to note the end user.



3. Connecting to an Existing Networ k

1. Double click the shortcut icon of “IEEE802.11b WLAN miniPCI Utility” on the
desktop, and the “1EEE802.11b WL AN miniPCI Utility” window will gppear.

IEEE b WL AN wmindPCT Tility ] o] S|

Link Info Configuration Encryption T SiteSurvey 1

Status I.ﬂ\ssociated -—- 00024801 F:21

SSID |t"~'1-*“~N

Channel I:3 Tx Rate |'1'1 hbps
Wersion Informatian Mac Address IDD:ED:4C:81 (6001

Driver Wersion Connection State  [nfrastructure
|5 A18.0127 2003
P Address |1 £9.254 139223

Lkility “ersion | 259

Link Guality
ID A
Signal Strength ,T %

2. Inthe Windows System Tray, there isacommunication-status icon % that
indicates different connection statuses by showing different colors. Green
communicationstatusicon '@ indicates the presence of a successful connection,
and your network connection process is complete.

3. Red communication-statusicon & indicates thet no connection is present. In
this case, please go to “SiteSurvey”’ page and wait for asecond (or click
“Refrest’ button) to get aligt of dl avallable networks.

3 o ] B
[ r
Link Infao Configuration T Encryption I’ SteSurvey 1
Available Metwork
Wireless Type | SSID | BssD | =]
| FInfrastructure WLAN 00:01:24:90: D4E1
S nfrastructure NCEO 00:01:24:90:1 E:F5
o nfrastructure NG 00:01:24:90: 04:1F
g nfrastructure MGG 00:01:24:90:04:09
Wersion Information g Infrastructure NCED 00:01:24:90:1 EEB
S infrastructure NC 00:01:24:90:04:24
Driver Version Fhinfrastructurs AGA 00:40:96:56:FB: 87
[5-r1E.0127 2003 & el Hoo 1234 3E:05:E1:B0EI: A
Sy nfrastructure hella 00:01:24:00: 00 04 -
Utilty Yersion g Infrastructurs plink 0080 45: 05 3F: &C i
[ . S A AP o e
0.1 4 I I _;|_I
Refresh |

4. Fromthelig of “Available Network™, double click one chosen network to
execute the connection.



5. Goto “Encryption’ page. If the WEP of the chosen network is disabled, make
sure the check box of “Data Encryption” is cleared, and click “Apply” button if it
appears functiona. The connection is then executed and the
communicationstatus icon appears green. If the WEP is enabled, please see next

step.

IEEE 802.11b WLAN mindPCT Uttty . o ] 3

I Encryption Y SiteSurvey \

j Afplyt |

Cancel

Key Format |

Passzphrasze I

J

Yersian Infarmation Defauit ey Metwork Key
|f" eyt I

Driver Yersion

[z 0127 2008 Fiez |

Litilty ersion P |

|D'1 |f" Weyd | I

6. If the WEP of the chosen network is enabled, in“ Encryption” page, please st the
“Network Key”, and then click “Apply” button. Y ou need to contact the network
adminigrator for the valuesthe Network Keys.

7. Once connected, you can check the Link Quality and Signd Strength from “Link

Info” page.

IEEE 802.11b WLAN mimPCI Ttility = |EI|1|
Link Info Configuration Encryption Y SiteSurvey \
Status I.ﬂ\ssociated --- 008048051492
S0 datacamph

> 1
mini PGl
e Channel IB Tx Rate 11.0 dbps
Yerzion Information Mac Address IDD:ED:4C:81 :50:02

Driver Yersion Connection Stste Ilnfrastructure Mode
I5.1 18.0127 2003
IP &ddress |1 721660146

Lkility “ersion Link Guality | g3 9

|U 4
Signel Strength | I 3%




4 Creatlng a New Ad Hoc Networ k

Prepare two computers with WLAN miniPCl embedded, and software
Driver/Utility ingdled. Run the following steps in both computers.

2. Doubledick the “IEEE802.11b WLAN miniPCI Utility” shortcut icon to open
the Utility. Go to “Configuration’ page.

3. InPrdfilefidd, enter aProfile Name and click “Add” button.

IEEE 802.11b WLAN miniPCT Utilit 7 iy ] |

i ]
Link Info I Configurstion Encryption IY SiteSurvey }

il ) ldataco Aty |
Wireless Made |.ﬁ.d Hoc VI

Channel |2 VI

; : Tx Rate |Fu||\y' Auto vI
“ersion Information
Powver Saving Mode |Disable VI

Canoe

Driver Yersion

I5.118.D12?.2DDS Profile
Litility Ver=sion | Aud

i ‘ Remave |

4. Enter the vauesin each network settings such as SSID, Wireless Mode, Channel,
Tx Rate and Power Saving Mode. Click “Apply” to save the settings. Both
computers should set the same vaues.

5. If you want the network to be secured, please go to “Encryption” page to set the
“Network Key”. Remember to dlick “Apply” to save the settings.

IEEE 502.11b WLAN miniPCT Utility ] o ] A |

| Y
Link Info Configurstion rEncrymlon Y SiteSurvey }

[V Data Encryption

Apply
Hey Format |Manual E4-hit(Hex) j 4|
Pazzphrase I =

Cancel |

Default Key  NMetwork Key

“ersion Information

% Wey1: [Iee3Sh3ala

Pl ersion € Key2: [oooooooooo
[e-1e0127 2003

" Wey3: [00000000O0
Litility “ersion
E——— € Wey4: [0000000000

6. If the network is created successfully, it will be shown in the “ Avalable
Network” ligin “ SiteSurvey” page.
Note!  Before creating anew network, if there is no Profile being created yet, you
may skip Step 3.
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5. Configuration
5.1 Wireless Mode

Y ou have two options of Wireless Mode: Infrastructure and 802.11 Ad Hoc.

Infrastructure Mode

In infrastructure mode, devices communicate with each other by first going through
an Access Point (AP). Wirdess devices can communicate with each other or can
communicate with a wired network. When one AP is connected to wired network
and a set of wirdess gations, it isreferred to as a BSS (Basic Service St).

Ad Hoc Mode

Ad Hoc mode is aso caled “ peer-to-peer mode” or “Independent Basic Service Set
(IBSS)". In Ad Hoc mode, devices communicate directly with each other without
using an Access Point (AP).

1



5.2 Link Info Page

“Link Info” page shows you the information of current network connection, including
Status, SSID, Channel, Mac Address, Connection State, IP Address, Link Qudity and
Sgnd Strength.

IEEE 802.11b WL AN miniPICT Tility =] =]

Link Info Configuration ( Encryption T SiteSurvey 1

Status IAssociaied --- 0001 :24:90:1F: 241

ssD |W|-AN

Charnel |5 Tx Rate |11 Mops
Wersion Information Mac Lddress IDD:ED:dC:B'] 60001

Crriver Wersion Connection State  [Nfrastructure
IS A18.0127 2003
IP &ddress I‘1 69.254 139223
Litility Wersion
z Link Quality | 29%
IU A
Sgrelsrengh T 75

Status: Shows whether the connection is on (“ Associated---" or “Ad Hoc---") or
faled.

SSID: Service Set Identifier isagroup name that will be shared by every

member of your wireless network.

Channd: Shows the channd currently in use for Access Point or 802.11 Ad Hoc
gations.

Mac Address: Showsthe Mac Address of this product.

Connection State: Shows the wireless mode of the connected network.

I P Address: Shows the current Internet Protocol Address of the network.

Link Quality / Signal Strength: Anindicator of how clearly the adapter can
hear the Access Point.

Tx Rate: Showsthe current data transmission rate in use.



5.3 Configuration Page

“Configuration’” page alows you to edit/modify settings of a network. Y ou may
enter anetwork name in SSID field and click “ Apply” to join a specific network.

IEEE 802.110 WLAN mindPCT Tility ) o ] [ |

Link Info I Configuration Encryption T SiteSurvey ‘

SED [PLAN o |
Wireless hode Ilnfrastructure - |
Cance| |

Channel 1 -

Tx Rate Auto A

Powver Saving Mode IDisabIe vI
Driver Yersian
IS A18.0127 2003 Prafile

Wersion Information

Litility “ersion | Add |
ID A
Remove |

B SSID: The name of the wirdess network. This name cannot be longer
than 32 characters. The default vdueis“any”, which will automaticaly
scan and connect the best performance Access Point nearby.

B WirelessMode: Two options are available--Infrastructure and 802.11 Ad
Hoc.

B Channd: Every gaion in the network should set the same number of
Channd. Different countries have different channd ranges.

B Tx Rate: Four optionsare “Fully Auto’, “1Mbps’, “2Mbps’, “5.5Mbps’
and “11Mbps’.

B Power Saving Mode: Allows you to enable or disable Power Saving
function. Three options are Disabled, Norma and Maximum.

B Apply: Click “Apply” button to save and implement the new settings.

Cancel: Click “Cance” button to cance the modification of the settings.

B Profile You may create severd Profiles to save different sets of network
settings for a network; doing so alows you to switch network settings easily.
Please refer to Chapter 5.7 Profile for other information.
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5.4 Encryption Page

“Encryption” page alows you to enhance the security of anetwork. Every sationin a
secured network should enable the Encryption function and the values of the Network
Key should be the same.

IEEE 802.110 WLAN mindPCT Tility 2 =10l x|

.
f T
Link Info Configuration Ir Encryption T SiteSurvey ‘

[V Data Encryption

Aaply
Wey Format  |Manual 64-bit(Hex) | —|

Passphrase I

Default Key  Metswork Key

Wersion Information

% Keyl:  [3eedshdala

Driver Version " Key2: |0000000000
|5.1 18,0127 2003

" Key3:  [0000000000
Litility “ersion
|70 y € Key4: |00oooooooo

From the pull-down menu of Key Format, you have the following options:

1.

Manual 64-bit ASCII: Allowsyou to enter avaue of 5 dphanumeric
characters for the Network Key.

Manual 128-bit ASCII: Allowsyou to enter avaue of 13 dphanumeric
characters for the Network Key.

Manual 64-bit Hex: Allowsyou to enter avaue of 10 aphanumeric
characters (within the range of 0~9 and a/A~f/F) for the Network Key.
Manual 128-bit Hex: Allowsyou to enter avaue of 26 dphanumeric
characters (within the range of 0~9 and a/A~f/F) for the Network Key.
64-bit Passphrase: If this option is chosen, type “pass’ in “Passphrase” field,
and the Network key will be automaticaly generated in Key 1 box.

128-bit Passphrase: If thisoption is chosen, type “pass’ in “ Passphrase”
field, and the Network key will be automatically generated in Key 1 box.
64-bit TKIP: Allowsyou to enter avaue of 10 aphanumeric characters for
the Network Key.

128-bit TKIP: Allowsyou to enter avaue of 26 aphanumeric characters for
the Network Key.

14



5.5 SiteSurvey Page

“SiteSurvey” page alows you to check the information of each Network or Access
Point in vianity, such as Network Type, SSID, BSSID, Signa, Channd, WEP and
Support Rates.

=101 x|

'[ Link Info Configuration l Encryption ]' SiteSurvey }

Available Metwork
Wireless Type | S3ID | Bs=D |
IEEE Bﬁ% Infrastructure WWLAN 00501 5245905045E1
mintpcl hinfrastructure NCEQ 00:01:24:90:1E:F§
o Shinfrastructure NG 00:01:24:90:04:1F
Py nirastructure NCE1 00:01:24:90:04:08
Wersion Information Shinfrastructure  NCEQ 00:01:24:90:1E:EB
Shinfrastructure NG 00:01:24:90:04:24
Driver Yersion Shinfrastructure AGA 00:40:96:56:F8: 87
[F4150127 2003 < aef Hoo 1234 3E0EE1BOE3:AA
Shinfrastructure hello 00:01:24:00:00:04 —
Ltility “ersion ﬁlnfrastructure plink 00:90:48:08:3F: AC &
[ TR e L AR A
ID Bl 4 9 I
Refresh |

5.6 Versions

Y ou may check the Driver and Utility versgons from Verson Info in the Utility.
=10l x|

Link Info Configuration Encryption Y SiteSurvey \

sSp |eLan Lty |

Wireless Mode |Infrasirudure vI
Eanoe| |
|1 - |

mini PCl Channel

Tx Rate Auto X

\ Povver Saving hode IDiSﬁble vl
Drriver Yersion
IS 180127 2003 Profile

Wersion Information

Litility “ersion Ao

\.m—/ i
s




5.7 Profile

This function provides you the convenience of frequently connecting to different

networks or connecting to a network frequently modified its settings.
IEEE 802.11b WLAN miniPCT Ttility T _.Jg[ x|

: -
Link Info | Configurstion Encryption I SiteSurvey l

SSp LA ) |
Wireless Mode |Infrastructure vI

caree| |
Channel |1 - I
Tx Rate Auto =

“ersion Information

Powver Saving Mode
Driver wersion

|5.1 180127 2003

LHility “'ersion

R

Remove

Creating a Profile:

1. Enter aPrafile namein the Prafile fidd.

2. Click “Add” button.

3. Enter/edit the values of each setting such as SSID, Wireless Mode, Channdl, Tx
Rate and Power Saving Mode. Click “Apply” button.

4. If necessary, go to Encryption page to edit the settings and click “Apply”.

5. A new Profileis now created.

Note!  Please do not name 2 Profiles with the same spdlling but different cases.
Two Profiles with the same spdling are the same name. This fied is not
case-sengtive.

M odifying an existing Profile:

1. Fromthelig of Profile, highlight the chosen Profile.

Modify the values of each stting. Click “Apply” button.

If necessary, go to Encryption page to edit the settings and click “ Apply”.
The new settings of the chosen Profile are saved.

DN

Switching between Profiles:
Fromtheligt of Profile, please click one Profile and your computer will connect to the
chosen Network with the specific Profile.

Removing a Profile:
Highlight the chosen Profilein the Prafile ligt, and dlick “Remove” button.
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5.8 Default Settings Windows XP Zero-Configuration

Y ou may also choose the default parameters and directly proceed to Windows XP

zero-configuration through the steps below:

1. Goto“Control Panel” and open “Network Connections’.

2. Rignt-click the Wireless Network Connection of the IEEE802.11b WLAN
miniPCl, and make sure this connection is Enabled.

3. Right-click the Wireless Network Connection of the IEEE802.11b WLAN
miniPCI, and then click “Properties’.

4. Seect “Wirdess Networks’ tab and sdlect “Use Windows to configure my
wireless network settings’ check box.

Note! Clear the check box of “Use Windows to configure my wireless network
seitings’ will disable automatic wirdless network configuration.
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6. Wireless Networking Applications

Available network applications are asfollows:

To Survey the network neighborhood

To Share Y our Folder with Y our Network Member(s)

To Share Your Printer with Y our Network Member(s)

To Access the Shared Folder(s)/File(s) of Y our Network Members(s)
To Use the Shared Printer(s) of Y our Network Member(s)

In fact, the network applications of the IEEE802.11b WLAN miniPCI are the same as
they are in a wired network environment. You may refer to the following 3
examples of Surveying the Network Neighborhood, File Sharing and Using the
Shared Folder.

6.1 Surveying the Network Neighborhood

When multiple base stations are up and running in your wireess network, you can use
the procedure described below to display the other computers:

1.

Double-click My Networ k Places to display dl sationsin your Microsoft
Windows Network Group.
To digplay other workgroupsin the network environment, double-click Entire
Network.
If thereisasecond networ k oper ating system running in your network
environment (for example aNovedl NetWare network), the “ Entire Network”
window will also display available servers running under the second network
operating system. If you click on these servers, you may be asked to enter
your user name and passwor d that gppliesto the other network operating
system. If you cannot find it, verify whether the other wireless computers are:
® Powered up and logged on to the network.
® Configured to operate with identical Microsoft Network settings

concerning:

B Networking Protocol.

B Wirdess Network Name.

To enable the sharing of | nter net access, you should set the WLAN mode as
“Infragtructure” and connect to the access point.
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6.2 File Sharing

You may share files between computers that are logged onto the same wireless
network. For example, if you want to share your folder “My Documents* with other
computers of the wireless network, please highlight the folder “My Documents’
and drag it to Shared Documentsfolder.

B Degeinp

e = £ T D smseh |5 robdeee | [T

rem " B« 3 8

w2 [ —
B e My Dt FrDoormnts MyComoutar My hetort Recydsfin [nbarsst
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L] Shered [ucumenls

Fic Edt Mow Povodm:  Toobs  Hop I
E}NI‘A i) : st | B2 pobdere Ts_j-
o ._'Jl:lmllﬂillhﬂ'ﬂ“nﬂmﬂl ' ﬂ'i\:ﬂ
Foiders =
--b b i {: Shaard it
[ Comitop _,f J N
B L my Dongments — Lo
e T, MpConssans
jnm:: Jlf jail
o5 P F— -

i ik
¥ rconputer
6 3% Foppy )
b5 G Ll Dk 00
s TR D)
i G Conivol Paral
=
& |54 Bharad M
& o) Sharad Pehuems
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6 S My Rleiwrk P ces
7 Ascych Bin

Sharing files in the IEEE802.11b wireless network will be like sharing files on a
wired LAN.
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6.3 Using the Shared Folder

If you would like to access a shared folder stored in other stations of the same
network, please follow the process below:

1. Double-click the “My Network Places’ icon, amd then double-click the
computer where the shared folder islocated.

2. Double-click the folder you want to connect to.

3. Now you may open the needed filg(s).

Note! If a password is required, the Windows will prompt a password column.
Please enter the password that had been assigned to this shared folder.



/. Troubleshooting

Problems

Possible Solutions

H My computer cannot find the Adapter

1.

Make sure the miniPCl is properly
embedded.

Check whether there are conflicts
caused by other network cardsin the
computer: Remove dl network cards

and try again.

B Cannot access any network resources
from the computer.

Make sure the correct software is
instaled.

Make sure al network devices are
receiving power and working well.
Check whether the SSID is set
properly.

Check with the network administrator
to see whether the Access Point is
configured properly to accept your
sgnd.

If you have trouble accessing the
Internet, make sure to check with the
ISP (Internet Service Provider) for
further indructions.

Sdect long preamble instead of short
preamble if your Access Point has this
function, and try the connection again.
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8. Product Specification

Frequency range

2.4G ~ 2.4835Ghz

Modulation technique

DSSS (Direct Sequence Spread Spectrum) with
BPSK (1Mbps), QPSK (2Mbps), and CCK (5.5 and

11Mbps)

Operation voltage 3.3V +/- 10%

Power consumption - Transmisson mode: 300mA
- Recelves mode: 180A
- Sleep mode: 20mA

Output power 13-17dBm

Operation range

- Indoor: 35 ~100 meter
- Outdoor: 200- 350 meter

Sengitivity

@PER <0.08
11Mbps < -84dBm
5.5Mbps < -86dBm
2Mbps < -83dBm
1Mbps < -90dBm

Operation system

Windows 98SE, Me,2K, XP

Security

64-bit , 128-bit WEP encryption

Transfer datarate

11Mbps, 5.5Mbps, 2Mbps, IMbps, auto-rate

Operation temperature
range

0°C ~60°C

Storage temperature -20°C ~ 65°C

range

Humidity 5% ~90%

(non-condensing)

Warranty 1 year sandard warranty, 3 years optiona
EMC certificate - FCC ClassB part 15.247 (USA)

- ICRSS210 (Canada)

- ETSI 300 328, ETSI300 826 (Europe)

- ARIB STD-T66, RCR STD-33 (Japan, subject to
customer’ s request)

M edia access protocol

CSMA/CA with ACK

Antenna

Support antenna diversity




