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CBSD Security Declaration 
 

 

We, Netgear Incorporated, declare that the MR5100 device, FCC ID: 

PY319400469, supports dynamic management password to protect unauthorized user 

login. Firmware update which include CBSD support for the MR5100 mobile hotspot 

is available via an over-the-air update process. The update process is secure through 

unique username and password device combinations that are authenticated by the 

proprietary update server using SSL authentication. This ensure the source of the 

firmware is legitimate and is protected against any unauthorized firmware 

modification. 

 

 

Should you have any question or comment regarding this matter, please do not 

hesitate to contact me. 

 

 

 

Sincerely yours, 

 

 

_____________________ 

David Kay / Director, Regulatory Compliance 

Netgear Incorporated 

Tel: 4088903160 

Fax: 4089078097 

E-mail: david.kay@netgear.com 


