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electronic, mechanica, magnetic, optica, chemica, manua or
otherwise, without the prior written permission of this company.

This company makes no representations or warranties, either
expressed or implied, with respect to the contents hereof and
specificdly disclams any warranties, merchantability or fitness
for any particular purpose. Any software described in this
manud is sold or licensed "asis'. Should the programs prove
defective following their purchase, the buyer (and not this
company, its distributor, or its dedler) assumes the entire cost of
al necessary servicing, repair, and any incidenta or
consequential damages resulting from any defect in the software.
Further, this company reservesthe right to revise this
publication and to make changes from timeto time in the
contents hereof without obligation to notify any person of such
revison or changes.

All brand and product names mentioned in this manual are trademarks and/or registered
trademarks of their respective holders.

Federal Communication Commission
Interference Statement
This equipment has been tested and found to comply with the
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limitsfor aClass B digita device, pursuant to Part 15 of FCC
Rules. These limits are designed to provide reasonable
protection againg harmful interference in aresdentid
ingalation. This equipment generates, uses, and can radiate
radio frequency energy and, if not ingtalled and used in
accordance with the instructions, may cause harmful
interference to radio communications. However, there is no
guarantee that interference will not occur in a particular
inddlation. If this equipment does cause harmful interference
to radio or televison reception, which can be determined by
turning the equipment off and on, the user is encouraged to try
to correct the interference by one or more of the following
measures.

1. Reorient or relocate the receiving antenna.
2. Increase the separation between the equipment and receiver.

3. Connect the equipment into an outlet on a circuit different from
that to which the receiver is connected.

4, Consult the dealer or an experienced radio technician for help.

FCC Caution: To assure continued compliance.(example-use only shielded
interface cables when connecting to computer or peripheral devices). Any changes or
modifications not expressly approved by the party responsible for compliance could
void the user’ s authority to operate the equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the
Following two conditions: ( 1) This device may not cause harmful interference, and
(2) this Device must accept any interference received, including interference that
may cause undesired operation.
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Federal Communication Commission (FCC ) Radiation Exposure
Statement

This equipment complies with FCC radiation exposure s&t forth

for an uncontrolled environment. In order to avoid the

possibility of exceeding the FCC radio frequency exposure

limits, human proximity to the antenna shall not be less than 20

cm(8 inches) during normal operation.

R&TTE Compliance Statement

This equipment complies with all the requirements of DIRECTIVE
1999/5/CE OF THE EUROPEAN PARLIAMENT AND THE COUNCIL
OF 9 March 1999 on radio equipment and telecommunication terminal
Equipment and the mutual recognition of their conformity ( R&TTE)

The R&TTE Directive repeals and replaces in the directive
98/13/EEC(Telecommunications Terminal Equipment and Satellite
Earth Station Equipment) As of April 8,2000.

Safety

This equipment is designed with the utmost care for the safety of those
who install and use it. However , special attention must be paid to the
dangers of electric shock and static electricity when working with
electrical equipment. All guidelines of this and of the computer
manufacture must therefore be allowed at all times to ensure the safe
use of the equipment.

EU Countries Not Intended for Use

The ETS verson of thisdevice is intended for home and office
usein Audria Begium, Denmark , Finland , France ( with
Freguency channd redtrictions). Germany ,Greece, Ireland ,
Italy , Luxembourg .The Netherlands, Portugal , Spain , Swveden
and United Kingdom.

The ETS versgon of this device is dso authorized for usein
EFTA member sates Iceland, Liechtenstein, Norway and
Switzerland.
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EU Countries Not intended for use
None.

Potential restrictive use

France: Only channels 10,11,12 ,and 13



Wireless Access Point

Chapter
1.1
1.2

1.3
1.4

Chapter
21
2.2
2.3
2.4

Chapter

Chapter
4.1
4.2
4.3
4.4
45
4.6
47
4.8

1 Introduction.....eecic..o. 1-1
Package Content.......ccomimemememeean 1-1

System
Requirement. .....comomecrmememend=1

Feature. . memimemrnrmm s ememamemens 1-2

Specification. .. civecemeermemennnn -3

2 Installation
Hardware/OS requiements .........ccccccoevevvineiennnnnnn, 2-1
Installing the hardware .............c.ocoiviiiiiinn, 2-1
Installing the Bridge manager ............cooccovevviennnnnn. 2-2

Access Point/Bridge LED status Indicators.........2-6

3 Installing the Network Manager
SOftWare ..., 31
4 Using the Network
Device Managemet  .....ooccoiiiiiiiiiieiee e 4-1
Bridge Access Point .........cooociviiiiiiii 4-4
Network Management ..........ccccoovviviiiieiiieinneineennn, 4-5

Enrolling a Bridge Access Point into the netwrok .... 4-6

Adding additional nodes .........c.coceiiiiiiiiiiin 4-7
Bridge Manager ..........ccccooiiiiiiiiniiii e 4-8
Using WEP e 4-9

Tip on using the Network ........cccoccooviiiiiiiiiiniinns 4-10



Wireless Access Point

Chapter 5 Uninstall
5.1 Windows 98,Me,and Windows 2000........cu....5-1



Wireless Access Point

Thank you for purchasing the Wirdess Multimedia Access
Point/Bridge. It offered a unprecedented multimedia wireless
solution and provided the smultaneous multimedia audio and
video stream without any other network activity. You may use
the device to extends Cable/DSL connection and existing
Ethernet network without any wires. Thismanud guidesyou on
how to ingtal and properly use the Wirdess Access Point in
order to take full advantage of its features.

1.1 Package Contents
Make sure that you have the following items.

One Wireless Access Point
One AC Power Adapter

One USB Cable

One Quick Installation Guide

One CD-Title with AP manager Software

If any of the above items are missing, contact your supplier as soon as

possible.

1.2 System Requirements

Before installation, please check the following requirements with your

equipment.
Pentium Based ( And Above ) IBM-Compatible PC System
CD-ROM drive

One Available USB Connector

Windows 9x/ME/NT4.0/2000 Operating System with TCP/IP

protocol
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1.3 Features

*

Wi-Fi (IEEE 802.11b) Certification and Interoperability with
Wireless LAN Standards

IEEE 8021.b & 802.11e-class Compliant

Contention-Free Access and Dynamic Stream Support
Parameterized Qudity of Service (QoS) to Support Multimedia
Distribution and Ensure Delivery of Isochronoudly /
Time-Dependent Content

Excellent Interference Immunity

Peer-to-Peer Communication among Multiple Devices for
Efficient Bandwidth Utilization.

Forward Error Correction to Repair Corrupted Packets* On The
Fly " during Tranamission

Channd Agility to Avoid In-Band Interference from Household
Appliances, such as Microwave Ovens and Cordless Phones
Better Range and Fade Margin for Coverage throughout The
Home

Open Enrollment for Easily Adding Devicesto The Network
Coordinator Redundancy to Prevent Single Point of Failure
Delayed Acknowledgement Improves Payload Efficiency and
Minimizes Overhead for Network Access

Easy Configuration and Set Up

1.4 Specification

Standard Wi-Fi (IEEE802.11b) and QoS

( |IEEE802.11e-class)

Sgnd Type DSSS (Direct Sequence Spread
Spectrum)

Modulation QPSK / BPSK / CCK

Port Two RJ 45/ One USB

Ethernet Interface IEEE802.3 10 BASET
Antenna Patch Antenna

Data Encryption 40 bit WEP encryption,
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128 bit KEY Length(ctiond)
Frequency 2.4GHz —2.4835GHz
Channel 11 ChanneS(US,Canada)

13 Channeg(Europe)

14 Channel(Japan)
Data Rate Up to 11Mbps(with automatic scale back)
Tranamit Power  Guaranteed 20 dBm , Typicdly 22 dBm
Receive Sengtively Guaranteed —83 dBm,

Typicdly -85 dBm
LED Indicators Power, Radio Activity, WiFi
compliant or Multimedia , R}5-1,
RM5-2
Power Input-AC 100-240V , 47-63Hz, 0.3A
Output-DC 5V/
2A

Temperature Operaing 0 to 40
Storage:-20 to 70

Humidity 95% Non-Condensing

Dimengons 163*89* 55mm
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Before you proceed with the installation, it is necessary that you
have enough information about the Wireless Access point

2.1 Installing the hardware

Perform the following steps to install the Wireless Multimedia
Access Point/Bridge.

» If gpplicable, insart the Ethernet cable into the RJ45
connector on the AP/Bridge to connect to a Hub

> Next, apply power to the AP/Bridge by plugging in the
power adapter supplied with the evauation kit.

»  Thiscompletes the hardware portion of the ingtdlation.
The next step isto enrall the AP/Bridge into the wirdless
network. Turn to Enrolling a Bridge Access Point into the
network on page 3-1 to continue the ingdlation by usng the
Network Management gpplication on awireless active PC
node to enroll the bridge into the network.

»  Alternatively read the below section on the ingdlation of
the Bridge manager to manudly configure the Access
Point/Bridge. Manud configuration is required to change
AP/Bridge settings including network names, SSID and WEP
SHtings.

2.2 Installing the Bridge manager
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The examples shown reflect a Windows 98 operating system.
The actual installation screens may be slightly different on
Windows 2000 or Millennium.Perform the following stepsto
install the wireless adapter. You may need your Windows CD
during the configuration.

The Access Point/Bridge can be manudly configured using the
“Bridge manager” . Follow the below indructions to ingd| this
software.

»  Connect one end of the supplied USB cable to the Access
Point/Bridge and the other end to a computer. The computer
must be Windows 98, 2000 or Millennium based but does not
have to be anode in the network (any network or

non-network PC can be used to run the Bridge Manager
software).

»  Thecomputer will detect the AP/Bridge and display the
below message.

Add Hew Hardware izard

Thiz wizard gearches for new divers for:

Sharevfave Wirelezss Netwark Adapter

A device diver i a software program that makes a
hardware dewvice wark.

Cancel
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> Insat theingdlation CD into your CDROM drive and

Add Mew Hardware Wizard

w'hat do you want Wwindows to do'?

" Display alist of all the divers in a epecific
location, so you Gan select the driver you want.

< Back I Memt > I Cancel

click “Next.”

»  Sdect “ Search for the best driver for your device,” and
click “Next.”
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Add New Hardware Wizard

Windows will search for new drvers in itz driver database
ot wour hard divve, and in any af the following selected
localions. Click Mestto start the search.

™ Floppy disk drives

™ COROM dive

I iMiciosoft windows Update

¥ Specify a Jocation:
ID:\InsIaII on Win 98 ;I

Erowze. ..
< Back I st » I Cancel |

»  Check only the box that says‘ Specify a location’ . Uncheck
the other boxes if any are selected. Use the* Browse'
option to find the “ I nstall on Win.”. directory located in
the“\BRIDGE" folder on the CD ROM inddlation disk
(e.g. D:\BRIDGE\I nstall on Win98 to inddl the Wirdess
Network Adapter on a Windows 98 OS where the CD
ROM driveis designated as the D: drive).Click * Next’ .

WINDOWS 2000 & MILLENNIUM NOTE: Be sureto browse
to the exact location of the Windows 2000 or MILLENNIUM
drivers. Do not use the automatic search option to locate the
drivers, asit will automatically default to the wrong Windows
driver which will cause installation to fail.
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Add Mew Hardware Wizard

Windows driver file search for the device:

Sharelfave Wwieless Nebuoi: USE adaptsr

Windows iz now ready to install the best driver for
device, Click Back to select a diffe rer\tdver orcl kNe:d

Location of driver:

EI N DA MET AT IS WA THPULINF

Carcel |

»  Windowswill find the“ Wireless Network USB Adapter”
Click “ Next.” Windows will find the drivers located on the
CD and begin to ingtdl them. Be patient, this can take up to
severa minutes.

» |If your systemis not associated to the Windows 98 CAB
files you will be asked for the Windows 98 CD.Remove the
Installation CD and insert the Windows CD into your CD
ROM drive and click * OK.’

> It may be necessary to enter the drive letter and path
pointing to the Win98 directory; for example “ D:\Win98 if
you areinstalling the card into a Windows 98 system with
the CD-ROM drive designated asthe D: drive.

Note: This process can take a few minutes.
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Add Hew Hamdware Wizard

FE?TF ShareWwave Wireless Melwork USE Adapier

windows bas linished inztaling the sofbware that pour new
hardaae device equire:.

»  When completed click * Finish’ . You will next be asked to
reboot the computer. Click * Yes' .

Note: If the system does not shut down (or restart) within 2
minutes manually power down the computer and
then power it back up again

This completes the hardware driver portion of the ingtalation.

2.3 Indicators

2.3.1 Front Panel
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(®. PW : Lights when Multimedia AP is activated

(b). Wireless 802.11b : Lights when AP is Receiving /Transmitting
data

(c). Wireless multimedia : Lights when AP is operating in WiF /
MultiMedia mode

(d). LAN1 : Lights when AP is connected to DCT-5000 and/or cable
Modem via Ethernet connection.

(e). LAN2 : Lights when AP is connected to any secondary

devices ( Router/Hub, Computer etc ) via Ethernet
connection.

2.3.2 Back Panel

(a). USB : USB Connector to host PC

(b). CM/DCT : RJ-45 Port connects to DCT-5000 and/or Cable
Modem

(c). PC/Hub : RJ-45 Port connects to external Ethernet devices

(d). PW : Power connection to power supply brick CM/DCT-
Ethernet connector port
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2.3.3 Button Panel

(a). Default Pushbutton : Device will reset all the current
configurations and back to factory default
setting.

(b). Reset Pushbutton : Device will perform system reboot.

(c). Push Switch indicates MultiMedia or WiFi compliant mode.
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This section coversthe ingdlation of the network management,
device management and Bridge Manager software. Do not

proceed with this section until you have ingtaled the gppropriate
hardware as described in the previous sections.

»  The Network Management Setup arts autometicaly when
the computer reboots. Click * Next’ to start the Network
Management Software ingtdlation

Rl ans Hebaval W smages o

£

B b ea | bR bl i nad By
i e Betreink b anbaomend ol s

7

e BNk winaro rel gl | 5 hoe o oo M v
b Apd 5 o KRR S i | TS e Tin rnse
ks et

L [ S
»  Thenext streenin thisingdlation (not shown) isa

placeholder for the licensing agreement. To continue click
“Yes’ to agreeto the license agreement.
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Gharsil nae Hehwork M enagement S nweann

Cuziomer bnfonmatisn
Fleane mrbe youn mimesson

Plesse anis | youl name: Hienames of Hhe aomparsforsam pou work snd e poduol
st rumhal

Ll Hame
Coreparys Mans:
|TI:I'= e
Qoo Mkt

[5rarcave

5 Back I Hed 3 I LCincal

> Intheregidration screen enter your Name, Company, and
‘ ShareWave asthe Serid number.Click * Next’ to
continue.

Gt e Hastuarmle b anesge nent S nibears
Chmass Dexinaiion Locaibon
ek ey pbwre Sekip ol Pl (ke

Boisp vl redodl & hao'd s Mo irmik Managononl Bofbvars 5 e follseang bolde
T el 18 e Podcer. lik Wlewt Toireidad i & difeien! ki, 2ok B g wect
b ke

Frse bres e Fokder
C“Frogrem F i’ Shese's) mvaWislacs S0 apar

» Hereyou are given the opportunity to select the Destination
of where you wish to indal the program files. It is
recommended that you keep the default path.Click * Next’
to continue.
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ShareWave Network M anagement Software
Netwoik Identification

Plezse enter & Metwoik 1D [ame] For the wirsle<s netwons secuity enrollment identiication
Thiz mame = used b gmnmbc o secieiby |0 for the local wircless nefwock. [Mote: all nades
ervclled into the wirelez: network must have the same Metwork 10]

Metwork D [ Meswork 10

| FretallEhield

< Back | Pent I Caneel

Enter aNetwork 1D (name) for the wireless network
security identification. This nameis used to gererate a
security 1D for enrollment into the local wireless network.

Note: all nodes enrolled into the wireless network must have the
same Network ID Click * Next’ to begin the process of ingtdling
the Network Management software.

>

The below message box will indicate thet the system
configuration parameters entered during the ingalation
have been successfully uploaded to the flash memory. Click
“OK’.

Theingtallation is now complete.
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4.1 Device Management

B (E] 1208rM
“

If the icon does not gppear in the system tray, double-click the
icon on the desktop.

Theicon in the system tray offers additiona information by a
right click option * Open Device management Dialog’ .

Open Metwork. management Faos
Open Devios management Dialog

v Show Channel Hop mezzage

LCloze MNefwork, W anager

Arlup PRfila Homa Coarentinn
Chaninelinlls= Aue
halass BacLrmy Hara

Clrieil Dal Hale H&

réS sl dress Heh
ode Nulirmaodia
etk Hsrg Torihe

Figure 1 Device Management Application
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The Bodega Device Manager introduces the “ Profiles’ concept.
Profiles dlow auser to store specific settings for aparticular
dtuation or environment. A user may have an “ Officg’ profilein
which the node

operatesin Wi-F mode and a“Home’ profile for Multimedia
mode, for ingtance. Profiles will help the user manage the
gopropriate settings including network IDs, WEP, and operating
mode.

Profiles can be created, managed (for editing) and activated
from the Device Manager application by sdlecting the Profiles
menu.

When cregting anew profile from this menu, the software will
ask the user to sdlect ether a Wi-Fibased or a Multimedia-based

Huitimass Prafds

EIoals Nsme I ™ Gl aE SEOWR PO
Rt i MiEm e (RS fcu]_:m?

Fix a5 Masier

Wiinle s5 Encryption frone -

Hend -
ar2 e
Wep3 e
e e
Cnannet = -
Channal Agility Sansilieiy |0 ’.II“ s td (EELEEERhT’
n a0 &0 [ 1] L] 100

o | Logs Detuns: | Cameal

profile.
' Figure 2 Creating a Multimedia Profile

Figure 2 shows the screen to create a new Multimedia profile.
Both settings that are common between Wi-F and Multimedia
mode (such as Profile Name and encryption setting) and any
Settings unique to
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Multimedia mode can be set here. Unique settingsinclude the
“Auto” setting for the channd selection and the Channel Agility
sengtivity setting (both unique to the Channel Agility fegture).
Another Multimedia-only setting isthe “ Fix as Magter” option,
which forces a particular node to be the network coordinator.

Emiin MHama I Belas acive profila
Hetwork Mame (23100 F—'J!ll.[l_‘

et Typs HNade Type
| = Adhoc = Esatan

= Innesiustue [

wiraluss Enerption [Hine =]
B imee BTy Mo l i -‘I
kel F:r—.
K2 'l-J 5
v 3 F“:,:,_
ey d Iun:
Chan ne| ll - Deata Fafe 1 -i

Pareresr Msnsgemert On [

ok | esmosmaes | cancal |

' Figure 3 Creating a WiFi Profile

Figure 3 shows the WiFi profile “ create’ screen. The
WiFunigue options that can be set on this screen are the
Network and Node type settings in addition to Data Rate and
Power Management settings.

Once two or more profiles are created, the user can switch
between these profiles using the Pr ofiles menu in the main
device manager screen.

Close
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" Figure 4 Managing Profiles

Figure 4 displays the M anage Pr ofiles screen inwhich
previoudy created profiles can be edited, deleted,renamed and
copied. The Copy commeand is ussful in cresting multiple
profilesthat are smilar without having to reset dl options
manudly.

4.2 Bridge Access Point

As described in the previous paragraph, nodes can be switched
from Wi-H to multimedia mode (and vice versa) using the
device manager software. As the Bridge Access Point (BAP)
does not have a user interface that can be used to switch
between multimedia and Wi-Hi, it employs a manuad mode

Wi-Fi in

- Factory
Multimedia

¢ Default
! Reset

USB Port Ethernet
ifor Port
Config) (to Huh)

Controller
Resat
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switch. This switch can be found on the BAP and islabeed
accordingly.

Mode Switch — Used to switch between Multimedia
(WhiteCap) and Wi-F mode (Wi-Fi = In; Multimedia= Out)
Factory Default Reset — Used to reset dll parameters (i.e.
SSID, WEP etc) to the factory default

Controller Reset — Used to reset the BAP (Smilar to power
cyding)

Power — Connects to (included) power adapter

Ethernet Port — Connectsto HUB for LAN / Internet
connectivity

USB Port — Connectsto connector, use for configuration only
(Bridge Manager software required)

4.3 Network Management

The Network Manager will start automatically once you logon
to Windows. The icon in the Windows Tray will appear when
the Network Management software is running. From this lcon
the earlier described Device Management and network
management gpplication can be sarted (right-click on theicon).

Notethat the Network Management Application iSONLY
available when the Network isin Multimedia mode.

Double dicking on theicon in the system tray brings up the
network management utility in your browser.

Note: This utility requires Microsoft’ sInternet Explorer with
Java™echnology enabled. If TCP/IP isnot installed, you will
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not be able to use network management utilities.

Ao e LR

The‘ Node Information’ pagein network management utility
digplays adiagram of the active Multimedia network. Additiond
information is aso avallable by clicking on buttons to the left
sde of the page. The Color

legend on the lower |eft desgnates the qudity of the connection
and isindicated by the color of the lines between any two nodes.
The information on this page is obtained from the Magter node
for dl nodes on the network. If the Master nodeisa
non+-functiona node thisHTML page will not be available on
the client nodes and a* troubleshooting page” will be displayed
instead.

4.4 Enrolling a Bridge Access Point into
the network

To add a Bridge node to the network the designated Master node
must dlow the Bridge to be “enrolled” into its secured network
group. This*group” is based on the network identification (or



Wireless Access Point

‘ Network ID’ ) entered during ingtdlation. If the Network ID of a
node matches the master’ s Network 1D, the node will be
automaticaly enrolled into the group.

To add aWireless Bridge to the network or add a new node
which is configured to be in an open enroliment mode, click on

the* Add A New Node' button in the Network Management page
from any node in the system.

RN etwark Managemeet - Add A Mew Node - Miciasoft intesed Explaren =0l =]
T Erigew ) n o EER [ == |
& . = _ @ @ & &@éa s @ | H 4
Bad F S8 Refesh  bome | Sewch Favostes  Histup  Channel  Fullscsan P
Addeez [ €] Him #7132 76 1.5 8018 deblode bim || Links
= atwort Management =l
i(_. Add A Nov Node
Hisl has detected a device with |0 00-cl0-Ge-00-01-29.
F thee matchoswits the ID on the kabal of the dovico,
pleass chid<the "Add buton. Othemase, cickthe 'Da
not add’ buiton
Add Do nat add
o i =
41 ]
& ] Aol statec |1 | inkemet re =

The Master node will search for node who have not been added
to the group (those which are determined to be in open
enrollment).

In the example above the Master node has detected a bridge
device with the MAC address of 00-D0-6C-00-01-29.

To add (or enrall) this Bridge into the network click on the
“Add’ button. The Master node will forward its Network ID to
the Bridge node which as been detected to be in open enrollment

SR Network Management - Add A Mew Mods: - Micta:oft Intemnet Explaner
Cie Edt Msw o Fevodes  Heb m

Si. o= & (2 & | @E s @ 85
Ba, B nts Sa09 Rebaity  Home Semch  Frvoilaz  Histy  Chanoes Fulioean  Pii
sz [8] him /7132 15915 8014 diNode.bin | || Lirks

ant e

i(,/' Add A Ne

Tha device witr 000 a0 Be 00 D1 3
sLezesstu b adzed tothe netviork. Click the Add mars
nochas! tto o @ d anofher deices o the rebwork:

Jghasbesn |

| Bl e il

Copryrighd @ M1 Sho o, o Al gy el T
I ;l_l

1 Anciet strted [ [T @ intenet one o
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mode.

Refer to paragraph 7.6 for indtructions on how to manualy
configure the Bridge Access Point. Manud configuration will
give you more control over the BAP settings including network
names, SSID and WEP settings.

4.5 Adding additional nodes

To add anode to the network the designated Master node
(typicdly the first node inddled) mugt firgt dlow the dient to

be enrolled into its secured network group. This group is based
on the wirdess network identification (* Network 1D’ ) entered
during ingdlation. If the Network ID of the client matches the
magter’ s (typicaly first node ingalled) Network 1D (name), the
client will autometicaly be enrdlled into the group.

If the dients Network 1D does not match the subnet group’ s
dentification (i.e. the Network ID assigned to the Master) the
client will not be alowed to enrall into the group. The client’ s
network identification (Network 1D)

can be changed using the Device Management application.

To reset the Bridge Network ID and place the bridge back into
an ‘ open enrollment’ mode press on the * Network 1D reset’
button on the bridge (see page 11 for button location)

4.6 Bridge Manager

Refer to section for Bridge Manager ingdlation ingtructions.
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Be sureto (re) connect the USB cable. The bridge will now
enter configuration mode. The Bridge manager can be Sarted by
double-clicking the icon on the desktop (use the * Bridge Device
Manager” icon).

Note: Whilethe bridgeisin “configuration mode’ (when the
USB cableisinserted), the bridge will not function in the
networ k. Upon removal of the USB cable the Bridge will
assumeitsnormal operation.

After the gpplication arts, it will display agenerd information
screen which provides information for the current Multimedia

and Wi-FH sttings.
(551 i Mo N il
Eralias  Help
busttimadia WFi
Channel in Ues Byt 11
WirE s s Beciiing [T Mame
Current Dats Fale LI 11
BAAC Addrmss 00 -l -6 - D00 D0 -2
PEBw b N e 161G 15T 1S
_—
G

To edit these sttings, sdlect ether the “ Multimedia profile” or
the “Wi-Fi profile. As shown below, dl relevant settings for
both Wi-Fi and Multimedia mode can be set or modified. Note
that the separate profiles dlow for unique settings (i.e. different
SSID or network names) in each mode.
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ek Nare (531D Koy l—
Chiarirel lm Kep2 IW
Wiless Encyption lm Kyl IW
Actve ey Ho, lm Fepd IF
Wi-Fi Seltings mr

wielessEroyplion  [Nore 7

FowelManzgenert [ Active Key No. N

Dl rate il v Kepl

Nelwotk Nane (5510)  [IEIEIEE

Chanre| il & Ky 2
Nelwtk Type Inifagliuciue ka2
Mode Type e Eanl e EEEEE

4.6 Using WEP

WEP (Wired Equivdent Privacy) isaindustry standard

agorithm for encryption of wireless data streams. WEP was
designed to prevent “ eavesdropping” and is often used when the
transmitted datais of a sendgtive nature. Note that when WEP is
enabled, you may notice decreased throughput. This can be
contributed to the WEP overhead on the network and is common
to dl WEP implementations.

The Bodega platform supports 40-bit WEP in both Multimedia
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and Wi-Fi modes. WEP is disabled by default and must be
manualy enabled for each node.

For Windows based nodes (i.e. PCI, PCMCIA or USB based
nodes), WEP can be enabled and configured through the Device
Management application. WEP settings are part of the properties
of a“ Profile’ and can be different for each profile. For example:
the “ Office” profile may include WEP settings that match those
of your office environment and the “Home’ profile may have
WEP turned off.

NOTE: All nodes in a single network MUST have the same WEP
settings to communicate.

To configure the Bridge Access Point for WEP, the Bridge
Manager utility must be used (refer to ingtallation and operation
ingructions).

In both Device Management (for the nodes) and Bridge

Manager (for the BAP) four WEP keys can be entered.(using up
to 10 characters) The WEP keys are used to encrypt data prior to
transmission. Provided the othernodesin the network use the
same WEP key, they will be able to decrypt the data.

NOTE: Do not use the “ Automatic” WEP key feature. Instead
pick an individua WEP key in the drop-down menu to be used.

4.8 Tips on using the Network

If you are having trouble getting a connection between nodes
and have dready checked your network setup,then try moving
one or both of the antennas severa inchesin any direction.
Check the Radio Link Qudity
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LED to make sure it remains fully on (i.e. very little flashing).
With any high frequency radio device, you may need to move

the antenna slightly to avoid multi-path signals in order to
achieve best reception /transmission.

Assign (or specify) an IP address for each computer in the
wireless network group. |P addresses are assigned within the
Network properties Configuration tab

— TCP/IP Properties— IP Address sttings (i.e. © Specify an
IP address' should be selected).

[TEPAP Properies |
Bindings | Advanced | HetBI0S |

DMS Configuration I 5 ateway I WING Configuiation [P Address

An P addiszs can be automaticaly assigned ta this computer.
IF wour nebwork does nok automatically azzion IP addresses. ask
youn network. adminiztracorn for an address, and then type it in
the space belw.

" Obtain an [P address automatically

IPAddess  [132.168. 1 . 95 |

Submethdssh: [256.266.35E. 0 |

[ ok ] canee |

For example, use arange between 192.168.1.001 to
192.168.1.200 with a subnet mask of 255.255.255.0.

Note: If you are using a DHCP service with a Wireless Bridge
you should not use assigned | P’ s.
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" Next, to assure that the* fast read’ featureisautomaticaly
used when using TCP/IP protocols verify that the only
protocols selected for the network adapter are TCP/IP and
WhiteCap protocols. To verify which
protocols are sdected confirm which check-boxes are selected
within the “Bindings’ tab located in the Network adapter
properties (Located in the Network Configuration properties)

ShareWawe Wirslezs Netwaork Adapter Properties 2|

Driver Type  Bindirgs I Al:lvencedl

Click: the protocoks that this adapter will use. ¥our computer
muzt uze the same protocol: a: other nebaoilk computers pou
want o corrunicate wih.

[ ] HetBEUI -» Shae's ave Wirslkess Metwark Adepter

[+ Sharcwave WhiteCap Protocol -r Share™w ave wirsless -
W] TCP/AIP -2 Share'w ave wisless Network Sdapter

0K I Cancel I

* For example, if NetBEUI is sdected un-check the box
and click OK

' Re-dtart the system to activate the current changes.

Note: If the system does not shut down (or restart) within 2
minutes manually power down the computer and then power
it back up again.

Trouble playing MPEG streams...
If you encounter problems playing MPEGs from one node to
another, remember the stream or file may be too largeffast for
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your CPU to use a software-decode player utility. Try using
hardware MPEG decoder,
often called aDVD decoder card.

Another tip, if your decoder software is hanging or locking up

the system, try different decoding software or switchto a
hardware-based decoding card. Since this product is on the
leading edge of technology, most

software MPEG decoders are not “ network aware” . If the stream
isinterrupted, even for amoment, the utility may become

unstable or can go into an unrecoverable state.
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5.1 Windows 98 , Me, and Windows 2000

" To completdy Un-ingtal the Wireless Network adapter from
your Windows operating system use the Windows
Add/Remove Programs Propertiesfeature located in the
Start /SettingsControl Panel menu.

' Select the Wireless Network Adapter and click on the
* Add/Remove... button.
[Ada/iemove Programs Froperties K|

IratabUninssal | irdaws Seiup | Startup Didk |

g' Toinstall a new proorem from a floppp dizk or SO -AOM
=

drive. clck [nstall

“indoss. Torennode a program of bo modify its nstalled
ecormporent:, selact  kom the lict and click

@ The fallowing =oftare can be aurormaticaly rermoved by

add/F emove.
-
Tuweak LI
LltiaEdit-22 Urnirvztall
“ebGain WisualCale Standard Edition 4.1 -l
infice Archkear
indos 38 5 ervice Pack 1 |
Add/Bemave... I —

NOTE: The uninstall program Unl nstall.exe can also be
invoked by using the Windows Start/Run option and then using
the Browse feature to point to the utility on CD ROM.

" Next click the* Unlngtall’ button.

= Liniv¥ Uninstaller = =l

Linlnstal for Sharedwave's
wireless Adapter

Unlrnstall Scatus
Terminated Processes [ ]
Fiermowved Redstr Keuiz) [
Removed Regizin Yalus(z] []
Femoved D evice Driver(s] [ ]
Fiemowved Installed Filelsl []
Femoved Other Filel(z] [
Remowved Installed Falder(s] []

|
I Lnlnztall E |

| abot || Exit |
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Click * Exit’

Now use the Windows Device M anager to uningal the
wireless adapter asillustrated below.

1= i 5|

acton  Wew (| = = @ M| B oCP Protes | Achesresd |
-
<1 B CramLaray = =
Rp T - it Al apai
o oy i
P Dk
- % [4splary acdmpbes H s wianid
o8 T PO s e I
2 b Floprr, chob, conk robers
1 Ploprry ool dries
hese o nataled
i (D ATEGUTAR] corninbe
i e R susg er ko chancethe
g Reshasrds
1Tty Mice Snl oot Dok ined dhedes Db bmiages
£1 0 Wodene
= Wi
T E'ﬂ'" LE: btk Ste
Cmabhe

i FOPCIA sclander s
F Poata{Coee PT)

+J- Soand, “Aden snd gawe oo | Soan or hardwira chengas [T ETofe..
B Universal Sedial Bus controber | FTOBENRIGS

I T Canod I

Ll s

i)

This completes the remova of the adapter. If you wish to
re-ingtd|l the card reboot your system. If you wish to completely
remove the adapter shut down your computer and remove the
hardware.



