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Overview

The Router R1000 is a wireless device that delivers Internet services. You can connect up to
124 devices via Wi-Fi and up to 3 devices via Ethernet. Connect laptops, tablets, e-readers, gaming
consoles and more.

System Requirements

- Compatible with all major operating systems.

= Works with the latest versions of browsers, including Android™, Google Chrome®, Firefox®,
Internet Explorer®, Safari® and Mobile Safari™.

To use Wi-Fi mode, your computer needs Wi-Fi capability. If your computer does not have Wi-Fi
capability you can use Ethernet.

Your Router R1000 must have a data plan to function properly.



Components and Indicators
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Phoneports 1&2(RJ11)* —phoneconnector port

Home Security port (RJ31)* — Home Security connector port for alarm panels
Ethernet ports 1-3 — Local Area Network (LAN) connector port

Modem port — connects to 5G modem

WPS button — allows devices to connect to the router using WPS

USB port—refer to File Sharing section for additional information

Power on/off button — powers the router on and off

Power port — AC power connector port

(o colN oM TR RN NN

Status indicator — LED device status. Refer to Indicator States table for more information

WARNING! Do notconnect phone, fax or any other devices to the yellow port labeled ALARM. Doing
so may cause the phone to stop working.

* Futureoption



Indicator States

INDICATOR

All

Power button

4G

Wi-Fi indicator

LAN indicator

WPS button

LED

Unlit

DESCRIPTION

The LTE Internet and Home Phone is powered
off or not receiving power, or the screen is in
power-saving mode

Normal ojperation

Battery i in Low Power Mode (LPM)

l ' rd a t e:m AC power. Router operating on battery - only
oice service isavailable

Normal dperation. Indicates Internet

Il B 1 B = [ = = = =[]

1

Red solid

Unlit

Blue solid

Blue blinking

Unlit

Blue solid

Blue blinking

Unlit

Amber blinking

Green solid

Red blinking

connectivity

No connection (no data call). Indicates no
Internet connectivity

Wi-Fi yserés) connected but not sending or
receiving data

Wi-Fiuser(s) connected and sending or
receiving data

No user(s) connected via Wi-Fi

User(s) connected via Ethernet but not sending
or receiving data

User(s) connected via Ethernet and sending or
receiving data

No user(s) connected via Ethernet
Searching for wireless devices to connect via
WPS. You have two minutes to start WPS on

the wireless device you want to connect to the
router

WPS connection successful

Router could not find a wireless device. Try
again to establish a WPS connection



Power Management

Your Router R1000 will provide both voice* and data service when the backup batteries are
installed, and the device is plugged into an AC power source.

- Backup Batteries — Your Router R1000 ships with three AA batteries. If only battery
power is being used, data service is not available.

- AC Wall Charger — You can use the router when the batteries are installed, and the
charger is plugged into a wall outlet. Please ensure the wall outlet is located near the router
and is easily accessible.

Factory Operation
When disconnected from ACpower and operating on backup battery power,only voice service will

be available.*

Before using the Router R1000, read the battery safety information in the "Safety Hazards" section
of this guide. (See Proper Battery Use and Disposal on page ???.)

* Future feature. Aphonethatdoes notrequire separate electric power to operate is required to place or receive calls
(including 911) during a power outage.



Caring for Your Router

Like any electronic product, the Router R1000 must be handled with care to ensure reliable operation.
The following guidelines are recommended:

- Protect the router from liquids, dust, and excessive temperatures.

- Do not apply adhesive labels to the router as they may cause the router to potentially
overheat or alter the performance of the antenna.

- Store the routerin dry and secure location when not in use.
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Accessing the Network

4G LTE

With 4G LTE bandwidth you can get the broadband speed you require for Internet connectivity for
your home, small office or even a vacation destination. You can connect to the Internet, access your
corporate intranet, check your email and download attachments.

4G Mobile Broadband with LTE*

Download: typical download speeds between 5-12 Mbps with maximum download speed of 150
Mbps.

Upload: typical download speeds between 2-5 Mbps with maximum upload speed 50 Mbps.

Wi-Fi 802.11a/b/a/n

802.11a uses the 5.0 GHz peak data rate with a bandwidth of 54 Mbps.
802.11b uses the 2.4 GHz peak data rate with a bandwidth of 11 Mbps.
802.11g uses the 2.4 GHz peak data rate with a bandwidth of 54 Mbps.
802.11n uses the 2.4 GHz or 5.0 GHz peak data rate with a bandwidth of 150 Mbps.

802.11ac uses the 5.0 GHz peak data rate with a bandwidth of 1733 Mbps.

*  Speeds shown are those published by Verizon Wireless, Inc. Actual throughput speed and coverage may vary.
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Getting Started

To set up and use your LTE Internet and Home Phone for the first time:

1

(2
©
4
(5

Confirm your computer meets the minimum system requirements. (See System
Requirements on page ??.)

Insert and charge the batteries. (See Inserting and Charging the Battery on page ?7?.)

Pluginthe power adapter. (See Powering On and Off on page ??.)

Connect your computer or other Wi-Fi enabled devices to the router using Wi-Fi. (See
Connecting to Your Router on page ??.)

Connect up to three devices via Ethernet. (See Connecting Wired/Ethernet Devices on
page ??.)

13



Inserting the Batteries

o Press yourfinger against the battery cover removal tab on the underside of the router, then
lift and open the cover.

9 Insert the three AAbatteries as shown below.

Insert
Photos

9 Close the battery cover making sure it snaps shut.

@ Make sure to change the batteries after a power outage or twice a year, whichever occurs first.

Removing the Batteries

o Power off and unplug the router if applicable.

9 Press yourfinger against the battery cover removal tab on the underside of the router, then
lift and open the cover.

9 Remove the batteries from the battery compartment.

IMPORTANT Whenever you remove or insert batteries, ensure your Router R1000 is not
connected to any device or power source. Never use tools, knives, keys, pens or any type of
object to force the battery cover open or to remove the battery. Using any of these types of
objects could result in puncturing the battery.

14



Battery Tips

IMPORTANT Always use high-quality AA batteries with your Router R1000.

Do not use sharp objects or excessive force or remove the battery, as this may damage the
router and the batteries.

Battery life depends on the network, signal strength, temperature, features, and accessories
you use.

When storing your batteries, keep them in a cool, dark, dry place, 5°C (41°F) to 30°C(86°F).
Never expose batteries to temperatures below -20°C (4°F) or above 54°C(130°F).

It is normal for batteries to gradually wear down over time. Replace your batteries if you
experience a power outage or twice a year, whichever occurs first.

15



Powering On and Off

Powering On

o Connect the power cord to the charger. Plug the AC power cord into the router power port on
the back of the router.

@ Plug the power adapter into an AC wall outlet.

9 Press the ON/OFF button on the back of the device to turn the device on.

CAUTION! Useonly a chargerwithyour Router R1000thathas been approved by Verizon
Wireless. Failure to use anapproved charger may increase the risk that your router will overheat,
catchfire, resulting in serious bodily injury, death, or propertydamage.

OJI3  Iftherouterisdisconnectedfrom ACpowerandrunningonthe batteryalone, onlyvoicecallsare
supported. A phone that does not require separate electric power to operate is required to place or
receive calls (including 911) during a power outage.

Powering Off

o Press the ON/OFF button on the back of the device to turn the device off.

16



Connecting to YourRouter

Connecting Wi-Fi Devices

You can connect to your Router R1000 with your computer, tablet or other wireless devices that
have Wi-Fiand Internet browser software. Your Router R1000 is compatible with all major
operating systems, and works with the latest version of browsers, including Android, Google,
Chrome, Firefox, Internet Explorer, Safariand Mobile Safari. Your default Wi-Fi Name (SSID) and
Password can be found on the router label on the bottom of the device.

Insert label
Photo

To connect to your router:

o Turn on your Wi-Fi capable device and make sure your Router R1000 is connected to AC
power. The router broadcast its own wireless network and name.

@ Open the Wi-Fiapplication or controls on the computer or Wi-Fi capable device that you
want to connect to your router and find the Wi-Fi name (SSID).

ﬂ The stepsto connecttoaWi-Finetwork vary depending onyour operating system and whether
youusethe native application orthird-party software. Generally, withaPCyouclickon the Wi-Fi
iconinthe task bar where you can select available networks or click the Wi-Fi icon in the menu bar
on a Mac® computer. If you are unfamiliar with wireless networking on your computer, consult the
computer’s help system.

9 When prompted, enter your Password, which can be found on the label on the bottom of the
router. Your Wi-Fi capable device should now be connected to the Internet.

17



You can view or change Router R1000 settings by connecting to the router’s web user interface at
http://my.router or http://192.168.1.1 Make sure that your computer or Wi-Fi capable device is
connected to the Router R1000 and enter the URL listed above into your search bar.

Tofind the Web User Interface Admin Password on the Router R1000, use the Wireless Password
located on the bottom of the device.

18
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Connecting Wired/Ethernet Devices

You can connect up to three wired devices such as laptops, printers, and gaming consoles via
Ethernet.

o Plug the end of an Ethernet cable into one of the three Ethernet ports.

@ The other end of the cable must remain plugged into the Ethernet port of the device you
wish to connect.

(@ﬂimm (il

AAAN
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Using Your Router AfterSetup

You can use the Router R1000 to connect up to a total of 124 Wi-Fi capable devices and three
devices connected via Ethernet simultaneously to the mobile broadband network.

The Router R1000 comes from the factory with security settings turned on. You can change the security
settings using the Web User Interface.
To change your security settings:

o Open the web browser of a device connected to the Router R1000 and enter
http://my.router or http://192.168.1.1

""]SEEQO Sign In %
Router B1O00
Wi-Fi Settings Connected Devices
Primary Network [(OM) Sarvice Fitering (OM) Device MetWork
Metwork Name [SZID): Verizen-R1000-0000 Zarvics filtaring EIGWEYWBT selact which
‘SENVIOES Can antess . ]

(R — @ inter Nty Samesung Tablat Primary

Lucy's Mac
Guest Natwork (OFF) Last system updsts 11/17/2017 at 11:18 AM HEyE Gusst
Metwork Name [S3ID): Verizon-R1000-0000-guest
LT Py Gary's iPad Guest

Tim's iPhone Guest
About Help
Intermet States: Connectad Orhariaw
Watwork Name: Verlzon Wirsless Setup
Technology: 4G LTE Tis
Time Connectsd: 01:18:25:45 {dd-hfomm:ss) = H

| L . " | -5
S —
Coverage Map [5
2 2018 all rights reseved. WwWwW.inseego.com

@ Sign In with the Admin Password which can be found on the bottom of the router.

e To change your Wi-Fi Name/Password, from the Web Interface home page, select Wi-Fi>
Primary Network. By default,your Wi-Fiand Admin Passwords are the same.

20


http://192.168.1.1/

e Enter the new Wi-Fi Name in the Wi-Fi Name (SSID) field and the new Wi-Fi Password in
the Password field.

@ Click Save Changes.
inseego Sign Out v/

Eouter B1000
wame Wi-Fi )
I Wi-Fi Sattings Primary Motwork Gueat Metaork

Connected Devices HOTE: For added sacurity, share your guest nebwork Instead of your primany nabwork.

USE File Share Sattings
Parental Contrals Wi-Fi Mama (551D} EEEERR LR
Seltings Sacurty: Mona -
WRAZ Pomonal PSK (AES)
About
WPASNFAS Moed Mode
Help
Pasaword: SeoratCodel23 @
WOTE: Your password must be B-3 chamctens. For groater security, use o mioture of
digits, upper casa, lower cose and other symbols.
‘¥ou can create o rew passeced by entering i, or dick to genarote @ new one.
Generate new password
Options
Broadoast Network Home (8810 [
WP O
'Wi-Fi Privaoy Ssparotion: D ﬂ
2018 all right= reseved AW, iNEEeg0.cOm

@ To change your Admin Password from the Web User Interface Home page, select Sign Out.
iﬂseego Sign Out W

Router R1000

Wi-Fi Settings Connected Devices
Primary Metwork (OH) Sarvice Fitering (ON) Device NehWOTrk
Metwork Mams (SZID): Verizon-K1000-0000 Zanvics filtaring &IGWE&E&D SalBCt Which
SEIVICSES Can access . o -
BATTWOr: = @ My Samsung Tabist Primary
Lucy's M
Gusst Nstwork [OFF) Last system update 11/17/2047 at 11-18 AM Heys Mae Guest
Metwork Nams (SSI0) Verizon-R1000-0000-guest
Pazsword: s Y Gary's iPad Guest
Tim's iPhans Cusst
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0 Enter your current admin password in the Current Password Field.

8 Enter your new admin password in the New Admin Password field, and re-enter to confirm
in the Confirm New Admin Password field.

@ Select a Security Question and supply an Answer that you will be able to remember.

@ Click Save Changes.

Change Admin Password X
Current Admin Pazaword: IS RTERRTNRR NN ]
Mew Admin Paszword: fsscsssssssanesRs

Maota: Pazaword must be at least 8 charactars

Confirm New Admin Password: TR TR R RN RN Y]
Select a Sacurity Question: What iz your date of birth? w
Anzwer:

Mote: Anzwers are case sensitive.

Save changes

22
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Settings

Managing Your Router
Home

Data Usage

Wi-Fi Name/Password
Connected Devices
Voice Signal

Data Signal

Battery

Software Update
Messages

About



Managing Your Router

Manage, monitor, and customize your Router R1000 settings by using the Web User Interface.

The Router R1000 Web User Interface

To connect to the Router R1000 web interface and customize your router settings:

o Connect your computer or Wi-Fi capable device to your Router R1000 to access the
Internet.(See Connecting to Your Router on page ??.)

IMPORTANT Youcanonlyaccessthe Router RL000Web User Interfacewhen you are
connected to the router.

@ Open your connected device’s web browser and type http://my.router/ or http://192.168.1.1
into the address bar. Press Enter. The Router R1000 Home page opens. (See Sign In on page

??.)
inseego SignIn \/
Router R1000
Wi-Fi Settings Connected Devices
Primary Natwork [OM) Sarvica Fitering (ON) Device Netwaork
Metwork Name (SSI0) Verizon-R1000-0000 Service filtering alows ‘J'W:tﬂ sslact which
SEMVICES Can access intar . 0
[ — @ ! My Samsung Tabist Brimary
Lucy's M

Guest Natwork (OFF) Last system updats 11/17/2047 at 11:18 AM HeysMac Guest
Metwork Mame (S0} Verizen-R1000-0000-gaest

DasEwn: seee——— Py Gary's iPad Guest

Tim's iPhone Guest

About Help

Internet Status: Connectsd Overvigw

Matwork Name: Verizon Wirsless Sstup

Technology: 4G LTE Tes

Time Connectsd: 01:16:25:45 {dechhommzss) |

il o C wyly =
sar Cuids
Coverage Map [5]
D 2018 all rights resoved. WWW.iNnsesego.com



http://my.router/
http://192.168.1.1/
http://192.168.1.1/

9 Click Sign In in the upper right corner of the window and type your Admin Password inthe
Admin Password field and click Sign In to display the Home page. (See Sign In on page ??.)

You are now able to customize your router settings configuration.
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Sign In

The Sign In page is the first page you see after connecting and prior to signing in. You can access
more information after you Signin.

Sign In X

Enter your admin pasawond.
The admin website will be locked out after 5 failed attemptz.

Admin Pasaword: I Z RS RET NN R N m

forgot the Admin Password

Sign In

Type the Admin Password (found on the label on the bottom of the device) in the Sign In field at
the top right corner of the window. Click Sign|n.

If you forget your Admin Password, click [ forgot the Admin Password and a reminder will appear
with a Security Question challenge. Answer the question and ClickEnter.

Forgot Password X

To sae your admin password, answer thiz securty question.

Question: What iz your date of birth? (mm/ddAnnry)

Answer: m

MNote: You will ba locked cut after 5 failed attempte at answering the =acurity question.
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Home Menu

The Home Menuis the primary navigation for the Router R1000 Settings. You can access each feature
under the appropriate menu.

|ﬂseego Sign Out %
Router B1000
Wi-Fi Settings Connected Devices
Primary Metwork (O] Sarvice Fitering [OM) Dhavice Metwork
Metwork Mams (S510) Verizon-R1000-0000 Sarvis filtsring alows Yw:tc- salact which
SEIVICES Can 3boess . 0
U ——— @ intarT My Samsung Tablst Erimary
Lucy's Mac
Guest Natwork (OFF) Last sysiem updets 11/17/2017 at 1118 AM mch Guest
Metwork Nams (S510) Verizon-f1 000-0000-guest
Passwo: T @ Gary’s iPad Guest
Tim's iPhone (Guest
About Help
Intermet Status: Connected Onvanviegw
Metwonk Mame: Verzon Wirsless Setup
Technology: 4G LTE Tps
Time Connectsd: 01:168:25:45 (d:hi:mm:ss) el
1 L . J 1 5
wser Guice [&
Coverage Map 5]
o 2018 all rights raseved. WWW.insesgo.com
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Home

The Router R1000 Home page is your gateway to configuring and managing your router and
allows you to quickly access commonly used links and all available menu options for your router.
The Home page contains the following quick link tile:

- Wi-Fi(See Wi-Fion page ??.)

Settings (See Settings on page ??.)

- Connected Devices (See Connected Devices on page ??.)

About (See About on page ??.)

- Help (See Help on page ??.)

IﬂSEE‘gO Sign Out
Router R1000
Wi-Fi Settings Connected Devices
Primary Matwork (OH) Sarvice Fiftering (O] Device Network
Metwork Mams [S3I0Y: Verizon-R1000.0000 Sarvice filtering allows ‘met::' sslect which
SEIVICES Can access inter .

Daswiog: e D Ny Samsung Tabisat Primary

Lucy's M
Guast Natwork (OFF) Last system update 11/17/2017 at 11:18 AM Heys Mac Guest
Metwork Mams (5310} Verizen-R1000-0000-gaest
Dassyiga: seeeseseenes Py Gary's iPad Guest

Tim's iPhons Cuast
About Help
Intermet Statws: Connectad Onarviaw
Matwork Mama: Verizon Wirsless Setup
Technology: 4G LTE Ths
Time Connected: 01:18:25:46 {da-hhcmm:s 8

i ot: {@enrmm:ss) _
Coverage Map 5]
2 2018 all rights reseved. WWW.INSeago.com




Wi-Fi

To manage Wi-Fi settings on the Router R1000 click on the Wi-Fi tile:

INseego

louter R1000

Sign Out

Wi-Fi

Primary Network (O]
Metwork Name (3310} Verizon-R1000-0000

Guast Matwork [OFF)

Settings

Sarvice Filtering [ON)
Sarvice filtering alows you to sslact which
SEMViDeSs CAn AcCess intemet.

Systemn Update
Last system update 11172017 at 11218 AM

About

Intermet Status: Connected
Matwork Nama: Visrdzon Wiraless
Technology: 4G LTE

Tima Connected: 01:18225:45 {dd:hicmmoss)

Connected Devices

Deavica

My Samsung Tablet

Lucy's Mac

Gary's iPad

Tim's iPhone

Hahaork

Primary

(Guest

Guest

(Guest

>

o 2018 all rights resaved.

WWW.INseego.com
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Customize my Wi-Fi Settings
Clicking on Wi-Fi tile will take you to the Settings page on the Wi-Fi menu, where you can customize
Wi-Fi profiles on your Router R1000.

inseego Sign Out v/

Router R1000
Home Wi-Fi B
I Wi-Fi Settinga Brimary Network Guest Hetwark

Connected Devices Thosa sottings apply rmgandiess of which network (Primary, Guest, or both) is inuse. Changes made bo those

Wi-Fi sottings may prevent some Wi-Fil dovices from connecting fo this router.

USE File Share
Wi-Fl
Parertal Controts
Allow 'Wi-Fi devioss to connect o this <modets: OFF ON
Settings Band Selection
Q) 2.4 GHz Band ) & GHz Band
About Primary notwork:
Help Guost natwori: O
2.4 GMz Band Settings
BO2.11 meodha: BO2. 1bgn
Channet: Automatic -
B GHz Band Sotbngs
BO2.11 meodha: B2 1Tacn w
BI2.1ac
Bandwidth: Bl MHz -
Channok Automatic -
Save changes
© 2018 all rightz reseved. WAL IN S8 E0. COIM
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Change my Wi-Fi Primary Network
Clicking on Wi-Fi tile will take you to the Settings page on the Wi-Fi menu. Click on the Primary Network
tab to make updates to your Wi-Fi Name, Security settings, and Password on your Router R1000.

inseego Sign Ot v/

Router 1000

Home Wi-Fi 2

I Wi-Fi Sattings Primary Motwork Giunst Hatwork

Connected Devices HOTE: For acded soourity, share your guest network instead of your primary notwcrk.

USB File Share Sattings
Wi-Fi N S50y B0 X O NN
Parantal Contrals ama }
Settings Sacury: Nona -
WPAZ Porsonal FEE (AES)
About =
WPASANTAS Moed RMode
Help
Password: SecretCodel2d @
NOTE: Your password must be B-83 chamchers. For groater ssourty, use o midures of
dights, upper oase, lower case and other symbols.
‘Yol can crThe o new passsord by antaring it, or dick to gensmhes & now ana.
Options
Broadcast Metwork Home (88108 [
WP O o
Wi-Fi Privacy Soparotion: D u
2018 all right= ressved
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Change my Wi-Fi Guest Network
Clicking on Wi-Fi tile will take you to the Settings page on the Wi-Fimenu. Click on the Guest Network
tab to make updates to your Wi-Fi Name, Security settings, and Password on your Router R1000.

INseego Sign Out \/

Router R1000

Home Wi-Fi ?

I Wi-Fi Settings Primary Metwork Guest Network

Connected Devices NOTE: For added sscurity, share your guest network instead of your primary network.

USB File Shara Sattings

Wi-Fi Name [SSID}: SO OO
Parental Controls

Settings Security: Mone -
WPAZ Perzonal PSK [AES)

About
WPAMNPAZ Mixed Mode

Help

PasSWOord: SecretCodel23 @

MOTE: Your pazsword must be 8-63 characters. For greater sacurity, use a mixturs of
digitz, upper caza, lower cazs and other aymbols.

You can create a new password by entering it, or click to generate a new one.

Options

Broadcast Network Name (SSIDE: [

WPS: OO

Wi-Fi Privacy Separation: O e

Save changes
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Settings

To manage Settings on the Router R1000 click on the Settings tile:

iﬂgeego Sign Out

Router R1000

Wi-Fi Settings Connected Devices
Primary Network (O] Sarvice Filtering [ON) Chavice Metwork
Metwork Mams (SSID): Verizen-R1000-0000 Sarvice filtering alows ?WBT selact which
SEMVICES Can achess . oy
S — @ infa Ny Samsung Tablat Primary
Lucy's Mac
Guast Natwork (OFF) Last SySiem updats 1171772017 a8 11718 AM ey Guest
Metwork Mame [SSID) Verizon-R1000-0000-g2
Passwog: T P Gary's iPad Guest
Tim's iPhons (Guest
About Help
Intermet Status: Connected Onvanviaw
Metwonk Mame: Visrizon Winsless Setup
Technology: 4G LTE e
) Device Support Page
Time Connectad: 01:18:25:45 (dd:hromm:ss)
ser Guida
Coverage Map 5]
o 2018 all rights resaved. WWW.INseago.com

Customize my Settings Preferences
Clicking on Settings tile will take you to the Preferences page on the Settings menu, where you can
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customize settings on your Router R1000. Settings for Date, Time and Number format can be
updated in this section.

Home Settings ?

Wi-Fi Preferences Software Update Backup & Restore Advanced
|

Connected Devices
Date: mm/dd/yyyy v

USE File Share

Parental Controls Time: 12 hr v

I Settings Number format: 3,234.00 v
About
Help

Customize my Settings Software Update
Clicking on Settings tile will take you to the Preferences page on the Settings menu. Click on the
Software Update tab where you can check the software version and check if software updates are

available.

Hom Settings 7
We-Fi Erneferances Softwara Update Backoup & Resionn Acvanoed

Connacied Devices Garrant Softemre

USE Fila Share B darmon s wermon
Corfigureion Versiore el v
Parantal Comnols

ot tor e Hyewiem Uipciris
I SarTngs
Ghmched for Update /L2000 1145 A4

Aot Upmts it

Hap

lant Sywism Lipcieis

Byutae Lipcmty Hartory

OISNTINY
%

Customize my Settings Backup & Restore
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Clicking on Settings tile will take you to the Preferences page on the Settings menu. Click on the
Backup & Restore tab where you can backup, restore, restart and shut down the Router R1000.

H '
eme Settings ?
Wi-Fi Preferences Software Update Backup & Restore Advanced
|
Connected Devices Backup

Save your R1000's S8ttings 1o your computer. Please nots that the backup file will only work with this particular RI000.
LISB File Share

Admin Password:
Parantal Controls

I Settings

About

Miorbe: iou will be locked out if an incomect pasEwond is used too many times.

Restore Sattings

Restore backed up settings from a file on your computar

Help Admin Passwon:

Miorbs: iou will be locked out of the admin website if an incomect paseword is used oo many times

Select a flla: Fp— Restore now

Restore
Restore factory defaults
Restors factony defaults.

Restart

Restart Rowter RL1000.

Shutdown
Turn off

Tum off Router R1000.
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Customize my Settings Advanced
Clicking on Settings tile will take you to the Preferences page on the Settings menu. Click on the
Advanced tab where you can change advanced settings Router R1000.

Click on Continue to access the Advanced settings.

WARNING Changing Advanced settings may be harmful to the stability, performance and security
of the Router R1000.

rome Settings

Wi-Fi

Preferences Software Update Backup & Restore Advanced
|

Connected Devices .
Warning:

USB File Share Changing Advanced settings may be harmful to the stability, performance and security of this router.

Parental Controls
Continue
Settings

About

Help
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The Advanced page contains the following menu options:
- LAN (See LAN on page??.)
- Manual DNS (See Manual DNS on page ??.)
- Networks (See Networks on page??.)
- Firewall (See Firewall on page??.)
- MACFilter (See MAC Filter on page ??.)
- PortFiltering (See Port Filtering on page ??.)

- PortForwarding (See Port Forwarding on page ??.)

Home Settings 2

Wi-Fi Preferences Software Update Backup & Restore Advanced
—

Connactad Devicas LaN Manual DMS Matwork Firewall MAC: Filtor Port Filtering Port Forwarding

USE File Share
IPvd

Parental Controls IP Acdress:
) Subniot Mask:
Sattings
MAC Address: AABB:CC-DD:EEFF
Abaut Turm on DHCGP Sarver:

DHCP Lease Time: minutes
Help !

Start DHGP Address Range at: . 192.168.1.2

End DHCP Address Range at: 192.168.1.100

Reserved IP addresses

Turn on IPvE
Mate: When on, connacted devicas can maks IPvE connections to the intarmst.

IPwE

Link-Local Addrass: AABB-CC-DD-EEFF
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LAN
The LAN page gives you settings and information about the Router R1000's network. The LAN
menu contains the following sections:

IPv4

- [P Address — The IP address for the Router R1000.

- Subnet Mask — The subnet mask network setting for the Router R1000. The default
value 255.255.255.0 is standard for small (class "C") networks. If you change the LAN IP
Address, ensure you use the correct Subnet Mask for the IP address range containing the
LAN IP address.

- MAC Address — The Media Access Controller (MAC) or physical address for the Router R1000.

= Turn On DHCP Server — The Turn On DHCP Server checkbox enables or disables the DHCP
Server feature. Normally this should be left turnedon.

- DHCP Lease Time — Use to determine how often connected devices must renew the
IP address assigned to them by the DHCP server. Normally this is left at the default value,
but if you have special requirements you can change the value.

- Start/End DHCP addressrangeat — The start and end range of IP addresses
reserved foruse by the Router R1000's DHCP server table.

IPv6
- EnableIPv6 — The Enable IPv6 checkbox turns ON/OFF the IPv6 feature.
- Link-Local Address — Displays the local address when IPv6 is turned on.

Save Changes — Use to activate and save new settings.

Home Settings B
Wi-Fi Preferences Software Update Backup & Restore Advanced
Connected Devices LAN Manual DNS Matwork Firawall MAL Filtar Port Filtsring Port Forwanding
USE File Share

IPwd
Parental Controls IP Apdress:

) Subnet Mask:

Settings

MAC Address: AABB:CC:DDEEFF
Abaut Turn on DHCP Sarver:

e mirnates

Help DHGF Lease Timea:

Start DHCP Address Rangs at: 192.168.1.2

End DHCP Address Rangs at: 192.168.1.100

Reserved IP addresses
IPwE
Turn on IPvE

Mote: Whan on, connectad devicas can maks IPvE connections to the intermat.

Link-Local Address: AABB:CC:DDEEFF
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Manual DNS
The Router R1000 automatically selectsa Domain Name Server (DNS). The Manual DNS menu
allows you to manually select up to two DNS IP addresses.

Home Settings ”

Wi-Fi Preferences Software Update Backup & Restore Advanced
—

Connected Devices LAN Manual DNS Network Firewall MAC Filter Port Filtering Port Forwarding

Your Router R1000 automatically selects a Doman Name Server (DNS) or you can manually set one.
USB File Share
Turn on manual DNS:  [v]

Parental Controls
DNS 1 IP address: I (IPv4 or IPv6 address) 1

I Settings DNS 2 IP address: | (IPv4 or IPv6 address) j

Help

To manually select a Domain Name Server:
o Click the box next to Turn on manual DNS.
@ Enter the IP address for the first DNS in the DNS 1 IP address field.
9 Enter the IP address for the second DNS in the DNS 2 IP address field, if applicable.
@ Click Save Changes.

Network
The Network menu contains the following sections:

= Verizon 4G LTE APN — Displays the network carrier APN.

= SIM Lock — Allows user to engage SIM lock on the Router R1000.
- Save Changes — Use to activate and save new settings.

Home Settings ?

Wi-Fi Preferences Software Update Backup & Restore Advanced

Connected Devices  LAN Manual DNS Lstuork Eirewall MAC Filtar Port Filtering Port Forwarding

APN
USB File Share )

Verizon 4G LTE APN: VZWINTERNET
Parental Controls Caution: Changing the Jetpack’s APN may causs loss of data connectivity.

Save APN changes

Settings
About SIM Lock

For additional security, the SIM card inside your Router R1000 can b locked with a PIN code. When locked, the PIN code
Help must ba entered befors the Router R1000 will connact to the mobile network.

SIM PIN Lock: Off

SIM Status: Ready

Desired Action: Turn on PIN lock w

Current PIN:

x attempts remain until your SIM is parmanently locked.

Nots: If the wrong SIM PIN is enterad too many times, the SIM will ba locksd and raquire a PIN Unblocking Kay (PUK) to

unleck. You will need to contact Verizon customer support for the PUK.
Save SIM Lock Changes
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PN

o The 4G LTE APN displays the pre-configured APN and should not be changed unless you have
a corporate account with your own APN. If you need to change the APN, enter the new
APN and click Save APN changes.

SIM Lock

SIM menu gives you settings and information about the Router R1000's Subscriber Identity Module
(SIM) card. The SIM card inside your Router R1000 can be locked with a PIN code for additional
security. If locked, the PIN code must be entered before the Router R1000 can connect to the
Internet. The SIM menu takes you to the SIM page. The SIM menu has the following options:

- SIMPIN Lock — Indicates whether or not the PIN lock feature is in use. If ON, the PIN lock has
been turned on, and the SIM PIN must be entered in order to connect to the mobile network.
If OFF, the PIN lock feature is not turned on, and the SIM PIN is not required.

- SIMstatus — Indicates the current status of the SIM card. Possible values include:

Ready — This is the normal state. The SIM PIN is not used.
PIN Locked — The SIM PIN must be entered before you can use the mobile network.

PUK Locked — The PUK for the SIM must be entered in order to continue. The PUK can be
obtained from your service provider.

Unlocked — The SIM PIN is needed, but has already been entered.
No SIM — No SIM was detected. If you do have a SIM, check that it is inserted correctly.

SIM Error — A SIM was detected, but it did not respond as expected, and cannot be used.

- Desired action — Allows you to turn the PIN lock feature ON/OFF.

- CurrentPIN —Typethedesired PINinthe Enter current PIN field. The default PINis 1111.

- Save SIM Lock Changes — Use to activate and save new settings.

IMPORTANT! Entering an incorrect PIN will lock the SIM. The default PINis 1111.
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Firewall

The Router R1000 firewall determines which Internet traffic is allowed. The Firewall menu contains
the following sections:

- Security Level — Sets general security level for the Router R1000 to Low, Medium or
High.

- Allow DMZ — Allows the connected device specified as the DMZ IP address to receive all
traffic which would otherwise be blocked by the firewall.

- Destination IP Address — Enter the IP address of the connected device you wish to become the
DMZ device.

- Save Changes — Use to activate and save new settings.

- Firewall Rules — Use to set a firewall rule.

Home :

Settings ?
Wi-Fi Preferences Software Update Backup & Restore Advanced
Connected Devices LAN Manual DNS MNetwork Firewall MAC Filter Port Filtering Port Forwarding

USE File Share
A general (Low, Medium or High) Sacurity Lavel satting can be used to allow or block traffic inte and through your router.

Parental Controls For mora fine-tuned control of inbound and outbound access to addresses and ports define your own Firewall Rules.
. Security Level:
I Settings urity Leve

O Low: O

About
© Modium: ™

Help
@ Hioh: O
DMZ:
Allow DMZ:

€ Destination IP Address:

Firewall Rules:

Rule
On Name  {@Src.IP Src. Port ) DestIP  Dest. Port Protocol Palicy Delete  Move
O 1224 1234 Al v | pioek v | [0 UoDown
TCP Allow
UDP
TCP/UDP
IGMP

Add new rule
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MAC Filter
The MAC Filter allows you to specify which devices can access the Router R1000 Wi-Fi network.

ON/OFF — Turns the MAC Filter ON/OFF. Before turning on, ensure that the Allowed Devices list is
not empty. When turning on, any Connected Device which is not in the Allowed Devices list will
immediately be disconnected.

- Add new device — Use to add a new device to the devices list.
- Refresh list — Use to refresh the screen and delete any unsaved changes.

- Save Changes — Use to activate and save new settings.

Home Settings 2
Wi-Fi Preferences Software Update Backup & Restore Advanced
Connected Devices | Manuzl DNS Network Firewal MAC Filter Port Fitering Port Forwarding
USE File Share MAG Fifter

Parental Controls If the MAC filter is turned on, only selected devices can access the Router R1000's Primary OFF m ON

Wi-Fi network. NOTE: The MAC filter has no effect on the Guest Wi-Fi network.

I Settings

About Name MAC Address Status MACFAdc.kess Delete
ilter
Help My Samsung Tablet JENOE0E0NN Your device
Lucy's Mac OU000EX0E0EXX Onling O
Gary's iPad MO0 Cnling |:| |:|
Tim's iPhone JOCIOLHOEIOEI0OEK Blocked =] O
Tim's Macbook EG OO0 0 Offline a O
O

Add new device Refresh list

Toadd a device to the device list:

o Click Add new device and enter the device name in the Name field.
@ Enter the MAC Address in the MAC Address field.

9 Mark the MAC Address Filter check box as required.

@ Mark the Delete check box as required.

@ Click Save changes to activate and save the settings.
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Port Filtering

Port Filtering allows you to block outgoing Internet connections and permit only allowed
applications to access the Internet. You can also customize a list of allowed applications which

permits only certain programs to connect to the Internet.

Slidethe ON/OFF buttonto ONtoturnonPortFiltering. Whenthe featureisturned on you must
selecta portfilteringserviceinthe Services listtoallow thatapplicationto connectto the
Internet. Forexample, if you select Email in the Applications list but do not select HTTP, you can
connect to an Email server, but you cannot connect to a web page using your Internet browser.

The Port Filtering menu contains the following sections:

Services — Turn on each port filtering application that needs to be able to access the
Internet by checking the box next to one or more applications. When port filtering is turned

on, all other applications are blocked.

Custom Services — You can define your own applications, and then turn them ON/ OFF
as needed. To define a service, you need to know the outgoing ports used by the service.

- Addcustomservice — Use to define your own service, and then turn them on or off as

needed.

Save Changes — Use to activate and save new settings.

Home

Wi-Fi

Connected Devices

USB File Share

Parental Controls
I Settings

About

Help

Settings ?
Preferences Software Update Backup & Restore Advanced
LAN Manual DNS Network Eirgwall MAC Filter Port Filtaring Port Forwarding
Port Filtering

If port fitering is turned on, only traffic from selected sarvices can access the Intamat. OFF m ON

NOTE: DNS is always allowed.
Services
Select which sarvices can access the Internet.
On Service Name
[] Email (POP3, IMAP, SNMP)
O rre
[ wurTe
[ HTTPs

[ Telnet

Custom Services

ou can dafine your own services, and then sslect which ones can access the internst by tuming them on or off as
neaded. To define a service, you nead 10 know the outgoing pors used by the application.

On Service Name Start Port  End Port Protocol Delote
O | service 1 TCcP ¥ O
O TCP w O

uppP
TCP/UDP
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To select the service you wish to allow:

o Markthe checkboxtotheleftof the application. The choices are Email (POP3, IMAP,SMTP),
FTP, HTTP, HTTPS, and Telnet.

@ Click Add custom service to add a new custom service to the list of allowed services.

You can define and turn on custom Port Filtering services. You need to know details of
the traffic used and generated by the services you wish to define.

01]3 TheAddcustomserviceoptionisonly available when port filtering is turned ON. You
can add up to ten custom services.

Enter the beginning of the range of port numbers used by outgoing traffic for the custom
application being added in the Start Port field.

Enter the end of the range of port numbers in the End Port field. If the port is a single port
instead of a range, type the same value for both the Start Port and the End Port.

Select the protocol (TCP, UDP, or TCP/UDP) used by each port range from the Protocol
dropdown menu.

Click Save Changes to activate and save any changes made to the custom applications.

OO0 ® © &

Select the Delete checkbox next to any custom application you wish to delete and click Save
Changes.
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Port Forwarding
Port Forwarding allows incoming traffic from the Internet to be forwarded to a particular computer
or device on your Wi-Fi network. Normally, the built-in firewall blocks incoming traffic from the
Internet. Use Port Forwarding to allow Internet users to access any server you are running on your
computer, such as a Web, FTP, or E-mail server. For some online games, Port Forwarding must be
used in order for the games to function correctly. The Port Forwarding menu contains the following
sections:

-  ON/OFF — sSlide the ON/OFF button to ON to activate Port Forwarding.

- Default Applications — The IP address for the selected application. Choose from DNS, FTP,
HTTP/HTTPS, NNTP, POP3/POP3S, SMTP/Secure SMTP, SNMP Telnet and TFTP.

= Custom Applications

- Add Custom Application — Allows you to define your own applications. Once defined,
these applications can be turned ON/OFF in the same way as pre-defined applications.

- Save Changes — Use to activate and save new settings.

Home H
Settings 2
Wi-Fi Preferences Software Update Backup & Restore Advanced
Connected Devices | Manugl DNS Network Eirews MAC Fittar Port Fittering. SagEonsanding
USE File Share Port Forwarding
Port forwarding zands specific incoming traffic to a connected devica. OFF m ON
Parental Controls The connected devics iz specified using itz IP address.
I Settings Application
Sedect which applicationz can accses the Internet.
Abaout
On Application Name IF Addreas
Help C ons |
O s |
[] HTTR/HTTPS |
[ wnTe |
[ PorPz/POP3S |
[C sMTP/Secure SMTP |
[ snmpP |
[ Telnat |
C TFTP |

Custom Applications
*You can define your own applications. and then select which onaz can access the intermet by turning them on or
off az needed. To define an application, you nead to know the outgoing portz used by the application.

On Application Mame  IP Address Port Type Port Mumbers Protocol Dalete
From To

|:| | [ ] Range ¥ ) | | TGP W ] D
Ext- Int

D | | Transzlate ¥ | l [ TGP W D

uoP

TCP/UDP
Add custom application

Connected Devices
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To manage Connected Devices on the Router R1000 click on the Connected Devices tile:

iInseego

louter R1000

Sign Out

Wi-Fi
Primary Matwork [ON)

Metwork Name (3310} Verizon-R1000-0000

Guast Metwork (OFF)
Metwork Name (3310} Verizon-R1000-0000-gues:

Settings

Sarvice Filtering [ON)
Sarvice filtering alows you to selact which
SEVICES CAn access intamst.

System Update
Last sysiem update 11172017 at 11218 A

About

Intermet Status: Connected
Matwork Nama: Visrdzon Wiraless
Technology: 4G LTE

Tima Connected: 01:18225:45 {dd:hicmmoss)

Help

Connected Devices

Deavice Noebwork

My Samsung Tablet Primary

Lucy's Mac Cuest
Gary's iPad (Guest
Tim's iPhone (Guest

>

o 2018 all rights resoved.

WWW.INseago.com
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Change my Connected Devices

Clicking on Wi-Fi tile will take you to the Settings page on the Wi-Fi menu. Click on the Primary Network tab to make
updates to your Wi-Fi Name

Home H
Connected Devices ?
Wi-Fi Connected (5)
Devica Network Block
Connected Devices
L .
USB File Share '?"' My Samsung Tablet Primary +
Parental Controls =" Lucy's Mac Primary O +
-
Settings D‘E [ Gary's iPad Guest O +
[ S
About = Tim's iPhone Primary a +
Help —_ [ Tim's Macbeok Primary O -
-
IPvd: 192.168.1.68
MAC Addrass: 300K XKXK0CXK
Link Local: s oo oonon
Blocked (1)
Devica Block
Sue's iIPhone
MAC Address: X{O0O00O0C0C
Sue's iPhong

MAC Addrass: XX O OO0

The Connected Devices page allows you to view and edit devices that are currently connected to
your Router R1000. You can also view and unblock any blocked devices. The Connected Devices
page contains the following:

- Connected Devices — Displaysthe P Address, MACAddressand Link Local of all
devices connected to the Wi-Fi network. The Wi-Finetwork name is displayed after the
heading.

- Blocked Devices — Displays the name and MAC address of any blocked devices.
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Connected Devices

The Connected Devices section lists all devices connected to the Wi-Fi network. The Primary
Network menu contains the following options:

- Type — The first column indicates the type of connected device. You can use the Edit option
to set or change the type. If the type has not been set, no icon is displayed. Once you set the
device type, an appropriate icon isdisplayed.

- Name — Normally, this is the hostname of the connected device, as set on the connected
device. If you have used this interface to assign a name to a connected device, the assigned
name displays in place of the hostname. In rare cases, the hostname may be unavailable. You
can use the

- Network — Shows if the device is connected to the Primary or Guest network.

- IPv4 Address — The IP address of the connected device.

- MAC Address — The MAC Address is a unique network identifier for this connected device.

- Link-Local — If the connected device supports IPv4, the Link-Local IPv4 address is displayed.

- Block — Allows you to prevent a specific device from connecting to the Jetpack.

Blocked Devices

The Blocked Devices section lists any devices you have blocked. Note that since these devices
are not currently connected, and are blocked from connecting, they do not have an IP address.

Instead, they are identified by their name and MAC address. To unblock a device, uncheck the blocked device and Save
changes.
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Change my USB File Share Settings

Clicking on Wi-Fi tile will take you to the Settings page on the Wi-Fi menu. Click on the USB File Share tab to make
updates to your USB file sharing. USB file share allows all connected users to access content on a USB drive inserted into
the back of the Router R1000 similar to accessing data on a network drive.

IMPORTANT! USB File Share is turned off by default.

The USB File Share page allows you to turn USB File Share ON/OFF. You can also select content
to share, access type (read-write or read-only), and Network access.

o Toenable USB file sharing on a USB Mass Storage device when connected to your Router
R1000, slide the USB File Share ON/OFF button to ON.

Under Settings, list out the Share Name for how you want to see the USB Mass
Storage appear in your network drive on your computer.

Specify what folders users will be able to access under the Share setting.

Toselect access type settings. select either Read-write or Read-only fromthe Access Type
dropdown menu.

To specify network access, mark the appropriate Network Access checkbox.

Q0 06 °

Click Save Changes to activate and save your settings.

Home USB File Share 2

Wi-Fi Shara folders and files ower your primary and guest networks when you connect your USE Mass Storage device
to the <model_name>"s USE port.

Connected Devices

USB File Share
I USB File Share Turn on to be promptad to shars a USE Mass Storags device when connected to OFF ON
this <modeal_name:.
Parental Controls
Settings
Settings Share Name: Router R1000
About Share: Specified top-level folders v
All foldars and filas
Help
Specifiad Top-level Folders: Public
Shared
Connected devices can: Read-only h 4
Network Access: Shars with Primary Network

Share with Guest Network

How do | access the shared folders?

Change my Parental Controls Settings
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Clicking on Wi-Fi tile will take you to the Settings page on the Wi-Fi menu. Click on the Parental Controls tab to make
updates to your parental controls settings.

Home

Parental Controls ?
Wi-Fi Device Schedules Available Schedules
Connected Devices Usas this featurs to control internet access to specific devices. You can define multiple schedulss using the

Available Schedules featurs.
USB File Share

Device Internet Access Schedule
I Parental Controls

My Samsung Tablet Unspecified v
Settings

Lucy’s Mac Unspecified v
About

Gary’s iPad Kid’s Schedule v
Help

Tim's iPhone Unspscified v

Tim's Macbook Kid's Schedule v

The Parental Controls page allows you to control internet access to specific devices.

On the Device Schedules tab, you can view and select schedules for connected devices.

Click on Available Schedules to view, edit, delete and add schedules.

Home Parental Controls 2

Wi-Fi Device Schedules Available Schedules

Connected Devices ‘You can define multiple schedules, then apply them to connected devices using the Parental Controls feature.

USB File Share Internet Access Schedule Action

I Parental Controls Kid's Schedule View

Settings Lucy’s Schedule View

About Bob's Schedule View

Help

Add new internet access schedule

o
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About My Router R1000

Clicking on About tile will take you to the About page.

The About Jetpack page allows you to view detailed information about Jetpack internet status,
device specificinformation, diagnostics, troubleshooting and support. The About page contains the
following menu options:

- Internet Status (See Internet Status on page ??.)

- Internet Sessions (See Internet Sessions on page ??.)

- 4G LTE Diagnostics (See 4G LTE Diagnostics on page??.)

- Device Info (See Device Info on page??.)

- Logs (See Logs on page??.)

Internet Status

Home About )

Wi-Fi Intemet Status Intarnet Sessions 4G LTE Diagnostics Devica Info Logs

Connected Devices

Ganaral
USE File Share
Technology: @ Connectad 5 G
Parental Controls
w
Qe  AGHE
Settings
I About
Help Time connected: 01:16:25:45 {dd:hh:mm:ss)
Racoivad: 4.55 GB
Transmitted: 5.56 GB
IPud
IP addrass: 10.183.21.139
Maszk: 266.266.266.255
Gateway: 10.183.21.130
DNS: 641740214
IPvG
IP address: HOOOOCD00000C00000L
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Internet Status
The Internet Status section has the following options:

- Technology — The type of technology used to connect to the Internet.

- Timeconnected — How long the Router R1000 has been connected to the network.

- Received — The amount of data received from the network.

- Transmitted — The amount of data sent to the network.

IPv4
The IPv4 section has the following options:

- |Paddress — The IP address for the Router R1000.

- Mask — The subnet mask network setting for the Router R1000. The default value
255.255.255.0 is standard for small (class "C") networks. If you change the LAN IP Address,
ensure you use the correct Subnet Mask for the IP address range containing the LAN IP address.

- Gateway — The address of the server used to access the Internet.

- DNS — The address of the Domain Name Server (DNS).

IPv6
The IPv6 section has the following option:

- |Paddress — The IP address for the Router R1000.

Internet Sessions

The Internet Sessions provides information on usage for specified periods of time.

Home About

Wi-Fi Internet Status Internet Sessions 4G LTE Diagnostics

Connected Devices

NOTE: The session information should not be used to estimate or monitor data usage during your

billing cycle.
USE File Share
Parental Controls Internet Sessions from <date> to <date>
Settings Date Duration Received Transmitted Total 5G 1Pv4
Time Data Data Data or 4G Address
I About OTOS0I8 (052007 10674KB 10117 KB 20701KB 5G 10065215180 2600:1007:b01c:8481:45:5236:0001:1203
Help
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The Diagnostics page shows information about the Router R1000 firmware and other system-
level information. You can also view the system log. This page is used mostly for troubleshooting
andis not required for normal operation. The Diagnostics page contains the following sections:

- Modem (See Modem on page ??.)

- 4G LTENetwork (See 4G LTE Network on page ??.)

Home About ?

Wi-Fi

Internet Status Internet Sessions 4G LTE Diagnostics Device Info Logs
]

Connected Devices

Modem
USE File Share
Phone number (MDN): 200
Parental Controls IMEI: X000
. IMEISV: 2000
Settings
FW Version: 000,
I About SIM Status: 000
Help 1CCID: OO,
ERI Version: 2000
PRL Version 00K

4G LTE Network

Status: Connected
Network Opeorator: Verizon
Signal Strength (RSAP); -95 dBm
SNR: 12 dB
Band: 4

. No
Roaming:
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Modem
The Modem section has the following options:

Phone number (MDN) — The Phone Number or Mobile Directory Number (MDN) is used by
the mobile data network to identify this particular data service.

IMEI — The International Mobile Equipment Identity (IMEI) number for the Router R1000.

IMEISV — The International Mobile Equipment Identity (IMEI) combined with an approval
number for the Router R1000.

FW Version — The modem firmware version.

SIM Status — StatusoftheSIMcard. Ifthe SIM cardis missing, or thisfieldindicatessome
form of SIM error, the Router R1000 will not be able to connect to the mobile network.

ICCID — The ID number assigned to the SIM Card.
ERIversion — The Enhanced Roaming Indicator version that is currently installed.

PRL version — The version of the Preferred Roaming List (PRL), which tells the modem which
non-home carrier towers should provide roaming coverage.

4G LTE Network

The 4G LTE Network section has the following options:

Status — Status of the network (Connected, Disabled, Not available, or Available).
Network operator — The vendor that currently provides wireless access.

Signal Strength (RSRP) — Indicates the signal strength for LTE.

SNR — A measure of signal quality; the higher the number the better the signal.
Band — Indicates what LTE band the Router R1000 is currently operating on.

Roaming — Indicates if the Router R1000 is currently roaming.
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Device Info

The Device Info page contains detailed information about the Router R1000. The Device Info page
contains the following sections:

Manufacturer — The manufacturer of the Router R1000.

Model — The model number or name of the Router R1000.

Software Version — The current software version.

Software Components:

Home

Embedded OS Version — The Router R1000 operating system (OS), including its components,

version.

Modem Firmware Version — The current modem firmware version.

Wi-Fi Firmware Version — The current Wi-Fi firmware version.

PRI version — The configuration version currently applied to the Jetpack.

About ?
Wi-Fi Internet Status Internet Sessions 4G LTE Diagnostics Device Info Logs
I
Connected Devices
General
USB File Share
Manufacturer: Inseego
Parental Controls Model: Router R1000
Software Version: 1.02
Settings
About
Software Components
Help
Embedded OS Version: OO
Modem Firmware Version: 000(
Wi-Fi Firmware Version: YO0
PRI Version XXX
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Logs

The Logs page allows you to turn logs ON/OFF, and to delete system logs.

OJI3  Logs record various operations and are used for troubleshooting and are not
needed for normal Router R1000 operation.

Home
About ?
Wi-Fi Internet Status Internet Sessions 4G LTE Diagnostics Device Info Logs
|
Connected Devices Logs are for troubleshooting, and are not needed for normal operation.
Turn On Logs: |:|

USE File Share
Automatically clear logs: After3days ¥

Parental Controls MNota: If the system log is full, then the oldest data is discared, regardless of this setting.

Settings

I About
Device Log

Help Jul 11 01:02:37 [notice]: WebU| authenticate admin session started on 192.168.1.2
Jul 11 01:13:32 [notice]: WebUI session timed out for 182.168.1.2

Jul 11 04:12:27 [notice]: New IP client: mac=ec:1f:72:15:7b:89, ifc=WIFI 1, type=DHCP ip=1082.168.1.4,
host=SAMSUNG-SM-G925A

Jul 11 04:15:19 [notice]: Remaovad IP client: mac=ec:1£:72:15:7b:89, ifc=WIFI 1, type=DHCP, ip=192.168.1.4,
host=SAMSUNG-SM-G925A

Turn On/Off Logs
To turn on system logs:

o Select the checkbox next to Turn On Logs to turn on logs and uncheck box to turn logs off.

@ Click Save Changes.

101



Clear log
To clear a system log:

0 Click Clear log.

Export log
To export a system log:

0 Click Export log.
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Help

The Help page contains the following sections:

Help

Using Your Router R1000 provides quick links to Overview, Setup and Tips

Admin Web Site Help provides quick links to Wi-Fi settings, passwords, preferences and device
info.

Advanced Features provides quick links to advances device settings.

Home H
elp
Wi-Fi Help Online Support
—_—

Connected Devices
Using Your Router R1000

USB File Share Qverview
Setup
Parental Controls Tips
Settings Admin Web Site Help Advanced Features
_Data Usaggic-:nnxted Access Control Features
About Devices Wi-Fi - General

Wi-Fi - Primary Network

4G Network Settings
Beserved IP Address

I Help

Wi-Fi - Guest Network Manual DNS
Admin Password SIM
Preferences MiFi Share

Software Update Backup
and Restore About -
Device Info About - Logs

Help

Quick Links, Self-Service Support provides quick links to key websites where uses can get help.

Customer Care provide the phone number for customers to call to get support.

Home H
elp
wi-h Help Online Support
I
Connected Devices
Quick Links

USB File Share My Verizon Wireless [f

Coverage Map E
Data Calculator E
Trip Planner E

Parental Controls

Settings

Self-Service Support
About

I Help

Attend a Wireless Workshop E

Community Forums E
Device Support Page & User Guide ﬂ

Customer Care

Verizon Customer Care:  1-800-X00(-3000
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Troubleshooting

Overview
Common Problems and Solutions

Technical Support



Overview

When properly installed, the Router R1000 is a highly reliable product. Most problems are caused
by one of these issues:

= Phones or ethernet devices connected to incorrect ports. Please refer to the labels next to
the ports for proper connections.

- Network coverage is unavailable due to coverage area, an account problem, or a network
problem. To display a Verizon Wireless coverage map, see Verizon Wireless Coverage map.

The following tips can help solve many common problems encountered while using the Router
R1000.

First Steps

- Make sure you are using the Router R1000 in the correct geographic region.

- Ensure that your wireless coverage extends to your current location.

- If you do not receive a strong data signal, move the device to a different location.
- Ensure you have an active subscription plan.

- Restarting your computer and your Router R1000 can resolve many issues.

IMPORTANT Before contacting support, be sure to restart both your computer and your
Router R1000.
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Common Problems and Solutions

The following are some common problems and solutions.

Does 911 work on this device?

Yes, but since the Router R1000 is designed for an indoor environment, please be
prepared to provide your location inside the premises to public service personnel. The GPS
chipset embedded in this device will work best if the device is located near a window or
other opening.

Does the Router R1000 work during a power outage? While the Router R1000
has backup batteries, if the landline device requires external power to operate, service
(including the ability to make and receive E911 calls) will not be available during a power
outage. Service will only be available during a power outage if the home phone connected to the
device does not rely on external power to operate (as is the case with many cordedphones).

Only 911 voice service will be available during a power outage. Data service will not be available.

How long is the backup battery life of the Router R1000?

Talk usage time on backup battery is approximately 2 hours and standby time is approximately 24
hours. You can replace the AA batteries to extend the talk and standby time. Internet connectivity is
disabled to preserve talk time when in backup battery mode. Actual values can vary with
environmental conditions*

How do | reset the Wi-Fi and Router settings back to factory settings?
To reset the Wi-Fi and router settings:

o Connect to Router R1000. Open a web browser on the connected device and enter
http://my.router/ or http://192.168.1.1 in your browser.

@ Open the Router R1000 Backup and Restore page after Signing In to the Web User Interface.
(See Backup and Restore on page 65.) The Backup and Restore page hasaRestore factory
defaults button. This button resets all Wi-Fiand Router settings to their factory default
values. All existing settings are lost.

* |fthe routeris disconnected from AC power and running on the battery alone, only voice calls are supported. A phone that does
not require separate electric power is required to place or receive calls (including 911) during a power outage.
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How do | reset the Router R1000 back to factory settings?
The master reset button is in a small hole located on the bottom of the Router R1000. This button
returns the device to factory settings, including resetting the Wi-Fi Name (SSID) and Password and

Admin Password.
To reset the Router R1000:
o Place one end of an unfolded paper clip into the master reset button hole.

@ Press the paper clip on the button for about five to six seconds, then your Router R1000 will
restart.

WARNING! The"Resetto Factory Defaults" operation overwrites ALL existing settings. Ifthe
Wi-Fi settings change, you will lose this connection, and need to reconnect using the new

settings.
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Technical Support

IMPORTANT Before contacting support, be sure to re-start both your computer andthe
Router R1000 and perform the trouble shooting steps in this guide.

Technical Support

For additional information and technical support, visit any Verizon Wireless store, the online support

page at http://Verizonwireless.com/support, or contact Customer Service at 1-800-922-0204 if
additional help is required.
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Product Specifications

General

Name:
Model:
Approvals:
Weight:
Dimensions:

Wireless Network
Wireless Network —
Wi-Fi Mode
Default SSID

Batteries (non-rechargeable)

- Size
- Talk/standby time

Chip Set:
Interface Types:

LED:

Technology/Bands

Technology:
Band Designation:
GPS:

Environmental

Operating Temperature:
Storage Temperature:
Drop:

Vibration Stability:

Router R1000
R1000

FCC (North America)
TBD

213 mm x 120 mm x 127 mm,
8.39inx4.72inx5.0in

LTE

Real simultaneous Dual tri band
802.11 a/b/g/n/ac
Verizon-R1000-XXXX

AA Alkaline (3 @ 1500mAh each)

2 hours talk/24 hours standby on new batteries
Altair® FourGee 3800

Phone (RJ11) (2)/Alarm (RJ31) (1)/Ethernet
(3)/Modem (1)/WPS (1)/USB (1)/Power (1)
Status

4G LTE
4G LTE Cat 4: B2/B4/B13
A-GPS for E911 only

-10° C to +55° C (14°F to 131° F)

-30° Cto +70° C(-22°F to 158° F)

1 meter (3.28 feet) drop, no damage — fully
operational

5 Hz to 500 Hz, 0.1 octave/second
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Regulatory Information

Federal Communications Commission Notice (FCC — United States)

Electronic devices, including computers and wireless modems, generate RF energy incidental to their
intended function and are therefore subject to FCC rules and regulations.

This equipment has been tested to, and found to be within the acceptable limits for a Class B digital device,
pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable protection against
harmful interference when the equipment is operated in a residential environment.

This equipment generates radio frequency energy and is designed for use in accordance with the
manufacturer’s user manual. However, there is no guarantee that interference will not occur in any particular
installation. If this equipment causes harmful interference to radio or television reception, which can be
determined by turning the equipment off and on, you are encouraged to try to correct the interference by
one or more of the following measures.

¢+ Reorient or relocate the receiving antenna.

¢ Increase the separation between the equipment and thereceiver.

¢+ Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.
¢+ Consult the dealer or an experienced radio/television technician for help.

This device complies with Part 15 of the Federal Communications Commission (FCC) Rules. Operation s
subject to the following twoconditions.

¢+ This device may not cause harmful interference.

¢+ This device must accept any interference received, including interference that may cause undesired
operation.

WARNING: DONOTATTEMPTTOSERVICETHEWIRELESS COMMUNICATIONDEVICE YOURSELF.SUCHACTION
MAYVOID THEWARRANTY. THE ROUTER IS FACTORY TUNED. NO CUSTOMER CALIBRATION OR TUNING IS
REQUIRED. CONTACT INSEEGO TECHNICAL SUPPORT FOR INFORMATION ABOUT SERVICING YOUR WIRELESS
COMMUNICATION DEVICE.

FCC CAUTION: Any changes or modification not expressly approved by the party responsible for compliance
could void the user's authority to operate this equipment.

MODIFICATIONS: The FCCrequires that you be notified that any changes or modifications made to this
device that are not expressly approved by Inseego Corp. may void your authority to operate the
equipment.

NOTE: TheRadio Frequency (RF) emitterinstalled in your modem must not be located or operatedin
conjunctionwithanyother antennaortransmitter, unless specifically authorized by Inseego Corp.
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RF Exposure Content

FCC Equipment Authorization ID: PKRNVWR1000

This device is authorized for use in Fixed or Mobile applications.

This product has been evaluated for SAR and meets the FCC Guidelines for exposure to radio waves.

For better signal reception, coverage range and data throughput, do not place the router
near any physical obstruction, including in close proximity of any object. For RF Safety, a
mandatory minimum of 36 cm separation should be maintained between the device and any
part of a human body when using the device. Increasing the separation between the device
and the body will result in better reception and reduced exposure to radio energy.

20 cm (8 in)
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Wireless Communications

IMPORTANT Duetothetransmissionandreception properties of wireless communications,
data occasionally can be lost or delayed.

This can be due to the variation in radio signal strength that results from changes in the
characteristics of the radio transmission path. Although data loss is rare, the environment where you
operate the modem might adversely affect communications.

Variations in radio signal strength are referred to as fading. Fading is caused by several different
factors including signal reflection, the ionosphere, and interference from other radio channels.

Inseego or its partners will not be held responsible for damages of any kind resulting from the
delays or errors in data transmitted or received with the Verizon Router R1000 device, or failure of
the Verizon Router R1000 device to transmit or receive such data.
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Limited Warranty and Liability

Inseego Corp. warrants for the 12-month period immediately following receipt of the Product by
Purchaserthatthe Product will be free from defects in materialand workmanship under normal
use. THESE WARRANTIES ARE EXPRESSLY IN LIEU OF ALLOTHER WARRANTIES, EXPRESS OR
IMPLIED, INCLUDING, WITHOUTLIMITATION,ALLIMPLIEDWARRANTIESOFMERCHANTABILITYAND
FITNESS FOR A PARTICULARPURPOSE.

The exclusive remedy for a claim under this warranty shall be limited to the repair or replacement,
at Inseego’s option, of defective or non-conforming materials, parts or components. The foregoing
warranties do not extend to (I) non-conformities, defects or errors in the Products due to
accident, abuse, misuse or negligent use of the Products or use in other than a normal and
customary manner, environmental conditions not conforming to Inseego’s specification, of

failure to follow prescribed installation, operating and maintenance procedures, (IlI) defects, errors or
nonconformities in the Product due to modifications, alterations, additions or changes not made in
accordance with Inseego’s specifications or authorized by Inseego, (lll) normal wear and tear, (IV)
damage caused by force of nature or act of any third person, (V) shipping damage,

(V1) service or repair of Product by the purchaser without prior written consent from Inseego, (VII)
products designated by Inseego as beta site test samples, experimental, developmental,
reproduction, sample, incomplete or out of specification Products, or (VIII) returned products if the
original identification marks have been removed or altered.
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Safety Hazards

Do not operate the Verizon Router R1000in an environment that might be susceptible to radio
interference resulting in danger, specifically:

Areas where prohibited by the law

Follow any special rules and regulations and obey all signs and notices. Always turn off the host
device wheninstructed to do so, or when you suspect that it might cause interference or danger.

Where explosive atmospheres might be present

Do not operate your device in any area where a potentially explosive atmosphere might exist.
Sparks in such areas could cause an explosion or fire resulting in bodily injury or even death. Be
aware and comply with all signs and instructions.

Users are advised not to operate the device while at a refueling point or service station. Users are
reminded to observe restrictions on the use of radio equipment in fuel depots (fuel storage and
distribution areas), chemical plants or where blasting operations are in progress.

Areas with a potentially explosive atmosphere are often but not always clearly marked. Potential
locations can include gas stations, below deck on boats, chemical transfer or storage facilities,
vehicles using liquefied petroleum gas (such as propane or butane), areas where the air contains
chemicals or particles, such as grain, dust or metal powders, and any other area where you would
normally be advised to turn off your vehicle engine.

Near medical and life support equipment

Do not operate your devicein any area where medical equipment, life support equipment, or near
any equipmentthat might be susceptible toany form of radio interference. In such areas, the host
communications device must be turned off. The device can transmit signals that could interfere
with this equipment.

On an aircraft, either on the ground or airborne

In addition to FAA requirements, many airline regulations state that you must suspend wireless
operations before boarding an airplane. Please ensure that the modem is turned off prior to
boarding aircraft in order to comply with these regulations. The modem can transmit signals that
could interfere with various onboard systems and controls.

While operating a vehicle

The driver or operator of any vehicle should not operate a wireless data device while in control ofa
vehicle. Doing so will detract from the driver or operator’s control and operation of that vehicle. In
some countries, operating such communications devices while in control of a vehicle is an offense.
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Electrostatic discharge (ESD)

Electrical and electronic devices are sensitive to electrostatic discharge (ESD). Macintosh native
connection software might attempt to reinitialize the device should a substantial electrostatic
discharge reset the device. If the software is not operational after an ESD occurrence, then restart

your computer.
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Proper Battery Use and Disposal

IMPORTANT In event of a battery leak:

+ Donotallowtheliquidtocomeincontactwiththe skinorthe eyes. Ifcontacthasbeen
made, wash the affected area with large amounts of water and seek medical advice.

« Seek medical advice immediately if a battery has been swallowed.

« Communicatethe appropriate stepsto betakenifahazard occurs. Duetothe transmission
and reception properties of wireless communications, data occasionally can be lost or
delayed.

Please review the following guidelines for safe and responsible battery use.

Do not disassemble or open, crush, bend or deform, puncture, or shred.

Do not modify or remanufacture, attempt to insert a foreign object into the battery, immerse
or expose to water or other liquids, or expose to fire, explosion, or other hazard.

Only use the battery for the system for which it wasspecified.

Do not short circuit a battery or allow a metallic or conductive object to contact the battery
terminals.

Replace the battery only with another battery that has been qualified with the system per
this standard. Use of an unqualified battery may present arisk of fire, explosion, leakage, or
other hazard.

Promptly dispose of used batteries in accordance with local regulations.
Battery usage by children should be supervised.

Avoid dropping the Router R1000 or battery. If the Router R1000 or the battery is dropped,
especially on a hard surface, and the user suspects damage, take it to a service center for
inspection.

Improper battery use may result in a fire, explosion, or otherhazard.

122



Glossary




Glossary

4G LTE — Fourth Generation Long Term Evolution. LTE is a standard for wireless data communications
technology and an evolution of the GSM/UMTS standards. The goal of LTE is to increase the capacity
and speed of wireless data networks using new DSP (digital signal processing) techniques and
modulations that were developed around the turn of the millenium. A further goal is the redesign and
simplification of the network architecture to an IP-based system with significantly reduced transfer
latency compared to the 3G architecture. The LTE wireless interface is incompatible with 2G and 3G
networks, so that it must be operated on a separate wireless spectrum.

802.11(a, b, g,n,ac) — Aset of WLAN Wi-Fi communication standardsinthe 2.4 and 5 GHz
frequency bands.

bps — Bits per second. The rate of data flow.

Broadband — High-capacity high-speed transmission channel with a wider bandwidth than
conventional modem lines. Broadband channels can carry video, voice, and data simultaneously.

DHCP — Dynamic Host Configuration Protocol. Software found in servers and routers that
automatically assigns IP addresses and other configuration datato computers, tablets, printers, and
other devices connected to the IP network.

DHCP Server — A server or service with a server that assigns IP addresses.

DNS — Domain Name System. A system for converting host names and domain names into IP
addresses on the Internet or on local networks that use the TCP/IP protocol.

Firmware — A computer program embedded in an electronic device. Firmware usually contains
operating code for the device.

GB — Gigabyte. A multiple of the unit byte for digital information storage. Usage depends on context.
When referring to disk capacities it usually means 10°bytes. It also applies to data transmission
quantities over telecommunication circuits.

Gbps — Gigabits per second. The rate of data flow.

Hotspot — AWi-Fi(802.11) access point or the area covered by an access point. Used for connecting
to the Internet.

HTTP — HypertextTransfer Protocol. An application-level protocolforaccessingthe World Wide Web
over the Internet.

IEEE—Institute of Electricaland ElectronicsEngineers. Aninternationaltechnical/professionalsociety
that promotes standardization in technical disciplines.

IMEI — International Mobile Equipment Identity. Used in LTE networks to identify the device. It is
usually printed on the device and can often be retrieved using a USSD code.

IP — Internet Protocol. The mechanism by which packets are routed between computerson a
network.

IP Type — The type of service provided over a network.

IPaddress — Internet Protocol address. The address of adevice attached to an IP network (TCP/IP
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network).

ISP — Internet Service Provider. Alsoreferredto asthe service carrier, an ISP provides Internet
connection service. (See Network Operator)

Kbps — Kilobits per second. The rate of data flow.

LAN — Local Area Network. A type of network that lets a group of computers, all in close proximity
(such as inside an office building), communicate with one another. It does not use common carrier
circuits though it can have gateways or bridges to other public or private networks.

MACAddress —MediaAccessControl. Anumberthatuniquelyidentifieseach networkhardware
device. MAC addresses are 12-digit hexadecimal numbers. This is also known as the physical or
hardware address.

Mbps — Megabits per second. The rate of data flow.

MSID — Mobile Station IDentifier. Anumber for a mobile phone that identifies that phone to the
network. These numbers are carrier specific.

Network Operator —The vendorwho provides your wireless access. Known by differentnamesin
different regions, some examples are: wireless provider, network provider, and service provider.

Network Technology —Thetechnology onwhichaparticularnetwork provider’s systemisbuilt; such
as LTE or GSM.

Port — A virtual data connection used by programs to exchange data. It is the endpoint in a logical
connection. The port is specified by the portnumber.

Port Forwarding — A process that allows remote devices to connect to a specific computer within a
private LAN.

Port Number — A 16-bit number used by the TCP and UDP protocols to direct traffic on a TCP/IP
host. Certain port numbers are standard for commonapplications.

PRL — Preferred Roaming List. A list that your wireless phone or device uses to determine which
networks to connect with when you are roaming. (Network operator specific).

Protocol — Astandard thatenables connection, communication, and datatransfer between
computing endpoints.

Proxy — Afirewall mechanism that replaces the IP address of a host on the internal (protected)
network with its own IP address for all traffic passing through it.

Router — A device that directs traffic from one network to another.

SIM — Subscriber Identification Module. Found in LTE and GSM network technology, the SIM is a card
containing identification information for the subscriber and their account. The SIM card can be moved
to different devices.

SSID — Service Set IDentifier. The name assigned to a Wi-Fi network.

TCP/IP —Transmission Control Protocol/Internet Protocol. The set of communications protocols used
for the Internet and other similar networks.

TTY —TextTelephones (TTY), also known as Telecommunications Device for the Deaf (TDD), are used
by the deaf, hard—of—hearing, and individuals with speech impairments to communicate.

UDP — User Datagram Protocol (UDP) is a communications protocol that offers a limited amount
of service when messages are exchanged between computers in a network that uses the Internet
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Protocol (IP). UDPis an alternative to the Transmission Controll Protocol (TCP) and, together with IP, is
sometimes referred to as UDP/IP

USB — Universal Serial Bus. A connection type for computing device peripherals such as a printer,
mobile modem, etc. USB connectors may be used for data transfer or charging.

USB Port Types — The USB ports on computers and hubs have a rectangular Type A socket, and
peripheral devices have a cable with a Type A plug. Peripherals that do not have an attached cable
have a square Type B socket on the device and a separate cable with a Type A and Type B plug. Ports
and connectors are available in different sizes (for example, standard, mini, and micro).

VPN — Virtual Private Network. A secure private network that runs overthe publicInternet.
Commonly used to connect to an office network fromelsewhere.

Wi-Fi — Wireless Fidelity. Any system that uses the 802.11 standard developed and released in 1997 by
the IEEE.

Wi-Fi Client — A wireless device that connects to the Internet via Wi-Fi.

WPA/WPA2 — Wi-FiProtected Access. Asecurity protocolfor wireless802.11 networksfromthe Wi-Fi
Alliance.
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