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Package Contents

The package you have received 5hould contain the following
items:

Wirele55 LAN Repeater

one CD-R With Uber’5 Manual and Acrobat Reader 7.0
AC/DC Power Adapter

Detachable antenna with exten5ion cord

RJ-45 Ethernet cable

Quick In5tallation Guide

Microsoft, Windows are registered trademarks of Microsoft Corporation.

Other brand and product names may be registered trademarks or trademarks of their respective
holders.

FCC STATEMENT F@

The SkyZhone Repeater complies with the part 15 of the FCC rules. Operation is subject to the
following two conditions:

1. This device may not cause harmful interface
2. This device must accept any interface received, including interface that may cause undesired
operation.

These limits are designed to provide reasonable protection against harmful interface in a
residential installation. This equipment generates uses and can radiate radio frequency energy and, if
not installed and used according to the instructions, may cause harmful interface to radio communication.
However, there is no guarantee that interface will not occur in a particular installation. If this equipment
does cause harmful interference to radio or television reception, which is found by turning the
equipment off and on, the user is encouraged to try to correct the interference by one or more of
the following measures:

Reorient or relocate the receiving antenna

Increase the separation between the equipment or devices

Connect the equipment to an outlet other than the receiver’s

Consult a dealer or an expetienced radio/ TV technician for assistance

FCC Caution: Any change or modification to the product not expressly approved by WLAN
could void the user’s authority to operate the device.

FCC RF Radiation Exposure Statement: This equipment complies with FCC
radiation exposure limits set forth for an uncontrolled environment. This equipment
should be installed and operated with minimum distance 20cm between the radiator &
your body. This transmitter must not be co-located or operating in conjunction with
any other antenna or transmitter.




Installing Your SkyZhone Repeater

In this chapter, youll learn how to connect your SkyZhone Repeater

System Requirements

?  One or more PCs (desktop or notebook) with Ethernet interface
4 Broadband Internet access
4 Bthernet cables

4 Wireless interface (if planning to utilize wireless functions)

Installation Instructions
To connect the SkyZhone Repeater HARD WARE:

1. Make sure all equipments are turned off, including the SkyZhone Repeater and your PC(s)

2. Connect one or more client PCs to the LAN port (5). You can use Ethernet cable to
connect to the router and PC, or use WLAN card to do the same thing after power
on.

3. Install the antenna by either a) removing antenna from the magnetic base and
attaching to the SkyZhone Repeater directly; or b) installing the wall-mount kit and
attaching the antenna on it as shown below and connect the other end of the
extension cord to the SkyZhone Repeater
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Install wall-mount kit (optional) using provided tools.
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5. Connect the power adapter (5VDC, 2.5A) to the power jack on the router. Then,

plug the power cable into an outlet.

6. Turn on your PC(s). If this SkyZhone Repeater works correctly, you will notice
that the PWR LED is litt WLAN and LAN LEDs are flashing, till you power

down the AP. The DIAG will be lit several seconds and then turn dark.




Preparing Your Network

In this chapter, youll learn what should be done first before configuring your
SkyZhone Repeater

on your netwotk for TCP/IP networking. You also need to know certain information

B before you can configure your SkyZhone Repeater, you need to set up all the computers
from your ISP.

Configuring Windows for IP Networking

You need to configure each computer in your network for TCP/IP networking. If you plan to
use the DHCP feature (recommended), you should configure each computer to receive an IP
address automatically. See the procedure below for instructions.

If you don’t plan to use DHCP, you’ll need to manually assign an IP address to each computer.
Refer to your Windows documentation for instructions on how to do this.

To CONFIGURE WINDoWS To RECEIVE DYNAMIC IP ADRESSES:

1. Click Start, and then choose Setting5 -> Network and Dial-up Connection5 ->
[Name of your ISP connection].

A Status dialog box will appear:




2.

3.

Local Area Connection Status 1 i |

General |
— Connection
Status: Connected
Duration: 1 day 23:42:03
Speed: 100.0 Mbps
r— Activity
Sent =— @1 = Received
L
Packets: 8,609 I 33.055
Properties I Dizahle |

Cloze |

Click Propertieb.

A Properties dialog box will appear:
2

General | Sharing |

Connect uzsing:

I B& Intel B255%-based PCI Ethemet Adapter (10/100)

Components checked are used by this connection;
v @ Client far Microsaoft Metwark s

W 225 File and Printer Sharing for Microsoft Networks
k3 nteinet P [TCPAF)

Inztall... | Uninztall Froperties

— Diescription

Tranzmizzion Control Protocol/lnternat Protocal. The default
wide area network protocol that provides communication
across diverse interconnected networks.

[ Showicon in taskbar when connected

ak. | Cancel |

Click Internet Protocol (TCP/IP), and then click Propertie5.




A TCP/IP Properties dialog box will appeat:

Internet Protocol {TCP/IP) Properties 2]

General |

ou can get P settings assigned automatically if wour nefwork: supports
thiz capahbility. Othenmze, vou need ta azk your netwark: adrminizteator for
the appropriate [P zettings

{* Obtain an |P address automatically
" Use the following IP address:

|Fatddress |

Subret mask: I

[rerault gatewan I

% Obtain DMS server address automatically

™ Use the following DNS server addresses;

Freterred DS semen I

Sltemate DNE senErn I

Advanced... |
. I Cancel |

4. Click obtains an IP addre55 automatically and obtains DNS 5erver addre55
automatically.

5. Click oK. You may need to restart your computet.

Note

This procedure applies to Windows 2000 operating systems only. For Windows
95/98/ME, Windows NT, or Windows XP, consults your Windows documentation.




Functions

he SkyZhone Repeater comes with a web-based tool that you can use to set up and
customize the router settings. You can access this tool from any computer on your network.

Note

For best results, use Microsoft Internet Explorer version 5.5 or later.

TO OPEN THE WEB-BASED ADMIN TOOL:
1. Open a browser on your PC.

2. Type http://192.168.1.1/ in the Addre55 field:

; Wireless Bonter: Basic - Mictozaft Internet B

J Fle Edt View Favorites Took He

J‘-Backv|-’*|@|f§

| Address ]E hittp:{}192.168.1.1




Alogon page will appear:

ZHONE

Basic Ly WAN Sratus Fiiers Mowdimg  Wireless Soecurily  Flrmware

LOGIN

Enles e login iformalian

Houtar Lsernamss:
Router Password:

| Lengin |

3. Type in the Username and Password. The default values are both admin. If you login
as a user (uSer/uber), a read-only privilege will be granted.

The SkyZhone Repeater Admin Tool will appear.
Note

The web-based Admin Tool will log you out after a certain period of idle time. If
this happens, you will need to re-enter your username and password.




Basic

The Basic screen allows you to configure the basic operation of the

SkyZhone Repeater. The Basic screen is shown in the figure below.

ZHONE

LN AN SHalis FilLssrs M oarlinyg o JEL RS Securfdly Firfiware

BASIC
This page aliows you lo configure the basic operalion of the rouler,

[ R T T, 01 Jan 187D 00 1341 20600

Adminsetraror Misss|
Adisniviratod Peiaward;
Lhier Nass;

Unss Pripwerd:

Router Moda:
Firewall:

WANHTTF Pom:

Time Tane
WTP Servers;

Syslog IF Address

L#nP,
Qanneetlon Lagging!

[Costy | [(Cancel | [Pt Defndss | [ Resbuma |

Note

The graphics shown in this manual may differ slightly from your SkyZhone Repeater’s
screens.
The images that appear here are provided as examples only.

1. Admini5trator Name: The username used to login to the SkyZhone Repeater web page
as anadministrator.

2. Admini5trator Pa55word: The password used to login to the SkyZhone Repeater web
page as an administrator. Leave both fields blank to disable login authentication.

3. USer Name: The username used to login to the SkyZhone Repeater web page as a
user. User cannot perform any configuration modifications.

4. Uber Pa55word: The password used to login to the SkyZhone Repeater web page as a
user. Leave both fields blank to disable login authentication.




5. SkyZhone Repeater Mode: Select SkyZhone Repeater to enable the SkyZhone
Repeater related function; or Acce55 Point to act as AP only (No WAN interface/setvice,
NAT, Firewall, DHCP server. . .etc).

Note

If the SkyZhone Repeater is selected, the Universal Range Extension (URE) feature is
utilized as the Travel SkyZhone Repeater. In the other hand, select the Acce55 Point to
utilize the URE as the SkyZhone Repeater. Please see Wirele55 page for more description.

6. Firewall: Select to enable/disable the firewall function.

7. WAN HTTP Port: Enter the port number of the SkyZhone Repeater’s web page
when accessed from the WAN port. Leave blank to deny remote access.

8. Time Zone: Select the time zone where the SkyZhone Repeater is operated.

9. NTP Server: The SkyZhone Repeater can synchronize its internal dock with the N'TP
Server (Internet time server) based on the time zone configured above.

10.  Sy5log IP Addre55: The IP address of the Syslog server.
11.  UPnP: Select to enable/disable UPnP (Universal Plug-n-Play).

12.  Connection Logging: Select to enable/disable logging function of the SkyZhone
Repeater web page access.  Select Denied for failed login attempt only. Select
accepted for successful login only. Select both for both login attempts. All logged
record can be seen from the Statu5 page.

Click the Apply button to commit your settings.

Note

Clicking the Re5tore Default5 button restores the settings saved in the flash (Please
see Save to Flash in Firmware page). The SkyZhoneRepeaterwil return to factory default
settings if Save to FlaSh has not been executed before.
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LAN

The LAN screen allows you to configure the LAN interface of the SkyZhone Repeater

ZHONE

LAN WAN Status Filters Routing Wireless Security Firmware

LAN
This page allows you to configure the LAN of the router.

Configured Networks: Bl GRG0y Guest 551D Network
(LT ety s =Ll (10:03:C9:12:34:56 o

LAN Interface: o] LN_ON_EE
Protocol: at

IP Address: JREVRGERR |

Subnet Mask: JEETREA |

Default Gateway: JREZRIT R |

pHCP Server: (B G .
DHCP Starting IP Address: JREPRIL IR | [192 165 : |
DHCP Ending IP Address: [REERITRIREL. | [192 1682 1 |

DHCP Lease Time: ’W (—‘

1. IP Addre55: The IP Address of the LAN interface.

2. Subnet Ma5k: The subnet mask of the LAN interface.

3. Default Gateway: The default gateway of the LAN interface.

4. DHCP Setver: Select to enable/disable DHCP setver functionality of the LAN. If

you have already a DHCP Server in your network, or you don’t want a DHCP Server,
then please select the Di5abled radio button.

12



Note

If you change the LAN IP Address with the DHCP server running, you'll need
to restart your client machines. If you change the LAN IP Address without the
DHCP setver running, you’ll need to manually reconfigure your clients’ IP addresses.

DHCP Starting/Ending IP Addre55: Enter the IP pool for the DHCP setver. The
address you specify will be the first/last IP address that can be assigned.

Example

If you choose 192.168.1.51 as the starting address and 1921681.100 as the ending address, the

DHCP server will assign addresses to network clients that are between 192.168.1.51
and 192.168.1.100.

DHCP Leabe Time: Enter the valid time (in seconds) of the DHCP leases. The
default value is 86400, which equals to one day.

Active DHCP Leabe: List all the DCHP lease related information, including DHCP
client’s MAC address, obtained IP address and expiration time.

Spanning Tree Protocol: Select to enable/disable the use of the Ethernet 802.1d
Spanning Tree Protocol to eliminate bridging loops across the LAN interfaces.

13



WAN

The WWAN screen allows you to configure the Wireless WAN interface of the SkyZhone Repeater
Two types

of the WAN protocols are supported: Static and DHCP. (The Wireless WAN interface only takes
effect when you turn on the URE mode in the Wireless page.)

ZHONE

LAN WAN Filters Routing Wireless Security Firmware
WWAN

This page allows you to configure the Wireless VAN connections of the router.
You have to turn on the URE mode to make your Wireless WAN work.

Connection: [ Défa_uit_éonnecﬁ-on-_v-: Select

BRI | Default Connection
Protocol: [Ee-IRAl
Primary: QREEERES

1. Connection: Select the specified WAN connection to use. Before you can do this, at
least one WAN connection must be configured first. Click the New button to create
additional WAN connections. To delete a WAN connection, select the specified WAN

connection and then click the Delete button.
2. De5cription: Enter the description of the specified WAN connection.
3. Protocol: Select the desired WAN protocol or disable the WAN interface.

4. Primary: Only primary WAN connection is active. Other WAN connections will be
disabled.

DHCP

Select DHCP from the Protocol list. The WAN interface will obtain all the necessary
information, such as IP address, subnet mask and default gateway, from the DHCP server located
in the network.

Static
You need to enter all the data manually to make your SkyZhone Repeater work propetly.
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Host Hame: |

Domain Hame; |
MAC Address: REISUECEEee: SELTE S |
IP Address;

Subnet Mask:
Default Gateway:

DHS Servers:

WINS Servers:

Ho5t Name: Some ISPs require that a host name be provided when requesting an
IP address through DHCP Server. You may have to check with your ISP to see if
you’re broadband Internet service has been configured with a host name. In most

case, leaving the field blank will work.

Domain Name: Set the domain name to be provided to LAN clients who request
an IP address through DHCP Server. You may have to check with your ISP to see if
your broadband Internet service has been configured with a domain name. In most

case, leaving the field blank will work.

MAC Addre55: Show the WAN MAC address.

Waming

Please don’t change the default WAN MAC Address unless your ISP request you to
do this action.

IP Addre55: Set the IP address of the WAN interface.
Subnet Mabk: Set the IP mask of the WAN interface.
Default Gateway: Set the IP address of the default gateway on the WAN.

DNS Server5: The DNS (Domain Name System) is how the Intemet transhtes domain or
website names into Internet address or URLs. Your ISP will provide you with at
least one DNS Server IP address. If you wish to use another one, type that IP address
in one of these fields. You can type up to three DNS Server IP address here. The
SkyZhone Repeater will use these for quicker access to functioning DNS servers.
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8. WINS Server5: The Windows Internet Naming Service (WINS) manages each PC’s
interaction with the Internet. If you use a WINS Server, enter that server’s IP address
here. Otherwise, leave this blank.

16



Status

The Status screen is a read-only display that gives you information about your SkyZhone Repeater.
The data displayed may change depending on your current configuration.

The Status screen is shown in the figure below.

L HOMNE

LA VAN SEmtum Fil=rn ] Wiralaay Securiy  Firmware

ETATUS
This page displays misceianecus status mlomation

L Gyaton b Do REUTTEHREESEATH

Ao i | RaslimeShoe |

Thie 01 Jan 1670 D3040 0E00 TCR comnedian acosphed 1o 182 1881 1:80 from 1501891, 101:1808
T 01 dn ADT0 D00 0EID TEP corateatsin e phisd o 192 198 1.7 B0-froam 102 163 1 10 1507
Thie 041 Jan 1670 000190 -3B00 TSR cemedian aoosphed o182 188 1,1: 60 from 152183 11011511
T, @9 Jen 1070 030110 -3e0 0 UOP o rnetin @ood i 1o 192 -166.1.1:53 fiom 190, 1811011148
Thu, 21 Jon 1870 030110 -G8 TSP comn ectian accepied o 192 18001 1:60 from: 1821031, 700:1517
T @1 Jen 1670 D101 10 0800 TER and eadtesn Gooephied o 192 186 1.1 Bl from 102.188,1 10121547
Thu @1-Jan 1670 010410 3800 TOF comectian acoapted to 182 156 1.1: 560 from 782 10319011518
Thig 91 Jan 1970 D001 10 -0E00 LOP oo r by eood pleed 1o 192 188 1 35 136 bam 192 166 1.101: 138
Thu, 21 Jan 1970 D004 10 0800 TGP connectian accapled bo 1320198 1. 1:80 from. 182198 1 1091521
ThL, 97 Jen 1970 0070710 -0E0 TSP o e Rood plied o192 HEE 1. 1: B0 froin 182163, 1 1011523
Thu, 21.Jan 1870 020110 <180 TGP conneciian pccaplesd o 192 166, 1. 180 fpm 182103 11011020
This 07 dan 1070 03207110 <GB TEP conn ecihan @gosplied o 192186 1 1:80 from - 1021841 100537
Thu, 01 Jon 1870 0001; 10 3600 TSP connection accepled ho 182 166 1.1 B0 from 156218 11011528

The displayed data may include:

Sy5tem up Time: Showing the duration since the SkyZhone Repeater last power up.

Signal level: Showing the AP signal level which our Wireless WAN connects to. And the
“Real-time Show” button will open a popup window to update the signal level every
3 seconds.

/> Zhone Wifi Repeater: Statns - Windows Internet Exp___ r__“ ___ &|
£ | http:i192.168 1.1 g how asp v

|[ssip | RouterZhone

I-E.l‘l EL I-
[HEVEL]

L

Connection Log: Showing a log of recent connection attempted.
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Filters

Use the Filters screen to create and apply filters that can selectively allow traffic to pass in and out
of your network.

Waming

Overwriting the factory default filters may result in your network clients not being
able to access the Internet. When you define new filters, we recommend that you
choose an empty row.

The Filters screen is shown in the figure below.

LAN MAC Filter Mode: NIl RIed
LAN MAC Filters: ‘

1. LAN MAC Filter Mode: Select whether clients with the specified MAC address are
allowed or denied access to the SkyZhone Repeater.

2. LAN MAC Hiter>:  Filter packets from AN madnines with the specified MAC addresses.
Enter the MAC address in the format of XX:Xx:XXIXXIXX:XX.

After configuring filter mode and filtered MAC addresses, you must configure the conditions in the
table below.

Lkﬂ ﬂi"r" LAk P e it F i g Pratend i'\.'“"_"“-. Fiom To. Fram oy Eniadrbail
Filtwrs: FutRaHDi O [ L.l L.
TCP [ I Sundey  WLcunday el 1200 AM S 200 AM = O
TCP = L Surdey  meurdey (el 1200 M =1 1200 AW = O
TCP |w i Surday ek Sunday w1200 AW w1200 AN = [
TCF = ! [Burdeis ik Burday | 12.00 Ak = 12,00 AR = 01
TCP [w i SUMEY e SUndEy w1700 AW L1700 AN = O
TCP = H [[Burday  wlSundey | 1Z00AM w1700 AW »| O
TCP w I Sundey  eecunday )| 1200AM #1200 AM % O
TCP fl Sundany w - Sondey w | 1200 Ak el 1200 A W O
TCP [ i Sundey  elcunday w1200 Ak = 1200 AM = O
TCP & - | Surdey - Eurday - 12_.[-;!_-;‘4:1 #1200 AW 8 O

1. LAN Client Filter5: Filter packets from IP address destined to certain port ranges
during the specified time.
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Routing

Routing is the act of moving information across an Internet from a source to a destination. Along

the way, at least one intermediate node typically is encountered. Routing is often contrasted with
bridging, which might seem to accomplish precisely the same thing to the casual observer. The
primary difference between these two are bridging occurs at Layer 2 (the link layer) of the OSI
reference model, whereas routing occurs at Layer 3 (the network layer). This distinction provides
routing and bridging with different information to use in the process of moving information from
source to destination, so these two functions accomplish their tasks in different ways. The Routing
screen is shown in the figure below.

Port Forwards

Port forward, also called Virtual Server, forwards packets destined to ports in the first range to
the LAN machine with the specified IP address. You may optionally specify a second range. (The
range should not overlap the first range.)

P Farwarde: [[RESOEN '.l-_..-:l:\_-.... ;.--.:.--. TP ek I._'-l:_'.. T Inl-l.. Eriiied
TCF = I 2 .
TCF = H = O
TCF = ! - I O
TP = - = (|
TEF‘ w H = =]
TIZF = - = O
TOF = 1 5 O
TCP U = o
TCF = 1 5 O
TCP i - o

Application Specific Port Forwards

The function is used for special applications whose outbound ports differ from the inbound ports.
For this feature, the SkyZhone Repeater will watch outbound data for specific port numbers.
The SkyZhone Repeater will remember the IP address of the computer that sends a
transmission requesting data, so that when

the requested data returns through the SkyZhone Repeater, the data is pulled back to the proper
computer by

way of IP address and port mapping rules

Applicat-ar Sue s e Pors Farweds: R el o R L L L L
TCF = H TCF = L L O
TCF = 3 TCR # H o
TCF = i TCF L 8|
TCF = 1 TCP I L o
TCF = i TCF i 1 o
TR = t TR - I O
TCOF = 1 TCP & i i o
TCR = I TCF = L O
TCP = i TCF H a1
TR i TCP & i ! n]

DMZ IP Address

The DMZ feature allows one local user to be exposed to the Internet for use of a special-purpose
service such as Internet gaming or video conferencing. DMZ forwards all the ports at the same
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time to one PC. The Port Forwarding feature is more secure because it only opens the ports you
want to have opened, while DMZ hosting opens all the ports of one computer, exposing the
computer so the Internet can see it.

20



Wireless

The 2018R CPE uses a single physical wireless 802.11 interface to provide the virtual interfaces
which operate as both client station (ST'A) and access point (AP) simultaneously. The 2018R CPE
is an AP with its own basic service set (BSS) which is called Down5tream BSS in this document.
Also, it acts as a STA to another AP called Up5tream BSS. Depending on the SkyZhone
Repeater configuration, the 2018R CPE URE feature can be used as two main sub-features:
Travel SkyZhone Repeater and SkyZhone Repeater. In both cases, Upstream BSS and
Downstream BSS must use the same channel.

Travel SkyZhone Repeater

\ /
Upstream AP -.-".:
101001
% s
e
\
\
Upstream BSS h
| |
1 |
| !
-,‘1.\ -r_.'
\. ;
o S
Upstream STA:
I | 27T T L e A
Downstream AP; <
192.168.1.1 =
™
,
b
: b
|'l )
| 1
II |
Downstream BSS /
182.168.1.2 Downstream STA:
192.168.1.3

To enable the Travel SkyZhone Repeater, the SkyZhone Repeater Mode in Babic page must be
set to SkyZhone Repeater. The

2018R CPE will do NAT between Upstream BSS and Downstream BSS.
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SkyZhone Repeater

\ /
Upstream AP; —
101008
& e
-,
\
i .."I
f Upstream BSS !
| 1
[} |
/!
I"‘.‘x I_.'
\, ;
-"'-\. = i — —
Upstream STA, | WLE041Z
Dewnstream AP o

Downstream BSS

10.10.0.2

Downstream STA:
10.10.0.3

To enable the SkyZhone Repeater, the SkyZhone Repeater Mode in Babic page must be set to
Acce55 Point.

The 2018R CPE will do layer 2 bridging between the Upstream BSS and Downstream BSS. In
this case, both BSS remain in the same subnet. This is useful when extending range is needed but
the existing AP is not WIDS-capable device.

Other Configurations:
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Basic Settings:

SEatus Filters B nasiing Encwriy  Firmwares

WIRELES S
This page alows you o conlgure the Wireless mierfaces

TR et 210, C4.45 67 59 [ S|

TR | Rrfinah |

rutsmoee | M| 1 | mosmmases

wisnkaoindt | 11 | oE1% 2R 0n
oLk azsL A D 1 B0 EE D
raperizet | 1 BRANEDIN
temnmrtazt | E I | ORCHALIFFL
tkman B 4 | HOE M Bse
Router B 1 | HEEEEmAsE
Aftari - B O0A3ARTRET
hesert B R = dah e
Leo et | 11 | TR T AR T
LETEL I T DD 0 B
graderm [ | BEA0-1E e

L A BB Ol Lacad 5210 R epeaier Zhane ik S5l

Extendad B SE) Inlverpee phdiny lerhre Je B
ek Type [l S
Ap frolahon ge LS
et p il | UNTED STATES W et S

1. Wirele55 Interface: Shows the wireless interface SSID and MAC address.

2. Attached Wirele55 Network:  All available APs will be displayed here.  Click the
Refresh to refresh the list.

3. Network Name (SSID): When URE mode is OFF, the Local SSID field is the
downstream AP’s SSID and the Gue5t SSID field allows you to create a guest network
rather than the original local network. (After creating the guest network, you can
configure this network in the AN page. Usually, we may not use the guest network, and leave
this field as blank.) In this mode, the WL5041 will act as a pure AP. The SSID
must be identical for all devices in the wireless network. It is case- sensitive and
must not exceed 32 alphanumeric characters, which may be any keyboard character.

I YT e v Lo 50 v

When the URE mode is ON, the Network Name is ke the uper picure. The remote AP’s
SSID must be entered in the Remote SSID field (Upstream AP) and put your
downstream AP’s SSID in the LLocal SSID field.
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4. Extended MSSID Interoperability feature: This is a feature which can reduce the
interoperability problem when multiple SSID are used.

5. Network Type: When wireless clients survey the local area for wireless networks to
associate with, they will detect the SSID broadcast by the SkyZhone Repeater. To
broadcast the SkyZhone Repeater’s SSID, keep the default value Open. If you do not
want to broadeast the SkyZhone Repeater’s SSID, then select Closed.

6. AP I5olation: This is used to isolate wireless clients who connect to different APs.

7. Country: Restrict the channel set based on country requirements.

Advanced Settings:

Interface:
Band:
Channel:
S54g™ Mode:

S54g Protection:

Rate:
Basic Rate Set:
Multicast Rate:

Fragmentation Threshold:
RTS Threshold:

DTIM Interval:

Beacon Interval:
Preamble Type:

Max Associations Limit:

WME Support:

No-Acknowledgement:
APSD Support:

Enabled «
802.11g (24 GHz) ¥| Current 802.11g

11 "| Current: 11
54g Auto v

ALto »
-

Auto
Default w

:

;

Auto v

2348
2347

100
Long +
128

Off 1w

& [

1. Interface: Select to enable/disable the wireless interface.

2. Band: Select the wireless radio band to use.

3. Control Channel: Select the appropriate channel from the list provided to
correspond with your network settings; or select Auto to allow AP to decide. All
devices in your witeless netwotk must use the same channel in order to function correctly.

4. 54g Mode: Select the mode to Hg Auto for the widest compatibility. Select the mode
to 54g Performance for the fastest performance among 54¢g certified equipment. Set
the mode to 54g LIRS if you are experiencing difficulty with legacy

802.11b equipment.
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5. 54g powdion:  In Auto mode the SkyZhone Repeater will use RTS/CTS to improve
802.11g performance in mixed 802.11g/802.11b networks. Turn protection off to maximize
802.11g throughput under most conditions.

6. Rate: Select the transmitting rate in 11b/g network. The range is from 1 to 54Mbps.
The rate of data transmission should be set depending on the speed of your wireless
network. You can select from one transmission speed, or keep the default setting,
Auto, to have the SkyZhone Repeater automatically use the fastest possible data rate.

7. Babic Rate Set: Select the basic rate that wireless clients must support.
8. Multica5t Rate: Select the transmitting rate for the multicast/broadcast packets.

9. Fragmentation Thre5hold: This value should remain at its default setting of 2346.
The range is 256-2346 bytes. It specifies the maximum size for a packet before data is
fragmented into multiple packets. If you experience a high packet error rate, you may
slightly increase the Fragmentation. Setting the Fragmentation too low may result in
poor network performance. Only minor modifications of this value are
recommended.

10. RTS Thre5hold: This value should remain at its default setting of 2347. The range is
0-2347 bytes. Should you encounter inconsistent data flow, only minor modifications
are recommended. If a network packet is smaller than the preset RTS threshold size,
the RTS/CIS mechanism will not be enabled. The SkyZhone Repeater sends
Request to Send (RTS) frames to a particular receiving station and negotiates the
sending of a data frame. After receiving an RTS, the wireless station responds
with a Clear to Send (CTS) frame to acknowledge the right to begin transmission.

11. DTIM Interval: The default value is 3. This value, between 1 and 255 milliseconds,
indicates the interval of the Delivery Traffic Indication Message (DTIM). A DTIM
field is a countdown field informing clients of the next window for listening to broadcast
and multicast messages. When the SkyZhone Repeater has buffered broadcast
or multicast for associated clients, it sends the next DTIM with a DTIM Interval
value.

Its clients hear the beacons and awaken to receive the broadcast and multicast message.

12.  Beacon Interval: The default value is 100.  Enter a value between 1 and 65535
milliseconds The Beacon Interval value indicates the frequency interval of the beacon.
A beacon is a packet broadcast by the SkyZhone Repeater to synchronize the wireless
network.

13.  Preamble Type: Set whether short or long preambles are used. Short preambles
improve throughput but all clients in the wireless network must support this
capability if selected.

14. Max A55ociation5 Limit: Enter the client number which can associate to this AP.

15.  WME Support: Select to enable/disable WME.
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16.  No-Acknowledgment: Select off to save bandwidth; or select on to send out
acknowledgment.

17.  APSD: Select to enable/disable APSD (Automatic Power Save Delivery).

URE Settings:

Mode: ‘Access Foint v |
URE Mode: JISTHEIRA
1. Mode: Select Access Point to operate as a normal AP.

2. URE Mode: Select on to operate as the Travel SkyZhone Repeater or SkyZhone
Repeater

WDS Settings:

Wl Fe=r MAC Adoress Link Status

00-1a:2b:3344ab | up
|

| |
|

Bridge Restriction: Enabled e

Bridge Link Detection interval: Jff B

1. Bridge5: Enter the peer access point MAC addresses to form the
wireless distribution system (WDS).

2. Bridge Rebtriction: Select Dibabled to disable wireless bridge restriction.  Any
wireless bridge (including the ones listed in Bridge5) will be granted access. Select
Enabled to enable wireless bridge restriction. Only those bridges listed in Bridge5
will be granted access.

3. Bridge Link Detection Interval: Sets the Wireless bridge link detection interval in
seconds. Leave blank or set to zero to disable the detection.

MAC Restriction

The MAC Rebtriction is used to control wireless client devices access based on their MAC

addresses. You can choose to allow or deny the specific MAC addresses.
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MAC Restrict Mode: BEBEfle]=Ts B2

MAC Addresses:

1. MAC Rebtrict Mode: Select the clients with the specified MAC address are allowed

or denied wireless access.

2. MAC Adde55e5: To allow or denies wireless access for clients with the specified
MAC addresses. Leave all entries blank to allow access for any client

Authentication Status:
Authenticated Stations: ‘ MAC |Association| [WME |Power| APSD

Address | Time iAUTthZEdILinki Save |Default

0011F5E0.0482 000034 No | No | No | |

All STAs currently authenticated to this AP will be displayed here including the remote AP (if

URE is enabled and the connection is on).
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Security

The SkyZhone Repeater’s wireless security options include WEP, 802.1x, WPA, WPA-PSK
(Pre- Shared Key), WPA2, WPA2PSK. But only WEP, WPA-PSK and WPA2-PSK are available
when URE i enabled.

Note

You an use different security methods on the Downstream and Upstream
BSS. But you must configure their settings separately (select specified BSS from
the Wirele55 Interface and then configure its settings below).

WAAWAN(O0 1A 2B:00-00:04) v [ Select |

802.11 Authentication:
802.1X Authentication: [EEsts
WPA: BEEl= d
WIS (Disabled v |
WPA2: BEE== et

T VELTS Disabled v

WPA2 Preauthentication:

WEP Encryption: BEB[IEIsl=ls§8%

WPA Encryption:

RADIUS Server: |
RADIUS Port:
RADIUS Key: |

WPA passphrase: | Click her

Network Key 1:

Network Key 2:

|
|
Network Key 3: |
Network Key 4: |

Current Network Key:

[Apply ” Cancel J

@2001-2006 All rights resarved.
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WEP

WEP, short for Wired Equivalent Privacy, is a protocol for wireless LANs or local area networks.
This WEP is defined in the 802.11 Standard. WEP is designed so security levels are maintained at
the same level as the wired LAN. WEP's aim is to provide secutity by enctypting data over radio
waves. WEP protects data as it's transmitted from one end point to another. WEP is used at the
two lowest layers, the data link and physical layer. WEP is designed to make up for the inherent
security in wireless transmission as compared to wired transmission.

Use the following steps to configure WEP:

1. Select Network Authentication type from the 802.11 Authentication drop-down list.
(Shared is better than open)

2. Select Enabled from the WEP Encryption drop-down list.
3. Specify the encryption key from the Current Network Key drop-down list.

4. Enter the key into the Network Key field 1~4. (Enter 5 ASCII characters or 10
Hexadecimal digits for a 64-bit key. Enter 13 ASCII characters or 26 Hexadecimal
digits for a 64-bit key.)

5. Click the Apply button to apply settings.

802.1X

802.1X is the IEEE standard for access control for wireless and wired LANs, 802.1X provides a
means of authenticating and authorizing devices to attach to a LAN port. This standard defines
the Extensible Authentication Protocol (EAP), which uses a central authentication server to
authenticate each user on the network. A RADIUS server is required for authentication.

Use the following steps to configure 802.1X:

1. Select Network Authentication type from the 802.11 Authentication drop-down list.
(Shared is better than open)

2. Select Enabled from the 802.1X Authentication drop-down list.
3. Enter your RADIUS 5erver IP address, Port and Key.
4. Configure WEP Encryption (see above for detail).

5. Click the Apply button to apply settings.

WPA/WPA2

Wi-Fi Protected Access was designed to provide improved data encryption, perceived as
weak in WEP, and to provide user authentication, largely nonexistent in WEP.

To take full advantage of WPA, a RADIUS setver is needed in your network to authenticate users.
For most home or SOHO users, WPA-PSK is the easiest way to implement and provides adequate
protection for your wireless network.
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Use the following steps to configure WPA/WPA2:
1. Select open from the 802.11 Authentication drop-down list.
2. Select Enabled from the WPA/WPA2 drop-down list.

3. Select encryption method from the WPA Encryption drop-down list. Select TKIP
for WPA,; select AES or TKIP+AES for WPA2.

4.  Enter your RADIUS 5erver IP address, Port and Key.

5. Click the Apply button to apply settings.

WPA/WPA2-PSK
Use the following steps to configure WPA/WPA2:

1. Select open from the 802.11 Authentication drop-down list.
2. Select Enabled from the WPA/WPA2-PSK drop-down list.
3. Enter 8~63 ASCII characters in the WPA pa55phrabe filed.

4. Click the Apply button to apply settings.
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Firmware

The SkyZhone Repeater’s firmware version is shown here. And you can also perform firmware
upgtrade and configuration file save/restore in this page.

ZHONE

LAN WAN Status Filters Routing Wireless Security Firmware

FIRMWARE
This page allows you to upgrade the firmware.

ELTOERGET CIRNVTLTH CFE 3.131.35.4
(ERTETCT T Linux 3.131.35.4
Firmware Version: QIKHI

e ] e

[ Uplaad new Firmware ]

T poeanne | (B ]

| Upload saved NWRAM file |

 Sae comarnonto o | BTN

ER001-2006 Al ights reserved.

Upgrade Firmware
The following steps show you how to upgrade firmware form local PC:

1. Download the latest firmware image file from the vendor’s website and save it to
your PC’s hard drive. Make sure to write down the file location.

2. Type the filename and path location directly into the New Firmware field, or click
the Browbe... button to launch the Choobe file dialog box.
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3. Locate the saved firmware and click the open button.

4. Click the Upload New Fmware button. The SkyZhone Repeater will start firmware
upgrade process and reboot after completion.

Waming

Upgrading the firmware process takes several minutes. Do not power off the
SkyZhone Repeater while the firmware upgrade operation is in progress.

Save the Configuration File
All the configurations made to the SkyZhone Repeater can be saved as a text file. You can always
restore the configuration back if any unwanted modification has been made.

The following steps show you how to save the configuration file to the local PC:

1. Click the Save NVRAM to file button to launch the Save A5 dialog box.
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2. Browse to the specified folder and rename the file (optional).

3. Click the Save button to save the configuration file to the specified location.

Restore the Configuration File
Use the following steps to restore the saved configuration file:

1. Click the Brow5e...button in the Upload NVRAM file field to launch the Choobe
file dialog box.

2. Locate the saved file and click the open button.

3. Click the Upload Saved NVRAM file button. The SkyZhone Repeater will start
uploading configuration file process and reboot after completion.

Save the Configuration File to Flash

You can also save the configuration file to the SkyZhone Repeater’s flash instead of your local
PC hard drive. Just click the Save to Fla5h button and then the SkyZhone Repeater will save
the cutrent settings to its flash and reboot.
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Reset to Default

Reset to User Defined Default
This device has a reset button that can return to the original setting. You can
find this button in the rear panel of the device. The reset steps are shown as
below:

1. Power on the device and wait for booting completion.
2. Press the reset button for 8 ~ 10 seconds.
3. Release button.

4. The device will restart and return to its default settings.

You can also reset to user defined default settings from the SkyZhone Repeater
Admin Tool. Go to the Babic page and you’ll find the Re5tore Defaultd
button in the page bottom.

Reset to Factory Default
This device has a reset button that can return to the factory default setting. You
can find this button in the rear panel of the device. The reset steps are shown as
below:

1. Power on the device.
2. Press the reset button for 30 seconds.
3. Release button.

4. The device will restart and return to its factory default settings.
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