Mode

You can select IEEE 802.11b(B-Only), 802.11b
+(B-Plus) , 802.11g (G-Only)standard or B&G Mode
(If you choose this option the device will automatically
convert the suitable standard ).

Profile

Enter the profile name and click the Save
button to save your configuration, To open the
profiles you saved, select the profile from the
pull-down menu and then click the Load
button. To delete the profiles you saved, select
the profile from the pull-down menu and then
click the Delete button.

Tx Power Level

Transmit power level, includes Low Power,
Medium-Low Power, Medium Power,

Medium-High Power, High Power

Wireless LAN New Configumtinn L]

Thoedholds

Fragment ThevshoMt- [ Sheat [0
RIS Thascheld [a62E

Frramble

i Long Freamble
i Short Preamble

New Conmection  Advasced

ety himits

Long &

wE_ | e | |

Fragment Threshold

To fragment MSDU or MMPDU into small sizes of
frames for increasing the reliability of frame (The
maximum value of 4096 means no fragmentation is
needed) transmission. The performance will be
decreased as well, thus a noisy environment is
recommended.

RTS Threshold

This value should remain at its default setting of
4096. Should you encounter inconsistent data
flow, only minor modifications of this value are
recommended.

-210




Preamble

A preamble is a signal used in wireless environment
to synchronize the transmitting timing including
Synchronization and Start frame delimiter. (Note: If
you want to change the Preamble type into Long or
Short, please check the setting of AP.)

Retry limits

station.

You can set the number of retries if no
acknowledgement appears from the receiving

The Advanced tab displays the current status of the Wireless Network

Adapter.

& Wireless LAN Confignmtion Diility

Mun [ Advoced | ey | Smtises | About |
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AP Country NA
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5TA Reg Domain: |ETS

Ketwnck Information
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et Mask: 2552552550
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#0211 Aubeucation: [Open S
Configmiion Information
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Use the Privacy Tab to configure your WEP, CCX and WPA settings.
WEP (Wired Equivalent Privacy), CCX ( Cisco Compatible
Extension ) and WPA ( WiFi Protected Access) encryption can be used
to ensure the security of your wireless network.

If you left External Configuration unchecked in the Main tab (see page 18),
functions in the following figure will be enabled.
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& Wireless LAN Confignmtion Diility

Mun | Advezeed  Frivecy |mmmu| About |
Fervscy Mode Auleamatin Mude
Mone Confapus
[CEE  [snix
jccx Escryption method
[wea e ]
Lt} i

If you checked External Configuration in the Main tab (see page 18),

functions in the following figure will be disabled.

O Wireless LAN Confignmtion Diility

Muin | Advanesd !rjmy:lmmslnmur|
Frivay Mide

Privacy Mode Configure your NONE, WEP, CCX, 802.1x and
WPA settings :

NONE : No security defined.
WEP (Wired Equivalent Privacy) is a data
security mechanism based on a 40 Bit/128 Bit/256

Bit shared key algorithm. Press the Cofigure
button to change WEP configuration.

CCX ( Cisco Compatible Extension ) . It
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provides user-based, centralized authentication, as
well as per-user wired equivalent privacy (WEP)
session keys. Press the Configure button to change
CCX configuration.

The 802.1X Configuration window is used to
configure WEP, CCX and WPA security with
802.1X authentication.

WPA ( WiFi Protected Access ) encryption can be
used to ensure the security of your wireless
network.

WEP Configuration

% Wiseless LAN Confignrstion Mality

Main | Advanced Privecy | Swiics | About |
Perescy Made Autheabeabon Hode

Home _Configesn.._ |
802 1%

CCX Eacryption method

WEL e =

Rl e |

None :
WEP Configuration gl
Ke Bize

1 | 40t -
R 40bit
3 | 40bit -
ca [40bit > |

Authentication Kew Format

Cipen System - 9

i ARCII
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Encryption 1-4 To configure your WEP settings. WEP (Wired
Equivalent Privacy) encryption can be used to
ensure the security of your wireless network. Select
one Key and Key Size then fill in the appropriate
value/phrase in Encryption field. Note: You must
use the same Key and Encryption settings for the
both sides of the wireless network to connect

KEY1 ~KEY 4 : You can specify up to 4 different
keys to decrypt wireless data. Select the Default
key setting from the radio button.

Encryption : This setting is the configuration key
used in accessing the wireless network via WEP
encryption.

A key of 10 hexadecimal characters (0-9, A-F) or 5
characters (ASCII) is required if a 64-bit Key
Length was selected.

A key of 26 hexadecimal characters (0-9, A-F) or
13 characters (ASCII) is required if a 128-bit Key
Length was selected.

A key of 58 hexadecimal characters (0-9, A-F) or
29 characters (ASCII) is required if a 256-bit
Key Length was selected.

Key size 40 Bit, 128 Bit or 256 Bit.

802.1x Configuration

The 802.1X Configuration window is used to configure WEP, CCX and
WPA security with 802.1X authentication.

A2 1% Canfigaration 3]
Prnes

EAF-TLE
MELILA 72 over FEAP

Framvord
i =1
& we the following uoer nsme and pasmwand
Server Cortifale
o Vabhdale
Logaleme: |
Pasovucd. |
I Unmask

o | Cazcel
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Protocol

This panel enables you to select an authentication
protocol.

Password

This panel is available when EAP-TLS is not selected
(either MSCHAP V2 over PEAP is selected with WEP
or LEAP is selected for CCX). This panel enables you
to enter a login name and password or request that the
driver prompt for them when you connect to a
network.

Personal Certificate

This panel is available when EAP-TLS protocol is
selected and enables you to select a certificate for
authenticating the station.

User Name

Type in the user name assigned to the certificate.

Browse

Select a certificate by clicking Browse.

Server Certificate

You can select to enable or disable server certificate.

CCX Configuration
<™ Wireless LAN Configuration Utility =1 ]
Mar | Achoarced  Privacy | Statistes | Abo |
Pirvacy Mods Atboriaabon Mode
Hare [ o |
'WEP 021X
Encryphion mathod
WA
f |
3 Cancel Ak |

None : You may refer to page 25(WEP Configuration).
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802.1x :

A2 1X Configurstion 3]
] Prrwaal Corsticass
LEAF User Name: ™
Coridicas Not Found
| (Boen ]
Seever Coriicess
| 7 Validae
=
o] Cuantl |

EAP-TLS EAP-TLS is a mutual authentication method, which means
that both the client and the server prove their identities.

LEAP Network administers have been taking advantage of the simplified
user and security administration that LEAP provides.

Before the security authentication is started, you should
enter the user name and password or the authentication
process will fail.
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WPA settings

™ Wireless LAN Configuration Utility
Man | Advanced Privacy |5um:x| Abend |

P\mI1 Hode - Aulbenisoten Moo

H:ne
WEP
X

Curmerlly erdy sppont TRIP Ho sugper AES

Preshared Key :

PSK Configuration

Passphrase : Enter the key that you are sharing with the network for the
WLAN connection.

802.1x : You may refer to page 25(802.1x Configuration).
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BOZ.1X Configuration .4

Protocel Protsonal Certicate
User Hame: [ranse
Ceetificate Mot Found
3 e | ]

Seves Covticaln

P Vadee

e

-
[0k ]  cwed |

The Statistics Tab displays the available statistic information including
Receive packets, Transmit packets, Association reject packets,
Association timeout packets, Authentication reject packets,

Authentication timeout packets.

™ Wireless LAN Confignmtion iility
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Click on the About tab to view basic version information about the OS Version,

Utility Version, Driver Version, Firmware Version and EEPROM Version.

afignmtion Uility

Main | Advanesd | Perewcy | Swtses [hout ||

Copyiight (C) 2004, Wisless LAN Configussion Uility.

OF Venmon I Wudorws XP. Buakd 2600,

WA ] G048

Dever Vorar [ BO018 NDIES 1)
Wireless Fictirwary [ 1203
LA L

EEPROM Versicn: [ S10 110 Redio

.
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UNINSTALLATION

In case you need to uninstall the Utility and driver, please refer to below

steps. (As you uninstall the utility, the driver will be uninstalled as well.)

1. Go to Start - Programs > WLanUtility - Uninstall Wireless
LAN Utility.

‘_..7‘\'; writer

8 kernet _) My Documents
Tnternet Explorer -
@ o 5!‘1,’ Recent Documents »

Cutlook Express

©) My Pictures

Wl windows Catalog
M5 Explorer
& windows Update

@ windows Media Flaydl (@) Accessories
‘ 1) Games

L windows Movie Ma
1) startup

l@ Tour Windows XP

f wilanUtiity

& Internet Explorer Ry Wireless LA Ukilty

<) Flles and Settings Trd sl
wizard "W# MSN Explorer &
% [5) Cutlook Express
Paint .
“g N . Remate Assistance

& windows Media Player

AII LR B 33 windows Messenger

E\ Turm 0

2. Click OK to continue.

Confirm Uninstall

Do you wank to complstely remavs the selected application and all of its components?

3. Select Yes, I want to restart my computer now, and then click
Finish to complete the uninstalled procedure.
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InstallShield Wizard

InstallShield Wizard Complete

The Installshield Wizard has successfull installed Wiantiity.
Before you can use the program, you must restart pour

compuler.

% N Twant o resiert my comphier now)

" Mo, | will restart my computer later

Remove any disks from their drives, and then click Finish to

complete sehup.

Finish
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