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1. PREPARATION

1.1 Default settings

IP address 10.10.1.1

Subnet mask 255.255.255.0

Username (Null)

Password (Null)

Operation Mode Gateway

DHCP On

SSID Wireless 11n AP-xxxxxxx (last 8 characters of MAC address)
Channel Smart select

Security Off

1.2 Pre-required configuration
1. Connect your Wireless LAN card to our device. Right click the “Wireless Network Connection”
from the “Start” menu - “Control Panel” - “Network Connections” and select “Wireless 11n

AP -xxxxxxx” to connect. Your Wireless LAN card will be automatically assigned an IP address.
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2. Open Internet Explorer, enter 10.10.1.1, the main page as below
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2. OPERATION MODE

2.1 Introduction

The operation mode web page allows you to setup different modes to LAN and WLAN interface for NAT and
bridging function. It can be configured at 2 modes.
- Gateway

- WiFi Repeater

Operation Mode

Wom can setp different modes o LANM and WLAN intedace for MAT and bridging fonction,

Inu thiz mode, the device 15 supposed o conmest o intemet wia ADSLA ke
Modern. The MAT is enabled and PCs in foor LAN ports shae the same [P to
IEF through WAN port, The comnection type can be setup in WAN poge by
using DHCE client or static I[P,

) WiFi Repeater: Ino this mede, all ethemet ports ars boidzed oeether and the wirddess client will
conmect to IS ancess point, The MAT is enabled and POs in ethemet pods
share the samne TP to IST through wireless LAN, "o roust set the wireless to
client mode first and connect 1o the ISP AP in Site-Survey page, The
conmecton type can be setup in WAN page by vsing DHCF lient o static: [P,

® Gateway:

2.2 Gateway

In this mode, the device is supposed to connect to internet via ADSL/Cable Modem. The NAT is enabled and PCs in
LAN ports share the same IP to ISP through WAN port. The connection type can be setup in WAN page by using
PPPOE, DHCP client, PPTP client, L2TP client or static IP.

2.3 WiFi Repeater
In this mode, all Ethernet ports are bridged together and the wireless client will connect to ISP access point. The
NAT is enabled and PCs in Ethernet ports share the same IP to ISP through wireless LAN. You must set the wireless
to client mode first and connect to the ISP AP in Site-Survey page. The connection type can be setup in WAN page

by using PPPOE, DHCP client, PPTP client, L2TP client or static IP.



3.1 Basic Settings
This page is used to configure the parameters for wireless LAN clients that may connect to your Access Point. Here

you may change wireless encryption settings as well as wireless network parameters.

Wireless Basic Settings

This page s vsed to configuee the parroees for wireless LAM clients which may connect 0 your
Srress Polnt, Here vou may change wireless encryption settings as well a5 wirless network prrameters,

[] Disable Wireless LAN Interface

Band: 24 GHz B+G+H)
Mode: B
Network Type:

S51D: Wieless 11n AF

Channel Width: 0k Hz «

Control Sideband:

Channel Number: Lorto e

Broadcast S51D: Enabled  »

WHM:

Data Rate: Aoty e

Associated Clients - [ Shewr Active Clients ]

Enable Mac Clone (Single Ethernet Client)
Enable Universal Repeater Mode (Acting as AP and client simultaneouly)

SSID of Extended Interface: | Wirless 1ln AP-ext

| Apply Changes | [Reset|



3.1 Extended Function
When the device is in AP, it can extend Client mode which is able to connect to other wireless AP.
When the device is in Client mode, it can extend AP mode so that other station cards are able to connect to
extended-AP
3.1.1 AP + Extended Client
(1) If user would like to enable extended Client in AP mode, check “Enable Universal Repeater Mode (Acting as AP

and client simultaneously) and assign SSID that user would like to connect

Wireless Basic Settings

This page 15 vsed 1o configore the prmmeters for wireless LAM clients which may connect 40 sonr
Zrress Point, Here vom may change wireless encryption settings a5 well 25 wireless network prmeters,

[] Disable Wireless LAN Interface

Band: 2.4 GHz (B+GH) w
Mode #w
Network Type:

SS1ID: Wireless 11n AF

Channel Width: d0MHz

Control Sideband:

Channel Humber: Luty w

Broadcast SSID: Enahled

WHMM:

Data Rate: buto

Associated Clients: [ Show Active Clients ]

Enable Mac Clone (Single Ethernet Client)
Enable Universal Repeater Mode (Acting as AP and client simultaneculy)

SSID of Extended Interface: | " Uelss 1ln AP-ent

| Apply Changes | [Reset|



(2) User can select the desired AP from “Site Survey” WEB page, click “Select”, then click “Next”

Wireless Site Survey

This page provides ool 1o scan the wireless netwods, I any Access Point or IBSS 5 found, wou conld
choose o connect it mamally when client mode 15 enabled.,

Chipfip-test 05223 da T I:.B+C8;+:N:I 4P WEPALFEE 12 *

WEA-
Chip8lp dCrda.00:01 8752 BAG+) AP PSK;:-EEM 0 *

(3) You will be asked to configure security parameters

Wireless Site Survey

Thiz page provides ool to scam the wireless netwodk, I any Access Foint or IBSS 15 found, won oonld
choose to connect it ranually when client mode 13 enabled.

Encryption:

Authentication Mode: O Enderpeise (RADIUS) @ Pesonal (Pre-Shared Key)
WPA2 Cipher Suite: OTEFR @ AES

Pre-Shared Key Format: | Passphrase v

Pre-Shared Eey:

<=Back HCOnnE,Ct]




3.1.1 Client + Extended AP
If user would like to enable extended AP in Client mode, check “Enable Universal Repeater Mode (Acting as AP
and client simultaneously) and assign SSID
3.2 Advanced Settings
These settings are only for more technically advanced users who have a sufficient knowledge about wireless LAN.

These settings should not be changed unless you know what effect the changes will have on your Access Point.

Wireless Advanced Settings

These settings ame ondy for more echnically advanced vsers whe have a sufficient nowledze abont
wireless LAN, These setings shonld not be changed unless won know what effect the changes will have
on wour Access Point,

Fragment Threshold: 2246 (256-2346)

RTS Threshold: 2347 02347

Beacon Interval: 100 (20-1024 ms)
Preamble Type: ® Long Preamble O Shert Preamble
IAPP: & Enabled O Disabled
Protection: O Enabled @ Disabled
Aggregation: (¥ Erabled O Disakled

Short GI: ® Enakled O Disabled

WLAN Partition: O Enabled @ Disabled

STBC: O Enabled @ Disabled
20/40MHz Coexist: O Enabled @ Disabled

RF Output Power: ®1oe Omne Ose O O3

(ol Gz [ e |

3.3 Security
3.3.1 Security
This page allows you setup the wireless security. Turn on WEP or WPA by using Encryption Keys could prevent

any unauthorized access to your wireless network.
Wireless Security Setup

This page allews wom setop the wirless seondty, Tom on WEE or WEA by vsing Encrvption Eeys oonld prevent
any unantholzed access 0 vour wirsless netwol:,

Select SSID- | Root AF - Wireless 11n AP v [ Apply Changes ][Rﬁa]

Encryption: Disahle w

802.1x Authentication: ]



3.3.2 WEP

Wireless Security Setup

This page allows vou setp the wireless secwdty, Tum on WEP or WEA by vsing Encryption Eevs could prevent
any unanthorized access w0 your wirless network,

Select SSID- | Root AF - Wireless 11n AP v [ Apply Changes ][Rﬂm]

Encryption: WEF "

802.1x Authentication: ]

Authentication: O Open Systern © Shared Eey @ Auto
Eey Length: f-kit
Eey Format: Hex (10 characters)
Enc:ryptiou KE]Z oo bk
3.3.3 WPA-PSK

Wireless Security Setup

This page allows von setop the wieless secmdty, Tom on WEP o WEA by wsing Encryption Eevs conld present
any nnanthorized ancess 40 vour wireless netwodds,

Select SSID: | Root AP - Wireless 11n 4P v| [ ApplyChanges | [Reset]
Encryption: WEA v
Authentication Mode: O Enterprise (RADIUS) © Pesonal (Pre-Shared Eey)
WPA Cipher Suite: OTEF @ AFS
Pre-Shared Eey Format: Fassphraze “w

Pre-Shared Eey:



3.3.4 WPA + 802.1x

Wireless Security Setup

This page allows von setop the wireless secudty, Tom on WEP o WEA by using Enceyption Eevs conld prevent
any vnanthorized access to wour wireless network,

Select SSID: | Root 4P - Wieless 11n AP v| [ AwplyChangss | [Reset]
Encryption: WFA v
Authentication Mode: ® Enterprise (RADIUS) O Personal (Pre-Shared Key)
WPA Cipher Suite: OTEP @ AES

RADIUS Server IP Address:
RADIUS Server Port: 1812
RADIUS Server Password:

3.3.5 WPA2-PSK
Wireless Security Setup

Thiz page allews vom setup the wirsless secuxdty, Twm on WEF or WA by vsing Eneryption Eeys conld prevent
any wnanthorized access o wour Wirless netwok,

Select SSID- | oot AP - Wieless 11n AP v| | AprlyChanges | [Reset|
Encryption: Whad v
Authentication Mode: O Enterpuise (RADIUS) ® Personal (Pre-Shared Key)
WPA2 Cipher Suite: OTEP @ AES
Pre-Shared Key Format: | Passphrase v

Pre-Shared Eey:



3.3.6 WPA2 + 802.1x

Wireless Security Setup

This page allews yom setup the wireless security, Tom on WEF or WA by vsing Eneryption Eeys conld prevent
any wmanthorized access o vour Wireless networ,

Select SSID. | Root &P - Wireless 11n AF v| [ fpplyChangss | [Reset]
Encryption: WPAZ v
Authentication Mode: ® Enterpuise (RADIUS) O Personal (Pre-Shared Eey)
WPA2 Cipher Suite: OTEFR @ AES

RADIUS Server IP Address:
RADIUS Server Port: 1812
RADIUS Server Password:

3.3.7 WPA2-Mixed-PSK
Wireless Security Setup

Thiz page allews vom setup the Wirless secudty, Twm on WEFR ¢ WA by vsing Encryption Eews conld prevent
any unanthorized acress t0 vour wireless network,

Select SSID- | Foot &P - Wireless 11n AP v| [ ApplyChangss | [Resst]
Encxyption: WEA-Mined «
Authentication Mode: O Enterprise (RADTUS) @ Pesonal (Pre-Shared Eey)
WEA Cipher Suite: (OITEIP (& AFS
WPA2 Cipher Suite: OTEF @ aES
Pre-Shared Eey Format: Fazsphraze w

Pre-Shared Eey:



3.3.8 WPA-Mixed + 802.1x

Wireless Security Setup

Thiz page allews yom setup the wirless securdty, Tom on WEFP or WA by using Eneryption Eeys conld prevent
any umanthorized access o your wireless netwodk,

Select SSID- |Ro0tﬂP-Wireles311nﬂP v| [ Apply Changes ]’RESEt]

Encryption: WEA-Mined «

Authentication Mode: (%) Bnterprise (RADIUS) O Pesonal (Pre-Shared Eey)
WPA Cipher Suite: OTEP & AES
WPA?2 Cipher Suite: O TEP (® AES

RADIUS Server IP Address: |
RADIUS Server Port: 1812

RADIUS Server Password:

3.4 Access Control
If you choose 'Allowed Listed', only those clients whose wireless MAC addresses are in the access control list will
be able to connect to your Access Point. When 'Deny Listed' is selected, these wireless clients on the list will not

be able to connect the Access Point.

Wireless Access Control

I wom choose "Allowed Listed, only those clients whose wireless MAC addresses are in the access
comtrol list will be ahle to conmect t0 your Acress Point, When Deny Listed' 13 selected, these wireless
clients on the list will not be able to connect the Access Point,

Wireless Access Control Mode:

MAC Address: | | Comment: |

(oG] (R4

Current Access Control List:

.~ MACAddess  Commeat  Select



3.5 WDS Settings
Wireless Distribution System uses wireless media to communicate with other APs, like the Ethernet does. To do
this, you must set these APs in the same channel and set MAC address of other APs which you want to

communicate with in the table and then enable the WDS.

WDS Settings

Wireless Disteibotion Swstern nses wirsless media 1o comroomicate with other AFs, like the Ethemet
deoes, To do this, won st set these APs in the same channe] and set MAC address of other £ which
won Want 0 cornrounicate With in the table and then enakle the WIS,

Enable WDS

MAC Address:
Data Rate:
Comment-

Current WDE AP List:

3.6 WPS
This page allows you to change the setting for WPS (Wi-Fi Protected Setup). Using this feature could let your
wireless client automatically synchronize its setting and connect to the Access Point in a minute without any

hassle.

Wi-Fi Protected Setup

This page allows vom to change the seting for WES (Wi-Fi Protected Setop), Using this festme could 16t
wonr Wireless client avtornically synoronize its setting and conmect to the Access Point in 8 minute withoot
any hassle,

[] Disable WPS
| Apply Changes | | Reset |

WPS Status: Configured.* UnConfigoed
Self-PIN Number- SORSAM2
Push Button Confignration: Start FBC

Client PIN Number:



3.7 Wireless Schedule
This page allows you setup the wireless schedule rule. Please do not forget to configure system time before

enable this feature.

Wireless Schedule

This page allows wou setp the wireless schedule mle, Flease do not forget o configme systemn time befiore enable this featoe,

[l Enable Wireless Schedule
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4.1 LAN Interface
This page is used to configure the parameters for local area network which connects to the LAN port of your

Access Point. Here you may change the setting for IP addresses, subnet mask, DHCP, etc...

LAN Interface Setup

This page 15 vsed 0 confizme the pammeters for local s network which conmects o the LA poot of
your Acress Point, Here wou may change the seting for [P addeesss, subnet mask, DHCE, et

IP Address: 10,1011

Subnet Mask: 2552552550

Defanlt Gateway:

DHCP: Server  w

DHCP Client Range: 10,101,100 = | 10.10.1.200 Show Client
DHCP Lease Time: 480 |1 - 10080 sminutes)

Siatic DHCP- [ Set Static DHCP ]

Domain Hame: WiF-&AF

802.1d Spanning Tree: Dizahled s
Clone MAC Address: OOO000000000

(ol Gz (Fee]




4.2 WAN Interface
This page is used to configure the parameters for Internet network which connects to the WAN port of your
Access Point. Here you may change the access method to static IP, DHCP, PPPoE, PPTP, USB3G or L2TP by click the

item value of WAN Access type.

WAN Interface Setup

This page is used to confizure the pacarnetes for Intemet netwrork which connects 4o the W AN port of vonr Access
Point, Here wou may change the access method to static [P, DHCE, FEPGE, FETE, USB3G o L2TE by click the
ltern valve of WAN Access type

WAN Access Type: TISB3G v

User Name:

Pazsword:

FIN:

APN: Intermet

Dial Humber: ot

Connection Type: Comtlnmons -

MTU Size: 1490 (1420-1490 bytes)

) Attain DNS Automatically
© Set DNS Manually

DNS 1:

DNS 2:

DNS 3:

Clone MAC Address: 000000000000

Enable oPNP

Enable IGMP Proxy

Enable Ping Access on WAN

Enable Web Server Access on WAN

Enable IPsec pass through on VPN connection
Enable PPTP pass throngh on YPN connection
Enable I2TF pass through on VPN connection
Enable IPv6 pass through on VPN connection

OHEEDOORO

(oG ) [




5. FIREWALL
5.1 Port Filtering
Entries in this table are used to restrict certain types of data packets from your local network to Internet through

the Gateway. Use of such filters can be helpful in securing or restricting your local network.

Port Filtering

Entries in this tahle s used to resteict certain types of data packets from vour local netwods 1o Intemet
through the Gateway, Use of such filters can be helpfal in secdng or westricting yonr local netwod,

[] Enable Port Filtering

Fort Range: I:I— I:I Frotocol: Comment:

(PO ][R

Current Filter Table:

~ PortRamge  Prowcol  Commemt  Select

5.2 IP Filtering
Entries in this table are used to restrict certain types of data packets from your local network to Internet through

the Gateway. Use of such filters can be helpful in securing or restricting your local network.

IP Filtering

Entries in this tahle ame vsed o st certain tvpes of data packets from your locs] netwods 10 Intemet
thremgh the Gateway, Uie of such filiers can be helpful in securing or mestricting sour local netwod,

[| Enable IP Filtering

Loal IF Address: I:I Protocol: Comment:

[P e ] (R

Current Filter Table:

~ Local IP Address  Protocdl  Comment  Select



5.3 MAC Filtering
Entries in this table are used to restrict certain types of data packets from your local network to Internet through

the Gateway. Use of such filters can be helpful in securing or restricting your local network.

MAC Filtering

Entries in this table are vsed o estlct cerain types of data packets from your local netwods 0 Intemet
thromgh the Gateweay, Use of such filters can be helpful in secmring or restricting wour local netwaod,

[] Enable MAC Filtering

MAC Address: | | Comment: |

[P ] [Fe)

Current Filter Table:

.~ MACAddess  Commeat = Select

5.4 Port Forwarding
Entries in this table allow you to automatically redirect common network services to a specific machine behind
the NAT firewall. These settings are only necessary if you wish to host some sort of server like a web server or

mail server on the private local network behind your Gateway's NAT firewall.

Port Forwarding

Entries in this table allow wom to antornatically medirect cornrmon network services 0 a spectfic machine behind the
MAT firegall, These settings are only necessacy i vom wish 10 host somme soct of server ke a web secver or maill
servier on the private local netwods behind vour Gateweasr's MAT firewall,

[] Enable Port Forwarding

P Addess:| | Protocol: PortRange:  -| |Commemt| |

(PO ][R

Current Port Forwarding Table:

- Local IP Address  Protocol ~ PortRange  Comment  Select



5.4 URL Filtering

URL filter is used to deny LAN users from accessing the internet. Block those URLs which contain keywords listed

below.

URL Filtering

TEL filter is vsed to deny LAN vsers from accessing the intemet, Block those URLs which contain
kesrwcrds listed below,

[ Enable URL Filtering

URLHﬂd:ess:|

(PO ][R

Current Filter Table:

5.5 DMZ

A Demilitarized Zone is used to provide Internet services without sacrificing unauthorized access to its local

private network. Typically, the DMZ host contains devices accessible to Internet traffic, such as Web (HTTP)

servers, FTP servers, SMTP (e-mail) servers and DNS servers.

DMZ

& Demnilitarized Zone 15 vsed o provide Intemet services withont sacdficing wnanthorized access to lts
lowca] peivate netwond, Typically, the DME host contiing devices ancessible o Intemet traffie, such as
Web (HTTF ) servers, FTF servers, SMTE (e-roail) serves and DMS servers,

[] Enable DMZ

DMZ Host IP Address: | |

(o Chae ] (R




5.6 VLAN Settings
Entries in below table are used to configure VLAN settings. VLANs are created to provide the segmentation
services traditionally provided by routers. VLANs address issues such as scalability, security, and network

management.

VLAN Settings

Entries in below tahle ame vsed 10 confiz vlan settings, VEANS ae created to provide the segmentation services
traditionally provided by routers, VEANS address ssues such a5 scalability, secarity, and network management,

[] Enable VLAN




6. MANAGEMENT
6.1 Status

This page shows the current status and some basic settings of the device.

Access Point Status

Thiz page shows the corent stas and some basic setings of the device,

(%]
| E

Uptime OcazrOh: 3mn:1 P
Firmware ¥ersion vid

Build Time Mom Max 21 192:23:14 CET 2011
Mode AP

Band 24 GHz (B+G+M)
S&5ID ETE 1ln AP
Channel Humber 11

Encryption Diisakled

BSSID (0= 0 P} e
Associated Clients 1

Attain IP Protocol ISE3G Removed
IP Address QU0

Subnet Mask QU0

Defanlt Gateway QU0

MAC Address

SERVER

This page shows the packet counters for transmission and reception regarding to wireless and Ethernet networks.

Statistics

6.2 Statistics

Thiz page shews the packet covmters for tnsmnission and weeption esrding o wireless and Ethemet

netarorls,
] San Fandete 572
Wireless LAN _
Fecerved Fackere 2371
e Backere i
Ethermnet WAN -
Fecerver Fadmre 0

Befiresh



6.3 DDNS
Dynamic DNS is a service, that provides you with a valid, unchanging, internet domain name (an URL) to go with

that (possibly every changing) IP-address.

Dynamic DNS Setting

Diynarnic DS is 4 service, that peovides won with 2 valid, vnchanging, intemet domnain name (an TTREL)
0 g0 with that (possibly everchanging) [P-addess,

[] Enable DDNS
Service Prowider -
Domain Hame -
User Name/Email:
Password/Eey-

Moz
For T200, your can Save a 30 days froe treal Sere or manage your TZ0 accoami o condrod pane!
For DnDNE, wour can create yomr Dyp NS account Sere

(ot i ][R

6.4 Time Zone Setting

You can maintain the system time by synchronizing with a public time server over the Internet.

Time Zone Setting

om, can roaintiin the systern tire by syncheonizing with a poblic timne secver over the Infemet,

Current Time - Yr 2011 Mon 3 Da}r 21 Hr 19 Mo a0 Sec 11
[ Copy Computer Time
Time Zone Select : (M TR0 Taipel w

[] Enable NTP client npdate
Auntomatically Adjust Daylight Saving
NTP server : ®

O (Mammal [ Setting)

(i | [Fee) (Fein]




6.5 Denial of Service
A "denial-of-service" (DoS) attack is characterized by an explicit attempt by hackers to prevent legitimate users of

a service from using that service.

Denial of Service

A "dendal-of-service” (Dol attack 15 characterized by an explictt ateropt by hackers o prevent lesiimate nsers of a
servive from vsing that service,

[ Enable DoS Prevention

Whole System Flood: SYN Packets/Second
Whole System Flood: FIN Packets/Second
Whole System Flood: UDP Packets/Second
Whole System Flood: [CMP Packets/Second
Per-Source IP Flood: SYN Packets/Second
Per-Source IP Flood: FIN Packets/Second
Per-Source IP Flood: UDP Packets/Second
Per-Source IP Flood: ICMP Packets/Second
TCP/UDP PortScan Sensitivity
ICMP Smurf
IP Land
IP Spoof
IP TearDrop
PingOfDeath
TCP Scan
TCP SynWithData
UDP Bomb
UDP EchoChargen

[ Selert ALL ] [ Clear ALL ]
Enable Source IP Blocking Block time (sec)

| Arply Changes |




6.5 System Log
This page can be used to set remote log server and show the system log.

System Log

This page can be vsed 10 36t emote 1oz server and show the system log,

[] Enable Log

system all wireless

Enable Remote Log Log Server IP Address:
| Apply Changes |

[REﬂ'ESh] [Clear]

DoS



6.5 Upgrade Firmware
This page allows you upgrade the Access Point firmware to new version. Please note, do not power off the device

during the upload because it may crash the system.

Upgrade Firmware

This page allows wom npemde the Access Point fionware t0 new version, Please note, do not povwer off
the device during the upload becanse it may cmsh the systemn,

Fimware Version: v2d

Zelect File:

6.5 Save/Reload Settings

This page allows you save current settings to a file or reload the settings from the file which was saved previously.

Besides, you could reset the current configuration to factory default.
Save/Reload Settings

Thiz page allows wom save current setings w0 a file or wload the settings from the file which was saved
previously, Besides, wou oould meset the conent configostion o factory default,

Save Settings to File: e,
Load Settings from File:

Reset Settings to Default:

6.5 Password

This page is used to set the account to access the web server of Access Point. Empty user name and password will

disable the protection.

Password Setup

This page 15 used o set the aocount 1o acress the web server of Access Point, Ernpty vser naroe and
password will dizahle the protection,

ser Name:
New Password:

Confirmed Password:

(o Gnee ) ([P |




§15.105 Information to the user.

For a Class B digital device or pe-
ripheral, the inatructions farnighed the
uger ghall include the following or
gimilar statement, placed in a promi-
nent location in the text of the man-
nal:

Federal Communication Commission interference statement

This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to
part 15 of the FCC rules. These limits are designed to provide reasonable protection against harmful
interference in a residential installation. This equipment generates, uses and can radiate radio frequency
energy and, if not installed and used in accordance with the instructions, may cause harmful interference to
radio communications. However, there is no guarantee that interference will not occur in a particular
installation. If this equipment does cause harmful interference to radio or television reception, which can be
determined by turning the equipment off and on, the user is encouraged to try to correct the interference by
one or more of the following measures: -Reorient or relocate the receiving antenna. -Increase the separation
between the equipment and receiver. -Connect the equipment into an outlet on a circuit different from that to

which the receiver is connected. -Consult the dealer or an experienced radio/TV technician for help.

H£15.19 Labelling reguirements.

(A Im addition to thhe reqgquirerments in
Dart @ of this chapter, a devices subxjaesct
to certification. or verification shall be
labaellaed as follows:

(1l FRecaelvelrs assocliated withh thhe op-—
eraticon of a licensed radio servioe, e o,
EFN bbroadoeoastc onder partc 732 of this
chapter. land molxile operation wander
Partc 90, etc.,. =#=hall bear Che followilg
staterment in a conspicuons locatiomn on
the dewvioce:

This device complles with part 15 of the
D Fuale=s, Operation is suabject to the condi-

Cion that thie device does ot caase haarmial
Interfersrnce.

(2 A stand-alone calle inpuat selaeactor
switbch. shhall bear Che following state-
mment inm a conspicuons location omn the
Aewice:

Thi=s dewvioce 18 verified bo cormplys with parc
15 of the PO FHules forr nase with cabhle cele-—
wisiorn saervice.,

(3 Al1l obther device=s =2hall bear the
following =staterment In & consplocilons
location on the dewvice:

FCC Caution:

This device complies with Part 15 of the FCC Rules. Operation is subject to the following two conditions:
(1) this device may not cause harmful interference and

(2) this device must accept any interference received, including interference that may cause undesired

operation

RF Exposure Warning
The equipment complies with RF exposure limits set forth for an uncontrolled environment. The antenna(s)
used for this transmitter must not be co-located or operating in conjunction with any other antenna or

transmitter.



§15.21 Information to user.

The mus=ers manual or instruction
manual for an intentional or uninten-
tional radiator shall caution the user
that changes or modifications not ex-
pressly approved by the party respon-
gible for compliance could wvoid the
nser's anthority to operate the eguip-
ment. In cazes where the manual ia
provided only in a form other than
paper, anch as on a computer disk or
over the Internet, the information re-
quired by thiz section may be included
in the manual in that alternative form.,

You are cautioned that changes or modifications not expressly approved by the party responsible for

compliance could void your authority to operate the equipment.

FC RF Radlatlon Exposure State
& ransrﬂl ter must not e co ated or operating in conjunction

ith any. other anten or
2 'Hlus e mﬂ P %s Wllii F(F radlatlc%n exBosure I|m|tﬁ. sdet forth for
an un olle envwonme |s e UIP e f°‘ Re installe %perg e
with a mlnlmum distance of 20 centimeters between the radiator an ur body.



