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FCC Certifications @
Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide
reasonable protection against harmful interference in a residential installation. This
equipment generates, uses and can radiate radio frequency energy and, if not installed and
used in accordance with the instructions, may cause harmful interference to radio
communications. However, there is no guarantee that interference will not occur in a
particular installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and on, the user
is encouraged to try to correct the interference by one of the following measures:

-Reorient or relocate the receiving antenna.

-Increase the separation between the equipment and receiver.

-Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

-Consult the dealer or an experienced radio/TV technician for help.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following
two conditions: (1) This device may not cause harmful interference, and (2) this device
must accept any interference received, including interference that may cause undesired
operation.

FCC Caution: Any changes or modifications not expressly approved by the party
responsible for compliance could void the user's authority to operate this equipment.

IMPORTANT NOTE:
FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled
environment. End users must follow the specific operating instructions for satisfying RF
exposure compliance. To maintain compliance with FCC RF exposure compliance
requirements, please follow operation instruction as documented in this manual.

This transmitter must not be co-located or operating in conjunction with any other antenna
or transmitter.

IEEE 802.11b/g or 802.11n operation of this product in the U.S.A. is firmware-limited to
channels 1 through 11.



CE Mark Warning c E ®

This equipment complies with the requirements relating to electromagnetic compatibility,
EN 55022 Class B for ITE, the essential protection requirement of Council Directive
89/336/EEC on the approximation of the laws of the Member States relating to
electromagnetic compatibility.

Company has an on-going policy of upgrading its products and it may be possible that
information in this document is not up-to-date. Please check with your local distributors for
the latest information. No part of this document can be copied or reproduced in any form
without written consent from the company.

Trademarks:
All trade names and trademarks are the properties of their respective companies.
Copyright © 2007, All Rights Reserved.
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Thank you for purchasing this product. Read this chapter to know about your
IEEE 802.11n Wireless USB Adapter.

Unpacking Information

Before getting started, please verify that your package includes the following items:

1. IEEE 802.11n Wireless USB Adapter
2. One Utility/ Manual CD

Introduction to the IEEE 802.11n Wireless USB Adapter

The IEEE 802.11n Wireless USB adapter provides users to launch IEEE 802.11n wireless network
at 150/300 Mbps in the 2.4GHz band, which is also compatible with IEEE 802.11b/g wireless
devices at 11/54 Mbps. You can configure this adapter with Ad-hoc mode to connect to other
2.4GHz wireless computers, or with Infrastructure mode to connect to a wireless AP or router for
accessing to Internet. This adapter includes a convenient Utility for scanning available networks
and saving preferred networks that users usually connected with. Security encryption can also be
configured by this utility.

Internet

S0

N / Wireless Router/ Access Point

USB/PCI Wireless Adapter USB/CardBus ‘Wreless Adapter



Key Features

« Complies with IEEE 802.11n/b/g wireless « Supports wireless data encryption with
standard 64/128-bit WEP, WPA, WPA2

e 2.4GHz Frequency band, MIMO 1T2R e Supports QoS: WMM, WMM-PS

« Complies with Universal Serial Bus Rev. 1.1 and -+ Supports Multiple BSSID
2.0 specifications

« High speed transfer TX rate up to 150 Mbps e Supports driver for Windows 2000, XP 32/64,
« High speed transfer RX rate up to 300 Mbps z/i%ta?’ x?f(/)Gilx) Linux (2.4.x/2.6.x), and Mac

« Supports auto-installation

Installation Guide

Software Installation

Note:
e For Linux or Mac driver installation guide, please refer to the instruction in
/Driver/Linux/README or /Driver/Mac/README in the CD-Rom.

¢ The following driver installation guide uses Windows XP as the presumed operation system. The

procedures and screens in Windows 2000 and Vista are familiar with Windows XP.
1. Insert this product to your computer. The system finds the newly installed device

automatically. Click Cancel to close this window.

Found Mew Hardware Wizard

Welcome to the Found New
Hardware Wizard

Thiz wizard helpz you install zoftware faor:

80211 n'wLAN

:;':] If your hardware came with an installation CD
or floppy disk. insert it now.

Wwhat da you want the wizard ta do’?

() Install the software automatically (Fecommended)
() Install from a list or specific location [Advanced)

Click. Hest to continue.

[ Mexst = ][ I:anu:elL\\‘J

2. Insertthe CD-Rom that came with this product to your CD-Rom drive. The menu window pops
up automatically. Please click the Driver button of this product.
Note: If the CD-Rom fails to auto-run, please click on My Computer > your CD-Rom drive
> (folder of this product) > Driver then double-click the Setup icon to start this menu.
5



3. Select if you are going to configure your wireless network with this device or with Microsoft

Zero Configuration tool.
Note: This can be changed after installing this software.

802.11n USB Wireless LAN - InstallShield Wizard

Setup Type

InetalfShid | cgerk J| mews | | conesl |

4. Select to optimize this adapter in WiFi mode or performance mode.

Note: The performance mode is only available while connecting to a TX Burst supported AP.

Users that uses the AP without TX Burst please select WiFi mode (standard mode).

802.11n USB Wireless LAN - InstallShield Wizard

Setup Type
. p type that b

InstailSfield <Back || Mew> | Cancel wft_




5. Click the Install button to start installing.

802.11n USB Wireless LAN - InstallShield Wizard

Ready to Install the Program

IrestaaffStiteld . ishan H

Cancel . r

6. Click the Finish button to complete installation.

802.11n USB Wireless LAN - InstallShield Wizard

InzstallShield Wizard Complete

]

Ista St Carice| r




Management Guide

Read this chapter to understand the management interface of the device and

how to manage the device.

Making a Basic Network Connection

Select a configuration tool

In the following instruction for making a network connection, we use the Utility we provide to

configure your wireless network settings.

Note: You could use either the software we provide or Microsoft Zero Configuration tool to
configure this adapter. To switch between the two configuration tools, please right click on the

icon on system tray to select.

Launch Config Ukilities

IHse Zero Configuration as Configuration wkility
Swikch ko AP Mode
Exik

To connect with Microsoft Zero Configuration tool

After specifying the Microsoft Zero Configuration tool to configure your wireless network, right

click on the ﬂ icon on system tray. Select View Available Wireless Networks to specify your
wireless network.

Change Windows Firewall setkings

Cpen Metwark Conneckions

Repair

¥Yiew Available Wireless Networks _




The tool shows the available wireless networks. Select your demanding network to connect with.
To connect to a wireless network with more security settings, please click Change advanced

settings to be compatible with your wireless network security settings.

1 = = |
“i" Wireless Network Connection |£|
RN s i Choose a wireless network
ﬁ Refresh network list Click. an item in the lisk below o connect to a wireless netwark in range or ko get mare
information,
<2 Set up a wirsless netwark (@) AP1 Connected ﬁ il
far & home or small office i [
Unsecured wireless network IIII! i= |
I
Related Tasks (!i}} 242 =
».,i Learn about wireless i Seruricy-enabled wireless network (WPA) II["][I
nebworking 202
()
¢ Change the order of !
preferred netiworks Unsecured wireless netivork IIII
"gﬁ Change advanced (l: };l nl
setkings
i Seruricy-enabled wireless network (WPA) IIII[I
219
ﬂi”
i’ Seruricy-enabled wireless network (WPA) IIII!
ﬂiﬂ Baron_PC_AP4
' security-enabled wireless netwarlk II["][I =
Conneck




To connect with 802.11n Wireless LAN Utility

We provide this Utility for users to connect to a wireless network easily. It provides more
information and configuration for this adapter. As default, the Utility is started automatically upon
starting your computer and connects to a connectable wireless network with best signal strength.
Right click on the H icon and select Launch Config utilities if the Utility does not start.

Please refer to the following chapters to get information regarding to the functions of this Utility.

21 802.11n USH Wireless LAN Utility

imrmn—

e #

,&dvnced

o -

Fadio OnfOff

2D

Profile Meatwork Statistics WA, RS About
Sorted by == 2 S5l @ Channel @ Siznal [ Show dBm
AP List >
ap-ush s bE] 5%
Encore-1n-Router @6 @ A B
51-11n-4P be BART o=
test? @6 g % 1
1n-Router s [l |

Rescan Connect #dd to Profile

Status == Wireless-11n-Router <--= 00-03-54-4E-25-F0

ExtraInfo == Link iz Up [TxPower: 100%]
Channel =» 1 <--» 2412 MHz; central channel © 3
#uthentication == Unknown
Encryption == Mane
Metwork Type == Infrastructure
IP Address == 192,168,1.101
Sub hhask =» Z55,255,256.0
Default Gateway == 192, 168.1.1
HT

BW == 40 SMRO == 22

Gl == long MCS == 1R SMRA == nfa

Nnise S.trength =

Transmit
Link Speed == 270.0 Mbps
Throughput == 0,192 Kbps

Receive
Link Speed => 1.0 Mbps
Throughput == 20,016 Kbps

= .-a__ﬂn_- =)
= Zak%
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Introduction to the 802.11n Wireless LAN Utility

Note: The Utility in Windows Vista, Linux and Mac are different from the following.

e For instructions on using the Utility included in Windows Vista please refer to the instruction in
Appendix.

e For instructions on using the Utility included in Linux please refer to the instruction in
/Driver/Linux/README in the CD-Rom.

e For instructions on using the Utility included in Mac please refer to the instruction in
/Driver/Mac/README in the CD-Rom.

Interfaces

This Utility is basically consisted of three parts:
1. Functional buttons: on top of the window. You can click each button to access each

configuration window.

Note: Click {;_} to enable/disable wireless connection status.

« 8 - F & W 9 ¢ W@

Profile Network  Advanced  Statistics YA WPS  Radio On/Off  About

2. Configuration column: center of the Utility window. Make your changes for each function in
this part.
3. Status information: bottom of the utility window. Shows the connection status and system

information.

11



Information

Status == Wireless-11n-4F <--= 00-083-54-40-Dn-40
Extta Info == Link iz Up [T=Power: 100%]

Channel == 1 =--2 2412 MHz; central channel : 3

authentication == Unknown

Encryption == Mone

Metwork Type == Infrastructure

IP Address == 192 168,1.101

Sub Mask == 255,25E,265.0
Default Gateway == 192, 148.1.1

 Moise Strength = 26%

Transmit
Link Speed == 160.0 Mbps
Throughput == 0,000 Kbps

Receive —

B == 40 SR = 16 Link Speed == 270.0 Mbps
Gl s+ short MCS 25 7 SMRT == 201041720 Throughput =» 232,336 Kbps

Items Information

Status Shows the connecting status. Also shows the SSID while connecting to a

valid network.

Extra Info Display link status in use.

Channel Display current channel in use.

Authentication Authentication mode in use.

Encryption Encryption type in use.

Network Type Network type in use.

IP Address IP address of current connection.

Sub Mask Subnet mask of current connection.

Default Gateway Default gateway of current connection.

Link Speed Show current transmit rate and receive rate.

Throughput Display transmit and receive throughput in Mbps.

Link Quality

Display connection quality based on signal strength and TX/RX packet
error rate.

Signal Strength 1

Receive signal strength 1, user can choose to display as percentage or
dBm format.

Signal Strength 2

Receive signal strength 2, user can choose to display as percentage or
dBm format.

Signal Strength 3

Receive signal strength 3, user can choose to display as percentage or
dBm format.

Noise Strength

Display noise signal strength.

HT

Display current HT status in use, containing BW, GI, MCS, SNRO, and
SNR1 value.

12




Profile

This profile page allows users to save different wireless settings, which helps users to get access

to wireless networks at home, office or other wireless network environments quickly.

Add

Edit

Praofile List

Profile Mame ==
5510

Metwark Type =»
#uthentication ==
Encryption ==

Uze 802, 1x ==
Channel ==

Fower Save Mode ==
Tx Power ==

RTS Threshold ==

Fragment Threshaold =»

Celete Activate

il
Items Information
Profile Name Choose a name for this profile, or use default name defined by system.
SSID Fill in the intended SSID name or use the drop list to select from available

Aps.

Network Type

There are two types, infrastructure and 802.11 Ad-hoc modes. Under
Ad-hoc mode, you could also choose the preamble type; the available
preamble type includes auto and long. In addition to that, the channel
field will be available for setup in Ad-hoc mode.

Authentication

Authentication mode.

Encryption Encryption mode.
Use 802.1x Whether or not use 802.1x feature.
Channel Channel in use for Ad-Hoc mode.

Power Save Mode

Choose from CAM (Constantly Awake Mode) or PSM (Power Saving
Mode).

Tx Power

Transmit power, the amount of power used by a radio transceiver to send
the signal out.

RTS Threshold

For adjusting the RTS threshold number by sliding the bar or key in the
value directly. The default value is 2347.

Fragment
Threshold

Adjust the Fragment threshold number by sliding the bar or key in the
value directly. The default value is 2346.

To add a new profile:

1. Click the Add button. The add profile window pops up.

Note: you could also add a new profile quickly by selecting an available network in the
Network function then click the Add to Profile button.

2. Fill in information for this profile in the system config section:

13



systern Config  Auth. ) Encry.

Profile Mame == |PROF1 Metwork Type == Infrastructure W

5D os | j Tx Power == Auto w

Power Save Mode == (T CAM @ PSh

] RTs Threshold

—
—

| R

[] Fragment Threshold

19],4 Cancel

3. Select an encryption type and fill in the corresponding wireless network information:

Systemm Config  Auth. W Encry.

authentication == Open . 4 Encryption == hlone - |:| BO0Z. 1%

WPH Preshared Key ==

Wien Key
|
| [ show Password
61,4 Cancel
Items Information
Authentication There are 7 types of authentication modes supported by Utility including
Type open, Shared, LEAP, WPA and WPA-PSK, WPA2 and WPA2-PSK.

Encryption Type For open and shared authentication mode, the selection of encryption
type are None and WEP. For WPA, WPA2, WPA-PSK and WPA2-PSK
authentication mode, the encryption type supports both TKIP and AES.
802.1x Use 802.1x to make WPA and WPA2 certification. This function only
works when connecting to a WPA and WPA2 supported device.

WPA Pre-shared|This is the shared secret between AP and STA. For WPA-PSK and

Key WPA2-PSK authentication mode, this field must be filled with character
longer than 8 and less than 32 lengths.

WEP Key Only valid when using WEP encryption algorithm. The key must match
AP's key.

4. Specify the 802.1x information if you are using the 802.1X certification method.

Users that do not use this function or connecting to an open-wireless network please skip this
part.
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System Config  Auth. ) Encry. BOZ1x

EAP Wethod == PEAP

ID } PASSWORD

- Tunnel Authentication == EAP-MSCHAR w2 - D Session Resumption

Client Certification Servar Certification

Aduthentication ID f Pazsword

Identity == |

Tunrel 10 ¢ Pazsward

Identity == | Pazsword =» |
D Show Pazsword
18],4 Cancel
Items Information
EAP method To select an EAP method.

Tunnel Authentication

Select a Tunnel authentication mode.

Session Resumption

Select to enable this function or unmark it to disable.

ID\ PASSWORD

System Config  Auth. ) Encry. BOZ1x
EAP method == FEAF - Tunnel duthentication =» EAP-MSCHAR w2 ¥ [ SessionResumption
1D LP&SSWDRE} Client Certification Server Certification

Aduthentication ID f Pazsword
Identity == |
Tunrel 10 ¢ Pazsward

Identity == |

Password == |

D Show Pazsword

18],4 Cancel

Items

Information

Authentication ID /
Password

The identity, password and domain name for server. Only "EAP-FAST"
and "LEAP" authentication can be key in domain name. Blank space can
be key in domain name.

Tunnel ID / Password

Identity and Password for server.

Client Certification

System Config  Auth. ) Encry. B2 1%
EAP Method =+ FEAF b4 Tunnel suthentication == EAP-MSCHAP w2 v D Session Resumption
[0 Y PASSYWORD Qﬁqr‘;;t__"-ﬁgrt{ﬁi;q:t_-iurjf_- Seryar Cartification
[@ Use Chient certificate | j
lzzued Ta ==
lzsued By =»

Expired On ==

Friendly Mame =»

K Cancel

1o




Items

Information

Use Client certificate

Client certificate for server authentication.

Server Certification

Systern Config  Auth. \ Encry. BO2 1%

EAP Method =+ PE&F A4

|0 % PASSYWORD

Tunnel Authentication ==

Clisnt Certification

EAP-MECHAR w2 ¥ [] SessionResumption

Server Certification

@ Uze certificate chain | Ay Trusted Ch -

&

|:| Allow intermidiate certificates

Serwer name ==

Seryer name must match exactiy

@ Diomain name must end in specified name

OF,

Cancel

Items

Information

Use Certificate chain

Mark the checkbox to enable using certification chain.

Allow intimidate certificates

Mark to allow intimidates certification.

Server name

Enter an authentication sever root.

EAP Fast
Systern Config  Auth. \ Encry. BO2 1%
E4P Method == EAP-FAST - Tunnel Authentication ==
ID % PASSWORD EAP Fast

[] session Resumption

@ Use protected authentication credential Remove |mpiart
File Path ==
18],4 Cancel
Items Information

Allow unauthenticated provision mode

Mark to enable unauthenticated provision mode.

Use protected authentication
credential

Mark to use protected authentication credential.
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Network

This network lists the available wireless networks. The Utility connects to a wireless network with
best signal strength automatically. You can change the connecting network by clicking on the

network name and click the Connect button. To see detail information of each network, please

double click on each item to pop up the information window.

= 802.11n USB Wireless LAN Utility

L #F @ © =

Profile MNetwork Advnced Statistics Wi, WP Radiu‘Onfof About
Sorted by s> 0 S50 @ Channsl @ Signal [ Show dBm
AP List ==
ap-ush bs Ba 65%
Encore-11n-Router @6 @ %% I
51-11n-4P e paps o
test2 be Ba 5 W
i 1r-Rater : - E |

Rescan Cannect Add to Profile
Statuz == Wireless-11n-Router =--» 00-03-54-AE-25-F0
ExtraInfo == Link is Up [TxPower; 100%]
Channel =» 1 =--> 2412 MHz; central channel : 3 3
authentication == Unknown . Nm's.e S'tr;ngt;-:a:a 26.9.6
Encryption == Mong
Metwork Type == Infrastructure Tranemik
IP Address = 192,168, 1.101 Link Speed == 270.0 Mbps
Sub Mask =5 255,255,255.0 Throushput => 0,192 Kbps
Diefault Gateway =» 192,168.1.1
! Receive
BW == 40 SHRD =5 2 Link Speed == 1.0 Mbps
Gl =+ long MCS = 15 SMRT == n/fa Throughput == 20,016 Kbps
Items Information
SSID, Channel and Signal|Click each button to sort the listing networks by SSID,
buttons channel and Signal strength.
Show dBm Mark the checkbox to show the signal strength in dBm.
Rescan To rescan available wireless networks.
Connect Click this button to connect to a designated network.
Add to Profile Click this button to add a network to profile after selecting
a network.

17



Advanced

This page provides advanced configurations to this adapter. Please refer to the following chart for

definitions of each item.

Items

Information

Wireless mode

Click the drop list to select a wireless mode.

Enable TX Burst

Select to enable connecting to a TX Burst supported device.

Enable TCP Window Size

Mark the checkbox to enable TCP window size, which help enhance
throughput.

Fast Roaming at___ dBm

Mark the checkbox to enable fast roaming. Specify the transmit
power for fast roaming.

Show Authentication
Status Dialog

Mark the checkbox to show “Authentication Status Dialog” while
connecting to an AP with authentication. Authentication Status
Dialog displays the process about 802.1 x authentications.

Enable CCX (Cisco
Compatible extensions)

Select to enable CCX. This function can only be applied when
connecting to a Cisco compatible device.

Turn on CCKM

Mark to enable CCKM.

Enable Radio
Measurements

Mark to enable channel measurement every 0~2000 milliseconds.

18




Statistics

Statistics page displays the detail counter information based on 802.11 MIB counters. This page

translates the MIB counters into a format easier for user to understand.

Transmit Receive
Frames Transmitted Successfully = 239
Frames Retransmitted Successfully = 239
Frames Fail To Receive ACK After all Retries = 0
RTS Frames Successfully Receive CTS = 0
RTS Frames Fail To Receive CTS = ]
Reset Counter
-
Items Information
Frames Transmitted Successfully |Frames successfully sent.
Frames Retransmitted|Successfully retransmitted frames numbers.
Successfully
Frames Fail To Receive ACK After|Frames failed transmit after hitting retry limit.
All Retries
RTS Frames Successfully Receive|Successfully receive CTS after sending RTS frame.
CTS
RTS Frames Fail To Receive CTS Failed to receive CTS after sending RTS.
Reset Counter Reset counters to zero.
T ransmit Receive
Frames Received Successfully = g
Frames Peceived With CRC Errar = 1621
Frames Dropped Due To Out-of-Resource = ]
Duplicate Frames Received = 1]
Reset Counter
w
Items Information
Frames Received Successfully Frames received successfully.
Frames Received With CRC Error Frames received with CRC error.
Frames Dropped Due To Out-of-Resource |[Frames dropped due to resource issue.
Duplicate Frames Received Duplicate received frames.
Reset Counter Reset counters to zero.

19



WMM

This page allows users to activate the WMM function for this device. Please note that this function

only works while connecting to a WMM compatible device.

WM Setup Status
WM == Enabled Power Save == Enabled Direct Link == Enabled

|E| WM Enable
|Z| WM - Power Save Enable

[0 4c_B N [ ac_w [ #cvo

|Z| Direct Link Setup Enable

| | Timeout Yalue == &0 sec Bpply

Tear Down

MAC dddress ==

w
Items Information
WMM Enable Enable Wi-Fi Multi-Media.
WMM - Power Save Enable Enable WMM Power Save. Please enable WMM before
configuring this function.
Direct Link Setup Enable Enable DLS (Direct Link Setup). Please enable WMM before
configuring this function.
MAC Address Fill in the blanks of Direct Link with MAC Address of STA.
Timeout Value Time of automatically disconnect after some seconds. The

value is integer. The integer must be between 0~65535. It
represents that it always connects if the value is zero.
Default value of Timeout Value is 60 seconds.

Apply / Tear Down After fill in the "MAC Address" and "Timeout Value", click
"Apply" button to save your configuration. The result will
appear in the blanks. To remove the configuration, please
select the configuration in the blanks and then click "Tear
Down" button.

WPS

WPS Configuration: The primary goal of Wi-Fi Protected Setup (Wi-Fi Simple Configuration) is to
simplify the security setup and management of Wi-Fi networks. This adapter supports the
configuration setup using PIN configuration method or PBC configuration method through an

internal or external Registrar.

20



_WRS AF List

Wireless-11n-Router 00-46-12-34-00-05 i Rescan

—_

Infarmation
_Pin -Cl_:ude |

| S4441822 Reneuul

WP Profile List _ i'_ ConfigMode

|
jEnrollee i !
Wit il

Bity @] WFS Associate |E Progress »» 0% mapa ol
WPS Probe IE s
ey @ YEEErete | >
Items Information
WPS AP List Display the information of surrounding APs with WPS IE from last scan

result. List information includes SSID, BSSID, Channel, ID (Device
Password ID), and Security-Enabled.

Rescan Click to rescan the wireless networks.

Information Display the information about WPS IE on the selected network. List
information includes Authentication Type, Encryption Type, Config
Methods, Device Password ID, Selected Registrar, State, Version, AP
Setup Locked, UUID-E and RF Bands.

Pin Code 8-digit numbers. It is required to enter PIN Code into Registrar using PIN
method. Each Network card has only one PIN Code of Enrollee. Click on
the Renew button to renew the PIN code.

Config Mode Enrollee or an external Registrar.

WPS Profile List Display all of credentials got from the Registrar. List information includes
SSID, MAC Address, Authentication and Encryption Type. If STA Enrollee,
credentials are created as soon as each WPS success. If STA Registrar,
Utility creates a new credential with WPA2-PSK/AES/64Hex-Key and
doesn't change until next switching to STA Registrar.

Detail Information about Security and Key in the credential.

Connect Command to connect to the selected network inside credentials.
Rotate Command to connect to the next network inside credentials.
Disconnect Stop WPS action and disconnect this active link. And then select the last

profile at the Profile Page of Utility if exists. If there is an empty profile
page, the driver will select any non-security AP.

Delete Delete an existing credential. And then select the next credential if exist.
If there is an empty credential, the driver will select any non-security AP.

PIN Start to add to Registrar using PIN configuration method.

PBC Start to add to AP using PBC configuration method.

WPS associate IE |Send the association request with WPS IE during WPS setup. It is
optional for STA.

WPS probe IE Send the probe request with WPS IE during WPS setup. It is optional for
STA.

Progress Bar Display rate of progress from Start to Connected status.

Status Bar Display currently WPS Status.

Note: When you click PIN or PBC, please don't do any rescan within two-minute connection. If
you want to abort this setup within the interval, restart PIN/PBC or click Disconnect to stop WPS
action.
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Radio On/Off

Click on the button to enable/disable wireless connection status.

Connected: Radio On/Off

'y
Disconnected: Radio On/Off
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Appendix

Introduction to the configuration utility for Vista Users

This utility helps Vista users to configure the wireless network. Please refer to the following
sections for introduction.

Profile

This profile page allows users to save different wireless settings, which helps users to get access

to wireless networks at home, office or other wireless network environment quickly.

Profile | Link Status | Ste Survey | Statistics | WPS Configuration | About |

— Profite List
Profle Mame | SSID | Charmal | Authertication | Emcnption | Metwork Type
FROFZ test? Auto Open MNone IMfrastructure
4 m | *
Add Delete Edit Activate
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To add a new profile:

1. Click the Add button. The add profile window pops up.
Note: you could also add a new profile quickly by selecting an available network in the Site
Survey function then click the Add to Profile button.

2. Fill in the information of this wireless network and its relative security settings. Please note

that the information should be corresponding to the wireless network you are connecting to.

Add Profile =

Configuration | Authertication and Securty |

Profile Mame FROF2 551D ,_'_j

Metwore Type

T¥ Power Auto Lj

Ok | Cancel Bply Help

To delete profile: Click the Delete button to delete the selected profile.

To edit profile: Click the Edit button to pop up the profile-setting page for users to edit the
existing profile.

To active profile: Click the Activate button to activate the selected profile.
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Link Status

This Link status shows the information about the connecting. Please refer to the following chart

for definition.

Profile  Link Status ] Ste Survey | Statistics | WPS Configuration | About |

Status : 1Discunnected

Extra Info : ]IJnk iz Dowm

Channet : I|

Lirk: Speed : Tt {(Mbps) Fic (Mbps)

Throughpt : T {Kbps) Fie (Kbps)

Link: Cuality

I~ dBm

Signal Strerigth 1:

Signal Strength 2

Moise Level -

—HT-

BW: Gl MCS: SNRD: SMR1:
Items Information
Status Display current connection status.
Extra Info Display link status and current channel in use.
Link Speed Display current transmitting and receiving rates.
Throughput Display transmitting and receiving throughputs.
Link Quality Display connecting quality based on signal strength and
TX/RX packet error rate.
Signal Strength Display receiving signal strength either in percentage or dBm
format.

Noise Level Display noise signal strength.
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Site Survey

This page shows the available wireless networks within the coverage of this network adapter. You
could check the status of wireless network around your computer or add a network into your
profile.

Profile | Link Status  Site Survey | Statistics | WP'S Corfiguration | About |

551D | B3sID | Py | Sgral | & C.| Encryption | Authertic... | Network Ty.
%tesﬂ 00-08-54-AE3683 N Gh% 6 Mone Unknown  Infrastroctune
51-11n-AP (0-08-R4-AD-DE-A0 N S4% f WEF Lirtcnown Irfrastnactire
il i =i,
Connected <= test2 Riescan Add to Profile
Items Information
SSID Name of the network.
BSSID AP MAC address or random numbers generated for IBSS.
Phy Type Phy Type of the network.
Signal Signal strength of the network.
Channel The channel in use.
Encryption Encryption algorithm. The supported algorithms are WEP, TKIP, AES,
and Not Use.

Authentication Authentication mode. The supported modes are Unknown,
WPA-PSK, WPA2-PSK, WPA and WPA2.

Network Type Infrastructure or Ad-Hoc.
Rescan Click the rescan button to perform re-scanning.
Add to profile Select a network then click the Add to Profile button to bring up the

profile-setting to add a wireless network profile.
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Statistics

This page provides the statistics about the connection of this adapter.

Profile ] Lirk Status] Site Survey  Statistics |WF'S Corfiguration ] About |

Tranamit Statistics

Frames Transmitted Successfully

Frames Tranamitted Successfully After Retrviz)
Frames Fail To Receive ACK After All Retries
RT5 Frames Successfully Receive CTS

RT5 Frames Fail To Receive CTS

i~ Receive Statistics

Frames Received Successfully

Frames Received With CRC Emor

Frames Dropped Due To Out-of-Resource

Duplicate Frames Received

ED E o o e

Lo SN e I e Y e

Reset Courter

Transmit Statistics

Items

Information

Frames Transmitted Successfully

Frames sent successfully.

Frames Transmitted Successfully
After Retry

Frames sent successfully with retry.

Frames Fail To Receive ACK After
All Retries

Frames transmitted failed after hitting the retrying
limit.

RTS Frames Successfully Receive
CTS

CTS frames received successfully after sending RTS
frames.

RTS Frames Fail To Receive CTS

The missing CTS frames after sending RTS frames.

Receive Statistics

Items

Information

Frames Received Successfully

Frames received successfully.

Frames Received With CRC Error

Frames received with CRC error.

Frames Dropped Due To
Out-of-Resource

Frames dropped due to insufficient resource.

Duplicate Frames Received

Duplicate frames received.

Reset Counter: Reset counters to zero.
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WPS Configuration

This page provides users to connect this adapter to a WPS (Wi-Fi Protected Setup) AP. Those
available WPS supported AP are listed on the upper column. Select the AP that you want to
connect to and click the Connect button to activate.

Profile | Link Status | Ste Survey | Statistics WP Configuration | About |

551D | BSSID | Channet | 1D | Authertic... | Encryption

Rescan |
i i:":n Jit IE-_'I||'!3|EI_'!I i |

{ Pin Code

75883843 Renew

| Rerew |
-Config Mode
|Enn:uHee :j

4 | IF [ ¥

SSiD | Authertication | Encryption Bk I

Ghries l

Fatals |

Discornect |

Impert:Frotie l

el i gt Dielete |

® - ¥ WPS Associate 1E @) |

® ¥ wesProbe lE @)  [WPS status is not used

1. WPS AP List: Display the information of surrounding APs with WPS IE from last scan result.
List information includes SSID, BSSID, Channel, ID (Device Password ID), and
Security-Enabled.

2. Rescan: Click the Rescan button to perform the re-scanning.

3. WPS AP Information: Click the WPS Information button to bring up the WPS capable AP
information dialog window.
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WPS Information
Suthentication iLI mknown
i—fhu:ryp'tian iN are
I:'l':u'n'f'ig' Methods 1il:l:-:EIEIB.-'—‘-.
Device Passward 1D in;.;nnm
Selected Registrar iTFH_IE
State ]LI nconfigured
Werzion i'l 0
AP Setup Locked |
UUID-E |BOFDAD001DD211B2BDAS0008544E 3658
RF Bands |2.46Hz

The window shows the information including:

Items

Information

Authentication Type

There are three types of supported authentication modes including Open,
Shared, WPA-PSK and WPA modes.

Encryption Type

For Open and Shared authentication modes, the available encryption
types are None and WEP. For WPA, WPA2, WPA-PSK and WPA2-PSK
authentication modes, the available encryption types are TKIP and AES.

Config Methods

This attribute contains the config methods supported and enabled by the
selected Registrar.

Device Password ID

Device Password ID indicates the method or identifies the specific
password that the selected Registrar intends to use.

Selected Registrar

Selected Registrar indicates if the user has recently activated a Registrar
to add an Enrollee.

State This attribute is used to indicate the current configuration state. This
attribute is either "Un-configured" or "Configured".
Version This attribute is the specified WPS version.

AP Setup Locked

AP Setup Locked indicates if AP has entered a setup locked state.

UUID-E UUID-E is universally unique identifier (UUID) generated by the
Enrollee.

RF Bands RF Bands indicate the available RF bands.

4. Pin Code: 8-digit numbers. It is required to enter PIN Code into Registrar using PIN method.

Each Network card has only one PIN Code of Enrollee. Click on the Renew button to renew the

PIN code.

® N oW

Rotate: Command

Config Mode: Enrollee or an external Registrar.
Detail: Information about Security and Key in the credential.

Connect: Command to connect to the selected network inside credentials.

to connect to the next network inside credentials.
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9. Disconnect: Stop WPS action and disconnect this active link. And then select the last profile
at the Profile Page of Utility if exists. If there is an empty profile page, the driver will select any
non-security AP.

10.Import Profile: Click the "Import Profile" button will import the WPS profile.

11.Delete: Delete an existing credential. And then select the next credential if exist. If there is
an empty credential, the driver will select any non-security AP.

12.PIN: Start to add to Registrar using PIN configuration method.

13.PBC: Start to add to AP using PBC configuration method.

14.WPS associate IE: If the "WPS Associate IE" option is checked, station sends a association
request with WPS IE during WPS setup.

15.WPS probe IE: If the "WPS Probe IE" option is checked, station probes a request with WPS
IE during WPS setup.

16.Progress Bar: Display rate of progress from Start to Connected status.

17.Status Bar: Display currently WPS Status.

Configure WPS profiles
The user can configure WPS profiles with either PIN method or PBC method.

PIN Method:

Step 1: The Registrar enters the pin code generated by station.
Step 2: Push the PIN button.

PBC Method: Push the PBC button within 2 second while the Registrar pushes the button.

Apply WPS configuration

The user can either acts as an enrollee to receive WPS profiles or a registrar to configure AP.
Act as an enrollee

A WPS enrollee can get profiles from AP by PIN method or PBC method. The received WPS
profiles are listed in the lower frame, and the listed WPS profile attributes are SSID,

authentication type, and encryption type.

30



Profile | Link Status | Ste Survey | Statistics WPS Configuration | About |
SSID | BSSID | Channel | 1D | Autherte | Encyption
Wirelsss-11n-Ro... 004612340008 1 WPAFSK THIF
RT2880_AP 000C-43-286050 6 Unkaown  None Rescan ]
WPS Information J
~Pin Code - i
‘fmcssms Rene
~Config Mode
— ‘ IEmnIIee -rl
4] ] R
S5ID | Authentication | Encnyption Detail ]
B2 Wiretess-11n-Router WPAPSK THIF oy 1
Roiate J
Disconnect ]
impod Profie |
< m = T Delete |
O A = [ [ [ [ [ [ [T TTTTTTIITTT]
PBC ¥ WPS Probe IE |'."|'P5 status is connected successfully - Wireless-11n-Router
0K |

e Procedure to use PIN / PBC method:
a. PIN Method:
Step 1: Choose "Config mode" as enrollee
Step 2: The registrar enters the pin code generated by station.
Step 3: Both the enrollee and registrar push the "PIN" button.
b. PBC Method (AP should support PBC):
Step 1: Choose "Config mode" as enrollee
Step 2: Both the enrollee and registrar push the "PBC" button within 2 second.
e Manage WPS profiles:
a. WPS profile detail information:
Selecting a profile then clicking the "Detail" button brings up the WPS profile detail

information dialog.

"WPS Profile Detail ==
551D ;Wirelesﬂ 1n-Router
MAL Addr iEIEI-4E-1 2-34-00-08
Authertication Type: iWP?'-'*'PSK Encyption Type: |'|'K|p
key Length: ’54 Fep e |Ke_l,lﬂ1
Key taternial: i
™ Show Password
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b. Connect with WPS profile:

Clicking the "Connect" button to connect to AP with the selected WPS profile.

c. Rotate WPS profiles:

If there are more than two WPS profiles, clicking the "Rotate" button will rotate to next
profile and connect to AP with this profile. If the connection can't be made successfully,
station will perform the WPS profile rotation repeatedly.

d. Disconnect from WPS AP:

Clicking the "Disconnect" button will stop the WPS connection.

e. Import profile:

Clicking the "Import Profile" button will import the WPS profiles.

f. Delete WPS profile:

Clicking the "Delete" button will delete the selected WPS profile.

Act as a registrar

A WPS registrar can configure AP by PIN method or PBC method. The profile which the user
uses to configure AP is listed in the lower frame.

Profile ] Linl Status] Site Survey ] Statistics  WPS Configuration ].itnaut ]

Saib | BssID | Channel | 10 | Authertic ] Encryption
RT2880_AP 00-0C-43-28-60-50 & Unknown None Fles I
Wireless-11n-Ro.., 00-46-12340008 1 WFAPSK  THIP i
WPS Information |
~Pin Caode
([p108867
~Canfig Mode-
I | JRegis:trar V]
| M AL
551D Authentication I Encryption Dietail I
W LOGOoD WPAZPSE AES
ExRegNVV 00D YPAZ-PSH E e |
Retats I
Disconnect I
Irpart Profile I
4| i = 7 b
FIN V¥ WPS Associate |E
FEC v WPS Probe IE WP S status is disconnected

e Procedure to use PIN / PBC method:
a. PIN Method:
Step 1: Choose "Config mode" as registrar.
Step 2: Click "Detail" button to bring up WPS profile setting dialog and edit the profile.
Step 3: Enter the pin code which is generated by enrollee.

Step 4: Select the AP which is going to be configured in the upper frame.
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Step 5: Both the enrollee and registrar click the "PIN" button.
b. PBC Method (AP should support PBC):

Step 1: Choose "Config mode" as registrar.

Step 2: Click "Detail" button to bring up WPS profile setting dialog and edit the profile.
Step 3: Select the AP which is going to be configured in the upper frame.

Step 4: Both the enrollee and registrar click the "PBC" button within 2 second.

WPS Profile Detail
S50 ]EHHEQNWUUUUDD
AT Addr ]DD-DD-DD-DD-DD-DD
Authentication Type: IWF‘AZPSK _:'__] Enciyption Type: ]AES ﬂ
Key Length: 15 _.'.'..j Fey Index: 11 _1
Kiey Masterial 132D2ED8.&484?D?DD5D1 477744R3F5A5E 1 BFDFAR0FE023422 70 E S5E 5400050019

¥ Show Password
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AP mode management guide for Windows 2000/XP/Vista

This adapter can be configured as AP mode. To use this adapter as an AP, please right click the
icon ! on system tray and select Switch to AP mode. Please refer to the following
introduction and information about this AP-mode utility.

Launch Caonfig Ukilities
IJze Zera Configuration as Configuration utility
Seikch bo AR f'-:llj_l:]E:

Exit

Note: In windows XP, it provides WPA support at hotfix Q815485. However; you have to make
sure that hotfix Q815485 (require XP SP1 installed) has been installed in your system before you
can start using WPA features. You can check the installation of hotfix in add/remove software
page under control panel.



Security Setting

This page pops up after clicking the Security Setting button. Please follow the instructions
below:

Security Setting

9 Authentication Type | Encryption Type - [WEF _1:__] 2

eP ‘wFa Pre-shared-Fey |

i Group Fekey Intereal

e YWwiep ke

& Keyitl |Hex | |
C key2z  [Hex <] |
Cokes A =] |
ket e ]|

*\WEP B4 Bitz Encryption: Pleaze Kevin 10 HEX characters or 5 ASCH characters
*WEP 1238 Bitz Encreption: - Please Kevin 26 HE characters or 13 ASC characters

[~ Show Password

k. Cancel

1. Authentication Type: Select to be open or WPA-PSK system.

2. Encryption Type: Select an encryption type from the drop list.

3. WPA Pre-shared Key: A shared string between AP and STA. For WPA-PSK
authentication mode, this field must be filled with character longer than 8 and less
than 32 lengths.

4. Group Rekey Interval: Only valid when using WPA-PSK encryption algorithm.
The key will change compliance with seconds or beacon that user set.

5. WEP Key: Only valid when using WEP encryption algorithm. The key must match
the key on AP. There are several formats to enter the keys.

a. Hexadecimal (40bits): 10 Hex characters.
b. Hexadecimal (128bits): 32Hex characters.
c. ASCII (40bits): 5 ASCII characters.

d. ASCII (128bits): 13 ASCII characters.
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Access Control

This function filters users to use this device by designating MAC address. Please refer to the
following chart for introduction.

Corfig Access Contral ] Mac Table | Evert Log | Statistics | About |

o Accesz Policy lizahle
é MAL Addrezs Access List e

e Apply

1. Access Policy: Choose a method to process access control from the drop list to determine
the MAC addresses that you designated are allowed to access the AP or not.

MAC Address: Add allowed (or denied) MAC addresses to the MAC address list.

Access List: Display all Mac Addresses that you designated.

Delete: Delete Mac addresses that you selected.

Remove All: Remove all Mac address in [Access List].

a0 hWN

Apply: Apply changes.
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MAC Table
This page displays the station detail information of current connection.

Eu:unfig] fcecess Contol  Mac Table |Event Log | Statistics | About |

MAC Address | AlD | Fower Saving Mode | Status

< >
Items Information
MAC Address The station MAC address of current connection.
AID Raise value by current connection.
Power Saving Check if the connected station supports power
Mode saving.
Status The connection status.
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Event Log
Record Soft AP all event time and message.

Eu:unfig] Aooess Eu:untr-:ul] Mac Table Ewent Log l Statistics] About ]

Ewent Time [ dd- bk z2] | tezzage
2007 4171 422-14:34: 32 Restart Acceszs Paoint
2007 4171 422-714:34: 33 Restart Access Paoint
2007 411 /22-14:35:14 Restart Accesz Point
Clear
Items Information

Event Time (yy/mm/dd-hh:mm:ss) Record event time.

Message All event messages.
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Statistics

Statistics page displays the detail counter information based on 802.11 MIB counters.

I:::unfig] Aooess I:::untn:ull b ac Tal:-le] Event Log Statistics l.-'i‘-.l:u:uut ]

Transmit Statistics

Frames Transmitted Succesziully

Frames Fail To Receive ACK After All Retries

RATS Frames: Succeszsfully Receive CTS
RTS Frames Fail To Receive CTS

Framesz Transmitted Successtully After Retry

Receive Statiztics
Framez Received Successfully
Frames Received YWith CRC Errar

Frames Dropped Due To Out-of-Rezource

Duplicate Frames Received

73
13

779

22
5031

® FeseTcounTERS

Transmit Statistics

Items

Information

Frames Transmitted Successfully

Frames that successfully sent.

Frames Fail To Receive ACK After
All Retries

Frames that failed to transmit after
hitting retry limit.

RTS Frames Successfully Receive
CTS

Counts of CTS that successfully
received after sending RTS frame.

RTS Frames Fail To Receive CTS

Counts of CTS that fail to be received
after sending RTS frame.

Frames Retransmitted
Successfully

Successfully retransmitted frames
numbers.

2. Receive Statistics

Items

Information

Frames Received Successfully

Frames received successfully.

Frames Received With CRC Error

Frames received with CRC error.

Frames Dropped Due To
Out-of-Resource

Frames dropped due to resource
issue.

Duplicate Frames Received

Duplicate received frames.

3. Reset Counters: Reset counters to zero.
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Product Specification

Standard

IEEE 802.11n draft 2.0, IEEE 802.11b, IEEE 802.11g
Interface

USB rev1.1/2.0

Antenna

Antenna gain: 1.7 dBi
Antenna type: Printing

LED indication

Link/Act (Green)

Security

64/128-bit WEP, WPA, WPA2
NUMBER OF CHANNEL

11 for 802.11b, 802.11g, draft 802.11n (20MHZz)
7 for draft 802.11n (40MHz)
Channel

USA 11, Europe 13

Transmit Power
802.11b: 15.849mW ,802.119: 15.776mW ,
draft 802.11n (20MHz): 15.849mW , draft 802.11n (40MHz): 15.668mW

Network Data Rate
802.11b: 11/ 5.5/ 2/ 1Mbps
802.11g: 54/ 48/ 36/ 24/ 18/ 12/ 9/ 6Mbps

Draft 802.11n (20MHz): 144.4/130.0/115.5/86.6/ 72.2/65.0/57.8/43.3/28.9/21.7/14.4/7.2Mbps
Draft 802.11n (40MHz): 300/ 270/ 240/ 180/150/135/120/90/60/45/30/15Mbps

Range Coverage

Indoor 35~100 meters
Outdoor 100~300 meters

Operating Temperature

0- 40C

Operating Humidity

10% ~ 90% (non-condensing)
Emission

FCC Class B, CE

FCC Part 15.247 for US (2.412~2.462 MHZz)
ETS 300 328 for Europe (2.400~2483.5 MHz)
DGT LP0002 for Taiwan (2.412~2.462MHz)

61NB-W423B0+227



