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Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide
reasonable protection against harmful interference in a residential installation. This
equipment generates, uses and can radiate radio frequency energy and, if not installed and
used in accordance with the instructions, may cause harmful interference to radio
communications. However, there is no guarantee that interference will not occur in a
particular installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and on, the user
is encouraged to try to correct the interference by one of the following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

- Connect the equipment into an outlet on a circuit different from that
to which the receiver is connected.

- Consult the dealer or an experienced radio/TV technician for help.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following
two conditions: (1) This device may not cause harmful interference, and (2) this device
must accept any interference received, including interference that may cause undesired
operation.

FCC Caution: Any changes or modifications not expressly approved by the party
responsible for compliance could void the user's authority to operate this equipment.

IEEE 802.11b or 802.11g operation of this product in the U.S.A. is firmware-limited to
channels 1 through 11.

IMPORTANT NOTE:
FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an
uncontrolled environment. End users must follow the specific operating instructions for
satisfying RF exposure compliance. To maintain compliance with FCC RF exposure
compliance requirements, please follow operation instruction as documented in this
manual.

This transmitter must not be co-located or operating in conjunction with any other antenna
or transmitter.



The availability of some specific channels and/or operational frequency bands are country
dependent and are firmware programmed at the factory to match the intended destination.
The firmware setting is not accessible by the end user.

CE Mark Warning

Europe — EU Declaration of Conformity

This device complies with the essential requirements of the R&TTE Directive 1999/5/EC. The

following test methods have been applied in order to prove presumption of conformity with the
essential requirements of the R&TTE Directive 1999/5/EC:

- EN60950-1: 2001
Safety of Information Technology Equipment

- EN50392: 2004
Generic standard to demonstrate the compliance of electronic and electrical apparatus with the

basic restrictions related to human exposure to electromagnetic fields (0 Hz - 300 GHz)

- EN 300328 V1.6.1 (2004-11)
Electromagnetic compatibility and Radio spectrum Matters (ERM); Wideband transmission
systems; Data transmission equipment operating in the 2,4 GHz ISM band and using wide band
modulation techniques; Harmonized EN covering essential requirements under article 3.2 of the
R&TTE Directive

- EN301489-17 V1.2.1 (2002-08) and EN 301 489-1 V1.5.1 (2004-11)
Electromagnetic compatibility and Radio spectrum Matters (ERM); ElectroMagnetic
Compatibility (EMC) standard for radio equipment and services; Part 17: Specific conditions for
2,4 GHz wideband transmission systems and 5 GHz high performance RLAN equipment

This device is a 2.4 GHz wideband transmission system (transceiver), intended for use in all EU member states and EFTA countries,

except in France and Italy where restrictive use applies.

In Italy the end-user should apply for a license at the national spectrum authorities in order to obtain
authorization to use the device for setting up outdoor radio links and/or for supplying public access

to telecommunications and/or network services.

This device may not be used for setting up outdoor radio links in France and in some areas the RF
output power may be limited to 10 mW EIRP in the frequency range of 2454 — 2483.5 MHz. For



detailed information the end-user should contact the national spectrum authority in France.
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[=1Cesky
[Czech]

[ddDansk
[Danish]

[ZeDeutsch

[German]

[t Eesti

[Estonian]

[elEnglish

[es]Espafiol
[Spanish]

[TEAN ViKY
[Greek]

[fr]Francais
[French]

[itITtaliano
[Italian]

Latviski

[Latvian]

[Jméno vyrobce] timto prohlasuje, Ze tento [typ zarizeni] je ve shodé se zakladnimi

pozadavky a dal$imi pfisluSnymi ustanovenimi smérnice 1999/5/ES.

Undertegnede [fabrikantens navn] erklarer herved, at folgende udstyr /udstyrets
typebetegnelse] overholder de vasentlige krav og evrige relevante krav i direktiv
1999/5/EF.

Hiermit erklirt /Name des Herstellers], dass sich das Geridt [Gerdtetyp] in
Ubereinstimmung mit den grundlegenden Anforderungen und den iibrigen

einschldgigen Bestimmungen der Richtlinie 1999/5/EG befindet.

Kéesolevaga kinnitab [tootja nimi = name of manufacturer] seadme [seadme tiitip =
type of equipment] vastavust direktiivi 1999/5/EU pdhinduetele ja nimetatud direktiivist

tulenevatele teistele asjakohastele sétetele.

Hereby, [name of manufacturer], declares that this [type of equipment] is in compliance

with the essential requirements and other relevant provisions of Directive 1999/5/EC.

Por medio de la presente [nombre del fabricante] declara que el [clase de equipo]
cumple con los requisitos esenciales y cualesquiera otras disposiciones aplicables o
exigibles de la Directiva 1999/5/CE.

ME THN [TAPOYZA [name of manufacturer] AHAQNEI OTI [type of equipment]
SYMMOPOQNETAI I[TPOZX TIX OYZIQAEIX ATTAITHXEIX KAI TIX AOITIEX
Y XETIKEZ ATATAZEIZ THX OAHTI'TAX 1999/5/EK.

Par la présente /[nom du fabricant] déclare que l'appareil [type d'appareil] est conforme
aux exigences essentielles et aux autres dispositions pertinentes de la directive
1999/5/CE.

Con la presente [nome del costruttore] dichiara che questo /tipo di apparecchio] ¢
conforme ai requisiti essenziali ed alle altre disposizioni pertinenti stabilite dalla
direttiva 1999/5/CE.

Ar S0 [name of manufacturer /izgatavotdja nosaukums] deklare, ka [type of
equipment / iekartas tips] atbilst Direktivas 1999/5/EK biitiskajam prasibam un citiem

ar to saistitajiem noteikumiem.



Lietuviy Siuo /manufacturer name] deklaruoja, kad $is [equipment type] atitinka esminius
[Lithuanian] | reikalavimus ir kitas 1999/5/EB Direktyvos nuostatas.
Hierbij verklaart /naam van de fabrikant] dat het toestel [type van toestel] in
Nederlands overeenstemming is met de essentié€le eisen en de andere relevante bepalingen van
[Dutch] richtlijn 1999/5/EG.
[=IMalti Hawnhekk, [isem tal-manifattur], jiddikjara li dan [il-mudel tal-prodott] jikkonforma
[Maltese] mal-htigijiet essenzjali u ma provvedimenti ohrajn relevanti li hemm fid-Dirrettiva
1999/5/EC.
[mIMagyar Alulirott, [gyarto neve] nyilatkozom, hogy a /... tipus] megfelel a vonatkozé alapvetd
[Hungarian] | kovetelményeknek és az 1999/5/EC iranyelv egyéb eldirdsainak.
[ellPolski Niniejszym [nazwa producenta] o$wiadcza, ze [nazwa wyrobu] jest zgodny z
[Polish] zasadniczymi wymogami oraz pozostatymi stosownymi postanowieniami Dyrektywy
1999/5/EC.
[etlPortugués | [Nome do fabricante] declara que este [tipo de equipamento] esti conforme com 0s
[Portuguese] | requisitos essenciais e outras disposi¢des da Directiva 1999/5/CE.
[ISlovensko | [Ime proizvajalca] izjavlja, da je ta [tip opreme] v skladu z bistvenimi zahtevami in
[Slovenian] ostalimi relevantnimi dolo¢ili direktive 1999/5/ES.
Slovensky | [Meno vyrobcu] tymto vyhlasuje, Ze [typ zariadenia] spiha zakladné poziadavky a
[Slovak] vSetky prislusné ustanovenia Smernice 1999/5/ES.
[f]Suomi [Valmistaja = manufacturer] vakuuttaa titen ettd /fype of equipment = laitteen
[Finnish] tyyppimerkintd] tyyppinen laite on direktiivin 1999/5/EY oleellisten vaatimusten ja sitd
koskevien direktiivin muiden ehtojen mukainen.
[]Svenska Héarmed intygar [foretag] att denna [utrustningstyp] stér I dverensstimmelse med de
[Swedish] vésentliga egenskapskrav och dvriga relevanta bestimmelser som framgér av direktiv
1999/5/EG.
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Overview

Thank you for purchasing this product. Read this chapter to know about your
IEEE 802.11n Wireless USB Adapter.

Unpacking Information

Before getting started, please verify that your package includes the following items:

1. IEEE 802.11n Wireless USB Adapter
2. One Utility/ Manual CD

Introduction to the IEEE 802.11n Wireless USB Adapter

The IEEE 802.11n Wireless USB adapter provides users to launch IEEE 802.11n wireless network
at 300 Mbps in the 2.4GHz band, which is also compatible with IEEE 802.11b/g wireless devices
at 11/54 Mbps. You can configure this adapter with ad-hoc mode to connect to other 2.4GHz
wireless computers, or with Infrastructure mode to connect to a wireless AP or router for
accessing to Internet. This adapter includes a convenient Utility for scanning available networks
and saving preferred networks that users usually connected with. Security encryption can also be

configured by this utility.

Internet

—

LUSB/PCI Wireless Adapter USB/CardBus ‘Wreless Adapter



Key Features

« Complies with IEEE 802.11n/b/g wireless + Supports driver for Windows 2000, XP 32/64,
standard Vista 32/64, Linux (2.4.x/2.6.x), and Mac
(10.3.x/10.4.x).

e 2.4GHz Frequency band, MIMO 2T2R « Supports QoS: WMM, WMM-PS
« Complies with Universal Serial Bus Rev. 1.1 and + Supports wireless data encryption with
2.0 specifications. 64/128-bit WEP, WPA, WPA2

« High Speed transfer data rate up to 300 Mbps Supports Multiple BSSID

e Supports auto-installation.

Installation Guide

Software Installation

Note:

¢ For Linux or Mac driver installation guide, please refer to the instruction in /Driver/Linux or
/Driver/Mac in the CD-Rom.

¢ The following driver installation guide uses Windows XP as the presumed operation system. The
procedures and screens in Windows 2000 and Vista are familiar with Windows XP.

1. Insert this product to your computer. The system finds the newly installed device

automatically. Click Cancel to close this window.

Found Hew Hardware Wizard

Welcome to the Found New
Hardware Wizard

Thiz wizard helpz you install zoftvare for:

802171 nwLAN

\':JI IF your hardware came with an installation CD
2 or floppy disk, insert it now.

What do you want the wizard to do?

(%) Install the software automatically [Fecommended)
() Install from a list or specific location [Advanced]

Click Mext to continue,

[ Mest - l[ EanceIL\\SJ

2. Insert the CD-Rom that came with this product to your CD-Rom drive. The menu window pops
up automatically. Please click the Driver button of this product.
Note: If the CD-Rom fails to auto-run, please click on My Computer= your CD-Rom drive=

(folder of this product)> Driver then double-click the Setup icon to start this menu.



3. Select if you are going to configure your wireless network with this device or with Microsoft

Zero Configuration tool.
Note: This can be changed after installing this software.

802.11n USB Wireless LAN - InstallShield Wizard

Setup Type

tppe thal

tior Tool,

onfiguration Tool

figuration Taal

InstallGhield ’ < Back ” Ment > ] Canzel

4. Select to optimize this adapter in WiFi mode or performance mode.

Note: The performance mode is only available while connecting to a TX Burst supported AP.

Users that uses the AP without TX Burst please select WiFi mode (standard mode).

802.11n USB Wireless LAN - InstallShield Wizard

Setup Type
ot t tppe thal

o |Optire

¥ Optire o performanc

InstallShield < Back ” Mest > Cancel [_\




5. Click the Install button to start installing.

802.11n USB Wireless LAN - InstallShield Wizard

Ready to Install the Program

tall to begin the ir tioh.

change any of your ins

Cancel

InstallShizld [ < Back ”

6. Click the Finish button to complete installation.

802.11n USB Wireless LAN - InstallShield Wizard

InstallShield Wizard Complete

Cancel

InstallShizld < Back l [




Management Guide

Read this chapter to understand the management interface of the device and
how to manage the device.

Making a Basic Network Connection

Select a configuration tool

In the following instruction for making a network connection, we use the Utility we provide to

configure your wireless network settings.

Note: You could use either the software we provide or Microsoft Zero Configuration tool to
configure this adapter. To switch between the two configuration tools, please right click on the

icon on system tray to select.

Launch Config Ltilities

Ise Zero Configuration as Configuration wkiliky
Exit

To connect with Microsoft Zero Configuration tool

After specifying the Microsoft Zero Configuration tool to configure your wireless network, right

click on the m icon on system tray. Select View Available Wireless Networks to specify your
wireless network.

Change Windows Firewall setkings

Cpen Mebwork Connections

Repair

¥Yiew Available Wireless Networks

10



The tool shows the available wireless networks. Select your demanding network to connect with.
To connect to a wireless network with more security settings, please click Change advanced

settings to be compatible with your wireless network security settings.

' Wireless Network Connection X]
Network Tl Choose a wireless networlk
e. Refresh network: lisk Click. an item in the lisk below to connect to a wireless network in range or to get more
infarmation,
<2 Set up a wireless network ()] AP1 Connected * )
for a home or small office i
; Unsecured wireless netwaork: I“I! HE
Related Tasks ({?}) 2= =
z i 5 Security-enabled wireless nebwork [WPA) Ill]l][l
1) Learn abaut wireless Lk ¥
niekwiorking ( ) 202
(D)
E:f Zhange the order of !
preferred networks Unsecured wireless network, IIII
5 AP
$# Change advanced (@)
settings )
5 Security-snabled wireless netwark (WRA) I“I[l
219
(fi})
'rf Security-enabled wireless network (WPA) I“I!
Baron_PC_AP4
(t?}) -
'rf Security-enabled wireless network, Ill]l][l |
Conneck

11



To connect with 802.11n Wireless LAN Utility

We provide this Utility for users to connect to a wireless network easily. It provides more
information and configuration for this adapter. As default, the Utility is started automatically upon
starting your computer and connects to a connectable wireless network with best signal strength.
Right click on the ﬁj icon and select Launch Config utilities if the Utility does not start.

Please refer to the following chapters to get information regarding to the functions of this Utility.

#1802.11n USB Wireless LAN Utility x|

E o @ # @ o i
1= e i
rofile MNetwaork Advanced Statistics WA WPS <
Sorted by »» 551D i@ Channel i@ Signal [ Show dEm
AP List =»
11g #P_James I Ba 0%
’ Dora-Mirelesz-Router @6 g T B
DQA-ASUS-ILE20G s B8 ° ox  —
Wireless-11n-Router B g 0%
Wireless-11n-Router B g 2%
Wireless-11n-Router b Ba 15
_Res_ca_ln Cannect &dd i_:_o_l:'rg_ﬁle
Status == Dora-irelesz-Router =--= 00-d6-12-34-00-03 | ity == 0%
Extra Info == Link iz Up [TxPower:100%] | 6%
Channel »= & =--= 2437 MHz; central channel @ 4 | 35
Authentication == Unknown | Moise Strength =» 265
Encryption == Mone
Metwark Type =» Infrastructure Transmit
IF hddress => 192,168,200, 120 Link Speed »» 300,0 Mops
Sub Mask == 255, 2R5,255.0 Throughput »= 0,000 Kbps
Default Gatewmay ==
i Receive
Ewy == 40 SHRD == 21 Lirk Speed == 240.0 Mbps
Gl =» short MCS == 15 SMR1=> 18 Throughput == 21,060 Kbps

12



Introduction to the 802.11n Wireless LAN Utility

Note: The Utility in Windows Vista, Linux and Mac are different from the following.

¢ For instructions on using the Utility included in Windows Vista please refer to the instruction in
Appendix.

e For instructions on using the Utility included in Linux please refer to the instruction in
/Driver/Linux/readme.txt in the CD-Rom.

e For instructions on using the Utility included in Mac please refer to the instruction in

/Driver/Mac/readme.txt in the CD-Rom.

Interfaces

This Utility is basically consisted of three parts:
1. Functional buttons: on top of the window. You can click each button to access each

configuration window.

o
Note: Click C;_:I on the top right window to enable/disable wireless connection status.

Click ﬁ’ to show the wireless information.

~ @ & @ o

Frofila Metwork Advanced Statistics i, WS

2. Configuration column: Center of the Utility window. Make your changes for each function in
this part.
3. Status information: bottom of the utility window. Shows the connection status and system

information.

13



Information

Encryption == Mane

suthentication == Unknown

Metwork Type == Infrastructure
IP Address =» 192,165, 5.40

Sub Mask =» 285,285 255,0

Default Gateway => 192, 165.5.254

Status == AP1 <--» 00-03-7F-00-D7 -4
Extra Info == Link iz Up [T=Power: 100%]
Channel == & =--= 2437000 MHz

Moize Strength == 26%
Tranzmit
Link Speed == 54,0 Mbps
Throughput == 0,000 Mbps

Receive

BW == nfa SMRO == nfa Link Speed => B4.0 Mbps

Gl == nfa MCS == nia SMRA == nfa Throughput == 0,111 Mbps
Items Information
Status Shows the connecting status. Also shows the SSID while connecting to a

valid network.

Extra Info Display link status in use.
Channel Display current channel in use.
Authentication Authentication mode in use.
Encryption Encryption type in use.
Network Type Network type in use.
IP Address IP address of current connection.
Sub Mask Subnet mask of current connection.
Default Gateway Default gateway of current connection.
Link Speed Show current transmit rate and receive rate.
Throughput Display transmit and receive throughput in Mbps.
Link Quality Display connection quality based on signal strength and TX/RX packet

error rate.

Signal Strength 1

Receive signal strength 1, user can choose to display as percentage or
dBm format.

Signal Strength 2

Receive signal strength 2, user can choose to display as percentage or
dBm format.

Signal Strength 3

Receive signal strength 3, user can choose to display as percentage or
dBm format.

Noise Strength

Display noise signal strength.

HT

Display current HT status in use, containing BW, GI, MCS, SNRO, and
SNR1 value.

14




Profile

This profile page allows users to save different wireless settings, which helps users to get access

to wireless networks at home, office or other wireless network environments quickly.

Profile List

Profile Mame ==
5510 ==

Metwork Type ==
Authentication ==
Encryption ==

=g B0Z, 1x ==
Channel ==

Power Save Mode ==
Tx Power ==

RT5 Threshald ==

Fragment Threshold ==

Add

To add a new profile:

1. Click the Add button. The add profile window pops up.

Note: you could also add a new profile quickly by selecting an available network in the
Network function then click the Add to Profile button.

2. Fill in information for this profile in the system config section:

Systemn Config  Auth. % Encry.

PROF1 Metwork Type == |nfrastructure W

j Tx Power ==

Profile Mame ==

S5ID »> 4P i 7

Paower Save Mode == o Cim

@ Psk

[] RTs Threshold

[] Fragment Threshold

—
——

& B

QI Cancel

Items Information
Profile Name Choose a name for this profile, or use default name defined by system.
SSID Fill in the intended SSID name or use the drop list to select from

available Aps.

Power Save Mode

Choose from CAM (Constantly Awake Mode) or PSM (Power Saving
Mode).

Network Type

There are two types, infrastructure and 802.11 Ad-hoc modes. Under
Ad-hoc mode, you could also choose the preamble type; the available
preamble type includes auto and long. In addition to that, the channel
field will be available for setup in Ad-hoc mode.

RTS Threshold

For adjusting the RTS threshold number by sliding the bar or key in the
value directly. The default value is 2347.

Fragment
Threshold

Adjust the Fragment threshold number by sliding the bar or key in the
value directly. The default value is 2346.

15



Select an encryption type and fill in the corresponding wireless network information:

Systemn Config | Auth. \ Enchy.
Authentication »» Open - Encryption >>  None = w [] 80z
WA Preshared Key »»
Wiep Key
@ Key Hexadecimal v |
@ ey Hexadecimal v |
@ ey Hexadecimal v |
@ eyra Hexadecimal  w | [] show Passuward
[0]4 Cancel
Items Information
Authentication There are 7 types of authentication modes supported by Utility including
Type open, Shared, LEAP, WPA and WPA-PSK, WPA2 and WPA2-PSK.

For open and shared authentication mode, the selection of encryption
type are None and WEP. For WPA, WPA2, WPA-PSK and WPA2-PSK
authentication mode, the encryption type supports both TKIP and AES.
Use 802.1x to make WPA and WPA2 certification. This functions only
works when connecting to a WPA and WPA2 supported device.

Encryption Type

802.1x

WPA Pre-shared|This is the shared secret between AP and STA. For WPA-PSK and

Key WPAZ2-PSK authentication mode, this field must be filled with character
longer than 8 and less than 32 length.

WEP Key Only valid when using WEP encryption algorithm. The key must matched

AP's key.

Specify the 802.1x information if you are using the 802.1X certification method.
Users that do not use this function or connecting to an open-wireless network please skip this

part.

Auth. \ Encry. BOZ21X

EAP Method == FEALP - Tunnel duthentication == EAP-MECHAP w2 - [] session Resumption

DY PASSWORD Cliznt Certification server Certification

Authentication |0 f Password

Identity ==

Tunnel ID f Pazswaord

—
—

Identity == Password ==
Ol Cancel
Items Information
EAP method To select an EAP method.

Tunnel Authentication

Select a Tunnel authentication mode.

Session Resumption

Select to enable this function or unmark it to disable.

16




ID\ PASSWORD

Auth. % Encry. BO21X
EAP Method == PEAP - Tunnel Authentication == EAP-MSCHAP w2 - D Lession Resumption
Dy PASSWORD Cliznt Certification Server Certification

Authentication |D f Password

ldentity ==

Tunnel ID F Passward

ldentity == Pazswaord ==

(84 Cancel
Items Information
Authentication ID / Password The identity, password and domain name for server. Only

"EAP-FAST" and "LEAP" authentication can be key in
domain name. Blank space can be key in domain name.

Tunnel ID / Password Identity and Password for server.

Client Certification

Auth. Y Encry. d0Z1X
E&P Method == PEAR - Tunnel Authentication == EAP-MSCHAR w2 - [] session Resumption
0% PASSYWORD Client Certification servar Certification
[ Use Client certificats wpatestz 2003sery 449/2005 |
Izsued To =» wpatest2
lzsued By == ZO03sery
Expired On == 4,/9/2005
Friendly Mame ==
QI Cancel
Items Information
Use Client certificate Client certificate for server authentication.

17



EAP Fast

Auth. \ Encry. BOZ1%

EAP Method =» EAP-FAST -

D% PASSWORD EAP Fast

Tunnel suthentication ==

[] session Resumption

@ Use protected authentication credential

Filz Path ==

Ok

Remowe Import

Cancel

Information

Items
Allow unauthenticated provision mode

Mark to enable unauthenticated provision mode.

Use protected authentication
credential

Mark to use protected authentication credential.

Server Certification

Auth. % Encry. BOZ1X

EAP Method == PEAF v

D% PASSWORD

Tunnel Authentication ==

Client Certification

-

EAP-MSCHAR w2 [] session Resumption

Server Certification

|:| |dze certificate chain

Ok,

[

Cancel

Information

Items

Use Certificate chain

Mark the checkbox to enable using certification chain.

Allow intimidate certificates

Mark to allow intimidates certification

Server name

Enter an authentication sever root.

18




Network

This network lists the available wireless networks. The Utility connects to a wireless network with
best signal strength automatically. You can change the connecting network by clicking on the
network name and click the Connect button. To see detail information of each network, please

double click on each item to pop up the information window.

=1 802.11n USB Wireless LAN Ukility x|
E o @ # @ o i
rofile MNetwaork Advanced Statistics WA WPS <
Sorted by == 551D @ Channel @ Signal [1 Show dEm
AP List =»
11g #P_James I Ba 0%
’ Dora-Mirelesz-Router @6 g T B
DQ-ASUS-WLE20G o B8 ° ox  —
Wireless-11n-Router B g 0%
Wireless-11n-Router B g 2%
Wireless-11n-Router b Ba 15
_Res_ca_ln Cannect &dd i_:_o_l:'rg_ﬁle
Status == Dora-irelesz-Router =--= 00-d6-12-34-00-03 | ity == 0%
Extra Info == Link iz Up [TxPower:100%] | 6%
Channel »= & =--= 2437 MHz; central channel @ 4 | 35
Authentication == Unknown | Moise Strength =» 265
Encryption == Mone
Metwork Type == Infrastructure Transmit
IF hddress => 192,168,200, 120 Link Speed »» 300,0 Mops
Sub Mask == ZRE,ZRE,ZEE.0 Throughput »= 0,000 Kbps
Default Gatewmay ==
i Receive
it == 40 SKRD 3> 21 Link speed == 240.0 Mbps
Gl == short M5 == 15 SR 33 15 Throughput =» 21.060 Kbps
Items Information

SSID, Channel and Signal buttons |Click each button to sort the listing networks by SSID,
channel and Signal strength.

Show dBm Mark the checkbox to show the signal strength in dBm.

Rescan To rescan available wireless networks.

Connect Click this button to connect to a designated network.

Add to Profile Click this button to add a network to profile after selecting
a network.

19



Statistics

Statistics page displays the detail counter information based on 802.11 MIB counters. This page

translates the MIB counters into a format easier for user to understand.

Transmit Receive

Frames Transmitted Successtully = 1432
Frames Retransmitted Successfully = 4
Frames Fail To Receive ACK after all Retries = a
RTS Frames Successfully Receive CTS = 1]
RT: Frames Fail To Receive CT: = 0

Reset Counter

Items Information

Use Client certificate Client certificate for server authentication.
Frames Transmitted Successfully |Frames successfully sent.

Frames Retransmitted Successfully|Successfully retransmitted frames numbers.
Frames Fail To Receive ACK After|Frames failed transmit after hitting retry limit.
All Retries
RTS Frames Successfully Receive|Successfully receive CTS after sending RTS frame.
CTS
RTS Frames Fail To Receive CTS Failed to receive CTS after sending RTS.

Restart Counter Reset counters to zero.
Transmit Receive
Frames Received Successfully = 3163
Frames Peceived With CRC Errar = 201964
Frames Dropped Due To Qut-of-Resource = a
Duplicate Frames Received = 1]

Rezet Counter

Items Information

Use Client certificate Client certificate for server authentication.
Frames Received Successfully Frames received successfully.

Frames Received With CRC Error Frames received with CRC error.

Frames Dropped Due To Out-of-Resource [Frames dropped due to resource issue.
Duplicate Frames Received Duplicate received frames.
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WMM

This page allows users to activate the WMM function for this device. Please note that this function

only works while connecting to a WMM compatible device.

WM Setup Status

Widad =» Enabled Power Sawe => Disabled Direct Link => Disabled

[@l] Wikt Enable

[] ‘b - Power Save Enable

[] Direct Link Setup Enable

EEEEEE e

Items Information

Use Client certificate Client certificate for server authentication.

WMM Enable Enable Wi-Fi Multi-Media.

WMM - Power Save Enable Enable WMM Power Save. Please enable WMM before
configuring this function.

Direct Link Setup Enable Enable DLS (Direct Link Setup). Please enable WMM before
configuring this function.

WPS

WPS Configuration: The primary goal of Wi-Fi Protected Setup (Wi-Fi Simple Configuration) is to
simplify the security setup and management of Wi-Fi networks. This adapter supports the

configuration setup using PIN configuration method or PBC configuration method through an

internal or external Registrar.

WRS AP List
2 Unknown APA-wPS 00-10-18-90-2E-27 Rezcan
1D Unknown Ubicom_Sample 00-0C-43-25-60-20 1 Information
ID & Unknown arvint-28606P 00-0C-43-28-60-60 3 9 P G
a 26460205
10 Unknown default 00-15-0Z-44-04-66 & i
WPS Profile List Config Mode
Enrolles -
Dizconnect
PIM @ WPS dzsociate |E Progress == 0%
PEC @ WPS Probe |E WPS status is disconnected
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Items Information

Use Client certificate Client certificate for server authentication.

WPS AP List Display the information of surrounding APs with WPS IE from last
scan result. List information includes SSID, BSSID, Channel, ID
(Device Password ID), and Security-Enabled.

Rescan Click to rescan the wireless networks.

Information

Display the information about WPS IE on the selected network. List
information include Authentication Type, Encryption Type, Config
Methods, Device Password ID, Selected Registrar, State, Version, AP
Setup Locked, UUID-E and RF Bands.

PIN Code 8-digit numbers. It is required to enter PIN Code into Registrar using
PIN method. Each Network card has only one PIN Code of Enrollee.
Config Mode Enrollee or an external Registrar.

Table of Credentials

Display all of credentials got from the Registrar. List information
includes SSID, MAC Address, Authentication and Encryption Type. If
STA Enrollee, credentials are created as soon as each WPS success.
If STA Registrar, Utility creates a new credential with
WPA2-PSK/AES/64Hex-Key and doesn't change until next switching
to STA Registrar.

Detail Information about Security and Key in the credential.
Connect Command to connect to the selected network inside credentials.
Rotate Command to connect to the next network inside credentials.

Disconnect

Stop WPS action and disconnect this active link. And then select the
last profile at the Profile Page of Utility if exist. If there is an empty
profile page, the driver will select any non-security AP.

Delete Delete an existing credential. And then select the next credential if
exist. If there is an empty credential, the driver will select any
non-security AP.

PIN Start to add to Registrar using PIN configuration method.

PBC Start to add to AP using PBC configuration method.

WPS associate IE

Send the association request with WPS IE during WPS setup. It is
optional for STA.

WPS probe IE

Send the probe request with WPS IE during WPS setup. It is optional
for STA.

Progress Bar

Display rate of progress from Start to Connected status.

Status Bar

Display currently WPS Status.

Note: When you click PIN or PBC, please don't do any rescan within two-minute connection. If

you want to abort this setup within the interval, restart PIN/PBC or click Disconnect to stop WPS

action.
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Introduction to the configuration utility for Vista Users

This utility helps Vista users to configure the wireless network. Please refer to the following

sections for introduction.
Profile

This profile page allows users to save different wireless settings, which helps users to get access

to wireless networks at home, office or other wireless network environment quickly.

~ Profile List
Profile Name_| SSID | Channel | Authentication | Encryption | Network Ty... |
PROF1 241 Ao WPAPSK  TKIP Infrastructure
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To add a new profile:

1. Click the Add button. The add profile window pops up.
Note: you could also add a new profile quickly by selecting an available network in the Site
Survey function then click the Add to Profile button.

2. Fill in the information of this wireless network and its relative security settings. Please note

that the information should be corresponding to the wireless network you are connecting to.

Corfiguration | Authentication and Security |

Profile Mame iF‘HOFE S50 ."’J

Metworle Type - T Power IF-.Lrtn:n ;I

Items Information
Deleting profile Click the Delete button to delete the selected profile.
Editing profile Click the Edit button to pop up the profile-setting page

for users to edit the existing profile.
Activating profile |Click the Activate button to activate the selected
profile.
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Link Status

This Link status shows the information about the connecting. Please refer to the following chart

for definition.

Status : |241 <~> 00-14-6C-DFC5-B0

Extra Info : IIJnk is Up [TxPawer:100%]

Channed : |4 <—> 2427000 KHz

Link Speed - Tx (Mbps) | 540 Rx(Mbps) | 54.0

Throughput : T (Kbps) 0.0 Fx (Kbps) | T
Good 100%

Lk Qusy !!ll!?iiiiiiiiiiijﬂ?iii

oo %

sedserch [JRNNNNNNNNENEEEER

Signal Strength2 :

Low
oo Level - [N

Items Information

Status Display current connection status.

Extra Info Display link status and current channel in use.
Link Speed |Display current transmitting and receiving rates

Throughput |Display transmitting and receiving throughputs.

Link Quality |Display connecting quality based on signal strength and
TX/RX packet error rate.

Signal Display receiving signal strength either in percentage or dBm
Strength format.

Noise Level |Display noise signal strength.
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Site Survey

This page shows the available wireless networks within the coverage of this network adapter. You

could check the status of wireless network around your computer or add a network into your

profile.
551D | BSsID | Py | Signal | A& C..| Encryption | Authertic... | Network =
ﬁﬂﬂ O0OF-F7-EB-2560 | G 91% 1 MNone Unkriown Infrastruc
219 00-06-25-43-B1-76 G % 1 TEIP WPA Infragtruc
Z21-WEP_.. | O0-14-1C-15-EE-20 G 65% 1 TKIP WPA Infrastruc
jan-bhb CHIC-43-28-60-02 N 100% 1 Mone Unlcnown Infrastruc
arscadre 00-0C-43-28-70-11 N 100% 1 Mone Unknown Infrastruc
243 00-14-AB-B0-6A01 N 6B 1 Mone Unlonown Infrastruc
Claude AP 000C-7e-6FCE-07 G T6% 1 TKIP WPA-PSK | Infrastruc
99 DO-OF-CC-OB-AC-AD | G 55% 1 TKIP.AES | WPA-PS...  Infrastruc
132 00-E0-BE-76-196E G o1% 2 Maone Unkcnown Infrastruc
4| | »
[Connected <> 202 Rescan Addto Profie |
Items Information
SSID Name of the network.
BSSID AP MAC address or random numbers generated for IBSS.
Phy Type Phy Type of the network.
Signal Signal strength of the network.
Channel The channel in use.
Encryption Encryption algorithm. The supported algorithms are WEP, TKIP, AES,
and Not Use.
Authentication Authentication mode. The supported modes are Unknown,
WPA-PSK, WPA2-PSK, WPA and WPA2.
Network Type Infrastructure or Ad-Hoc.
Rescan Click the rescan button to perform re-scanning.
Add to profile Select a network then push the Add to Profile button to bring up the
profile-setting to add a wireless network profile.
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Statistics

This page provides the statistics about the connection of this adapter.

~ Transmit Statistics
Frames Transmitted Successfulb =
Frames T-ansmittzd Successfully Mter Retrls) =
Frames Fail To Receve ACK After Al Retries =
RTS Frames Successfully Receie CTS £
RTS Frames Fail To Jeceive CT5 =

~ Receive Statistics
Frames Feceived Successfully = Pt
Frames Feceived With CRC Emor =
Frames Cropped Due To Out-of Resource =
Duplicate Fremes Received =

Items Information

Frames Transmitted Frames sent successfully.
Successfully

Frames Transmitted Frames sent successfully with retry.
Successfully After Retry

Frames Fail To Receive Frames transmitted failed after hitting
ACK After All Retries the retrying limit.

RTS Frames Successfully |CTS frames received successfully after
Receive CTS sending RTS frames.

RTS Frames Fail To The missing CTS frames after sending
Receive CTS RTS frames.

Frames Received Frames received successfully.
Successfully

Frames Received With CRC|Frames received with CRC error.

Error

Frames Dropped Due To |Frames dropped due to insufficient
Out-of-Resource resource.

Duplicate Frames Duplicate frames received.

Received
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WPS Configuration

This page provides users to connect this adapter to a WPS (Wi-Fi Protected Setup) AP. Those
available WPS supported AP are listed on the upper column. Select the AP that you want to
connect to and click the Connect button to activate.

WPS Associate IE:

If the "WPS Associate IE" option is checked, station sends a association request with WPS IE
during WPS setup.

WPS Probe IE:
If the "WPS Probe IE" option is checked, station probes a request with WPS IE during WPS setup.

551D | BSSID | Channel | ID | Authertic.. | Encryption
DOHIC-43-2860-21 (11 | | Unknown
WPSAP D0-0C-43-28-60-60 5 WPAPSK | TKIP e
ClaudeWpsAP 00-14-85-E3-D7-8B 1 WPAPSK | TKIP
WPS Infomation
~Pin Code
|EEEE1EBZ
4| | 2
SSID | MAC Address | Authentication | Encryption Detai
wF 2860AP D0-0C-43-28-60-31 OPEN NONE
Connect
Rotate
Disconnect
Delete
4 |
PIN V¥ WPS Associate |E

FBC ¥ WPS Probe IE |WF‘S status is connected successfully - RT28604P_Baron

Re-scanning:
Click the Rescan button to perform the re-scanning.

WPS AP Information:
Click the WPS information button to bring up the WPS capable AP information dialog window.
The window shows the information including:

Authentication Type:
There are three types of supported authentication modes including Open, Shared, WPA-PSK and
WPA modes.

Encryption Type:
For Open and Shared authentication modes, the available encryption types are None and WEP.
For WPA, WPA2, WPA-PSK and WPA2-PSK authentication modes, the available encryption types
are TKIP and AES.
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Config Methods:
This attribute contains the config methods supported and enabled by the selected Registrar.

Device Password ID:
Device Password ID indicates the method or identifies the specific password that the selected
Registrar intends to use.

Selected Registrar:
Selected Registrar indicates if the user has recently activated a Registrar to add an Enrollee.

State:
This attribute is used to indicate the current configuration state. This attribute is either
"Un-configured" or "Configured".

Version:
This attribute is the specified WPS version.

AP Setup Locked:
AP Setup Locked indicates if AP has entered a setup locked state.

UUID-E:
UUID-E is universally unique identifier (UUID) generated by the Enrollee.

RF Bands:
RF Bands indicate the available RF bands.

WPS Information i x|

}f-‘«uthenticaticun |WP',-’.'-.-P'S 4
|E nciypkion |TK| P
|E|:|nfig hethods II:I:-:EIEIB.-'B-.

|Deviu:e Password 1D |

|S elected Reqgistrar I

|5tate ILInu:u:unfigurEd

['Jersin:nn |'I 0

l-‘l'-.F' Setup Locked |

|L|L||D -E |3EIS'I 323330303 3364 33366264 353766

|H F Bands I

Configure WPS profiles:
The user can configure WPS profiles with either PIN method or PBC method.

PIN Method:
Step 1: The Registrar enters the pin code generated by station.
Step 2: Push the PIN button.

PBC Method:
Push the PBC button within 2 second while the Registrar pushes the button.
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Manage WPS profiles:

The received WPS profiles are listed in the lower frame, and the listed WPS profile attributes are

SSID, MAC address, authentication type, and encryption type.

WPS profile detail information:

Selecting a profile then pushing the "Detail” button brings up the WPS profile.

Authentication Type; IWF'-'*'--F'SK o s |TKIF'
Key Length: |E FK.en [ndex: I
K.eu Material: |1 2345678

¥ Show Pazsward

This profile shows information including:

Connect with WPS profile:

Clicking the Connect button will connect to AP with the selected WPS profile.

Rotate WPS profiles:

If there are more than two WPS profiles, clicking the Rotate button will rotate to next profile and
connect to AP with this profile. If the connection can't be established successfully, station will

perform the WPS profile rotation repeatedly.

Disconnect from WPS AP:
Click the Disconnect button to stop the WPS connection.

Delete WPS profile:
Click the Delete button to delete the selected WPS profile.
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SSID: AP name of user type. User also can select [Use Mac Address] to display it.

1.

© N O 0 » W@

10.

11.
12.
13.
14.

Wireless Mode: Select wireless mode. 802.11 B/G mix, 802.11B only, 802.11A only,
802.11G only, 802.11 B/G/N mix and 802.11 A/N mix mode are supported. When wireless
card is 802.11N, system default is 802.11 B/G/N mix; Otherwise system default is 802.11
B/G mix (802.11 B/G/N mix selection item only exists for B/G/N adapter).

Wireless Protection: Auto, on, and off. System default is auto.
a. Auto: STA will dynamically change as AP announcement.
b. On: Always send frame with protection.
c. Off: Always send frame without protection.
Beacon (ms): The time between two beacons. System default is 100 ms.
TX Power: Manually force the AP transmits power. System default is 100%.
TX Rate: Manually force the Transmit using selected rate. Default is auto.
Idle Time: Manually force the Idle Time using selected value. Default is 300.
Channel: Manually force the AP using the channel. System default is channel 1.

Use Mac Address: Use MAC address of used wireless card to be AP name. System default is
APX (X is last number of Mac Address).

Security Setting: Authentication mode and encryption algorithm used within the AP. System
default is no authentication and encryption.

No forwarding among wireless clients: No beacon among wireless client, clients can
share information each other. System default is no forwarding.

Hide SSID: Prevent this AP from recognized in wireless network. This is disabled as default.
Allow BW40 MHz: Allow BW40 MHz capability.
Default: Use system default value.

Apply: Apply the above changes.
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Security Setting

This page pops up after clicking the Security Settings button. Please follow the instructions

below:

Security Setting P§|

B 2Lithentication Type * ||| Encryption Type  |Mot Uze jp

] Cancel

Items Information
1. Authentication Type [Select to be open or WPA-PSK system.
2. Encryption Type Select an encryption type from the drop list.

3. WPA Pre-shared Key |A shared string between AP and STA. For
WPA-PSK authentication mode, this field must
be filled with character longer than 8 and less
than 32 length.
4. Group Rekey Interval [Only valid when using WPA-PSK encryption
algorithm. The key will change compliance
with seconds or beacon that user set.
5. WEP Key Only valid when using WEP encryption
algorithm. The key must match the key on AP.
There are several formats to enter the keys.
a. Hexadecimal (40bits): 10 Hex characters.
b. Hexadecimal (128bits): 32Hex characters.
c. ASCII (40bits): 5 ASCII characters.

d. ASCII (128bits): 13 ASCII characters.
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Access Control

This function filters users to use this device by designating MAC address. Please refer to the

following chart for introduction.

Config  Access Control ]Mac: Table | Event Log Statisticsl About ]

d Accezs Policy

MALC Address | Aocess List e

0

Q Apply

Items Information
1. Access Policy |Choose a method to process access control from the drop list to determine
the MAC addresses that you designated are allowed to access the AP or not.

2. MAC Address |Add allowed (or denied) MAC addresses to the MAC address list.
3. Access List Display all Mac Addresses that you designated.

4. Delete Delete Mac addresses that you selected.

5. Remove All Remove all Mac address in [Access List].

6. Apply Apply changes.
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MAC Table

This page displays the station detail information of current connection.

Ennfig] #ccess Control  Mac Table l Event Lu:ug] Statistics] About ]

MAC Address | AlD | Fower 5aving Mode |

00-0C-43-11-22-33 1 Mo

Items Information

MAC Address The station MAC address of current connection.

AID Raise value by current connection.

Mode saving.

Power Saving Check if the connected station supports power

Event Log
Record Soft AP all event time and message.

Eu:unfig] Acoess Ec:ntn:ul] Mac Table Ewentlog ]Statistics] &bout ]

Event Time [vy/rmdd- bk gz] | Mezzage

2004/09/21-16:38: 44 Restart Access Point

2004 409/21-16:42:39 00-0C-43-11-22-33 azsociated
2004 409/21-16:43: 44 00-0C-43-11-22-33 left thiz BSS
2004 409/21-16:43: 46 00-0C-43-11-22-33 azsociated

Clear

Items Information

Event Time (yy/mm/dd-hh:mm:ss) |Record event time.

Message All event messages.
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Statistics

Statistics page displays the detail counter information based on 802.11 MIB counters.

I:::unfig] Aocess I:::-ntn:ull Mac Table | Event Log  Statistics l.i'-.l:u:uut ]

oTransmit Statistic:

Framesz Transmitted Succezsfully = 14
Frames Fail To Receive ACK After &l Retries = 1]
RTS Frames Succeszsfully Receive CTS = 1]
RTS Frames Fail Ta Receive CTS = 1]
Framesz Transmitted Succezsfully After R ety = ]
éﬁeceive Statistics
Frames Received Successfully = 1]
Frames Received with CRC Emar = 2108
Frames Dropped Due To Out-of-Resource = ]
Duplicate Framez Received = ]

?EESET COUMTERSS

1. Transmit Statistics

Items Information
Frames Transmitted Successfully |Frames that successfully sent.
Frames Fail To Receive ACK After |Frames that failed to transmit after

All Retries hitting retry limit.
RTS Frames Successfully Receive |Counts of CTS that successfully
CTS received after sending RTS frame.

RTS Frames Fail To Receive CTS Counts of CTS that fail to be received
after sending RTS frame.

Frames Retransmitted Successfully retransmitted frames
Successfully numbers.

2.Recieve Statistics

Items Information

Frames Received Successfully Frames received successfully.
Frames Received With CRC Error |Frames received with CRC error.
Frames Dropped Due To Frames dropped due to resource
Out-of-Resource issue.

Duplicate Frames Received Duplicate received frames.

3. Reset Counters: Reset counters to zero.
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Product Specification

Standard

IEEE 802.11n draft 2.0, IEEE 802.11b, IEEE 802.11g
Interface

USB rev1.1/2.0

Antenna

Antenna gain: 2 dBi

Antenna type: Printing Anttena
LED indication

Link/Act (Green)

Security

64/128-bit WEP, WPA, WPA2
Receiver Sensitivity
802.11b-88dBm, 802.11g-85dBm, 802.11n -65dBm
Channel

USA 11, Taiwan 11 , Europe 13
Transmit Power

802.11b :14.13mW
802.11g :13.80mW
802.11n 20MHz: 14.00mWwW
802.11n 40MHz: 13.37mW

Transfer rate

02.11b: 11/ 5.5/ 2/ 1Mbps

802.11g: 54/ 48/ 36/ 24/ 18/ 12/ 9/ 6Mbps

Draft 802.11n (20MHz): 144.4/130.0/115.5/86.6/ 72.2/65.0/57.8/43.3/28.9/21.7/14.4/7.2Mbps
Draft 802.11n (40MHz): 300/ 270/ 240/ 180/150/135/120/90/60/45/30/15Mbps

Range Coverage

Indoor 35—~100 meters
Outdoor 100—300 meters

Operating Temperature
-10~70C

Operating Humidity

10% ~ 90% (non-condensing)
Emission

FCC Class B, CE

FCC Part 15.247 for US (2.412~2.462 MHZz)
ETS 300 328 for Europe (2.400—2483.5 MHz)
NCC LPO002 for Taiwan (2.412~2.462MHz)
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