B Advanced: Click Advanced button to view related info of SSID, Encryption,
Current Power Level or Channel etc.

Advanced Status

Metwork, Mame [SSID]): [ [ Current Signal Strength;. .20 dBm
Server Based Authentication: MHaone Current Moise Lewel: -98 dBm
Data Encroption: WEP Up Time: 00:03:48
Authentication Type: Open )

Message Integrity Check: Hone 802.11b Preamble; Short & Long

Current Receive Rate: 1.0 Mbps
Current Transmit B ate: 11.0 Mbps

Aszociated AP Mame: Unavaillable

Aszociated AP [P Address; Unavailable

Aszociated AP MAC Address: 00-01-24-90-1F-10 EFarE] 3
Frequency:

Power Save Mode: Mormal ERannel et 2422 GHz

Current Power Level: 40

Auvailable Power Levels (B02.11b/g): 100, 83, 50, 30, 20, 10 mis'

4.2 Diagnostics

In Diagnostics tab, you can check Transmit and Receive Data: Multicast Packets,
Broadcast Packets, Unicast Packets and Total Bytes.

@ WLAN B0Z.1 1g USBZ.0 Adapter Utility - Current Profile: Default
Action  Options  Help

Curment Status | Profile Management | Diaanostics |

Tranzmit

Multicast Packets; 0 | DL |

Broadcast Packets: 112
Unicast Packetz: 0O
Tatal Bytes: 4744

[ Advanced Statistics ]

Receive
Multicast Packets: 0
Broadcast Packets: 8
Unicast Packets: O
Total Bytes: baa o]

25



Adapter Information

Adapter Information

Diriveer Yersion:
Drriver D ate;

Clignt M arne:

Card Mame: WLAM 802.11g USB2.0 Adapter
MAC Addresz:  00-03-7F-05-60-01
Drriveer; WM DI System 32D R IWVE RS har5h23 sps

1.0.0.85
06 Aug 2004 23:02:33
MWCE_3805 TEST

)8

Card Name: The name of the wireless network adapter.

MAC Address. The MAC address of the wireless network adapter.
Driver: The driver name and path of the wireless network adapter driver.
Driver Version: The version of the wireless network adapter driver.
Driver Date: The creation date of the wireless network adapter driver.
Client Name: The name of the client computer.

Advanced Statistics: Shows receive and transmit statistical information for the
following receive and transmit diagnostics for frames received by or transmitted to the
wireless network adapter:

Advanced Statistics

Tranzmit

Framesz Transmitted OK: 112 RTS Frames: 1]
Framesz Retried: 0 CTS Framesz: 1]
Framez Dropped: 366 Mo CTS Frames: 1]
Mo ACK. Frames: 0 Retried RTS Frames: 1]
ACK Frames: 112 Retried Data Frames: 1]
Receive

Beacons Received: 0 Authentication Tirme-0ut; 1]
Framesz Receved OF.: g Authentication Bejects: 1]
Framesz Received with Errors: 0 Agzociation Time-Out: 1]
CRC Errors: a2 Azzociation Rejects: 1]
Encryphion Errars: 0 Standard MIC OF.: 1]
Duplicate Frames: 27 Standard MIC Errors: 1]
AP Mizmatches: 0 CKIP MIC Ok: ]
Data Rate Mizmatches: 0 CKIP MIC Errors: 1]
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Transmitted Frames:

B Frames transmitted OK
B Framesretried

B Frames dropped

B NoACK frames

B ACK frames

B RTSFrames

B Clear-to-send (CTS) Frames
B No CTSframes

B Retried RTS frames

B Retried dataframes

Received Frames:
B Framesreceived OK

B Beacons

B Frameswith errors

B CRC errors

B Encryption errors

B Duplicate frames

B AP mismatches

B Data rate mismatches

B Authentication time-out

B Authentication rgects. the number of AP authentication failures received by the
wireless network adapter

Association time-out

Association rejects: the number of access point authentication rejects received by
the wireless network adapter

Standard MIC OK

Standard MIC errors

CKIP MIC OK

CKIP MIC errors
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4.3 Profile Management

@ WLAN B02.1 1g USB2.0 Adapter Utility - Current Profile: Default
Action  Opkions  Help

__Eurrent Statyz | Profile Management | Diagnustics_

K000 b~

| Modiy. |
Dretailz
Metwork, Tope: |nfrastructure [ Impoart,.. ]
Security Mode: MHone
Metwark Mame 1 [SSI01]): <emphy: [ Ewpart... ]
Metwork, Mame 2 [S5ID2):  <empty: [ F— ]
Metwork, Mame 3 [S5ID3);  <empby:
[ Order Profiles... ]
B Nework Type: Indicates whether the current activated network typeis
Infrastructure or Ad Hoc mode.
B Security Mode: Indicates current connected network’s security mode.
B Network Name: Indicates current connected network’s name.
B New: To create new profile.
B Modify: To edit settings of chosen profile.
B Remove: To remove the chosen profile from thelist.
B Activate: To activate the chosen profile.
B [mport: Toimport apre-set profile (pre-saved as a Config File *.prf)
B Export: To export the chosen profile, so you can save the profile as a Config File
(*.prf) for future use. E e
B Scan: To scan al available network in vicinity.

B Order Profiles To place the order of preferred profiles.

4.3.1 Creating or Modifying a Configuration Profile

1. Toadd aNew configuration profile, click New on the Profile Management tab. To
modify a configuration profile, select the configuration from the Profile list and
click the M odify button.

2. The Profile Management dialog box displays the General, Security and
Advanced tabs.
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3. Edit thefieldsin the General tab to configure the configuration profile.

Profile Management

General |Secur|t_l,l -;’-{d.\-'ance;:'l._

Frofile Settings

Prafile Marme; i| |

Client M ame: |H2U_NB i

MHetwark Mames

55ID1: NCS3 |

55iD2 | |

55ID3 | |

[ OF. ][ Cancel ]

B Profile Name: Identifies the configuration profile. This name should be
unique. Profile names are not case sensitive.
B Client Name: Identifies the client machine.
B Network Names (SSIDs): The IEEE 802.11 wireless network name. This
field has a maximum limit of 32 characters. Configure up to three SSIDs
(SSID1, SSID2, SSID3).
4. Edit thefieldsin the Security tab to configure the configuration profile.

Profile Management

:aeneré.l.l Security I:ﬁ.\.d.\:'ance;:'l._

Set Security Dptions

(O WwWPRAWPA2 WRAAWPAZ EAP Type:

(a021s 202.1% EAP Type:
) Pre-Shared Key [Static WEF)
) None

Canfigure. . Allows Azzociation to Mixed Cells

[ ok, ] [ Cancel

B WPA/WPAZ2: Enablesthe use of Wi-Fi Protected Access (WPA).
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B WPA Passphrase: Enables WPA Passphrase security. Click on the
Configure button and fill in the WPA Passphrase.

B 3802.1x: Enables 802.1x security. This option requires I T administration.

B Pre-Shared Key (Static WEP): Enables the use of pre-shared keys that are
defined on both the access point and the station.

B None: No security (not recommended).

5. Edit thefieldsin the Advanced tab to configure the configuration profile.

Profile Management

| General | Seu:ur'ity_. Advanced

—_. 0 [
Metwark Tepe: | Infrastructure v
80211k Preamble: (&) Short & Long () Long Only

Wirelezz Mode Wirelesz Mode \When Starting Ad Hoc Mebwork:,
24 GHz 54 Mbps

[¥] 2.4 GHz 11 Mbps

Super G

802,11 Authentication Mode
Oéuto &) 0pen () Shared [ Freferred 4Pz, ]

[ (]S H Caticel ]

B Transmit Power Level: Selects the transmit power level for 802.11b/g in mW.
Actual transmit power may be limited by regulatory domain or hardware
limitations.

B Power Save Mode: Specify:

v" Maximum mode: causes the access point to buffer incoming messages for
the wireless adapter. The adapter up periodically polls the access point to
seeif any messages are waiting.

v" Normal mode: uses maxim when retrieving a large number of packets, then
switches back to power save mode after retrieving the packets.

v' Off: turns power saving off, thus powering up the wireless adapter
continuously for a short message response time.

B Network Type: Specifies the network as either Infrastructure or Ad Hoc.

B 802.11b Preamble: Specifies the preamble setting in 802.11b. The default
setting is Short & Long (access point mode), which allows both short and
long headersin the 802.11b frames. The adapter can only use short radio
headers if the access point supports and uses them. Set to L ong Only to
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v

v

v

override allowing short frames.
Wireless Mode: Specifies 2.4GHz 54Mbps, 2.4GHz 11Mbps, or Super G
operation in an access point network. The wireless adapter must match the
wireless mode of the access point it associates to.
Wireless Mode when Starting Ad Hoc Network: Specifies 2.4GHz
54/11Mbps, to start an Ad Hoc network if no matching network name is found
after scanning al available modes. This mode also alows selection of the
channel the wireless adapter uses. The channels available depend on the
regulatory domain. If the adapter finds no other ad hoc adapters, this selection
specifies which channel with the adapter starts the Ad Hoc network with. The
wireless adapter must match the wireless mode of the access point it associates
to.
802.11 Authentication M ode: Select what mode the wireless adapter uses to
authenticate to an access point:
Auto: causes the adapter to attempt authentication using shared, but
switches it to open authentication if shared fails.
Open: enables an adapter to attempt authentication regardless of its WEP
settings. It will only associate with the access point if the WEP keys on both
the adapter and the access point match.
Shared: only allows the adapter to associate with access points that have
the same WEP key.
Preferred APs. User can set up to five preferred APs.

Preferred Access Points

Specified Accezs Point MAC Addrezzes
Access Paoint 1: |
Access Point 2
Access Point 3

Acceszs Pant 4

k., ] [ Cancel
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4.3.2 Removing a Profile

1. Go to the Profile Management tab.
2. Select the profile to remove from the list of configuration profiles.

3. Click Remove.

4.3.3 Profile Auto Selection

B Including aprofilein the auto selection feature allows the wireless adapter to
automatically select that profile from the list of profiles and use it to connect to
the network.

B |ncluding aprofilein auto profile selection:

On the Profile Management tab, click Order Profiles

2. The Auto Profile Selection M anagement window pops up, with alist of al
created profilesin the Available Profile box.

3. Highlight the profilesto add to Auto Profile selection, and thenclick Add. The
profiles appear in the Auto Selected Profiles box.

=

Auto Profile Selection Management

Awailable Prafiles:

[hC53

Add

Auto Selected Prufiles:*

Ok l [ Cancel

Ordering the auto selected profiles:

On the Profile Management tab, click Order Profiles
Highlight a profile in the Auto Selected Pr ofiles box.
Click Move up or Move down as appropriate.

w N EFE R
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Auto Profile Selection Management

Awailable Prafiles:

Auto Selected Profiles:
MCE3

Remove

e

[ Ok l[ Cancel ]

Click OK.

Check the Auto Selected Profiles box.

Save the modified configuration file.

With Auto Profile Selection enabled, the wireless adapter scans for available
networks. The highest priority profile with the same SSID as a found network is
used to connect to the network. On a failed connection, the client adapter tries
with the next highest priority profile.

N o g b

NOTE! When Auto Profile Selection is enabled by checking Auto Select Profiles
on the Profile Management tab, the client adapter scans for an available
network. The profile with the highest priority and the same SSID as one of
the found networks is the one that is used to connect to the network. If the
connection fails, the client adapter tries the next highest priority profile that
matches the SSID, and so on.

4.3.4 Switching Profiles

To switch to adifferent profile, go to the Profile Management tab.

Click on the Profile Name in the Profile List.

Click Activate.

The Profile List providesicons that specify the Operational State for that profile.
The list aso providesicons that specify the Signal Strength for that profile.

Eal I
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4.4 Security

4.4.1 Using EAP-TL S Security

Touse EAP-TL S security in the Utility, access the Security tab in the Profile
Management window.

1. On the Security tab, click WPA/WPA2 or 802.1x.

2. Select EAP-TL S from the drop-down menu.

4.4.2 Enabling EAP-TL S Security

To use EAP-TLS security, the machine must already have the EAP-TLS certificates

downloaded onto it. Check with the IT manager.

1. Click Configure.

2. Select the appropriate certificate authority. Select Server Properties. The
Server/Domain Name and the Login Name are filled in automatically from the
certificate information.

Define Certificate

select a Certificate
|aga [lssved: 2004/0424] v|

Server Properties
N - |

serverDomain Name
| JE.32 com |

Login Hame
o |

| Ok || Concel |

3. Click OK again.
4. Activate the profile.

4.4.3 Using EAP-TTLS Security

Touse EAP-TTL S security in the WLAN 802.11g Utility, access the Security tab in
the Profile M anagement window.

1. On the Security tab, click WPA/WPA2 or 802.1x.

2. Select EAP-TTL Sfrom the drop-down menu.
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4.4.4 Enabling EAP-TTL S Security

To use EAP-TTLS security, the machine must already have the EAP-TTLS
certificates downloaded onto it. Check with the IT manager.

1. Click Configure.

2. Select the appropriate certificate from the drop-down list and click OK.

Define EAP-TTLS Configuration

Trusted Rook Cerkification Authorities

| ANy >

User Information For EAP-TTLS Authenticakion

User Mame: |':'2':":' |

Password; | |

Confirm Passward: | |

[ Advanced... ] [ 84 l [ Cancel ]

3. Specify auser name for EAP authentication:
v' Enter an EAP user name in the User Name field to use a separate user name
and password and start the EAP authentication process.
4. Click Advanced and:

Advanced Configuration

Specific Server or Domain: | |

Login Marme: ||:|2|:||:| |

[ ]S ] [ Cancel ]

v Enter the Specific Server or Domain name of the server from which the client
will accept a certificate.
v' Change the login name if needed.
5. Click OK.
6. Enablethe profile.
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4.4.5 Using PEAP(EAP-GTC) Security

Touse PEAP-GTC security in the WLAN 802.11g Utility, access the Security tabin
the Profile M anagement window.

1. On the Security tab, click WPA/WPA2 or 802.1x.

2. Select PEAP(EAP-GTC) from the drop-down menu.

4.4.6 Enabling PEAP(EAP-GTC) Security

To use PEAP-GTC security, the server must have the PEAP-GTC certificates, and the
server properties must already be set. Check with the IT manager.

1. Click Configure.

2. Select the appropriate network certificate authority from the drop-down list.

Define PEAP (EAP-GTC) Configuration

Trusted Root Certification Autharities

ANy =

Lser Marme: 000

Set Passwiord

() Taken

() Skatic Password

[ Advanced. .. ] [ Ok ] [ Cancel ]

3. Specify auser name for inner PEAP tunnel authentication:
v' Enter aPEAP user name in the User Name field to use a separate user name
and start the PEAP authentication process.
4. Select Tokenor Static Password, depending on the user database.
NOTE!  Token uses a hardware token device or the Secure Computing Sof Token
program (version 1.3 or later) to obtain and enter a one-time password during
authentication.
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5. Click Advanced and Advanced Configuration window appears.

Advanced Configuration

Specific Server or Domain: |

Login Mame: | PE4P-00037F 056001

[ ]9 l [ Cancel ]

v" Enter the Specific Server or Domain name of the server from which the
client will accept acertificate.

v' Thelogin name used for PEAP tunnel authenticationfillsin automatically as
PEAP-XXXXXXXXXX, where XX XXXXXXXX isthe computer’s MAC
address. Change the login name if needed.

6. Click OK.
7. Enablethe profile.

4.4.7 Using PEAP-MSCHAP V2 Security

To use PEAP-M SCHAP V2 security in the WLAN 802.11g Utility, accessthe
Security tab in the Profile M anagement window.

1. On the Security tab, click WPA/WPA2 or 802.1x.

2. Select PEAP- MSCHAP V2 from the drop-down menu.

4.4.8 Enabling PEAP- MSCHAP V2 Security

To use PEAP-MSCHAP V2 security, the server must have the PEAP-MSCHAP V2
certificates, and the server properties must already be set. Check with the IT manager.
1. Click Configure.

2. Select the appropriate network certificate authority from the drop-down list.
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Define PEAP (EAP-MSCHAP ¥2) Configuration

Trusted Rook Cerkification Authorities

| ANy >

User Information For PEAP (EAP-MSCHARP W21 Authentication

User Mame: |':'2':":' |

Password; | |

Confirm Passward: | |

[ Advanced... ] [ 84 l [ Cancel ]

3. Specify auser name for inner PEAP tunnel authentication:
v' Enter aPEAP user name in the User Name field to use a separate user name
and start the PEAP authentication process.
4. Click Advanced and:

Advanced Configuration

Specific Server ar Domain; | |

Login M ame: ||:|2|:||:| |

[ OF. ] [ Caticel ]

v’ Enter the Specific Server or Domain name of the server from which the client
will accept a certificate.
v' Change the login name if needed.
5. Click OK.
6. Enablethe profile.

4.4.9 Using LEAP Security

To use LEAP security in the WLAN 802.11g Utility, access the Security tab in the
Profile Management window.
1. Onthe Security tab, click WPA/WPA2 or 802.1x.
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2. Select LEAP from the drop-down menu.

4.4.10 Configuring LEAP

1. Click Configure.
2. Specify a user name and password:

Option 1: Select to Use Temporary User Name and Passwor d by choosing the

radio button:

(1) Manually Prompt for Leap User Name and Passwordis

checked automaticaly.

Option 2: Select to Use Saved User Name and Passwor d by choosing the radio

button:

(1) Enter the user name and password.
(2) Confirm the password.

(3) Enter a specific domain name.

LEAP Settings

LEAP username and password settings

() Use Temporary User Mame and Password

{(®)1se Saved User Mame and Password:

ser Mame: |

Passwiord; |

Confirm Password; |

Damain: |

Include Windows Logon Domain with User Mame

Mo Mekwork Connection Unless User Is Logged In

LEAP Authentication Timeout Yalue {in seconds)
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3. Check the Include Windows L ogon Domain with User Name setting to pass the
Windows login domain and user name to the RADIUS server (default).

4. Check No Network Connection Unless User IsL ogged In to force the wireless
adapter to disassociate after logging off (default).

5. Enter the LEAP authentication timeout time (between 30 and 500 seconds) to
specify how long LEAP should wait before declaring authentication failed, and
sending an error message. The default is 90 seconds.

6. Click OK.

7. Enablethe profile.

4.4.11 Using WPA Passphrase Security

To use WEAP Passphrase security in the WLAN 802.119g Utility, access the Security
tab in the Profile M anagement window.
1. On the Security tab, click WPA Passphrase.
2. Click Configure.
3. Fill inthe WPA Passphrase.
Define WPA Pre-Shared Key ?x

Enter a WPA Passphrase between 8 and &4 characters long.

[ Ok ] [ Cancel

4. Click OK.

4.4.12 Using Pre-Shared Key (Static WEP) Security

To use Pre-Shared Key (Static Web) security in the WLAN 802.11g Utility, access
the Security tab in the Profile M anagement window.

1. On the Security tab, click Pre-Shared Key (Static WEP).

2. Click Configure.

3. Choose Hexadecimal or ASCI| Text and thenfill in the value of each WEP Key.
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Define Pre-Shared Keys @

K.ey Entry
{(#)Hexadecimal [0-9, &4-F} (I ASCI Text [all keyboard characters|
Encipption Keysz
Tranzmit WEP Key Size:
el B4 128 152
WEP Key 1: | | ® 0 O
WEF Key 2 | | ® 00
WEP Key 3 | | ® 00
WEP Key 4 | | ® 00
[ (]84 l l Cancel ]

4.5 Display Settings

To change the display settings, choose Options® Display Settings from the menu.
The Display Settings dialog box contains tools to set the Signal Strength Display
Units, Refresh Interval and Data Display.

Display Sethngs

Refresh Inferval (seconds): ! 3 |

Data Display: (O Relative (%) Cummlative

| oK | [ Concel |

B Signal Strength Display Units: Sets the units used when displaying signal
strength: percentage (%) or dBm.

B Refresh Interval: Use the up/down arrows to set the display refresh interval in
seconds.

B Data Display: Setsthe display to cumulative or relative. Relative displays the
changein statistical data since the last update. Cumulative displays statistical data
collected since opening the profile.
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4.6 Actions Tools

Click Action from the menu to access the tools.

Enable/Disable Radio: Enable or disable the RF Signal.
Enable/Disable Tray | con: Enable or disable the tray icon.

Enabled: Disabled:

LR 11018

= T ey

Manual LEAP Login: Loginto LEAP manualy, if LEAP is set to manually
prompt for user name and password on each login. See Chapter 4 Security for
enabling LEAP.

Reauthenticate: Reauthenticate to a LEAP-configured access point.

Exit: Exit the Utility application.

4.7 About Utility Version

Click Help ® About WLAN 802.11g USB2.0 Adapter Utility to check Utility
version.

About

X]

%.1 WLAN 802.11g USB2.0 Adapter Utility

Version: 31316
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5. Right clicking thetray icon

Right-click on the tray icon to access the following options:

Help
Exit

Cpen ddapker Uklies, .
Preferences...

Disable Radio

Select Profile 3

Show Connection Status

Help: Open the online help.

Exit: Exit the Utility application.

Open Adapter Utility: Launch the Utility.

Preferences. Set the startup options and menu options for the Utility. Check
whether the program should start automatically when Windows starts, and check
the menu items that should appear on the popup menu.

Enable/Disable Radio: Enable or disable the RF Signal.

Manual LEAP Login: Log into LEAP manudly, if LEAP is set to manually
prompt for user name and password on each login. See Chapter 4 Security for
enabling LEAP.

Reauthenticate: Reauthenticate to a L EAP-configured access point.

Select Profile: Click a configuration profile name to switch to it. If no
configuration profile exists for a connection, see Chapter 3 Profile Management
to add aprofilefirst.

Show Connection Status: Display the Connection Status window.

Connection Status

Active Profile; HCFO

Auta Prafile Selection: Dizabled
Connechion Status: Azzociated
Link Gluality: Good

S51D: HCFO

Access Point Mame: IInavailable
Accezs Point [P Address; |Inavailable
Link Speed; 1.0 Mbps

Client Adapter P Address: 169.254.97. 255
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6. Networ k Application

This section consists of the network applications of 802.11g USB 2.0 Adapter,
including:

Eal I

5.

To survey the network neighborhood

To share your folder with your network member(s)

To share your printer with your network member(s)

To access the shared folder(s)/file(s) of your network members(s)
To use the shared printer(s) of your network member(s)

In fact, the network applications of WLAN 802.11g USB 2.0 Adapter are the same as
they are in a wired network environment. You may refer to the following 3
examples of Surveying the Network Neighborhood, File Sharing and Using the
Shared Folder.

6.1 Surveying the Network Neighborhood

When multiple base stations are up and running in your wireless network, you can use
the procedure described below to display the other computers:

1.

Double-click My Network Placesto display all stationsin your Microsoft
Windows Network Group.
To display other workgroups in the network environment, double-click Entire
Network.
If there is a second network operating system running in your network
environment (for example a Novell NetWare network), the “ Entire Network”
window will also display available servers running under the second network
operating system. If you click on these servers, you may be asked to enter your
user name and passwor d that applies to the other network operating system. If
you cannot find it, verify whether the other wireless computers are:
B Powered up and logged on to the network.
B Configured to operate with identical Microsoft Network settings concerning:
v" Networking Protocol.
v' Wireless Network Name.
To enable the sharing of | nter net access, you should set your WLAN mode as
“Infrastructure” and connect to the access point.
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6.2 File Sharing

802.11g USB 2.0 Adapter allows the sharing of files between computers that are
logged onto the same wireless network. If you want to share your folder “My
Documents’ with other computers of the wireless network, please highlight the
folder “My Documents’ and drag it to Shared Documentsfolder.

= o] Py Cmnarsants Mty Cocimuris M Corputer Wy Matwork  RecqchBn nbsrsat
P

£ Wl pg Pl Parm
# P B

£ N My Pambocrk Aara
# Racvabin

Sharing files in the IEEE802.11g wireless network will be like sharing files on a
wired LAN.

45



6.3 Using the Shared Folder

If you would like to access a shared folder stored in other stations of same network,
please follow the process below:

1. Double-click the “My Network Places’ icon, and then double-click the computer
where the shared folder is located.

2. Double-click the folder you want to connect to.

3. Now you may open the needed file(s).
NOTE! If apasswordisrequired, the Windows will prompt a password column to

you. Then you need to enter the password that had been assigned to this
shared folder.
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6. Product Specifications

Frequency range USA and Taiwan: 2400 — 2483.5MHz,
Europe: 2400 — 2483.5MHz,
Japan: 2400 — 2483.5MHz,

Modulation technique 802.11b/g
DSSS (DBPSK, DQPSK, CCK)
OFDM (BPSK,QPSK, 16-QAM, 64-QAM)

Host interface USB 2.0

Compatible with USB specification revision 2.0

A true "Plug & Play" connection supports hot swapping function.
Get power directly from USB port

No external power or batteries required

Channels support 802.11b/g

US/Canada/Taiwan: 11 (1 ~ 11)

Major European country: 13 (1 ~ 13)

France: 4 (10 ~ 13)

Japan: 11b: 14 (1~13 or 14"), 11g: 13 (1 ~ 13)
China: 13 (1 ~ 13)

Operation voltage 5.0V +/- 10%
Power consumption Max. 500mA
Output Power Max. 17dBm
Operation distance 802.11b

Outdoor;:250m@11Mbps, 300m@1Mbps
Indoor: 30m@11Mbps, 50m@1Mbps
802.11g

Outdoor: 80m@54Mbps, 250m@6Mbps
Indoor: 15m@54Mbps, 35m@6Mbps

Operation System \Windows® 98SE, ME, 2K, XP
supported

Dimension 94mm (L) x 32.2mm (W) x 7.3 mm (H)
Security 64-bit,128-bit, 152-bit WEP Encryption

802.1x Authentication
IAES-CCM & TKIP Encryption

Operation mode Infrastructure & Ad-hoc mode

Transfer data rate 802.11b/g
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11, 5.5, 2, 1 Mbps, auto-fallback, up to 54 Mbps
802.11g (Super mode)
up to 108 Mbps

Operation temperature |0 °C ~ 70°C

Storage temperature -20°C ~ 80°C

Wi-Fi® Alliance WECA Compliant

\WHQL Microsoft®2K, XP Compliant

USB 2.0 IF USB 2.0 IF Compliant

EMC certificate FCC part 15 (USA)
LP0002(Taiwan)

IC RSS210 (Canada)
Telec (Japan)
ETSI, EN301893, EN60950 (Europe)

Media access protocol |[CSMA/CA with ACK architecture 32-bit MAC

Advance Function Super G

Extended Range

Antenna type and gain  |Printed Antenna,-0.17dBi
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