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Federal Communication Commission I nterference Statement

This equipment has been tested and found to comply with the limits for a Class

B digital device, pursuant to Part 15 of the FCC Rules. These limits are

designed to provide reasonable protection against harmful interference in a

residential installation. This equipment generates, uses and can radiate radio

frequency energy and, if not installed and used in accordance with the

instructions, may cause harmful interference to radio communications.

However, there is no guarantee that interference will not occur in a particular

installation. If this equipment does cause harmful interference to radio or

television reception, which can be determined by turning the equipment off and

on, the user is encouraged to try to correct the interference by one of the

following measures:

- Reorient or relocate the receiving antenna.

Increase the separation between the equipment and receiver.

Connect the equipment into an outlet on a circuit different from that

to which the receiver is connected.

- Consult the dealer or an experienced radio/TV technician for help.

This device complies with Part 15 of the FCC Rules. Operation is subject to the

following two conditions: (1) This device may not cause harmful interference,

and (2) this device must accept any interference received, including

interference that may cause undesired operation.

FCC Caution: Any changes or modifications not expressly approved by the

party responsible for compliance could void the user's authority to operate this

equipment.

IMPORTANT NOTE:

FCC Radiation Exposure Statement:
This equipment complies with FCC radiation exposure limits set forth for an
uncontrolled environment. End users must follow the specific operating
instructions for satisfying RF exposure compliance. To maintain compliance with
FCC RF exposure compliance requirements, please avoid direct contact to the
transmitting antenna during transmitting. For operation within 5.15 ~ 5.25GHz
frequency range, it isrestricted to indoor environment. This transmitter must
not be co-located or operating in conjunction with any other antenna or
transmitter.

Wistron NeWeb Corp. declares that this product is limited in CH1~CH11 by
specified firmware controlled in the USA.
Highest SAR test value: 1.55W/kg
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1. Welcome

Thank you for purchasing our 802.11a/b/g USB 2.0 Adapter, and welcome to Wireless
LAN—the easy way to wireless networking.

This user’s guide introduces to you the 802.11a/b/g USB 2.0 Adapter and describes
the most common configurations, which will help you connect to your network easily.
Please read this manual to get familiar with the IEEE802.11a/b/g Wireless LAN. This
manual contains detailed instructions in operation of this product. Please keep this
manual for future reference.

As this product is designed to run under Microsoft Windows, it is recommended that
to be installed by people who are familiar with the installation procedures for network
operating systems under Microsoft Windows.

1.1 Kit Contents

The 802.11a/b/g USB 2.0 Adapter kit shoud include the following items: One
802.11a/b/g USB 2.0 Adapter with USB cable, one CD and one Quick Start Guide.

B One802.11a/b/g USB 2.0 Adapter

B One Software CD including:
(1) Utility & Driver Installation Software
(2) User Manual PDF File

B Quick Start Guide

1.2 Main Features of 802.11a/b/g USB 2.0 Adapter

Status LED:

H  Off: Power Off.

B Blinking: The USB adapter is powered on but no wireless connection is made
yet.

B Steady Green: Wireless connection is linked.

802.11a/b/g USB 2.0 Adapter features:
B Plug & Play
H  Worldwide Radio Support



Super A/G™ and eXtended Range XR™ Technology
Backward Compatible with 802.11b

Roaming Support

802.1x Authentication

AES-CCM & TKIP Encryption

64/128/152-bit WEP Encryption

Driver Support OS Windows®2000/XP

802.11a/b/g USB 2.0 Adapter supports:

Automatic load balancing for optimized bandwidth
Advanced power management
OS Windows®2000/X P

1.3 Wireless Networking Scenarios

Asour 802.11a/b/g USB 2.0 Adapter is interoperable and compatible with other IEEE
802.11a/b/g compliant products from other manufacturers, it offers you the most
freedom to establish your ideal wireless network. Therefore, after installing
802.11a/b/g USB 2.0 Adapter, you can connect your computer to:

A Peer-to-Peer Workgroup of 802.11a/b/g compliant wireless devices.

A LAN (Loca AreaNetwork) constructed by Access Point(s) or other
802.11a/b/g compliant systems.

Share your Internet access by using just one connection, share printers and other
peripheral devices, share data and image files between networked PCs, play
multi-player games, and use other network enabled sharing resources.



Peer-to-Peer Networking:
An Ad Hoc Network could be easily set up with some PCs and this 802.11a/b/g
USB 2.0 Adapter or our other WLAN devices. Therefore, it is very suitable to

build a network for temporary use, such as for demonstration in exhibition, for
new sales point/branch use and alike.

Cooperate LAN (L ocal Area Networking):
With some 802.11a/b/g USB 2.0 Adapters and Access Poaints, it is easy to
construct a LAN with access to Internet for enterprise use.
The construction is quite easy that the 802.11a/b/g USB 2.0 Adapter and Access
Point will automatically work at the most suitable frequency when Access Point is
set within the proper range.

In addition, commonly manufacturers will bundle the Site-Survey tool for usersto
check the communication quality.
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2. Quick Start Guide

2.1 Installation

1.

Insert theinstallation CD. It automatically starts the setup program for software
installation.

Follow the installation wizar d to complete the software installation process.
Connect the WLAN 802.11a/b/g USB 2.0 Adapter to your laptop PC/desktop
PC during software installation.

Restart your PC.

NOTE! Select “ Cancel” when Found New Hardware window appears.

NOTE! InWindows XP, it isrecommended that you use the WLAN 802.11a/b/g

USB2.0 Utility.



2.2 Connecting to an Existing Network

After restarting your PC, the adapter automatically connects to an unsecured network
that has the best signal strength(if there’'s any). Profile Name shows Default.

@ WLAN B02.1 1afbfg LUSB2.0 Adapter Utility - Current Profile: Default
Action  Opkions  Help

Current Status | Profile Management | Diagnostics |
Frofile Mame:  Default

Link Statuz:  Aszzociated

Wireless Mode: 2.4 GHz 54 Mbpz IP Addresz: 192168118
Metwork, Tupe:  Infrastructune Current Channel. 11
Server Baged Authentication:  Mone [Data Encryption: Mone
Signal Strengthe. [EEREREERER GFood

.ﬁ.vanced

Y ou may also manualy assign a network to connect with. Follow the steps below:

1. Open WLAN 802.11a/b/g USB 2.0 Adapter Utility (by double-clicking on the
shortcut icon on the desktop), and click Profile Management tab.

2. Click Scan, and Available Infrastructure and Ad Hoc Networ ks list appears.
3. Click the desired network SSID and click Activate.

4. Contact the network administrator for Profile Settings: General, Security and
Advanced.

5. Once connected, the configuration icon in the Windows System Tray appears ﬂ]

You can click Current Status tab to check the connection status.

6. For details of each tab in WLAN 802.11a/b/g USB2.0 Adapter Utility, please read
Chapter 4.



3. Step-by-Step I nstructions

3.1 Ingtallation

1. Insert theinstallation CD into your CD-ROM drive. Click Next.
WLAN 802.11a+b+g USB2.0 Adapter Installation Program

%]

WILAN 802 11a+b+g USBZ2.0 Adapter Installation
Program

Thiz program installs the diver and client utilibes for vour
ISEZ 0% ireless LAM Client Adapler.

WLAN BO2.11a+b+g LISBZ.0 Adapter Installation Program
Licenze Agreement

Pleaze read the following license agreement carefully,

Al rightz reserved. Mo part of this publication may be reproduced, trangmitted, transcribed,
ztored in a retriesval zustem, or franglated into any language or computer language, in any
form or by any means, electronic, mechanical, magnetic, optical, chemical, manual or
athenwize, withaut the prior written permizzion of this company

(%) accept the terms of the license agreement

(") | do naot accept the terms of the licenze agreement

< Back ][ Mewt » ][ Cancel ]
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3. Click Next. You can highlight different items to choose different setup.

WLAN 802.11a+b+g USB2.0 Adapter Installation Program

Setup Type
Select the zetup type that best zuits pour needs.

Click the type of setup vou prefer.

Install Client Utiliies and Driver recommended) Deseription
[nztall Diriver Only Chiooze this option ba inztall the
Make Driver Installation Dizkette(z) driver and client utilities. Thiz is

the recommended optioh.

< Back ][ Hent » ][ Cancel

4. Click Yes System reminds you the reboot step.

9 The option vou have selected requires the syskem to be rebooted at the end of the
\(’ operation, Do vou wank ko continue?

Yes ] | Mo |

11



5. Click Next. Or click Browse to select the destination folder you prefer.

WLAN 802.11a+b+g USB2.0 Adapter Installation Program

Choose Destination Location

Select the folder where the inztallation program will install the files.

The inztallation program will ingtall the client utiliies in the following location:

Drestination Falder

C:\Pragram FilestwLAN

¢ Back ]ue:-cw J[ Cancel ]

6. Click Next. Edit the Program Folder name if necessary.

WLAN 802.11a+b+g USB2.0 Adapter Installation Program

Select Program Folder
Select a program folder.

The installation program will add program icons to the Program Folder listed below. o may
twpe a new folder name or zelect one from the Exizting Folders list,

Erogram Faolder:

LA 80211 a+b+g ISEZ 0 Adapte

Exizting Folders:

o

[ >

Administrative Toolz
Games

IEEE 80211k 'WLAM Utilite[USE)

i-Sunc faor 163

JAMMER Profezzional Dema —
Micrazoft Office Toaols

PrintS erver Driver

Startup !

< Back ]|_ Hent » l[ Cancel

12



7. Read the notice and click Next.

WLAN 802.11a+b+g USB2.0 Adapter Installation Program
WLAN 802.11a+b+g USB2.0 Adapter Installation Program

IMFORTAMT: Pleaze Readl

On 'windows %P, you can configure vour SB2 0% ireless LAM Client Adapter through the
WLaM 80211 a+b+g USEZ.0 Adapter Utility or a third party supplicant. Because third party
tools may not provide all of the functionality available in WLAM Utlity, ‘e recommends that
you uge thiz Ltility, [Please note that a patch from Microgoft might be required to uge the
icrozoft toal with WA security. ]

On the nest screen, select whether you want to uge WHAM Utilitg or a third party zupplicant o
configure your client adapter.

MOTE: If you gelect a third party supplicant, some of the \WLAM features will nat be available,
To activate thoze features, wou must install wWLAR Lty

< Back ]uexw |[ Cancel

8. Click Next. WLAN 802.11a/b/g USB2.0 Adapter Utility is recommended.

WLAN 802.11a+b+g USB2.0 Adapter Installation Program

Choose Configuration T ool

WWhich tool will you use to configure your client adapter?

w)nw/LAN 802 11a/bdg USE 20 Adapter Ltling and Supplicart
i) Third Party Supplicant

< Back " Hent » ][ Cancel
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9. Insert the adapter and click OK.

WLAN BO2.11a+b+g LISB2.0 Adapter Installation Program

'j The installation program installs the driver automatically when the client adapter is

inserted, Insett the adapker now if it is nok vet inserted, cancel the Found Mew
Hardware Wizard if it appears, and proceed with the installation, Click Ok ko continue,

"'_., The Installation Program has successfully performed the selected operations, but the

sysbem needs to be rebooted before all of the changes will kake effect. Click OF to
reboot the system,

NOTE!

NOTE!

Select “ Cancel” when Found New Hardware window appears.

In Windows XP, it is recommended that you use the WLAN 802.11a/b/g
USB2.0 Utility.

14



3.2 Connecting to a network
NOTE! For details of Utility Configuration, please refer to Chapter 4.

Status|cons
lJl: Low Signal Strength ::: . AdHoc Network
J:Ili Medium Signal Strength 'i : Infrastructure Network
lllli High Signal Strength I:'i:l © Infrastructure Network Connected
il - K
© No Signa Strength . profileActivated
@: Radio Off I“TEE': Secured

After restarting your PC, the adapter automatically connects to an unsecured network
that has the best signal strength (if there’s any). Profile Name shows Defaullt.

@ WLAN B02.1 1afbfg LUSB2.0 Adapter Utility - Current Profile: Default
Action  Opkions  Help

| Current Status | Profile Management Diagnostics |

Praofile Mame:  Default

Link Statuz:  Aszzociated

Wireless Mode: 2.4 GHz 54 Mbpz IP Addrezs:
Metwork, Tupe:  Infrastructune Current Channel. 11
Server Baged Authentication:  Mone [Data Encryption: Mone
Signal Strengthe. [EEREREERER Good

Advanced

Y ou may also manually assign a network to connect with. Follow the steps below:

15




1. Open WLAN 802.11a/b/g USB 2.0 Adapter Utility (by double-clicking on the
shortcut icon on the desktop), and click Profile M anagement tab.

@ WLAN B02.11a/blg USB2.0 Adapter Utility - Current Profile: Default ?]X)
Action  Ophions  Help

| Curment Status | Profile Management | Diagrostics |
I e

Detailz
Metwork, Tope: Infraztructure [ Impoart,.. ]
Security Mode: Maone
Metwaork Mame 1 [SSIDT]: <empby: [ Expart... ]
Metwark Mame 2 [SSID2:  <empby: [ — ]
Metwark Mame 3 [SSID3:  <empby:
Auto Select Profiles [ Order Profiles. . ]

2. Click Scan, and Available Infrastructure and Ad Hoc Networks list appears.

Available Infrastructure and Ad Hoc Metworks

Metwork Mame [S510] [ﬁg Super | ®R Signal Strength | Channel - 'Wirelezs Mode

i = lll] 16 dB 1 2.4 GHz 54 Mbps
i CRP-GT = lll] 12 dB 1 2.4 GHz 54 Mbps
i wilan .]]] 3dB 10 2.4 GHz 54 Mbps
@ NC 1||I 48 dB 3 2.4 GHz 11 Mbps
1 MCED ] lll] 13 dB 3 24 GHz 11 Mbps
1 MCE2 = llll 36 dB 3 2.4 GHz 54 Mbps
1 MCE3 =3 llll 33dB 4 2.4 GHz 54 Mbps
1 NCB4 =3 llll 28 dB 4 2.4 GHz 54 Mbps
1 MCED =3 lll] 11 dB 4 24 GHz 11 Mbps
& | 68

hotiva [ Refrezh ] [ ]

16



3. Click the desired network SSID and click Activate.

Available Infrastmcinre and Ad Hoc Networks

Wetwork Name (B2I00 [ﬁg cuper | ER | Bignal Strength | Channel . Wireless Mode A
i =3 Al 244 1 2.4 GHz 54 Mbp:
i 3S0_LXWPATKIP =3 q11] 64 7 2.4 GHz 11 Mbp:
i 350_LEAP =3 Wl 3dBE 7 2.4 GHz 11 Mbp:

i CRP-1-QT =3 Al] 174E 1 2.4 GHz 54 Mbp:
& defanlt Al] 104E 1 2.4 GHz 11 Mbp:
i ABS 2200 1] 0dE 1 2.4 GHz 54 Mbp:
T GEAR Al] 144B 1 2.4 GHz 54 Mbp:
] 94dB & 2.4 (3Hz 11 Mhp:

IOWT EON~ —& 2l nan 11 DA MHe BEA Wb X
ut | i

| Activate | |  Refesh | | OK |

4. Contact the network administrator for Profile Settings: General, Security and
Advanced.

General Tab: Enter a Profile Name and SSID (if necessary).

Profile Management

General | Securiy | Advanced|

Frofile Settings
Profile M ame: || |

Client Mame: |T:|-E|2D_NE |

Metwork M amez
35iD1: |NC53 |

55102 |

55103 |

0. ] ’ Cancel

17



Security Tab: If the connected network is secured, contact the network
administrator for Security Settings.

Profile Management

Set Securty Options

(1 wWRASWEA2 WRASAWPAZ EAR Type:
(WP Passphrase
(8021s 802.1% EAF Type:

() Pre-Shared Key [Static WEP]
®Hane

Lonfigure... Allow Azsociation to Miked Cells

[ Ok, ] l Cancel

Advanced Tab: Click Advanced for other network settings.

Profile Management

| General | Secuity | Advanced |

Power Save Mode: |[ETEII
Metwork, Type: |Infrastructure V|

80211b Preamble: | (3 Short & Long () Long Only

Wireless Mode Wirelezs Mode when Starting Ad Hoc Mebworl:
5 GHz 54 Mbps
2.4 GHz 54 Mbps
24 GHz 11 Mbps

Super A/G

80211 Authentication Mode
Aibo Open Shared [ Preferred 4Ps... ]

[ ok ]’ Cancel ]

5. Once connected, the statusicon |“| in the Windows System Tray appears. You

can click Current Status tab to check the connection status.

18



3.3 Creating an Ad Hoc Network

If you have more computers and only want to placethem in alocal area network, or
you want to communicate directly without using an Access Point or any connection to
awired network, you can create a new Ad Hoc Network.

1. InProfile Management tab, click New button to create a profile.

Action  Ophions  Help
| Current Status | Profile Management | Diagnostics |
I T
| Modiy. |
Artivate
Detailz
Metwork, Tope: Infraztructure [ Impoart,.. ]
Security Mode: Maone
Metwaork Mame 1 [SSIDT]: <empby: [ Expart... ]
Metwark Mame 2 [SSID2:  <empby: [ — ]
Metwark Mame 3 [SSID3:  <empby:
Auta Select Profiles [ Order Prafiles. . ]

Profile Management

General | Securty | Advanced)

Frofile Settings
Profile Mame: || |

Client Mame: F]-DED_NB |

Metwork Mames
55iD1: |NCB3 |

55I02: | |

5503 | |

(]S ] [ Cancel

19



2. Click Advanced to switch Network Type to Ad Hoc.

Profile Management

| General | Secuity | Advanced |
Metwork Tupe: | Ad Hoo
802116 Preamble: () Shat & Long (%) Long Only

Wirelezz Mode Wirelesz Mode \When Starting Ad Hoc Mebwork:,

5 GHz 54 Mbps

[¥] 2.4 GHz 11 Mbps ) 5 GHz 108 Mbps Channel | Bl
R R PR R S = U () 2.4 GHz 54411 Mbps

Super A/G
802,11 Authentication Mode

Aho Open Shared Frefered 4Pz

(] ] l Cancel

3. Click General to edit the Profile and SSID1 names.

Profile Management

General | Security | Advanced |

Frofile Settings
Profile Mame: || |

Client Mame: |DE|2D_NB |

Metwork Mames

55ip1: [NC53 |

55102 | |

551D3; | |

(]S J l Cancel

20



4. Click Security to configure security options.

| G eneral..' Security Advanced |

Set Security Options

(3)Pre-Shared Key [Static WEFP] |
) Nane

(] ] l Cancel

5. Click OK button.

3.4 Removing your 802.11a/b/g USB 2.0 Adapter

Y ou can remove the device after you finished the action with the device. However, in
Windows XP and Windows 2000, please follow the safe removal procedure. Y ou can
find a safe removal icon in your computer’s notification area.

1. Double click the Safely Remove Har dwar e icon.
T | —

£\
| tarEeads)

2. The“Safely Remove Hardware” window will pop up. Y ou can select the device
you want to remove. Then, click the“ Stop” button.

NOTE! When removing the WLAN 802.11a/b/g USB 2.0 Adapter, you will lose your
connection to the network. Make sure you have closed all files and network

applications (such as e-mail) before removing the WLAN 802.11a/b/g USB
2.0 Adapter.

21



3.5 Uninstallation
1. Make sure the Utility is closed.
2. Goto Star ® Programs® WLAN 802.11at+b+q USB2.0 Adapter ® Uninstall

Utility.
3. Choose “Uningtall the previousinstallation” and click Next.

WLAN 802.11a+b+g USB2.0 Adapter Installation Program

Previous Installation Detected

The installation program has detected that a previous installation exiztz. ‘What do vou want o
do?

() Update the previous installation

(®)ilninztall the previous installation

< Bacl Hent » ][ Cancel

4. Click Yes.

Question

9 The option vou have selected requires the syskem to be rebooted at the end of the
‘—,() operation, Do vou wank ko continue?

ves || o

5. Click OK.

Confirm Uninstall

Do wou wank ko completely remove the selected application and all of its features?

| (o4 | [ Cancel

22



6. Click Yes.

:,.‘.?() Do wou realky wish bo remove the device driver? This removes wour profiles,

I_ ;es J [ Mo ]

7. Click OK, and your PC will restart. Uninstallation is finished.

WLAN BO2.11a+b+g USB2.0 Adapter Installation Program

syskem needs to be rebooted before all of the changes will take effect, Click OF o

'j The Installation Program has successfully performed the selected operations, but the
reboot the system,

23



4. Using the Utility

4.1 Current Status

The Current Status tab contains general information about the program and its
operations.

@ WLAN B02.1 1afbfg LUSB2.0 Adapter Utility - Current Profile: Default
Action  Opkions  Help

Current Statuz | Profile Management | Diagnostics |

Praofile Mame:  Default

Link Statuz:  Aszzociated

Wireless Mode: 2.4 GHz 54 Mbpz IP Addrezs:
Metwork, Tupe:  Infrastructune Current Channel. 11
Server Baged Authentication:  Mone [Data Encryption: Mone
Signal Strenath: 7 = = GFood

'-.-'au:ed

B Profile Name: The name of the current selected configuration profile. If you see
Default in Profile Nanme, it is because you do not assign a specific SSID, and the
adapter automatically searches and connects to the most suitable network. Y ou
can configure the profile name through Profile Management = Modify— General.

B Link Status: Shows whether or not the station is associated to the wireless
network.

B Wireless Mode: Displays the wireless mode. Y ou can configure the wireless
mode through Profile Management = Modify— Advanced.

B [P Address: Displaysthe computer's |P address.

B Network Type: The type of network the station is connected to. The options
include infrastructure and Ad Hoc. Y ou can configure the network type through
Profile Management =M odify— Advanced.

B Current Channel: Shows the currently connected channel.

B Server Based Authentication: Shows whether server based authentication is
used.

B Data Encryption: Displaysthe encryption type the driver isusing. You can
configure Data Encryption through Profile Management = Modify— Security.

B Signal Strength: Shows the strength of the signal.
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4.2 Diagnostics

In Diagnostics tab, you can check Transmit and Receive Data: Multicast Packets,
Broadcast Packets, Unicast Packets and Total Bytes.

@ WLAN B02.11a/blg USB2.0 Adapter Utility - Current Profile: Default 2)X]
Action  Opkions  Help

Current Status | Profile Management | Diagnostics |

Tranzmit

Mulicast Packets; 4 | pideaieyinlimation |

Broadcast Packets: 1318
Unicast Packets: 142
Total Bytes: 38349

[ Advanced Statistics ]

Receive
Multicast Packets: 0
Broadcast Packets: 2
Unicast Packets: 31
Total Butes: 20103

Adapter Information

Adapter Information

Card Mame: WLAM 80211 a/bdg ISB2.0 Adapter

MAL Address:  00-03-7F-05-60-01

Drriveer; WM DI System 32D R IWVE RS har5h23 sps
Driver Vergion:  1.0.0.85

Drriver D ate; 06 Aug 2004 230238

Client Mame:  MCE_3305_TEST

Card Name: The name of the wireless network adapter.

MAC Address. The MAC address of the wireless network adapter.
Driver: The driver name and path of the wireless network adapter driver.
Driver Version: The version of the wireless network adapter driver.
Driver Date: The creation date of the wireless network adapter driver.
Client Name: The name of the client computer.
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Advanced Statistics: Shows receive and transmit statistical information for the

following receive and transmit diagnostics for frames received by or transmitted to the
wireless network adapter:

Advanced Statistics

Tranzmit

Framesz Tranzmitted Ok F30 RTS Frames: 1]
Framesz Fetried: 337 CTS Frames: 1]
Frames Dropped: 2084 Mo CTS Frames: ]
Mo ACE. Frames: a6 Retried BRTS Frames: ]
ALK Frames: aana Fetried 0'ata Frames: KET)
Receive

Beacons Received: 427 Authentication Time-Out; ]
Framez Recered OF: ] Authentication Rejects: ]
Frames Recemned with Errars: 1182 Azzociahion Time-Out: ]
CRC Errors: 292 Agzociation Rejects: ]
Encroption Errars: 0 Standard MIC OK: ]
Duplicate Frames: ] Standard MIC Erors: ]
AP Mizmatches: 0 CEIP MIC OF: ]
[Data B ate Mizmatches: 0 CEIP MIC Errors; ]

Transmitted Frames:

B Framestransmitted OK
Framesretried

Frames dropped

No ACK frames

ACK frames

RTS Frames
Clear-to-send (CTS) Frames
No CTS frames
Retried RTS frames
Retried data frames

Received Frames:

B Framesreceived OK
B Beacons

B Frameswith errors
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CRC errors

Encryption errors

Duplicate frames

AP mismatches

Data rate mismatches

Authentication time-out

Authentication regjects. the number of AP authentication failures received by the
wireless network adapter

Association time-out

Association rejects: the number of access point authentication rejects received by
the wireless network adapter

Standard MIC OK

Standard MIC errors

CKIP MIC OK

CKIP MIC errors

4.3 Profile Management

Action  Opkions  Help

__Eurrent Statusf Profile Management | Diagnustics_

K000 i~

| | Modiy.. |
L
Dretailz
Metwork, Tope: |nfrastructure [ Impoart,.. ]
Security Mode: MHone
Metwork Mame 1 [SSI0D1]: <emply: [ Expart... ]
Metwork, Mame 2 [S5ID2):  <empty: [ F— ]
Metwork, Mame 3 [S5ID3);  <empby:
[ Order Profiles... ]

B Network Type: Indicates whether the current activated network typeis
Infrastructure or Ad Hoc mode.

B Security Mode: Indicates current connected network’s security mode.

Network Name: Indicates current connected network’s name.

B New: Tocreate new profile.

27



Modify: To edit settings of chosen profile.

Remove: To remove the chosen profile from the list.

Activate: To activate the chosen profile.

Import: Toimport apre-set profile (pre-saved as a Config File * .prf)

Export: To export the chosen profile, so you can save the profile as a Config File

Lo

B Scan: To scan dl available network in vicinity.
B Orde Profiles To place the order of preferred profiles.

(*.prf) for future use.

4.3.1 Creating or Modifying a Configuration Profile

1. Toadd aNew configuration profile, click New on the Profile Management tab. To
modify a configuration profile, select the configuration from the Profile list and
click the M odify button.

2. The Profile Management dialog box displays the General, Security and
Advanced tabs.

3. Edit thefieldsin the General tab to configure the configuration profile.

Profile Management

General | Secur.it}I | Advanced|

Frofile Settings

Frotile Mame: |
Client M arne: UEU_NE i
Metwork, Mames
S5101: :N £53
ssipz: |

ssiDa: |

[ aF. H Cancel ]

B Profile Name: Identifies the configuration profile. This name should be
unique. Profile names are not case sensitive.

B Client Name: Identifies the client machine.

B Network Names (SSIDs): The IEEE 802.11 wireless network name. This
field has a maximum limit of 32 characters. Configure up to three SSIDs
(SSID1, SSID2, SSID3).
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4. Edit thefieldsin the Security tab to configure the configuration profile.

Profile Management

:_Generé.lli Security I..;'h:d\-'ance;:.l._

Set Secunty Ophions

O wWRANPAZ WPAMPAZ EAP Tppe:
() wWPASWPAZ Passphrase
(8021 202 1% EAP Type:

() Pre-Shared Key [Static WEP)

[ )8 H Cancel l

B WPA: Enables the use of Wi-Fi Protected Access (WPA).

B WPA Passphrase: Enables WPA Passphrase security. Click on the
Configure button and fill in the WPA Passphrase.

B 802.1x: Enables 802.1x security. This option requires I T administration.

B Pre-Shared Key (Static WEP): Enables the use of pre-shared keysthat are
defined on both the access point and the station.

B None: No security (not recommended).

5. Edit thefieldsin the Advanced tab to configure the configuration profile.

Profile Management

:I_E'eneré.l. "':Snacu'r.it;i Advanced |

Power Save Mode: | Marmnal ¥

Metwark, Type: |Infra3tructure |

802 11bPreamble: (%) Shart& Lang ) Lang Only
Wirglesz Mode Wirelesz Mode When Starting &d Hoc Mebwork
B GHz 54 Mbpsz
2.4 GHz 54 Mbps
2.4 GHz 11 Mbps

Super A/G

202,17 Authentication Mode
() Auto @Dpen () Shared [ Preferred &Ps... ]

[ k. H Cancel ]
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B Power Save Mode: Specify:

v Maximum mode: causes the access point to buffer incoming messages for
the wireless adapter. The adapter up periodically polls the access point to
see if any messages are waiting.

v" Normal mode: uses maxim when retrieving alarge number of packets, then
switches back to power save mode after retrieving the packets.

v' Off: turns power saving off, thus powering up the wireless adapter
continuoudly for a short message response time.

B Network Type: Specifiesthe network as either Infrastructure or Ad Hoc.

B 802.11b Preamble: Specifiesthe preamble setting in 802.11b. The default
setting is Short & Long (access point mode), which alows both short and
long headers in the 802.11b frames. The adapter can only use short radio
headers if the access point supports and uses them. Set to Long Only to
override allowing short frames.

B WirdessMode: Specifies 5GHz 54Mbps, 2.4GHz 54Mbps, 2.4GHz 11Mbps,
or Super A/G operation in an access point network. The wireless adapter must
match the wireless mode of the access point it associates to.

B Wireess Modewhen Starting Ad Hoc Network: Specifies 5GHz 54Mbps,
5GHz 108Mbps, or 2.4GHz 54/11Mbps, to start an Ad Hoc network if no
matching network name is found after scanning all available modes. This
mode also allows selection of the channel the wireless adapter uses. The
channels available depend on the regulatory domain. If the adapter finds no
other ad hoc adapters, this selection specifies which channel with the adapter
starts the Ad Hoc network with. The wireless adapter must match the wireless
mode of the access point it associates to.

B 802.11 Authentication M ode: Select what mode the wireless adapter usesto
authenticate to an access point:

v' Auto: causes the adapter to attempt authentication using shared, but
switchesit to open authentication if shared fails.

v' Open: enables an adapter to attempt authentication regardless of its WEP
settings. It will only associate with the access point if the WEP keys on both
the adapter and the access point match.

v' Shared: only allows the adapter to associate with access points that have
the same WEP key.

4.3.2 Removing a Profile

1. Go to the Profile M anagement tab.
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