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1 Introduction

The High-Speed Wireless Cardbus Adapter is the most convenient way to let you put a
desktop/notebook computer almost anywhere without the hassle of running network
cables. Now you don’ t need to suffer from drilling holes and exposed cables. Once you are
connected, you can do anything, just like the wired network. The High-Speed Wireless
Cardbus Adapter operates seamlessly in 2.4GHz frequency spectrum supporting the
802.11b (11Mbps) and the 802.11g (54Mbps) wireless standards. It's the best way to add
wireless capability to your existing wired network, or add bandwidth to your wireless
installation.

To protect your wireless connectivity, the High-Speed Wireless Cardbus Adapter can
encrypt all wireless transmissions through 64/128/152-bit WEP data encryption. With the
High-Speed Wireless Cardbus Adapter, you will experience the best wireless connectivity
available.

1.1 Features & Benefits

High-speed data rate up to 54 Capable of handling heavy data payloads

Mbps such as MPEG video streaming.

Up to 152-bit WEP data encryption | Powerful data security.

and TKIP

IEEE 802.1x client support Enhances authentication and security.

(optional)

Multi-country roaming (802.11d) Automatically adjusts regulatory domain

support to operate in different countries.

Advanced power management Low power consumption in power saving
mode.

TPC (Transmission Power Control) | TPC offers flexibility to adjust RF output

support power.

1.2 Package Contents

One PC Card
One Installation CD
One Quick Installation Guide

1.3 PC Card Descriptions

The PC card is a standard PC card that fits into any PCMCIA card Type |l slot. The PC
card has a LED indicator and an integrated built-in diversity antenna



LED:

Built-in diversity antenna

Peer-to-Peer: Blinking whether
the wireless is connected or not.

»  Access Point: Sold green when

wireless is connected.

. OFF: No wireless activity.

1.4 System Requirements

The following are the minimum system requirements in order to use the PC card.

. PC/AT compatible computer with a PCMCIA Type Il slot.
. Windows 98SE/ME/ /2000/XP operating system.

. 300 MHz or higher processor

. 32 MB or greater memory

1.5 Applications

The wireless LAN products are easy to install and highly efficient. The following list
describes some of the many applications made possible through the power and flexibility
of wireless LANSs:

a) Difficult-to-wire environments
There are many situations where wires cannot be laid easily. Historic buildings,
older buildings, open areas and across busy streets make the installation of LANs
either impossible or very expensive.

b) Temporary workgroups
Consider situations in parks, athletic arenas, exhibition centers, disaster-recovery,
temporary offices and construction sites where one wants a temporary WLAN
established and removed.

c) The ability to access real-time information
Doctors/nurses, point-of-sale employees, and warehouse workers can access
real-time information while dealing with patients, serving customers and
processing information.

d) Frequently changed environments
Show rooms, meeting rooms, retail stores, and manufacturing sites where
frequently rearrange the workplace.

e) Small Office and Home Office (SOHO) networks
SOHO users need a cost-effective, easy and quick installation of a small network.

f) Wireless extensions to Ethernet networks
Network managers in dynamic environments can minimize the overhead caused
by moves, extensions to networks, and other changes with wireless LANSs.

g) Wired LAN backup



Network managers implement wireless LANSs to provide backup for mission-critical
applications running on wired networks.

h) Training/Educational facilities
Training sites at corporations and students at universities use wireless connectivity
to ease access to information, information exchanges, and learning.

1.6 Network Configuration

To better understand how the wireless LAN products work together to create a wireless
network, it might be helpful to depict a few of the possible wireless LAN PC card network
configurations. The wireless LAN products can be configured as:

a) Ad-hoc (or peer-to-peer) for departmental or SOHO LANSs. b)
Infrastructure for enterprise LANS.

a) Ad-Hoc (peer-to-peer) Mode

This is the simplest network configuration with several computers equipped with
the PC Cards that form a wireless network whenever they are within range of one
another. In ad-hoc mode, each client is peer-to-peer, would only have access to
the resources of the other client and does not require an access point. This is the
easiest and least expensive way for the SOHO to set up a wireless network. The
image below depicts a network in ad-hoc mode.

Wireless LAN Client

Wireless LAN Client

b) Infrastructure Mode

The infrastructure mode requires the use of an access point (AP). In this mode, all
wireless communication between two computers has to be via the AP. It doesn't
matter if the AP is stand-alone or wired to an Ethernet network. If used in stand-alone,
the AP can extend the range of independent wireless LANs by acting as a repeater,
which effectively doubles the distance between wireless stations. The image below



depicts a network in infrastructure mode.
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2 Install Drivers & Client Utility

This chapter describes how to install the drivers and client utility in Windows
98/ME/2000/XP.

2.1 Before You Begin

Before installing the new drivers into your PC, you need to remove all of the Wireless LAN
PC card drivers that you have installed.

During the installation, Windows 98SE/ME/2000/XP may need to copy systems files from
its installation CD. Therefore, you may need a copy of the Windows installation CD at
hand before installing the drivers. On many systems, instead of a CD, the necessary
installation files are archived on the hard disk in C:\WINDOWS \OPTIONS\CABS
directory.

2.2 Installing the PC Card Drivers
Follow the steps below in order to install the PC card drivers:

1. Insert the CD-ROM that was provided to you in this package. The setup should run
automatically. If the setup does not run automatically, then you must manually select the
setup.htm file from the CD-ROM drive.

2. Once the setup begins you will see the Install Shield Wizard, as the image depicts
below.

3. Click on the Next button to continue. The Install Wizard will then let you select a
destination folder for the utility and drivers. Click on the Browse button and specify another



folder, or click on the Next button to use the default folder.

4. The Install Wizard will then allow you to select a Program Folder. Select one from the list,
or click on the Next button to use the default program folder.

5. The Install Wizard will then inform you that it has enough information to begin the
installation process. Click on the Next button to continue.

6. The Install Wizard will then begin to copy the files to your computer, as the image
depicts below.

7. Click on the Finish button. The first part of the installation is complete.

8. Gently insert the PC card into the PCMCIA Type Il slot of your PC. Windows will
automatically detect the PC card and display the Found New Hardware Wizard, as the
image depicts below.

9. Select the Install the software automatically (Recommended) radio button, and then
click on the Next button to continue. If you are using Windows XP, you will see a message
regarding Windows Logo Testing, click on the Continue Anyway button to continue.

10. The setup will then begin to copy the necessary files. After the copying is completed
you will see the final screen of the installation procedure, as the image depicts below.

B802.11 WLAN Client Installation Program

802.11 WLAN Client Installation Program

Thiz program inztallz the diver and client utilities for pour 80277 AaM Client &dapter.




802.11 WLAN Client Installation Program
Setup Type

Select the zetup type that be itz pour needs.

Click the twpe of setup vou prefer.

Inztall Diriver

recommended option,




B02.11 WLAN Client Installation Program

Choose Destination Location

Select the tolder where the installation pragrarmewill install the files:

The inztallahion program will install the client ukht

[estination Folder

z In the following location:




802.11 WLAN Client Installation Program

Select Program Folder

ch & program folder,

m will add program ic
b one from the

ram Folder lizted below, vou may tupe a

g Folders:

Acraniz
Adminiztrative Toolz
Fames

Metll) Chariot
Serv-U FTP Server
Startup

WinFAR




B02.11 WLAN Client Installation Program

Chooze Configuration Tool |

YWehich tool will pou use to configure your client adapter?

(%) 80211 WLAN NIC wtility and Supplicant,
() Third Party Supplicant

< Back " Mewt » ][ Cancel




B02.11 WLAN Client Installation Program

Setup Status

0217 wiLAN Chent Installation Proaram = configunng your ne

Software Installation

The software you are installing has not paszed Windows Logo
testing to verify ite compatibilite with Windows =P, [Tell me why
this tezting iz important. |

Continuing your installation of thiz software may impair
or destabilize the comrect operation of your system
either immediately or in the future. Microsoft strongly
recommends that you stop this installation now and
contact the software vendor for software that has
passed Windows Logo testing.

H Continue Arpway ﬂ [ STOP Inztallation J




Found Mew Hardware Wizard

Welcome to the Found New
Hardware Wizard

Thiz wizard helps pou ingtall software for:

WwiLAakM wireless Metwork Adapter

’-\_] IF your hardware came with an installation CD

%
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(%) Inztall the software automatically [Recommended]
(3 Install from a ligt or specific location [Advanced)
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Hardware Installation
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passed Windows Logo testing.

Continuing your installation of this software may impair

Cantinue Anpmyay ] [ STOF Installation




11. The installation of the PC card is now complete. Click on the Finish button.

3 Using the Client Utility

This chapter describes the features of the PC card and its configuration process. After a
successful installation, an IEEE 802.11 program group will be added to the Programs
menu. To launch the Client Utility click Start > Programs > IEEE 80211 > 802.11 WLAN
NIC Utility. You will then see the Client Utility icon in the system tray of you computer.
Right-click on the Client Utility icon in the system tray and then click on Open Client
Utility, as the image depicts below.

B L

Client Utility J

The Client Utility will then appear and display three tabs: Current Status, Profile
Management, and Diagnostics. Each tab is described in detail in the next few sections.

A B02.11 WLAN Client Utility - Current Profile: Default

Action  Options  Help

Current Status | Profile Management | Disgnostics |

Prafile Mame:
Link Status;
“wirgless Mode:

Metwark Type:

Server Bazed Authentication:

Signal Strength:

Drefault

Agzocisted

2.4 GHz 54 Mbps IF Addreszs:
Infrastructure Current Channel:
Mone [ata Encryption:

=
g
:

b RakGE

EXTEHDE

192.168.3.153

11

Maone

Encellent

3.1 Current Status

The first tab displayed in the Current Status tab. This tab displays the Profile Name,



Network Type, Current Mode, Current Channel, Link Status, Encryption Type, and IP
Address. Configuration for each of these items is described in their respective sections.

A BDZ.11 WLAN Client Utility - Current Profile: Default

Action  Options  Help

Currertt Status | Profile Management | -Diagnusticé:

=
g
:

Profile Mame:  Default

b RamGE

Link Status:  Agzociated

EXTEHDE

Wireless Mode: 2.4 GHz 54 Mbpz IP Addrezs; 1921683153
Metwork, Type:  Infragtructure Current Channel: 11
Server Baged Authentication:  Mone Data Encryption;  Mone

Signal Strength: [NENNENERNENNNNENEENEER  Excollent

3.1.1 Advanced Status

Click on the Advanced button to view more details about the status. You will then see the
following window.



Aidvanced Statns

Metwods Name (GRI00; JEN &AL,

derver Bazed Authentication: None

Diata Encrophbon: WEP

Authentication Twpe: Cpen

Mesmagze Tute gritr Check: Hone

Lemnedsted AT Marne: Tnzeadlable
Leggocisted AT TP Address: Trswvadable
Lgpocisted AF MAC Addrees: 00-50-12-152C-EF
Power Bave Mode: Wormal

Crrcent Power Lavel: 00 W

Aveilable Power Levels (2021100 100, 63, 50, 20, 20, 10m W

Cuorent Fgral Steength  -56 4Bm
Current Nodse Level: -85 4B

Tp Time: 00034z
302.11h Freamble: whoit & Long
Zurrent Eeceive Eate: 11.0Mups
Cucrent Transdt Fate: 11.0Mbps
Channel: i

Frequency: 2477 GHz
Channel Set:

The Advanced Status window displays the following: Country, Transmit Power Level,

Network Name (SSID), Power Save Mode, Frequency, Transmit Rate, and

Receive Rate. Configuration for each of these items is described in their respective
sections. Click on the OK button to close this window and return to the Current Status

tab.

3.2 Profile Management

The second tab displayed in the Profile Management tab. This tab is used to create a
new profile, modify and existing profile, remove an existing profile, or activating an existing

profile.




A BOZ2.11 WLAN Client Utility - Current Profile: Default
Action  Options  Help

| Curent Status Frafile Management | Diagrostics |

N | T
| Modiy. |
Remove
Actvate
Detailz
Metwork, Tope: Infrastructure [ Impoart... ]
Security Mode: Mone
Metwork Mame 1 [SSI0T] <empty: [ Expart... ]
Metwork Hame 2 [S5ID2] <emphy: [ Cian ]
Metwork Mame 3 [S51D3] <emphy:
Auto Select Prafiles [ Order Profiles... ]

3.2.1 Available Networks

Click on the Available Networks... button to select from a list of Access Point and Ad Hoc
networks. You will then see the following window.

. B02.11 WLAN Clienl Ulilily - Currenl Profile: Defaull

Action - 2phions - Help
Current Status | Profile Management Diagnusticsi
.-,h Default ‘ [ MHew... ]

Available Infrastructure and Ad Hoc Metworks

Metwork, Mame [S510] @3 Super - #R | Signal Strength | Channel | “Wireless Mode
i SE w3 .III 21 4B 1 2.4 GHz 11 Mbg
i FBI 1||I 20 4B 7 2.4 GHz 54 Mby
i mislesl =1 .]]I 20 UG a 2.4 GHe 54 MLy
i wiLah .]]_ 17 dB 1 24 GHz 11 Mby
1 kkk = lll_ |6 dB 3 £4 GHz 11 Mbg
i SE = ||]_ 14 4B 1 24 GHz 11 Mbg =
i ROD2 = ||]_ 12 dB E 24 GHz 11 Mbyg
i wircless JJl gde 8 2.4 GHz 11 Mby
— i SE =3 al] 148 B 24 GHz 11 Mg o
< |
Activate [ Refrezh ] [ OF. _]




This window displays a list of Access Point and Ad-Hoc networks in the area. Details
included are the Network Name (SSID), Encryption Key, Signal Strength, Channel, and
Wireless Mode.

If you would like to associate with an Access Point or Ad-Hoc network, select a Network
Name (SSID) from the list and then click on Activate button. You will then be associated
with that network, if you have the correct permissions/keys.

3.2.2 New Profile

Click on the New button in order to create a new network to associate with.

A B0Z.11 WLAN Client Utility - Current Profile: Default
Action  Options  Help

N T
| Modiy. |
Details
M etwiark, Tepe: Infrastricture [ Import... ]
Security Mode: MHaone

Metwark Mame 1 [S5I07] <empty: [ Expart... ]
Metwark Mame 2 [SSI02]  <empty: [ S can ]

Metwark Hame 3 [S5I03]  <empy:
Auto Select Profiles [ Order Profiles... ]

Another window will then appear displaying three tabs: General, Security, and Advanced.
Each tab is described below.

3.2.2.1 General

The first tab displayed is the General tab. Here you can specify a profile name and SSID.



Profile Management

General |S ;curif_l,.l { _ﬁ@ced.:

Profile Settings

Prafile M arne; E'Eff-iult |

Clierit M arne: |F-"-'~E |

Metwork, Mames

S8ID1: | |

55102 | |

$5I03: | |

[ (] ][ Cancel J

a. Profile Name: enter a name for this profile; this can be any name that you may

associate with your network.

b. SSID1: enter the SSID of the network. The SSID is a unique name shared among
all points in your wireless network. The SSID must be identical for all points
in the network, and is case-sensitive.

c. Click on the OK button to save the changes.

3.2.2.2 Security

The second tab displayed is the Security tab. Here you can specify and configure the
security method that is used by your network. There are five types of security methods
available: None, WPA, WPA-PSK, 802.1X, and Pre-Shared Key. Configuration for each
security method is described below.



AR EAFATTY
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3.2.2.2.1 None

If your network does not use any type of security select the None radio button and then
click on the OK button.

3.2.2.2.2 WPA & 802.1x

WPA (Wi-Fi Protected Access) was designed to improve upon the security features of
WEP (Wired Equivalent Privacy). The technology is designed to work with existing
Wi-FI products that have been enabled with WEP. WPA provides improved data
encryption through the Temporal Integrity Protocol (TKIP), which scrambles the keys
using a hashing algorithm and by adding an integrity-checking feature which makes sure
that keys haven’t been tampered with.

802.1X provides an authentication framework for wireless LANs allowing a user to be
authenticated by a central authority. 802.1X uses an existing protocol called EAP.

If your network uses 802.1X, select that radio button. You must then select an EAP
type from the drop-down list. The three options available are: TLS, TTLS, PEAP
(MS-CHAPV2 & GTC), and LEAP. Each one is described below.

If your network uses WPA, select that radio button. You must then select an EAP
type from the drop-down list. The two options available are: TLS, TTLS, PEAP
(MS-CHAPvV2 & GTC), LEAP. Each one is described below.



PG
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3.2.2.2.2.1 WPA & 802.1x/TLS

EAP (Extensible Authentication Protocol) is an extension to the PPP protocol that
enables a variety of authentication protocols to be used. It passes through the exchange
of authentication messages, allowing the authentication software stored in a server to
interact with its counterpart in the client.

TLS (Transport Layer Security) is an IETF standardized authentication protocol that uses
PKI (Public Key Infrastructure) certificate-based authentication of both the client and
authentication server.

Select TLS from the drop-down list, and then click on the Configure button. The Client
Utility will then search your computer for any certificates. If you do not have any
certificates, you will see the following message, requiring you to select another EAP
option. Click on the OK button.



BT
FEETHAD YV
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STADITAR
ap

Profile Management { Security )

Mo certificates were Found in wour computer, Please select a dfferent EAP option,

To enable EAP-TTLS security:

1. To use EAP-TTLS security, the machine must already have the EAP-TTLS certificates

downloaded onto it. Check with the IT manager. EAP security uses a dynamic
session-based WEP key from the USB device and RADIUS server for encryption, and a
client certificate for authentication.

2. If EAP-TTLS is supported, choose EAP-TTLS from the drop-down menu on the right,
and then click the Configure button.



Define EAP-TTLS Configuration 2] x|

Server

| <Any = :J

[ Use Windows User Marme and Passwaord

IUser Information For EAP-TTLS Authentication

User Mame: | Isername

ek ek ok
Password; |

- ek okskekok
Canfirm Passward; |

Advanced. .. | (0] | Cancel

3.2.2.2.2.2 WPA & 802.1x — PEAP

EAP (Extensible Authentication Protocol) is an extension to the PPP protocol that
enables a variety of authentication protocols to be used. It passes through the exchange
of authentication messages, allowing the authentication software stored in a server to
interact with its counterpart in the client.

PEAP (Protected Extensible Authentication Protocol) is a protocol developed jointly by
Microsoft, RSA Security, and Cisco for transmitting authentication data, including
passwords over a 802.11 wireless network. PEAP authenticates wireless LAN clients
using only server-side digital certificates by creating an SSL/TLS tunnel between the
client and the authentication server. The tunnel then protects the subsequent user
authentication exchange.

To enable PEAP (EAP-MSCHAP V2) security:

1. To use PEAP (EAP-MSCHAP V2) security, the server must have PEAP certificates,
and the server properties must already be set. Check with the IT manager.

2. If supported, choose PEAP (EAP-MSCHAP V2) from the drop-down menu on the right,
then click the Configure button.



To enable PEAP (EAP-GTC) security:

1. To use PEAP (EAP-GTC) security, the server must have PEAP certificates, and the
server properties must already be set. Check with the IT manager.

2. If PEAP is supported, choose PEAP from the drop-down menu on the right, and then
click the Configure button.

To enable WPA & 802.1x_LEAP security:

1. LEAP security requires that all infrastructure devices are configured for
LEAP authentication. Check with the IT manager.



2. If supported, choose LEAP from the drop-down menu on the right, then click the
Configure button.

e Uset Name &id Padswdr

3.2.2.2.3 WPA — PSK

WPA — PSK (Pre-shared Key) is used in a Pre Shared Key mode that does not require an
authentication server. Access to the Internet and the rest of the wireless network
services is allowed only if the pre-shared key of the computer matches that of the Access
Point. This approach offers the simplicity of the WEP key, but uses stronger TKIP
encryption.

If your network uses WPA-PSK, select that radio button, and then click on the Configure
button. You will then see the following window.



Define WPA Pre-Shared Key ) ﬂij

Enter & WP Passphrase between & and 64 characters long.

Enter the WPA pass-phrase in the text box. The pass-phrase must be a minimum of 8
characters. This is the password shared between the Access Points and the Clients. Click
on the OK button when completed.

3.2.2.2.5 Pre-Shared Key
Pre-shared Key does not require an authentication server. Access to the Internet and
the rest of the wireless network services is allowed only if the pre-shared key of the

computer matches that of the Access Point. This approach offers the simplicity of the
WEP key, but uses stronger TKIP encryption.

To enable Pre-Shared Key security:

1. Click on the Security tab, and choose the Pre-Shared Key radio button. Click the
Configure button.

2. Define the pre-shared keys and select the default key.

3. Click OK.

4. If the access point that the Cardbus Adapter is associating to have WEP set to
Optional and the client has WEP enabled, make sure that Allow Association to Mixed

Cells is checked on the Security Tab to allow association.

5. Click OK and enable the profile.



3.2.2.3 Advanced

The third tab displayed is the Advanced tab. Here you can configure details about an
Access Point or Ad Hoc network Configuration for each security method is described

below.

3.2.2.3.1 Access Point

Frofile Management

Trenzsmit Power Level

Wireless Mode
| |i|2-4 31z 54 Mbps

[F]2.4 38z 11 Mbps

i fiut 5 Open

20211kl [100mW |

a02.171 Aothenteation Mode

() Shared

Fower Save Mode: SN I v|
Metwork Twpe: llnﬁssh-w:tme |
a02.11b Prearnble: & Showt & Long () Lamg Cnly
Wieless Mode When Stating &0 Hoe Network
[ Preferred 4P |

e [ ]




Power Save Mode: select a power save mode from the drop-down list.
Network Type: select Access Point from the drop-down list.

802.11b Preamble: select Short & Long or Long Only.
Transmit Power Level: select a power level from the drop-down list.
Wireless Mode 2.4 GHz 11 Mbps: place a check in this box if you would like to use

2.4GHz 11 Mbps.
Wireless Mode: place a check in this box if you would like to use the available

frequencies. Click on the OK button to continue.

3.2.2.3.2 Ad Hoc

Frofile Management E] @

SR Fower Save Mode: (TSR |

VN — HE——
£ | 10mY g Network Type: | Infrasructe W |

802 11b Preanble: & Short & Long ) Lang Only
Wireless Mode Wireless Mode When Starting Ad Hoe Hetwork

[#]2.4 3Hz 54 Mbps

[Fl2.4 Gl 11 Mips 5 4 e S471 1 Mitis

A02.17 Aothentcaton Mode
Odute SOpen O Shared [ Prefered 4Ps. |

e [

Network Type: select Ad Hoc from the drop-down list.

802.11b Preamble: select Short & Long or Long Only.

Transmit Power Level: select a power level from the drop-down list.

Wireless Mode 2.4 GHz 11 Mbps: place a check in this box if you would like to use

2.4GHz 11 Mbps.
Wireless Mode: place a check in this box if you would like to use the available

frequencies.
Channel: select a channel number from the drop-down list, or set the channel to

auto. Click on the OK button to continue.

3.3 Diagnostics

The third tab displayed in the Diagnostics tab. This tab displays transmit and receive
frame detalils.



& 802.11 WLAN Client Utility - Current Profile: Default
Action  Opkions  Help

| Current Status | Profile Management| Diagnostics |

Transmit
Multicast Packets: B
Broadcast Packets: 542
Uricazt Packets: 2440
Tatal Bytes: 111538

[ Adapter [nfarmation ]

[, Advanced Statistics ]

Receive
Multicaszt Packets: 18
Broadcast Packets: 21471
Unicast Packets: 18
Total Bytes: 2264430

3.3.1 Advanced Statistics Click on the Advanced Statistics button to view more

detailed statistics.



Advanced Statistics

3.3.2 Driver Information

Tranzmit

Frarmes Transmitted OF.;
Frames Retried:
Frarmes Dropped:

Mo ACK. Frames:
ALK Frames:

Receive

Beacon: Feceived:

Frames Received OkK;
Frames Received with Emrors:
CRC Errors:

Encroption Ermors:
Duplicate Frames:
AP Mizmatches:

[rata A ate Mizmatches:

3176
430
3427

132
2176

7104
2453
52704
1019

RTS Frames:
CTS Frames;
Mo CTS Frames:

Retied RTS Frames:
Retried D ata Frames:;

Authentication Time-Olut;

Authentication Rejects:
Azzociation Time-0ut;
Azzociation Rejects:

Standard MIC OFK;
Standard MIC Errars:
CEIP MIC OF;

CKIP MIC Errorg;

L N e ] e 4 e

430

o e s T

L N e N s

Click on the Driver Information button to view details about the driver. Included

information

Date.

is: Card Name,

MAC Address,

Driver,

Driver Version,

and Driver



| Current Status | Profile Management | Diagnostics |

Tranzmit

Multicast Packets; B [ faarie i aion ]

Adapter Information

Card Marme: WLAMN ‘Wireless Nebwork Adapter

MaC Address:  00-02-6F-11-11-18

Diriver; CAWINDOWS S ystem32NDRIVERS Y5211 sys
Driver Verzsion:  3.3.0.9333

Driver D ate: 12 Oct 2004 10:31:28

Clignt Mame:  FAE-METRLOT CLED

o =] _

4. Un-installation

If the PC card installation is unsuccessful for any reason, the best way to solve the
problem may be to completely uninstall the PC card and its software and repeat the
installation procedure again.

Follow the steps below in order to uninstall the Client Utility:

1. Click on Start > Settings > Control Panel.

2. Double click on the System icon.

3. Click on the Hardware tab, and then click on the Device Manger button.

4. Select Network adapters to view a list of network adapters on your PC.

5. Right-click on the WLAN Wireless Network Adapter, you will then see a window
similar to the image below.

6. Select Uninstall. You will then see the following message asking you to confirm the
device removal.

7. Click on the OK button. The driver Uninstallation will then complete.

8. Click Start > Programs > WLAN Wireless Network Adapter, you will then see the
following window.

9. Select the Remove radio button, and then click on the Next button.

10. A message will then appear asking to you confirm the Uninstallation. Click on the OK
button.

11. The Client Utility will then begin to uninstall. Another window will then appear select
Yes, | want to restart my computer now radio button, and then click on the Finish
button. The Un-installation process is complete.
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HLTULS LEYILES

Batkeries

Computer

Disk, drives

Display adapters

DYDY CD-ROM drives

IDE ATAMTAPT controllers
Infrared devices
Kevboards

Mice and other pointing devices
Monitars

Metwork adapters

B8 Broadcom 570x Gigabit Integrated Controller
B IntelR) PROWireless LAM 2100 34 Mini PCI Adapker

Other devices
PCMCIA adapkers

Parks (COM & LPT)

Processars

Smart card readers

Sound, video and game controllers
System devices

Universal Serial Bus controllers

Jebwork Adapker

Update Driver. .,
Disable

LIninskall

Scan For hardware changes

Properties




B802.11 WLAN Client Installation Program

Previous Installation Detected

The inztallation program has detected that a previous installation ‘hat do o want to do’?




802.11 WLAN Client Installation Program
Setup Status

0217 WWLAN Client Installation Progran is configuring waur new softwars installation,

Question

‘\?1) Do o really wish bo remove the device driver? This removes wvour profiles.

L J[wo ]

B802.11 WLAN Client Installation Program

' The Installation Program has successfully performed the selected operations, but the system needs to be rebooted
before all of the changes will take effect, Click QK to reboot the syskem,

Appendix A - Specifications



1. Gengd

Radio Data Rate
(Auto-rate cgpable)

Network Standards

Security

Network Architecture

Drivers

Access Protocol
Roaming
Operaing \bltage
Regulation
Catifications
LED Indicator

2. RF Information

Frequency Band
Modulation
Technology

Receive Sensitivity
(Typicd)

Transmit Output Power

3. Environmentd

802.11g:

6,9, 12, 18, 24, 36, 48 & 54Mbps

802.11b:

1,2,55, 11Mbps

WECA (Wi-FH & Wi-Fi5 Compliant),
IEEEB02.11, IEEES02.11g draft, IEEES02.11b,
draft IEEE802.11¢, f, h and | standards,
|EEES02.11x (Optiondl)

|EEE802.11x Support for LEAP (Optiond)
WPA — Wi-Fi Protected Access (64, 128,
152-WEP with TKIP)

Support ad-hoc, peer-to-peer networks and
infrastructure

communications to wired Ethernet networks via
Access Point

Windows 98/ME/2000/X P

CSMA/CA with ACK

|EEES02.11b compliant

33v/BV

FCC Part 15UL, ETS 300/328/CE

RF Link activity

802.11b/g :
2412 to 2.462GHz

802.11g : OFDM (64-QAM, 16-QAM, QPK,
BPXK)

802.11b : DSSS (DBSK, DQPSK, CCK)
802.11b/g :

-91dBm@1Mbps, -85dBm@9IMbps, -77d0BM @
36Mbps

-89dBm@2Mbps, -82dBm@12Mbps, -76dBM @
48Mbps

-87dBm@5.5Mbps, -80dBm@18Mbps,

-73dBM @ 54Mbps

-86dBm@6M bps, -78dBm@24Mbps
802.11b/g : Up to 21dBm



Temperature Range -10 to5 = —Opeding

40 to 70 — Storage
Humidity 5% to 95% Typica
(nornrcondensing)

4. Physicdl Spedifications

Interface 3-bit CardBus PC Card Standard V7.1 Type |

Antenna Integrated built-in diversty Antenna

Dimengons 118(L)mm * 54W)mm * 6.3(H)mm (4.65in *
2.13in* 0.30in)

Appendix B — FCC Interference Statement

This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to Part 15 of the FCC Rules. These limits are designed to provide
reasonable protection against harmful interference in a residential installation. This
equipment generates uses and can radiate radio frequency energy and, if not installed
and used in accordance with the instructions, may cause harmful interference to radio
communications. However, there is no guarantee that interference will not occur in a
particular installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and on, the
user is encouraged to try to correct the interference by one of the following measures:

. Reorient or relocate the receiving antenna.

. Increase the separation between the equipment and receiver.

. Connect the equipment into an outlet on a circuit different from that to which the
receiver is connected.

*  Consult the dealer or an experienced radio/TV technician for help.

FCC Caution: Any changes or modifications not expressly approved by the party
responsible for compliance could void the user's authority to operate this equipment.

This device complies with Part 15 of the FCC Rules. Operation is subject to the following
two conditions:

1. This device may not cause harmful interference
2. This device must accept any interference received, including interference that may
cause undesired operation.

IMPORTANT NOTE:
FCC Radiation Exposure Statement:

This equipment complies with FCC radiation exposure limits set forth for an
uncontrolled environment.

This device complies with FCC RF Exposure limits set forth for an uncontrolled
environment, under 47 CFR 2.1093 paragraph (d) (2).



This transmitter must not be co-located or operating in conjunction with any other
antenna or transmitter.

CH1~CH11 for 2.4GHz by specified firmware controlled in U.S.A.
Highest SAR test Value: 1.280 W / kg

this device is only approved for laptop configurations utilizing side mounted PCMCIA Card slots.



