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Federal Communication Commission Interference Statent

This equipment has been tested and found to comigiythe limits for a Class B digital device, puasii to Part 15 of the FCC Rules.
These limits are designed to provide reasonableegtion against harmful interference in a residgnitistallation. This equipment
generates, uses and can radiate radio frequencgyeard, if not installed and used in accordandh wie instructions, may cause
harmful interference to radio communications. Heeve there is no guarantee that interference woll oaccur in a particular

installation. If this equipment does cause harniftérference to radio or television reception, ebhcan be determined by turning
the equipment off and on, the user is encouragéy to correct the interference by one of thedaiing measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipmenteaed/er.

- Connect the equipment into an outlet on a cirdifferent from that to which the receiver is coctes.
- Consult the dealer or an experienced radio/TYnagan for help.

FCC Caution: Any changes or modifications not egphe approved by the party responsible for compkacould void the user's
authority to operate this equipment.

This device complies with Part 15 of the FCC Ruf@peration is subject to the following two condit® (1) This device may not
cause harmful interference, and (2) this devicetrmosept any interference received, including fetence that may cause undesired
operation.

IMPORTANT NOTE:
FCC Radiation Exposure Statement:

This equipment complies with FCC radiation expodurgts set forth for an uncontrolled environmefhis equipment should be
installed and operated with minimum distance 20etmben the radiator & your body.

This transmitter must not be co-located or opegatinconjunction with any other antenna or trantamit

The availability of some specific channels andfoerational frequency bands are country dependehaenfirmware programmed at
the factory to match the intended destination. flin@ware setting is not accessible by the end user.
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Europe — EU Declaration of Conformity

This device complies with the essential requiremaritthe R&TTE Directive 1999/5/EC. The followingst methods have been
applied in order to prove presumption of conformitiyh the essential requirements of the R&TTE Dirac 1999/5/EC:

EN 60950-1: 2006+A11: 2009+A1:2010+A12:2011
Safety of Information Technology Equipment

EN 50385: 2002

Product standard to demonstrate the compliancedib rbase stations and fixed terminal stationswimeless telecommunication
systems with the basic restrictions or the refezelmvels related to human exposure to radio frecueriectromagnetic fields
(110MHz - 40 GHz) - General public

EN 300 328 V1.7.1 (2006-10)

Electromagnetic compatibility and Radio spectrumttsts (ERM); Wideband transmission systems; Daasimission equipment
operating in the 2,4 GHz ISM band and using widedomodulation techniques; Harmonized EN coverirgepsal requirements
under article 3.2 of the R&TTE Directive

EN 301 489-1 V1.8.1 (2008-04)

Electromagnetic compatibility and Radio Spectrumttstas (ERM); ElectroMagnetic Compatibility (EMC)astdard for radio
equipment and services; Part 1: Common technigaiirements

EN 301 489-17 V2.1.1 (2009-05)

Electromagnetic compatibility and Radio spectrumttsts (ERM); ElectroMagnetic Compatibility (EMC)asidard for radio
equipment and services; Part 17: Specific condition 2,4 GHz wideband transmission systems anti5 i8gh performance RLAN
equipment

This device is a 2.4 GHz wideband transmissionesggtransceiver), intended for use in all EU mendiates and EFTA countries,
except in France and Italy where restrictive ugdias.

In Italy the end-user should apply for a licens¢hat national spectrum authorities in order to wbgathorization to use the device
for setting up outdoor radio links and/or for syppd public access to telecommunications and/omvost services.

This device may not be used for setting up outdadio links in France and in some areas the RFubyiipwer may be limited to 10
mW EIRP in the frequency range of 2454 — 2483.5 MHx detailed information the end-user should acinthe national spectrum
authority in France.
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[Jméno vyrobce]timto prohlasuje, Ze tentftyp zafzeni] je ve shod se zékladnimi pozadavky a dalSimi
prislusnymi ustanovenimi simice 1999/5/ES.

Undertegnedéfabrikantens navnlrkleerer herved, at falgende uddyistyrets typebetegnelseyerholder de
veesentlige krav og @vrige relevante krav i direk®99/5/EF.

Hiermit erklart [Name des Herstellers]dass sich das GergGeratetyp] in Ubereinstimmung mit den
grundlegenden Anforderungen und den Ubrigen eiédg@egn Bestimmungen der Richtlinie 1999/5/E:G
befindet.

Kéesolevaga kinnitafftootja nimi = name of manufacturerseadme[seadme tiiip = type of equipmen’]
vastavust direktiivi 1999/5/EU pdhinduetele ja niatad direktiivist tulenevatele teistele asjakobksséatetele.

Hereby, [name of manufacturer]declares that thiftype of equipment]s in compliance with the essenti: |
requirements and other relevant provisions of Divec1999/5/EC.

Por medio de la presenfeombre del fabricantefdeclara que dklase de equipokumple con los requisito:
esenciales y cualesquiera otras disposicionesadydis o exigibles de la Directiva 1999/5/CE.

ME THN ITIAPOYZA [name of manufacturefAHAQNEI OTI [type of equipmentEYMMOP®QONETAI
IIPOX TIX OYIIQAEIX AITAITHXZEIX KAI TIZ AOIIEX XIXETIKEX AIATAZEIX THX OAHITAX
1999/5EK.

Par la présentgnom du fabricant] déclare que l'appare[type d'appareil] est conforme aux exigences
essentielles et aux autres dispositions pertineteda directive 1999/5/CE.

Con la presentgnome del costruttoreldichiara che questftipo di apparecchio]é conforme ai requisit
essenziali ed alle altre disposizioni pertinerabgite dalla direttiva 1999/5/CE.

Ar 3o [name of manufacturer / izgatavis nosaukumsHeklag, ka[type of equipment / igktas tips] atbilst
Direktivas 1999/5/EK itiskagm prasgbam un citiem ar to saiigjiem noteikumiem.

Siuo [manufacturer name]deklaruoja, kad Sigequipment type]atitinka esminius reikalavimus ir kitas
1999/5/EB Direktyvos nuostatas.

Hierbij verklaart[naam van de fabrikantdat het toesteftype van toestellin overeenstemming is met c2
essentiéle eisen en de andere relevante bepalagenichtlijn 1999/5/EG.

Hawnhekk,[isem tal-manifattur] jiddikjara li dan[il-mudel tal-prodott] ikkonforma malhtigijiet essenzjali u
ma provvedimentiirajn relevanti li hemm fid-Dirrettiva 1999/5/EC.

Alulirott, [gyarté neve]nyilatkozom, hogy 4... tipus] megfelel a vonatkozé alapvetd kovetelményeknekzés: a
1999/5/EC iranyelv egyéb eldirasainak.

Niniejszym [nazwa producentapswiadcza,ze [nazwa wyrobu]jest zgodny z zasadniczymi wymogami oriz
pozostatymi stosownymi postanowieniami Dyrektywpa%B/EC.

[Nome do fabricanteldeclara que estigipo de equipamentopstd conforme com os requisitos essenciais e
outras disposicdes da Directiva 1999/5/CE.

[Ime proizvajalca] izjavlja, da je tatip opreme] v skladu z bistvenimi zahtevami in ostalimi reletrdmi
dolccili direktive 1999/5/ES.

[Meno vyrobcultymto vyhlasuje, Zftyp zariadenia]spina zakladné poziadavky a vSetky prislusné ustanave ni
Smernice 1999/5/ES.

[Valmistaja = manufacturerjvakuuttaa taten etféype of equipment = laitteen tyyppimerkintdyyppinen laite
on direktiivin 1999/5/EY oleellisten vaatimustersjé koskevien direktiivin muiden ehtojen mukainen

Harmed intygafféretag] att denngutrustningstyp]star | 6verensstammelse med de vésentliga egesisiap
och 6vriga relevanta bestammelser som framgarraktdi 1999/5/EG.
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ABOUT THIS GUIDE

Congratulations on your purchase of this IEEE 8D/d/n Wireless Broadband
Router. This integrated access device combinesnieitegateway functions with

wireless LAN and Fast Ethernet switch. It providesomplete solution for Internet
surfing and office resource sharing, and it is éasyonfigure and operate for every
user.

Purpose

This manual discusses how to install the IEEE 80&d/n Wireless Broadband
Router.

Terms/Usage

In this guide, the term “the WLAN Router” refers your IEEE 802.11b/g/n
Wireless Broadband Router.

Overview of this User’'s Guide

Introduction. Describes the IEEE 802.11b/g/n Wireless Broadlyamater and its
features.

Unpacking and Setup.Helps you get started with the basic installabbthe IEEE
802.11b/g/n Wireless Broadband Router.

Identifying External Components. Describes the front panel, rear panel and LEL
indicators of the IEEE 802.11b/g/n Wireless BroadbRouter.

Connecting the WLAN Router. Tells how you can connect the IEEE 802.11b/g/r
Wireless Broadband Router to your xXDSL/Cable Modem.

Technical SpecificationsLists the technical (general, physical and envirental,
performance and Routers settings) specificationth@lEEE 802.11b/g/n Wireless
Broadband Router.




INTRODUCTION

With the explosive growth of the Internet, accegsimformation and services at
any time, day or night has become a standard rmeint for most people. The era
of the standalone PC is waning. Networking techgwlts moving out of the
exclusive domain of corporations and into home# attleast two computers.

This integrated access device combines Internewgat functions with wireless

LAN and Fast Ethernet switch. Designed for the thess and home, it saves you
the cost of installing a separate modem and ISe far each computer, while

providing ready connection for the users, with @dhaut the network wires.

Broadband network access is also gaining groundveder, allowing more than
two computers to access the Internet at the sanermeans less affordable, higher
costs. Thus, there is a need to share one publadtffess over a single Internet
connection to link the home with the Internet.

The scarcity of IP addresses and using a sharedngtt connection through an
Internet sharing device can solve high network sg€@msts. All linked computers
can make full use of broadband capabilities ovehsudevice.

This device not only comes equipped with a widegeaof features, but also can be
installed and configured right out of the box. THmvice supports a simple local
area network and Internet access share, offeriegt gost savings.

The local area network connects home computersevdido allowing any of the
computers to access the Internet, share resowceday online games—the basis
of the family computing lifestyle.

Applications:

Broadband Internet access:

Several computers can share one high-speed broddbannection through
wireless or wired (WLAN, LAN and WAN-Internet).

Resource sharing:

Share resources such as printers, scanners angoetifgherals.

File sharing:

Exchange data, messages, and distribute filesrtfalsng good use of hard disk
space.

Online gaming:

Through the local area network, online gaming armbr@merce services can be
easily setup.

Firewall:

A built-in firewall function — for security and artacking systems.




Supported Features:

VVVYVVYVYVYVYVVYVYVVVYVYY

High speed data transfer rate

NAT for sharing 1 IP address to all LAN/WLAN users.
PPPoE and PPTP protocol for Dial-Up ADSL.
64/128 bit WEP Encryption

WPA-PSK, WPA2-PSK, WPA, WPA2 security
DHCP Server / Client.

UPNnP (Universal Plug and Play).

WPS (Wi-Fi Protected Setup)

Virtual Server mapping.

MAC filtering.

Protocol/IP filtering

Domain/URL filtering

DDNS

Upgradeable firmware for future function.
Simple installation using Setup Wizard.

Easy configuration via Web Browser.




UNPACKING AND SETUP

This chapter provides unpacking and setup infolmnator the IEEE 802.11b/g/n
Wireless Broadband Router.

Unpacking

Open the box of the WLAN Router and carefully urkpiicThe box should contain
the following items:

*
*
*
*

One IEEE 802.11b/g/n Wireless Broadband Router
One CD contain User’s Guide

Two 2dBi gain dipole antenna

One external power adapter

If any item is found missing or damaged, pleasetaminyour local reseller for
replacement.

Setup

The setup of the WLAN Router can be performed pigpesing the following
methods:

*
*

The power outlet should be within 1.82 meters @)fef the Broadband Router.

Visually inspect the DC power jack and make sue this fully secured to the
power adapter.

Make sure that there is proper heat dissipationaa®tjuate ventilation around
the Broadband Router. Do not place heavy objatth® Broadband Router.

Fix the direction of the antennas. Try to place\ttieeless Router in a position
that can best cover your wireless network. Normahe higher you place the
antenna, the better the performance will be. Therara’s position enhances the
receiving sensitivity.




HARDWARE INSTALLATION

Front Panel

POWER
This indicator lights green when the hub is recepewer, otherwise it is off.

WAN (Link/ACT)

The indicators light green when the WAN port is mwected to a xDSL/Cable
modem successfully.

The indicators blink green while the WAN port waanismitting or receiving data
from the xDSL/Cable modem.

WLAN (ACT)

This indicator lights green when there are wireleks/ices connected and
transmitting data to the WLAN Router.

LAN (Link/ACT)
These indicators light green when the LAN portsevasnnected successfully.

These indicators blinking green while the LAN potsre accessing data.




Rear Panel

Antenna

There is one 2dBi gain antennas on the rear panelifeless connection.

LAN (1-4)

Four RJ-45 10/100Mbps Auto-MDIX ports for connegtito either 10Mbps or
100Mbps Ethernet connections.

WAN
In the four port broadband Router, there is an R1-@100Mbps Auto-MDIX port
for the WAN that connects to the xDSL/Cable modemifiternet connectivity.

POWER
Plug the power adapter to this power jack

RESET

Use a pin-shaped item to push to reset this ddwiéactory default settings. It will
be a useful tool when the manager forgot the pasbwm login, and needs to
restore the device back to default settings.

Side Panel

The figure below shows the side panel of the IEBR2.8lb/g/n Wireless
Broadband Router.

Side Panel

WPS
Push this button to execute the Wi-Fi Protectedsptocess.

Horizontal putting (with rubber feet)

It is possible to set up on the desk etc. by instialg the rubber feet in the
rubber

foot putting position of the bottom of the main bog.
- The screw and the wall hanging (With the screw $éor the wall hanging)
It is possible to set up on the wall by using theceew set for the wall hanging

6



*When you set it up in the vertical such as wallgplease set it up so that
network port may become bottom.

- The magnet and the wall hanging (With the magnet)

By using the magnet set, it is possible to be ingiied to furniture made of steel.
By using with rubber feet, magnetism becomes stromy).




HARDWARE CONNECTIONS

Connecting the WLAN Router

1.
2.

3.

Plug in one end of the network cable to the WAN pbthe WLAN Router.

Plug in the other end of the network cable to ttieeEnet port of the xDSL or
Cable modem.

Use another network cable to connect to the Etheraed on the computer
system; the other end of the cable connects toLtk¢ port of the WLAN
Router. Since the IEEE 802.11b/g/n Wireless Broaddaouter has four ports,
you can connect up to four computers directly ® uhit. Then you do not have
to buy a switch to connect these computers sineeWhAN Router functions
both as a connection-sharing unit and as a switch.

Check the installation

The control LEDs of the WLAN Router are clearlyible and the status of the
network link can be seen instantly:

1.

With the power source on, once the device is careddeo the broadband modem,
the Power, System, LAN, WLAN and WAN port LEDs ¢iet WLAN Router
will light up indicating a normal status.

When the WAN Port is connected to the ADSL/Cabledem, the WAN LED
will light up.

. When the LAN Port is connected to the computeresystthe LAN LED will

light up.




PC NETWORK TCP/IP SETTING

The network TCP/IP settings differ based on the mater's operating system
(Win95/98/ME/NT/2000/XP) and are as follows.

Windows 95/98/ME

1. Click on the ‘Network neighborhood’ icon found on the desktop.

2. Click the right mouse button and a context menulv@lshow.

3. Select Properties’ to enter the TCP/IP setting screen.

4. Select ‘Obtain an IP address automatically on the ‘1P address field.

TCP/IP Properties 2] x|

Bindings | Advanced | HeiBiDs |
DNS Configuration ] Giateway l wING Configuration [P Addiess

An IF address can be automatically assigned to-this computer.
IFpour nebwark daes not automatically assign [P addresses, ask
wour nehiark administrator for an address. and then' type it in
the space below.

¢ btain an P address sutomaticalls

4 Specify an P address

IEEdd e |]|] b i |

Subrethissk (255265255 0|

] |
5. Select Disable DNS in the “DNS’ field.

TCP/IP Properties (2] x]

Bindings | Advanced | HeBIDS
DS Configuration i Gateway i WINS'Eanigura[ion'i IP &ddress

 Disatle DNG
" EnableDNS

et I,,:H LrGrE; ! i
[5G Gemer Search e
T rri L |

168.95.192
203.66:59.251

Lomiam St EanehiEder




6. Select None’ for the “Gateway addressfield.

TCP/IP Properties EE

Bindings i Advanced I MelBlOS i
DMS Configuration Bateway ]_mms'conrigurafian'i P Addiess

The first gatewayin the Installed Gateway list will be the default
‘The addrezs order in the listwill be the arder in which these
riachings are uzed.

Mew gateway:
I el

Installed gateways:

Ok, I Cancel

Windows 2000

Double click on the My Computer” icon on the desktop. WherMy Computer”

window opens, open theControl Panel’ and then open theNetwork dialup

connectior applet. Double click on the “Local area networknaection” icon.

Select “Properties” to enter the TCP/IP settingdeoiv.

1. In the “Local area network status window, click on ‘Properties.”

2. In the “Local area network connectiori window, first select TCP/IP setting
and then selectProperties.”

3. Set both P address and “DNS’ to Automatic configuration.

i advanced el ‘“
T e e = |
Auddress [ Hetwork and Diskup Conmsctinns =] e |
e 5 =
Ly =B L /‘% T4
Make New Local Ares

Network and Dial- Connection  Cornection
C

2l

Dl
[ apee. | 22 P oy o qot 1P setings sssianed autamatioalif you et suppors
tis sty Olheries, o s e sk v ristwerk sdrivisiston for
the sppropiiste 1P 5

' Obtain DNS server addiess automatically

s the elloming DS ssrver adtssoss:
Bdlvanced
oK | cenes |
2 abject(s) A
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Windows XP / Vista

Point the cursor and click the right button on‘thly Network Place” icon.
Select “properties” to enter the TCP/IP settingdaiw.

1. Set ‘1P address to “Obtain an IP address automatically”

2. Set ‘DNS’ to “Obtain DNS server address automatically

Internet Protocol [TCP/IP) Properties E| x

General _.t’-‘n.ltemate Configuration

You can get P settings aszsigned automatically if your network, supparts
thiz capability. Othenaize, you need to ask wour netwark. administrator for
the appropriate 1P settings.

%) Obtain an IP address automatically
{7y Usge the following IP address:

{@i0btain DNS server addiess automaticalls

") Use the follawing DMS server addresses:

l_ Ok l[ Cancel ]

11



CONFIGURATION

First make sure that the network connections aretfoning normally.

This WLAN Router can be configured using Interneplérer 5.0 or newer web
browser versions.

Login to the WLAN Router through Wireless LAN

Before configuring the WLAN Router through WLAN, k®asure that the SSID,
Channel and the WEP is set properly.

The default setting of the WLAN Router that youlwise:

v' SSID: N Router

v' Channel: 6

v Security: disable

Login to the WLAN Router

Before you configure this device, note that when\tLAN Router, make sure the
host PC must be set on the subnet that can be accessed by the xDSL/Cable
modem. For example, when the default network addvéthe xDSL/Cable modem
Ethernet interface is 192.168.1.x, then the hostsR@uld be set at 192.168.1.xxx
(where xxx is a number between 2 and 254), andd#éfault subnet mask is
255.255.255.0.

Using the Web Browser

1. Open Internet Explorer 5.0 or above Internet brawse

2. Enter IP addredsttp://192.168.1.Xthe factory-default IP address setting) to
the URL web address location.
| €] http:192.168.1.14

3. When the following dialog box appears, enter ther mme and password to
login to the main configuration window, the defaudername and password is

113 . 7]
admin”.

Login
Laog in to the rai
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Setup Wizard

Setup wizard is provided as part of the web comégan utility. User can simply
follow the step-by-step process to get the wireleaster configuration ready to run
in 6 easy steps by clicking on” the “Wizard” button the function menu. The
following screen will appear. Please click “Next’¢ontinue.

Welcome to Setup Wizard

¥ Setup Wizard

Step 1. Set your Mew Password
Step 2. Choose your Time zone
Step 3. Set LAN Connection and DHCP Server
Step 4. Set Internet Connection
Step 5. Set wireless connection

Step 6. Restart

Display Wizard next time? & Yes O o

00

Step 1. Set your new password

Setting the new admin password of the WLAN RouBlease click “Next” to
continue.

Welcome to Setup Wizard

» Set Password

Password . eeesseesssccesssees

Wetify Passwitd | seeseessessecescenen

BACK  NEXT  EXIT
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Step 2: Choose time zone
Select the time zone from the drop down list. Rledigk “Next” to continue.

Welcome to Setup Wizard

» Choose Time Zone

(GMT-08:00) Pacific Time (US & Canada) [¥]

Rk i
BACK NEXT  EXIT

Step 3: Set LAN connection and DHCP server

Set user’s IP address and mask. The default IPAsL&8.1.1. If the user chooses to
enable DHCP, please click “Enable”. DHCP enableabie to automatically assign
IP addresses. Please assign the range of IP adslriesthe fields of “Range start”
and “Range end”. Please click “Next” to continue.

Welcome to Setup Wizard

» Set LAM & DHCP Server

LAN IP Address : 192.168.1.1
LA Subnet Mask : 2552552550
DHCP Server: & Enabled O Disabled
Range Start ©  192.165.1.100
Range End : 192.168.1.199

0-0-0-

BACK NEXT EXIT

Step 4. Set Internet connection
The WLAN Router will attempt to auto detect youtdmet Connection.




Obtain IP automatically (DHCP client):

Welcome to Setup Wizard

» SelectInternet Connection Type

Obtain IP automatically (DHCP client)
Fixed IP

PFPaE

PETE

L2TP

Co0DOo®

BigPond

00O

BACK NEXT EXIT

If the user has enabled DHCP server, choose "ObRiautomatically (DHCP
client)" to have the WLAN Router assign IP addressgtomatically.

Welcome to Setup Wizard

r Set Dynamic IP Address

If your ISP require you to enter a specific host name or specific MAC address,
please enter it in. The Clone MAC Address button is used to copy the MAC
address of your Ethernet adapter to the Router. Click Next to continue.

Host Mame ; M Router [optional)
WA 00 - 53 - 7B -ab e - af toptiaral)
Clone MAC Address

0-0-O-

BACK NEXT EXIT
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Fixed IP Address:

Welcome to Setup Wizard

» SelectInternet Connection Type

48] Obtain IP automatically (DHCP client)
®  Fied P
o PPFoE
O PRIRE
[ 48] L2TP
O BigFond

BACK  NEXT  EXIT

If the Internet Service Provider (ISP) assignsxadilP address, choose this option
and enter the assigned WAN IP Address, WAN Subnaskyl WAN Gateway
Address and DNS Server Addresses for the WLAN Route

Welcome to Setup Wizard

» Set Fixed IP Address

Enter in the static IP information provided to you by your ISP, Click Nextto
continue.

WAN [P Address : 0.0.0.0

WAN Subnet Mask : 0.0.0.0
YWAM Gateway Address @ 0.0.0.0
DNS SewerAddress 1 - 0.0.0.0
DNS Server Address 2 0.0.0.0

16



PPPOE

Welcome to Setup Wizard

» Select Internet Connection Type

€ Obtain IF automatically (DHCP clent)
[} Fixed IP

& PPPoE

O PPTP
O L2TP
o BigPond

BACK  NEXT  EXIT

PPPoE to obtain IP automatically:

Welcome to Setup Wizard

» Set PPPoE Client

The serdce name is-optional but may be required by your ISP, Click Next to
continue.

& Obtain IP Automatically O Specify [P

User Mame :
Pazsward | esessens sevove
Werify Password | sssssses seasee
IP-Address - 0.0.0.0
Service Mame : (optional

If connected to the Internet using a PPPoE (DiakiDBL) connection, and the ISP
provides a User Name and Password, then choosepts and enter the required
information.

17



PPPoE with a Specify IP address:

Welcome to Setup Wizard

» Set PPPoE Client

The senice name is optional but may be required by your ISP, Click Next to
continue.

O Obtain IP Automatically (& Specify IP

User Mame:

Paszward : esssssssscssssscnsnscanane

Yerify Password | eeesssessecsesseesssancans:
IP Address: 0.0.0.0

Serice Mame (optionaly

0-0-

BACK  NEXT  EXIT

If connected to the Internet using a PPPoE (DiaxDSL) connection, and the ISP
provides a User Name, Password and a Fixed IP Addohoose this option and
enter the required information.
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Welcome to Setup Wizard

» Select Internet Connection Type

(4] Obtain 1P automatically (DHCF client)
O Fied IP
] PPPoE
© PRI
O L2TP
Q

BigFPand

0-0-0

BACK MNEXT EXIT

If connected to the Internet using a PPTP xDSL ecotian, enter your IP, Subnet
Mask, Gateway, Server IP, PPTP Account and PPT&wead.

Welcome to Setup Wizard
Set PPTP Client

Fleaze set vou PRTF Client data then press Next to continue.
® Dynamic P O Static 1P
1P Address - 0.0.0.0
Subnet task

Gateway : 0.0.0.0
Sener 1P/ Mame -
FRTE Account

PPTF Pasawiord - eeseeses seenne

“erfy Password | eeeeeens escene
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L2TP:

» Select Internet Connection Type

Welcome to Setup Wizard

(15} Cibtain IP autarnatically (DHCP client)
O Fixed IF

O PPPoE

O FRTR

® L2TP

O BigFond

BACK  NEXT  EXIT

If connected to the Internet using a L2TP (DialxipSL) connection and the ISP
provides a Server IP, Account and Password infaomathoose this option and
enter the required information.

Welcome to Setup Wizard

r Set L2TP Client

Please set you LZTR Client data then press Hextto continue.
@ Dynamic P O Static [P
IF Address : O

Subnet Magk

Gateway : 0.0.0.0
Server IP / Narme :
L2TR Account :
LYTP Password @ ssssssssssssssssasssssnnne

Wetify Password | eeeesesvervcevsennnenneene:
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Big Pond Cable(Australia):

Welcome to Setup Wizard

» Select Internet Connection Type

Obtain IF automatically (DHCP clent)
Fixed IP

PPPoE

PETE

L2TR

BigPaond

BACK  NEXT  EXIT

If your ISP is Big Pond Cable, the ISP will providéJser Name, Password,
Authentication Server and Login Server IP (Optign&hoose this option and
enter the required information.

Welcome to Setup Wizard

» Set BigPond

Flease set you BigFond data then press Mext to continue.

User Mame
Passward . esessssscccoscccssaccccnonse
Verify Password | essssssssssssssssssssncans
Server P/ Mame:

Auth Server ; Elsm-senter @,
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Step 5: Set Wireless LAN connection

Click “Enable” to enable Wireless LAN. If user etabthe Wireless LAN, type the
SSID in the text box and select a communicatiorankl. The SSID and channel
must be the same as wireless devices attemptiognioect to the WLAN Router.

(When in FCC domain, you could chose chl~ch1l; TislEdomain, you could
chose chl~ch13)

Welcome to Setup Wizard

» SetWireless Connection

Wireless - @ Enabled O Disabled
550 N Router
Channel © 5 E

G-90-9-

BACK NEXT EXIT

Step 6: Setup completed

The Setup wizard is now completed. The new settinidjsbe effective after the
WLAN Router restarts. Please click “Restart” tooebthe WLAN Router. If user
does not want to make any changes, please clicit™txquit without any changes.
User also can save the settings and restart WardResiter by Click "Restart"
button.

Welcome to Setup Wizard

r Setup Completed

Click "Restart" button to save the settings and restart Wireless Router.

0—-0-

RESTART  EXIT




WAN Setting

This function enables users to set up the WLAN BoM{AN connection, specify
the IP address for the WAN, add DNS numbers, anbel ¢éine MAC address.

Connection Type: Select the connection type, either DHCP client,eBixP or
PPPoE, PPTP, L2TP or BigPond from the drop-down lis

DHCP Client or Fixed IP

If user has enabled DHCP server, choose "ObtasutBmatically (DHCP client)"
to have the router assign IP addresses automsgticall

IEEE802.11n Wireless LAN Router

Connection Type

Connection Type | :DH(:ZF‘ Client or Fixed P E

Wireless

YWAN P Address @ & Obtain 1P Autornatically © Specify IP

LAN IP Address . 0.0.00
BEreTeCEREE Subnet Mask . O00LC

Gateway . 0000
System

Wizard DMS1 ;. 0000

OMz20 0000

Clone MAC Address

oo - 98 - 7B =+ab - led _ef Clane MAC Address

@ Cancel w Apply

WAN [P Address: Select whether user wants to specify an IP addanessially, or
want DHCP to obtain an IP address automaticallyeklvBpecify IP is selected,

type the IP address, subnet mask, and default ggtewthe text boxes. User’s ISP
will provide with this information.

IP Address: For the Specify mode, enter the specific IP addtkat provided by
your ISP.

Subnet Mask: For the Specify mode, enter the specific subnetkntiaat provided
by your ISP.

Gateway: For the Specify mode, enter the specific gatewdyatdress that
provided by your ISP.
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DNS 1/2: Manually specific DNS server IP address. For thetaid IP
Automatically mode, leave 0.0.0.0 hear, the DHOReewill provides DNS server
automatically.

Clone MAC Address: If your ISP requires you to enter a specific MA@deess,
please enter it in. The Clone MAC Address buttomsied to copy the MAC address
of your Ethernet adapter to the Router.

PPPoE with Obtain IP_Automatically

If connected to the Internet using a PPPoE (Diaki¥sL) Modem, the ISP will
provide a Password and User Name, and then theu$8® PPPoE. Choose this
option and enter the required information.

I[EEE802.11n Wireless LAN Router

Connection Type

Car Type ) =
- Connection Type 1 | PRFoE [~
Eynamic DNS ==
|
Wireless
WWAN IP Address 0 @ Obtain IP Automatically
LAN © Specify [P 0000

Access Control
Service Mame :

System Usar Mame :

Wizard Password :

Yerify Passwaord

{optional)

MGt [ Clone MAC Addrass

DMS: Primary 0.0.0.0

Secondary 0.0.0.0 [optional

Auto-reconnect

ldle Time Cut :

WTL

O Always On O Manual @ Connect-on Demand
e Minutes

1492
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PPPoE with Specify IP

If connected to the Internet using a PPPoE (Diaki¥sL) Modem, the ISP will
provide a Password, User Name and a Specify IP &sddichoose this option and
enter the required information.

I[EEE802.11n Wireless LAN Router

Connection Type

Connection Type 'PPP:E [~
Dynarnic C —

Wireless
WWAN IP Address 0 (D Obtain IP Automatically

LAN & Specify P 0.0.0.0

Access Control
Service Mame ;

System User Marme

Wizard Passward :

Yerify Passwaord

{optional)

MGt [ Clone MAC Addrass

DM Primary 0000
Secondary 0.0.0.0 {optional)
Auto-reconnect : O Always On O Manual @& Connect-on Demand
|dle Time Out: & Minutes

WTL 1482
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PPTP/L2TP with Obtain IP_Automatically

If connected to the Internet using a PPTP/L2TP ItDpaxDSL) connection, enter
the your Server IP, PPTP/L2TP Account and PPTP/LR&ssword, if your ISP has
provided you with a DNS IP address, enter it in IS field, otherwise, leave it

Z€ero.

IEEE802.11n Wireless LAN Router IEEE802.11n Wireless LAN Router

Connection Type

Connect tion Type : | PPTR [~]
Dynarnic DNS
Wireless
WAN IP Address © @ Obtain IP Automatically O Specify IP WAN [P Address . ® Obtain IP Autarnatically © Specify IP
LAN 1P Address © 0000 LAN 1P Address: 0000
Subnet Mask : L0000 Subnet Mask: 0000
Access Control Access Control Honet e
Gateway ; 0 Gateway : 0.0.00
System
¥ s System B
Wizard Wizard
Server IPfName Server IP/Narm
PPTP Accaunt L2TP Account
PPTP Passwor (| ssrssssssssssssssssssssass L2TR Pasewort A
VVerify Passwon §. sesessesssscsacsscesansans: Verify Passwor TR —————————
At ct: O Aways On © Manual @ Cornect-on Demand Auto-reconnect t: O Always On @ Manual @ Connect-on Demand
Idle Tirme Qut : § Mindtes Idle Time Out: 5 Minutes
MTU 1400 MTU: 1400

8 Cancel @ Apply

PPTP/L2TP with Specify IP

Qe (@

If connected to the Internet using a PPTP/L2TP ItDpaxDSL) connection, enter
the your IP Address, Subnet Mask, Gateway IP addi@NS IP address, Server IP
address, PPTP Account and PPTP Password.

IEEE802.11n Wireless LAN Router IEEE802.11n Wireless LAN Router

Connection Type

Connection Type

PRTR 7]

Connection Type

Connection Type

LaTP [~]

Hireless WANIP Address : O Obtain IP Automatically @ Specify IP WAN IP Address © O Obtain IP Automatically 'Q Specify IP
LAN IP Address - 0.0.0.0 LAN IP Address 0000
Access Control fatE s e LA k] s Control Subnet Mask: 0000
Gateway : 0.0.0.0 Gateway : 0000 |
System T g DNE: 0000
Wizard Wizard

Server IP/MKame

Server IP/Name

PPTP Account L2TP Account
PPTP Passwar d: sesesssressccarecancasanen LITR Passwaort 4! eesesecacececcsccacecsacen:
Veiify Fasswor 4 esseesscecessececescasacne D S ——
Auta-reconnec t: @ Always On © Manual @ Connect-on Demand Auto-reconnect ;. O Always On © Manual @ Connect-on Demand
Idle Time Out : 5 Minutes Idle Time Dut . 5 Minutes
MTU: 1400 WTU: 1400

@ Cancel @ Apply’

@Cam:el @ADDIV |
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BigPond Cable

If your ISP is Big Pond Cable, the ISP will provideUser Name, Password,
Authentication Server and Login Server IP (OptignalChoose this option and
enter the required information.

IEEE802.11n Wireless LAN Router

AT Connection Type

Connection Type . o—
= Connection Type : | BigPond Cable B
Dynamic DRE | —-
Wireless
User Mame ;
LAN Paszward

BERGeE CartEsi Werify Password

System Server IP/Marme ¢ {optional)

Wizard Auth Server ;| sm-server @

Clone MAC Address © ‘

0o -9 - 7B - ab - cd - JEf Clone MAC Address

@ Cancel | @ Apply |

Dynamic DNS:

This synchronizes the DDNS server with your curf@ablic IP address when you
are online. First, you need to register your prefie DNS with the DDNS provider.
Then, please selected one of DDNS server thamhilirelated information in the
below fields: Host Name, User Name and Password.

[EEE802.11n Wireless LAN Router

Dynamic DNS
DOWS : € Enabled @ Disabled
DDMS Server Selection List : | DynDins org

Wireless

Host Mame ;
LAN User Mame
Access Control Paszword ! escasscscssscasssscanssannnsana -
System

@ Cancel @ Apply

Wizard Watee s ’
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Wireless setting

This section enables user to set wireless commiimicsaparameters for the router's
wireless LAN feature.

Basic

This page allow user to enable and disable thelegiseLAN function, create a
SSID, and select the channel for wireless commtioits.

I[EEE802.11n Wireless LAN Router

WAN Basic

Wireless . @ Enabled € Disabled

S50 N Router

- SEID Broadcast: @ Enabled O Disabled
Advanced -
WiFT Protected Setup Channel: |8 |4 Domain :FCC)

LAN =
80217 Mode © | Mixed 802.11n, 802.11g and 802.11b_'@j

Atkens Cotieel Channel Width: [ Auto 2040 MHz [£]

System

Wizard w Cancel @ Apply

Enable/Disable:Enables or disables wireless LAN via the WLAN Rayut

SSID: Type an SSID in the text box. The SSID of any {ese device must match
the SSID typed here in order for the wireless devwicaccess the LAN and WAN
via the WLAN Router.

Channel: Select a transmission channel for wireless comaatioins. The channel
of any wireless device must match the channel walebere in order for the
wireless device to access the LAN and WAN via theAN Router.(When in FCC
domain, you could chose chl~chl1l; in ETSI domamu, gould chose chl~chl13)

802.11 Mode:Select one of the following:
@302.11b only- Select if you are using 802.11b wireless cliemtly.
@3802.119g only- Select if you are using 802.11g wireless cliemtly.
@3802.11n only- Select if you are using 802.11n wireless cliemtly.

®Mixed 802.11b and 802.11g Select if you are using both 802.11b and
802.11n wireless clients.

®Mixed 802.11n, 802.11b, and 802.11gSelect if you are using a mix of
802.11n, 11g, and 11b wireless clients.
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Channel Width: Select the Channel Width:

®Auto 20/40- This is the default setting. Select if you astng both 802.11n
and non-802.11n wireless devices.

®20MHz - Select if you are not using any 802.11n wireldsnts.

SSID Broadcast:While SSID Broadcast is enabled, all wirelessntgewill be able
to view the WLAN Router's SSID. For security purpes users may want to
disable SSID Broadcast to ensure only authorizietitsl have access.

Security

This function enables user to set authenticatiope tyfor secure wireless
communications. Open System allows public accesgheéorouter via wireless
communications. Shared Key requires the user ta S#EP key to exchange data
with other wireless clients that have the same WEY This router also supports
WPA, WPA2 and WPA-PSK, WPA2-PSK.

[EEE802.11n Wireless LAN Router

WAN Security

Authentication Type | D|Sah|e LQ

Basic

Advanced
YWiFi Protected Setup

LAM
Access Control
System

Wizard

Authentication Type: The authentication type default is set to openesyst
There are four options: Disabled, WEP, WPA, WPA& WP A-Auto.
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WEP

I[EEE802.11n Wireless LAN Router

WAN Security

Authantication Type :

7 WEP: & Open System O Shared Key

WiFi Pratected Setup WEP Key Format @ | HEX
LAN WEP Key Length; |64-bit [

WEP Key 1© () 0000000000
Access Control =

WEP Key2: (3 /0000000000

System ;
WEP Key 3: (0 0000000000

Wizard WEP Key 4 () |0000000000

@CanceI: _@Appw |
WEP: Open System and Shared Key requires the usertta S¥EP key to
exchange data with other wireless clients that hlbeesame WEP key.
WEP Key Format: Select the key format from the drop-down list H&EXASCII.

WEP Key Length: Select the level of encryption from the drop-dolsh. The
WLAN Router supports, 64 and 128-bit encryption.

WEP Key 1 ~ 4:Enables users to create up to 4 different WEP .Keigsually
enter a set of values for each key. Select a kexseoby clicking the radio button
next to the key. Click “Clear” to erase key values.

WPA /| WPA2/ WPA-Auto Security

IEEE802.11n Wireless LAN Router IEEE802.11n Wireless LAN Router IEEE802.11n Wireless LAN Router
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If WPA, WPA2 or WPA-Auto EAP is selected, the ab®eeeen is shown. Please
set the length of the encryption key and the pararador the RADIUS server.

Cipher Type: Select the cipher type for TKIP or AES encrypti®elected Auto
for auto detects the cipher type.

RADIUS Server:

1. Enter the IP address, Port used and Shared Segrd#tebPrimary Radius
Server.

2. Enter the IP address, Port used and Shared SecitbebSecondary Radius
Server. (optional)

WPA-PSK /| WPA2-PSK Security
If WPA, WPA2 or WPA-Auto PSK is selected.

IEEE802.11n Wireless LAN Router

aaaaaa

Cipher Type: Select the cipher type for TKIP or AES encrypti®&elected Auto
for auto detects the cipher type.

PassphraseThe length should be 8 characters at least.
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Advanced
This function enables user to configure advancedless functions.

[EEE802.11n Wireless LAN Router

WAN Advanced

Wireless Beacon Interval : 100 {defaule 100 msec, range 25~ 1000

Basic RTS Threshold 1 2345 {defaule : 2346, range : 256 ~ 2346

Securit ;
i Fragmentation Threshold ;2345 (defaule | 2346 range 1500 ~ 2346)

WiF Protectad Setup OTIM Interval @ 1 (default; 1, range | 1 ~255)

LAN
BAccess Control @ Cancel @ Apply '
System

Wizard

Beacon Interval: Type the beacon interval in the text box. Usersgaecify a value
from 25 to 1000. The default beacon interval is.100

RTS Threshold: Type the RTS (Request-To-Send) threshold in tkelex. This
value stabilizes data flow. If data flow is irregulchoose values between 256 anc
2346 until data flow is normalized.

Fragmentation Threshold: Type the fragmentation threshold in the text bibx.
packet transfer error rates are high, choose vabedseen 1500 and 2346 until
packet transfer rates are minimized. (NOTE: set flgmentation threshold value
may diminish system performance.)

DTIM Interval: Type a DTIM (Delivery Traffic Indication Messagaijterval in
the text box. User can specify a value betweend12&%. The default value is 1.
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Wi-Fi Protected Setup
This screen enables users to configure the Wi-Gligleted Setup function.

[EEES802.11n Wireless LAN Router

WAN Wi-Fi Protected Setup

WPS

WS @ Enabled O Disabled | APply

B

Secunt)_f

Status:  « UnConfigured Configured
Advanced
N W Self-PIN Mumber © 12693743
AiF| Protected Setup
LAN
Client PIN Number

Access Control Start PIN
System
Wizard Push Button Configuration

Start PEC

Authentication Encryption Hey

Disabled Maone

WPS: Enable or Disable the WPS (Wi-Fi Protected Setupgtion

Status: Display the state (Un-configured State/Configuitdte) information of
WPS.

Self-PIN Number: Display the default PIN number of WLAN Router.

Client PIN Number: Type Client PIN number the client uses to negetiatth
WLAN Router via WPS protocol. It is only used wheasers want their station to
join Router's network.

Push Button Configuration: Clicking theStart PBCbutton will invoke the Push
Button Configuration (PBC) method of WPS. It isymlsed when WLAN Router
acts as a Registrar.
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LAN Setting
The function enables user to configure the LAN peraddress & DHCP Server.
Basic

This page leads to set LAN port properties, sucthadhost name, IP address, and
subnet mask.

I[EEE802.11n Wireless LAN Router

WAN Basic

Wireless Host Mame : W Router
IP Address . 19216811

Subnet Mask :  255.2852685.0

DHCP
Access Control

System B | [
@ Cancel @ Apply |

Host Name: Type the host name in the text box. The host neamequired by
some ISPs. The default host namefNsRouter"

IP Address: This is the IP address of the router. The deféldltaddress is
192.168.1.1.

Subnet Mask: Type the subnet mask for the router in the tex. Adhe default
subnet mask is 255.255.255.0.
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I[EEE802.11n Wireless LAN Router

WaN DHCP

Wireless OHCP Server - @ Enable O Disable

DHCF Server Start IP: 192.168.1.100

DHCP Server End [P : 192.168.1.199
Basic

Lease Time ;10080 {minutes)

Access Control

Add Static DHCP

System Static DHCP . ) Enable © Disable

Wizard Mame :

MAC address

|P address

Static DHCP List

Host Hame IP Address MAC Address

Dynamic DHCP List

Host Hame IP Address MAC Address Expired Time

l{%&j%cancsﬂ. @ Apply
DHCP Server: Enables the DHCP server to allow the router tcomatically
assign IP addresses to devices connecting to tiNe DAICP is enabled by default.

DHCP Server Start IP: Type an IP address to serve as the start of thande that
DHCP will use to assign IP addresses to all LANickes connected to the router.

DHCP Server End IP: Type an IP address to serve as the end of thanderthat
DHCP will use to assign IP addresses to all LANickes connected to the router.

Lease Time: The lease time specifies the amount of conneciioe & network
user be allowed with their current dynamic IP addre

Add Static DHCP: SelectecEnable the Static DHCP allows you to assign acstati
IP address to the PC that has the IP address ard &tilress mapping set in the
Static DHCP List.

Static DHCP List: The static DHCP mapping will list in the tableppiding the
Host Name, MAC Address and IP Address.
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Dynamic DHCP List: All dynamic DHCP client computers are listed i tiable
and providing the Host name, IP address, and MA@tes$ and Expired Time of
the client.
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Access Control Setting

This access control enables you to define accessctens, set up protocol and IP

filters, create virtual servers, define accesssfmcial applications such as games,
and set firewall rules.

Filter

Using filter to deny or allow the users to acce$sve types of filters to select:
MAC, IP Filter, URL blocking, Domain blocking anad®ocol filter.

MAC Filters

I[EEE802.11n Wireless LAN Router

WAN Filters

Wireless Filters are used to allow or deny LAN users from accessing the Internet.

@ MAL Filters
LAN

O Domain/URL Blacking

Access Control @ ProtocolAP Filters
Filter
Wizl Semer MAC Filter
Special AR
! @ Disabled
Dz
Firewall Settings C Only allow computers with MAC address listed below to access the network
System O Only deny computers with MAC address listed below to access the network
\’“‘9 Apply
Wizard
MAC Table

Marme ;

MAC Address

Add] | Update | | Dalete

Name MAC Address

MAC Filter. Enables you to allow or deny Internet access tosuséhin the LAN
based upon the MAC address of their network intexf&lick the radio button next
to Disabled to disable the MAC filter.

Disable: Disable the MAC filter function.
Allow: Only allow computers with MAC address listed ie tiAC Table.
Deny: Computers in the MAC Table are denied Interneessc

MAC Table: Use this section to create a user profile whicterlret access is
denied or allowed. The user profiles are listethmtable at the bottom of the page.
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(Note: Click anywhere in the item. Once the line gslected, the fields
automatically load the item's parameters, which gamu edit.)

Name: Type the name of the user to be permitted/dercedss.

MAC Address: Type the MAC address of the user's network interfa

Add: Click to add the user to the list at the bottonthaf page.

Update: Click to update information for the user, if yoave changed any of the
fields.

Delete: Select a user from the table at the bottom ofiteind click to remove the
user profile.

Clear: Click to erase all fields and enter new inforroati

The maximum number of MAC address that can be nradee Filters page is 25
entries. User can browse through the MAC addregedsay selecting the MAC
Filter List.

Domain/ URL Blocking

You could enable Domain/URL blocking to deny theergsfrom accessing the
specified Domain/URL. Add those specified DomaiRIUn the text box.

I[EEE802.11n Wireless LAN Router

WAN Filters

Wireless Filters are used to allow or deny LAN users from accessing the Internet.

O MAC Filters
LAN

O Protocal/P Filters

Filter
Yittual Setver DomainfURL Blocking
Special AP

DEZ
Fireneall Settings @ Allow users to access all domains list.

O Disabled

5] i :
System 2 Deny users to access all domains list.

7 —_—
Wizard @ i

DomainsfURL List

Block those URLs which contain keywards listed below,

T
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Disable: Disable the Domain/URL Blocking function.

Allow: Allow users to access all domains in the “Domaiiss’.

Deny: Deny users to access all domains in the “Domaisis.L
Blocked/Permitted Domains/URL.: List domains you will Blocked or Permitted.
Apply: Click to add domain to the Blocked/Permitted DamsdURL list.

Delete: Select a Domain/URL from the table at the bottonthe list and click
Delete to remove the Domain/URL.

Add: Click to Add button to add domain to the Domains list.

Cancel: Click the Cancelbutton to erase all fields and enter new infororati

Protocol/IP Filters
This protocol filter enables you to allow and deagcess based upon a
communications protocol list you create. The protdiiter profiles are listed in the
table at the bottom of the page.

Note: When selecting items in the table at thednottclick anywhere in the item.
The line is selected, and the fields automaticlalfd the item's parameters, which
you can edit.

I[EEE802.11n Wireless LAN Router

WAN Filters

Wireless Filters are used to allow or deny LAN users from accessing the
Internet.

LAN & MAC Filters
& Domain/URL Blocking

& Protocal/P Filters

Wirtual Server

Special AP Edit Protocol/IP Filter in List
ke _ Enabled . @ Enable O Disabled
Firewall Settings
Marne :
System [
Protocal : | TCP [
Wizard Part
IF Range ;
Indate Dlelete
Name Protocol Part IP Range
Filter FTF Ay 20-21 0.0.0.0-0000
Filter HTTF Ay 80-50 00000000
Filter HTTRS  Any 443-443 00000000
Filter DS Ay 5353 0.0o0o-0ooo
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Enable: Click to enable or disable the IP address filter.
Name: Type the name of the user to be denied access.
Protocol: Select a protocol (TCP or UDP) to use for thewdltserver.

Port: Type the port range of the protocol.

IP Range: Type the IP range. IP addresses falling between whlue and the
Range End are not allowed to access the Internet.

Add: Click to add the IP range to the table at thedmotof the screen.

Update: Click to update information for the range if yoavie selected a list item
and have made changes.

Delete: Select a list item and click Delete to removeitem from the list.
Clear: Click theClearbutton to erase all fields and enter new infororati
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Virtual Server

This screen enables users to create a virtual seraghe WLAN Router. If the
WLAN Router is set as a virtual server, remote sigequesting Web or FTP
services through the WAN are directed to local senin the LAN. The WLAN
Router redirects the request via the protocol aord pumbers to the correct LAN
server. The Virtual Sever profiles are listed ia thble at the bottom of the page.

Note: When selecting items in the table at thedmojtclick anywhere in the item.
The line is selected, and the fields automaticlald the item's parameters, which
user can edit.

I[EEE802.11n Wireless LAN Router

WAN Virtual Server

Wireless Enabled : ¢ Enabled @& Disabled

Marne

LAN o
Pratocol © | TCP ';I
‘Access Control

Privata Port :

Flter Public Part -

Wirtual Server

Special AP LAN Senver :
DE
Firewall Settings - o =
Add | | Lindate [Deleta | | Clear
System
Wizard Hame Protocol LAN Server
Wirtual Server FTR TCP 21821 0000
Wirtual Serer HTTP TCP 800 0000

Enable: Click to enable or disable the virtual server.
Name: Type a descriptive name for the virtual server.
Protocol: Select a protocol (TCP or UDP) to use for thewdaltserver.

Private Port: Type the port number of the computer on the LA&L iR being used
to act as a virtual server.

Public Port: Type the port number on the WAN that will be usegrovide access
to the virtual server.

LAN Server: Type the LAN IP address that will be assignechtirtual server,
Add: Click to add the virtual server to the table & bottom of the screen.

Update: Click to update information for the virtual servkthe user has selected a
listed item and has made changes.

Delete: Select a listed item and click “Delete” to remake item from the list.
Clear: Click theClear button to erase all fields and enter new infororati
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Special AP

This screen enables users to specify special aiplis, such as games which
require multiple connections that are blocked byTNAhe special applications
profiles are listed in the table at the bottomhe page.

Note: When selecting items in the table at thedmojtclick anywhere in the item.
The line is selected, and the fields automaticlald the item's parameters, which
user can edit.

I[EEE802.11n Wireless LAN Router

WAN Special AP
Wireless Enabled © ) Enabled @ Disabled
Marne

LAN

Access Control

Trigger

Filter Protocal : | TCP [

Wirtual S
L Fort Range

Dz
Firewall Settings Incoming

System Pratocol © | TCP B
Port
Wizard
Undate | | Delete
Hame Trigger Port Range Incoming Port
Battle.net Any B112-6112 Any 6112
Dialpad Any T1787178 Any 51200-51201 51210

Enable: Click to enable or disable the application profiléhen enabled, users will
be able to connect to the application via the WLRNuter's WAN connection.
Click “Disabled” on a profile to prevent users fr@ocessing the application on the
WAN connection.

Name: Type a descriptive name for the application.

Trigger: Defines the outgoing communication that determimbsther the user has
legitimate access to the application.
e  Protocol: Select the protocol (TCP, UDP, or ICMP) that canused to
access the application.
e Port Range: Type the port range that can be used to accesptiieation
in the text boxes.
Incoming: Defines which incoming communications users arenited to connect
with.
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e  Protocol: Select the protocol (TCP, UDP, or ICMP) that canused by
the incoming communication.

e Port: Type the port number that can be used for the nmg
communication.

Add: Click to add the special application profile te ttable at the bottom of the
screen.

Update: Click to update information for the special apation if user have
selected a list item and have made changes.

Delete: Select a list item and click Delete to removeitlm from the list.
Clear: Click theClear button to erase all fields and enter new infororati
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DMZ

This screen enables users to create a DMZ for thosguters that cannot access
Internet applications properly through the WLAN R&iuand associated security
settings.

Note: Any clients added to the DMZ exposes thentéido security risks such as
viruses and unauthorized access.

[EEE802.11n Wireless LAN Router

WAN DMZ

Wireless Enabled : (3 Enabled & Disahled

DMZ Host 1P 0.0.0.0
LAN

@

Filter
“irtual Server
Shecial AP

Firewall Settings

System

Wizard

Enable: Click to enable or disable the DMZ.
DMZ Host IP: Type a host IP address for the DMZ. The computién this IP
address acts as a DMZ host with unlimited Inteaceess.

Apply: Click to save the settings.
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Firewall settings

I[EEE802.11n Wireless LAN Router

WAN Firewall settings
Wireless UDP Endpoint Filtering
LAN MAT Endpaint Filtering : & Endpoint Independent

® Address Restricted

P O Port And Address Restricted
Access Control

TCP Endpoint Filtering

Filter
“irtual Server @ Endpaint Independent

O Address Restricted

Special AP
e O Paort And Address Restricted

Dz

Firewall Setting

System

_ @ Apply

Wizard

A firewall protects your network from the outsidenid, this screen enables users
to setup the simple firewall function on the wisseouter.

Endpoint Independent: Any incoming traffic sent to an open port will be
forwarded to the application that opened the port.

Address Restricted: Incoming traffic must match the IP address of dlégoing
connection.

Address And Port Restriction: Incoming traffic must match the IP address anc
port of the outgoing connection
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System Setting

This system setting enables users to change passsairthe device time, view the
device information, restart the system, save aad different settings as profiles,
restore factory default settings, upgrade the fiamy and ping remote IP
addresses....etc.

Password

This function enables users to set administratine aser passwords. These
passwords are used to gain access to the WLAN Ruougzface.

I[EEE802.11n Wireless LAN Router

WAN Password

Wireless Administrator { Tha login name is"admin" )

Mew Password | essesssssssssssssen

LAN

Confirm Password . essssssssssssssssss

Access Control

User { The login name is "user')

Mew Password | esssssssssssssssssa

Titne Confirrn Pagsword | essssesesesescscnes

Device Infarmation

Lag

Log Setting @ Cancel l@ Apply
Statistic

Restart

Fitroware

Conflguration

LERE

Pling Test

Remote Managernent

Wizard

Administrator: Type the password the Administrator will use t@ lmto the
system. The password must be typed again for ecoafion. The Administrator can
also authorize users the ability to configure theAM Router.

User: Type the password the User will use to log inhte $ystem. The password
must be typed again for confirmation.
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Time

This function enables users to set the time and ftatthe WLAN Router's real-
time clock, select properly time zone, and enabldigable daylight saving.

[EEE802.11n Wireless LAN Router

WAN Time
Wireless Local Time :  May/7/2008 1:4:12
Time Zone ; | (GMT-08:00) Pacific Time (US & Canada) B

LAN

Access Control Time Setting

Synchranize the Clock with NTP Server : | Manual I;‘

NTP Server { default)
Device Infarmation Manually Date and Time Setting
Loy 12008 B wont|May B2 pay|07 B Hour (01 B2 Minute | 04 B secona| 12
Loy Setting
Statistic
Restart
Firrriware Daylight Saving
Canfiguration ;
i gzﬁi'fghf Enabled - Disabled

Pirig Test
Start | Mar
Remote Management

End; Moy
Wizard

Local Time: Displays the local time and date.
Time Zone: Select the time zone from the drop-down list.
Synchronize the clock with NTP Server:Enable or disable the WLAN Router
automatically adjust the system time from NTP Serve
Automatic: Automatically adjust the system timenfrdlTP Server.
Manual: Manually adjust the system time when yasprtheSet Timebutton.

NTP server: The Simple Network Time Protocol (SNTP) serveo\at the WLAN
Router to synchronize the system clock to the dlotiarnet through the SNTP
Server. Specify the NTP domain name or IP addretisei text box.

Manually Date and Time Setting: Manually setting the WLAN Router system
time, press th&et Timebutton to update the system time.

Daylight Saving: Enables users to enable or disable daylight satimg. When
enabled, select the start and end date for daydig¥vinhg time.
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Device Information

This function enables users to view the WLAN Rost8/AN, Wireless, LAN and

System configurations.

I[EEE802.11n Wireless LAN Router

WAN Device Information
Wireless WAN

MAC Address . 00:98:76: ab:cd: ef
LAN

: DHCP Client Disconnected
Gonmehion Brge DHCP Release | [ DHCP Renew
Access Control
IP Address . 0.00.0

Subnet Mask : 0.0.0.0
e Default Gateway ;. 0.0.0.0
Tirmne oMz
Bevice Information
0 Wireless
Log Setting )

. Connection :  Enabled

Statistic
estart S50 N Router
Firmware Channel . B
Canfiguration Authentication Type :  Disable
URnk Wiiraless Cliant List
Fing Test

WAL Address

Remate Management

Wizard

LAN
MAC Address . 00:98:76:abicd ee

IP Address . 192.168.1.1

Subnet Mask ; 255.255.285.0

DHCP Servar:  Enabled DHCP Client List

WAN: This section displays the WAN interface configimatincluding the MAC
address, Connection status, DHCP client statugsdiifess, Subnet mask, Default
gateway, and DNS.

Wireless: This section displays the wireless configuratiofoimation, including
the MAC address, the Connection status, SSID, G¥amd Authentication type.

LAN: This section displays the LAN interface configioatincluding the MAC
address, IP Address, Subnet Mask, and DHCP SetaarsSClick “DHCP Table”

to view a list of client stations currently conregttto the WLAN Router LAN
interface.

Click “DHCP Release” to release all IP addresses assigned to clietibrssa
connected to the WAN via the WLAN Router. CIitRHCP Renew” to reassign
IP addresses to client stations connected to th&lWA
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Log

This function enables users to view a running [bRauter system statistics, events,
and activities. The log displays up to 200 entr@kler entries are overwritten by
new entries.

I[EEE802.11n Wireless LAN Router

WAN Log
Wireless [ First Page H Last Page ] Fravious Fage Wext Page
Refresh
LAN
141

Access Control

Time Type Message
May B 16:20:00 infa Sending discover.
May B 16:20:00 infa O3 started
Fassword s : device_lan_ip=192.168.1.1 ,
Titne Myl Bt it device_lan_subnet_mask=255.255.25510
! ; May B 16:20:04 info DHCR server start,
Desice Information hay B 16:20:04 info Sending discover...
May B 182001 info DHCP client start,
Log Setting May 6 16:20:01 infao [Initialized, firmware version: 1.00 ]
Statistic
Restart
Firmivare

Canfiguration
LERE
Firig Test

Remote Management

Wizard

The Log screen commands are as follows:
Click “First Page” to view the first page of the log
Click “Last Page” to view the final page of the log
Click “Previous Pageé to view the page just before the current page
Click “Next Pagé to view the page just after the current page
Click “Clear Log’ to delete the contents of the log and begin alogw
Click “Refresh to renew log statistics
Time: Displays the time and date that the log entry gvaated.
Message Displays summary information about the log entry.
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Log Setting
This function enables users to set Router Log patrars.

I[EEE802.11n Wireless LAN Router

WAN Log Setting

Wireless SMTP Authentication ;. (O Enabled @ Disabled

SMTP Account :
LAM

SMTR Password

Access Control B

Fram Email Address ;

Fassword To Email Address :

Titge Ermnail Log Mow

Dievice Informatian

Laog

Log Setting Log Type
Statistic

&

Systermn Activity
Restart

|

: Debug Information
Fittriware

Attacks

&

Canfiguration
LIPRE

|

Dropped Packets

Firig Test
Motice

&

Remote Managernent

Wizard

| £ > 2
@ Cancel ’@ Apply

SMTP Authentication: Selected the Enabled if the SMTP server need fa
authentication, fill in account name and passwaordSMTP Account field and
SMTP Password field.

SMTP Account: If the SMTP Authentication enabled, fill in the SMTaccount
name here.

SMTP Password:If the SMTP Authentication enabled, fill in the pa®rd of the
SMTP account here.

SMTP Server: Type your SMTP server address here.

From/To Email Address: Type an email address for the log to be sent lickC
“Email Log Now to immediately send the current log.

Syslog Server:Type the IP address of the Syslog Server if usartsvthe WLAN
Router to listen and receive incoming Syslog messag

Log Type: Enables users to select what items will be indudehe log:
System Activity: Displays information related to WLAN Router opeoati
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Debug Information: Displays information related to errors and systen
malfunctions.

Attacks: Displays information about any malicious activity the network.
Dropped Packets: Displays information about packets that have neénb
transferred successfully.

Notice: Displays important notices by the system admiaistr

Statistic
This function displays a table that shows the Ht@acket transmission via the
WLAN Router’'s LAN, WAN and Wireless ports (in bytpsr second).

I[EEE802.11n Wireless LAN Router

WAN Statistic

Wireless B i
TUtilization (hytes) LAN WAN Wireless

LAMN Send 30017 Packets [OPackets OPackets
Receive 2525P ackets OFackets OFackets

Access Control

6 Reset

Fazgwaord

Tirne

Device Infarmation
Lag

Lag Setting

Statistic

Restart
Firrmware
Configuration
URRE

Ping Test

Rermote Management

Wizard

Click “Reset” to erase all statistics and begin logging stagssiigain.

51



Restart

Click “Restart” to restart the system in the event the systenoisperforming
correctly.

I[EEE802.11n Wireless LAN Router

WAN Restart

Wireless . e e

LAN

Access Control

Passwaord

Time

Dievice |nfarmatian
Log

Log Setting
Statistic

Firrriware

Configdration
LIPnE
Ping Test

Femote Management

Wizard
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Firmware
This function enables users to keep the WLAN Rofiterware up to date.

[EEE802.11n Wireless LAN Router

WAN Firmware
Wirelass Firrweare Yersion @ 1.00 | Tue, 0B May 2008
LAM

Upgrade Firmware

Access Control Birowset o

Fassward @ Upgrade,

Titne

Device Infarmation
Laog

Log Setting
Statistic

Restart

Canfiguration
LERE

Firig Test

Remote Management

Wizard

Please follow the below instructions:

Download the latest firmware from the manufactsréveb site, and save it to disk.
Click “Browse” and go to the location of the downloaded firmwide

Select the file and clickpgrade” to update the firmware to the latest release.
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Configuration

This function enables users to save settings asofilepand load profiles for
different circumstances. User can also load theofgadefault settings, and run a
setup wizard to configure the WLAN Router and Routgerface.

[EEE802.11n Wireless LAN Router

WAN Configuration

Save Settings

o Save

Load Settings

@ Load |

Wireless

LAN

Access Control
Browsr .

Paszsword

Time

et Inforraztion Restore Factory Default Settings
Lag @ Restore_

Log Setting 5

Statistic

Restart

Fittriware

Canfiguration
LFRE
Firig Test

Remote Management

Wizard
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UPnP

This function enables users to enable or disaldedBnP function on the WLAN
Router.

[EEE802.11n Wireless LAN Router

WAN UPnP
Wireless UPnP: @ Enahle O Disable
LAM

Access Control @ Cancel @ Apply

Fassword

Titrie

Dievice Informatian
Laog

Log Setting
Statistic

Restart

Fittriware

Canfiguration

Firig Test

Remote Management

Wizard

UPnNP: Select to enable or disable the UPnP functionhenWWLAN Router. UPnP
Is short for Universal Plug and Play that is a meking architecture that provides
compatibility among networking equipment, softwaard peripherals. The WLAN
Router is an UPnP-enabled Router and will only wavkh other UPNnP
devices/software. If user does not want to use UWinP functionality, select
“Disabled” to disable it.
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Ping Test

The ping test enables users to determine whethH#? address or host is present on
the Internet. Type the host name or IP addredsandxt box and click Ping button
to start the Ping test.

[EEE802.11n Wireless LAN Router

WAN Ping Test
Wireless Host Mame or IP address
LAN

Access Control

Paszsword

Time

Device Infarmation
Laog

Log Setting
Statistic

Restart

Fitrmware
Canfiguration
UERE

Fing Test

Remote Management

Wizard

56



Remote Management

This function enables users to set up remote manage Using remote
management, the WLAN Router can be configured tyinothe WAN via a Web
browser. A user name and password are requiredrformm remote management.

[EEE802.11n Wireless LAN Router

WAN Remote Management

Wireless HTTP
© Enable @® Dizable
LAN
Port : 8080

Access Control |P Address © From * To

System

Allow to Ping WAN port
FPassword

Titne ® Enable O Disable
Device Infarmation

Log FPTF: @ Enabled © Disabled
Log Setting

i L2TP: & Enabled O Disabled
Statistic

Festart IPSec: @ Enabled O Disabled

Firrnuiare IDENT: € Stealth ® Closed
Configuration

§]=l=

Firg Test

Rermote Managernent @ anes {y Apply

HTTP: Enables users to set up HTTP access for port nynaimel Remote IP
Range for remote management.

IP Address: Remote IP Range, to type a range of Router IP addsethat can be
pinged from remote locations

Allow to Ping WAN Port: Enables users to allow to ping WAN Port.
PPTP: Enables users to set up PPTP access for remo@gerzaent.
L2TP: Enables users to set up L2TP access for remotageanent.
IPSec: Enables users to set up IPSec access for remaotagaaent.
IDENT: Default is stealth. This enables users to setid® stealth.
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TECHNICAL SPECIFICATIONS

General
Standards IEEE 802.3u 100BASE-TX Fast Ethernet
IEEE 802.11n 2.0; IEEE 802.11¢; IEEE 802.11b
Protocol CSMA/CA with ACK

Radio Technology

DSSS/OFDM

Data Transfer Rate

802.11n mode: up to 150Mbps (auto sense)

802.11g mode: up to 54Mbps (auto sense)

802.11b mode: up to 11Mbps (auto sense)

Ethernet: 10Mbps (half duplex), 20Mbps (full-duplex)

Fast Ethernet: 100Mbps (half duplex), 200Mbps (full- duplex)

Receiver Sensitivity

802.11n: -62dBm typical @ 300Mbps
802.11g: -68dBm typical @ 54Mbps
802.11Db: -85dBm typical @ 11Mbps

TX Power

802.11b 15dBm (average power)
802.11g 17dBm (average power)
802.11n 18dBm (average power)

Network Cables

10BASE-T: 2-pair UTP Cat. 3,4,5 (100 m), EIA/TIA- 568 100-
ohm STP (100 m)

100BASE-TX: 2-pair UTP Cat. 5 (100 m), EIA/TIA-568 100-
ohm STP (100 m)

Frequency Range

2412 ~ 2484 MHz ISM band

Modulation Schemes

DBPSK/DQPSK/CCK/OFDM

Security

64/128-bits WEP Encryption; WPA, WPA-PSK, WPAZ2,
WPA2-PSK

Channels

1~11 Channels (US/NCC) 1~13 Channels (EU)

Number of Ports

LAN: 4 x 10/100Mbps Auto-MDIX Fast Ethernet port
WAN: 1 x 10/100Mbps Auto-MDIX Fast Ethernet port

Physical and Environmental

DC inputs

SVDC/1A

Power Consumption

3.0W (Max)

Temperature Operating: 0°C ~ 40° C, Storage: -10° ~ 70° C
Humidity Operating: 10% ~ 90%, Storage: 5% ~ 90%
Dimensions 147 x 115 x 35 mm (W x D x H) without Antenna

EMI:

FCC Class B, CE Mark B
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