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Federal Communication Commission Interference Stat®ent

This equipment has been tested and found to comigiythe limits for a Class B digital device, puasii to Part 15 of the FCC Rules.
These limits are designed to provide reasonableegtion against harmful interference in a residgnitistallation. This equipment
generates, uses and can radiate radio frequencgyeard, if not installed and used in accordandh wie instructions, may cause
harmful interference to radio communications. Heeve there is no guarantee that interference woll oaccur in a particular

installation. If this equipment does cause harnritdrference to radio or television reception, ethtan be determined by turning
the equipment off and on, the user is encouragéy to correct the interference by one of thedwiing measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipmenteaed/er.

- Connect the equipment into an outlet on a cirdifferent from that
to which the receiver is connected.

- Consult the dealer or an experienced radio/TYnagan for help.

FCC Caution: Any changes or modifications not expressly appddve the party responsible for compliance coulddvibie user's
authority to operate this equipment.

This device complies with Part 15 of the FCC Ruf@peration is subject to the following two condit® (1) This device may not
cause harmful interference, and (2) this devicetmosept any interference received, including feteince that may cause undesired
operation.

IMPORTANT NOTE:
Radiation Exposure Statement:

This equipment complies with FCC radiation expodurgts set forth for an uncontrolled environmefhis equipment should be
installed and operated with minimum distance 20etmben the radiator & your body.

This transmitter must not be co-located or opegatinconjunction with any other antenna or trantamit

The availability of some specific channels andjoerational frequency bands are country dependehaenfirmware programmed at
the factory to match the intended destination. flin@ware setting is not accessible by the end user.

Europe — EU Declaration of Conformity

This device complies with the essential requiremaritthe R&TTE Directive 1999/5/EC. The followingst methods have been
applied in order to prove presumption of conformitiyh the essential requirements of the R&TTE Direc 1999/5/EC:

EN 60 950-1: 2001 +A11: 2004
Safety of Information Technology Equipment

EN50385 : (2002-08)

Product standard to demonstrate the compliancedib rbase stations and fixed terminal stationswimeless telecommunication
systems with the basic restrictions or the refezelmvels related to human exposure to radio frecueriectromagnetic fields
(110MHz - 40 GHz) - General public

EN 300 328 V1.7.1: (2006-10)

Electromagnetic compatibility and Radio spectrumtt®ta (ERM); Wideband Transmission systems; Datasimission equipment
operating in the 2,4 GHz ISM band and using sprspdctrum modulation techniques; Harmonized EN dngeessential
requirements under article 3.2 of the R&TTE Direeti

EN 301 489-1 V1.6.1: (2005-09)

Electromagnetic compatibility and Radio Spectrumttsts (ERM); ElectroMagnetic Compatibility (EMC)astdard for radio
equipment and services; Part 1: Common technigaiirements

EN 301 489-17 V1.2.1 (2002-08)




Electromagnetic compatibility and Radio spectrumttets (ERM); ElectroMagnetic Compatibility (EMC)asidard for radio
equipment and services; Part 17: Specific condition 2,4 GHz wideband transmission systems antis i8gh performance RLAN
equipment

This device is a 2.4 GHz wideband transmissionesggtransceiver), intended for use in all EU mendiates and EFTA countries,
except in France and Italy where restrictive ugdiagp.

In Italy the end-user should apply for a licens¢hat national spectrum authorities in order to wbgaithorization to use the device
for setting up outdoor radio links and/or for syppd public access to telecommunications and/omvost services.

This device may not be used for setting up outdadio links in France and in some areas the RFubytpwer may be limited to 10
mW EIRP in the frequency range of 2454 — 2483.5 Mtz detailed information the end-user should acinthe national spectrum
authority in France.

(€056(O

[e] Cesky  [Jméno vyrobcelimto prohlasuje, Ze ten za'izeni] je ve shod se zékladnimi pozadavky a dalSiimi
y y p J oyp J p y

[Czech] prisluSnymi ustanovenimi simice 1999/5/ES.

Dansk  Undertegnede[fabrikantens navn] erkleerer herved, at fglgende udstyrdstyrets typebetegnels:]

[Danish] overholder de vaesentlige krav og gvrige relevardae kdirektiv 1999/5/EF.

Deutsch| Hiermit erklart[Name des Herstellers]dass sich das GerfBeratetyp] in Ubereinstimmung mit den

[German] grundlegenden Anforderungen und den ubrigen eiéigidegn Bestimmungen der Richtlinie 1999/5/i:G
befindet.

Eesti Kaesolevaga kinnitaffootja nimi = name of manufacturegeadmegseadme tuup = type of equipmerit]

[Estonian] vastavust direktiivi 1999/5/EU p6hinduetele ja niated direktiivist tulenevatele teistele asjakobbes:
sétetele.

[en English Hereby,[name of manufacturerjdeclares that thigype of equipmentis in compliance with the essentjal
requirements and other relevant provisions of Divec1999/5/EC.

Espafiol Por medio de la presenfaombre del fabricante]declara que elclase de equipo]lcumple con los

[Spanish] requisitos esenciales y cualesquiera otras disposis aplicables o exigibles de la Directiva 1980

EMnvicy | ME THN ITAPOYZA [name of manufacturehHAQNEI OTI [type of equipmenttYMMOP®QONETAI

[Greek] ITPOX TIE OYZIQAEIX AITAITHZEIX KAI TIZ AOIIEX EXETIKEX AIATAEEIX THX OAHI'TAX
1999/5EK.

Francais Par la présentfnom du fabricant]déclare que l'apparditype d'appareil] est conforme aux exigences

[French] essentielles et aux autres dispositions pertinetgda directive 1999/5/CE.

[3t] Italiano = Con la presentfnome del costruttoreflichiara che questiipo di apparecchio]é conforme ai requisiti

[Italian] essenziali ed alle altre disposizioni pertinergbdgite dalla direttiva 1999/5/CE.

Latviski | Ar So [name of manufacturer / izgatavigd nosaukumsHeklag, ka [type of equipment / igktas tips]
[Latvian] atbilst Direkivas 1999/5/EK itiskajam pragbam un citiem ar to saigajiem noteikumiem.

Lietuviy = Siuo [manufacturer namejdeklaruoja, kad Sifequipment typelatitinka esminius reikalavimus ir kites
[Lithuanian] 1999/5/EB Direktyvos nuostatas.

[l Nederlands Hierbij verklaartfnaam van de fabrikantflat het toestdtype van toesteln overeenstemming is met cle
[Dutch] essentiéle eisen en de andere relevante bepalagetichtlijn 1999/5/EG.

[mt] Malti | Hawnhekk, [isem tal-manifattur] jiddikjara li dan [il-mudel tal-prodott] jikkonforma malktigijiet
[Maltese] essenzjali u ma provvedimentirajn relevanti li hemm fid-Dirrettiva 1999/5/EC.




[ Magyar
[Hungarian]

[e]
[Polish]

Polski

Portugués

[Portuguese]

[] Slovensko
[Slovenian]

Slovensky
[Slovak]

[A]
[Finnish]

Suomi

[s]
[Swedish]

Svenska

Alulirott, [gyartdé neve]nyilatkozom, hogy 4... tipus] megfelel a vonatkoz6 alapvetd kévetelményeknek
és az 1999/5/EC iranyelv egyéb elbirasainak.

Niniejszym[nazwa producentapswiadcza,ze [nazwa wyrobuljest zgodny z zasadniczymi wymogami
oraz pozostatymi stosownymi postanowieniami Dyrektyl 999/5/EC.

[Nome do fabricantefeclara que esféipo de equipamentogsta conforme com os requisitos essenciilis e
outras disposicdes da Directiva 1999/5/CE.

[Ime proizvajalcalizjavlja, da je tdtip opreme]v skladu z bistvenimi zahtevami in ostalimi reletrami
dologili direktive 1999/5/ES.

[Meno vyrobcu] tymto vyhlasuje, Zdtyp zariadenia] spia zéakladné poziadavky a vsetky prislusné
ustanovenia Smernice 1999/5/ES.

[Valmistaja = manufacturerjakuuttaa taten etfype of equipment = laitteen tyyppimerkint§lyppinen
laite on direktiivin 1999/5/EY oleellisten vaatinten ja sitd koskevien direktiivin muiden ehtojzn
mukainen.

Harmed intygar[foretag] att denna[utrustningstyp] star | Gverensstimmelse med de vasenlliga
egenskapskrav och 6vriga relevanta bestammelsefraomyar av direktiv 1999/5/EG.
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ABOUT THIS GUIDE

Congratulations on your purchase of this 108Mbpgsesiic Wireless LAN Access
Point. This manual helps to features the innovatimgless technology that can
help you build a wireless network easily! This malntontains detailed instructions
in operation of this product. Please keep this rabfar future reference.

With a WLAN Access Point, a mobile computer canrstdata with another mobile
computer in a wireless way. Easy-to-use utilitiess laundled with WLAN Access
Point for configuration and monitoring purposes.

WLAN networking can wirelessly transmit and recedega, minimizing the need
for wired connections, at a speed of up to 108Msugper-G mode). With WLAN
networking, you can locate your PC wherever youtwathout wires and cables.

WLAN networking provides users with an access tal-tene information
anywhere in their organization. The mobility proasdproductivity and service,
which are not available under wired networks.

Purpose
This manual discusses how to install the WLAN Asciésint.

Overview of this User's Guide

Introduction. Describes the WLAN Access Point and its features.

Unpacking and Setup. Helps you get started with the basic installatadnthe
WLAN Access Point.

Hardware Installation. Describes the LED indicators of the AP.
Software Installation. Tells how to setup the driver and the utilitytse}.

Technical SpecificationsLists the technical (general, physical and envitental)
specifications of the WLAN Access Point.




UNPACKING AND SETUP

This chapter provides unpacking and setup inforndior the Access Point.

Unpacking

Open the box of the Access Point and carefully akpta The box should contain
the following items:

4 One 108Mbps Super-& Wireless LAN Access Point

€ One 2dBi dipole antenna

€ One external power adapter

€ One CD-Rom (User’s guide)

If any item is found missing or damaged, pleasetaminyour local reseller for
replacement.

Setup

The setup of the Wireless Access Point can be paeo using the following steps:

€ Locate an optimum location for the Wireless LAN Ass Point (AP). The best
place for your AP is usually the center of yourekass network, with line of
sight to all of your mobile stations.

€ Visually inspect the Ethernet RJ-45 port conneatad make sure that it is fully
plugged in to the system’s Ethernet switch/hub.port

€ Fix the direction of the antennas. Try to placeAlfein a position that can best
cover your wireless network. Normally, the higheuyplace the antenna, the
better the performance will be. The antenna’s mpsienhances the receiving
sensitivity.

€ Visually inspect if the Power Adapter was fully gged to the device power
jack.




HARDWARE INSTALATION

Front panel
The figure below shows the LED Indicator of the ®l#ss LAN Access Point.

Vireless

Access

Point
Power:

This indicator lights green when the Access Poateives power. Otherwise, it
turns off.

WLAN:
The indicator blinking green whiles the wirelessNLActivity.
LAN (Link/ACT):

The indicator lights green when the LAN port is seated to an Ethernet network
successful. Otherwise, the indicator blinking gradmle transmitting or receiving
data on the Ethernet network.

I[EEE 802.11g

Rear Panel

The figure below shows the rear panel of the Acéesnt

-

UOEQU

RESET LAN POWER

| me— | e—

Antenna Reset I DC Power

Ethernet port
Rear Panel




Ethernet port

Ethernet port with 10/100Mbps Fast Ethernet conoesf connect this port to
switch/hub.

Reset

The Reset function is to reset the setting backattory default setting, once you
press the “RESET” button more than 5 seconds.

DC Power

Connect the Power Adapter DC plug to the AP’s pgaek.
Antenna

One external 2dBi dipole antenna.

Hardware connections

Notebook

/ PC

7 ‘
ADSL/Cable Modem
Access Point
Notebook

Connect to the xDSL/Cable Modem or Switch/Hub

1. Plug in one end of the RJ45 network cable to th&ix@able Modem or
Switch/Hub Ethernet port.

2. Plug in the other end of the RJ45 network cabkaéoWireless Access Point.
Check the installation

The LEDs of the Access Point are clearly visibld #me status of the network link
can be seen instantly:

1. With the power source on, once the device is caedethe Power, LAN and
WLAN port LEDs will light up indicating a normal aus.

2. If the LAN Port’s Link indicator does not light upen check the RJ-45 cable
if it is firmly feed to the RJ45 port, while the IMis link up to the
Switch/Hub, the LAN port’'s LED will light up.
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CONFIGURING THE WIRELESS LAN ACCESS POINT

The Wireless Access Point has a Web GUI interfacdhfe configuration. The AP
can be configured through the Web Browser. A netwmianager can manage,
control and monitor the AP from the local LAN. Thegction indicates how to
configure the AP to enable its functions.

Login to the Wireless AP through WLAN

Before configuring the Wireless AP through WLAN, keasure that the SSID,
Channel and the WEP was set properly.

The default setting of the Wireless AP that you wsle:
€ SSID: default

€ Channel: 6

€ WEP Encryption: Disabled

€ |P address: 192.168.1.1

Login

Before you configure this device, note that whesm AP is configured through an
Ethernet connection, make sure the manager PC bmset on same thi
network. For example, when the default network addregb@fdefault IP address
of the AP is192.168.1.1, then the manager PC should be set at 192.16@8vhere
X is a number between 2 and 254), and the defabhet mask is 255.255.255.0.

Open Internet Explorer 5.0 or above Web browser.

Enter IP addreshttp://192.168.1.1 (the factory-default IP address setting) to the
address location.

File Edit Wiew Favorites T

Qs - © [

Address | hetpofie2.168.1.14

When there is a screen needs to enter the User aathé’assword, both of the
default Username and Password is “admin”




Main Screen of the Access Point

The screen will show the status of the AP whenlggin to the AP.

There are seven main functions included in thestdp of the main screen: Wizard,
Status, Basic Setting, IP Setting, Advanced Sett8egurity and Tools. Point the
selections in the top side of the menu screen.

Wireless Lan Access Point /' ' (= -

| Wizard | Status | Basic Setting | IP Setting | Advanced Setting | Security | Tools |

Firmware Yersion : 1.00 Date : Wed, 20 Sep 2006

LAN MAG: 00-19-5h-43-29-7c
IP Address: 192.168.1.1
Subnet Mask: 255.255.255.0
Gateway: 192.168.1.254
Send: 87
Receive: 236

Wireless
S8ID: default
Encryption : Disabled
Channel: i}
Send: 27
Receive: 1]




Wizard

Setup wizard is provided as the part of the webfigaration utility. User can
simply follow the step-by-step process to get Ascesint configuration ready to
run in 4 easy steps by clicking on th&izard” button on the function menu. The
following screen will appear. Please clit¥ext” to continue.

Setup Wizard =

YWelcome to the 108Mbps Access Point Setup Wizard. The Wizard
will direct you through these four quick steps. Start by clicking on
Next.

=Step 1. Set your new password
=Step 2. Set the SSI0 and Channel
=Step 3. Set Encryption

wStep 4. Restart

> A

next exit

Step 1: Set Password
User can change the password and then GNelkt” to continue.

Setup Wizard

Set Password

You may want to change the Administrator password of this Access
Paint to prevent authorized modification to the configuration settings.
Enter your new passwaord in the following text fields. Click Next to
caontinue with setup or Exit to guit setup wizard.

W Password LTI YYY Y

W Werify Password ssssssscnsssens

Q) >»> A

back next exit

Step2: Set WLAN Connection

Please type the name of SSID and select the Chaiheh, click“Next” to
continue.

Setup Wizard

Set Wireless LAN Connection

Enter the S3ID of the wireless netwark, and select the frequency
channel that this Access Point will operate in.
Click Next to continue setup, or Exit to quit setup wizard.

W =50 default
M Channel B v

Q) >» A

back next exit




Step 3: Set WEP Encryption

If user wants to enable WEP, please cliEkabled”. Then, select the key size of
WEP encryption and enter the key value in the key Ibox. Please clickNext” to
continue.

Setup Wizard®

You may enable WEP security for data encryption by selecting
Enabled. Select one of the WER encryption key size and enter the
value of the key in the text fields below.

Click MNext to continue with setup, or Exit to quit setup wizard.

W ep O Enabled ® Disabled
B Wep encryption | G4Bits v
W Key 0000000000

Input 10 HEX characters(HEX is 0-9, A~F or a~f)

G/ P

back next exit

Step 4: Restart

The Setup wizard is now completed. The new settinidjsbe effective after the
Access Point restarted. Please cliflestart” to reboot the Access Point. If user
does not want to make any changes, please ‘®@idk to quit without any changes.
User also can go back to modify the setting bykalig “back” .

Setup Wizard™

Setup Completed

The Access Point setup is now completed. If you want to change any
setup settings, click Back to go back to the previous pages.

Click Restart to reboot the Access Point for the new settings to take
effect.

QA

back restart exit
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Status

This page as below shows the following information.

Wireless Lar Access Point /4

“LF
| wizard | Status | Basic Setting | IP Setting | Advanced Setting | Security | Tools |

Firmware Yersion : 1.00 Date : wed, 20 Sep 2006

LAN MAC: 00-19-5b-43-29-7c
IP Address: 192.168.1.1
Subnet Mask: 255.255.255.0
Gateway: 192.168.1.254
send: 87
Receive: 236

Wireless
88ID: default
Encryption : Disabled
Channel: 6
Send: 27
Receive: 1]

Firmware Version: Shows the current firmware version and releasésl cade.

LAN: Shows the Mac address, IP address (default: 192.11§, Subnet Mask,
Gateway Address. The current LAN traffic calculatedterms of number of
packets sent and received by AP through wired odioreis also displayed.

Wireless: Shows the current SSID, the status of Encryptiancion (Enable or
Disable), the current using channel. The curreneless traffic calculated in terms
of number of packets sent and received by AP througeless communication is
also displayed.

View Log: Once clicked, the page will change to login pagke login page
records every event and the time that it happens.

Wireless Lan Access P_diiﬂ'_'- L&

o (Gaata ) (e ]
V|EW LOg L) Time Message
Juli21/2006 14:38:26 Wireless PC connected 00-0e-35-f9-61-64

Julf21/2006 14:38:25 System started

AP 2 4GHz mode Ready. Channel : & TxRate :
best 2510 default
Julf21/2006 14:38:25 Arcess point: default started at chanmel 6.

User may clear the entries recorded in the loglizking the “Clear Log” button,
and refresh the screen to show the latest logesniy clicking the “Refresh” button.

Tulf21/2006 14:38:25

11



Basic Setting

This is the page allow user to change the acceass g&ttings.

Wireless Lan Access Pﬁiﬁi‘f-: ": L &80

| Wizard | Status | Basic Setting | IP Setting | Advanced Setting | Security | Tools |

AP Name WirslessAccess Paint

SSID;_defauh

Channel|B ¥ | (Domain: ETSI )

Extended

Range = Enabled @ Disabled

Authenticatinn: Disable

[Apply ] [ Cancel ] [ Help ]

* Enabling Extended Range will automatically disable "Super G with Static
Turba" and set "Tx Rates" auto,

AP Name: The name of the AP, which can be used to idertkiey Access Point
among the all the Access Points in the wirelesaowdt

SSID: Service Set Identifier, which is a unique nameeathamong all clients and
nodes in a wireless network. The SSID must be idanfor each clients and nodes
in the wireless network.

Channel: The channel that AP will operate in. User candeflee channel range
from 1 to 11 for North America (FCC) domain, 1 t8 for European (ETSI)
domain and 1 to 14 for Japanese domain.

Extended Range:When you enable this function, AP will reduce diatee with a
long distance.

Authentication Type: There are four options: Disable, WEP, WPA and WPAR
of the WLAN nodes and hosts on the network mustthsesame authentication

type.
WEP Key:

1. Key type: Select the WEP key type for Open System or Shimd the
Open System allows public access to the AP vialesseecommunications;
the Shared Key requires the user to set a WEP&kexdhange data with
other wireless clients that have the same WEP key.

2. WEP Key length: Select the WEP key length for 64bits or 128 bits.
3. Key mode: Select the WEP key format for ASCII or HEX.
4. Key 1 ~ Key 4:Specify the WEP key value in key 1 ~ key 4.

PressApply button to save the new settings and the Accesst il be
restart to activate the new settings.
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Note: When the WEP security is enabled, all the wireless clients that wish to
connect to the Access Point must also have WEP enabled with the identical
WEP Key value entered.

Wireless Lan Access Point /' "" -

AP Name}AF’

Basic
Setting

SS1D | default |

channel 6 ™| (Domain: ETSI)

Extended

Range O Enabled © pisabled

Authentication}:WEF' VI

Key Type & Open System O Shared Key

WEP Key & 64bits O 128bits

O ».o00000000 |

O a. 000000000 |

© a oo |
[Aeply | [_Cancs! | [ Help |

* Enabling Extended Range will automatically disable "Super G with Static
Turbo"

WPA-PSK / WPA2-PSK:

If WPA-PSK or WPA2-PSK is selected, user needs db the key in the

passphrase field as the below screen. The keyHestgiuld be 8 characters at
least.

Wireless Lan Access Point

Wireless Lan Access Point ' |

¥
| Wizard | Status | Basic Setting | IP Setting | Advanced Setting | Security | Tools |

: s

Basic e

i I

Setting sswfet |
—

annel|B | (pomain ETSI) Ghannel 6~/ (Domain erst)

Extended ® i Extended =
Range © Enabled ® Disabled Range O Enabled © Disabled

Authentication| WPA | Authentication|WPA2 v/

PSK / EAP @ PSK O EAP PSK / EAP @ PSK O EAP

passphrase| |

Passphrase| ]
I | Gonfirmed| ‘
* Enabling Extended Range will automatically disable "Super G with Static * Enabling Extended Range will autamatically disable "Super G with Static
Turbo® Turbo®

13



WPA [ WPAZ2:

If WPA or WPAZ2 is selected, the below screen iswano Please set the length
of the encryption key and the parameters for th®RJFS server.

I
AAAAAAAAAAAAA

Basic )
Setting

channell& ¥ | (Domain: ETSI )
E’“:g:;: © Enabled © Disabled
Authentication WPA2 v

PSK / EAP O PSK @ EAP

PSK / EAP O PSK @ EAP

Encryption Key Length ©® 64 bits O 128 bits Encryption Key Length © 64 bits © 128 bits

Lifetime 30 Minutes v/ Lifetime 30 Minutes v|

o 1 bk » T T I
rt 1812 Part [1812
hared shared [
Rmmfsp rrrrr S 0 0 [o 0 m?nsp‘ili’::;s P b o o 0

Encryption Key: Select the Encryption Key Length ranging from 64.28
Bits that you would like to use.

RADIUS Server 1:

Enter the IP address and the Port number to be lgetle Primary Radius
Server, enter the Shared Secret, which is usededoRadius Server.

RADIUS Server 2: (optional)

Enter the IP address and the Port number to behystte Secondary Radius
Server, enter the Shared Secret, which is usededoRadius Server.

PressApply button to save the new settings and the Access Rl be restart
to activate the new settings.
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IP Setting

This page allows user to configure the IP and DIS€fings of the Access Point.

LAN IP O Obtain IP Automatically
@ Fixed IP
address 12 | [g8 | [1 i
Subnet Mask [255 | [5 | [ |0
cateway [12 | 8 | 1 | [ |

DHGP Server O on & off

[ Apply H Cancel H Help ]

The default IP address of this access point is1B81.1 with the subnet mask of
255.255.255.0. User can type in other values foAdelress, Subnet Mask and
Gateway and clickApply” button for the changes to be effective.

User can also set the Access Point to obtain thieH a DHCP server, but it is not
recommended. Select the option “Obtain IP Autonadlyit and click “Apply”
button for the changes to be effective.

DHCP Server: It is not recommended to enable the DHCP Serveisdr has a
DHCP server running in LAN network because it ptapavill cause possible the
conflict of IP assignment. Enable the DHCP servection by selecting the option
“On” , and enter the IP range.

DNS Server:When enabled thBHCP Server, enter |IP address of the DNS server
In the text boxes. Your ISP will provide you witiig information.

Click “Apply” for the changes to be effective
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Advanced Setting

This page contains configurations for advancedsysenich the change reflects the
wireless performance and operating modes.

Wireless Lan Access Point £—LAfl//o]]

| Wizard | Status | Basic Setting | IP Setting | Advanced Setting | Security | Tools |

AP Mode @ AP

Advanced
Setting O AP Client Remote AP SSID

O wireless Bridge Remote Bridge MAC
O Multiple Bridge

O Repeat Mode Remote AP SSID

Beacan Interval 100 l(msec. range: 20~ 1000, default: 100)
RTS Threshold 2345 (range: 256~2346, default:2346)
= kA —
ragr.?::'a?hlﬂt;: |2348 (range; 1500~2348, default: 2346, even number only)

DTIM Interval |1 | (range: 1~285, default:1)

SSID broadcast © Enable O Disable

TX Rates [Auto ¥ (Mbps)
€TS mode O None C Always @ Auto

WDS Enable Disable (MAC done) Disable (proxy meds)

11g Only Mode O Enable @ Disable

Super G Mode [Disabled 7{
Antenna transmi it [full :‘
power |
Aging Interval 85400 | secon d

AP Mode: The WLAN AP supports five operation modes for Assdoint, AP
Client, Wireless Bridge, Multiple Bridge, and Refmamode.

Access Point Mode

AP Mode & AP

O AP Client Remote AP SSID
O wWireless Bridge Remote Bridge MAG
O Multiple Bridge

O Repeat Mode Remote AP SSID

Configure the AP to Access Point mode; with thisdeoWLAN clients can
access LAN or other WLAN clients through this AP.

Notebook

ADSL/Cable Modem
Access Point

5

Notebook

AP mode application
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AP Client mode

@ AP Client Remote AP SSID  |default
O wireless Bridge Remote Bridge MAC
O Multiple Bridge

' Repeat Mode Remote AP SSID

Configure the AP to AP Client mode; the AP will @avireless Ethernet adapter
transforms any Ethernet-enabled devices to haveittedess function.

Notebook

ADSL/Cable Modem

AP(AP Client mode)

Notebook

AP Client mode application

Remote AP SSID:Service Set Identifier, which is a unigue name sttaamong
all clients and nodes in a wireless network. ThédDS8ust be identical for each
clients and nodes in the wireless network.

Site Survey: This button allows user to enable the Site Surwsction to scan
for the available wireless network (wireless clgerdnd Access Points) and
establish wireless communications with one. Seteare of them in list to
establish communications and click “Connect” button

17



1088hps Wirsioss Lan Access Paint- D ILE SUP\ng

BSS Ss1D WEP CHANNEL

O 00-15-e9-80-75-82 Mo 1
O 00-03-2f15-72-94 fes B
(%) 00-c0-49-ge-He-ch Ethan MBD Yes 11
) 00-88-88-55-55-55 poe Mo 3
) 00-0d-0b-ae-03-35 Weiwea Yes 9

WDS: Select the client mode connection method for WOIBne MAC or Proxy.

WDS. Through this client mode AP, multiple users aleva¢d connecting to
the wireless LAN network and with the users own Madiiress.

MAC Clone: Through this client mode AP, only single user itoveed
connecting to the wireless LAN network and with tlser own MAC address.

Proxy: Multiple users are allowed connecting to the vessl LAN network
through this client mode AP and with the AP own MA@dress.

Wireless Bridge mode

AP Mode O AP

O AP client Remote AP SSID
® wWireless Bridge Remote Bridge MAC
O Multiple Bridge

' Repeat Mode Remote AP SSID

Configure to the wireless bridge mode; these ARisbeia LAN to LAN wireless
Ethernet bridge between two separated Ethernet §édiments.

LAN-A LAN-B

(AP with Bridge mode) (AP with Bridge mode)
Bridge mode application

Remote Bridge MAC: Enter the MAC address of the opposite AP here.
Note: These two APs must using same wireless channel setting.

18



Multiple Bridge mode

AP Mode O ap
O AP client Remote AP SSID
O Wireless Bridge Remote Bridge MAC
® Multiple Bridge

O Repeat Mode Remote AP SSID

Configure to the multiple bridge mode; these APk lvg a LAN to LAN wireless

Ethernet bridge between two or more separated Bg¢h&AN segments.

(AP with multiple bridge mode)

i

(AP with multiple bridge mode) JAP with multiple bridge mode)

Note: These Multiple Bridge APs must using same SSID channel.
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Repeater mode

O AP client Remote AP SSID
O wireless Bridge Remote Bridge MAC

O Multiple Bridge

@ Repeat Mode Remote AP SSID default

Configure the AP to Repeater mode; the AP will beir@less LAN repeater that
will be extended the WLAN coverage range.

\' RN . Access Point
NSO

ADSL/Cable Modem S \\I,,,,vi’?’

y/ Access Point (Repeater Mode)

NP

Note: The SSID setting must same as remote AP.

Remote AP SSID:Service Set Identifier, which is a uniqgue name sttaamong
all clients and nodes in a wireless network. ThédDS8ust be identical for each
clients and nodes in the wireless network.

Site Survey: This button allows user to enable the Site Surusction to scan
for the available wireless network (wireless clgerdand Access Points) and
establish wireless communications with one. Seteaee of them in list to
establish communications and click “Connect” button

Beacon Interval: To set the period of time in milliseconds that Aéhds out a
beacon. Default is 100 milliseconds.

RTS Threshold: RTS stands for “Request to Send”. This parameiatrols what
size data packet the low level RF protocol issoeant RTS packet. The default is

2346.

Fragmentation Threshold: To set the number of bytes used for the fragmiemtat
boundary for directed messages. Default is 2346yt
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DTIM Interval: This value indicates the interval of the Deliva@maffic Indication
Message (DTIM). A DTIM field is a countdown fieldforming clients of the next
window for listening to broadcast and multicast sagges. When the access point
has buffered broadcast or multicast messages fmceded clients, it sends the
next DTIM with a DTIM interval value. Access poialients hear the beacons and
awaken to receive the broadcast and multicast gessa

SSID Broadcast:While SSID Broadcast is enabled, all wirelessntBewill be able
to communicate with the access point. For securpgse, user may want to disable
SSID broadcast to allow only those wireless cliemtish the AP SSID to
communicate with the access point.

TX Rates: Select one of the wireless communications transters, measured in
megabytes per second, based upon the speed oésgratiapters connected to the
WLAN.

CTS mode:
None: Disable CTS function.

Always. Regardless of wireless environment (11b or 11@tfgrm will always
transfer 11b packet.

Auto: AP soon detected the wireless environment anddddcihe transmission
packet, either 11b or 119

11g Only Mode: To setting the AP operation mode for 802.11g only
802.11b/802.11g mix mode.

Super G Mode: From the drop list, if you like to use SupelGto enhance the
speed, there are three options on Supeft-@ode:Super G without turbo; Super

G with Dynamic turbo andSuper G with Static turbo. The turbo mode indicates
the combination of two channels to enhance thautifiput. Super G without turbo
indicates that it is on Super G mode without thanciel’'s combination. Dynamic
turbo is able to automatically detect if any ‘Su@! based’ product is available.
If no, the connection is via ‘normal’ G. Static lbor means it will not go back to
‘normal’ G once it starts.

Antenna transmit power: Adjust the power of the antenna transmission b
selecting from the drop down list féull, half (-3dB), quarter (-6dB), eighth (-9dB)
andmin,

Note: Transmit power is regulated by internaticstahdard and users are forbidden
to change its maximum limit.

Aging Interval: To limited STA connect timing.
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Security

This page is where user configures the securitiufea supported by this Access
Point.

ssssss

Security ®

MAC Filter O Enabled & Disabled

~

0 Only deny PCs with MAC listed below to access device
@ Only allow PCs with MAC listed below to access device
1“10 v.:

Mac1 |

Mac2 |

MAC S |

MAC 4 |

MaCE |

MAC 7 |

MACE |

Maco |

| |-[
| |-[
| i<
| =1
maes [ [-[ ][ ] - |-[
| |-[
| i
| =
I |-[
MAC 10 | | ‘

o = u I

Password Allow user to change the new login password. Heee the necessary
steps:

1. Enter the new Administrator id in theAdministrator id” field.
2. Enter the new password in thAP Password New” field.

3. Enter the new password again in tl@onfirm” field.

4. Click “Apply”

MAC Filter: MAC Filter function controls the MAC of the netwodevices that
are listed in this table for access authorizatiodemial. There have three choices:

€ MAC Filter: Disable or enable the MAC Filter funai
€ Only allow PCs with MAC listed below to access device
€ Only deny PCs with MAC listed below to access device

The maximum number of MAC addresses that can beaie 50. User can browse
through the MAC address saved by selecting the NFAEr List.

For any changes made in the security page, clighphX for the changes to be
effective.
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Tools

Four functions are provided in this page, BackugstBre Settings, Restore default
settings and Firmware Upgrade.

Wireless Lan Access Point L2 "4 oD

| Wizard | Status | Basic Setting | IP Setting | Advanced Setting | Security | Tools |

Backup Settings Backup

Restore Settings '_ Browse..
Restore to default Default

Current Firmware Version: 1.00

Flenmyard Lngrads Firmware Date: Wed, 20 Sep 2006

SNMP ® Enabled O Disabled
System Location AF‘
System Contact AF'
Community ;pub\ic
Trap Receiver 1 EI 0.00
2 D 0.0.0

Backup Settings: Click on “Backup” button, which will open a FileSave Dialog
box, where user gets to save all the current gsttamd configurations to a file.

Restore Settings:Click on the“Browse” button to open a FileOpen Dialog box,

where user gets to select the file, which savegique settings and configurations.

Upon selecting the saved file, clicRestore” and complete the restore process
when the access point re-operates after it restarts

Restore to default settingsClick on“Default” button to restore the access point
back to its manufacture default settings.

Firmware Upgrade: Click on the*Browse” button to open a FileOpen Dialog box,
where gets to select the firmware file, which davaa from the web for the latest
version. Upon selecting the firmware file, cli¢klpgrade” and complete the
firmware upgrade process when the Access Poinpegates after it restarts.

SNMP: Enable or disable the SNMP agent on the AP.
System Location:Description the location of the AP.

System Contact:Description the contact information for the persesponsible for
the AP.
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Community: SNMP system name for exchanging SNMP communitysaggss.
The name can be used to limit SNMP messages pa$ssimggh the network. The
default name ispublic”.

Trap Receiver: Type the name of the destination PC that will nezetrap
messages.
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WL G-2015 TECHNICAL SPECIFICATIONS

General

Standards IEEE 802.11b

IEEE 802.119g

IEEE 802.3u 10/100BASE-TX Fast Ethernet
Signal Type: DSSS (802.11b)

OFDM (802.119)
Modulation: QPSK /BPSK /CCK/ OFDM
LED Indicators: Power, LAN (Link/Activity), WLAN (link)
Frequency 2412 MHz ~ 2462 MHz (FCC/NCC)

2412 MHz ~ 2472 MHz (ETSI)

2400 MHz ~ 2484 MHz (Japan)
Channel 1 ~ 11 Channels (FCC/NCC)

1 ~ 13 Channels (ETSI)
1 ~ 14 Channels (Japan)

Data Encryption:

64 bit / 128 bit WEP EncryptionPW, WPA2, WPA-PSK,
WPA2-PSK

Data Transfer Rate

Fast Ethernet: 10/100Mbps

Wireless: Up to 54Mbps in 802.11g mode; up to 108Mim
Super-G™ mode

Receiver Sensitivity

54Mbps: Typical -70 dBm @ 10&RP
11Mbps: Typical -85 dBm @8% PER

Transmit Power

18dBm

Transmission Range:

Outdoor: 100~300M (dependsieimaament)
Indoor: 50~100M (depends on environment)

Network Cables

2-pair UTP/STP Cat. 3,4,5 (100 m)

Interface

1 x 10/100Mbps RJ45 port

Antenna:

2 dBi Dipole Antenna
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Physical and Environmental

DC inputs DC 7.5V /1A

Temperature Operating: 0 ~ 4D, Storage: -10 ~ 7{C
Humidity Operating: 10% ~ 90%, Storage: 5% ~ 90%
Dimensions 140 x 98 x 30 mm (W x H x D) without Anha

EMI:

FCC Class B, CE Mark B,
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