Mike Kuo

From: Mike Kuo

Sent: Thursday, June 14, 2007 5:43 PM

To: 'Ying Wang'

Subject: RE: Sierra Wireless Inc., FCC ID: N7NAC880, Assessment NO.: ANO7T6828, Notice#1
Hi Ying:

Thanks for your confirmation. Based upon FCC policy and TCB exclusion list, if Sierra
Wireless is going to update the firmware to include HSDPA/HSUPA per 3GPP release 6, you
are required to file Class Il permissive change to FCC directly to update additional mode
of operation.

Best Regards

Mike Kuo

Compliance Certification Services
47173 Benicia Street

Fremont, CA 94538

Direct: (510) 771-1105

Fax: (510) 661-0888

Main: (510) 771-1000
e-mail:mike.kuo@ccsemc.com

Web Site:www.ccsemc.com

————— Original Message-----

From: Ying Wang [mailto:ywang@SierraWireless.com]

Sent: Thursday, June 14, 2007 4:40 PM

To: Mike Kuo

Subject: RE: Sierra Wireless Inc., FCC ID: N7NAC880, Assessment NO.: ANO7T6828, Notice#l

The current firmware release doesn™t support the HSUPA mode of
operation, therefore this mode is not investigated.

PIs let me know if you have further questions.

Regards,
Ying

————— Original Message-----

From: mike._kuo@ccsemc.com [mailto:mike_kuo@ccsemc.com]

Sent: June 14, 2007 4:08 PM

To: Ying Wang

Subject: Sierra Wireless Inc., FCC ID: N7NAC880, Assessment NO.:
ANO7T6828, Notice#l

Question #1: Based upon the description in the user manual and in the
theory of operation, this device is capable of having HSDPA mode of
operation per 3GPP Release 5. However, by reviewing the capabilities of
MSM7200 Microprocessor on Qualcomm web site, MSM7200 has capabilities of
supporting HSUPA operation. Please explain why HSUPA mode of operation
is not investigated.

Best Regards

Mike Kuo

The items indicated above must be submitted before processing can
continue on the above referenced application. Failure to provide the
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requested information within 30 days of the original e-mail date may
result in application dismissal and forfeiture of the filing fee. Also,
please note that partial responses increase processing time and should
not be submitted. Any questions about the content of this correspondence
should be directed to the e-mail address listed below the name of the
sender.
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