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ASUS Wireless LAN (on selected models)
Connecting to a network

]
the Wireless Console icon on
the taskbar). Four icons will
appear as shown here. Click on
the 1st setting to activate both
Wireless & Bluetooth, or you
may select the 2nd option for
Wireless activation only.

1. Click Start | Programs
I ASUS Utility | WLAN
Card |ASUS WLAN Con-
trol Center.

2. On the left hand side menu,
click Survey to start scan-
ning for available networks
in your area.

3. The list will show all avail-
able networks within your
area. Select the network you
want and click Connect.

4. If the selected Network has
security settings, you may
be required to enter a pass-
word.

5. Click the Encryption tab
to configure the Network
Authentication mode and
Password.

6. The Status tab will show
connection status and de-
tails.

Note: Click “Save Con-
0000000000 00010000000
to remember settings
for this network.
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4 Using the Notebook PC

Windows Wireless Network Connection
Connecting to a network

Press [FN F2] (or double click
the Wireless Console icon on the
taskbar). Four icons will appear
as shown here. Click on the 1st
setting to activate both Wireless
& Bluetooth, or you may select
the 2nd option for Wireless acti-
vation only.

1.

Click on Start and select
Control Panel

Click on the icon Network
Connections (If this icon
cannot be seen, click “Switch
to Classic View” on the left
side menu.

Right click on the icon Wire-
less Network Connection
and select View Available
Wireless Networks.

Select Refresh network list
from the left side menu and
a list of available network
within your area and its sig-
nal strength will show. Select
your network and click on
Connect.

Detecting and connecting
will start to initiate as shown
here.

When connecting, you may
have to enter a password.

After connection has been
established, “Connected”
will be shown on the right
side above the signal strength
indicator.
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Using the Notebook PC 4
€ Bluetooth Wireless Connection (on selected models)

Notebook PCs with Bluetooth technology eliminates the need for cables for connecting
Bluetooth-enabled devices. Examples of Bluetooth-enabled devices may be Notebook PCs,
Desktop PCs, mobile phones, and PDAs.

i::f Note: If your Notebook PC did not come with built-in Bluetooth, you need to connect
a USB or ExpressCard Bluetooth module in order to use Bluetooth.

Bluetooth-enabled mobile phones

You can wireless connect to your mobile phone. Depending on your mobile phone’s capa-
bilities, you can transfer phone book data, photos, sound files, etc. or use it as a modem to
connect to the Internet. You may also use it for SM'S messaging.

Bluetooth-enabled computers or PDAs

You can wireless connect to another computer or PDA and exchange files, share peripherals, or
share Internet or network connections. You may also make use of Bluetooth-enabled wireless
keyboard or mouse.

& Pairing with Bluetooth-enabled devices @Tﬁ

You first need to pair your Notebook PC with a Bluetooth-enabled device before you can
connect to it. Make sure the Bluetooth-enabled device is turned ON and ready to accept a Elugtnath
pair. Launch Bluetooth Settings from Windows Start | Programs | Bluetooth or select Information

. . . . Exchanger
Add New Connection from the Bluetooth taskbar icon if available. 9
rB-B i fii Buetooth |/} Bluetooth Settings Hhuetoathy Se g
L_i{a Decuments 4 M@ Remote Camera Wireless File Transfer
= (8 Users Guide Remaote Camera
| E) Setne E % Wireless File Transfer
z S seach v Add Mew Connection k
§ @) riebp and Support | 5 : " :
. Device Properties and Security...
e
> 8 R Service Properties. ..
s |
E ) woor Help
B4 [@] o off computer... Exit
i start _
Bluetooth Settings from Windows Start | Add New Connection from the
Programs | Bluetooth Bluetooth taskbar icon
Add Hew Connection Wizard
This wirard will craate the ssttings for ustooth device cormection.
D Buetooth
) Taten e o Bt o b i m 1
B O Cuon b
- Thua Bliran vt b8 4 ety ta Sanactin
e oe: t
(.nlm 'Connaction
: et ] [oms ) h 4
Click New Connection from Follow the wizard to add Bluetooth After complete, you should see

Bluetooth Settings. devices. your device in the window.
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% Power Management Modes

The Notebook PC has a number of automatic or adjustable power saving features that you can use to
maximize battery life and lower Total Cost of Ownership (TCO). You can control some of these features
through the Power menu in the BIOS Setup. ACPI power management settings are made through the
operating system. The power management features are designed to save as much electricity as possible
by putting components into a low power consumption mode as often as possible but also allow full
operation on demand. These low power modes are referred to as “Stand by” (or Suspend-to-RAM) and
“Hibernation” mode or Suspend-to-Disk (STD). The Standby mode is a simple function provided by the
operating system. When the Notebook PC is in either one of the power saving modes, the status will be
shown by the following: “Stand by”: Power LED Blinks and “Hibernation”: Power LED OFF.

#] Full Power Mode & Maximum Performance

The Notebook PC operates in Full Power mode when the power management function is disabled by
configuring Windows power management and SpeedStep. When the Notebook PC is operating in Full
Power Mode, the Power LED remains ON. If you are conscious of both system performance and power
consumption, select “Maximum Performance” instead of disabling all power management features.

ACPI

Advanced Configuration and Power Management (ACPI) was developed by Intel, Microsoft, and Toshiba
especially for Windows and later to control power management and Plug and Play features. ACPI is the
new standard in power management for Notebook PCs.

3 NOTE: APM was used in older operating systems like Windows NT4 and Windows 98.

Because newer operating systems like Windows XP, Windows 2000, and Windows ME
utilize ACPI, APM is no longer fully supported on this Notebook PC.

) Suspend Mode

In “Stand by” (STR) and “Hibernation” (STD), the CPU clock is stopped and most of the Notebook PC
devices are put in their lowest active state. The suspend mode is the lowest power state of the Notebook
PC. The Notebook PC enters suspend mode when the system remains idle for a specified amount of time
or manually using the [Fn][F1] keys. The Power LED blinks when the Notebook PC is in STR mode.
In STD mode, the Notebook PC will appear to be powered OFF. Recover from STR by pressing any
keyboard button (except Fn). Recover from STD by using the power switch (just like powering ON the
Notebook PC).

ky Power Savings

52

In addition to reducing the CPU clock, this mode puts devices including the LCD backlight in their lower
active state. The Notebook PC enters “Stand by” mode (low priority) when the system remains idle for a
specified amount of time. The time-out can be set through Windows power management (higher priority).
To resume system operation, press any key.
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# Power State Summary

STATE ENTRY EVENT EXIT EVENT
+ “Stand by” through Windows Start button + Any device
“Stand by” + Timer as set though “Power Management”in |+ Battery low

Windows Control Panel (higher priority)

STR (“Stand by”?\/I + Hotkey (see “Colored Hotkeys” under “Special | « Signal from modem port
(Suspend-to-RAM) Keyboard Functions” in the previous section) [+ Power button or any key

STD (“Hibernate”) |- Hotkey (see “Colored Hotkeys” under “Special |+ Power button
(Suspend-to-Disk) Keyboard Functions” in the previous section)

Soft OFF + Power button (can be defined as STR or STD) | « Power button
+ “Shut down” through Windows Start button

< Thermal Power Control

There are three power control methods for controlling the Notebook PC’s thermal state. These power
control cannot be configured by the user and should be known in case the Notebook PC should enter
these states. The following temperatures represent the chassis temperature (not CPU).

e The fan turns ON for active cooling when the temperature reaches the safe upper limit.
e The CPU decreases speed for passive cooling when the temperature exceeds the safe upper limit.

e The system shut down for critical cooling when temperature exceeds the maximum safe upper
limit.
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iy Stand by and Hibernate

Power management settings can be found in the Windows control panel. The following shows the power
options properties in Windows. You can define “Stand By” or “Shut down” for closing the display panel,
pressing the power button, or activating sleep mode. “Stand by” and “Hibernate” saves power when
your Notebook PC is not in use by turning OFF certain components. When you resume your work, your
last status (such as a document scrolled down half way or email typed half way) will reappear as if you
never left. “Shut down” will close all applications and ask if you want to save your work if any are not
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saved.

“Stand by” is the same as Suspend-to-RAM (STR). This
function stores your current data and status in RAM while
many components are turned OFF. Because RAM is volatile,
it requires power to keep (refresh) the data. To operate: select
“Start” | “Shut down”, and “Stand by”.

Shut Down Windows

£y
o 1R

@ What do you want the computer to do?

Shut dowin

Log off Administrator
Shut down
Restart

Hibernate g . = — —r— m

“Hibernate” is the same as Suspend-to-Disk (STD) and
stores your current data and status on the hard disk drive. By
doing this, RAM does not have to be periodically refreshed
and power consumption is greatly reduced but not completely
eliminated because certain wake-up components like LAN
needs to remain powered. “Hibernate” saves more power
compared to “Stand by”. To operate: Enable hibernation
in “Power Options” and select “Start” | “Shut down”, and
“Hibernate”.

Shut Down Windows

3

Copyright € 1985-2001 : ’m
Microsoft Corporation

What do you want the computer to do?

Shut down

Log off Administrator
Shut down

Restart

Stand b

Power Options Properties |E|rz|

| Power Schemes | Alams | PuwerMelerl Advanced | Hibemate |

c{h Select the power-saving settings pou want to uze.

Options
[ dwayg show icon on the taskbar

Prompt far passward when computer resumes from standby

Fower buttons
“when | close the lid of my portable computer:

‘ Da nathing v |

‘When | press the pawer buttan on my computer:

‘ Shut down ~ |

‘When | press the sleep button on my computer,

Stand by

Da nathing
sk me what to do

Shut down

Ok Cancel

Power Options Properties

| Pawer Schemes | Alams | Pawer Meter | Advanced | Hibemate ‘

“Wwhen your computer hibemates, it stores whatever it has in
memom on your hard disk and then shuts dawn, When your
computer comes out of hibemation, it retums to its previous state.

Hibemate
Enable hibemation

Dizsk space for hibemation
Free disk space: 920 MB
Disk space required ta hibemate: 1,024 ME
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Fingerprint Scanner (on selected models) [ ==

The fingerprint scanner can be used for instant and secure user authentication.

Don't Use Sensor

L4 1 - It
Edit Fingerprints. .. r;.;, Protector Suite QL ﬁ Control Center
Start Control Center ¥Z Fingerprint Tutoria
¥ Help

User Enroliment

About... E

Left or right click the fin%eyprint taskbar icon You can launch the Control Center from Windows “Start” if
to open the menu to edit fingerprints or make the taskbar icon is not running.
control settings.

x
User Enroliment
AT T e
o
If you have not configured a user, you will be Scanning your fingerprint requires that your finger be straight
directed to the “User Enrollment”. Follow the and flat as shown here.

instructions to setup the fingerprint scanner.

Finge

8 Fingerprints
Ennal of ect curtent user's fingering templates:

@ Enroll or Ed# Fingerprints
@ Delete
@ Import or Export Uiser Data

& settings
Contgure tha tngerpant softire

@ Fingerprint Storage Inspecior

& Help
Gt holp informaton

After software setup, you can use the After you setup a user,Fyou can open the
fingerprint scanner as a scroll wheel like that Control Center to edit Fingerprints or make
on'amouse. software settings.
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Fingerprint Login

The fingerprint scanner can be used to replace the system bootup and/or Windows login password check.
To use this feature:

1. You must set a Supervisor Password on the “Security” page in BIOS SETUP UTILITY.
2. Password Check on the “Security” page in BIOS SETUP UTILITY must be set to [Fingerprint].

P& Protoctor Suite Software

Fingerprint Software Management

[V Replace the power-on and hard drive passwords with the fingerprint reader.

8 Fingerprints
Enroll or edil current iser's ingerprind lemplates
@ Enrell or Edit Fingerprints
@ Delete
@ Impert or Export User Data

& settings
Caonfigure the fingerprint software
@ System Settings
@ User Settings
@ Power-on Security
@ Fingerprint Starage Inspector

Learn more.

24l Help
Get help information (3] Abaut
0 Help oK L\j Cancel |
3. Choose Power-on Security in the “Control Center”. 4. Select “Replace the power-on and hard...”.

Protector Suite Settings

Power-on
[ Vi can et heve e passwords & searny,
Logon | security Mode || Sound | o, o your pomer—<n securty. E
will b 1 it
Enable logon support :;;h:! paesace il b rglaced r_'; your frgerpain
Da not show CTRL+ALT+DEL message Parmeenrd Types
Allow power-on security single sign-on E 9:”"

Enable Fast User Switching support

Erten Fassmn wens|
oo e |
5. Select “Allow power-on security single 6. Set the password type for power-on security
sign-on” in System Settings from the “Control associated with your fingerprint in “Enroll or Edit
Center”. This page allows you to select Fingerprints” from the “Control Center”. You will
fingerprint logon options. be asked for the relevant BIOS password based

on your selection.

7. During system boot, you will see “Swipe finger to authorize access...”. If you do not successfully
do so in the allowed time, it will revert to “Enter Password: _”. Pressing the [ESC] key will show
“Biometric operation cancelled” and allow you to enter a password instead of using a fingerprint. In
either case, you will see ***ACCESS GRANTED*** when authorized.

8. If you used a fingerprint on system boot, you will also automatically login to Windows with your
account. You will see “Succeeded” on the login screen. If you used a password on system boot, you
will be required to use your fingerprint or type in a password to login to Windows.
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Trusted Platform Module (TPM) (on selected models)

The TPM, or Trusted Platform Module, is a security hardware device on the system board that will hold
computer-generated keys for encryption. It is a hardware-based solution that an help avoid attacks by
hackers looking to capture passwords and encryption keys to sensitive data. The TPM provides the abil-
ity to the PC or notebook to run applications more secure and to make transactions and communication
more trustworthy.

The security features provided by the TPM are internally supported by the following cryptographic capa-
bilities of each TPM: hashing, random number generation, asymmetric key generation, and asymmetric
encryption/decryption. Each individual TPM on each individual computer system has a unique signature
initialized during the silicon manufacturing process that further enhances its trust/security effectiveness.
Each individual TPM must have an Owner before it is useful as a security device.

TPM Applications

TPM is useful for any customer that is interested in providing an addition layer of security to the com-
puter system. The TPM, when bundled with an optional security software package, can provide overall
system security, file protection capabilities and protect against email/privacy concerns. TPM helps
provide security that can be stronger than that contained in the system BIOS, operating system, or any
non-TPM application.

Note: The TPM is disabled by default. Use BIOS setup to enable it.

Enabling TPM Security P

Enter BIOS Setup (press [F2] on system startup).
On Security page, set TPM Security to [Enabled]

Important: Use your TPM application’s “Restore” or “Migration” function to backup
your TPM security data.
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i TPM Setup for Fingerprint Scanner

These instructions will show you how to use the fingerprint scanner to authenticate the Infineon TPM.

User Enroliment

To enroll a new user, the following steps are required:

« Enter user's Windows password
« Enroll at least one of the user's fingers

Enroliment

User's Fingers
Enroliment is the process of creating fingerprint samples identifying the user. Click a

buttan above a finger to start enraliment.

x|

DDEH‘Q@ EH:‘JDL_TID

Fingerprint device memory contains 20 free slots.

#
@
4
=3

e s ) Lo ]

1. Initialize Infineon TPM Security Platform.

£ Infinesn Security Platform Sertings Tool

irfs | User Sominga | Bachin | grabon | Pavswerd Fisset| Advanced

Cwner Paswwond

(|

Seourity Plafom Foshuees.
[ Cortinee_]

Secandy Plalloen Stalo

Charge th pssawend which i tecpated o manige

Corbgure Dackup. Crmegency Aecovery.
Pasercid Fleset and Drhanced Authanhc ston.

Disable the Secusiy Platiom. Dwnes Parwoed iy
requined o disable or enabie the Secusity Platfom.

Security Polcms
Cardaprn Skl mcuaiy gokcios bx yous syt

[ S

ot e ][ ]

3. Setting Infineon Security Platform: Click Con-

figure... on the “Advanced” page.
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2. Enroll fingerprint using PSQL.

+ Infineon Security Platform Initialization Wizard

Features
Choose Security Platfom Features

Select the Security Platfoim Features you want ta configure and click "Next" to continue.

For details on Secuity Platform Features, click "Help".

Secuiity Platform Features:

Feature Status
] Auiomatic Backup finchides Emergzncy Fecaverd  Configued
i Configued
Enhanced Authentication Conigured
cBack [ Mews | [ cawel | [ Hep |

4. Check Enhanced Authentication and click
Next.
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TPM Setup for Fingerprint Scanner (Cont.)
ineon Security Platform Initialization Wizard

Enhanced Authentication ] nio | User Settings | Backup Saoanced]
Select Authentication Devices s

|| Migration | Password Reset

Basic User Password

Change your Basic User Password. This passward
is tequired ta access keys and certficates
protected by your Secuity Platiom,

This list displays all Enhanced Authentication Devices installed on your system Change.

Select the Authentication Devices that can be used for Enhanced Authentication:

Secuity Platfom Features

cvice Configure secure e-mail file and folder enciyption
s

Secuity Platiom Catiicates

Wiew, import or delete Certificates protected by the
Securiy Platiom

Type

([ cBark J{ mows | [ Cowd | [ Hep ] C ok J ([ coes J[ 1]

5. Choose UPEK Enhanced Authentication Provider. 6. Click Configure... in User Settings page.

:# Infineon Security Platform User Initialization Wizard

Security Platiorm Features o Authentication Device |
Choose Security Platform Features Corfigure Authentication Device

Scleetibi ey st Beoat oy enlo Configreraiet i New g eplc ‘Your Securty Platform Administiator has enabled Enhanced Authentication for you.

For details on Security Platform Features click "Help”.

Security Platiorm Features: Please select one of the following methods to authenticate to the Security Platform:

Feature Status

[iSecure e-mai Not detectable Authertication Dievice Tupe
[ File and folder encryption with Encypting Fie Spstem [EFS] @ Password

[ File and folder encryption with Personal Secure Drive [PSD) Reconfiguation requ.

Mot configured

<Back Het> Cancel Hel . [ cBack [ Mew> | [ Cancel | [ Hem |
7. Check the Enhanced Authentication and Next. 8. Select the UPEK Fingerprint Sensor and Next.

4% Infineon Security Platform User, Initialization Wizard %)

Authenticate yourself [}
Protect passphrase by your Authentication Device

Basic User Password [m}
Change your Password to a Passphrase

Please enter a passphrase to be stored by your Authentication Device:
This Passphrare will protect your Basic User Key.

Ol Password [sesesses |

Mew Passphrase: }-----n----nn-nu

I
Derrinpa o | |

. R
\!‘) Lengih: Betvicen 20 and 255 characters

Cancel Help

[ <Back [ Hew» [ concel | [ Hep ] [ <Back

. 10. Swipe finger to authenticate.

9. Enter the old password and a new passphra:
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TPM Setup for Fingerprint Scanner (Cont.)

# Infineon Security Platform User Initialization Wizard

The wizard completed successfully.

Summary:
“You have configured the falloving Secuiity Platform Features;

-Enhanced Authentication [UPE Fingsiprint Sensor)

Please backup your hard diive periodically, or else snorypled data may be
Inst in case of & spstem or hard drive Failure,

<gack [ Fmsh | Cansel

11. Settings are complete. Authentication when
accessing TPM in Infineon Security Platform
will change from asking TPM basic password to
Biometric device (Fingerprint Reader) or new
passphrase.

& Infinoon Security Platfarm User Authentication E:

Infineon |
Sprosmmas, ‘

& Securty Pisiom Fashure nesds sceer 1o a ke

bt e

@

[ Cancel [

Thes chtkag vl sscenasicolly be conceind in 27 smcordi

13. This is the screen after setting enhanced au-
thentication.

£ Infinean Security Platform Liger Authentication

infineon

[ Birmrermbors puaswwced b ol g

Cancel _ e ]

Thit sk vl spcrnahic sy be Canceled n 25 tecondi

Capyrigh b 304
wtiracn Technclogies b
——

A Secunty Plation Festure néeds socess 108 hey

Basi: Urer Pasywsoedt |

12. This is the original screen before setting en-
hanced authentication.

2 Infinean Security Platform Uger Authentication

Tnfineon |

A Sacuty Platiom Fastae needs sccans 1o 8 iy

Bas Urer Paspheace

fusricien T
[ tide typing.
[ e

That disiog well sutommshically be canceled n 24 weconds.

14. This is the screen after setting enhanced authen-
tication if fingerprint not successful in the allowed
time (previous screen).
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Clearing TPM Secured Data

When Supervisor Password is installed, TPM Se-
curity Clear will appear. Use this item to clear all
data secured by TPM.

Important: Use should routinely backup
your TPM secured data.

P UTILITY

TP Security Clear

Running Security Platform in Windows

- Control Panel =3
e Bt Vew Fovortes Took leb [ ]
Qus - @ (F P rases (5 3 X 9 [
st O Cortred Pared “ 8w |
=
¢ X D w O 4 2 B
Fuomublty Addterdewe  Addor Adweitatve  futomtk Bstooth  Osteand Tem Ol
Optn. e, Todk Updates  LocalCOM
. T o,
s e 3P e T @
Folder Ogliors Fonks e Inkterret, Eerbosd Mouse Metwork,
Optons Comnections:
o « @ e @ 2 9
Mebwork S6tp WWIDIA R Phote atd  Powsr Options Pricterssnd  Regonsland Scanvers and  Scheduled
wosd  DestopM..  Moden ... Faves Language ... Camerss Tags
v 9 ¥ b A 8 &
Securiy Sourds ard Sgrechy Sysbem Taskbor ard Lher Sccounds Windonns Wieedoss
Credre Audio Devices. Sart Moru Frowal  Network Seb...

You can launch the Security Platform
application from Windows “Control Panel”.

Security Platform User Initialization
Manage Security Platfarm

Help

il
When the Security Platform is running, this
icon will show in the Windows taskbar. You
can choose to initialize or manage here.

You can launch the Security Platform
application from Windows “Start” menu.

Infineon Security Platform Settings Tool

\ ?) Security Flatform is not initialized. Do you want to stark the Infineon Security Flatform Inkialization Wizard?

When you launch the Security Platform
application for the first time, answer Yes and
follow the instructions to configure it.
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Appendix

Optional Accessories & Connections

Operating System and Software
System BIOS Settings
Common Problems and Solutions
Windows Software Recovery
NTFS Converter

Glossary

Declarations and Safety Statements

Notebook PC Information

4 NOTE: Photos and icons in this manual are used for artistic purposes only and do not
show what is actually used in the product itself.




A Appendix

Optional Accessories

These items, if desired, come as optional items to complement your Notebook PC.

< USB Hub (Optional)

Attaching an optional USB hub will increase your USB ports and allow you to
quickly connect or disconnect many USB peripherals through a single cable.

< USB Flash Memory Disk ==

A USB flash memory disk is an optional item that can replace the 1.44MB floppy
disk and provide storage up to several hundred megabytes, higher transfer speeds,
and greater durability. When used in current operating systems, no drivers are
necessary.

[FJUSB Floppy Disk Drive

An optional USB-interface floppy disk drive can accept a standard 1.44MB (or
720KB) 3.5-inch floppy diskette.

Y@l WARNING! To prevent system failures, use &= (Windows XP Safely

Remove Hardware) on the taskbar before disconnecting the USB

floppy disk drive. Eject the floppy disk before transporting the
Notebook PC to prevent damage from shock.

Windows Vista

Safely R Hard
Safely rerove USB Mass Storage Device - Drive(A:) it RESMLMNL Il

DCIN

¥ Vehicle Power Adapter

The vehicle power adapter provides a source of power for using the Notebook
PC and/or charging the Notebook PC’s battery pack while in transit when no AC
power is available. This product is an essential tool for today’s mobile profes-
sional. Your purchase will enhance the power, performance, and versatility of
your portable computer while traveling on the road or on the sea. The Vehicle
Power Adapter can be used in vehicles or boats using a standard cigarette lighter
socket. The Vehicle Power Adapter accepts input ranges from 10.8VDC (Volts
- Direct Current) to 16VDC and provides 19VDC up to 120W (Watts).




Appendix A

Optional Connections

These items, if desired, may be purchased from third-parties.

= USB Keyboard and Mouse ==

Attaching an external USB keyboard will allow data entry to be
more comfortable. Attaching an external USB mouse will allow
Windows navigation to be more comfortable. Both the external
USB keyboard and mouse will work simultaneously with the
Notebook PC’s built-in keyboard and touchpad.

. . <320
< Printer Connection (—

One or more USB printers can be simultaneously used on any USB port
or USB hub.
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Bluetooth Mouse (optional)
Windows XP

| ~ Bluetooth Settings
Eluetooth Information Exchanger
Wireless File Transfer

1. A Bluetooth icon
should be located on

Remaote Camera your Windows taskbar.
I sasnsaconscion ] Right click the taskbar
Optins. Bluetooth icon and
[ el | choose Add New
| about. Connection.
| Exit

Add New Connection Wizard

This wizard will create the settings for Bluetooth device connection.

2. Install two “AA” batteries.

3. Turn ON the switch on the
bottom of the mouse.

4. Push the “RESET” button on
the bottom of the mouse.

Add New Connection Wizard

Select a device

Please ensure pour Blugtooth devices are on and st to
discoverable.

In order ta certify Bluetaoth, there are times when the security
setting iz modified temporarily. “When setup ends, it returns to
the onginal setting automatically.

(%) Express Mode (Recommended)

) Custom Mode

Thiz allows pou to set the details far the connection.

Please choose the Bluetooth device you wish to use.

Bluetonth device

Device Name
Q Logitech Travs o)
If you do not see the Bluetooth
mouse here. Push the “RESET”
button on the bottom of the
mouse and click Refresh here.

< Back Next > Cancel
[

5. Select “Express Mode” and click Next.

Add New Connection Wizard

Please wait while the wizard registers the setting information.

Registering a HID device to this system.
Flease wai.

Finish % Cancel

6. Alist of available Bluetooth devices will appear.
Select “Logitech Travel Mouse” and click Next.

! Bluetooth Settings

Bluetooth  View Help

€3 Bluetooth

Lagitech
Travel Mouse

@New |0Detail‘.. |x Delete

Connection

7. The software will register the Bluetooth mouse.
Click Finish when complete.

8. Amouse icon with a pair of green and
yellow hands will show in this window.

|3 Note: “RESET” may be necessary after changing batteries. Repeat steps if necessary.




Appendix A

Troubleshooting (Windows XP)

Question: How do I check if my Bluetooth is
ready?

In “Device Manager”, check if “Bluetooth Personal
Area Network” is available as shown here.

Question: I cannot see my Bluetooth mouse in
the list. What do I do?

Click Refresh in the software and
“RESET” on the mouse. Repeat if
necessary.

Question: I already registered the Bluetooth
mouse before. Why is it not working now? How
do I connect to it?

Double-click on the
Bluetooth Icon.

6:10 PM

Bluetooth Settings

WL ,:' Prepare ko connect to the remote HID device, then click Ok,

A prompt will appear for confirmation. Click OK.

£ Device Manager

File Action Wwiew Help
- = g 2

Metwork, adapters

HEE 1394 Net Adapter #5

E Bluetooth Personal Area Network |

BB IntellR) PROMWireless 3945ABG Metwork Connection #2
H8 Realtek RTLE169/8110 Family Gigabit Ethernet NIC #2

Add New Connection Wizard

Select a device

Pleaze choose the Bluetooth device pou wish to use,

Eluetooth device

Device Name

< Back ][ MNext » ][ Cancel J

! Bluetooth Settings

Blustooth  Wiew Help

€3 Bluetooth

Double-click on the
registered Bluetooth mouse.

Logitech
Travel Mouse

&l

Logitech
Travel Mouse

i ey
Connection

After connection, the icon
will show a pair of green and
yellow hands.

| @reta.. | |3 peete|




A Appendix

Operating System and Software

This Notebook PC may offer (depending on territory) its customers the choice of a pre-installed operat-
ing system such as Microsoft Windows “XP” or “Vista”. The choices and languages will depend on
the territory. The levels of hardware and software support may vary depending on the installed operating
system. The stability and compatibility of other operating systems cannot be guaranteed.

) Support Software

This Notebook PC comes with a support disc that provides BIOS, drivers and applications
to enable hardware features, extend functionality, help manage your Notebook PC, or
add functionality not provided by the native operating system. If updates or replace-
ment of the support disc is necessary, contact your dealer for web sites to download
individual software drivers and utilities.

The support disc contains all drivers, utilities and software for all popular operating systems
including those that have been pre-installed. The support disc does not include the operating system
itself. The support disc is necessary even if your Notebook PC came pre-configured in order to provide
additional software not included as part of the factory pre-install.

A recovery disc is optional and includes an image of the original operating system installed on the hard
drive at the factory. The recovery disc provides a comprehensive recovery solution that quickly restores
the Notebook PC’s operating system to its original working state provided that your hard disk drive is
in good working order. Contact your retailer if you require such a solution.

3 Note: Some of the Notebook PC’s components and features may not work until the
' device drivers and utilities are installed.






