Configuration

LAN Setup

You can configure the LAN IP address to suit your preference. Many users will find it convenient to use the default settings together with DHCP service to manage the IP settings
for their private network. The IP address of the Router is the base address used for DHCP. In order to use the Router for DHCP on your LAN, the IP address pool used for DHCP
must be compatible with the IP address of the Router. The IP addresses available in the DHCP IP address pool will change automatically if you change the IP address of the

Router. See the next section for information on DHCP setup.
To access the LAN Setup menu, click the LAN Setup button in the Setup directory.

To change the LAN IP Address or Subnet Mask, type in the desired values and click the Add/Apply button. Your web browser should automatically be redirected to the new IP

address. You will asked to login again to the Router’s web manager.

The DHCP server is enabled by default for the Router’s Ethernet LAN interface. DHCP
service will supply IP settings to workstations configured to automatically obtain IP
settings that are connected to the Router though the Ethernet port. When the Router is
used for DHCP it becomes the default gateway for DHCP client connected to it. Keep in
mind that if you change the IP address of the Router the range of IP addresses in the
pool used for DHCP on the LAN will also be changed. The IP address pool can be up to
253 IP addresses.
There are two options for DHCP service:

e You can use the Router as a DHCP server for your LAN.

e You can disable DHCP service and manually configure IP settings for
workstations.

Follow the instructions below according to which of the above DHCP options you want to
use. When you have configured the DHCP Settings as you want them, click the
Add/Apply button to commit the new settings.

Use the Router for DHCP

To use the built-in DHCP server, click to select the Enable DHCP Server option if it is not
already selected. The IP address pool settings can be adjusted beginning with the first
address in the DHCP IP Address Range. The second IP address entered is the highest
IP address number in the pool. Type in the DHCP Lease Time in the entry field provided.
This is the amount of time in seconds that a workstation is allowed to reserve an IP
address in the pool if the workstation is disconnected from the network or powered off.

If you opt to disable DHCP service, all IP devices connected to the Router will require
manual IP settings configuration or another DHCP server.

This section allows vou to configure the local netwark settings of wour router, Please note that this section is
optional and you should not need to change any of the settings here to get vour network up and running.

ROUTER SETTINGS

Use this section ko configure the local network, sektings of wour router, The IP Address that is configured
here is the IP Address that vou use to access the Web-based management interface. If wou change the IP
Address here, vou may need to adjust your PC's netwark sektings bo access the network again,

Router IP Address : | 192.168.1.1

Subnet Mask : | 255.255.255.0

DHCP SERVER SETTINGS (OPTIONAL)

Use this section o configure the built-in DHZP Server to assign IP addresses to the computers on your
network,

Enable DHCP Server :
DHCP TP Address Range: | 192.165,1.5 | bo 192.168.1.32

DHCP Lease Time : | 259200 | (seconds)

NUMBER OF DYNAMIC DHCP CLIENTS:O

Computer Name MALC Address IP Address Expire Time

Save Setkings
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Configuration

Time Setup

The Router provides a number of options to maintain current date and time including NTP.

To configure system time on the Router, select the method used to maintain time. The options available
include Simple Network Time Protocol (SNTP), using your computer’s system clock (Your computer’s
clock option), or set the time and date manually. If you opt to use SNTP, you must enter the SNTP
server URL or IP address. Click the Save Settings button to set the system time.

The Time Configuration option allows you to configure, update, and maintain the correct time on the internal
system clock, From this section you can sek the time zone that vou are inand set the NTP (Metwark Time
Protocol) Server, Davlight Saving can also be configured to automatically adjust the time when nesded,

TIME CONFIGURATION

Current Router Time @ Jan 01, 2000 03:45:55

Time Zone : | {EMT) Greenwich Mean Time : Dubling Edinburgh, Lisbon, London ;

Enable Daylight Saving: [ ]|

AUTOMATIC TIME CONFIGURATION

Automatically Synchronise with Internet O
Time Servers :

SET THE DATE AND TIME MANUALLY

Date:  year; 2007 ¥ Morth: 1 % Day:|[1 v

Time:  Hour:| 3am Vbﬂinute:i‘ﬁ ~ Second:| 58 Vl

[ Copy Your Computer's Time Settings ]

Save Settings
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Advanced Configuration

Advanced Setup

The Advanced directory tab offers the following configuration menus: Port Forwarding, QoS Setup, Outbound Filter, Inbound Filter, DNS Setup, VLAN, Firewall & DMZ,
Advanced ADSL, Advanced Wireless, Advanced LAN, and Remote Management. Click the corresponding link in the left panel of the window. Port Forwarding is the first
menu listed and the first to appear when accessing the Advanced directory.

ADYAMNCED ‘ MAINTENANCE STATUS

This is the ability to open ports in your router and re-direct data through those ports bo a single PC on your
network,

Maximum number of entries which can be configured: 12

ACTIVE PORT FORWARDING

Private IP  Protocol Type Public Start Port Public End Port  Connection

BROADBAND
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Advanced Configuration

Port Forwarding

The Port Forwarding menu allows configuration for remote users access to various services outside of their LAN through a public IP address, such as FTP (File Transfer Protocol)
or HTTPS (Secure Web). After configuring the Router for these features, the Router will redirect these external services to an appropriate server on the users LAN.

Enter an IP address in the Private IP field, select a Protocol Type from the drop-down
menu, enter a range of ports in the Public Start Port and Public End Port fields, and then
click the Add/Apply Settings button. Finally, click the Reboot button on the left panel to
let your changes take effect.

This is the ability ko open ports in wour router and re-direct data through those ports to a single PC on your
nekwork,

ADD PORT FORWARDING

Private IP: | 0.0.0.0 |

Protocol Type : | al oW |

Public Sstart Port: |0

Public End Port: | n |

Connection : | PYCO »

[ Addiapply ] l Cancel ]

ACTIVE PORT FORWARDING

Address Protocol Tpye Public Start Port  Public End Port  Connection Edit Remove
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Advanced Configuration

QoS Setup

QoS or Quiality of Service allows your Router to help prioritize the data packet flow in your Router and network. This is very important for time sensitive applications such as VolP
where it may help prevent dropped calls. Large amounts of non-critical data can be scaled so as not to affect these prioritized sensitive real-time programs. The basic QoS Setup
menu includes some commonly used network services for which QoS can be enabled.

QoS settings can be customized for wireless or Ethernet applications and services that are not included in those listed in the basic QoS menu. To view the QoS settings menu for

Wireless LAN, click the Wireless QoS button under Advanced QoS, see the description below. Likewise to configure QoS settings for the Ethernet LAN, click the LAN QoS button
to view the settings menu.

Basic QoS settings can be configured by checking any of the listed network applications
and entering the ports (Start Port/End Port) used for the application. Click Save Settings
to apply the QoS settings.

GQuality of Service Setup can be used ko improve data Flow For different applications by prioritising the
nebwork traffic based on selected criteria.

YOIP{SIP: [ | art Part: | | End Por |_|
H323: [ | | | |

FTP: Skart Port: |_2_D | End Port: L%l__i

MSN Messenger: Start Park: |ﬂ| End Port: |ﬂ|

Sawve Settings

ADVANCED (JOS SETUP

l Wireless Qo5 ] [ LAN Qo5 J
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Advanced Configuration
Advanced LAN QoS Setup

Use the LAN QoS Rules Configuration menu to create up to 6 rules to set priority level (low, medium or high) to specified UDP/TCP port or port range; or set priority on specified
IP addresses or subnets for ICMP packets.

To create custom QoS rules for the Ethernet LAN, type a Name for the rule, choose the
Priority level from the drop down menu, choose the Protocol from the drop-down menu

and click the << key to place a corresponding index number in the box; or type an index
number in the box.

LAN QOS5 RULES CONFIGURATION

Type the source port or range and the destination port or range in the spaces provided. Remaining number of rules that can be created:6
Where appropriate (for example ICMP), type a source and destination IP address or

subnet. Click Add/Apply to create the rule. Name Priority Protocol(1..255)

| | E. Select Protocol W

Source IP Range

| | Mask | L Je |
Destination IF Range yestinatiorn 1 Pork Range
| | Mask | L Jw |

Addiapply
ACTIVE LAN QOS5 RULES

Mame Priority Protocol Src. IP Range Src. Port Dest. IP Range Dest. Port Remove
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Advanced Configuration

Advanced Wireless QoS Setup

Use the Wireless QoS Classes menu to create rules to set wireless transmission priority level (low, medium or high) to specified UDP/TCP port or port range; or set priority on

specified IP addresses or subnets for ICMP packets.

To create custom QoS rules for the Ethernet LAN, type a Traffic Class Name for the

rule, choose the Wireless Transmit Priority level from the drop down menu, choose the

Protocol from the drop-down menu. Type the source port or range and the destination

port or range in the spaces provided. Where appropriate (for example ICMP), type a
source and destination IP address or subnet. Click Add/Apply to create the rule.

ADD WIRELESS ()OS CLASSES

Traffic Class Name : |

Wireless Transmit Priority : | 0-WMM Best Effort{default) i

Wireless Transmit Priority : @'
Source IP Address : |
Source Subnet Mask : |
UDP/TCP Source Port : | {part ar portipaort)
Destination IP Address : |
Desination Subnet Mask : I
UDP/TCP Destination Port : | {port or port:port)
Addiapply

ACTIVE WIRELESS QOS RULES

Mame Priority Protocol Src. IP Range Src. Port Dest. IP Range Dest. Port Remove
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Advanced Configuration

Outbound Filter

Use the Outbound IP Filter menu to create LAN to WAN outgoing traffic filtering rules that will block traffic as specified.

Type a Filter Name used for the rule, select the Protocol and type the Source IP
Address and Subnet Mask, and Source Port if necessary. The Destination IP

Address, Subnet Mask and Port can also be specified if required. Click the Add/Apply

button to create and activate the new filtering rule.

The new rule appears listed in the Active Outbound IP Filter list. A rule can be deleted
by selecting the Remove option for the rule and clicking the Remove Selected button.

B default, all outgoing IP kraffic From the LAN is allowed.

The Cutbound Filker allows waou to create a filker rule to block autgoing IP kraffic by specifying a Filker name
and at leask one condition below, &l of the specified conditions in this filker rule must be satisfied For the rule
to take effect.

ADD OUTBOUND IP FILTER

Filter Name : i-
Protocol : ~

source IP address: | 0,0,0.0 |

Source Subnet Mask : | 0,0.0.0

Source Port 1 |0 [

Destination IP address : | 0.0.0.0

Destination Subnet Mask : | 0,0.0.0 |
S |

Destination Port : ID
Addiapply
ACTIVE OUTBOUND IP FILTER

Name Protocol Src. Addr./Mask Src.Port Dest. Addr./Mask Dest. Port Remove
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Advanced Configuration

Inbound Filter

Use the Inbound IP Filter menu to create WAN to LAN incoming traffic filtering rules that will block traffic as specified. Note that the default IP Filter setting blocks all
incoming IP traffic when the firewall is enabled. Use the Inbound Filter menu to specify the traffic that will be allowed.

e e

Type a Filter Name used for the rule, select the Protocol and type the Source IP
Note: This section only applies when the Firewall is enabled.

Address and Subnet Mask, and Source Port if necessary. The Destination IP
Address, Subnet Mask and Port can also be specified if required. Click the Add/Apply i A AT R s e A e el e e oyl i

button to create and activate the new filtering rule.
The Inbound Filter allows you to create a filter rule to allow incoming IP traffic by spedfying a filter name and

The new rule appears listed in the Active Inbound IP Filter list. A rule can be deleted by Atleas ane conditian below: Al f the cnatified condiione in this Siter Sl imist he catisfied for the e fo
selecting the Remove option for the rule and clicking the Remove Selected button. take effect.
ADD INBOUND IP FILTER
Filter Name : | |

Protocol : w |

Source IP address : I 0.0.0.0 |

Source Subnet Mask : | 0.0.0.0 |
Source Port : I|:| |

Destination IP address : | 0.0.0.0 |
Destination Subnet Mask : i 0,0,0.0 |

Destination Port : | 0 |

Addfapply
ACTIYE INBOUND FILTER

Mame Protocol Src. Addr./Mask Src. Port Dest. Addr./Mask Dest. Port Remove
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Advanced Configuration

DNS Setup

Use the DNS Setup menu to configure standard DNS server IP settings or to configure and enable DDNS for the Router.

DNS Server

Choose to “Obtain DNS server address automatically” from the ISP or enter DNS IP
address information manually. The Preffered DNS Server address is required, the
Alternate DNS Server address is used for a back up DNS server.

DDNS

Dynamic DNS allows a dynamic public IP address to be associated with a static host
name in any of the many domains, allowing access to a specific host from various
locations on the Internet. With this function enabled, remote access to a host will be
allowed by clicking a URL hyperlink in the following form: dlinkddns.com Because many
ISPs assign public IP addresses using DHCP, it can be difficult to locate a specific host
on the LAN using the standard DNS. For example, if you are running a public web server
or VPN server on your LAN, DDNS ensures that the host can be located from the
Internet if the public IP address changes. DDNS requires that an account be set up with
one of the supported DDNS servers.

To implement Dynamic DNS, first select the Enable Dynamic DNS option and choose
the Server Address from the list in the pull-down menu. Enter the Host Name of the
LAN to be accessed, and the Username and Password for the DDNS account. Click the
Apply Settings button to save changes made.

Domain Name Server (DMN3) is a server that translates URL/domain names to the corresponding IF address,
Mast users will nat need ta change the DNS servers fram default unless instrucked by vour ISP,

The DDMS Feature allows you to host a server (Web, FTP, Game Server, etc...) using a domain name thak
vou have purchased (www,whatevervournameis, com) wikth vour dynamically assigned IP address, Most
broadband Internet Service Providers assign dvnamic {changing) IP addresses, Using a DDNS service
provider, vour Friends can enter your host name to connect ko your game server no matter what your IP
address is.

DNS SERVYER CONFIGURATION

(5) Dbtain DNS server address automatically

) Use the following DNS server addresses

DDNS CONFIGURATION

Enable Dynamic DNS: [
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Advanced Configuration

VLAN Setup

Use the VLAN Setup menu to create VLAN groups for the Wireless and Ethernet LANs. For ADSL accounts using multiple ATM VCs, VLANSs can be created and customized for

each separate VC.

VLAN Group Settlng Mote: This is YLAN page.
Use the VLAN Index menu to choose a number for the VLAN group. To make sure _ _ _
additional VLAN groups use unique index numbers, the menu will automatically select a e ek e e e D e et
new index number for configuration after apllying the VLAN group settings. ki
Click to select the member ports of each VLAN group for Ethernet ports and WLAN
interface and the ATM VCs ports for each VLAN. Any port may be specified as Tagged.
Packets that are tagged (are carrying the 802.1Q VID information) can be transmitted I
from one 802.1Q compliant network device to another with the VLAN information intact. ==
This allows 802.1Q VLANS to span network devices (and indeed, the entire network, if all Enable YLAN Group -
network devices are 802.1Q compliant). NN ;
Select the Tagged option to enable tagging for the port. Ports with tagging enabled will red 8 [B |8 |8 BB A8
put the VID number, priority and other VLAN information into the header of all packets AR B
that flow into and out of it. If a packet has previously been tagged, the port will not alter R T I e o o
the packet, thus keeping the VLAN information intact. Other 802.1Q compliant devices taged [ 0 O O
on the network to make packet-forwarding decisions can then use the VLAN information Bberpet: |
in the tag. EEE
VLAN Group is enabled by default. VLAN Groups can be disabled without changing the Tagged
previously configured VLAN arrangement. To disabled VLAN Groups click the Enable usB:
VLAN Group box to remove the check mark. R
Click the ADD/Apply to apply the settings. Tagaed []
wean: Part #
Group ID YLAN Group Ports ¥LAN Tagged Ports Remove
1 1 el e2,e3,e4,wl,pl,pl,p2,p3,pd,p5,pé,p7 |:|
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Advanced Configuration

DMZ and Firewall Setup

Use the Firewall and DMZ menu to enable or disable basic firewall protection from Denial of Service and other attacks from the WAN.

Firewall Settings

Enable the Firewall to block Denial of Service attacks, flood pings, port scans and other
common exploitative attacks that might come from the Internet. This is enabled by
default. To disable it, click the Enable Firewall box to remove the check mark and click
the Apply Settings button.

DMZ Settings

Firewalls may conflict with certain interactive applications such as video conferencing or
playing Internet video games. For these applications, a firewall bypass can be set up
using a DMZ IP address. The DMZ IP address is a “visible” address and does not benefit
from the full protection of the firewall function. Therefore it is advisable that other security
precautions be enabled to protect the other computers and devices on the LAN. It may
be wise to use isolate the device with the DMZ IP address from the rest of the LAN.

For example, if you want to use video conferencing and still use a firewall, you can place
the server in the DMZ. The IP address of this server will then be the DMZ IP address.
You can designate the server’s IP address as the DMZ by typing in the IP address in the
DMZ IP Address space provided and then enabling its status by selecting the Enable
DMZ option. Click the Apply Settings button at the top of the window when you are
finished.

The router already provides a simple firewall by virtue of the way MAT works, By defaulk MAT does not
respond to unsoliciked incoming reguests on any port, thereby making your LAN invisible to Internet
cyberattackers.,

DMZ means 'Demilitarised Zone', DMZ allows computers behind the router fireweall to be accessible bo Internet
traffic, Typically, vour DMZ would contain Web servers, FTP servers, and others,

FIREWALL SETTINGS

Enable Firewall:  [¥]

DMZ SETTINGS

The DMZ (Demilitatized Zone) option lets vou set a single computer on your network outside of the rouker, IF
wou hawve a computer that cannot run Internet applications successfully from behind the router, then you can
place the computer into the DMZ for unrestricted Internet access,

Mote: Putting a computer in the DMZ may expose that computer to a variety of security risks, Use of this
option is only recommended as a last resort,

Enable DMZ: [ ]

DMZ IP Address: |

Apply Settings ] [ Cancel ]
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Advanced Configuration

Advanced ADSL

ADSL modulation is configured in the Advanced ADSL menu. The default setting automatically detects the appropriate modulation for the connection, therefore it should not be
necessary to change this setting for the Router to function.

Modulation types supported by the Router include: ADSL2, ADSL2+, G.dmt, T1.143 and —

G.lite. If the Modulation Mode is changed from the default Auto Synch-Up, the mode The Advanced ADSL settings allow ywou to choose which 8D5L modulation settings yvour modem rouker wil
used must be supported by the ISP in order for the ADSL signal to function. Likewise for suppart,
changing the ANNEX type, if the Type used is not supported by the ISP in your region,
the ADSL signal will not function. C-Link do nat recommmend that you change these settings unless directed to do so by your ISP,
The Bitswap and SRA (Seamless Rate Adaptation) features can be enabled here. If
your ADSL modulation is ADSL2 or ADSL2+, these features will only be useful if ADVANCED ADSL SETTINGS
supported by the ISP. If you opt to use either of these, some experimentation mightbe — ((
advisable to test ADSL synchronization and signal performance for improvement or Modulation Mode :| Auto Sync-Up |
degradation. Type :| ANNEX A ¥
Capability

O Bitswap Enable
[l sraAEnable

[ Apply Settings ] [ Cancel ]
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Advanced Configuration

Advanced Wireless

Advanced Wireless settings are used to tweak various wireless transmission parameters and to enable an additional SSID or Guest SSID.

Transmit Powers

Allows the user to adjust the transmit power of the router. A high transmit power allows a
greater area range of accessibility to the router. When multiple overlapping access points are
present, it may be desirable to reduce transmission power.

Beacon Interval

Beacons are emitted from the router in order to synchronize the wireless network. You may set
the Beacon Interval range between 20-100 microseconds per beacon sent. The default is 100.
RTS Threshold

The RTS (Request to Send) Threshold controls the size of data packets issued to a RTS
packet. A lower level will send packets more frequently which may consume a great amount of
the available bandwidth. A high threshold will allow the router to recover from interference or
collisions which is more prevalent in a network with high traffic or high electromagnetic
interference. The default setting is 2347.

Fragmentation Threshold

The fragmentation threshold will determine if packets are to be fragmented. Packets over the
2346 byte limit will be fragmented before transmission. 2346 is the default setting.

DTIM Interval

DTIM (Delivery Traffic Indication Message) Interval is a countdown informing clients of the next
menu for listening to broadcast and multicast messages. The default setting is 1.

Guest Wireless Network

A second SSID can be enabled and used for the wireless LAN. The additional Guest SSID can
be Visible or Invisible to roaming wireless nodes. By default, User Isolation is On (enabled),
Disable WMM Advertise is On (i.e. SSID advertising is disabled) and a maximum number of
clients allowed (Max Clients) is 16. When User Isolation is On, Guest SSID member clients will
be unable to transmit to other wireless clients, however they will have access to network
resources through the Ethernet or Internet.

Click on the Apply Settings button to save and apply the advanced wireless configuration.

These options are for users that wish ko change the behaviour of their 802.11g wireless radio from the
standard setting. D-Link does not recommend changing these settings From the Factary default. Incorrect
settings may impair the performance of your wireless radio. The default settings should provide the best
wireless radio performance in most environments,

ADVANCED WIRELESS SETTINGS

Transmit Power: |Low v
Beacon Period : 100 (20,.1000)
RTS Threshold : _234? | (0..2347)
Fragmentation Threshold : 2346 (256,,2346)
DTIM Interval : 1 | (1..255)

GUEST WIRELESS NETWORK

Enable Yireless Guest Network : [ ]

Apply Settings ] [ Cancel ]
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Advanced Configuration

Advanced LAN

Use the Advanced LAN menu to enable or disable UPnP and multicast streaming.

UPNP or Universal Plug and Play is disabled by default. This network protocol is

used to simplify networking and is supported on many types of networking devices.

Devices that support UPnP advertise their services and capabilities to other UPnP
enabled devices to facilitate network applications such as streaming audio or
video. To use UPnP click the Enable UPnP option to check the box.

Multicast streaming support is enabled by default to allow streaming of audio and
video and other multicast applications to pass through the Router. To disable
multicast streams click the Enable Multicast Streams box to remove the check
mark. Keep in mind that Internet radio and similar multicast services will not
function if the Enable Multicast Streams option is not checked.

Click on the Apply Settings button to save and apply the advanced LAN
configuration.

These options are For users that wish ko change the LAM settings, D-Link does not recommend changing
these settings From Factory default, Changing these settings may affect the behaviour of your netwark,

Universal Plug and Plav(UPnP) supports peer-to-peer Plug and Play functionality For network, devices,

Enable UPnP: [ ]

MULTICAST STREAMS

Enable Multicast Streams :

Apply Settings ] [ Cancel ]
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Advanced Configuration

Remote Management

Use the Remote Management menu to enable and configure remote management of the Router through the WAN interface. In addition, management access from either the LAN
or WAN side can be restricted to the Router by specifying services allowed for management.

When remote management is enabled, the options available are to either Allow All
or Deny All with the Remote Admin Inbound Filter pull-down menu. Choose the
services allowed from the LAN or WAN by checking the Enabled box for the
service in the Remote Access Control list. Click the Apply Settings button to
make the change.

This section allows wou ko enablefdisable remote access ko the router from the Internet, Remate Access
Cantral allows waou to configure access wia specific services, Most users will not need ko change any of these
setkings.

EEMOTE MANAGEMENT SETTINGS

Enable Remote Management: [ ]

o |

| .

REMOTE ACCESS CONTROL

Service LAMN WaN
FTP Enabled Enabled
HTTR Enabled Enabled
ICMP (Ping) Enabled Enabled
TELMET Enabled Enabled
TETP Enabled Enabled
[ Apply Settings l [ Zancel ]

D-Link DSL-2640R User Manual

46




Maintenance

Maintenance

Use the menus in the Maintenance directory to perform routine maintenance functions such as save configuration settings to hard disk and upgrading device firmware, view
system log and perform device diagnostic tests.

SETUP AD¥YAMCED | MAINTENAMCE ‘ STATUS HELP
Password Helpful Hints...

g5

The Factory default passward of this router is ‘admin’. To help secure your netwark, D-Link recommends that
waou should choose a new password between 1 and 15 characters.

SET PASSWORD (OPTIONAL)

To change the rouker passward, please tvpe in the current password, then the new password bwice,

Current Password: |

New Password: |

Confirm Password: |

[ Apply Setkings J [ Cancel J
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Maintenance

Password

Typically on first things the administrator is likely to change is the device password used to access the management software. The administrator's user name of the Router,
admin, cannot be changed. The default password can be changed with the Password menu.

Change the password and click the Apply Settings button to establish the new _|

password.
The Factory default password of this router is 'admin', To help secure vour netwaork, D-Link recommends thak

wiou should choose a new password between 1 and 15 charackers,

SET PASSWORD (OPTIONAL)

To change the router password, please bype in the current password, then the new password bwice,

Current Password: | |

Mew Password: | |

Confirm Password: | |

Apply Settings I ’ Zancel ]
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Maintenance

Save/Restore Settings

It is a good idea to store a back up copy of the configuration settings file on the hard drive of the system used to administer the Router. Use this menu to save a settings file, load

a settings file or restore the device to factory default settings.

To save the current configuration settings to your computer, click the
Save/Restore Settings button in the Maintenance directory to display the
System Settings menu. Click the Save button to Save Settings to Local Hard
Drive. You will be prompted to select a location on your computer to put the file.

To load a previously saved configuration file, click the Browse button and locate
the file on your computer. Click the Upload Settings button to Load Settings
From Local Hard Drive. Confirm that you want to load the file when prompted and
the process is completed automatically. The Router will reboot and begin operating
with the configuration settings that have just been loaded.

To reset the Router to its factory default settings, click the Restore Device button.
You will be prompted to confirm your decision to reset the Router. The Router will
reboot with the factory default settings including IP address (192.168.1.1) with
DHCP enabled and default administrator password (admin).

Cnce the router is configured vwou can save the configuration settings to a configuration file on vour hard
drive. You also have the option to load configuration settings, or restore the Factory default settings.

SAVE/RESTORE CONFIGURATION

cave Settings to Local Hard Drive :

Load Settings From Local Hard Drive : | '[ Browsze... ]

[ lpdate Settings ]

Restore To Factory Default Settings : \ Restore Device I
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Maintenance

Firmware Upgrade

Use this menu to load the latest firmware for the device. Note that the device configuration settings may return to the factory default settings, so make sure you save the
configuration settings with the Save/Restore Settings menu described above or click the Backup Now button to go through the same procedure.

To upgrade firmware, type in the name and path of the file or click on the Browse

butto_n to sea_rch f_or the file. Click the Upgrade Firmwar_e button to begin copying Mote: Please do not update the Firrmsare on this router unless instrucked o do so by D-Link technical suppart
the file. The file will load and restart the Router automatically. ar vour 15P.

FIRMWARE INFORMATION

Current Firmware ¥Yersion: Z2.11.5.50(RE0.C29)3.9.0.0
Current Firmware Date :

FIRMWARE UPDATE

Mote: Some Firmware updates reset the configuration options to Factory defaults, Before performing an
update, be sure to save the current configuration From the Maintenance - > Save/Restore Settings screen,

Backup Mow

To update the Firmware, wour PC must have a wired conneckion to the router, Enter the name of the
Firmware update file, and click on the Upload butkon,

Upload: | ![Bru:uwse... ]

[ Update Firmware ]
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Diagnostics

This menu is used to test connectivity of the Router. A Ping test may be done through the local or external interface to test connectivity to known IP addresses. The diagnostics
feature executes a series of tests of your system software and hardware connections. Use this menu when working with your ISP to troubleshoot problems.

Click the Re_run Diagnostics Tests button to view the connectivity status of the

WAN connection. Your router is capable of testing your DSL connection, The individual tests are listed below, IF a test displays

a Fail skatus, click "Re-run Diagnostics Tests" at the bottom af this page ko make sure Fail skatus is consiskent,

SYSTEM CHECK

Test your Ethernet{1-4) Connection: PASS
Test ADSL Synchronization: PASS

INTERNET CONMECTIVITY CHECK

Test the assigned IP address: PASS
Ping ISP Default Gateway: PASS
Ping Preferred DMS server: PASS

[ Re_run Diagnostics Tests ]
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System Log
werewies

The system Log allows you to view the logs that have been created.

Use the System Log to view a log of events that occur on the Router.

SYSTEM LOG

Date/Time
01/01/2000 00:16:37
01/01/2000 00:16:38
01/01/2000 00:16:38
01/01/2000 00:16:39
01/01{2000 00:16:39
01/01/2000 00:16:39
01/01/2000 00:16:39
01/01/2000 00:16:39
01/01/2000 00:16:39
01/01/2000 00:17:35
01/01/2000 00:17:36
01/01/2000 00:17:36
01/01{2000 00:17:37
01/01/2000 00:17:37
01/01/2000 00:17:37
01/01/2000 00:17:37
01/01 /2000 00:17:37
01/01/2000 00:17:37
017012000 00:17:40
01/01/2000 00:17:41
01/01/2000 00:17:41
01/01/2000 00:17:42
01/01/2000 00:17:42
01/01/2000 00:17:42
01/01/2000 00:17:42
01/01/2000 00:17:42
01/01/2000 00:17:42

Message
Exception occured, EPC=800366a4 ,Ra 8003232
MPOA Link Cawn
LAM promiscuous mode <1
Last errarlog repeat 1 Times
SHMP TRAP 3: link up
Last errarlog repeat 1 Times
SHMP TRAP 1: warm stark
main: init completed
adjtime task pause 1 day
Exception occured, EPC=300366a4 ,RA 3003232
MPOA Link Down
LAN promiscuous mode <1 =
Last errorlog repeat 1 Times
SNMP TRAR 31 link up
Last errorlog repeat 1 Times
SHMP TRAP 1: warm stark
main: init completed
adjtime task pause 1 day
Exception occured, EPC=800366a4 ,Ra S003232c
MPOA Link Down
LAM promiscuous mode <1
Last errorlog repeat 1 Times
SHMP TRAP 3; link up
Last errarlog repeat 1 Times
SKMP TRAP 0: cold start
main: init completed

adjtime task pause 1 day
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Status

Use these read-only menus to view system information and monitor performance.

The Device Status page allows you ko check the status of your Internet connection, Wireless LAN and LAN,

GENERAL

Time 01.01,2000, 01:04:55, Fri
Firmware Yersion: 2.11.29.0(RE0.C29)3.9.4.141

INTERNET STATUS

ADSL Modulation :  Multi-Mods
Cable Status :  ADSL Link Down

¥irtual Circuit :  |PYC-D »

Connection Type: PPPoE/PPPoA
Metwork Status : Mot Connected

Connection Up Time: MN/A

Downstream Line Rate : 0 kbps

Upstream Line Rate : 0 kbps

MAC Address: N4

IP Address: N/o

Subnet Mask : N/a

Default Gateway : N4
Perferred DNS Server: M4
Alternate DNS Server: MN/A

WIRELESS LAN

Wireless Radio: O

MAC Address: 0D:aabb:01:23:45
MNetwork Name {55ID) : dink
Channel : Channal-&
Security Type: Mone

MAC Address: 00:aabbi0l:23:45
IP Address: 192.168.1.1
Subnet Mask : 255,755 .255.0

DHCF Server: ON
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Use this menu to quickly view basic current information about the LAN and WAN
interfaces and device information including Firmware Version and MAC address.

Device Info

The Device Status page allows vou to check the status of your Internet connection, Wireless LARN and LAN.

GENERAL

Time 01.01.2000, 01:04:55, Fri

Firmware Yersion :

2.11.29.0(RED.C29)3.9.4.141

INTERNET STATUS

ADSL Modulation :
Cable Status :

¥irtual Circuit :
Connection Type :
Metwork Status :
Connection Up Time :
Downstream Line Rate ;

Upstream Line Rate :

MAC Address :

1P Address :

Subnet Mask :

Default Gateway :
Perferred DNS Server :
Alternate DNS Server :

Mulk-Mode:
ADSL Link Down
PPPoE/PPPoA
Not Connected
A

0 kbps

0 kbps

1jA
1jA
173
173
1jA
173

WIRELESS LAN

Wireless Radio: ON
MAC Address: 00:aa:bb:01:23:45
Network Name (SSID) :  diink
Channel: Channal-&
Security Type: MNone
LAN
MAC Address: 00:aa:bb:01:23:45
IP Address: 192.168.1.1
Subnet Mask : 255.255.255.0
DHCP Server: ON
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Connected Clients

The Connected LAN Clients list displays active DHCP clients when the router is acting as a DHCP server and wireless clients.

This page shows all the currently connected wireless and LAN computers or PCs,

CONNECTED WIRELESS CLIENTS

BSSID Associated Authorized
RT2561 1 ] open
RTz561_2 Disable apen
CONNECTED DHCP LAN CLIENTS
Hostname MALC Address IP Address Expires In
SF-44-48-43-50-5F 192,168.1.5 00 hours, 00 minutes, 19 seconds
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Use this menu to monitor traffic on the Ethernet LAN, Wireless LAN or ADSL interface. This menu also

displays information on the ADSL signal status.

Statistics

This information reflects the current status of your Fouter,

WAN STATISTICS

Service YPI/VYCI Protocol Received Transmitted
Pkts Errs Drops Pkts Errs Drops
= 0/33 PPPoE a a a o o o

LAN STATISTICS

Interface Received Transmitted
Bykes Pkts Errs Drops Bytes Pkts Errs Drops
Ethernet 2919575 1963 1] a 597255 575 1] o

Wireless 13862245 123354 42537 42069 6947540 13611 &3 83

ADSL STATISTICS

Mode: Multi-Mode
Type: AMMES_A&
Status: Down
Downstream Upstream
Rate {Kbps): 0 kbps 0 kbps
SNR Margin {dB}: MiA A
Attenuation (dB): A A
Output Power {dBm): TE TS

Super Frames:

RS Correctable Errors:

RS Uncorrectable Errors: ] 1]
HEC Errors: o o
Total Cells: 1] ]
Data Cells: 1] 1]
Bit Errors: o o
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Technical Specifications

ADSL Standards
e Full-rate ANSI T1.413 Issue 2
e |TU G.992.1 (G.dmt)
e ITU G.992.2 (Gllite)
e ITUG.994.1 (G.hs)

ADSL?2 Standards
e ITU G.992.3 (G.dmt.bis)

ADSL2+ Standards
e |TU G.992.5 (G.dmt.bisplus)

Protocols

e |EEE 802.1d Spanning Tree
e TCP/UDP

e ARP

e RARP

e |ICMP

e RFC1058 RIP v1

e RFC1213 SNMP v1 & v2c

e RFC1334 PAP

e RFC1389 RIP v2

e RFC1577 Classical IP over
ATM

Technical Specifications

RFC1483/2684 Multiprotocol
Encapsulation over ATM
Adaptation Layer 5 (AAL5)

RFC1661 Point to Point
Protocol

RFC1994 CHAP

RFC2131 DHCP Client /
DHCP Server

RFC2364 PPP over ATM
RFC2516 PPP over Ethernet

DC Power
e Input: 100-120V 0.4A, 50-60 Hz
e Output: 12V 1.2A

Data Transfer Rate
e G.dmt full rate downstream: up to 8 Mbps / upstream: up to 1 Mbps
e Glite: ADSL downstream up to 1.5 Mbps / upstream up to 512 Kbps
e G.dmt.bis full rate downstream: up to 12 Mbps / upstream: up to 1 Mbps
e ADSL2+ full rate downstream: up to 24 Mbps / upstream: up to 1 Mbps

Wireless Transfer Rates
= |EEE 802.11b: 11, 5.5, 2, and 1Mbps
= |EEE 802.119: 6, 9, 12, 18, 24, 36, 48, 54 Mbps

Media Interface

e ADSL interface: RJ-11 connector for connection to 24/26 AWG twisted pair
telephone line

e LAN interface: four RJ-45 ports for 10/100BASE-T Ethernet connection
Default Settings
IP Settings: IP Address 192.168.1.1 Netmask 255.255.255.0

User Name: admin Password: admin
DHCP Server: Enabled
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