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RangeLAN802 Access Point
User Guide



1. Introduction

Congratulations on your purchase of the Ran geLANB02 Access Point,amember of the
RangeLLAN8O2 family, Proxim's IEEE 802.1 1-compliant wireless LAN products. Proxim
haslong been aleaderin wireless networking and is excited to introduce IEEE 802.11
products.

RangeLAN802 Access Point was designed to be a “plug-and-play” product. Inmany cases,
youwill notevenneedto run any software to confi gureit. If youneed to use it, you will find it
easy touse. Innotime, youwill have a wireless connection to yournetwork's application
software, printing, e-mail, and othernetwork services!

This wireless access pointallows foreasy expandability of your wireless network, increasin g
range and facilitating mobility applications. It operates atthe DataLinklevel (layer2) of the
OSImodel, providing protocol-independent access for RangeLLAN802 computerusers into
anexisting wired Ethernet LAN.

Today, Proxim s the leading supplier of spread spectrum radio networking technolo gy for
local areaenvironments. Proxim'sunmatched spread spectrum networking expertise,
combined withthe company's extensive experience serving the communications needs of the
mobile computing user, have kept Proxim at the forefront of the emerging wirelessLAN
market.

Proxim alsomanufactures the Range AN?2 family, afamily of WLIF-compatible (Wireless
LAN Interoperability Forum)wireless LAN products. If youwouldlikemore information
onRangeLLAN2, please contact Proxim's Sales Department at 800/229-1630.




The RangeLAN802 Family

RangeLANS802 Access Point is partofafamily of high-performance products that provides a
complete wireless networkingsolution.

U RangeLANS02 8400 is a wireless LAN adapter which fits into a PC Card
(PCMCIA) Type 1 slot on a portable notebook, laptop or pen-based computer.

System Requirements

Tobeginusing your RangeL AN802 Access Point, youneed the following minimum system
requirements:

O AnEthernetcable drop (10BASE-T or 10BASE2)

U Aterminal or PC with aterminal emulation software package and anull modem
cable

OR
acomputer running a TCP/IP telnet client AND a BOOTP server

O Atleastone otherRan geLLANB02 LAN adapter productinstalled on the network




The Product Package

EachRangeL AN802 Access Pointcomes with:

U One RangeLAN802 Access Point

O Oneantenna

L) One Rangel AN802 Access Point User's Guide
U One power adapter

Ifany of these items are missing ordamaged, please contact yourreseller or Proxim
Technical Support.




Figure 1
RangeLANS02 Access Point components




2. Quick Installation

Youmay followthe quick installation steps if the following conditions are true:

Ll There willonly be one Access Pointon this network

U Youwilluseallthe software default values

O  Youdonotneedto configure an IP address for the Access Point and donot
intend to manage it viatelnet ora Web browser

U Youwillnotbe setting ESS IDs on your network

If the above conditions are not true, more detailed confi gurationinformationis describedin
Chapter 5.

If'yourinstallation meets the precedin gcriteria, proceed with the followin ginstructions:

1. Firmly screw inclockwise the antenna onto the antenna connector on
the back panel of the Access Point.

Note

Government regulatory agencies mandate that the antenna not be alterable.
Therefore, RangeLAN8O2 Access Point uses a custom antenna connector.
Do not attempt to use a different antenna or you may damage the connector
and the Access Point unit.




Figure 2
Attachment of the RangeLAN802 Access Point Antenna

2. Attach an Ethernet cable to the Ethernet porton the back of the
RangelLAN802 Access Point.

3. Plugthe powercableinto the back of the RangeLAN802 Access
Pointandinto an AC power outlet. Since there is no On/Off switch on
the Access Pointbox, the unit will turn on assoonas powerisapplied.




3. Installation

Ethernet Installation

The RangeLANS02 Access Point is attached to the wired LAN backbone via an Ethernet
cable. Two types of Ethernet connection are supported: 10BASE-Tand 10BASE2.

10BASE-T Cabling

The RangeLANS02 Access Point 10BASE-Tcableis typically connected between the
deviceanda I0BASE-Thubor wiring rack. Itwill use the same cable that would otherwise
bepluggedintoa 10BASE-T workstation on the Ethernet LAN. If youareusin gafunc-
tional cable, the LED nearest the connector will 1 ght. Standard 10BASE-T specifications
apply tothe 10BASE-Tinterface of the RangeLAN802 Access Point. No segmentcan
exceed 100 meters.

10BASE2 Cabling

When using 10BASE2 cabling with the Range LANS0?2 Access Point, the cable must be
properly terminated on eachend. Standard 10BASE2 specifications apply to the 10BASE2
mterface of the Range L AN8O2 Access Point. Eachcoax cable se gmentcan supportup to
30devices and the cable itself cannot exceed 185 meters.

Antenna Options

The RangeL ANS02 Access Pointis shipped with astandard directly-connected antenna.
Toinstall the anienna, screw it clockwise onto the antenna connector. Proxim sells several
antenna alternatives including higher gainanddirectional antennas,. Eachofthese antennas
ships withinstallation and mounting instructions. Forinformation on additional antenna
options, please contact your Proxim Sales Representative.




Mounting Options

The RangeL AN802 Access Point was desi gned tositon adesktop. You may optionally
purchase a mounting hardware bracket to attach it to acubicle orawall,

Figure 3
Wall Mount




Figure 4
Cubicle Mount
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4. Wireless Topologies

RangelLAN802 productslook and operate similar to Ethernet products. The only difference
isthataradio replaces the wire between variousnodes. This means thatall of yourexisting
applications thatoperate over Ethernet will work with Rangel. AN802 without any special
wireless networking software, Wireless products are typicallyused in several network
topologiesdescribed in this chapter.

Ad Hoc

With wireless LANs, one or more computerseasily establish an ad hoc network when the
unitsare inrange of each other. Each computercandynamically connect and reconnect to
the others with no additional confi guration, using off-the-shelf peer-to-peernetwork operat-
ing systems. With this capability, many companies are developingapplications optimized for
ad hocnetworks,

(CCCCeecca
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Figure 5
Ad Hoc
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Infrastructure

Manycompanies havean existing Ethernet orwired LAN infrastructure and wantto be able
toextend thatcapability to wireless nodes. Thisis accomplished by attaching an Access
Point (o the wired LAN. This allows the wireless clients to access the network resources.

DB A ‘

' Rang el AN2 74010
t Y

#"5?4??

RangelAN2 7100
Rangel AN2 7400

Figure 6
Single AP

Forlargerenvironments, Ran 2eLANSO2 products supportthe ability to roam from one
wireless cell to another while maintaining the same network connection. The Access Points

establish coverage areas orcells similarin conceptto those of acellular phone network. The
mobile clients will connect with any Access Point thatis within ran ge.

i2




Rangel AN2 7400 RangelAN2 M0

Figure 7
Roaming

EachRangeL AN802 Access Point withina roaming network must be confi gured ona
unique Pattern, but all musthave the sameSet and ESSID. The portable PCs are equipped
with Rangel AN8028400 cards which are also set to the same ESS ID. As the portable PC
seamlessly switches from cell to cell, itsnetwork connectivityis preserved.

The usercan move freely between the Ran geLANBO2 Access Points in the network. When
the roaming PC leaves the transmission ran geofone RangeLANS02 Access Point, the
software automatically polls the other Ran geLAN802 Access Pointin the same ESS IDto
continue the network connection.

Note that the cells must overlap to ensure that there are no gapsin coverage, and
that the roaming PC will always have a connection available.

Note:

Roaming stations will only roam among RangelAN802 Access Points with
the same ESS ID.
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Guidelines for Roaming

d
Q

AllRangeLAN802 Access Points musthave the same ESS ID.
AllRangeLAN802 Access Points have aunique Set.

All workstations with Rangel.LAN802 8400 cards are configured withan ESSID
matching the Range LANS02 Access Points they will roam between.

O Thecellscreatedb yRangeLAN802 Access Points must overlap.

Roaming will notoccuracross routers unlessusinga roaming protocollike Mobile
IP or Mobile IPX.

14



5. Configuration

Youneedtoconfigure the RangeLAN802 Access Pointif:

U Thereis more than one RangeLAN802 Access Pointon this network, forexample
Inaroaming environment

O Youneed tochange the software default values, including IP addresses
O Youwanttoset ESS ID on your network

There are five ways to configure the Range LAN802 Access Point:

U Locally viaanull modem cable and a terminal or terminal emulation package
0 Remotely across the network using a telnet session

O Remotely acrossdial-upmodems

U Remotelyacross the network using an SNMP management package

[ Remotely acrossthe network viaa Web browser

Locally (Out-of-band)

Youmay use the DB-9Local Management Port on the back of the Access Point to configure
the unit. Tolocally configure the RangeL AN802 Access Point, youneed anullmodem RS-
232 cable with anine pine female connector on the Access Pointside and a terminal or PC
with anavailable serial port running a terminal application package.

Note:

Ifyouuse a terminal application that has the option to checkfor the CD signal
before establishing a connection, configure the software to ignore CD.
Alternatively, verify that your null modem cable is a full handshake cable and
pulls CD high.

15



1. Connectthe nullmodem RS-232 cable between the Rangel.ANS02
AccessPoint Local Management Port and a free serial porton your
terminal or PC,

2. Configure the terminal or terminal emulation package for 9600 bps N81
operation. Ifyouare using aterminal emulation package, choose TTY
astheterminal type.

3. Apply power to the RangeLAN 802 Access Point. During the boot
process messages willbedisplayed on the terminal screen. When they
are completed and you see the “Initialization Complete” message, press
<Enter>to enter the software configuration menu. Ifthe unitwas
already turned on, you can press <Enter> to display the menu.

Remotely (In-band)

The second configuration optionis remote configuration across the wired network.

Note:

The RangelAN8O2 Access Point is not manufactured with a default IP
address. In order to telnet to the RangeLANS02 Access Point, you must first
assign it a valid IP address for your network using null modem cable
configuration or a BOOTP server.

1. From a wired client on your network, open atelnet session to the
RangeLANG&02 AccessPoint.

2. Youwill be prompted for a password if you enabled this option
through the TCP/IP Configuration Menu.

3. Youwillentertheconfiguration menu.

16



Modem Support

The RangeLLAN802 Access Point may be remotely configured via adial-upmodem. To
allowforthistype of configuration:

1. Configure the modem from a terminal or terminal emulation program at9600bps.
2. Issuethefollowing commands to the modem:

ATS0=1 (Auto-answer after 1 ring)

AT&DO (Ignore DTR)

ATEQ (Nolocalecho)

ATQ1 (Suppress resultcodes)

AT&WO (Store configurationin non-volatile memory)

3. Attachamodem viaastraight-through cable to the RangeL AN802 Access Point.

4. From aremote modem, dial the phone number of the modem connected to the
RangelLAN802 Access Point.

5. Afterthe RangeL AN802 Access Point's modem has answered the phone, press
<Enter>on the terminal connected to the remote modem until you see the configu-
rationmenu tree .

Main Menu

After using one of the above three methods, you will see the following software menu whose
choices willbe described in the nextchapters:

17



Main Menu I

- Configuration Menu

o Statistics Menu

e Status Menu

Download Menu

4 Diagnostics Menu

-4 Reset Access Point

Note:
Depending on the current settings of the RangeLAN802 Access Point, the
order of the options in the menu tree may change slightly.

SNMP_Management

Youmay configure and monitor the RangeLAN802 Access Pointusing an SNMP manage-
ment package. SNMP Management of the RangeL AN&02 Access Pointis described in
Chapter9,

Remotely via a Web Browser

Youmay configure and monitor the Access Point viaa Web Browser. Web Browser
managementis described in Chapter 10.
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6. Configuration Parameters

Toconfigure the RangeLAN802 Access Point, pick the Configuration option from the Main
Menu. The following two diagrams illustrates the software tree:

_I Contiguration Meny I

I Topa® Gontiguntion Meru |
1
I 1P Addrass I——l Subnst Mask —t | Dofault Gateway AG0ress Send BOTTP wl Boot Time I
I BOGTP Servar {2.0.0.0 for Broadoast l——l Tuinst Acoass [ | Telnst Pessword Brawser Managsm ent I
I Browsa Usst Nams l—-—l Browsst Patsword |
I Flitar Meny ]
I
I Fitear Flvsd #odss l—-—l Fiitar (P Paskets | i Filter P4 Pagkels Flltor W1BEY) F avkats [
[ Fllter Apple alk P ackets E——' Filer DECH al Packaty I I Elitar Othar Packats Elltar IPX RIP Broadosn Fackats |
[ Flllas 13 SAF Breadonst Packals P-A-I Fllar IFX LEP Broudoast Packats | I Flltac ARP Brosdoatt Packets ARP Fillat Retwork Addiase |
I ARP Filler Subnst Mash |——| Broadoast Bandw dih Allacellon % |
{ Hadlo Conliguration Menu I
]
| Radia Port Adminiatrative Status I_-—{ Daluy Radlo Recontigure I I No Frafllc Trap Parlod [seconds) Radio Trafllc Trap Thrashald (%) ]
| Rladlo Breadeast Trap Thssnond (%) |——[ Resal R idlo —I I Ess D Currant Sat ]
I Gurrsnt Panarn I——l Fragmsntation Threshold I I RTS$ Thigsholg D8 Timaout {reconds] I
{ Ethernat © Manu I
LI Ethgrnat B ot Adminlotrative Stalus l
I Authorizello n Tabie Configurnilon Manu I
I SKMP Canilguration Menu I
I +» Raxel Accavs Polnt lo Faclory Datauls l
[
1
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Statistics Manu

Statur Manu

Download Many

Clagnoslic s Menu
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Contiguration Menu

I TCPAP Conligurstion Menu l
: Filter Conliguration Meny I
l Bridgs Configuralion Menu I
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l Etherns! Conliguration Menu I
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+ NotAccessible via Telnet
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TCP/IP Configuration Menu

Use this option to change the TCP/IP parameters of the Ran 2elLAN802 Access Point.

Parameter Name Range Default
IP Address - 0.00.0
Subnet Mask - 0.0.0.0
Default Gateway - 0.0.00
Address

Send BOOTP at Boot True/False True
Time

BOOTP Server - 0.000*
Address

Telnet Access Enabled/Disabled Enabled
Telnet Password 10 characters -
Browser Management Enabled/Disabled Enabled
Browser User Name 10 characters -
Browser Password 10 characters -

*0.0.0.0 is used to
send a broadcast

IP Addressindicates the IP address that will be assi gnedto the RangeLANSO2 Access
Pont. Itmust be aunique number on the network. This parameter will not change until the
Access Pointis reset.
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Subnet Mask indicates the mask that will be used to determine what network the
Rangel. AN802 Access Pointis on. This parameter will notchange until the Access Point is
reset.

If a packetis destined for an IP host ornode belongs to adifferent IP subnet, the
Rangel AN802 Access Point will send IP packets to the Default Gateway (usuallya
router) for the packets to be routed to the proper destination. This parameter will not change
until the Access Point is reset.

Youcanenable or disable the RangelLAN802 Access Point's ability to requestits IP address
from aBOOTP server at boot time, and you can supply the IP address of thatserver.

Youcanenable ordisable the ability to open a telnet session to the Rangel. AN802 Access
Pomtandseta password to control telnet access.

Youcanenable ordisable the ability to manage the RangeL.AN802 Access Point viaa Web
browser, and set a user name and password to control the Web browser access.
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Filter Configuration Menu

Thefilter configuration allows you to customize the type of traffic which s forwarded from the
Ethernetnetwork to the Range ANS(O2 network. None of these filters affect traffic flowin g
from the wireless clients to the wired backbone.

Parameter Name Range Default

Filter Fixed NodesFlltering/Not Filteringg Filtering

Filter IP Packets Flltering/Not Filterirngiot Filtering

Filter IPX PacketsFlltering/Not Filterirgiot Filtering

ilter NetBEUI PackeFfltering/Not Filterirgkm.Piltering

lter AppleTalk Pack®fitering/Not Filterifg Filtering

Filter DECNet Packe ltering/Not Filteringict Filtering

Filter Other Packet¥F]ltering/Not Filteringiot Filtering

llter TIPY RIP Broadc¥gfitering/Not Filterinfy Filtering
Packets

lter IPX sSAP Broadc¥gfitering/Not Filtering Filtering
Packets

lter IPX LSP Broadc¥gftering/Not Filtering Filtering
Packets

Filter ARP BroadcasFfltering/Not Filteringiot Filtering

Packets
ARP Filter Network - 0.0.0.0
Address
IRP Filter Subnet Mask - 0.0.0.0
Broadcast Bandwidth u-100 80

Allocation (%)
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The Fixed Nodes Filter will preventtraffic whichisdestined toa non-broadcast, non-
multicast, non-Range LANS02 address from being forwarded from Ethernet to wireless. DO
NOT usethis filter when usin gthenode address overwrite feature on RangelLAN8(2 sta-
tions.

The Protocol Type Filters prevent traffic of a particular protocol type from being forwarded
from Ethernet to RangeL AN802. When “Other Types”isenabled, all types other than those
listed will be filtered out. DO NOTTilter out the types of packets youknow RangeLANS02
nodes willneed toreceive. For example, if youuse TCP/IPasa protocol on your wireless
nodes, do notfilter IP traffic. If youhave Macintosh computers on your Ethernetnetwork
that send AppleTalk traffic only to each other, youmay want to filter those packets from
RangeLAN802 stations. The Protocol TypeFiltersinclude IP, IPX,NetBEUI,

AppleTalk, DECNet, and Other (none of the above).

The IPX Broadcast Filters prevent IPX broadcasts of the specified types from being
forwarded from Ethernetto Ran geLANO02. Since RIP, SAP, and LSP broadcasts are of
mterest to routers and not end stations, these filters cantypically be turned on, saving valu-
able bandwidth.

The ARP Filter Network Address and ARP Filter Subnet Mask enable [P ARP broad-
castfiltering. When these filters areconfigured, ARP broadcasts will be forwarded from
EthernettoRangelL ANS(2 only if the destination IP address is on the IP network defined by
the ARP Filter Network Address and ARP Filter Subnet Mask fields.

Broadcast Bandwidth Allocation allows youto specify the maximum percentage of
RangeL AN8O2 bandwidth that may be allocated forbroadcasttraffic. There may be cases
when you wantto limit broadcasttraffic. Asan example, to prioritize directed packets, you
raight want to reserve radio bandwidth for directed packets by setting this limit to less than
100%.
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Radio Con@ration Menu

L Parameter Name Range Default
Radio Port Enabled/Disabled Enabled
Administrative Status

LDelay Radio Recenfigure True/False False
Neo Traffic Trap Period 0-10,000,000 0
(secends)

Radio Traffic Trap 10-100 100~

Threshold (%)

Radio Broadeast Trap 10-100 100 *

Threshold (%)

ESSID 0-32 characters PROXM
L

Set 1-3 1

L Pattem 126 1
Fragmentation Threshold 256-2346 2346
RTS Threshold 0-3000 2305

EB Timeout (seconds) 1-600 600 —}

* a value of
100 disables
this trap
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This option allows you to change the various wireless parameters.

The Radio Port Administrative Statusis for SNMP usage. Itcorresponds to the SNMP
MIB-II Administrative status parameter and can be used to bring the radio interface back up
afterithas been disabled by an SNMP manager.

The Delay Radio Reconfigure parameter allows youtodelay radio parameter changes
from taking effect. Youmight wantto enable this feature if youwere wirelessly configuring
the RangeLANB(02 Access Point, so that youdid notlose communication when the param-
eters changed. Forexample, suppose you were changing aRangeLANS02 Access Point's
ESSID. If youdid not use the Delay Radio Reconfigure parameter, when the ESS ID
changed, the wireless client would no longer be able to communicate with the RangeLAN802
Access Point.

The No Traffic Trap Period specifies the number of seconds after which a No Traffictrap
issentvia SNMP.

The Radio Traffic Trap Threshold specifies a percentage of radio traffic after which a
RadioHigh Usage trapis sent via SNMP.

The Radio Broadcast Trap Threshold specifies apercentage of radio broadcast traffic
after which aRadio High Usage trap is sent via SNMP.

Reset Radio allows you to reset the radio contained in the RangeLAN802 Access Point
withoutresetting the entire unit. This will cause any changes to the radio parameters which
haven'tyettaken effect (because the Delay Radio Reconfigure parameteris set) to take
effect.

The ESS ID s a string that must match on all communic ating RangeLAN802 products. All
Access Points and clients that are involvedin aroamin gnetwork will have the same ESS ID.

The Setdefines a table of hopping sequences, as specified by the IEEE. All Access Pointsin
aroaming environmenthave the same Set.

The Pattern defines a hopping sequence from within a Set. All Access Pointsin aroaming
environment musthave aunique Pattern.
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Fragmentation Threshold defines the maximum packet size, after which all packets willbe
brokenup. This parameter does notneed to be changed from its default settin ginmost
environments.

RTS Threshold defines aminimum packetsize below which RTC/CTS handshaking will
notbe performed. This parameter does notneed to be changed from its default setting in
mostenvironments,

The DB Timeout parameter specifies the time after which the learned physical address of the

network nodeisdiscarded. This datais dynamically acquired by theRangeLANS02 Access
Pointso thatitcan forward packets properly.

Ethernet Configuration Menu

Parameter Name Range Default

* Ethemet Port Administrative Status Enabled/Disabled Enabled

The only optionin this menu, Ethernet Port Administrative Status, is visible onthe
RangeLLAN802 Access Point only for SNMP usage. It corresponds to the SNMP MIB-TT
Administrative status parameter and can be used to bring the Ethernetinterface back up after
ithas beendisabled by an SNMP manager.

Authorization Table

The Authorization Tableisdescribed in Chapter 11.

SNMP Management

SNMP Management is described in Chapter 9.
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Reset Access Point to Factory Defauits

Use this option to reset all the parameters to default values. This optionis only visible when
configuring the Access Point viaa terminal, not via telnet.

Dump Configuration to Screen

This parameter displays the current configuration of the RangelL AN802 Access Pointtothe
screen. Using ascreen snapshot program you can save these settin gs. Amember of the
Proxim Technical Support Department may ask youto printoutthis snapshot for trouble-
shooting purposes.
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Youcanview statistics about the RangeLAN802 Access Point from the Statistics Menu.
The following diagram illustrates the software tree:
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Radio Statistics Menu

This menudisplays the number of successfully transmitted and received packets throughthe
radio interface of the Range LANS02 Access Point.

Ethernet Statistics Menu

This menudisplays various statistics about Ethernet traffic to and from the RangeLANS02
Access Point.

Briﬂ;e Statistics Menu

This menudisplays information regarding packets that were filtered due to the brid ge's
learning about the location of nodes. It also shows the percentage of the brid ge'sforwarding
table thatis used up already by learned node addresses.

Filter Statistics Menu

This menudisplays the count of packets that were filtered outdue to the various filter options.

Reset Statistics

Youmay resetthe Rangel AN802 Access Point statistics from this menu option.
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8. Status Menu

The Status Menu shows you the current state of RangelLAN802 Access Point parameters.
The following diagram illustrates the software tree:
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Radio Status Menu

ThecurrentRangeLAN802 Access Pointradio parameters are displayed in this menu option.
These willmatch those in the Configuration Menu.

The Radio Traffic Level and Radio Broadcast Level parameiers show the current values
of these parameters whichmay cause an SNMP trap. Similarly, the Last Unauthorized
Address shows the MAC address of the last wireless client who tried to attach to the wired
network via this Access Point, but was prevented because of the Authorization Table.

The Radio ROM/Firmware version of the radio contained inside the RangeLAN802
Access Pointis available for viewing.

If there is a parameter that will not take effectuntil the Range L AN802 Access Point or radio
is reset, the Reset Required for Reconfiguration parameter will be set to “true.” For
example, after changing the radio Pattern through the Configuration Menu, this parameter
would be setto “true.”

The Number of Radio Stations Connected parameter displays a count of the current
RangeLAN802 devices configured as Stations that are synchronized to this Range LANS02

Access Point.

Bridge Status Menu

The Bridge Addressis the MAC address of this RangeLAN802 Access Point.

TCP/IP Status Menu

The current IP Address, Subnet Mask and Default Gateway are displayed.

Association Table

Youcanview the table of wireless nodes that are currently associated with this
RangeLAN802 Access Point. The table can hold amaximum of 2048 entries
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9. SNMP Management

Youmay configureand monitor the RangeL AN802 Access Pointusing an SNMP manage-
mentpackage. The following illustrates the software menu:
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The RangeLLAN802 Access Pointsupports the followin g MIBs:
O MIB-II(RFC 1213)
O IEEE 802.1d Bridge MIB (RFC 1493)
U Extended Ethernet MIB (RFC 1643)

O Proxim Enterpriss MIB

The Proxim Enterprise MIB is supplied in ASN. 1 format. Itis available on the
Proxim BBS and Website. Thefilename is AP8520.MIB. Follow the instructions
inyour SNMP management package forincorporating enterprise-specific MIBs.

Note:
The RangelAN80O2 Access Point is not manufactured with a default IP
address. In order to SNMP manage the Rangel AN802 Access Point, you

mustfirstassign itavalidIP address for your networkusing null modem cable
configuration or a BOOTP server.

Youmay choose to configure the RangeLANS02 Access Point through the menutrees (in-
band or out-of-band) to set SNMP parameters before using an SNMPmanager.

Enable/Disable SNMP allows you to enable or disable SNMP managementof
the RangeLAN802 Access Point.

The Read-Only SNMP Community parameter specifies acommunity supported
by the Rangel. AN802 752x Access Point. Actions permitted by this community
are“read-only” (GET and GET-NEXT). SET attempts usin g thiscommunity will

resultinrejection of the attempt with a general error response and the generation of
anauthentication trap (if so enabled).

The Read-Only SNMP Manager IP Address specifies the IP address of the
SNMP manager which is permitted to use the Read-Only SNMP Community. An
address of 0.0.0.0indicates any manager may use this community.
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The Read/Write SNMP Community parameter specifies the acommunity sup-
ported by the RangeLAN802 Access Point. Actions permitted by this community
are “read-write” (GET, GET-NEXT, and SET).

The Read/Write SNMP Manager IP Address specifies the IP address of the
SNMP manager whichis permitted to use the Read/Write SNMP Community. An
address 0f 0.0.0.0indicates any manager may use the community.

The SNMP Trap Community parameter specifies the community that will be used
by the RangeLANRO02 Access Point when generating TRAPPDUs toremote
managers.

The Trap Target Address specifies the IP address of the device to which gener-
ated TRAPPDUs will be sent. A value of 0.0.0.0 disables trap generation,

Authentication Trapsare sent to the Trap Target Address whenever anyone
atiempts to SNMP manage the RangeLAN802 Access Point with an invalid com-
munity or from aninvalid community. Youmay enable ordisable the sending of
these traps.

SNMP Supported Traps

The following traps are supported by the Ran geLAN8O2Access Pointand are sent
to the SNMP manager defined by the Trap Target Address when they occur.

MIB I Traps
Cold Start- Sent when the RangeLANS02 Access Point powers on or reboots.
Link Up - Sent by each interface at start-up orafter comin g back up.

Link Down - Sentwhen the RangeLAN802 Access Point software cannotinitialize
orcommunicate with either interface.

Authorization - Sentto the network manager whensomeone tries tomanage a
RangeLANB02 Access Point with aninvalid community.
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Enterprise Specific Traps

No Traffic- Sent when set to a non-zero value and when the Range LANS02
Access Pointdoes not receive any traffic from other radios for the configured
period of time. The time may be configured in the Radio Configuration Menu.

Broadcast Threshold - Sentif the radio broadcast traffic exceeds the limit set by
the Radio Configuration parameter, Radio Broadcast Trap Threshold.

Cache Table High Usage - Sent when the cache table usage percentage has
exceeded the limitset by the Bridge Configuration parameter Forwarding DB Usage
Trap Threshold. Forexample, if this limit were set to 50%, when the
Rangel.AN802 Access Pointknows 1024 {out of the 2048 possible) entries, it
will send this trap message.

Radio High Usage - Sent if the radio traffic has crossed the limit set by the Radio
Configuration parameter Radio Traffic Threshold.

Serial Port Down - Sent when the serial port of the RangelLAN802 Access Point
isnot working. The status of this portis checked only at boot time.

Unauthorized Usage Trap - Sent when an unauthorized wireless user tries to
attach to the network through the RangeLAN802 Access Point.
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10. Web Browser Management

Youmay configure and monitor the RangeLAN802 Access Pointusin gaWebbrowser.

Supported Web Browsers

O Netscape Navigator 3.01 orabove for Win95/WinNT
U Netscape Navigator 3.01 orabove for Macintosh
0 Netscape Navigator 3.01 or above for SUN

O MicrosoftInternet Explorer3.01 orabove for Win95/WinNT

Establishing a Connection

Note:

The RangelAN802 Access Point is not manufactured with a default IP
address. In order to manage the RangelLANS802 Access Point with a Web
browser, you must first assignitavalid IP address for your network using null
modem cable configuration or a BOOTP server.

Starta supported Web browser on a network computer, connected to the network either via
awired or wireless connection. Highlightand replace the existing URL path with the IP
address of the Range AN802 752x Access Point. For example, the starting URL may be
similar to ‘http://www.proxim.com.” Highlightand replace the ‘www.proxim.com’ with the
IP address of the RangeLAN802 752x Access Point. A final result would appear similarin
formto ‘http://100.25.200.1.

The browser will display the Proxim screen for the RangeLAN802 Access Point Web
management. A passwordmay be required atthis pointif the RangeLANR02 Access Point
has had Browser User Name and Browser Password set. Afier 5 minutes or more the
useris re-prompted for the password.
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Main Display

Ontherightside of the screen, there is a picture of the RangeLAN802 Access Pointalong
with the text*“Web Manager For Wireless Networks.” Proxim Technical Supportcontact
informationis listed below,

The firsthalf of the menu on the left side details the Web options. The second half lists the
RangeL AN&02 Access Point device managementfunctions available through the other
access methods (telnet, terminal interface, SNMP).

Nextto each menuitem iseithera [+] or[-]. A [+]indicates that there are sub-menu items
whichare notbeing displayed. Todisplay these hidden items left-click on the [+] symbol.
Clicking on the {-] symbol shrinks the menu.

Textwithoutaf+] or[-] will take you to that function screen directly.

RangeLAN802 Access Point Network Manggement

Discover AP’s

This screendisplays all RangeLAN802 Access Points detected on the network. When the
mouse is positioned over the picture of the unit, the IP address appears on the status line,
Click on the picture to configure the RangeLANS02 Access Point.

The columns display the MAC address, the IP address, the Domain, the Channel, the
Subchannel, and the Master Name of the Access Point.

Network Map

Thisdisplay shows all Proxim network components which have beendetected.

As with the “Discover AP” page, when the mouse is positioned over the picture of the unit,
the IP address appears on the status line. Clicking on that picture will redirect the browser to
that RangeLAN802 Access Point’s configuration page. The leftmostcolumnis the unit being
currently browsed.
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Displayed under each RangeLAN802 Access Pointisalistof MAC addresses of the Proxim
devices currently synchronized to that Access Point.

Press the Update button of your Web browser to see the latest view of the network map.

Traffic Monitor

This page displays a real-time graph of the traffic being processed by each RangeLANS02
Access Point on the network.

Each Rangel.ANR02 Access Point, is displayed with its Master Name and MAC address.
Eachhas a graph showing the following types and volume of traffic:

U Transmitted unicast packets

d Transmitted broadcast packets
O Receivedunicast packets

{ Received broadcast packets

Unicast packets are transmissions in which the destinationis a single, knownnode and is
specifiedin the packet.

The broadcast packets indicator alsoincludes multicast packets. Both types are packetsin
which the destination is two or more nodes.

RangeLAN802 Access Point Device Management

This menu offers configuration options for the RangeLAN802 Access Pointasdescribed in
Chapter 6.
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11. Authorization Table

Foradded security, you can use the Authorization Table to hold the MAC addresses of
the wireless nodes that will be allowed or disallowed to connect to the Ethernet LAN through
the RangeLAN802 Access Point. These addresses are manually added and deleted. For
example, if a Rangel.AN802 clientcardis missing, you can specifically disallow itaccess to
the network.

The Authorization Table Usage Option determines if this table will include orexclude
wireless users and if the table will be used at all. If you have notrecently updated the table,
youmay wantto disable usage until you can add all the proper entries. By default, itis
disabled. The table can hold amaximum of 256 nodes.

Youcanalsoenable ordisable an SNMP trap that will tell the SNMP manager an unautho-
rized user has tried to use the RangeLAN802 Access Point.

The Update Authorization Config. of Al APs parameter distributes the Authorization
Table from this Access Point to all other RangeL AN802 Access Points on the network. This
featureisuseful in that youdonothave to setthe Authorization Table individually onall
RangeL AN802 Access Points in the same network. Choose the AP Authorization Config.
Download Table to watch progress of the distribution. In mostcases, the distribution will
take place so quickly that you will only see the final status of the distribution.

The Authorization Table configuration options can be found under the Configuration Menu.
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12. Performance Hints

This section provides the user with ideas as to how to increase performance and network
satisfaction on a wireless network.

Microwave Ovens

Microwave ovens operate in the same frequency band as RangeL AN802, Therefore, if you
use amicrowave within range of RangeLAN802 you may notice network performance
degradation. However, both your microwave and your Range LAN802 network will con-
tinue to function.

Range

Every environmentis unique with different obstacles, barriers, materials, etc. and therefore, it
1s difficultto determine the exact range that will be achieved with testing. The site surveytool
wasdevelopedtoaidinthis process. Additionally, Proxim has developed some guidelines to
estimate the range thatusers will see when the productisinstalledin their facility, but there are
no hard and fast specifications.

Radio signals may reflect off of some obstacles or be absorbed by others depending on their
construction. Forexample, with two RangeLANS02 radios youmay achieve up to 1000'in
open space outdoors where the two antennas are line of sight, meaning they see each other
with no obstacles. However, the same two units will only achieve up to 500 of range when
they have to travel through the cubicles usually used in modern offices. If there are office
wallsto penetrate, the signal range may decrease even further to up to 300",

If you are interested in antenna options, contact your Proxim Sales Representative about
antennakits.

Proper antenna placement can help improverange. Here are some guidelines:

U Theantennashould be placed in a vertical position. It can be mounted upsidedown
tothe ceiling orabeam.

U Place theantennaas high as possible. Inan office environment, try to placeitabove
cubicle walls.
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U Donotplace asheet of metal (like a filing cabinet) between two antennas.

U Twoantennasthatare communicating should be in the same plane. Forexample,
donotlie one antenna onits side and have its partner standing upright.
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13. Site Survey Tool

The RangelLAN802 Access Point has a site survey tool to determine proper placement of
radios and antennas.

Anetwork administrator might want to use this tool when diagnosing user performance
problems. A network installermightuseitto aidin determining placement of the Access
Pointand wireless clientantennas.

The site survey toolis accessible from the Radio Diagnostics Menu. The site survey tool
shows the Addresses, Link Quality and RSSIof each node that the RangeLAN802 Access
Pointcan find wirelessly.

To perform asite survey, first choose the Run Broadcast Site Survey option and let the
RangeL AN802 Access Pointsitfora period of time that youspecify. Thenlook atthe listof
Addresses found, Link Quality and RSSIdata. The results will show an average value for
each parameter over the time period for which the site survey was run. If you check the data
before the full time has elapsed, you will see values that are an average of the time thus far
elapsed.
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Radio Diagnostics Menu FF Bete 1.3-B1l0

Selection Description Current Value
1 Run Eroadcast Site Survey

b4 Run Directed Fite Survey

3 Run Antenns Pointing Tool

L Run Master Search Tool

& Radio ROM Version V1.578B

Bnter a selection number or <ESC=> for previous menu —> 1

Site Survey Duration (seconds) [10]
Entey new value—>

Warning —=- &ite survey results for powver-managed wireless nodes may not be
aAcCcurate, Parform a directad site survey for these nodes.

Hit <E%C> to terminate and any other key for intermediate results

Sita Survey Completad

Site Survey Tabla

Addrass Link Quality (l=poor, S=strong) RESI
00:Z20:a6:00:12:85 4 144
00:20:a6:00:12:c0 £ 134
00:20:a6:00:22:92 4 1386
00:20:a6:30:19:9c 5 158
00:20°"a6:30:20:6k 4 145

Hit any key to continue ...

Figure 8§
Broadcast Site Survey
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Thehigher the Link Quality number from a particular node, the greaterthelink. ALink
Quality number of O indicates that the node is no longer responding at all. This is the most
important parameter to watch to verify that you will be able to maintain a reliable wircless
connection. Note that the Link Quality number of RangeLAN802 8400 adapters may
be low if those adapters are in their doze mode when being surveyed. As these
adapters wake up, the Link Quality number may change, so this number may not
always be accurate.

Received signal strength (RSST) indicates how strong asignal was received from aparticular
node.

Afterusing the Broadcast Site Survey, you can choose the Run Directed Site Survey to
check the packets per second and bytes per second measurements between the
RangeL AN8(02Access Pointand the node you select.
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Radic Diagnostics Menu FF Eata 1.3-Bl0

Selection Description Current. Value
1 Run Breoadcast Site Survey

z2 Pun Diracted Site Survey

3 Iun Antenna Pointing Tool

4 Pun Master Search Tool

s Radie ROM Version V1.E7B

Enter a selection number or <ESC» for previous menu -> 2
Site Survey Table

Index Address Link Quality (lspoor, S=strong)RSSI
I 00:20:a6:00:12:85 4 l44
z 00:20:a6:00:12:c0 g 151
3 C0:20:a6:00:22:92 4 i36
4 00-20:a6:30:19: %9 & 158
5 00:Z20:a6:30:70:€6b 4 145

Index of the Node to Parfornm a Directed Site Survey on  [1]
Enter new value=» 2

Packet 3ize (Bytes) [15001]
Enter new wvalue->

Site Survey Duration (seconds) [10]
Enter new wvalue->

Perforning Site Survey
Hit <ESC> to terminate and any other key for intermediste results

Site Survaey Completed

HNode Address 00:20:a6:00:12: c0
Packets Per Second 46

Bytez Par Second 63000

Averags RSST 151

Average Latency (mS) 42z

Maximun Latency (mS) 150

Standard Deviation of Latency (mS) 2z

Figure 9
Directed Site Survey
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14. Troubleshooting

RangeLAN802 Access Pointis designed to be very easy to install and operate. If youdo
experiencedifficulties, however, use the information in this chapterto help diagnose and solve
the problem. If you cannotresolve the problem, contact Proxim, as described in Appendix
F, “How to Reach Technical Support.”

How to Obtain Help with Your LAN Installation

If yourequire assistance toinstall your LAN, Proxim can put you in contact with a
RangeLAN802 resellerin your area. Thereselleris anexpertinthe design, installation, and
maintenance of LANs and will be able toexamine yourneeds and recommend the most cost-
effective solution for your LAN whether you are installing anew LAN or adding ontoan
existing one. Forthe location of the RangeLANRO2 reseller nearest you, contact Proxim at
800-229-1630 and ask for the Sales Department.

Digg_;nostics Menu

Thereare diagnostic tools builtinto the Range LAN802 Access Point that will assist youand
yourreselleror Proxim Technical Supportin solving problems. The following diagram
illustrates the software tree:
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—l Configuration Menuy I
-I Statistics Menu I
-—I Status Menu I
_| Download Menu I

_| Diagnostics Meny I

Radio Diagnostics Menu

Run Broadcast Site Survay J Run Directed Site Survey

Radio Flash Varsion

Technical Support Parameters I
Bool AOM Version I
Flash Cede Varsion I

Ping IP Host I
Discover APs I
—.I_ Reset Accass Point I
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Versions

You can read the ROM version of the radio in the RangelLAN8(2 Access Point. Youcan
also read the Boot ROM version and Flash Code version.

Technical Support Parameters

If you call Proxim Technical Support, they may ask youtoenable the Technical Support
Parametersto perform more detailed diagnostics on the unit.

Ping IP Host

From the Diagnostics Menu, you can cause the RangeL.AN802 Access Pointto Ping any IP
Host on the network.

Discover APs

The RangelLAN802 Access Point will display all Range LAN802 and Ran geLAN2 Access
Points thatit is able to discover on the Ethernet backbone alon g with their configuration.
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Diagnostics Mema IM Beta 1.0-BS

Selection Description Cuwrrent Value
1 Padio Diaghostics Henu

z Technical Support Parameters disshled

3 Eoot ROM Versiom Beta 1.0-B3

4 Flash Code Version IM Beta 1.0-B5S
5 Ping IP Host

6 Discover APs

Enter a selection number or <ESC> for previous menu -> 6

Discovering... .

Discowvered IEEE B0Z.11 APs Table

MAC Address TP Address ES3ID Set  Pat_
00:20:a6:34:8b:40 10.1.150.36 Wiring Closet 1 1
00:Z20:a6:31:64:1a 10.30.255.8 METC 1 z
00:20:a6:34:f9:ef 10.9.50_70 ZND_FLOOR z 3
Discovered APs Table
MAC Address IP Address Domain Channel Subchannel Master Name
00:20:a26-30:al:3f 10.10.253.26 10 ] 15 lst FLR
00:20:a6:30:f0:04 10.5.30.4 4 3 1 SALES
00:20:a6:30:f0:3e 10.8.31.9 7 7 1 HOSPITAL
Hit amv kevy to comtinue ...
Figure 10
Discover APs
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Commonly Asked Technical Support Questions

Problem/Symptom/Question Possible Solution/Answer Chapter in
Users Guide

Is Access Point fully booted? The status LED charges from steady yellow to steady gresn 14

| can't connect to the network from 1. Verify wireless comnection using the Site Survey Tool of the #1-13

wireless client. Access Point or using the client site survey tool. #2-7
2 . Check the Ethernet Statisfics to verify there is Ethernet #3-8
traffic that the Access Point can detect. If you are using
10BASE-T Ethernet cable, you can also view the Fthemnet
LINK fight to verify the cable is functional.

3. Verify you are not filtering out the kind of trafiic you are
trying to pass.

Are the wrong filters set? Turn on ene of the filters through the Configuration Menu. 6,7
Then check the Filter Statistics. If the count is increasing on
the filter you set, that kind of traffic is on the network. i
wireless clients cannot attach to the network after setting this
filter, turn that filter off.

| car’t ping, telnet, or Web browse There is no default IP address. The first time you use it, you 5

my brand new RangeLAN802 should set an IP address using a terminal and nul! modem

Access Point. cable or a BOOTP server.

How can | tell which clients are View the Association Table in the Status Menu. 8

associated with this Access Point?

i can't configure the Access Point Verify you are using a nul modern cable and that the terminal 5

locally via the seral port. is set to 9600 N&1.

| car't establish a wireless Verify that the client is set to the same ESS ID and that the 6

connection with the Access Point. client is configured as in Infrastructure mode.

The throughput seems slow. 1. To achieve maximum threughput, verify your antennas are #1-12
well-placed, not behind metal, and there are not too many #2-86
obstacles. If youmove the antenna closer to the client and
throughput increases, you may want to consider adding a
second Access Point and implementing roaming.

2. Also, you may be able to set filters to filter out Ethernet
traffic from the wireless side of the network.
The status LED on the Access Call Technical Support F

Point is steady red.




LED Indicators

There are three LEDs on the front of the Range LAN802 Access Point:

U ThecornermostLED, called the Status LED, changes from yellow to green to indicate
itis forwarding packets and functional. Itchanges from yellow toredif thereis a

hardware problem with the unit. If this LED does turn red, contact Proxim Technical
Support.

O Thecenteryellow LED, called the Radio LED, flashes when the Access Point transmits
wirelessly.

(] The third green LED, called the Backbone LED, flashes when the Access Point trans-
mits over the Ethernet.

Status LED

Radio LED

Figure 11
Front Panel LEDs

The following table illustrates the state of the LEDs during power-up:
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State Status LED Radio LED Backbone LED
Unit off Off Off O

Power-On Yellow Off Off
Diagnostics

Diagnostics Red Off Off

Failed

Normal Green Blinking Yellow | Blinking Green

There are three functional LEDs on the back panel of the RangeLAN802 Access Point:

Thecomnermost green LED ison steady when the Access Pointis ready for operation.

U  Thegreen LED nearest the I0BASE-T connectoris on steady when a functional
10BASE-Tcableis pluggedin. Itwill notlightif you are using 10BASE2 cable.

O  Thethird LEDisreserved forfuture functionality.

Power LED

10BASE-T Link Indicator

Figure 12
Back Panel LEDs
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I Main Menu I

Configuration Menu I

Statistics Menu I

Status Menu I

Download Menu I

** Download AP Image Using X-Modem

Download AP Image Using TFTP

Download AP Image Using FTP

Accept Downloads from Qther APs

AP Image Download Table

Update Images of All APs

Update Images cf Selected APs

Update Image of a Specific AP

Diagnostics Menu I

** Only visible when cenfiguring via serial

Reset Access Point I
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| Main Menu I

—I Configuration Menu I
—| Statistics Menu I
_l Status Menu I
_I Download Menu I

Diagnostics Menu

Radio Diagnestics Menu I

Run Broadcast Site Survey

Run Directed Site Survey

Radio Flash Version

Technical Suppert Parameters I

Boot AOM Version I

Flash Code Version I

Ping IP Host I

—| Reset Access Polnt I

Discover APs I
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B. Download Menu

Atsomepointin the future, youmay need to upgrade the Rangel AN802 Access Point
software. To do this, choose the Download Menu option. Then youcan choose to down-
load anewimage. When configuring the Rangel,AN802 Access Point through the serial port
youmay download using Xmodem, TFTP, or FTP. When configuring through the Ethernet,
youwill nothave the Xmodem option. The following diagramillustrates the software tree:

| Main Menu I

Contiguration Menu l
Siatistics Menu I
Status Menu I
Downtoad Menu I

“* Download AP Image Using X-Modem Download AP Image Using TFTP
Download AP Image Using FTP Accept Downloads from Other APs
AP Image Download Table Update Images of All APs
Update Images of Selected APs Update Image of a Specific AP

Diagnostics Menu I
Reset Access Point I

** Only visible when cenfiguring via serial
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The steps fordownloading anew image are:

1. Choose a method of download (Xmodem, TFTP,FTP) and place theimage file on
that hard drive, floppy diskette, server, etc.

When performing an Xmodem download, use the Xmodem or Xmodem CRC
protocols.

2. Bringupthe menuonthe Access Point viaaterminal withanullmodem cable ora
telnetsession.

Choose the Download Menu off the Main Menu.
Choose the Download type, i.e. Download AP Image Using Xmodem, etc.

Answerthe on-screen prompts for server IP address, username, etc.

A

Whendownloadis successful, the Access Point will automatically rebootand load
the newimage.

The RangeLANRO2 Access Pointalsohas the ability to update other Access Points' software
on the Ethernet segment. You can choose to Update Images of All APs or Update
Images of Selected APs. Inthese two cases, the Access Point will first discover other
Access Points on the Ethernet segment. The difference between these two optionsis the
ability to exclude certain units from receiving the newimage. If youknowthe IP addressof a
specific Access Point that you would like to update, choose the Update Image of a Spe-
cific AP option and provide the IP address when prompted. If you donot want an Access
Point toreceive anupdated image, disable the Accept Downloads from Other APs param-
eter.

To view the status of downloads on other Access Points, see the Access Point Download
Table.
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C. Glossary

Access Point - Aninternetworking device that seamlessly connects wired and wireless
networks together.

Bandwidth —The size (in Hertz) of the frequency range that a signal transmission occupies.
Typical narrow band signals occupy a25 KHz bandwidth. The RangeLANZ2 signal occupies
a | MHz bandwidth.

BOOTP (Bootstrap Protocol} — A protocol used to assign IP addresses.

CSMA/CA — (Carrter Sense Multiple Access/Collision Avoidance) — CSMA is a proto-
colin whicheach node senses whether ornotachannelisin use before attempting to transmit
information. CA isan optimization by which channeltime is reserved to avoid collisions.

Download Image — A software file thatis used toupgrade the software code running on
the RangeLAN2 Access Point.

Frequency Hopping — A spread spectrum technique by which the band isdividedinto a
number of channels and the transmissions hop from channel to channel in a pre-specified
sequence.

IEEE —The Institute of Electrical and Electronics Engineers, a trade organization and
standards body.

Interference — A situation that occurs when an unwanted RE signal occupies the same
frequency band as adesired signal.

TP Address (Internet protocol address)— A 32-bit address assigned to TCP/IP hosts.

Narrow Band — A channel of about 25 KHz bandwidth in the RF spectrum. The FCC
allocates Narrow Band channels and issues a license to the user. Eachuser of aspecific
narrow band frequency range must obtain a site license from the FCC.

Spread Spectrum — A radio data transmission modulation technique by which the transmit-
ted signal is spread over a bandwidth wider than the information bandwidth. Spread Spec-
trum bands are designated by the FCC and require no user license.
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SNMP ( Simple Network Management Protocol) — A protocol used to manage net-
work nodes.

TCP/IP — Transmission Control Protocol/ Internet Protocol. A suite of protocols devel-
oped underDARPA sponsorship for internetworking.

WLIF - The Wireless LAN Interoperability Forum, a group of wireless LAN vendors that
supplyinteroperable wireless LAN products.
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TCP/IP Parameters

Parameter Namea Range Default
IP Address - 0.0.0.0
Subnet Mask - 0.0.00
Default Gateway - 0000
Address

Send BOOTP at Boot True/False True
Time

BOOTP Server . 0.0.00"
Address

Telnet Access Enabled/Disabled Erabled
Telnet Password 10 characters -
Browser Management Enabled/Disabled Enabled
Browser User Name 10 characters

Browser Password 10 characters -

*0.0.0.0 is usad to
send a broadcast
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Filter Parameters

Parameter Name Range Default

Filter Fixed NodesF}ltering/Not Filtering Filtering

Filter IP Packets Filtering/Not Filterindiot Filtering

Filter IPX PacketsFlltering/Not Filterindiot Filtering

ilter NetBEUI PackeFgltering/Not Filterindict Filtering

|lter AppleTalk Pack&#fdtering/Not Filtering Filtering

Filter DECNet Packet#ltering/Not FilterindVot Filtering

Filter Other PacketFjltering/Not Filterirdiot Filtering

llter IPX RIP BroadcEgfitering/Not Filtering Filtering
Packets

|lter IPX SAP BroadcEfflitering/Not Filtering Filtering
Packets

jlter IPX LSP Broadc¥gfitering/Not Filterirlg Filtering
Packets

Filter ARP BroadcasFlltering/Not Filterirdiot Filtering

Packets
ARP Filter Network - 0.0.0.0
Address
IRF Filter Subnet Mask - 0.0.0.0
Breoadcast Bandwidth 0-100 80

Allocation (%)
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Ethernet Parameters

Parameter Name Range Dafault

* Ethemet Port Administrative Status Enabled/Disabled Enabled

Radio Parameters

Parameter Name Range Default
Radio Port Enabled/Disabled Enabled
Administrative Status
Delay Radic Reconfigure True/False False
No Traffic Trap Period 0-10,000,000 0
{seconds)
Radio Traffic Trap 10-100 100 *
Threshold (o/c)
Radic Broadcast Trap 10-100 100 *
Threshold (%)
ESSID 0-32 characters PROXM
Set 1-3 1
Pattem 1-28 1
Fragmentation Threshold 256-2346 2346
RTS Threshold 0-3000 2305
DB Timeout {seconds) 1-600 600
* a value of
100 disables
this trap
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E. U.S. Specifications

The following technical specification s for reference purposes only. Actual product’s
performance and compliance with local telecommunications regulations may vary
from country to country. Proxim, Inc. will only ship products that are type approved

inthe destination country.

Network Interfaces

Data Rate

Media Access Protocol
Ethernetcompatibility
Radiocompatibility

Frequency Band

Independent Channels
OutputPower

ETS1 Testing

Operating Temperature

UL Listed Power Supply

Ethernet 10BASE2 (Thin) BNC
Ethernet 10BASET (Twisted-Pair)

2 Mbps ——Radio
10 Mbps — Ethernet

CSMA/CA
Ethernet packettypes and Ethernet Addressing
IEEE802.11

2.4-2 5 GHz Worldwide (Depends on country)
(spread spectrum frequency hopping)

15
100 mW or SO0 mW (Depends on country)

For purposes of ETS 300328 type testing, the
RangeLAN802 Access Point was tested over atempera
ture range of -20 Cto +35 C.

20Cto+60C

The RangeLAN 802 Access Pointrequires anexternal
power supply. If you have elected not to purchase the
external power supply from Proxim or need areplacement,
you must use only a UL listed, Class 2 power supply, rated
min. 1Aat12VDC.
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F. How to Reach Technical Support

If you're having aproblem using RangeLAN802 Access Point and can’tresolve it with the
information in Chapter 14, gather the following information and contact Proxim Technical
Support:

0 Whatkind of network are youusing?
What were youdoing when the error occurred?
Whaterror message did yousee?

Can you reproduce the problem?

0O C OO

What version of the Range LAN802 Access Point firmware and software are you
using?

Y oucanreach Proxim Technical Support by voice, fax, email, BBS, or mail:

Tel: 800-4PROXIM or 650-526-3640
Fax: 650-960-1106
Web:  http://www.proxim.com

Email:  support@proxim.com
BBS:  650-960-2419 (14400 bps, N/8/1)

Proxim, Inc.

Attn: Technical Support

295 North Bernardo Avenue
Mountain View, CA 94043
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A

Accept Downloads from Other APs 63
Access Point Download Table 63
AdHoc 11
Address 45
Antenna
Installation 3
AP Authorization Config. Download Table 41
ARPFilter Network Address, See Filter: ARP Network Address
ARP Filter Subnet Mask. See Filter: ARP Subnet Mask
Association Table 32
Authentication Traps 33
Authorization Table 27, 41
Authorization Table Usage Option 41
Authorization Traps 35

B

BootROM
Version 51
BOOTP 22, 37, &4
Bridge Address 32
Broadcast Bandwidth Allocation 24
Broadcast Threshold 36
Browser
Management 22, 37
Password 22, 37
UserName 22, 37

C

Cache Table High Usage 36
ColdStart 35
Community
Read-Only SNMP 34
Read/Write SNMP 35
SNMPTrap 35
Components 3
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Configuration 15
Local 15, 17
Modem 17
Remote 16
Telnet 2, 16
Terminal 2, 15

D

DB Timeout 27
DefaultGateway 22, 32
Delay Radio Reconfigure 26
Discover APs 51

Download Table. See Access Point Download Table

Dump Configuration to Screen 28
E

Enable/Disable SNMP 34
ESSID 26
Ethernet Port Administrative Status 26, 27

F

Filter
ARP Network Address 24
ARP Subnet Mask 24
Fixed Nodes 24
IPX Broadcast 24
Protocol Type 24
Fixed NodesFilter. SeeFiller: Fixed Nodes
Flash Code
Version 51
Fragmentation Threshold 27

1

Infrastructure 12
Installation
Ethernet 7
IP Address 21, 32
IPX Broadcast Filters, See Filter; IPX Broadcast
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L

Last Unauthorized Address 32
LEDs 54

LinkDown 35

LinkQuality 45

LinkUp 35

M

Manager IP Address
Read-Only SNMP 34
Read/Write SNMP 35

Menu
Bridge Statistics 30
Bridge Status 32
Diagnostics 49, 61
Download 60, 62
Ethernet Configuration 27
Ethernet Statistics 30
Filter Configuration 23
Filter Statistics 30
Main 17, 19
Radio Configuration 25
Radio Diagnostics 43
Radio Statistics 30
Radio Status 32
Statistics 29
Status 31
TCPAP Configuration 21

MIB 18, 26, 27, M4

Microsoft Internet Explorer 37

Microwave Oven 43

Mount
Cubicle 9
Wall 8

N

Netscape Navigator 37

NetworkMap 38

NoTraffic 36

No Traffic Trap Period. See Trap: No Traffic Period
Nullmodem 15

Number of Radio Stations Connected 32
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I

Pattern 26
Ping
IP Host 51
Protocol Type Filters. See Filter; Protocol Type

R

Radio BroadcastLevel 32
Radio Broadcast Trap Threshold  36. See Trap: Radio Broadcast Threshold
Radio HighUsage 36
Radio Port Administrative Status 26
RadioROM version 32
Radio TrafficLevel 32
Radioe Traffic Trap Threshold 36. See Trap: Radio Traffic Threshold
Range 43-44
Rangel . AN802
3400 2
Family 2
Read-Only SNMP Community. See Community: Read-Only SNMP
Read-Only SNMP Manager [P Address. See Manager IP Address: Read-Only SNMP
Read/Write SNMP Community. See Community: Read/Write SNMP
Read/Write SNMP Manager IP Address, See Manager IP Address: Read/Write SNMP
Requirements 2
Reset Access Point to Factory Defanlts 28
ResetRadio 26
Reset Required for Reconfiguration 32
Reset Statistics 30
Roaming 12-14, 26
ROM
Version 51
RTS Threshold 27
Run Broadcast Site Survey 45
Run Directed Site Survey 47

S

Serial PortDown 36

Set 26

SiteSurvey 45

SNMP 18, 27, 32, 33, 65

SNMP Trap Community, See Community: SNMP Trap
Subnet Mask 22, 32
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T

Technical Support 3, 51, 53, 70
Telnet. See Configuration: Telnet
Access 22
Password 22
Terminal, SeeConfiguration: Terminal
TrafficMonitor 39
Trap
Enterprise Specific 36
MIBII 35
No Traffic Period 26
Radio Broadcast Threshold 26
Radio Traffic Threshold 26
Trap Target Address 35

U

Unauthorized Usage Trap 36

Update Authorization Config. of All APs
Update Image of a Specific AP 63
Update Images of All APs 63

Update Images of Selected APs 63

W

Web
Browser 22

41
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TABLE A
COUNTRY CODE SETTING INFO
PROD NUMBER | C.C.ICODE, OFFSET|OCCUPMED FREQ,
BAND (GHZ) s
8520-02CE, X
BS20-05 ) [X] 2.402-2 480

NOTES: UNLESS OTHERWISE SPECIFIED
m 1 “ PLACE WANUAL (TEW B) ON TOP OF ASSEMBLED FOAM (ITEM 2).

n NOT USED.

3 ) SET COUNTRY COOE OF SUB-ASSY {ITEM 7} PER SALES ORDER.
CHECK APPROPRIATE BOXES ON LABEL (ITEM 10). AFFIX WHERE
SHOWN FOR CE PRODUKCTS.

[+ REMOVE Fonu INSERT WHEN UNVERSAL POWER SUPPLY (4000.0008) IS USED.
@ INSTALL SLEEVE (ITEM 12} AFTER BOX (IFEM )} IS CLOSED.

B | AFFIX LABEL (ITEM 11) TD ASSY (ITEM 7) APPROX AS SHOWN.

T. PLASTIC SHRINK WRAP COMPLETE SHIPFING KIT ASSEMBLY,

AR03014.D0C

EF




