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Federal Communication Commission Interference Statement

This equipment has been tested and found to comply with the limits for a Class
B digital device, pursuant to Part 15 of the FCC Rules. These limits are
designed to provide reasonable protection against harmful interference in a
residential installation. This equipment generates, uses and can radiate radio
frequency energy and, if not installed and used in accordance with
the instructions, may cause harmful interference to radio communications.
However, there is no guarantee that interference will not occur in a particular
installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and
on, the user is encouraged to try to correct the interference by one of the
following measures:
- Reorient or relocate the receiving antenna.
- Increase the separation between the equipment and receiver.
- Connect the equipment into an outlet on a circuit different from that to which

the receiver is connected.
- Consult the dealer or an experienced radio/TV technician for help.
FCC Caution: To assure continued compliance, (example - use only shielded
interface cables when connecting to computer or peripheral devices) any
changes or modifications not expressly approved by the party responsible for
compliance could void the user's authority to operate this equipment.
This device complies with Part 15 of the FCC Rules. Operation is subject to the
following two conditions:
(1) This device may not cause harmful interference, and
(2) This device must accept any interference received, including interference

that may cause undesired operation.

IMPORTANT NOTE:

This transmitter must not be co-located or operating in conjunction
with any other antenna or transmitter.
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1. Introduction

1.1 The WLAN 802.11g mini-PCIl Module

802.11g is the 54Mbps wireless networking standard that's dmost five times fagter
than the widdly deployed 802.11b products found in homes, businesses, and public
wireless hotspots around the country — but since they share the same 2.4GHz radio
band, 802.11g devices can dso work with existing 11Mbps 802.11b equipment. The
new 802.11g mini- PCl Module has both standards built in, SO you can connect your
notebook to existing 802.11b infrastructure, and aso the new screaming

fast 802.11g networks. The included Setup Wizard will walk you through configuring
the module to your network's settings, step by step.

Once you're connected, you can keep in touch with your e-mail, accessthe Internet,
and share files and other resources such as printers and network storage with other
computers on the network, wherever you wander. At home, you can surf the web or
use ingant messaging to chat with friends while sitting out on the patio. You'll aso be
able to connect with any of the growing number of public wireless hotspots springing
up in coffee shops, airport lounges, hotels and convention centers. And as those
hotspots upgrade to the new high-speed 802.11g standard, you'll be ready to take
advantage of the increased speeds. Get connected to current-standard 802.11b
networks today, and be prepared for the future with the WLAN 802.11g mini-PClI
Module.

1.2 Features

e  High-speed 802.11g networking for your notebook computer
e Dataratesup to 54Mbps -- 5 times faster than 802.11b

e Alsointeroperates with 802.11b networks (at 11Mbps)

e  Wirdesssecurity -- up to 128-bit WEP encryption



2. Planning Your Wireless Networ k

2.1 Network Topology

A wirdessloca areanetwork (WLAN) isexactly like aregular loca area network
(LAN), except that each computer in the WLAN uses awireless device to connect to
the network. Computersin aWLAN share the same frequency channel and SSID,
which is an identification name for wireless devices.

2.2 Ad-Hoc versus Infrastructure Mode

Unlike wired networks, wirdess networks have two different modes in which they
may be st up: infrastructur e and ad-hoc. An infragtructure configurationis a
WLAN and wired LAN communicating to each other through an access point. An
ad- hoc configuration is wireless-equipped computers communicating directly with
each other. Choosing between these two modes depends on whether or not the
wireless network needs to share data or peripheras with awired network or not.

If the computers on the wireless network need to be accessed by awired network or
need to share a peripherd, such as a printer, with the wired network computers, the
wireless network should be set up ininfrastructure mode. (See Figure 2-1.) The
basis of infrastructure mode centers around an access point, which serves asthemain
point of communications in awireless network. Access points transmit datato PCs
equipped with wirdess network cards, which can roam within acertain radial range of
the access point. Multiple access points can be arranged to work in succession to
extend the roaming range, and can be set up to communicate with your Ethernet
(wired) hardware as well.
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Figure2-1



If the wirdless network isreatively small and needs to share resources only with the
other computers on the wireless network, then the ad-hoc mode can be used. (See
Figure 2-2.) Ad-hoc mode alows computers equipped with wireless transmitters and
receivers to communicate directly with each other, eiminating the need for an access
point. The drawback of this mode isthat, in Ad- Hoc mode, wireess-equipped
computers are not able to communicate with computers on awired network. And, of
course, communication between the wireless-equipped computersis limited by the
distance and interference directly between them.
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3. Softwar e I nstallation and Uninstallation

Note! TheIngalation Section in this User Manua describes the firg-time ingdlation
for Windows. To re-inddl the driver, please first uningal the previoudy
ingtdled driver. See Chapter 3.2 “Unindalation” section in this User Manud.

3.1 Setup Wizard Installation

Follow the steps below to complete the driver/utility instalation:
1. Insatthelngallation Software CD into the CD-Rom Drive.

2. Click “Next”.

WLAN B2 T g muni-PC1 Meshuls Safup ﬂ

Welcome to the InstallShield Wizard for WLAN
802.11g mini-PCl Module

The InstallShieldR Wizard will install WLAN 802.11g
miniPCI Module on your computer. To continue, click Next.

Cancel




3. ReadtheLicense Agreement and click “Yes'.

WLAN HIZ. 1 g mise-PEI Module Seup

License Agrecment

Flease read the [olorang lcense soreemsnt canshully,

Preas the PAGE DD kep o see b rest of e sgresmenl.

lnighks 1eserved, Ho part of this publicsion mey be resproducsd. ieremilbed, iareonbed, d
ehored iy & rain eyl syeen. of lersalad o s languags o conpulel lenousge. inany
toim of by ary meare, slectioeic, mecharical, magretic, opdcal, chemizal, marualor
olhewase, o e oo slben permiszsion of the compeng

inctal et

<Pk [ ves | e |

4. Click “Next” to continueor click “ Browse” to choose a destination folder.

Chooge D estination Location
Selec! lokder whers Sebup val insiel fles

Setup will install WLAN 802.11g mini-PCI Module in the following folder.

To install to this folder, click Next. To install to a different folder, click Browse
and select another folder.

Devineiion Foldse
[C: \Program Files\WLAN 802.11g mini-PCI MI.]dL”é\ Bl I
instal e

5. Click “Next”.

WLAN B, 1 1 mise-PET Mpdule Saap
Sedect Pragram Falder
Flease s=leci & pogiam folder.

Setup wil add piogiam icos b the Program Falder Bsted below 7ou may type o new folder
name, of #=lecl ong hom bhe sxksing foldses bl Dk Hesd o condnue.

ALD Spwhems .
ticioecll et Publshing
Serell FTP Server

Ly e

< Pack Hedt Cancel




6. Click “Finish”.

WWLAN B2 Tg mn-PC Module Behup EI

InztallShield Wizarnd Complebe

Setup has finished installing WLAN 802.11g mini-PCI
Module on your computer.

7. The Windows Operating System will find the new hardware and automaticaly
ingdl it. (For Windows 98SE or Windows Me, please restart your computer
before inserting the Adatper).

Metwork Controller

Fleaze wait ...

LRy
8. You may now seethe WLAN 802.11g mini-PCl Module shortcut ""‘L on
windows system tray.

@ Local Area Connection 10
Cne or mare wireless networks are available.

To see a list of available netwarks, click here,

SUSEEHARBLEOTNL  puowss

3.2 Additional Setup Processes

During software ingdlation procedure, each operating system may prompt different
specific options. Mostly, you will be asked to add some necessary protocols and to
edit some networking settings.

1.  Windows 98SE: The sysem may request the origind Windows CD during
the ingtalation process. Please check with the network administrator for



the vaues of the settings. When the ingdlation is finished, you'll have to
restart your computer.

Windows M e: Please check with the network administrator for the vaues
of the settings. Please restart your computer when the ingalation is
finished.

Windows 2000: Please check with the network administrator for the vaues
of thessttings.  Sdlect “Ingal the software automaticaly” when the
window with this option appears, and then click “Next” to continue
ingalation.

Windows XP: Sdect “Ingal the software automaticaly” when the window
with this option gppears, and then click “Next” to continue instalation.

Note that before usng the WLAN 802.11g mini-PCI Module Utility, please
disable the Windows XP Zero-Configuration first.

10



3.3 Disable Windows XP Zero-Configuration

In Windows XP, it is recommended that you use the WLAN 802.11g mini-PCI
Module Utility. Right after the ingtalation, before opening the Utility, please follow
the steps below to disable the Windows XP Zero Configuration:

1 Goto“Control Pand” and double click “Network Connections’.

2  Rignt-click “Wireless Network Connection” of WLAN 802.11g mini-PClI
Module, and select “Properties’.

3  Sdect “Wirdess Networks’ tab, and uncheck the check box of “Use Windows to
configure my wirdess network settings’, and then click “OK”.

-L Wireless Network Connection 4 Properties E]@

General | ‘wirsless Metworks ?-.ﬁ.dvanced

@dows to configure my wireless network. zettings

Ancailable networks:

| To connect to an available network, click Configure.
|| e=NCBD A
- NC — ]

| <# datacomP w !

Preferred networks:

Learn about getting up wirelezs network,
configuration,

@ ) Cancel .

1



3.4 Uninstallation

Note! Before uningdlation, please close dl running programs.

1. Click Stat>Programs>WLAN 802.11g mini-PCl Module>Uningtall WLAN
802.11g mini-PCl Module.

2. Choose“Remove”. Click “ Next” .

WLAN HIZ, 1 1 mine-PET Module Seup EI

Wheho name:
Muodiy, rspai, o 1emoee lhe progiam

Welcome to the WLAN 802.11g mini-PCIl Module Setup Maintenance program. This
program lets you modify the current installation. Click one of the options below.

" Hodiy
Select men - piogram leatuies b sdd o sedect cunendp s ialed fastores 1o
remove.

" Rgpaic

ﬁ Reretall A pingram lealues mslalsd by the pevicos sshp

e
:""';._‘j Aermove o retsled gatuiss.
'

natel Sk

Erack: Hest Cancel

3. Click“OK” to start Uningtall.
B

Do wou wank bo completely remove the selected application and all of its features?




4. Click “Finish”.

Uningtall is now completed.

Maintanance Complels

InstallShield Wizard has finished performing maintenance
operations on WLAN 802.11g mini-PCI Module.

Bk,
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4. Using the Configuration Utility

4.1 Overview

Use the Configuration Utility to search for available wirdess networks, connect to
wireless network, or check the link status.

4.2 Accessing the Configuration Utility

1. After software ingdlation, the WLAN 802.11g mini-PCI Module
Configuration Utility icon will gppear in your system tray. In Windows XP,
please first close the XP Zero Configuration function. (Please refer to chapter

L
3.3) Doubleclick theicon ‘ﬂ“‘

2. ThisTab will gppear with listing the available network. Please sdlect the
appropriate network and click “Connect” to connect to the wireless network.
Youmay dick “Advanced’ to have advanced setting as next page.

Connect to Wireless Network e

The folloving networkz] are available. To access a network, select
it frann the lizt, and then click Connect.

Available networls:

&
i MNCAD
i Link

Thiz network requires the uze of a network key PYEP) To access
thiz netwaork, type the ke, and then click Connect.

Metwaork key: |

[F wony are having difficully connecting o a netwark, click: Advanced.

ot |

Fig. 4-1
Note: If the network you choose is WEP enable, please contact with the Network
Adminigtrator for Network Key.
Note: Once connected, the WLAN 802.11g mini-PCl Module shortcut will

-
becomelﬂ*
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3. Sdect “Advanced’ in previous page, and you will enter thiswindow.
InWireless Networ ks Tab:
-Enable Radio: Choose “Enable Radio” to endbleradio. You usudly are
requested to uncheck Enable Radio while in the airplane or in the hospitdl.
User can d<o find this function on system tray menu.
-Available networks: Lig dl the available networks, and you can choose
the appropriated network and click “ Configure”. The sdected network will
be listed in Preferred networks. Click “OK™ to connect to the wirdless
network.

Wl

LAN 802.11g mini-PC| Module Configurati x|

Site Maonitar I Diaghoztics I Infarmation
Wirelezs Metworks I Lirk Status I Statistics

¥ Enable Radio

—dvailable nebworks:

To connect o an available network:, click Configure.

= C | T
2 NC
1 Link ;I Refrezh |

— Preferred nebworlks:

Automatically connect bo available networks in the arder lizted
below:

T | s
Pl e Aot I

Add... | Bemove t Properties | )
IV Show wirelezs icon in systray.

(] I Cancel | Spply |

Fig. 4-2

4. Click “Advanced’ buttonin Fg. 4-2.

5. Youmay sect “ Automatically connect to non-preferred network” in Fg.
4-3to activate this function, if needed. It will connect to the avallable
network autometically. Click “Close”.

15



x|

— Metwarks to access

% iany available network [access point prefered}

™ Access point [infrastiucture] networks only

" Computer-to-computer [ad hoc] networks only

v Automatically connect to non-preferred networks

Cloze

Fig. 4-3

6. Click “Properties’ inFg. 4-2.
7. |f the selected Network is WEP enabled, you need to enter Network Keyin
Fig. 4-4. Contact with the Network Administrator for Network Key.

Wireless Network Properties x|

Metwark name {5510} |r~n:5|3

—wireless netwark key PAER)

Thig netwark requires a key for the fallowing:

W Data encryption PWEP enabled)
[T Metwork duthentication [Shared mode)

Mibwork, ke
F.eu format; &5CH characters
K.en length: |1IZI4 bitz [13 characters] j

a

kK.ey index [advanced): 1] =

[T The key is provided for me automatically

[ This iz a computer-to-computer [ad hoc) netwark;
wirgles: access points are not used

kK. Cancel

Fig. 4-4
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8. Sdlect the chosenitem in Fig. 4-5 to switch the network to ad hoc mode.

Wireless Network Propetties x|

Metwork name (5510} |N|:5|J

—'wireless network key BaER)
Thig network requires a key for the fallowing:

W Data encryption 'WEF enabled)
[T Metwork Authentication [Shared mode)

Metworlk, ke |
F.ey format; Iﬁi'«SEII characters j
K.en length; |1EI4 bits [13 characters) j

K.ey index [advanced]: |EI _i?

[T The key is provided for me automatically

v Thiz is a computer-to-computer [ad hoc) network; )
wlleless Access noitte are nob used

ak Cancel |

Fig. 4-5

17



4.3 Link Status

The Link Status tab showsinformation of Linked Network Name, Current
Channd, Current Transmisson Rate, Own MAC Address, Current Connection
State, Wireless Network Adapter 1P Address, Network Connection Type and
Sgnd Strength.

WLAN 802.11g mini-PC) Module Configuration x|
Site: b aritar I Dliagnostics | Infarmation
Wireless Metworks Lirk Status I Statistics
— Connection
Status Azzociated
Metwork Mame [S510].............. MC
AP's MAC Address. ... 00:07:24:90:04; 24
A B R s A Dizabled
e = e R R 11.0 Mbpz
T T = e e A A B
Client |P Address...........oooooeo. 192,168,253 62
Metwork Connection Type....... |nfrastructure
— Signal
Fadio State..................... Enabled
Signal: |[[IHHEN 58 dBim
Wl | | | -B2 dBm

(] I Cancel Apply

18



4.4 Site Monitor

Thistab gives you theinformetion of dl the available Access Pointsin the

network, such astheir sgnd strength and WEP status, so that you can sdlect the

Access Point with the strongest signal for better performance.

WLAN 802.11g mini-PCl Module Configuraticn! x|
Wirelezs Metworks I Link Status I Statistics
site kaonitor Diagnostics I Infarmation
|Ipdating Wizible Metwarks. ..
Metwark Mame (35I1D] | Chan... | Signal Stren.. | wEP |
1w B -0 dBm [
i MNCHD B -46 dBm On
i NCBD 4 -E5 dBm On
4 MCHD 1 -¥6 dBm On
i MCHD 2 70 dBm On
i MNCHD 3 70 dBm On
[T Ad hoc netwarks arly Freeze | Advanced ’
Selected Metwork
LR
Standard............ 80211b J‘L e

Supported Ratesz.. 1[b]. 2[b]. 5.5(b]. 11(b]

o]

Cancel | Apply

You may select the appropriated “Network Name” and click” Advanced’ to see

the detailed informetion.

O0l-z4=00.. B B2 11k

N P . s S L -0

x|
Toin | sppered D st
ikl 3BL 55K, T15]
Sarlog I Fiesze | T |

19



4.5 Statistics

This tab describes the Current Activity of the connection, such as Packet Sent
and Received.

WLAN 802.11g mini-PC| Module Configurationt

Site b anitor I Diagnostics I
Wireless Metworks I Link Status

Current achiaity
FPackets Sent................. 2 -]
Packets received............ 0 @
FPackets lost................... 1]

Accumulated totalz
Total packets sent......... 072
Total packets received... 1455

(] I Cancel Apply




4.6 Diagnostics

Click “Run” button to check errorsin hardware, firmware, and software of your
WLAN 802.11g mini-PCl Module. In case of any errors occur, please print it
out to present to your dealer or distributor.

WLAN 802.11g mini-2C1 Module Configuration

Wwihreless Metworks I Link Status I Statistics
Site banitor Diagrostics | Infarmation
Tests | Resultz |
Control Registers FPazsed
SPROM Format ¥ alidation FPazzed
bermomy Tests FPazsed
Interrupt Test Paszzed
Loopback Test FPazsed
LED Test FPazzed
\
Selectdll | Clear Al Siop Run | )
/
— Recommendations
ak Cancel | Apply |
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4.7 Information

Thistab provides you the verson information of Firmware, Driver and Utility.

WLAN 802.11g mini-PCl Module Configuration Ut x|
Wirelesz Metwaorks I Link Status | Statistics |
Site Maonitar I Diagnostics Infarmation

WLAN 802.11g mini-PCI Module
Network Utility

“erzion: 310535
Date: 04-15-2003

— Hardware Detailz

Board: BCMA30ECE Rev 4.5
Chipzet: BC 4306 ¢ BCH 2050
MaC Address 00:90:4B:23:C8:91

— Software Details

Crriver Wersion: 310535
Diriveer [rate; Mat available.

(] 4 I Cancel Apply




Appendix A: FAQ

1. Can I run an application from a remote computer over the wireless network?
Thiswill depend on whether or not the application is designed to be used over a

network. Consult the gpplication’ s user guide to determine if it Supports operation

over anetwork.

2. Can | play computer games with other members of the wireless network?
Y es, aslong as the game supports multiple players over aLAN (local area network).
Refer to the game' s user guide for more informetion.

3. What is Spread Spectrum?

Spread Spectrum technology is awideband radio frequency technique developed by
the military for usein reliable, secure, misson-critical communications systems. It is
designed to trade off bandwidth efficiency for rdiability, integrity, and security. In
other words, more bandwidth is consumed than in the case of narrowband
transmission, but the trade- off produces asignd that is, in effect, louder and thus
eader to detect, provided that the recelver knows the parameters of the
spread-spectrum signal being broadcadt. If areceiver is not tuned to the right
frequency, a spread-spectrum sgnal looks like background noise. There are two main
aternatives, Direct Sequence Spread Spectrum (DSSS) and Frequency Hopping
Spread Spectrum (FHSS).

4. What is DSSS? What is FHSS? And what are their differences?
Frequency-Hopping Spread- Spectrum (FHSS) uses a narrowband carrier that changes
frequency in a pattern that is known to both transmitter and receiver. Properly
synchronized, the net effect isto maintain asingle logica channel. To an unintended
receiver, FHSS appears to be short-duration impulse noise. Direct- Sequence
Spread- Spectrum (DSSS) generates a redundant bit pattern for each bit to be
transmitted. This bit pattern is called achip (or chipping code). The longer the chip,
the greater the probability that the origina deta can be recovered. Even if one or more
bitsin the chip are damaged during transmission, statistical techniques embedded in
the radio can recover the origina data without the need for retransmission. To an
unintended receiver, DSSS appears as |low power wideband noise and is rejected
(ignored) by most narrowband receivers.

5. Would the information be intercepted while transmitting on air?

23



WLAN features two-fold protection in security. On the hardware sSide, as with Direct
Sequence Spread Spectrum technology, it has the inherent security feature of
scrambling. On the software side, WLAN offers the encryption function (WEP) to
enhance security and access control.

6. What is WEP?
WEP is Wired Equivdent Privacy, a data privacy mechanism based on a 64-hbit or
128-hit shared key dgorithm, as described in the IEEE 802.11 standard.

7. What is infrastructure mode?
When awirdess network is set to infrastructure mode, the wirdess network is
configured to communicate with awired network through a wireless access point.

8. What is roaming?

Roaming is the ability of a portable computer user to communicate continuoudy
while moving fredy throughout an area grester than that covered by asingle access
point. Before usng the roaming function, the workstation must make sure thét it isthe
same channel number with the access point of dedicated coverage area.

To achieve true seamless connectivity, the wirdess LAN must incorporate a number
of different functions. Each node and access point, for example, must ways
acknowledge receipt of each message. Each node must maintain contact with the
wireless network even when not actudly transmitting data. Achieving these functions
smultaneoudy requires adynamic RF networking technology that links access points
and nodes. In such a system, the user’ s end node undertakes a search for the best
possible access to the system. Firdt, it evaluates such factors as sgna strength and
quality, as well as the message load currently being carried by each access point and
the distance of each access point to the wired backbone. Based on that information,
the node next sdlects the right access point and registers its address. Communications
between end node and host computer can then be transmitted up and down the
backbone. As the user moves on, the end node' s RF tranamitter regularly checksthe
system to determine whether it is in touch with the origina access point or whether it
should seek anew one. When a node no longer receives acknowledgment from its
origina access point, it undertakes a new search. Upon finding a new access point, it
then re-regigters, and the communication process continues.

9. What is ISM band?
The FCC and their counterparts outside of the U.S. have set asde bandwidth for

24



unlicensed usein the ISM (Industrid, Scientific and Medical) band. Spectrum in the

vicinity of 24 GHz, in paticular, is being made available worldwide. This presentsa
truly revolutionary opportunity to place convenient high-speed wireless cgpabilitiesin
the hands of users around the globe.

10. What is the IEEE 802.11g standard?

Approved in June, 2003 as an |EEE standard for wireless local area networks
(WLANS), 802.11g offers wirdess transmisson over relatively short distances at up

to 54 megabits per second (Mbps) compared with the 11 megabits per second of the
802.11b (Wi-Fi) standard. Like 802.11b, 802.11g operatesin the 2.4 GHzrangeand is
thus compatible with it.

25



Appendix B: Glossary

802.11b — One of the IEEE standards of wireless networking hardware. Products that
adhere to a specific |IEEE standard will work with esch other, even if they are
manufactured by different companies. The 802.11b standard specifies a maximum
data transfer rate of 11Mbps, an operating frequency of 2.4GHz, and WEP encryption
for security. 802.11b networks are aso referred to as Wi-F networks.

802.11g — Refersto the proposed extension of the IEEE 802.11 standard for wireless
networking, which has not been ratified by IEEE. The 802.11g specifications
gpecifies amaximum data transfer rate of 54Mbps usng OFDM modulation, an
operating frequency of 2.4GHz, backward competibility with IEEE 802.11b devices
and WEP encryption for security.

Ad-hoc Network - An ad-hoc network is agroup of computers, each with awireless
adapter, connected as an independent 802.11 wireless LAN. Ad-hoc wirdess
computers operate on a peer-to-peer basis, communicating directly with each other
without the use of an access point. Ad-hoc mode is aso referred to as an Independent
Basic Service Set (IBSS) or as peer-to-peer mode, and is useful at a departmental
scale or SOHO operation.

CTS (Clear To Send) — An RS-232 signal sert from the receiving sation to the
transmitting Station that indicates it is ready to accept data.

Default Gateway - The router used to forward al traffic that is not addressed to a
dation within the loca subnet.

DHCP (Dynamic Host Configuration Protocol)- A protocol that Iets network
administrators manage centraly and automate the assgnment of Internet Protocol (1P)
addresses in an organization's network. Using the Internet’s set of protocol (TCP/IP),
each machine that can connect to the Internet needs a unique | P address. When an
organization sets up its computer users with a connection to the Internet, an |P address
must be assigned to each machine. Without DHCP, the IP address must be entered
manualy a each computer and, if computers move to another location in another part
of the network, new | P address must be entered. DHCP |ets a network administrator
supervise and distribute 1P address from a centra point and automatically sends a new
| P address when a computer is plugged into a different place in the network.
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DHCP uses the concept of a“leass” or amount of time that a given IP address will be
valid for a computer. The lease time can vary depending on how long auser islikely

to require the Internet connection at a particular location. It's especidly ussful in
education and other environments where users change frequently. Using very short
lease, DHCP can dynamically reconfigure networks in which there are more
computers than there are available | P address.

DHCP supports static addresses for computers containing Web servers that need a
permanent | P address.

DNS — The domain name system (DNS) is the way that Internet domain name are
located and trandated into Internet Protocol (1P) addresses. A domain nameisa
meaningful and easy-to-remember “handle” for an Internet address.

DSSS (Direct- Sequence Spread Spectrum) — DSSS generates a redundant bit pattern
for al transmitted data. This bit pattern is caled achip (or chipping code). Even if

one or more bitsin the chip are damaged during transmission, Satistica techniques
embedded in the recelver can recover the origina data without the need for
retransmission. To an unintended receiver, DSSS appears as low power wideband
noise and is rejected(ignored) by most narrowband receivers. However, to an intended
recaiver (i.e. another wireless LAN endpoint), the DSSS signd is recognized asthe
only valid sgnd, and interference isinherently rejected (ignored).

Dynamic IP Address— An IP address that is automatically assigned to aclient station
in aTCP/IP network, typically by a DHCP server. Network devicesthat serve
multiple users, such as servers and printers, are usudly assigned static |P addresses.

ESS (Extended Service Set) — A set of more than two or more BSSs (multiple access
points) forming a single network.

Firmware — Code that is written onto read-only memory (ROM) or programmable
read-only memory (PROM). Once firmware has been written onto the ROM or
PROM, it is retained even when the device is turned off.

|EEE — The Indtitute of Electrical and Electronics Engineers. The IEEE describes
itsdf as*the world’'s largest technica professional society — promoting the
development and application of dectro-technology and dlied sciences for the benefit
of humanity, the advancement of the professon, and the wellbeing of our members”
The |IEEE fogters the development of standards that often become nationd and

27



internationa standards. The organization publishes a number of journds, has many
locdl chapters, and severd large societiesin specia aress, such asthe IEEE Computer
Society.

Infrastructure Network — An Infrastructure network is agroup of computers or

other devices, each with awireless adapter, connected as an 802.11 wirdlessLAN. In
infrastructure mode, the wireless devices communicate with each other and to awired
network by first going through an access point. An infrastructure wireless network
connected to awired network isreferred to as aBasic Service Set (BSS). A set of two
or more BSSin asngle network isreferred to as an Extended Service Set(ESS).
Infrastructure mode is useful at a corporation scae, or when it is necessary to connect
the wired and wireless networks.

P Address— Inthe most widdly ingtdled level of the Internet Protocol (I1P) today, an
|P addressis a 32 — binary digit number that identifies each sender or receiver of
information that is sent in packet across the Internet. When you request an HTML
page or send e-mail, the Internet Protocol part of TCP/IP includes your IP address in
the message (actudly, in each of the packets if more than oneis required) and sends it
to the IP address that is obtained by looking up the domain name in the Uniform
Resource Locator you requested or in the e-mail address you re sending a note to. At
the other end, the recipient can see the IP address of the Web page requester or the
e-mail sender and can respond by sending another message using the IP address it
received.

IPCONFIG — A utility that provides for querying, defining and managing IP
addresses within anetwork. A commonly used utility, under Windows NT and 2000,
for configuring networks with static |P addresses.

| SP— An ISP (Internet service provider) is acompany that provides individuas and
companies access to the Internet and other related services such as Web ste building
and virtua hosting.

LAN —A loca area network (LAN) isagroup of computers and associated devices
that share acommon communications line and typicaly share the resource of asingle
processor or server within asmall geographic area ( for example, within an office
building).

MAC Address— The MAC (Media Access Control) addressis your computer’s
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unique hardware number.

mIRC —mIRC runs under Windows and provides agraphicd interface for logging
onto IRC servers and liding, joining and leaving channdls

Networ k M ask — aso known as the “ Subnet Mask”.

OFDM - Deveoped for wirdess gpplications, Orthogona Frequency Divison
Multiplexing (OFDM) technology offers superior performance-increased data rates
and more religble transmissons- than previous technologies, such as DSSS. OFDM is
ascheme in which numerous signds of different frequencies are combined to form a
sngle sgnd for transmisson on the medium. OFDM works by bresking one
high-speed data stream into a number of |ower-speed data streams, which are than
transmitted in parallel. Each lower speed stream is used to modulate a sub-carrier.
Essentidly, this creates a multi-carrier transmisson by dividing awide frequency

band or channd into anumber of narrower frequency bands or sub-channels. OFDM
isaso used for other gpplications, including powerline networking.

Roaming - In an infrastructure mode wireless network, this refers to the ability to
move out of one access point's range and into another and transparently reassociate
and reauthenticate to the new access point. This reassociation and reauthentication
should occur without user intervention and idedlly without interruption to network
connectivity. A typica scenario would be alocation with multiple access points,
where users can physically relocate from one area to another and easly maintain
connectivity.

SSID (Service Set | dentifier) - An identification name that wireless devices use to
make connections. In order for wireless devices to communicate, they must dl be set
to the same channel and they al must use the same SSID. For ingtance, if you are
using an access point to connect two computers using wireless devices, the access
point and each of the wireless devices must use the same SSID. Even if they are set to
the same channdl, they cannot communicate unlessthe SSID isthe same.

Static IP Address- A permanent |P address that is assigned to anode in a TCP/IP
network.

Subnet Mask - The method used for splitting IP networksinto a series of subgroups,
or subnets. The mask is a binary pattern that is matched up with the IP address to turn



part of the host ID addressfidd into afield for subnets.

TCP (Transmission Control Protocol) - A method (protocol) used dong withthe IP
(Internet Protocol) to send datain the form of message units (datagram) between
network devicesover aLAN or WAN. While IP takes care of handling the actua
delivery of the data (routing), TCP takes care of keeping track of the individua units
of data (called packets) that a message is divided into for efficient delivery over the
network. TCPis known as a"connection oriented" protocol due to requiring the
receiver of a packet to return an acknowledgment of receipt to the sender of the
packet resulting in transmission contral.

TCP/IP (Transmisson Control Protocol/I nternet Protocol) - The basic
communication language or set of protocols for communications over a network
(developed specificdly for the Internet). TCP/IP defines a suite or group of protocols
and not only TCP and IP.

UDP (User Datagram Protocol) - A method (protocol) used dong with the IP
(Internet Protocol) to send datain the form of message units (datagram) between
network devices over aLAN or WAN. While IP takes care of handling the actua
delivery of the data (routing), UDP takes care of keeping track of the individud units
of data (caled packets) that amessage is divided into for efficient delivery over the
network. UDP is known as a“connection-less’ protocol due to NOT requiring the
receiver of a packet to return an acknowledgment of receipt to the sender of the
packet (as opposed to TCP). WEP (Wired Equivaent Privecy) - A dataprivacy
mechanism based on a 64- bit shared key algorithm, as described in the IEEE 802.11b
standard. WINIPCFG - Configuration utility based on the Win32 AP for querying,
defining and managing | P addresses within a network. A commonly used utility under
Windows 95, 98SE, and Me.

WLAN (WirdessLoca AreaNetwork) - A group of computers and associated
devices that communicate with each other wirdesdy.



Appendix C: Specification

Items

Contents

1. Modulation type

11g:DSSS& OFDM;11b:DSSS

2. Procedure to modulation off

Use Broadcom MFG Tool to tranamit sgnd in
sngle carrier mode

3. Number of channds

11g:11 channelsfor FCC
11b: 11 channdsfor FCC

4. Carrier frequency of each channe

11b& 11g:11channes
2.412,2.417,2.422,2.472,432,2.437,2.442,2 447 2
452,2.457,2.462GHz

5. Bandwidth of each channd

11g 16.44MHz
11b:11.12MHz

6. L.O. frequency of receiver

2412~2462MHz

7. Trangmitter or Transcaiver *

Trancaver

8. Power Rating (DC/AC, Valt rating)

3.3Vdc/550mA Max

9. Maximum output power to Antenna ﬁgg%ﬁgm

10. Duty Cyde 100% test mode

11. Basic function of product Wireless data communication
12. 1/O Port or data cable if any MiniPCI

14. Operétion temperature range 0~ 75degreeC
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