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Chapter 1 Hardware Installation

1.1 Hardware Specification:

Dimension 246 mm * 56 mm * 240 mm

CPU Transmeta Crusoe TM5600 500MHz

Memory One 144 pin SODIMM slot, can support SDRAM 64 /128 / 256 /
512MB
2.5 “ IDE HDD, support 20/30/40/60GB capacity HDD

Storage CompactFlash™ Memory Card, support 16 / 32 / 64 / 128 /256MB
Module
4 10/100 Fast Ethernet NIC

Network One 10/100 Mbps Fast Ethernet Up-Link Port

Software Driver for Wireless LAN Card (AP) 802.11b

Power Supply External 60W/12V AC Power Adaptor

Power LED

System LED

LED Display Ethernet Network LED
WAN LED

Wireless LAN AP LED

2 USB Port (Support USB 1.1)

1 Parallel Port

1 COM Port/RS-232 DB-9 Port (Console Port)
Expansion Port| 1 Power Switch/Reset Button

1 AC Power Adaptor Socket

4 Ethernet Port (RJ45)

1 WAN Port (RJ45)

Metal and Plastic Case
Material of Box
Fanless




1.2 Hardware Installation

It's very simple for the Maat installation. According to the diagram below, please connect
the power source and appropriate cable to the Maat system. You will easily to finish the
hardware installation.

1. Power LED (Green)

It's to indicate system power status.
2. System LED (Red)

While system in booting process the LED will be quickly blinking. It will turn to be
slowly flash while system in normal operation.

3. Ethernet LED (Yellow)
The Ethernet LED used to indicate the successful connection of Ethernet LAN port.
It will become flash to indicate the transmission of Ethernet packet.

4. WAN LED (Amber)

The WAN LED is used to indicate the successful connection of Ethernet WAN port. It
will become flash to indicate the transmission of Ethernet packet.

5. Wireless AP LED (Blue)

The LED is used to indicate the successful connection of wireless LAN port. It will
become flash to indicate the transmission of wireless LAN packet.

The diagram below is the layout of connector in rear Maat server. Please connect the
power and network cable to finish the Maat server installation.



. Power Switch (Reset Switch)

It's the switch for resetting the Maat system. The Maat system will automatic getting
up while you connect the power source.

. Two USB Port

The Maat server build in two USB ports. It provided “Plug and Play” function for
device connectivity.

. COM Port (Console Port)

The system equip with an RS-232 (DB-9) console port. It allow system administrator
to connect any terminal or modem device for system configuration or diagnostic
purpose.

. Parallel Port

The Parallel Port is used to printer or scanner connection.

. WAN Ethernet Port

The WAN Ethernet Port is dedicated for connecting to WAN network. Please
connect this port to your Internet gateway device.

. 4 RJ45 Ethernet Port (1 2 3 4)

Maat system equip with four 10/100 fast Ethernet ports. It allows user to connect
their client user or another Ethernet switch device.

. AC Power Adaptor Socket

Please connect the AC power adaptor cable to this socket.

After you connect the power adaptor to Maat system. The power will automatically
getting up while you connect the power source. The “Power Switch” button is just for
resetting the system.

While system booted up. You will see a login screen. Please Login to the system by
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entering “sysop” for User Name and “steptech” for Password as following:

While in system boot process, you can press any key when the message “Hit [Enter] to
boot immediately, ...."” is displayed on the screen. System will enter to “OK” prompt.

Hit [Enter] to hoot immediately, or any other key for command prompt.

Booting [Kernell in 3 seconds..._

Here to describe three commands for system recovery function:

1. boot -s: is used to recover the sysop and root’'s password to system default as
“steptech” and “no password”. The root’s password will reset to as “none”. For
security reason you are recommended to change their password through the Mail
Tool home page.

2. boot —c: is used to completely reset the system default.

3. boot —d: is used to perform the “fdisk” function. The login prompt will appear after the
“fdisk” process. You can login as “sysop” to continue performing “format” command
process. They will accompany with a melody sound effect while the format process is
In progress.

1.3 Client PC Configuration

Now connect another client PC to Maat server via crossover cable or hub.

Server will configure related settings via the browser. The default value of Maat system
network interfaces is as follows:

IP (public): 172.16.100.1 NetMask: 255.255.0.0
Client PC configurations are very simple, just requiring a few of steps as shown below:

1. Click the right mouse button on the “My Network Places” and select “Properties”.
Then select “TCP / IP” = “NIC”.

2. As shown in the figure below, enter related IP configurations before clicking OK. After
the reboot finishes, start up the browser. If the Proxy configurations are enabled,
disable the configuration. Let’'s take IE as an example: Select Tools - Internet
options > Connections > Local Area Network (LAN) configurations - Disable the
“Use a proxy server” option.
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4. Log on the monitoring interface by entering “sysop” for User Name and “steptech” for
Password.

1.4 FORMAT Storage

If the HD has yet been formatted, a screen will be shown as follows:

System: FORMAT Storage

test.eflash.com.tw : Disk Unformatted



In this case, click “Format” to format the HD. Before the format is completed, don’t

disrupt the browser window, or there will be unforeseeable errors. The figure below
shows the status during the formatting.

System FORMAT Storage

test.eflash.com.tw : Formathng

S0y

After the format is completed, a screen will be shown as follows. Since no reboot is required,
you can proceed with Quick Setup or other related configurations.

PS Please don't use the “fdisk” command on local as you wish lest to clear the partition of
Maat chip.

System FORMAT Storage
oot It Eoglor I

) Fmqukeng? - Formatted
- - LI 1002




Chapter 2 Quick Setup

The quick setup of system configurations allows users to complete the basic settings of
system configurations in simple steps and within a short time. The basic settings include the
IP, Netmask, DNS server addresses, Time Zone, system time, Hostname, NetBios settings
(network neighborhood) of the NIC, as well as the applications provided by the system. After
the settings are completed, the basic configuration of the system is also completed — the
system can serve you right now without any trivial settings required.

2.1 Main Menu Setup

Log in the system by using “root” password “steptech” as an account in the host’s control
panel screen, and then a main menu initially configured by the system will immediately
appear. The screen allows users to configure initial settings before they are able to enter
the browser’'s management interface to change settings, so as to facilitate subsequent
connection. In the main menu, what you have to do is set up the HOSTNAME, IP
address, Netmask and Default Router. Then, without the hassle of reboot, you can apply
these settings and enter the browser’'s management interface to change other settings.
Start with setting up the IP Address of NIC for the private network here, so that you can
use a nearby browser to configure other settings afterwards.

“6. Reset Admintool password”, the sixth item of the main menu, allows you to restore
the factory default password of “steptech” when you forgot the password “sysop”.

If you had changed some system settings that resulted in the system’s abnormal
operation, select “7. Write Default & Reboot” to conduct certain configurations and
thereby have these settings restore to the factory default settings.

“8. Reboot” means restarting the computer, and “9. Shutdown” turning off the machine.
After you select shutdown, bear in mind that there is no true shutdown without turning off
the host’s power supply. Or you can restart the computer by pressing any key.

The Main Menu is shown as follows:

MAIN MENU




2.2 Steps of Quick setup

1. Interface:

As shown in the figure below (Realtek 8139-series is taken as an example here), it
automatically displays the name of devices and MAC Address. Enter related
configurations in individual fields, and then click “Submit”.

Interface ethi

Dievies 1l
Ether 004 e :0a:20
Ir [192.168.2.45

Netmask [|255.255 255 0

Subrmid | Cancel I

A window box will then appear, reminding you that client PCs will disconnect after
the change applied.

Microsoft Internet Explorer E |

@ Clients will disconnect after change apply |

(0.4 I Zancel |

Change the TCP / IP configurations of client network configuration in accordance
with the IP and Netmask value you configured for the system.

Let's take the IP / Netmask 192.168.2.45/255.255.255.0 of the system as an
example. The client configurations are shown as follows:

1
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Upon the restart of PC, you can log on the system via the browser and thereby
proceed with other related configurations.

Now select the quick setup option at the left side, and then click “Submit” in the
“Interface”. Since the client and the system locate in the same network segment,

their IP and Netmask are the same, i.e., 192.168.2.46 and 255.255.255.0
respectively.

Then you can head for the completion of other related configurations by following
the subsequent steps of quick setup.

2. Hostname:
Enter the hostname in the Hostname field.

Interface Hostname

Hosmame Ilnfil ellash com, b

Submit | Cancel |

3. Routing Table:

Select Static Route or Routed for the Route Type. If you select Static Route, you can
configure the Default Router in the field below. If there are multiple routes in the
network environment, configure the settings in the fields of “Destination” and
“Gateway” that suit your needs.
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Interface Routing Table

T e

4. Nameserver:
For setting up the Nameserver for the system.

Interface Nameserver

?.'Hmll!‘lmﬂ.lniﬁ

Hﬂmllﬁﬂ.ﬁtl

Submi | Cancal |

5. System Timezone:

For setting up the information on the timezone and country where the system is
located.

System Timezone Pacific Time (Wed Jan 8 053722
PST 2003)

T nm w |

6. System NTPtime/date:
For setting up the current time and NTP Server for the system.



System NTPtime/date

[Current Time 20030108 2138

MTP Server [lime.sidlime.gov.w

ot Time  |2003 =) ¢|01 =] s[08 =] |20 =] [ =]

Submit | Cancel |

7. NetBios Configure:

For configuring the settings so that this server can be seen in the “My Network

Places”.
NetBios Configure
Mathios Mame test
Comanent [test only
Allow HostsMerworks [152 100,230
Methins Interfaces I =thl B eth2 [ ethd [ oetid
Work praup [WORKGROLIP
Share Printer  Enable © Digabde
Cndepage |_'.1r.-l'.'\-r|:|| l.'.hlnnr.e-_-__J
Suibiril | Cancel ]
8. Service:

It is for setting up network services provided by the system. Each service item has
the options of Enable and Disable. If you want to start up a certain service, select
Enable, otherwise select Disable. After completing all of the settings, click “Submit”
to finish the basic configurations for the system. Then the screen will automatically
return to the homepage. For more detailed configurations, please refer to the
following chapters and sections.
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Service

© ServiceName | Service Stams
Coche | & Eeskile © Disable
DHCP  Emahle  Disable
NS  Enable © Disable
[FTP & Ensble © Disable
M |& Enable  Disable
METG & Erable  Dusable
MySQL ® Enshle © Disable
HAT % Emshle © Disable
MetBios & Eegle O Disable
PostgreS0L  Eeable © Disable
|S5H & Fnable © Disable
TELNET | @ Enakle  Disable
[WebMail @ Enable " Disable
WWW @ Enshle © Disable
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Chapter 3 Network Interface

Select “Interface” of “System Management Tools”, and then a figure will appear as follows:

Interface
L=t Ethernet IF Metmazk
gthl (plI 12 1610001 Jas gyann
Ind Ethemict m Metmask
=th2 [d1} 1#2 168.2.47 ZI5Z33235.0
Ard Ethemnat iy Metmaszk
T 192 160.6.1 25 255 255.0
Hostname 1= ellysh eoan b
Drielaah Hawtee 172 1€ 100 254
Houtting Type Sratic Boute
Static Rouste
Nameeerver 172 1% 1001

The figure displays current network configurations. If your system is equipped with more
than four Ethernet NICs, the menu will automatically extend and automatically detect the
manufacturers and the NIC types, without the hassle of manually setting up the driver.
Let's have the description for each network NIC’s utilization:

1. 1st Ethernet NIC — It's dedicated for connecting to WAN (Internet). For different
network connectivity requirement, there are three network architectures for user to
make desired configuration. Please select a correct architecture depends on your
network environment. The “Device” represents the NIC code identified by the system.
Here rl stands for Realtek, fxp for Intel. The “Ether” represents MAC Address of the
NIC, that is the code of NIC manufacturers and serial number of the product.

1.1 PPPoE: If you are using ADSL for Internet connectivity. Than you have to enable
the PPPOE option. Please click on “PPPoE Configure”, the configuration table will
show as below. Please enter the authentication user and password information as
provided from ISP.

+ PPPoE Configure
PPPoE Auth  [fic
PPPoE Password - i*"‘"‘"’

1.2 DHCP: If user using DHCP to dynamically apply for IP address from ISP. They
must to enable the DHCP function. Please click on “DHCP”, the configuration
table will show as below. You will find the acquired IP Address and Netmask
information in the field.

16



“ DHCP

IF: 172 16,1001
MWetmasl ; 255 25500

1.3 Fixed IP Address: You are capable to configure a fixed IP address for this NIC.
You can click on “Use a following IP Address”, the configuration table show as
below. Please enter the IP Address and Netmask information dedicated for this
NIC.

* Use the following IP address
IP - [172.16.100.1
Metmask - [2565 255.0.0

Submit | Cancel

After you make any one of different configuration. Please click on “Submit” to apply
for changes.

2. 2nd Ethernet NIC — represents the NIC for connecting to your LAN network. Please
enter the IP address and Netmask information for the NIC. The Maat system also
equip with four RJ-45 Ethernet port for client user connection.

P.S. Please do NOT connect different network segment’s cable to same Ethernet switch
to avoid unexpected errors.

Interface eth?

Device #ll
Ether D0-A0ca 99 0a 21
13 122 188.1.1

Netmask [255 255 2550

Submil | Cancal |

3. 4th Wireless NIC (Option) - The Maat system is capable to support wireless
connection from any client PC. If your Maat system equipped with wireless NIC, the
item field will automatically extend and automatically detect the manufacturers and
the NIC types, without the hassle of manually setting up the driver. Let’s take the
following wireless NIC as an example to describe how to configure each item.

Wireless AP(Access Point)

17



4.

5.

Maat is capable to support wireless network module. It provided Access Point
function for connection of wireless client. Client user will equip the wireless NIC and
connect to the Internet through the air.

Click on the “4th Ethernet” to show the following:

Interface eth3 (Wireless)

Device il

Ether 100:30:96:28:4¢:99

P [192.168.6.1

Netmask |265.255.255.0

AP Mode  Enable © Disable
SSID |eth3_ap

Channel [channel 3 (2.422 GHz ) 7]

'WEPKey Mode | © Enable & Disable
'WEPKey Type |& 40 128 bits
'WEPKeys |

Subrmit | Cancel |

AP Mode Click on “Enable” to activate the Access Point Mode function on this

wireless NIC. If you select the “Disable” system will activate the wireless NIC in
normal user mode. PS: If you want to use in Access Point Mode the wireless NIC

chip set must be Intersil PRISM with version 2.5 or above

SSID It's to configure the network ID of Access Point. If you “Disable” the AP Mode
then you will enter network ID for another Access Point on the network.

Channel It's to configure the access channel among the standard 11 wireless

channel. The default is channel 3. You are allowed to change by your desired. In the
case of Access Point Mode. If user used the WindowsXP the system will
automatically detect the wireless channel.

WEPKey Mode If you “Enable” the encryption function for wireless communication,

the transmission data will encrypted by WEP format. You must also to make
appropriate configuration in the client side.

WEPKey Type Please choose the encryption key type among of 40 bits or 128 bits.

WEPKeys Here please exactly to enter the key for data encryption. Please enter 5
characters for 40 bits encryption and 13 characters for 128 bits encryption.

Routing Table: For information on routing table configuration, please refer to Chapter
2 Quick Setup.

Hostname: For information on hostname configuration, please refer to Chapter 2
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Quick Setup.

. Nameserver: For information on Name Server configuration, please refer to Chapter
2 Quick Setup.

. DynDNS: The Maat system support Dynamic DNS service. It provided user to create
their owned web home page even in case of using dynamic IP environment. Please
click on “DynDNS” the screen show as below. Before going to the configuration. You
must first to apply for required user account of dynamic DNS and their password. You
can click on the hyper link “DynDNS” on the lower right of following screen to apply
for above information. Then you are ready to input the user account, password and
domain name to following configuration table.

Interface DynDNS

DyaDNE & Enable © Dhzable
DynDNE Auth fiic
DynDDNE Passward |""“

DynDNS Domain Name [fic dyndns.org

Submit I Cancel | Refrazh

Llaer seuat owm a begal domam nagoe @1 DymD G, org
Ta chek and know mere about DynDES
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Chapter 4 System Configuration

System Configuration is the most basic parameter configuration of the Maat system. If you
have completed the quick setup mentioned in Chapter 2, part of parameters will automatically
appear in related fields configured by the system.

After clicking “System” on the left side of the management interface, a screen will appear as
follows:

3 1
System

Yender FIC
imtermetimaat] 391
NIF Server
Tinse Fame FET
Language Erglish (15 0-E853-1)

all 4% (15001 MMEytes)
sk Usage s AL L

4.1 Shutdown and Reboot

4.1.1 Shutdown
After clicking “Shutdown” in the “System” management interface, a figure will appear as
follows:

System Shutdown
Shutdown test.eflash. com.tw 7

Ehuldksn | Cancsd |

If you have determined to turn off the computer, select “Shutdown”. Then it just takes
30 seconds to one minute to shut down the power supply. You can also shut down the
power supply of the host when the following Maat screen appears!
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syncing disks...... done

The operating system has halted.
Please press any key to reboot

4.1.2 Reboot

After clicking on “Reboot” on the “System” management interface, a figure will appear as

follows:

System Reboot
Rehoot test. eflash, comotw 7

Reboot | Canesl |

If you have determined to restart the host, select “Reboot”.
NOTE Please use the normal shutdown and reboot otherwise the system will lost

the configuration until save the configuration itself.

4.2 Load Defaults

Maat system come with a function let system administrator to load system defaults. In
the case system become corrupted due for unknown reasons. This feature provided
system administrator a way to recover to original state. Please clicking “Load Defaults” to

show as follows:

System Load Defaults
Load Defaults & Reboot 7

Subrit | Cancal |

You can press the “Submit” to load original defaults.
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4.3 System NTPtime/date / Timezone

4.3.1 System NTPtime/date
After clicking “NTPtime/date” in the “System” management interface, a figure will appear as
follows:

System NTPtime/date

Current Time 20050100E 2221
NTP Server [lime. sidlime. g te

Set Time  [2003 = /(01 = /o0 =) |22 =] |2 =]

Submi | Cancel |

If you want to edit the NTPtime/date, select the NTPtime/date you want in the “Set Time”
field, and then click “Submit”.

4.3.2 System Timezone

After clicking “Timezone” in the “System” management interface, a figure will appear
as follows:

System Timezone Taipei (Wed Jan 8 22:22:12 CST
2003)

— '.- —
In--;.. ﬂ

Select 3 couniry
[ Tarvean =l

Exitinil | Clancal |

You can select a region and a country where the system is located, and then click
“Submit”.

4.4 Event Notify

This allows you to set up which the system’s events are to be notified. After clicking
“Event” in the “System” management interface, a figure will appear as follows:
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System

Event Moty |I-: eino@fic. com, tw

Submin | Cancel

If you want to send a system message to managers, you can add the E-mail address of
managers to the “Event Notify” field.

4.5 Upgrade

After clicking on “Upgrade” on the “System” management interface, a figure will appear
as follows:

System Upgrade

Currest Version

590
-ll'm'alaurainnu |.'.|'l1.1 -f Etd:rntl

The system will automatically connect to the headquarters host. Select the upgrade
version you want to carry out upgrade via download. (Use this function very carefully.
Don’t make any selection if it is necessary at all.)

4.6 System Language

The system will automatically set up the same system language as the language used
by your browser. If the system fails in determining the browser’s language, it will
automatically come up with an English system interface. Of course, you can also set up
here a system language you want.
After clicking “System Language” in the “System” management interface, a figure will
appear as follows:
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S},'stem Language

Language |Enghsh (|S0-5858-1) =]

Subenit I Cancal |

4.7 Save System Configure file

“WRI” allows you to save any configuration you made in the management interface into
Flash (Maat chip). Of course, the system will automatically save the System Configure

file when you shut down or restart the system.

After clicking on “System Configure file save” in the “System” management interface, a
figure will appear as follows:

Microsoft Internet Explorer |

! E System Configure file save ko flash success

Now the system has written the current system configurations into Flash.

4.8 System Logging

After clicking “System Logging” in the “System” management interface, a figure will
appear as follows:

System System Logging

Logl

foanlogimessages

Timae Etatas

Jam 1 00552 061552 test doemed oc disk

Jam 1 060552 06 1552 1n feernel Demg FFIE eabds, % enines st Oee00Tecl)
Jan 1 060552 061552 test eemel apmi: on motherboard

Jom 1 DEAS52 D& 1552 test deemel apml: found AFB BIOE vl 2, coanecked at v 2
Jem 1 060552 08 1552 tent feernel mpel)l on motherbaerd

Jom 1 060552 061552 test feerned npxl): INT 16 interface

Jom 1 00552 O 1552 test deemed poibl: on mothedsoard

Jom 1 060552 06 1552 it deerned perll o gkl

Jam 1 01552 061552 test feernel peil: (rendor=0x1 273, dev=0003%6) at 0 1
Jom 1 050552 01552 test dcemmed poill: (vendor=ln 1279, dev=00357) at 02
Jam 1 060552 06 1552 pent feerned peacl) g 5 at dence 50 oo petl
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It allows you to check the information related to the operating system and hardware.
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Chapter 5 Account Management

In the FreeBSD system, the files associated with accounts include /etc/master.passwd;
letc/spwd.db; /etc/passwd/; /etc/pwd.db; /etc/group; /etc/aliases; /etc/aliases.db; and
/home/quota.user. The directories associated with accounts include /var/mail and /home/usr (a
default directory for the management interface to store user information). Actually, it is no piece of
cake for a UNIX beginner to edit so many files and directories at the same time.

In addition, it takes a long time to add, edit and delete massive accounts by using UNIX
commands. For instance, 1000 accounts generally takes one to two hours to go through process.
With its unique design, our system, however, allows you to handle that part of work simply by
editing the kernel, considerably enhancing the efficiency. With our system, the processing of
1000 — or even 10000 accounts — takes no more than a few seconds to finish, presenting you with
a perfect approach to account management!

After clicking “User” in the “Operator Menu”, a figure will be shown as follows:

'“ Result
Hreguld ages: |

Ehdden Account Mame Group Hame CuctalEE) Tsed(FE) TID  GII* Expre Change H

= e sales 00 24 10000 100 0 1] frmnitf
= hanson markes 000 24 10000 10Ced1 @ 1] fmntf
= rozan sales S0 24 10002 10000 O 1] iy

set 3 user's (oot molude HIDDEW, DELETED s ST STEM users)

QUOTA  CSROTP HAME wcc ount=P A SEWORT DELETE HORES

FEINT LDEFPAETMENT CIVISEOET

(PS: After you finish configuring the system, “rootalias” will be set up automatically as a default
account. This account is mainly used to receive mails for sysop and root; in other words,
whenever there are mails sent to the mailbox of sysop or root, the mails will be delivered to the
rootalias account. Therefore managers are expected to use this account to receive mails. Note:
Now “rootalias” has already hidden, so you can't see or delete it in User Mannagement.)

Click “User” in the “Operator Menu”, and the system will print out all user lists. Each option
described below allows you to carry out quick setup for the users listed above:

A. Quota: allows you to configure the Disk Quota for the listed users, and to set an upper limit of
the disk space occupied by users in the system. For example, 1024 Kbytes means 1MB

here.
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QUOTA

et 3 users (makched) Cruota m Elbytes
Subimit I

B. Group: allows you to set up the name of the group to which users belong.

GROUP NAME

Set 3 wsers {matched) Group Mame I5=|E5 |=-I| s ;l

Submit

C. Account = Password: allows you to set listed users’ passwords the same as their accounts.

account=PASSWORID

Set 3 users (matched) accomt=PASSWORD:  Submi I

D. Delete All: allows you to delete all listed users.

DELETE

DELETE 3 users (matched)  Submit I

E. HOMES: allows you to set up the root directory for listed users.

HOMES

Set 3 usess (mabched) HOMES: [l =) Euhr"-'1|

F. Print User List: is shown in the figure below.
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& PRINT

Accomtb kem Name:  Group Hame: sales Coctx 5000 Ebyies
Accomt banson  Mame:  Group Mame maeket  Quodas 5000 Elbytes

Aecomt sman Masme:  Groop Hame sades  Quota: 5000 Etbyees

G. Department: allows you to set up departments for listed users.

DEPARTMENT

et 3 users (matched) Department |H=fk'?'-ir'.1
Submi |

H. Division: allows you to set up the division to which users belong to.

DIVISION

st A users (moatched) Dinesion |5LI|::I':-E

Submit

5.1 Add Accounts
After clicking “Add ” in the management interface, a figure will be shown as follows:

5.1.1 Create Single-user Accounts:

User Add New User

Vs bafnnmnatiss

or com IF

Beradl Nusleer ; From | Tz |
Fakowend @ & Ao Areunk Haoe " Banudoin
Group Mame ; |rearket [market =]

Quota: B0 Ebytes

Home Directory : [vetrait =]

Eutmi | Canal

28



Enter the name you want, such as “Charles”, in the “Account” field. You can also enter “Group
Name”, “Way to generate password”, “Disk Quota”, or “User Directory” here by the way, and
then click “Submit” as shown in the figure below. There is the difference between the upper
and lower cases of the account name of users in the UNIX system, therefore please pay
attention when entering the data. Recommend to use lowercase otherwise you may not sent
or received e-mail normally in MS-windows system.

Account: Chorles  Password Charles  Greoop Hame: magket  Crocta 5000 Ebytes

5.1.2 Create Multi-user Accounts by Serial Number

This feature is similar to what is mentioned above, except for requiring additional entry fields.
After clicking “Add” in “User”, as shown in the figure below, enter the same account name in
the “Account” field. Then enter the range of serial number according to your requirement. The
settings of other parts are the same as those in adding single-user accounts.

For instance, create the accounts ranging from testOO1 to testl00 as shown in the table
below.

User: Add New User

Vst irilsrwn aithosn

Account : fest
Swradl Mumber = Frem [l Ty 000
Fassword @ & As Acoot Hane " Bandom
Group Mamne 1 |pi00 aka =
Cuata ! r Ebymes
Home Directory [rmnvent ]

Submi | cancal |

Click “Submit” and a report will be generated based on the serial number, as shown in the
figure below:
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Accomt pesid0]  Password: tezi00]  Group Mame: g10002  Cuota 5000 Ehptes

Accoant testlDE Paspeord: testd0E Group Name: glOD0Z  Cuota 000 Elbytes

Avecu: bestd03  Pageword: 11003 ':'n:-up Hlaarre ,glIJLI']: :_:u'.:l: S000 K'l':;r!r:

Aot testld  Fagemord: teat00d  Group Mame g1TO002  Custae 3000 EKhetes

Arecot best105  Paseword: test00S  Group Hame g10002  Cuota 5000 Ebypte:

5.2 Add Accounts in Batch

Click “Import” in “User” management, as shown in the figure below:

Diuts Flle { Ingpart frum TXT flin )
Colin LA CCommi

ok 2 Pasawa pd

o cukoe 2 ip ol d, vou B ddcide ho'w L
gErerule pasrwerd nenl form)

Toberzn AN ame {Cnkon 3 can o)

|y Do sty s i Bowis. |
S |

Add a text file (e.g.: Name.txt) by using text editors like Notepad or WordPad. The content
includes three columns, of which is  “Account”, “Password” and full “Name” .

The third column can be omitted.

For example, enter Kevin (Kevin haung) and Peggy (peggy li), as shown in the figure below.

Kevin abc Kevin haung

Peggy xyz Peggyli

Click “Browse” and select the edited text file (e.g.: Name.txt). Then click “Open”.
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Lok e | = Locsl Disk (] = = &t -

Coouments aral Ssthngs
Porosgranm Fles
WITT

&

E 3
My Hetmoik P

Fibe e [rares Oty

L] L4

Files ol e | &l Files 771

As shown in the figure below, click “Submit”.

User

Dot File { Tisggeaet frasm TXT fla )
Coliten LA oo

Cobemn 2 Fasnward

o cokare 2 ik coried, you e decide how n
geterale paseword iessl form)

Toberzn AN ame {Cnkon 3 can o)

|y Do sty s i Bowis. |
S |

Enter settings in the fields requiring related configurations.

Import User List

| Tnport nstructon
Group Mame: |sa|es |sa|es =]

Password: ™ As Acount Mame ©
Eandom

Duota: |5':“:“:| Ebytes

Home Directory |Imntfﬁm|1 LI
Start Import |

Click “Start Import”, and the result will be as follows. The system will automatically import
the account written in the text file from the client into itself.
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Account Kewn Hame: Fewnn haung  Fasswerd: Eewnn
Growg Hame: 10003 Cuota: 3000 Ebvies

Account Peggy Hame Fegev b Password Pegey Groug
Hame: gl0003  Cuata: 3000 Elbytes

5.3 Account Query

Most frequently used by managers, this feature can find out specific subjects based on
the query conditions you entered — regardless of any modification in a whole group or
department — enabling you to fix related problems.

User Luery
Samch
Account I I | i |
Charge (ooyymumedd) | - |
Expire [ccpymmddy | |
Ilames | I |

Dispastment | Do | Grroarp Bl |

Elgthday (£ cxyaremadd) | |

Fhenel | FhoneZ |
Suddrags: |
Cuota | - Eltytes

Descriptions of related fields:

UID : stands for User ID, a user code in the system. Different users cannot use a same
code (codes must be in numeric form).

GID : stands for Group ID, the group to which uses belong to. Different users can belong
to a same group (groups must be in numeric form).

“Change” / “Expire” / “Birthday” — requires a numeric entry in the YYMMDD order like
20011231.

5.3.1 Query

You can enter query terms in the figure above. If we want to have all users been displayed,
just click “Submit”. As shown in the figure below:
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= Result

Foewali Fagpes: |
Hiddean fccount Fame Groop Hame CuotaEE) Urad(ER] TID  GIC' Bagira Change
®  kewn sales <o) 24 10000 10000 & [u]
= b mearkont 000 24 10007 10001 0 0
® gman sales S0 24 1000 10000 0 u]
= Chacks mearket SO0 24 1000F 10001 0 0

setd mwer's (notacdods HIDDEW, DELETED and 7 STEM users)
CTOTA  GROTUPHAME  acom=PASTWOED DELETE  HOMES
FEIHNT LDEPARTMENT  DIVISICH

For more information on related configurations in the fields below, please refer to the
previous sections.

5.3.2 Hidden

The “Hidden” feature is designed especially for providing managers with higher flexibility
when entering query terms, freeing them from the hassle of entering a bundle of conditions
just for finding a single group. For example, you can delete an entire graduated class, while
retaining the account of two students, by following the steps below:

1. If the query term for “Group” = “g10002”, enter “g10002” in the group.

User Query
Seanch
Acount | T | 3 |
Changs (crrmmad): | -
Exprre (royymmdd) | - |
TS I Ni] |

Drepiastriosnt [ Tiraisics | Groog: Hane [mioom

Brthébay {ropromddy | 3|

The system will then list all users in accordance with the group = “g10002”, as shown in the
figure below.
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= Result

Fesuli Pages: 1 2 T4 568 7T8%9 10

Hadden Arcourt Hame Group Mame Qrocta(FE) Tsed(B) TID OID Expire Change

= i) E10002 J0e0 24 10004 10002 0 0
T E100HI2 0 24 1000% 1000 0 0
o E1000 S000 24 1000€ 10002 0 ]
T et g0 SO0 24 10007 10002 0 0
T pests g 10002 S0 24 10008 10002 0 0
T pestE g 10002 S0 24 1000% 10002 0 0
= a7 10002 S0 24 10010 10002 0 0
: = pet0E g 10002 5000 24 1011 10002 o 0

2. Click once on the “eye” of the account you want to retain (that account is supposed to be
gray and with a closed “eye”). For example, click once on “test045” on Page 5.

= pest(d A LL i 5000 24 10047 10002 0 1]
D testlds gl 2 S0y 24 10048 10002 0 0
T a6 g 100 S0 24 10042 10002 0 i

3. Click “Delete” under query results. Then the result displays that all users in the group =
“g10002” are deleted, except for the test045 due to having configured the “Hidden”
settings.

Reauhi Pagea; | T4 5 ST 9 10

Hickden Account Mams Groop Mams QuctalF E) Deed[EE T JID Esgpare Change E

e I AR ees 5 24 10040 jnonz o ! Lol
enf [ tarr's [net polode HIDDEM, TELETED md ST FT R tserel
OTICTA iR CTIF FIARE arvoupk=P & TS WORT DELETE HOMES
PEINT DEPAETMENT IHVISION

The “Hidden” is mainly to strengthen those query terms with odd declarations, and that is why
the feature is presented as “Hidden”. After selecting “Hidden”, “a total of ‘n’ query results”
under the query result will have the “Hidden” accounts automatically subtracted. If you want

to “Disable Hidden”, just click once the “eye” before the “Hidden” (gray) field.

5.3.3 Modify & Delete Single User

If you want to modify or delete the user information of the account called “david”, select
“Query” - enter “david” in the user account - “Submit”. Then a figure will be shown as
follows:
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= Result

Fesull Pages: 1

Hidden Actours Hame Groop Masse Qrooea(HE) TaeSFR) UID  GID Expire Chasge
o dsd mket S000 24 10004 10001 0 [i] i

set 1 woer's (not mehkede HIDDEM, DELETEL and 5 ESTEM weers)

ALY A G HAE acteuni=F A S W R LY BELETE HOMES
FEIMT DEFARTMENT  DIVISION

Click on the user account “david” and a screen will appear as follows.

- User Modify/Delete
Tear miormahon
Aol I-’Mﬂi Haine |
] [T ml
Gipcfioon: Drepwtment| = Dwmion|
(Group Hame: [=arva1 [maet =] Bathday (coppmemadi[

Quot 0T (KByes) Pheonet: |
Home Direcbory: | 'mtvm 1 =] Phone2: |

Here you can modify user information before clicking “Submit” to update information on the
user account.

If you want to delete this user, just click “Delete this user” at the right -bottom side.

Department: I— Diwision: I—
Bithday (coppmmddy]

Phonel: I

Phone2: I

Address: I

Hew Password: I [T Change Password

Delete this user

5.3.4 Modify & Delete Multiple Users

When modifying or deleting multiple users, the key is to enter “query terms”, and to proceed
by using the “Hidden” feature. Then click what you are looking for at the menu under the
query result.
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5.4 Defaults for Account

It can set up the Disk Quota defaulted when adding accounts, so as to confine the upper limit
of directory capacity occupied by users in the system (unit: Kbytes).

User  Defaults

| Diefault value for Add user

Duota: |5|:":|E| Ebytes

Submit | Cancel |
Quota Rebuild |

5.5 Change Admin User Password
Please click on “Change Admin User Password” it show as follows:

L/ser Change Password

sysap

MNew |
Passward
Confirm |
Passwaord

Submit | Cancel

root

NE'H" |
Passwaomd
 omfrm |
Password

Submi | Cancal |

You can change “sysop” and “root” password here. Please enter the old password and

desired new password into these fields. For Maat you can also change the password from the
main page of GUI.
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5.6 Account Verification

Please clicking on “Verify” it show as follows:

User Result

User informsating

Fullname - [jck

Dot = W

Accoumt:[be

Unit P Depmtment[ouest
I ; f=111111111

(Mfire phame mmsher : | [EETE
Homwe phome nmber : [[E3555
Birthday : 20010102

Adidress ; [Taips Taman

Mezzage to sdmimiztrator :
[ines oy, |

Result: & Yes A u;*l
™ Mo, Eeason I

The page show there is 1 user waiting for verification. System administrator is capable to
verify whether to create this user account or not. If the result is “Yes”, then press “Submit” to
create the user. You can also press “Clean Petition List” to clear whole waiting user list.

5.7 User Log Logging

It allows you to view operating history of the system, such as information related to login
names, login time, where users were logged in from, and system startup / shutdown.

User Log: Logging

Lagl

Franflogiwimp

m TPart Hemste Host Htatus

ieE iyl Wed Jam 2 20550 el Inggsd m

fank el Wed Jam 8 20250 - 20750 (0000

EFECE el Wad Jam 2 20040 - 2045 (0000
rebaiot - - Wed Jan & 2043

shedowm - - Fun Jan 5 1526

byl ) iyl Thu Jam 2 21:36 « shutdowm (241749
rebsoot - 2 Thu Jan 2 21:33
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Chapter 6 Service

All the Service of this system shall be choice over here

Service

| Serviee Name | Service Status
Cachs I Enable © Dizable
DHCE  Enakle F Dhsabl=
DNz [# Enable ¢ Disable
FTP | & Enakle © Disable
Tullail & Enable © Disabde
METG & Enable © Disable
MyS0L [ Enahls © Dieable
MAT I Enahkle © Dizable
MetBias = Enable © Disable
PostgreSiL # Enable © Disable
SSH [# Enable ¢ Disable
TELHET = Enakle 1 Disable
Wb Mail | @ Enable T D!“'bk [T
WA # Enable 1 Dizable

6.1 Admintool

Select “Admintool” from “Service” as follows:

Admintool
Hostname test
Service admin sysopditest
Admintool port 10000

The setting list of “Admintool” appears in the above screen. This list shows all the applied
settings of “Admintool”.
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6.1.1 Configuration:

Select “Configure” to set up the Admintool port monitoring the interface. The default
value is 10000.

Admintool Configure

Admintool port 10000

Submil | Cancel

6.1.2 Firewall Configure:

This option allows administrators to set up which IPs, Networks, and Hostnames that are
permitted to manage connection. For example, we restrict IP 192.168.3.100 IP network
segment 172.16.0/16 of the client or the host www.hinet.net to use this Admintool. The
related parameters are illustrated as follows. If you want to change the rule from Deny to
Allow, remember to click “Submit” to re-Submit the Allow rule. Please remember, the rule
of this firewall allows only to deny or allow all IPs. It is not allowed to set some of the IPs
to Deny while some to Allow. If you do not want to set any firewall for Admintool, just skip
this configuration.

PS: All the firewall rules under the Service of this system shall be subject to the
aforementioned regulation.

Admintool Firewall

& Deny

Firewall Crdex  Aow

Firmwall Bule (TP etworkHos tname)

[192.163.3.100

[172.16.0016

fiwweve Firoet it

o [N (R |

Subemit | Cancel |

PS: If you want to specify an IP network segment, remember providing information on
Subnet mask. For example, the “/16” in 172.16.0.0/16 stands for 255.255.0.0.
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6.2 Web Cache

Cache is the so-called Proxy Network Service System. All of the webpages that users
access via the Internet are handled by cache, enabling clients to hide their IP addresses,
reducing the traffic and managing accesses. It has the basic firewall functions and can
accelerate the transmission of webpages and FTP.

Squid is one the commonly used cache services, with configuration file located at
lusr/local/etc/squid/squid.conf. It allows a number of parameters to be configured. For
your reference, the parameters listed in the Service Interface here are merely those
frequently used, while the rest are automatically configured by the system for you. If you
want to edit these parameters yourself, please edit the file located at
lusr/local/etc/squid/squid.conf and then have the management Interface read the
parameters all over again. (However, you are advised not to edit parameters yourself.)

6.2.1 Steps of Cache Configuration

1. Enable Cache

Click “Service” in the “System Management Tools” screen. Then select “Enable”
cache and click “Submit”.

As shown in the figure below:

Service
Service Mame Service Status
—> Cache & Enahle © Disable
DHCP " Enable & Dizable
DS # Enable © Dizable
FTP & Enable © Dizable
hfad # Enable © Disable
WETS & Enable © Disable
Ty SO & Enable © Disable
AT # Enable ¢ Disable
TTetEias & Esmable © Disable

2. Default Value of Cache Configuration

Then click “Cache” in the “Service” screen. The default parameter screen of Cache
will appear as shown in the figure below:
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Cache

HITP Port 3128
ICP Port 13130
Cache Size 1500

The default of “HTTP Port” is 3128, “ICP Port” 3130 and “Cache Size” 2048. (If you
want to edit these parameters, go to the next step). Therefore, you may use cache
functions when setting the port of Proxy Server to 3128 from the browser at the PC
end.

3. Change in Default Value of Cache Configuration

We may select to start Cache and edit HTTP, ICP or Cache Size parameters in the
“Configure” screen of “Cache”. As shown in the figure below, we add a parameter of
8080 to HTTP Port and click “Submit” to make it effective.

Cache Configure

HTTF Paat 5128

ICF Port I:"LL

Cache Sie F:l.'T MiHytes
Subiri | Cancal |

ICP (Internet Cache Protocol) is a port for Proxy Servers to communicate each other.
Its default value is 3130, and you are advised not to make any changes to that value
unless you have specified other ICP ports.

6.2.2 Enable Transparent Mode

Transparent Mode is the so-called Transparent Cache Mode. To use the cache function,
clients need only to specify the NIC IP of Maat to be Default Gateway, without the need to
specify the Proxy Server of the browser.

Users may choose to enable Transparent Status and other functions such as Transparent
Address, Transport Port and defaults on the “Transparent Configuration” screen of the “Web
Cache” (as shown in the following figure). If the specification of other Proxy Servers is
required, the only thing users must do is to change the Transparent Address and Transparent
Port.
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Client Network IP Configuration
1. For fixed IP users

For fixed IP users, click the right mouse button on “My Network Places”, select
“Properties” and “TCP / IP” - NIC (eg, NE2000) [for win98], or click the right mouse
button on “My Network Places” and select “Properties”. Then select local connection,
press “Properties” again and select “Internet Protocal (TCP / IP)” [for win2000]. Key
in the IP address and subnet mask granted by MIS on the “IP Address” screen. As
shown in the following figure, we take the IP address 192.168.3.100 and the subnet
mask 255.255.255.0 as an example, Transparent Web Cache can be used
immediately when users key in the IP of the Maat.
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2. DHCP Client Configuration

The configuration of DHCP Client is very easy. The steps for the configuration is
shown as follows:

Click the right mouse button on “My Network Places”, select “Properties” and “TCP /
IP” = NIC (eg, NE2000) [for win98], or click the right mouse button on “My Network
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Places” and select “Properties”. Then select local connection, press “Properties”
again and select “Internet Protocal (TCP / IP)” [for win2000]
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Except selecting “Automatic Obtain IP Address” (Shown as in the figure above) on
“IP Address”, you do not need to configure related options. Click on “OK”, Client PC
will reboot. After rebooting computer, you can use command winipcfg under win98
to check if a set of IP values automatically obtained.

6.2.3 Client-end Browser Configuration (Microsoft Windows Client)

B General Cache Mode
1. For IE Users

In the “Connection” screen of “Internet options”, click “LAN Setting” as shown in
the figure below:
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Enter the IP address and HTTP Port of Maat in the “LAN Setting” screen. As shown in
the figure below, we enter the address 192.168.3.254 and HTTP Port 3128 for Maat.
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2. For Netscape Users

Open Netscape browser and select “Preferences” - “Advanced” - “Proxies” in
“Edit”. Then click “Manual proxy configuration” as shown in the figure below:



Enter the IP address and HTTP Port of Maat in the “Manual Proxy Configuration”
screen. As shown in the figure below, we enter the address 192.168.3.254 and
HTTP Port 3128 for Maat.




