
 

2.911 (d)(5)(i) Equipment Type Attestation v1.2 

Shenzhen Swanscout Innovations Technology Co., Ltd. 

Section 2.911(d)(5)(i) Certification – Equipment Type 

 

Company name: Shenzhen Swanscout Innovations Technology Co., Ltd.   
Address: C1915, Innovation Plaza, 2007 Pingshan Avenue, Liulian Community, Pingshan Street, 
Pingshan District, Shenzhen 
Product Name: Multi-function charger  
FCC ID: 2BEE9-S10020  
Model(s): S10020 
S10021, S10022, S10023, S10024, S10025, S10026, S10027, S10028, S10029, S10030, S10031, 
S10032, S10033, S10034, S10035, S10036, S10037, S10038, S10039, S10040 

 

2.911(d)(5)(i) Equipment Type 

 

We, [Shenzhen Swanscout Innovations Technology Co., Ltd.] (“the applicant”) certify that the equipment 

for which authorization is sought through certification is not: 

 Prohibited from receiving an equipment authorization pursuant to § 2.903; of the FCC rules. 

 Identified as an equipment type in the “Covered List” NOTE 1  

 

 

Yours sincerely, 

 

 

Name:  Peter peng     Date:      2024-01-09      

 

 

Title and Company name:  Manager 

Shenzhen Swanscout Innovations Technology Co., Ltd. 

 

NOTE 1 

“Covered List”; is the List of Equipment and Services Covered By Section 2 of The Secure Networks Act, available at 

https://www.fcc.gov/supplychain/coveredlist 
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1) 986446 D01 Covered Equipment v01 

https://apps.fcc.gov/oetcf/kdb/forms/FTSSearchResultPage.cfm?switch=P&id=325672 

 

2) Federal Register document 2022-28263 published on 02/06/23 

https://www.federalregister.gov/documents/2023/02/06/2022-28263/protecting-against-national-security-threats-to-the-com

munications-supply-chain-through-the 
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