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Section 2.911(d)(5)(i) Certification – Equipment Type 

 

Company name: Hypertechnologie Ciara Inc. Ciara Technologies Inc 

Address: 5555, Rue Cypihot, Saint-Laurent, QC, H4S 1R3 

Product Name: Notebook 

FCC ID: 2BDS2-RPL819 

Model(s): RPL819,CRIUS CO100-G1,CRIUS CO100-GY,CRIUS CO105-G1,CRIUS 

CO110-G1,CRIUS CO115-G1,CRIUS CO120-G1,CRIUS CO125-G1,CRIUS CO200-G1,CRIUS 

CO205-G1,CRIUS CO210-G1,CRIUS CO215-G1,CRIUS CO220-G1,CRIUS CO225-G1,CRIUS 

CO300-G1,CRIUS CO305-G1,CRIUS CO310-G1,CRIUS CO315-G1,CRIUS CO320-G1,CRIUS 

CO325-G1 

 

2.911(d)(5)(i) Equipment Type 

 

We, [Hypertechnologie Ciara Inc. Ciara Technologies Inc] (“the applicant”) certify that the equipment 

for which authorization is sought through certification is not: 

 Prohibited from receiving an equipment authorization pursuant to § 2.903; of the FCC rules. 

 Identified as an equipment type in the “Covered List” NOTE 1  

 

 

Yours sincerely, 

 

 

Name:                 Date:  2024.10.12  

 

 

Title and Company name:  Manager / Hypertechnologie Ciara Inc. Ciara Technologies Inc 

 

 

NOTE 1 

“Covered List”; is the List of Equipment and Services Covered By Section 2 of The Secure Networks Act, available at 

https://www.fcc.gov/supplychain/coveredlist 

 

References;  

1) 986446 D01 Covered Equipment v01 

https://apps.fcc.gov/oetcf/kdb/forms/FTSSearchResultPage.cfm?switch=P&id=325672 

 

2) Federal Register document 2022-28263 published on 02/06/23 

https://www.federalregister.gov/documents/2023/02/06/2022-28263/protecting-against-national-security-threats-to-the-com

munications-supply-chain-through-the 
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