
Shenzhen SmartMore Information Technology Co., Ltd. 

2.911 (d)(5)(ii) Applicant Attestation v1.3 

Section 2.911(d)(5)(ii) Certification – Applicant (Covered List ) 

Company name:Shenzhen SmartMore Information Technology Co., Ltd. 

Address: 2201A. Tower 2Qianhai Kerry Business Center Phase 4Qianhai Avenue, Nanshan Street, 

Qianhai Shenzhen-Hong KongCooperation Zone518052 ShenzhenPEOPLE'S REPUBLIC OF 

CHINA 

Product Name:SMore Wafer ID Reader 

FCC ID: 2BC8Y-SMWRWRIR8H104 

Model(s):SM-WR-W8-H104, SM-WR-W8-C104, SM-WR-R8-H104, SM-WR-IR8-H104 

2.911(d)(5)(ii) Applicant filing 

We, [Shenzhen SmartMore Information Technology Co., Ltd.] (“the applicant”) certify that, as of the 

date of the filing of the application, the applicant is not identifiedNOTE 1on the “Covered List”NOTE 

2,established pursuant to §1.50002 of this chapter,as an entity producing coveredcommunications 

equipment. 

Yours sincerely, 

Name:Chen Xinshang Date: 10/25/2023 

Title and Company name:  Authorized representative/ShenzhenSmartMore Information 

Technology Co., Ltd.  

NOTE 1 

Delete option not applicable to this application. 

NOTE 2 

“Covered List”; is the List of Equipment and Services Covered By Section 2 of The Secure Networks Act, available at 

https://www.fcc.gov/supplychain/coveredlist 
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