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Intelligent
lock cylinder

Product
manual

MODEL: T155C TUYA

APP+ password+ ICcard + Emergency micro
magnetic induction key

Part 1: Introduction to product parameters Name: Smart U lock

Model: T55 Tuya

Unlock method: passwords, IC cards, keys, App

Virtual passwords: adding numbers before and after the correct
passwords for a total length of 16 digits can also
open the lock.

Operating temperature: ~20°C~70C

Power supply: 1XCR2 battery

Product settings:

Instructions for use:

Please make sure that the Bluetooth on mobile phone is turned on
before taking any step by following operations. Be sure the
mobile phone and the lock are within a reasonable distance. Itis
recommended to operate within 5 meters.

1, APP connection:

Search for Tuya app in the app market and download it.

Open the app and follow the prompts to connect. Click + icon in the
upper right corner of the homepage.

1.1. Manually add: Select Camera/lock —Lock (Bluetooth). Press

the © key on the device to turn on the device side Bluetooth, after
waiting for a few seconds, the device name will appear and click
Connect.

1.2, automatic discovery: Click on the "automatic discovery" above, to

ensure that the lock has been powered up, Press the © key on the
device to turn on the Bluetooth of device, wait a few seconds, the
device name appears, click on the connection.

2.1C card management

Clicking the device icon enter the management interface, selecting
add IC card on setting page, the app broadcasts please swipe card
when it is ready to register IC cards. After the IC card is recognized,
the app will broadcast adding successfully.

3. password management

3.1. Add password: Clicking the device icon enter the management
interface, selecting add passwords on setting page. Click Settings—
Password Management, then click + icon on the upper right corner to
add passwords, select the user, enter the password and nickname
according to the prompt on the page, select Save in the upper right

corner, then the password will be added successfully.

3.2. Delete password: Clicking the device icon enter the management
interface, selecting add passwords on setting page. Click Settings—
Password Management, then select the icon on the right to delete.

4. member management

4.1. member management page - there are two different members.
4.1.1. Family members — These members are consistent with the users
of the family group in the app; when a new user is added to the family
group in app, the user will also be added in the members in device
page. In the same way, if a member is added to the family member of
the device, the member will also appear in the family group of the app.
Note: Deleting a family member can only be done in the family member
management in the app main system.

4.1.2. Other members - refers to users who appear only in the lock, not
users of the app family group. Adding and deleting users will not affect

the members of the app family group.

4.2, member management — other member management

4.2.1. Validity time: the administrator can decide the period of unlock
for other members.

It can be set to be permanent or set to the specified start time and end
time

4.2.2, open the lock. The administrator can determine the type of
permission that the member has to open the lock; if the administrator
cancels all the opening methods of the member, the user can no longer
open the lock opening mode through the app, only registered lock
opening methods is allowed.

4.2.3. After creating another new member, the administrator can
associate the member with a user of the app through the Share
operation. At the specified end time of the user, the device will be
automatically removed from the device list of the new user.

5.restore initial settings

Entering the device page, click the icon in the upper right corner, enter
the device information interface, pull down to find and click the restore
initial settings.

5.1. When the mobile phone app and the lock are connected by
Bluetooth, use restore initial settings in device page. All the lock
opening methods of the lock will be deleted, the lock will be restored to
the default status, and other users can re—add the lock through the
app.

5P2p. When the mobile phone is not in Bluetooth connection with the
lock, the lock is restored to the initial setting on the local settings of the
lock.

6. Open the lock operation:

Use fingerprints or press any key on the keyboard to wake up the
device, enter the password + & , after verifying the password, the lock

will be open, the voice broadcast lock can be opened, after the lock
opening, the lock will be closed automatically and the device will
broadcast lock closed.

Openthe APP homepage, select the device, enter the management
interface, hold to unlock.

Open the APP homepage, select the device, enter the management
interface, slide page to left to switch to the "Dynamic Password"
interface, click to generate a dynamic password, it is valid within 5
minutes after the dynamic password is generated. Enter the 8-digit
number + &, and the unlock is successful.

7. Open the lock record query

Open the APP home page, select the device to enter the management
interface, click "Open the lock record" below to view the opening
record.

8. Low battery alarm:

Voice prompt below 2.7v: Please replace the battery if the battery
power is low

9. Enter the wrong passwords/IC cards:

Enter failure unlock for 5 times in succession. The lock will be lockout
and cannot be operated for half minute.

10. Background lights off

The light will be on after any button is pressed; the light will be lasted
for 10 seconds without any operation.

Press the Back button twice on the lock to exit the system and the light
will be turned off.




This device complies with part 15 of the FCC Rules. Operation is subject to the
following two conditions: (1) This device may not cause harmful interference, and (2)
this device must accept any interference received, including interference that may cause
undesired operation.

Any Changes or modifications not expressly approved by the party responsible for
compliance could void the user's authority to operate the equipment.

Note: This equipment has been tested and found to comply with the limits for a Class B
digital device, pursuant to part 15 of the FCC Rules. These limits are designed to
provide reasonable protection against harmful interference in a residential installation.
This equipment generates uses and can radiate radio frequency energy and, if not
installed and used in accordance with the instructions, may cause harmful interference
to radio communications. However, there is no guarantee that interference will not
occur in a particular installation. If this equipment does cause harmful interference to
radio or television reception, which can be determined by turning the equipment off and
on, the user is encouraged to try to correct the interference by one or more of the
following measures:

-Reorient or relocate the receiving antenna.

-Increase the separation between the equipment and receiver.

-Connect the equipment into an outlet on a circuit different from that to which the
receiver is connected.

-Consult the dealer or an experienced radio/TV technician for help.
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