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SC011 authorization setting: 
Make sure correct wiring between M5 and SC011, power on them, then move slide switch to ‘PROGRAM MODE’ as 
below:

Match registered fingerprint or swipe registered card on 
M5, then SC011 will beep once, means authorized 
successfully. Then move slide switch to right(OFF).

Wiegand 26 Wiring: 
Let the 'Anviz Wiegand Switch' cable is not connected to the GND and make sure correct wiring between M5 and 
Anviz SAC844 or other Access Controller as below:

Wiegand date output format: 
① Anviz Wiegand date output format：
ALL registered users output devieces’ last eight serial number.(For example, SN of one device is 
1050000014470004, then Anviz Wiegand output 14470004.)
② Wiegand 26 date output format:
Card user: Output card number.(Decimal)
Fingerprint user: Output ID number.
③ Wiegand output format cann’t set by PC software and even if you have set it’s invalid, just exchange the 
‘Anviz Wiegand Switch’ wiring. 
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Put the CD in the managemet computer. The installation program will run automatically.

Loose the screw on the bottom of M5, then 
pull up the front case, seperate from back 
panel
Connect USB cable between with M5 and PC 
which has installed software

Pay attention: 
If management cards are registed, indicator 
light turns yellow and flashes. You must verify 
any management card first.
If no management card is registed, you can 
communicate with M5 directly.



Local Area Network (TCP/IP)

Right click on the device icon 
and choose ‘Set the IP configuration’ 
to set correct network enviroment 
parameters such as above window.
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This equipment has been tested and found to comply with the limits for a Class 
B digital device, pursuant to part 15 of the FCC Rules. These limits are 
designed to provide reasonable protection against harmful interference in a 
residential installation. This equipment generates, uses and can radiate radio 
frequency energy and, if not installed and used in accordance with the 
instructions, may cause harmful interference to radio communications. 
However, there is no guarantee that interference will not occur in a particular 
installation. If this equipment does cause harmful interference to radio or 
television reception, which can be determined by turning the equipment off and 
on, the user is encouraged to try to correct the interference by one or more of 
the following measures: 
 Reorient or relocate the receiving antenna. 
 Increase the separation between the equipment and receiver. 
 Connect the equipment into an outlet on a circuit different from that to which 

the receiver is connected. 
 Consult the dealer or an experienced radio/TV technician for help. 

 
Caution: Any changes or modifications to this device not explicitly approved 
by manufacturer could void your authority to operate this equipment. 
 
This device complies with part 15 of the FCC Rules. Operation is subject to the 
following two conditions: (1) This device may not cause harmful interference, 
and (2) this device must accept any interference received, including 
interference that may cause undesired operation. 
 
The device has been evaluated to meet general RF exposure requirement. 
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