VAP11G-300 Quick Setting Guide
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I1.Set Network:

1. Power on VAP11G-300 (5V/1A) ;

2. Terminal device connect to VAP11G-300:
@® Computer connect the network port of VAP11G-300 by wired,;

@ Or connect WiFi signal of VAP11G-300 by Smart phone and computer, its

parameters as below:
WiFi SSID:VONETS_******
WiFi password: 12345678

3. Open browser, input configured address: http://vonets.cfg ( or 192.168.251.254);

) Uszer Login »

\ C Y http://vonets. cfg

4. Input user name and password, both are admin, click “Login” to enter configured

page:


http://vonets.cfg/

& — C O vonets. cfz/a. asp

YOW7s  t=on [ wm

(["' * ':']} Hot configured

5. “Scan Hotspots”, click the source WiFi hotspot, click “Next”;

Operative Status

‘ WiFi Hotspots l

| Scan Hotspots >>|
Select a Wireless Hetwork to connect to. If not found, please click Refresh

[ List, or enter the SSID of the network manually. Then, click Next.
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WiFi Repeater

System Settings  VONETS_2. 4G_DFFA 00:17:13:10: df: fe 4 100 WPAZ-PSK / AES
| 0xESBDEEEEIIBOESEDAY 04:95:e6:5c:df: bl 3} 100 WPAPSK-WPAZPSK / TKIPAES

LAN Settings | VONETS_242ADC 00:17:13:24:2a:de 7 100 WPAZ-PSK / AES
o Chinalet-CFPhM a0:91:¢5:39:4b:38 S 96 WEAPSK-WPAZPSK / TKIPAES
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 VONETS_INIT 00:17:13:25: ea: sl |T a1 WEAZ-PSK r'VAES

| VONETS_TNIT 00:17:13:25:eb:20 7 a1 WPAZ-PSK / AES

' VORETS_2SEF08 00:17:13:25:e£:08 7 86 WPAZ-PSK / AES
there are 34 wireless network ‘ Refresh List |
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6. Enter Source WiFi hotspot password, click “Apply”;
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REIA e Sl WiFi Hotspots ‘
Scan Hotspots > | |

SSID |SKY13E0A_F4 |
WiFi Repeater ‘ ——

WPA Algori thns [TKIP-AES ~|
System Settings ISource WiFi hotspot password | I

The configuration parameters of WiFi repeater security is synchronized with source hotspot

LAN Settings #iFi Repeater SSID SKY13E0A_F4_70 Enable Local Hotspet
DHCP Server Settings
DHCP Server © Disable (Recommended configuration) ©) Enable

Advanced Setting [ For specific applications only

In order to prevent network conflicts, after parameters are configured,
please disable DHCP server. Logging in page again will be failed because of l
* Disable DHCP server’, so please make sure the hotspot parameters are

correct.

Apply I‘ Back !

7. Click “Reboot”, VAP11G-300 will connect the configured WiFi hotspot automatically,
if connected successfully, its blue light will quick flash.



WiFi Hotspots
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SID SKY13E0A_F4

H#PA Algorithms TKIP-AE

wn

Source WiFi hotspot password XBSQBXLFSQ

Y| The configuration parameters of WiFi repeater security is synchronized with source hotspot

#iFi Repeater SSID SKY13EOA_F4_70 Y| Enable Local Hotspot
DHCP Server 9@ Disable (Recommended configuration) _' Enable
Details
If you want to add one more hotspot, please click “Continue Add” button. Continue Add

To make the new parameters effective, after parameters are configured, please click
“Reboot” button. Reboot

FCC warning:

This device complies with part 15 of the FCC Rules. Operation is subject to the follo
wing two conditions: (1) this device may not cause harmful interference, and (2) this
device must accept any interference received, including interference that may cause
undesired operation.

Any changes or modifications not expressly approved by the party responsible for co
mpliance

could void the user's authority to operate the equipment.

NOTE: This equipment has been tested and found to comply with the limits for a Cla
ss B digital device, pursuant to Part 15 of the FCC Rules. These limits are designed
to provide reasonable protection against harmful interference in a residential installat
ion. This equipment generates, uses and can radiate radio frequency energy and, if
not installed and used in accordance with the instructions, may cause harmful interfe
rence to radio communications. However, there is no guarantee that interference will
not occur in a particular installation.

If this equipment does cause harmful interference to radio or television reception,
which can be determined by turning the equipment off and on, the user is encourage
d to try to correct the interference by one or more of the following measures:

-- Reorient or relocate the receiving antenna.

-- Increase the separation between the equipment and receiver.

-- Connect the equipment into an outlet on a circuit different

from that to which the receiver is connected.

-- Consult the dealer or an experienced radio/TV technician for help.

To maintain compliance with FCC’s RF Exposure guidelines, This equipment should be installed and operated
with minimum distance between 20cm the radiator your body: Use only the supplied antenna.

FCC ID: 2ARNO-VAP11G-300





