lI. Download and install APP Method 2: AP(hotspot) connection

InStrUCthﬂ 4. Make S ph,?n? connected internet Stepl:0n the phone setting, under WLAN, found wifi name start with
B. Search “BlueCam™ 1in Google Play or App Store

“HOW-xxx" (picl):
Step2: Input password: 168168168 to connected (pic 2):
Step3:Start “BlueCam” , click “+” (pic3);

Mini Battery IP Camera —

Device List User Setting

Device List Add Device < Setp 1: Prepare the Device € Step 2: Connect the network Code completion

Q u I Ck G u I d e Firet add devioe or device reset. This method I Please plug in the device and wait for the Close the phone to the device, click on IPCAM To use slec:uritj.r for your use, pleasg change _ “ . _
recommended device to send out. Select the WIFI that the device will connect "the start configuration button" @ the admin account. The password is best Step4:Click “Lan search” (pic 4):
to ! ; . HOW-002978-THREN mixed with letters, Numbers, and some other
"Please connect to the network" and wait for the device to make characters, with no more than 20 characters in Stepﬁ:l*"ind the device need to add (picﬁ);
e Wireless Configuration > "configuration successful” user name and password length : :
= NETGEARO6 If not success add the device, Step6:Found your device on home page, device shows online(pic 6) ;
i Please keep your phone and device within 3 N e e
Android jpeters b + Step7:Click to play video, it will be a prompt advise you to change
If the device is connected to the network, the - Ore |' EEERERERE >t - il agag “RESET” for 8s. d password (piﬂ?j :
? Check the Network following methods are recommended : . esg " for 8s, device '
o - Admin Account _ : :
Make sure the router opened DHCP function, and under 2.4 GHz network. Pﬁsswu.tllllnng;r than 20 characters, no special . | | i @ ¢ To use security, change the username will reboot (to hear “reset factory Step8: After you changed the password, start to view the video(pic8);
| (5GHz are not support) You haven't added the device yet, just add one~ ran Seareh % . | RIEERESE © Do e setting success” )
3. Connect instruction ' "\u Note:pl e 55 e
. Methodl: wifi connection @ Scan QR Code > : | Cancel  OK @ Password: ses e rret | Note:please make sure the device Note:we suggest you to change a strong complex password to protect
. A. Please plug the device power on, wait for the device sound: “welcome S} DONOT QN GN. VOUETOs01 your privacy
O O to use, please connect to the network” . (if not hear the voice, Reset @ Input > o
the device)
Description: B. Add device (Android SmE?“"E‘“}F fr::_r exanple) No voice prompt was heard? Step 9:click setting under device (pic9) ;
Stepl: Start Bluecam, click “+” (picl); _— | | |
1. Power on/off:press 2s to power on; press 3s to power off. Step2: Click “wiireless configuration” (pic2): - - - Isitor Account Step 10:click “WIFI setting” (pic 10);
2. Recording/Reset button:short press to recording, then press again to stop, Step3: Click “Iv'c:}ce prompts have been heard ’f {pi,c 3)_; b - - - L2 userName: E,'ifﬁifl’;te”he Step 11:Choose the network need to connect, input correct password
Press 8s to reset factory setting . Step4: Input Wifi password, then “connect WIFI” (pic4): 5
g Voi ts have been heard - * :
3, Wifi indicator:3. 1 Flashing is AP mode Steph: Click “start configuration” , and wait for 30S. (pic 5): oice prompts have been hear Start Configuration ,ii-l. E’ Password: Please enter your, then the device will reboot to connect internet(picll);
' 8 ‘ * : s ' password _ : :
3. 2 Constantly light is internet connected. EEEF'EZ Ehcg the dsvlt_:e afte;:l‘ code Hh‘itﬂhhﬂﬂmpl‘?tel{plﬂﬂﬁj{ o7) b Note:please make sure the device is power on when vour reset
3.3 light off is internet time out, back to AP mode il s el e L e b e I i L
. . _ Step8: Click to play video, it will be a prompt advise vou to change
4. Work indicator:light on when power on, light out when power off password (pic8) :
b. Power Charge indicator:flashing when charging, Constantly light when power full Step9: After you changed the password, start to view the video(pic9): pic 3 pic 5
More info please see to 6. TF card slot 7. Micro USB for power supply 8. Fhotosensitive Note:we suggest you to change a strong complex password to protect your
http:/iwww.cam158.com 9. Lens 10. Mic phone privacy
4. Online Video view example: Setting: into setting menuf{pic 12, pic 13)

1. Device info: device version, series number

e © F .l ‘fioh W 8:40 PM R - © % all Gl W B:47 PM
B 2.User info: administrator and visitor setting
— WLAN < HOW-000097-GMHBE Device List Add Device Lan Search Device List User Setting WIFI Setting Device List e : R
3.Wif1 setting: Wifi network
WLAN . ) Signal strength Fxcellent - . - . : : ] !
) ’ First add device or device reset. This method is 1@ IPCAM Binling ;I:euas;n?;c:;gz;?,: F-?ﬁ;lfaz'sﬂiﬂrﬁscgzgfe Device Information 3 Device WiFi Status B Device Information > 4. alarm setting: motion detection, voice detection, Radar
recommended -’ Add ’ . . : ‘ : ;
WLAN+ Encrnbon WPAZ PSK i | ) : mixed with Ietlterﬁ, NMumbers, and some utherl detection settin
Enhanced Internet experience & Lo B i characters, with no more than 20 characters in _ WiFi Name NETGEAROG . g
e Wireless Configuration > user name and password length User Setting ) User Setting D 5.TF card: TF card recording setting
——— jeslcaes e Securtty WPAZ_PSKIAES) 6. Time setting: time setting
NETGEARDG = — e WIFI Setting > e WIFI Setting >
- ol - ow advanced options et ie vl W s : : ) . .
Connected (good quality) £ the device is conmected to the network the Username is weak EREEE 0 Username is weak 7.Email setting: alert push email setting
T . I following methods are recommended AT @ & W Admin Account 6 Alarm Setting > 2 |PCAM @ & W 6 Alarm Setting > 8. 0thers: voice prompts setting, indicator lights setting
Saved, encrypted (available) o S - To use security, change the username R Device WiFi hotspot ==
Lan Search and password ! UserName: admin
ANCEL NNECT . '
V000097 MHBE CANC CONNEC You haven't added the device yet, just add one @ e — S N 0 SEsSa S

Signal strength:100%

)

Cancel 0K E’ Password, sevrs vt

FB22
Encrypted

@’ Time Setting >

@ Time Setting > HOW-000097-GMHBE Signal strength:100%

)

Input >

Cancel Please enter WiFi password Setting

Saved, encrypted (no Internet access)
@ Scan QR Code

gijwlelrjtiyjujijolp
I;j&ii d (WPS available) T Mail Setting > TP-LINK_FB2C Signal strength:99% WiFi Pasewd |F" R _— . - | _ ﬁ _ Mail Setting >
als|djflglh]ljlk]] Visitor Account | * lhaseword ' @ Snapshot g(] Recording Resolution
;:;IS:}JEE = et 9 Other Setting > TP-LINK_lee Signal strength:94% e Other Setting >
i Z' X|/civi.bin mEs R T Elsiarﬁznir;terthe | |
an(a“?) . 5 RN - @ P P — HSLQA Signal strength:89% Infrared 1ight @ Pan mirrow Tilt mirrow G
Sean '-'-'LE-F:;;'-N-:: Canfigura rﬂ;re a2 ) E— ’ vf —— @ ESTEL passwo rd il - _
Fhinaklat_ hhAL KA o — PDCNChinanet Signal strength:83%
4screen @ Hide
pic 12 pic 13




FCC statement

This device complies with Part 15 of the FCC Rules: Operation is subject to
the following two conditions:

1. This device may not cause harmful interference and

2. This device must accept any interference that is received, including any interfer
ence that may cause undesired operation.

This device is acting as slave and operating in the 2.4 GHz (2412 ~2462 MHz)
band.

NOTE: This equipment has been tested and found to comply with the limits for
a Class B digital device, pursuant to part 15 of the FCC Rules. These limits are
designed to provide reasonable protection against harmful interference in a
residential installation. This equipment generates uses and can radiate radio
frequency energy and, if not installed and used in accordance with the
instructions, may cause harmful interference to radio communications.
However, there is no guarantee that interference will not occur in a particular
installation. If this equipment does cause harmful interference to radio or
television reception, which can be determined by turning the equipment off and
on, the user is encouraged to try to correct the interference by one or more of
the following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

-Connect the equipment into an outlet on a circuit different from that to which
the receiver is connected.

-Consult the dealer or an experienced radio/TV technician for help

The operation distance between users and device shoulde be at least 20cm.

Changes or modifications to this unit not expressly approved by the party responsible for compliance
could void the user's authority to operate the equipment.
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文本框
Changes or modifications to this unit not expressly approved by the party responsible for compliance
 could void the user's authority to operate the equipment.
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