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Support

• On the web
Detailed support information including device specification and troubleshooting care

available at cricketwireless.com/support/devices.

• On the phone
Call Customer Care at 1-855-246-2461 or dial 611 from your cell phone.

Accessories
For information about accessories, visit you local Cricket store or visit cricketwire-
less.com/shop/accessories.

Trademarks
© 2019 Cricket Wireless LLC. All rights reserved. Cricket and the Cricket logo are registered
trademarks under license to Cricket Wireless LLC. ©NETGEAR, Inc. NETGEAR and the NET-
GEAR Logo are trademarks of NETGEAR, Inc. Any non-NETGEAR trademarks are used for
reference purposes only.

Compliance
Forregulatorycomplianceinformation,visit http://www.netgear.com/about/regulatory. See
the regulatory compliance document before connecting the power supply.

http://www.netgear.com/about/regulatory
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1
Get Started

This product regularly checks for new firmware and downloads any
appropriate,or you can check for and download new firmware manually.If
the features or behavior of your product does not match what is described
in this manual, you might need to update your firmware.
This chapter provides an overview of mobile hotspot features,and
instructions for how to set up your mobile hotspot and connect to the
Internet. The chapter covers the following topics:

• Meet YourMobile Hotspot
• Set Up YourMobile Hotspot
• Insert and Install the Battery
• Remove the SIM card
• Display Layout and Icons
• Connect to the Internet
• Connect to the Mobile Hotspot With Tethering
• Customize the Mobile Hotspot Settings
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Meet Your Mobile Hotspot

Before you connect your mobile hotspot,familiarize yourself with its LCD
screen,icons, buttons,and connectors.

Power / Navigation
button

USB Type C
Charging Port

LCD home
screen

WPS button

Battery back cover

Factory reset hole
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Set Up Your Mobile Hotspot

1. Remove back cover, and take the battery out.

2. Remove the SIM card from the outer card.
3. Locate the SIM card slot. Hold SIM so that the cut corner is at the top and
gold contacts are facing downward. Insert SIM by pressing down on the clip
and sliding into the SIM slot.

4. Insert the battery. Install the back cover, the arrow on the back cover points
downward.

5. Charge mobile hotspot fully.
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Insert and Install the Battery

1. Remove the battery cover and align the battery contacts with the
terminals in the battery compartment as shown.Push the battery down until it
clicks into place.
2. Replace the battery cover over the battery compartment and press down
on the four corners of the battery cover until it clicks into place.
3.Your device comes with a charger. To charge, plug one end of the charger
into an electrical outlet and the other end into the device’s USB Type-C port.

Remove the SIM card

1. Remove back cover, and take the battery out.
2. Locate the SIM card slot.
3. Push down on the plastic clip in front of the SIM card, while sliding the SIM
card out of its slot.
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Display Layout and Icons

You can use the Power/Navigation button to watch the display screen.

Network indicator
Signal strength Battery indicator

Number of
connected
devices

New message
notification

Wi-Fi network
name (SSID)

Password (Key) for
Wi-Fi Network

Note: Display screen will timeout after 1 minute of inactivity to save power.
Press the Power/Navigation button to wake the screen. This default setting
can be adjusted in http://hotspot.webui.

http://hotspot.webui/
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Connect to the Internet

1.Turn on your mobile hotspot by long-pressing the Power/Navigation button
for 3 seconds.
2.Open the Wi-Fi network manager on your computer, smartphone, tablet, or
Wi-Fi enabled device.
3. Find and select your mobile hotspot's Wi-Fi network (SSID) named
"hotspot_XXXX" for the 2.4GHz Wi-Fi network or "hotspot_XXXX_5G" for the
5GHz Wi-Fi network.
4. Connect by entering the password (key) shown on your mobile hotspot's
display.

2.4GHz network
name (SSID) and
password (KEY)

5GHz network
name (SSID) and
password (KEY)

5.Open a web browser and visit your favorite website to confirm your con-
nection.

Note: Wi-Fi network name (SSID) and Wi-Fi network password (key) can be
changed in http://hotspot.webui under Wi-Fi Basic Setting.

http://hotspot.webui/
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Connect to the Mobile Hotspot With Tethering

You can connect a computer to the mobile hotspot using the USB Type-C
cable instead of connecting with Wi-Fi. This kind of cable connection is
called tethering.
Note: The first time you use the USB Type-C cable to connect to the mobile
hotspot your computer’s operating system detects the new device.
To install drivers on computers running Windows:
1. Ensure that the mobile hotspot is powered off.
2. Connect the mobile hotspot to your computer using the USB cable.
The mobile hotspot automatically powers on.
Note: Make sure that your computer has access to Internet when you first use
the tethering feature because your computer might need to access the
Internet in order to download the required software driver.
After the driver is installed,you can visit the mobile hotspot web page to
customize your mobile hotspot’s advanced settings. This is an optional step.

Customize the Mobile Hotspot Settings

To log in to your mobile hotspot web page:
1. From a computer or Wi-Fi device that is connected to the mobile hotspot,
launch a web browser.
2. Enter http://192.168.1.1 or http://hotspot.webui. The mobile hotspot web
page displays.
3. Enter the administrator login password. The default password is the last
eight digits of IMEI . The password is case-sensitive.

http://192.168.1.1/
http://hotspot.webui/
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2
Use Your Mobile Hotspot

This chapter explains how to use your mobile hotspot.The chapter covers the
following topics:

• View Messages From the Mobile Hotspot
• View Messages From the Mobile Hotspot Web Page
• Delete a Message From the Mobile Hotspot Web Page
• Manage Your Broadband Network Connection
• Connect to Wi-Fi
• Manage Wi-Fi
• Manage Wi-Fi Security



13

View Messages From the Mobile Hotspot

You can tell from your mobile hotspot display if you have unviewed
messages,and you can view them directly from there. This hotspot display
indicates you have an unread message.

Note: Although you can view messages directly on the mobile hotspot,use
the mobile hotspot's web page to delete them.

To view messages from the mobile hotspot display:
1. Press the Power/Navigation button to wake the mobile hotspot.
2.Tap the Power/Navigation button. The Messages screen displays.
3. Each message scrolls from right to left.

Note: Only unread text messages are displayed on the screen, which will no
longer appear on the screen after being read.If there are no unread
messages, the Message page is skipped when you switch screens, meaning
that it does not enter the message page.
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ViewMessages From the Mobile HotspotWeb
Page

To view messages from the mobile hotspot web page:
1. From a computer or Wi-Fi device that is connected to the mobile hotspot,
launch a web browser.
2. Enter http://192.168.1.1 or http://hotspot.webui. The mobile hotspot web
page displays.
3. Enter the administrator login password. The default password is the last
eight digits of IMEI . The password is case-sensitive. The home page displays.
4. Select Messages. A list of messages displays, showing the first portion of
the text.
5. Click a message to read the full text.

Delete aMessage FromtheMobileHotspotWeb
Page

To delete a message from the mobile hotspot web page:
1. From a computer or Wi-Fi device that is connected to the mobile
hotspot, launch a web browser.
2. Enter http://192.168.1.1 or http://hotspot.webui.
The mobile hotspot web page displays.

http://192.168.1.1/
http://hotspot.webui/
http://192.168.1.1/
http://hotspot.webui/
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3. Enter the administrator login password. The default password is the last
eight digits of IMEI . The password is case-sensitive. The home page
displays.
4. Select Messages. A list of messages displays, showing the first portion of
the text.
5. Select the message and click the Delete button.The message is
deleted.
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Manage Your Broadband NetworkConnection

You can view the mobile broadband network status and turn mobile
data on and off.

ViewMobile Broadband Network Status From theMobile HotspotWeb
Page

To view network status from the mobile hotspot web page:
1. From a computer or Wi-Fi device that is connected to the mobile hotspot,
launch a web browser.
2. Enter http://192.168.1.1 or http://hotspot.webui.
The mobile hotspot web page displays.
3. Enter the administrator login password. The default password is the last
eight digits of IMEI.The password is case-sensitive.The home page displays.
4. Select Home.
5.View the Network Status section.

Turn Mobile Data On and Off From the Mobile Hotspot Web Page

To turn mobile data on and off from the mobile hotspot:
1. From a computer or Wi-Fi device that is connected to the mobile hotspot,
launch a web browser.
2. Enter http://hotspot.webui. The mobile hotspot web page displays.
3. Enter the administrator login password. The default password is the last
eight digits of IMEI. The password is case-sensitive. The home page displays.
4. Select Settings > Mobile Settings.

Connect to Wi-Fi

Youcan connect up to 15 Wi-Fi devices to your mobile hotspot network.
You can add aWi-Fi device to your Wi-Fi network manually. If the device that
you are adding is WPS enabled, you can use the WPS method to connect
the device without using the Wi-Fi password.

http://192.168.1.1/
http://hotspot.webui/
http://hotspot.webui/
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Add a WPS-Enabled Wi-Fi Device From the Mobile Hotspot Web Page.
Connect securely without having to manually input the Wi-Fi password (key).
1. From a computer or Wi-Fi device that is connected to the mobile hotspot,
launch a web browser.
2. Enter http://192.168.1.1 or http://hotspot.webui.
The mobile hotspot web page displays.
3. Enter the administrator login password. The default password is the last
eight digits of IMEI.The password is case-sensitive.The home page displays.
4. Select Wi-Fi > WPS.
The following Wi-Fi profiles are available:
• Click the Push WPS button.
• Enter the Device PIN of the client you want to connect to.
• Press and hold the WPS key on the device for 5 seconds.

http://192.168.1.1/
http://hotspot.webui/
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Manage Wi-Fi

Advanced users can set up the Wi-Fi radio of the mobile hotspot to meet
their Wi-Fi needs by customizing settings on the mobile hotspot web page.
On the mobile hotspot web page, the followingWi-Fi profiles are available:
• Dual-band Wi-Fi (2.4 GHz and 5 GHz). Connect 2.4 GHz and 5 GHz devices
to transfer data at higher throughputs.
• 2.4 GHz Wi-Fi. Use only the 2.4 GHz Wi-Fiband.
• 5 GHz Wi-Fi. Use only the 2.4 GHz Wi-Fiband.
• Turn off Wi-Fi. Turn off the Wi-Fi signal from the mobile hotspot. With this
setting, you can only connect to the mobile router with a tethered USB
connection.

If your place of business does not allow Wi-Fi or for any other reason you
want to disable Wi-Fi and use the mobile hotspot only in tethered mode, the
mobile hotspot gives you that option.

Note:Whenever you changeWi-Fi settings,any devices connected to the
mobile hotspot are disconnected and might need to be reconnected.

Manage Wi-Fi Security

Note: When you change the Wi-Fi settings, the mobile hotspot resets. Any
devices connected to the mobile hotspot are disconnected when the
mobile hotspot resets.

Change Wi-Fi Network Names and Passwords From the Mobile Hotspot
Web Page
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To change network names and passwords from the mobile hotspot web
page:
1. From a computer or Wi-Fi device that is connected to the mobile hotspot,
launch a web browser.
2. Enter http://192.168.1.1 or http://hotspot.webui.
The mobile hotspot web page displays.
3. Enter the administrator login password. The default password is the last
eight digits of IMEI . The password is case-sensitive. The home page displays.
4. Select Wi-Fi > Wi-Fi Basic Settings.

5. Click the Edit button for the 2.4 GHz Wi-Fi or for the 5 GHz Wi-Fi network.
6. Change the Network Name and Password fields as desired.
7.Click the Save button.Your settings are saved.All devices that were con-
nected must reconnect with the new name and password.

http://192.168.1.1/
http://hotspot.webui/
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Change Wi-Fi Encryption Settings

To change the type of security used for Wi-Fi:
1. From a computer or Wi-Fi device that is connected to the mobile hotspot,
launch a web browser.
2. Enter http://192.168.1.1 or http://hotspot.webui.
The mobile hotspot web page displays.
3. Enter the administrator login password. The default password is the last
eight digits of IMEI . The password is case-sensitive. The home page displays.
4. Select Wi-Fi > Wi-Fi Basic Settings.

http://192.168.1.1/
http://hotspot.webui/
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5.Click the Enable button for the 2.4 GHz Wi-Fi or for the 5 GHz Wi-Fi network.
6. In the Security Mode for main Wi-Fi or guest Wi-Fi, select a security option:
• WPA2 Personal AES. Strong security supported by newer Wi-Fi devices, the
default.
• WPA/WPA2.Strong security supported by most Wi-Fi devices. Use WPA2
Personal AES whenever possible.
• None. Anyone can access your Wi-Fi network without a password and you
are responsible for charges incurred. Best practice is not to select this option.
The Save and Cancel buttons display at the bottom of the page.

7.Click the Save button. Your settings are saved.

8. Reconnect your Wi-Fi devices, if necessary, using the newWi-Fi credentials.
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3
Manage Security

The chapter covers the following topics:

• Change the Mobile Hotspot Web Page Login Settings
• Website Filter
• Parental Control
• Enable Port Forwarding
• MAC Filter



23

Change theMobile HotspotWebPage Login
Settings
You can change the host name for the mobile hotspot web page.You can
also change the password to access the mobile hotspot web page. To
change the login settings for the mobile hotspot web page:
1. From a computer or Wi-Fi device that is connected to the mobile hotspot,
launch a web browser.
2. Enter http://192.168.1.1 or http://hotspot.webui.
The mobile hotspot web page displays.
3. Enter the administrator login password.
The default password is the last eight digits of IMEI . The password is
case-sensitive.
The home page displays.
4. Select System > Administrator.

5.You need to enter a new password and repeat it.
6. Click the Save button . Your settings are saved.

http://192.168.1.1/
http://hotspot.webui/
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Website Filter

Block your device from connecting to unwanted websites while connected
to your mobile hotspot.
1. Log in to online WebUI Manager.
2. Select Security > Website filter.
3. Select blacklist or whitelist mode.
4.Click“Add New Rule”then input a Website Filter to add a new whitelist or
blacklist rule.
5. Click Save.
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Parental Control

Limit the websites certain Wi-Fi enabled devices are able to connect to and
the times they are allowed to connect.
1. Log in to online WebUI Manager.
2. Select Security > Parent Control.
3. Click the Add New Rule button to enable Parent Control.
4. Enter the content as required.
5. Click Save.



26

Enable Port Forwarding

If your computer is hosting aserver,you can enable port forwarding so that
other users can access the server. With port forwarding, incoming traffic is
forwarded to specific ports and devices on your network using their local IP
addresses.
Note: Port forwarding creates a security risk.When not required,leave port
forwarding disabled.
To enable port forwarding:
1. From a computer or Wi-Fi device that is connected to the mobile hotspot,
launch a web browser.
2. Enter http://192.168.1.1 or http://hotspot.webui.
The mobile hotspot web page displays.
3. Enter the administrator login password.
The default password is the last eight digits of IMEI . The password is
case-sensitive.
The home page displays.
4. Select Settings > Port Forwarding.

http://192.168.1.1/
http://hotspot.webui/
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MAC Filter

You can configure mobile broadband settings to view WAN details such as
the active network, connection status, and signal strength. You can also
adjust these settings to establish which users and applications can access
your network.
Block unwanted devices from connecting to your mobile hotspot.
1. Log in to http://hotspot.webui.
2. Select Security > MAC Filter.
3. Select blacklist or whitelist mode.
4. Click “Add New Rule”then input a MAC address to add a new whitelist or
blacklist rule.
5. Click Save.

http://hotspot.webui/
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4
Maintain Your Mobile Hotspot
The chapter covers the following topics:

• Extend Battery Life
• View Details About Your Mobile Hotspot
• Back Up and Restore Mobile Hotspot Settings
• Enable VPN Pass-Through
• Configure APN Details
• Set LAN Options
• Update Software From the Mobile Hotspot Web Page



29

Extend Battery Life
To extend the battery life：
1. From a computer or Wi-Fi device that is connected to the mobile hotspot,
launch a web browser.
2. Enter http://192.168.1.1 or http://hotspot.webui.
The mobile hotspot web page displays.
3. Enter the administrator login password. The default password is the last
eight digits of IMEI . The password is case-sensitive. The home page displays.
4. Select System > Power Saving.

5.Adjust any of these settings:
• Display Timeout.
• Display Wi-Fi Standby.
6.Click the Save button. Your settings are saved.

Note: Do not unplug the battery when in use.

http://192.168.1.1/
http://hotspot.webui/
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ViewDetails AboutYourMobile Hotspot

You can view details about your device such as the model number, software
version, and IMEI (International Mobile Station Equipment Identity).
To view details about your device from the mobile hotspot web page:
1. From a computer or Wi-Fi device that is connected to the mobile hotspot,
launch a web browser.
2. Enter http://192.168.1.1 or http://hotspot.webui.
The mobile hotspot web page displays.
3. Enter the administrator login password. The default password is the last
eight digits of IMEI . The password is case-sensitive.
The home page displays.
4. Select System > Device Information.

http://192.168.1.1/
http://hotspot.webui/
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Back Up and Restore Mobile Hotspot Settings

Youcan back up and restore mobile hotspot settings. Backing up and
restoring are useful if you use more than one device and you want the same
settings on all of your devices.You can also save your settings before
resetting to factory defaults or changing the settings.

Back Up Mobile Hotspot Settings

Using the Web Page Toback up mobile hotspot settings using the web page:
1. From a computer or Wi-Fi device that is connected to the mobile hotspot,
launch a web browser.
2. Enter http://192.168.1.1 or http://hotspot.webui.
The mobile hotspot web page displays.
3. Enter the administrator login password. The default password is the last
eight digits of IMEI .
The password is case-sensitive. The home page displays.
4.Select Settings > Back Up and Restore.
5. Click the Export button. By default, the file is saved to your Downloads
folder.

http://192.168.1.1/
http://hotspot.webui/
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Restore Mobile Hotspot Settings

To restore mobile hotspot settings:
1. From a computer or Wi-Fi device that is connected to the mobile hotspot,
launch a web browser.
2. Enter http://192.168.1.1 or http://hotspot.webui.
The mobile hotspot web page displays.
3. Enter the administrator login password.
4. Select Settings > Back Up and Restore.
5. Click the Choose File button.
6. Navigate to the location where the export.cfg file is stored and select it. By
default, mobile hotspot setting files are saved to your Downloads folder.
7. Click the Choose File button and choose what you want.
8. Click the Import button.Your mobile hotspot is restored with the imported
file settings.

http://192.168.1.1/
http://hotspot.webui/
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Enable VPNPass-Through

Toconnect to a corporate network using VPN, you must first enable VPN
connections (pass-through).
To enable VPNpass-through:
1. From a computer or Wi-Fi device that is connected to the mobile hotspot,
launch a web browser.
2. Enter http://192.168.1.1 or http://hotspot.webui.
The mobile hotspot web page displays.
3. Enter the administrator login password. The default password is the last
eight digits of IMEI .
The password is case-sensitive. The home page displays.
4. Select Settings > VPN Passthrough.

5. Select the VPN Passthrough On radio button.
Your settings are saved.

http://192.168.1.1/
http://hotspot.webui/
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Configure APN Details

Your mobile hotspot comes preconfigured with the access point name
(APN) for your network service provider.
The mobile hotspot checks the APN to determine the type of network
connection to establish.
To add an APN for another network:
1. From a computer or Wi-Fi device that is connected to the mobile hotspot,
launch a web browser.
2. Enter http://192.168.1.1 or http://hotspot.webui.
The mobile hotspot web page displays.
3. Enter the administrator login password. The default password is the last
eight digits of IMEI .
The password is case-sensitive. The home page displays.
4. Select Settings > Mobile Settings.

http://192.168.1.1/
http://hotspot.webui/
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5.Click the Add button.

6.Click the Save button. The entry is added to the table.
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Set LAN Options

To set the mobile hotspot’s LAN options:
1. From a computer or Wi-Fi device that is connected to the mobile hotspot,
launch a web browser.
2. Enter http://192.168.1.1 or http://hotspot.webui. The mobile hotspot web
page displays.
3. Enter the administrator login password. The default password is the last
eight digits of IMEI .
The password is case-sensitive.
The home page displays.
4. Select Settings > LAN Settings.

5. In the LAN section, enter the appropriate details.
If the DHCP server is enabled, it automatically assigns an IP address to each
device on the network and manages its configuration information. The DNS
mode setting specifies how the DNS servers are obtained. If you select the
Auto radio button, the servers use the DNS relay specified by the Internet
provider.
6. Click the Save button. Your settings are saved.

http://192.168.1.1/
http://hotspot.webui/
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Update Software From the Mobile Hotspot Web
Page

To update software from the mobile hotspot web page:
1. From a computer or Wi-Fi device that is connected to the mobile hotspot,
launch a web browser.
2. Enter http://192.168.1.1 or http://hotspot.webui.
The mobile hotspot web page displays.
3. Enter the administrator login password. The default password is the last
eight digits of IMEI . The password is case-sensitive. The home page displays.
4. Select System > Software Update.

5.Click the Check for Updates to see if a new update is available.

http://192.168.1.1/
http://hotspot.webui/
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5
Frequently Asked Questions

The chapter covers the following topics:

• What do I do if I see the SSID but failed to connect?
• What if there's no service?
• What if I have forgotten myWi-Fi Password?
• What if my SIM card gets locked out?
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What do I do if I see the SSID but failed to
connect?

1.Check if the password you entered is the correct one.
2.Check if WPS security is enabled on your PC. If so,check the device to see
if it is expecting a WPS action from your PC.

What if there's no service?

The possible reasons are an unstable network signal or a hardware problem.
Youcan try the following solutions:
1. If you are inside a building or near a structure that maybe blocking the
signal, change the position or location of the device. For example, trymoving
the device close to a window.
2.Check the hardware for any loose parts or damage.
3. Log in to the WebUI to review any error messages and follow the steps
provided.
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What if I have forgotten my Wi-Fi Password?

1.You can find the Wi-Fi Password in the Wi-Fi Info page on the LCD.
2.You can also reset the device to factory defaults by pressing the reset
button for 6 seconds. The default pass-word is listed on the SSID label under
the back cover of the device and is also the last 8 digits of your hotspot’s
IMEI. The IMEI can be found on the device label located underneath the
removable battery. Be sure to power your device off before removing the
battery.

What if my SIM card gets locked out?

If the SIM card is locked, log in to the WebUI (http://192.168.1.1 or
http://hotspot.webui.WebUI) and input the PIN or PUK code you received
from your service provider. Note: If you entered PIN code 3 times, the PUK will
be needed, and if the wrong PUK is entered 10 times, the SIM card will be
locked permanently.

http://192.168.1.1/
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A
Specifications

This appendix covers the following topics:

• Battery Specifications
• Display Specifications
• Environmental Specifications
• Mechanical Specifications
• Mobile Band Specifications
• PackageContents
• Port Specifications
• Security Specifications
• WiFi Specifications
• SAR Sensor detect distance Specifications
• Radio Frequency (RF) Energy
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Battery Specifications

Battery specifications:

• Removable Li-ion battery.
• Up to approximately 15.5 hours of battery life is based on general business
usage: ~3.5 hours of video conferencing, checking emails, file downloads
and web browsing. Actual battery life will vary depending on network and
environmental conditions, devices connected, device settings and battery
age.
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Display Specifications

The mobile hotspot includes an 1.77 in. LCD display.
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Environmental Specifications
Recommended operating and storage temperatures.
The operating temperature for the device is -4°F (-20°C) to 140°F (60°C). The
charging temperature for the device is 32°F (0°C) to 113°F (45°C).
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Mechanical Specifications
Physical dimensions:
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Mobile Band Specifications
Mobile Bands:
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PackageContents

Your mobile hotspot package includes the following:

• Charger
• USB Type-C Data Cable
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Port Specifications
The mobile router provides one USB Type-C port.



Security Specifications

Supported security features:

• Parental controls
• WiFi security encryption
• WiFi Protected Setup (WPS)
• VPN pass-through
• Password protected administration UI



WiFi Specifications
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WiFi support:

• WiFi 802.11 a/b/g/n/ac , 1x1 SISO
• Dual-Band 2.4/5 GHz, standalone orsimultaneous
• Multiple SSID/Guest WiFi Support with optional timer
• WPS (WiFi Protected Setup)
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SAR Sensor detect distance Specifications
Main tx antenna：

WIFI antenna:
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Radio Frequency (RF) Energy

This mobile device meets guidelines for exposure to radio waves as set forth
by the Federal Communications Commission (FCC). Refer to the following.

Yourmobile hotspot is a radio transmitter and receiver. It is designed and man-
ufactured not to exceed the emission limits for exposure to radio frequency
(RF) energy set by the Federal Communications Commission of the U.S. Gov-
ernment. The guidelines are based on standards that were developed by
independent scientific organization through periodic and thorough evalua-
tion of scientific studies. The standards include a substantial safety margin
designed to assure the safety of all persons, regardless of age and health.
The exposure standard for wireless mobile hotspots employs a unit of mea-
surement known as the Specific Absorption Rate, or SAR. The SAR limit set by
the FCC is 1.6 W/kg. The tests are performed in positions and locations (e.g.
at the ear and worn on the body) as required by the FCC for each model.
The highest SAR value when worn on the body in a holder or carry case, is
0.97W/kg.

Thisdevicewastestedfortypicalbody-wornoperationswith themobile
hotspot kept 1.0 cm fromthebodyanda0cm separationdistancebetween
theuser’sbodywhen themobile hotspot is connected to laptop.Tomaintain
compliancewith FCCRFexposure requirements,useaccessories thatmain-
tain a 1.0 cm separation distance between the user’s body and themobile
hotspot.The use of belt clips,holsters and similar accessories should not con-
tainmetallic components in its assembly.The use of accessories that do not
satisfytheserequirementsmaynotcomplywithFCCRFexposurerequire-
ments,and should beavoided.The FCChas grantedan EquipmentAuthori-
zation for thismobile hotspotmodelwith all reported SAR levels evaluatedas
in compliance with the FCC RF emission guidelines. SAR information on this
mobilehotspotmodel ison filewith theFCCandcanbefoundunder the
FCC ID Search section ofwww.fcc.gov/oet/ea/after searching on FCC ID
2APXW-CT2MHS01.

http://www.fcc.gov/oet/ea/
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Additional informationonSpecificAbsorptionRates (SAR)canbe foundon
the FCC website at www.fcc.gov/general/radiofrequency-safety-0.

Tosend dataormessages,a goodconnection to the network is needed.
Sendingmay bedelayed until such a connection is available.Follow the
separation distance instructions until the sending isfinished.

During general use, the SAR values are usually well below the values stated
above. This is because, for purposes of system efficiency and to minimise
interference on the network, the operating power of your mobile is automati-
cally decreased when full power is not needed for the call. The lower the
power output, the lower the SAR value.

Device models may have different versions and more than one value. Com-
ponent and design changes may occur over time and some changes could
affect SAR values.

For more info, go to www.sar-tick.com. Note that mobile devices may be
transmitting even if you are not making a voice call.

Your mobile device is also designed to meet the United States Federal Com-
munications Commission (FCC) guidelines. FCC ratings for your device and
more information on SAR can be found at http:/ /transition.fcc.gov/oet/rf-
safety/sar.html.

The World Health Organization (WHO) has stated that current scientific infor-
mation does not indicate the need for any special precautions when using
mobile devices. If you are interested in reducing your exposure, they recom-
mend you limit your usage or use a hands-free kit to keep the device away
from your head and body. For more information and explanations and dis-
cussions on RF exposure, go to the WHO website at www.who.int/peh-em- f/en.

http://www.fcc.gov/general/radiofrequency-safety-0
http://www.sar-tick.com/
http://www.who.int/peh-em-
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FCC notice:This device complies with part 15 of the FCC rules.Operation is
subject to the following twoconditions: (1)This devicemay not cause harm-
ful interference,and (2) this devicemust acceptany interference received,
including interferencethatmaycauseundesiredoperation.Formore info,go
to www.fcc.gov/ engineering-technology/electromagnetic-compatibili-
ty-division/ radio-frequency-safety/faq/rf-safety. Any changes or modifica-
tions not expressly approved by HMD Global could void the user’s authority
to operate this equipment. Note: This equipment has been tested and found
to comply with the limits for a Class B digital device, pursuant to part 15 of
the FCC Rules. These limits are designed to provide reasonable protection
against harmful interference in a residential installation. This equipment gen-
erates, uses and can radiate radio frequency energy and, if not installed and
used in accordance with the instructions, may cause harmful interference to
radio communications. However, there is no guarantee that interference will
not occur in a particular installation. If this equipment does cause harmful
interference to radio or television reception, which can be determined by
turning the equipment off and on, the user is encouraged to try to correct
the interference by one or more of the following measures:
• Reorient or relocate the receiving antenna.
• Increase the separation between the equipment and receiver.
• Connect the equipment into an outlet on a circuit different from that to
which the receiver is connected.
• Consult the dealer or an experienced radio/TV technician for help.

http://www.fcc.gov/
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