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2.1 Overview



2.2 Connected Hosts

. e R Rate
- - 10 Seconds ¥
Memoy Utage: 15,88 / 122.2M8 (129%) This specifies how frequently data on this page is reloaded
Connected Hosts Cannectiony: 4216384
Connection List CPU Load Aveveges: 0177024/ 011 (1/5/15 mirastes) c & s
onnection
o Hostname Homt 1P Host MAC _ Lease Expires
Uptime: Odays, 0 houns, 3 mnures Bl | [<C-201808131522 192.168.110.182 OCEBES: 11h Sém
Cument Date & Time: 2019/07/18 14:57 UTC+8
AN 1P dress: 192168110251
AN Netmasc: 2552552550 '
LAN MAC Address: TADEITOHE218 th
. Active TCP Recent TCP upP
Hostname Host [P Host MAC Ca p rA
rr) 1010174268 umknown ] o Y]
e L) 10.95:62 127004 unknown 0 [ 2
46 Newmaske 255.255.255.240 SC- P T
46 Gatewsy I 10.10.174.249 20180813397y 192168110.182 GCLBESLL:AIA » 262 1
SIM Card Slot: Sty
46 Signal Strength: Stong
You can set the page refresh time to display DHCP lease user information, active users.
ONS Server: 21113817107
21113620203 =
2.3 Connection List
WAN P Address:
WAN Netmasic -
WAN MAC Addrews: T ONET -  Wireles
2 Seconds +
2.1.1 Hardware status e
Memory usage, number of connections, and CPU usage (Timeline 1/S/1S minutes i Oisplay Mostnarnes ¥
i Connection HOSULAN M Bytes Up/Down LT Praco
respectively). 222578 Koyies
Firewall Z
2.1.2 Time status 0.10.174.248:52601 214101 Kbytes
Sysem 2 2 5387 xByren
System runtime and world time .
Logout
213 (AN port S
10.10.174248.51291
LAN IP Address, LAN Netmask, LAN MAC Address. 111.45.68250.843

2.1.4 G Network
4G IP Address. Netmask. Gateway IP. SIM Card Slot. Singal Strength.

Note: 4G router reads SIM1 {lower card slot) by default. When the 4G router is started, the Ping HeREsy
watchdaog function detects network connectivity. {f no response is received within the maximum a0l 108.236 Kbyter
¥ e 3,536 Keytes

time limit, 4G router will restart and ally switch to SIM2 ( Upper card slot), 2 102434 KByter

11.45.68.250843 3370 Kbytes
continue to detect after reboot, until the network is back to normal. This process takes about 8-9 A
minutes, please be patient O
2.1.5 DNS Server 10.10.174.248:31619 =

DNS Server
2.1.6 WAN Port (WAN port needs to be connected to the external network)
WAN IP Address. Netmask. MAC.

1-You can set the page refresh time, you can modify the traffic data unit, display mode host name
/1p.




Chapter 3 Connection
3.1 Basic settings

I _-"-"W'IF""‘N""'.’*].

Conoret Vis: OWCP (Wired)  *

Cument 19
Cunent Lease Expires:

Use Custom MAC Address:
Use Custom MTU:

Rowrter 1P: 192.168.110.25¢

Subnet Maske 2552552550

NS Servers: Defautt DNS Seevers Specifed by 159
< Allow. it Resobution

AameCoio/DoenNK ~
Force CBents To Use Router DNS Servers

Wireless Mode: Access Pont (A7) ¥
Operation Mode: NaGed *

Channel Widths SOMHz (29 chen, btew) ¥
Transmit Power. M .

Wareless MAC Fifter: Diabled *

Access Point SSID:
Wireless Channek

3.1.1 Internet/WAN
DHCP (wired) - The WAN port connects to the upper-level route, and automatically obtains the
external network resources allocated by the superior route to access the Internet, or dials the

Internet using the 4G card*1.

Note: 4G SIM card loading instructions: 1. Make sure the SIM card supports the local operator
network. 2. This product provides dual card slots (does not support dual SIM cards at the same time,
and supports automatic switching of dial-up SIM after disconnected network). 3. The size of the SIM
card is a standard card. When inserting, the oblique opening is inward and the contact is downward.

Chapter 3 Connection
3.1 Basic settings

Connect Via: OHCP (Wied)

Current I9:
Coment Lease Expret:

Use Custom MAC Address:

Use Custom MTU:
Router IP: 192.168.110.251
Subnet Masic: 255.255.2550
DNS Servers: Defouh DS Servers Specified by 159 ¥
7 Allow NameCom/DRemNIC Resolution
Force Clients To Use Router ONS Servers
Wireless Mode: Access Point (A9) ¥
Operation Mode: NaGel ®
Chanael Widwh: 4OMHz (20d chen, below) *
Tranmna Power [T )
Wireless MAC Fer: Disabled *
Access Pownt SSID: Todasie 4G
Wireless Channel nr

3.1.1 Internet/WAN
DHCP (wired) - The WAN port connects to the upper-level route, and automatically obtains the

external network resources allocated by the superior route to access the Internet, or dials the
Internet using the 4G card*1.

Note: 4G SIM card loading instructions: 1. Make sure the SIM card supports the local operator
network. 2. This product provides dual card slots (does not support dual SIM cards at the same time,
and supports automatic switching of dial-up SIM after disconnected network). 3. The size of the SIM
cardis a standard card. When inserting, the oblique opening is inward and the contact is downward.
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Status

Use Custom MTU:

Connect Via: Static > Waed) * =~
Statsc 19: 101010 :
Sckewt Mash Router IP:
Gotewey: Subnet Mask:
e Cuntm MAC Adfreset DNS Servers: Oelault DNS Severs Specfied by ISP *
G |« ciorem T B fome Chro oo Bk O et
System
Router I7: 192168110251 Witeless Mode: Access Point (AP) *
Subnet Matk: 255.255.255.0 Operation Mode: NaGep v
NS Serven: Defauli DNS Servers Specified by ISP * Channel Width: 0NKz (20d chan below) *
< Alow NameCoio/DpeaNIC Resoksson Transmit Power: Max v
Force Chents To Use Router DNS Servers e e oA

Wireleys Mode: Access Point {AP) » Access Point $SID:

Operation Mode: NaGeB v Wireless Channet

Channel Widt ZOMMz (20d chan below) * Encryption:

Tranumit Powes Max v Broadeast SSID:

Woreless MAC M Ousbled Wireless Clier

Access Point SSID: Fodasic 4G - Reset >

Static IP(Wired)- Manually fill in the static IP address to obtain the upper-layer routing external

network resources, 3.1.2 Local Network/LAN

Users can modify the router IP, mask, DNS and other information,




# LAN [HeCF Sarvar Enabled

DHCP range:
s 192168110.100
End: 192.168110. 250

Lesse Tane: 12 (houry

Block MAC addresses assigned a vustic [P that connect from & diffevent 19

AL #®

L]

Select Hostname/MAC From Currently Contvected Hosts v

Assigned Stasc 1P Addresses:

3.1.3 Wireless

Users can modify the wireless status, including wireless mode, operation mode, Channel Width,

power, broadcast SSID, channel, encryption/non-encryption, broadcast/non-broadcast.
Wireless MAC Filtering - Users can edit the MAC bfack/white list by themselves.

3.2DHCP
3.2.1 DHCP&Static IPs
Users can open the DHCP server, range, lease time, and so on. Or customize the client IP.

3.3 APN
Status
Ensbie/Dissble: Erabled *
APN
PIN Codec
Username
Password: Display/Midden
Firewell Authentxation Type(pap, chop,
both, none):
System 19-Stack Mode(IP IPVE 19VAVEE:
PLMN Code(MCCsMNCE:
Logout
OelaytNo change recommendedk |15 Frrn

“

Users can set according to the APN settings provided by the operator.

3.4 Ping Watchdog

The *Ping Watchdog” function is a function of 4G router detection network connectivity. it
sends a Ping packet to a specified address periodically. If the reply is received normally, the
network is unobstructed. If no response is received within the maximum time limit, the 4G route
will automatically restart. After the restart, the detection will continue until the network returns
to normal,

Chapter 4 Firewall

4.1 Connection Limits&Restrictions

Max Connectons:

26334 lmax 16384)
T WCPTimeour e secands (inac 3600
UDP Timeout: 180 seconds lmax 3600)

-
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Status

Connection Rule Description:
Rule Applies Tox All Hosts 3
Schedule: % ANDay ¥ EveryOsy
Restricted Resources: @ All Network Access

[Add New Rue |

Exception
Deseription:
Exception Apphes To: | All Hosts

Schedule: %A 0ay * Every Day
Permitted Resources: ¥ All Network Access

Add New Rule |

Users can set connection restrictions and access rules according to actual needs.

—_——

Chapter 5 System

5.1 Router Access

Status v
S, Web Admen Srotocol: WITP & HTTPS
- Locel HTTP Pore "
Foonel Local HTTPS Port: 241
Remote Web Admin Access: Dirabled v
Web L0gin Session Lengthc 15 mnutes ¥

Disable password protection of web nterfacelNot Recominendedr)

Local SSH Port: 2

Ensble Remote $SH Access
Rt S5H Part:

Max Remote Login Attempts:

New Password:
Confirm Password

Users can modify the Web access rule settings, SSK access settings, and modify the login

password.

5.2 Time

Status
2 Current Date & Time:  2019/09/18 1500UTC+8
nnection
Firewal
Time Zooe:

UTG+08:00 China, Hong Kang. Singepore Tamen Russis ¥
Date Fuma:

Set the corresponding time zone, date format and NTP (time) server. After the external network
connection is successful, it will be calibrated according to the settings.
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5.3 Restore

Reitore Oelavkt Configuration ow |

Web interface control to restore settings
Hardware control to restore settings, long press the reset button for 8-10 seconds.

5.4 Update Firmware

Status

Current Yeron: WO 5457 TELIZ- MOIR0TIZ

Sebect Firmwese File: =87k | wESeane
Fiamware should be o cienisined irig file
Attempt to Preserve Settngs

Upgrode Now|

Choose the fi provided by the pany to upgrade.

—_—f3—

5.5 Reboot

No Scheduled Reboot v

Connection

Reboot Scheduled
Oevice Wl Reboot  Every Oty *
Reboot Hour: 1200 AM .

Reboot now or schedule automatic reboot time.

Chapter 6 Logout

Execute to exit the current login status.
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FCC Warning

This device complies with part 15 of the FCC rules. Operation is subject to the following two conditions:
(1)this device may not cause harmful interference,

(2) this device must accept any inte rference received, including interference that may cause undesired
operation.

Changes or modifications not expressly approved by the party responsible for compliance could void the
user’s authority to operate the equipment.
NOTE: This equipment has been tested and found to comply with the limits for a Class B digital device,
pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable protection against
harmful interference in a residential installation. This equipment generates uses and can radiate radio
frequency energy and, if not installed and used in accordance with the instructions, may cause harmful
interference to radio communications. However, there is no guarantee that interference will not occur in a
particular installation. If this equipment does cause harmful interferenceto radio or television reception, which
can be determined by turning the equipment off and on, the user is encouraged to try to correct the
interference by one or
more of the following measures:

Reorient or relocate the receiving antenna.

Increase the separation between the equipment and receiver.

Connect the equipment into an outlet on a circuit different from that to which the receiver is connected.

Consult the dealer or an experienced radio/TV technician for help.

Radiation Exposure Statement

This equipment complies with FCC radiation exposure limits a

RF radiation exposure limitsset forth for an uncontrolled
environment. This equipment should be installed and operated with
minimum distance 20cm between the radiator and your body.
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