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 PHYSICAL SETUP:  POWER

1 If you are using a battery, make 
sure that the battery is charged.

2 Align the circular three pin connector on 
the power source with the circular three 
pin connector on the bottom of the MPU5.

3 Push the connectors together.  Make sure 
the connector is seated properly.

Connecting Power
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PHYSICAL SETUP:  POWER  

4 Twist clockwise 90°.  You will hear a click 
when it is locked. 5 If you are using a Wall Battery Eliminator, 

plug the standard wall plug into a stan-
dard wall outlet.

6 If you are using a BB Battery Eliminator, 
plug the BB plug into a BB Battery.
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 PHYSICAL SETUP:  POWER

1 Slide up the battery latch on the side of 
the MPU5. 2 Twist the battery counterclockwise until it 

disconnects.

Removing Power
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PHYSICAL SETUP:  POWER  

What do I do if my power accessory 
will not fit the battery connector?

What do I do if my power accessory will 
not lock?? ?

Ensure that no parts (pins, plates, etc.) on either 
connector are bent or damaged.

Ensure that the battery latch moves freely by sliding 
it up and down.

Ensure that there are no foreign objects in either 
connector.

Ensure that the battery latch is not stuck in the 
unlocked position.

1 1

2 2
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 PHYSICAL SETUP:  POWER

1 Ensure that antennas, a radio module, and 
an appropriate power source are connect-
ed.

4 If the unit is powered and has turned on, 
the LED on the top of the unit will glow 
a color indicating unit status.

2 Locate the Power Knob on the top of the 
unit.

3 Twist the Power Knob clockwise 1 click.

Powering On the Unit

! WARNING!: Antennas MUST be installed prior 
to powering on the unit.
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PHYSICAL SETUP:  POWER  

What do I do if my Power Knob does 
not rotate?

What do I do if the Power Knob does 
not click when I twist it?? ?

Make sure that you are twisting it in the correct 
direction (clockwise).

The Power Knob may be broken. Contact Persistent 
Systems Support.

Make sure that no foreign objects are blocking the 
rotation of the knob.

If the knob still does not rotate, it may be broken.  
Contact Persistent Systems Support.

Ensure that the battery latch is not stuck in the 
unlocked position.

1 1

2

3

2

LED Color Unit Status
Blue Booting

Yellow Running, no neighbors
Green Running, neighbors

Red Crypto Fail (No key or FIPS)
Orange Low Battery
Purple Loading Firmware

Quick Reference:
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 PHYSICAL SETUP:  SIDE CONNECTORS

What Can I Do Now?

What Will I Learn?

✓
 ▶ Provide power to an MPU5 via a battery or standard wall socket

 ▶ Power on/off the unit

 ▶ Replace dead batteries

 ▶ How to connect a cable to the MPU5 side connectors

→
Section C:  Side Connector Cables
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PHYSICAL SETUP:  SIDE CONNECTORS  

Parts List/Interchangeable Parts≈

22-Pin to USB 2.0 Type A Receptacle
CBL-DATA-2003

22-Pin to Audio and Video Out
CBL-DATA-3001

22-Pin to RJ45 Receptacle
CBL-DATA-2001

22-Pin to U-329
CBL-AUD-0001

22-Pin to U-328
CBL-AUD-0002

22-Pin to U94
CBL-AUD-0003

22-Pin to 6-Pin Push Pull USB Tether
CBL-DATA-2004
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 PHYSICAL SETUP:  SIDE CONNECTORS

1

!

The 22-Pin connector on 
every cable is keyed so 
that it will only attach to 
a compatible side con-
nector.  If a cable can 
attach to multiple side 
connectors, it is keyed 
(or not keyed) so that it 
will attach to all compati-
ble side connectors.

WARNING!: Ensure that 
the unit is POWERED 
OFF before attaching a 
cable to a side connec-
tor.

2 To connect a cable to a 
side connector, locate 
the appropriate side 
connector.

3 Align the key pins on 
the 22-Pin spin connec-
tor with the key holes 
on the case.  Push the 
key pins into the key 
holes.

Connecting a Cable to a Side Connector
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PHYSICAL SETUP:  SIDE CONNECTORS  

4

5

Twist the spin connector clockwise to at-
tach the cable to the device.

Ensure that the cable is firmly attached and 
the connector is sitting flush with the case.

Ensure that there are no foreign objects in the spin 
connector or side connector.

4

Ensure that the cable connector is flush with the 
case.

5

What do I do if the cable won’t mate 
with the side connector??
Ensure that you are trying to connect the cable to 
the correct side connector.

1

Ensure that you are aligning the key pin properly 
and the cable is not upside down.

2

Ensure that no parts of the spin connecotr and the 
side connector are bent or damaged.

3
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 PHYSICAL SETUP:  SIDE CONNECTORS

Quick Reference:

Part Number Description Side Con-
nector(s)

Uses

CBL-DATA-2001 22-Pin to RJ45 Recep-
tacle

DATA This cable allows you to connect the 
MPU5 to a standard RJ45 Ethernet cable.  
Use this cable to connect the unit to a 
computer for configuration.

CBL-DATA-2003 22-Pin to USB 2.0 Type 
A Female

PTT/EUD, 
DATA, RoIP

This cable allows you to connect USB 
accessories to the unit via a standard USB 
A port.

CBL-DATA-2004 22-Pin to 6-Pin Push 
Pull Android™ USB

PTT/EUD This cable allows you to connect an An-
droid™ EUD or Screen to the unit.

CBL-DATA-3001 22-Pin to Audio and 
Video Out

PTT/EUD This cable allows you to connect the unit 
to a standard HDMI cable to display vid-
eo on a TV or Monitor as well as connect 
the unit to a speaker box or headset.

CBL-AUD-0001 22-Pin to U-329 RoIP This cable allows you to connect the unit 
to a PTT device with a U-329 connector.
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PHYSICAL SETUP:  SIDE CONNECTORS  

CBL-AUD-0002 22-Pin to U-328 PTT/EUD This cable allows you to connect the unit 
to a headset with a U-328 connector.

CBL-AUD-0003 22-Pin to U94 PTT/EUD This cable allows you to connect the unit 
to a headset with a U94 connector.

What Can I Do Now?✓
 ▶ Identify which cable you need for your configuration

 ▶ Identify which side connector your cables attach to

 ▶ Connect a cable to a side connector
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 SOFTWARE SETUP:  MANAGEMENT COMPUTER

What Will I Learn?

 ▶ How to configure your computer to be able to communicate with an MPU5

→
Section A:  Configuring the Management Computer
Part II:  Software Setup

Parts List/Interchangeable Parts≈

Management Computer with Administrator Access
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SOFTWARE SETUP:  MANAGEMENT COMPUTER  

! IMPORTANT INFORMATION!:

 ▶ To communicate with an MPU5, the computer must have an IP address in the same subnet 
mask as the MPU5’s IP address.

 ▶ For example, with a subnet mask of 255.255.255.0, the computer and MPU5 will be able 
to communicate if they share the same first three numbers in their respective IP addresses 
(e.g. 10.3.1.10 and 10.3.1.254).

 ▶ If the computer and MPU5 do not share a subnet mask, the computer and MPU5 will not 
be able to communicate.

 ▶ If either the computer or MPU5 do not have an IP address in the same subnet mask, the 
computer and MPU5 device will not be able to communicate.
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 SOFTWARE SETUP:  MANAGEMENT COMPUTER

1 Locate the Network 
icon at the bottom right 
of the taskbar.

2 Right click the Network 
icon. 3 Click Open Network 

and Sharing Center.

Configuring the Management Computer (Windows)

2

3
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SOFTWARE SETUP:  MANAGEMENT COMPUTER  

4 Click Local Area Connection 2.

4
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 SOFTWARE SETUP:  MANAGEMENT COMPUTER

5 Click Properties. 6 Select Internet Protocol Version 4 (TCP/
IPv4) and ensure that it is highlighted as 
pictured.

6

5
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SOFTWARE SETUP:  MANAGEMENT COMPUTER  

8 Click Use the following IP address.7 Click Properties.

7

8
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 SOFTWARE SETUP:  MANAGEMENT COMPUTER

9 Enter 10.3.1.10 into the 
IP address field.

10 Enter 255.255.255.0 
into the Subnet mask 
field.

Click OK.11

9
10

11
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SOFTWARE SETUP:  MANAGEMENT COMPUTER  

12 Select Internet Protocol Version 4 (TCP/
IPv4) and ensure that it is highlighted.

13 Click Properties.

12

13
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 SOFTWARE SETUP:  MANAGEMENT COMPUTER

14 Click Advanced... 15 Under IP addresses, click Add...

14

15
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SOFTWARE SETUP:  MANAGEMENT COMPUTER  

16 In the IP address field, enter 
10.3.1.10.

17 In the Subnet mask field, 
enter 255.255.255.0

Click Add.18

16

17
18

19 Click OK.

19
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1 Open the command line.

2 Type:
sudo ifconfig eth0 10.4.1.10/24

Configuring the Management Computer (Linux)

4 Type:
sudo ip addr add 10.3.2.10/24 dev eth0

3 Type:
sudo ip addr add 10.3.1.10/24 dev eth0

What Can I Do Now?✓
 ▶ Configure computers to be able to communicate with Wave Relay® devices.

 ▶ Have a computer that is able to configure a Wave Relay® device.

 SOFTWARE SETUP:  MANAGEMENT COMPUTER



© 2010 - 2015 Persistent Systems, LLC – All Rights Reserved 51

SOFTWARE SETUP:  MANAGEMENT COMPUTER  

Connecting the MPU5 to the Management Computer

What Will I Learn?

 ▶ How to physically connect the MPU5 to the Management Computer

→

Parts List/Interchangeable Parts≈

22-Pin to RJ45 Receptacle
CBL-DATA-2001

Properly Configured Management ComputerStandard RJ45 Ethernet Cable
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1 Connect CBL-DATA-2001 to the DATA 
side connector on the MPU5. 2 Plug one end of the standard RJ45 Ether-

net cable into the Ethernet receptacle on 
CBL-DATA-2001.

 SOFTWARE SETUP:  MANAGEMENT COMPUTER
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SOFTWARE SETUP:  MANAGEMENT COMPUTER  

3 Plug the other end of the standard RJ45 Ethernet cable into an Ethernet port on the Man-
agement Computer.

What Can I Do Now?✓
 ▶ Connect an MPU5 to a computer for configuration
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 SOFTWARE SETUP:  WEB MANAGEMENT INTERFACE

Accessing the Web Management Interface

What Will I Learn?

 ▶ How to access the Web Management Interface to configure the MPU5

→

Parts List/Interchangeable Parts≈

Web Browser (Internet Explorer 7+, 
Firefox 3+, or Chrome

Management Computer with properly con-
figured IP address and subnet mask
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SOFTWARE SETUP:  WEB MANAGEMENT INTERFACE  

1 Open the web browser

Microsoft Internet Explorer 7+

Microsoft Internet Explorer 7+

Google Chrome

Google Chrome

Mozilla Firefox 3+

Mozilla Firefox 3+

2 In the address bar, type https://10.3.1.254 
then press the Enter key.
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 SOFTWARE SETUP:  WEB MANAGEMENT INTERFACE

3

a

The web browser will ask you to accept a security certificate.

In Internet Explorer:

Click Continue to this website (not recommended)

a
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SOFTWARE SETUP:  WEB MANAGEMENT INTERFACE  

b

In Firefox:

Click I Understand the Risks

b
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 SOFTWARE SETUP:  WEB MANAGEMENT INTERFACE

Click Add Exception Click Confirm Security Exceptionc d

d

c
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SOFTWARE SETUP:  WEB MANAGEMENT INTERFACE  

In Chrome:

Click Advanced

Click Proceed to 
10.3.1.254 (unsafe)

e

f
f

e
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 SOFTWARE SETUP:  WEB MANAGEMENT INTERFACE

4 Wait for the Web Man-
agement Interface page 
to load

5 In the Management 
password field, type 
password

6 Click Authenticate.

5

6
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SOFTWARE SETUP:  WEB MANAGEMENT INTERFACE  

Why does the Security Exception Page or the Web Management Interface page not 
load??

Verify that you configured the Management Com-
puter IP address and subnet mask properly.

1 Ensure that you are using a compatible web 
browser.

4

Ensure that all cables are connected properly2 Reboot the node.5

Ensure that you are accessing the correct manage-
ment IP address (10.3.1.254).

3

What Can I Do Now?✓
 ▶ Access the Web Management Interface for any node you connect to your computer.
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 SOFTWARE SETUP:  SECURITY KEY

Security Key

What Will I Learn?

 ▶ How to set the security key and crypto mode on an MPU5

→

1 Click the Security tab. 2 In the Set Key section, locate the Update 
drop down menu.  Select Node.

3 In the Crypto Mode drop down menu, 
select the desired Crypto Mode.

Note:  All nodes must have the same Crypto 
Mode in order to communicate.

4 In the Enter key field, type the desired 
security key or click the Generate button 
to generate a random key.

65 Copy and paste the security key to a 
text file in a secure place on the Man-
agement Computer.

Click the Set button to set the key for the 
node.
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SOFTWARE SETUP:  SECURITY KEY  

1

2
3

4
6



© 2010 - 2015 Persistent Systems, LLC – All Rights Reserved64

 SOFTWARE SETUP:  SECURITY KEY

What Can I Do Now?✓
 ▶ Set or change the security key and crypto mode for a single node

 ▶ Generate a random security key

 ▶ Save a security key in a text file to copy to other nodes

Assigning IP Address and Interface Names

What Will I Learn?

 ▶ How to set and change the Node Name and IP Address of a node

→
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SOFTWARE SETUP:  ASSIGNING IP ADDRESS AND INTERFACE NAMES  

1 Click the Node Configuration tab. 2 Click the Node Configuration button.

1

2
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 SOFTWARE SETUP:  ASSIGNING IP ADDRESS AND INTERFACE NAMES

3 In the Management section, find the Node 
Name field and enter the desired Node 
Name.

4 In the IP Address field, enter the desired 
IP Address. 6 Scroll to the bottom of the page and click 

the Save & Reconfigure Unit button.

5 Enter a Netmask and Gateway, if re-
quired.  Otherwise, check the Factory 
Default box.

7 Wait for the page to reload.

3

4
5
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SOFTWARE SETUP:  REBOOTING AN INDIVIDUAL NODE  

What Can I Do Now?✓
 ▶ Access the Node Configuration page for an individual node

 ▶ Set the Node Name and IP Address of a node to fit the node into your IP scheme and identify 
the node in status functions

Rebooting an Individual Node

1 Log into the node.

2 Click the Node Configuration tab.

3 Scroll down and click the Reboot 
Node button.

2

3
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 TESTING CONNECTIVITY:  NEIGHBOR NODE STATUS

What Will I Learn?

 ▶ How to tell if nodes are connected

 ▶ How to see the connection strength between Neighbor Nodes

 ▶ Neighbor Nodes are nodes connected without hops through other nodes

 ▶ How to test bandwidth between nodes

→

Check Neighbor Node Status

Part III:  Testing Connectivity

1 Click the Network Status tab. 2 Click the Neighbor Status button.

1

2
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TESTING CONNECTIVITY:  NEIGHBOR NODE STATUS  

3 Verify that all nodes are communicating with the network.

Notes:

 ▶ This table only displays Neighbor Nodes (nodes directly connected without hops through other nodes.  If you 
spread nodes apart, they may disappear from the Neighbor Nodes Status page when they become connected via a 
hop.

 ▶ The Neighbor Nodes status page displays:
 ▶ Node Names
 ▶ IP Addresses
 ▶ Receive Signal-to-Noise Ratio (SNR) between nodes
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 TESTING CONNECTIVITY:  THROUGHPUT TEST

Perform a Throughput Test

1 Click the Node Status tab.

2 Click the Bandwidth Test button.

3 Select a destination node for the through-
put test from the Destination drop-down 
menu.

4 Check or uncheck the Upload only test 
box.  If this box is checked, only upload 
speed to the destination node will be test-
ed.

5 Enter the desired test duration (in sec-
onds) in the Test Duration field.

Note:  Persistent Systems recommends the test 
duration to be set to a minimum of 5 seconds.

6 Click Run Test and wait for the test to com-
plete.

7 The page will display the upload speed to 
and download speed from the destination 
node.

! WARNING!: During long duration tests, 
data will continue to be sent for the full 
specified duration even if a different data 
flow is started or the web broser is exited.
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TESTING CONNECTIVITY:  THROUGHPUT TEST  

1

2

3 4

5

6

7
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 USING THE WEB MANAGEMENT INTERFACE:  INDIVIDUAL NODE INFO

View Individual Node Information
Part IV:  Using the Web Management Interface

1 Click the Node Status tab. 2 Click the Unit Info button.

1

2
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USING THE WEB MANAGEMENT INTERFACE:  INDIVIDUAL NODE INFO  

3 The page will display:

Firmware Version:  Wave Relay® firmware version 
loaded on the node
Wave Relay Model:  Device model
Serial No.:  Serial number of the node
Uptime:  Operating time since the node was last 
powered on or rebooted
Temperature:  Temperature of the power board, 
main board CPU, and all three RF chains
Input Power Voltage:  Voltage supplied to node
Battery Status:  Battery percentage remaining
Battery Temperature:  Appx. temperature of battery
Real Time Clock Battery:  Voltage of real-time-clock 
keep-alive battery (on units with RTC)
Current System Time:  Current system time of the 
node (in both UTC and current time zone if not UTC)
Management HW MAC Address:  MAC Address for 
the management hardware of the node
Radio 1 HW MAC Address:  MAC Address and fre-
quency band for the radio installed in the node
Ethernet 1 HW MAC Address:  MAC Address for 
the ethernet port in the node
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Configuring Radio Settings for a Single Node

1 Click the Node Con-
figuration tab. 2 Click the Radio Con-

figuration button. 3 Scroll to the Radio 
Configuration section
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USING THE WEB MANAGEMENT INTERFACE:  INDIVIDUAL NODE INFO  

4 Configure settings if needed.

Note:  changing these settings may cause poor performance or loss of connectivity.

Radio Name:  Assign a name to the radio - check the Factory Default box to use the factory default name.
Frequency:  Assign a frequency to operate on.  Radios must be operating on the same frequency to com-
municate.  Ensure that the frequency is set to match the radio module installed in the unit.

5 Scroll to the bottom of the page and click Save & Reconfigure Unit.

!

!

WARNING!: User MUST refer to the Professional Installer – Compliance Section of this manual 
for approved power levels and approved channels

WARNING!: User MUST refer to the Professional Installer – Compliance Section of this manual 
for approved power levels and approved channels

Bandwidth:  Assign a bandwidth to operate on.  Nodes must be set to the same bandwidth to communi-
cate.  Bandwidth should be increased for shorter distances and decreased for longer distances.
Max Link Distance:  Set Max Link Distance to the maximum distance any individual link between nodes in 
the network may need to be.  All nodes on the network must be set to the same Max Link Distance.
Channel Density:  Select the menu item that corresponds to the number of nodes in the network.
Radio Preference:  Increasing radio preference will make the routing protocol more likely to choose this 
radio when routing traffic in the network.
Max Transmit Power:  Adjust transmit power of the radio

Transmit Chain Select:  Choose which RF chains to use to transmit - you may select one, two, or three 
chains.
Receive Chain Select:  Choose which RF chains to use to receive - you may select one, two, or three chains
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Upgrading Firmware

1 Click the Node Configuration tab. 2 Click the Firmware Upgrade button.

3 Click Choose File, then navigate to and select the firmware file you wish to load.

4 Click Upload.

WARNING!:  A firmware upgrade will cause the node to be reconfigured, an operation that 
causes a period of downtime.  Do not perform a firmware upgrade during mission critical 
operations that cannot tolerate such disruptions.  Perform firmware upgrades only during 
scheduled maintenance or other appropriate times.

!

! WARNING!:  when upgrading or downgrading a node’s firmware, the LED will turn purple.  
Do not unnecessarily disturb devices during an upgrade.  Loss of power during the upgrade 
can permanently damage the device.

Note:  when new firmware is available for the MPU5, you will receive an email with the new firm-
ware file to upgrade your units.

Note:  MPU5 firmware will NOT load on legacy Wave Relay® devices (MPU4, MPU3, QUAD).
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USING THE WEB MANAGEMENT INTERFACE:  UPGRADING FIRMWARE  

1

2

3
4
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 USING THE WEB MANAGEMENT INTERFACE:  CONFIGURATION FILES

Creating a Configuration File

1 Click the Node Configuration tab.

2 Click the Config Management button.

3 Click the Store button.

4 A prompt will appear to choose where 
to save the configuration file.

Note:  this file contains settings (both Network 
Configuration and Node Configuration settings) 
for the current node only.

3
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USING THE WEB MANAGEMENT INTERFACE:  CONFIGURATION FILES  

Loading Settings from a Configuration File

1 Click the Node Configuration tab.

2 Click the Config Management button.

3 Scroll to the Load Configuration section.

4 In the update section, select node.

5 Click Choose File.

6 Navigate to the desired configuration file 
to load.

Note:  the configuration file should be from a de-
vice with the same firmware version and radio hard-
ware configuration as the device being configured.

7 Click Load.

3

4

5 7
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Reset Node to Factory Configuration

1 Click the Node Configuration tab. 2 Click the Config Management button.

3 Check the box at the bottom of the page 
to retain the current Node Name and 
Management IP configuration after the re-
set.  Otherwise, all custom configuration 
will be removed and the IP address will be 
reset to 10.4.1.254.  The node’s security 
key will not be zeroized.

4 When you are ready to remove all custom 
configuration and restore the node to 
factory settings, click the Factory Reset 
button.

 USING THE WEB MANAGEMENT INTERFACE:  RESET TO FACTORY CONFIG

3
4
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USING THE WEB MANAGEMENT INTERFACE:  CHECK GPS STATUS  

Check GPS Status

1 Click the Node Status tab.

2 Click the GPS Status button.

3 The page will display:

Source:  GPS information source
Latitude:  Current latitude of the node
Longitude:  Current longitude of the node
Altitude:  Current altitude above sea level of 
the node
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Zeroize the Security Key

1 Pull down the zeroize latch on the top of the unit.

2 With the zeroize latch held down, twist the Power Knob counterclockwise past the home 
position.

Part V:  Device Operation

 DEVICE OPERATION:  ZEROIZE THE SECURITY KEY
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DEVICE OPERATION:  ZEROIZE THE SECURITY KEY  

1

2
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 DEVICE OPERATION:  CONNECTING A CAMERA

Connect a Camera to the MPU5

Parts List/Interchangeable Parts≈

Camera with BNC output

HD-BNC to BNC Cable (CBL-VID-2001)
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DEVICE OPERATION:  CONNECTING A CAMERA  

1 Connect the HD-BNC end 
of CBL-VID-2001 to the 
HD-BNC connector on the 
top of the MPU5.

2

2

Connect the BNC end of 
CBL-VID-2001 to the BNC 
connector on the camera.

3 Streaming video will be 
available on the network.

1
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 DEVICE OPERATION:  CONNECTING AN EUD OR HANDHELD DISPLAY

Connect an EUD or Handheld Display to the MPU5

Parts List/Interchangeable Parts≈

EUD IP67 Enclosure
MOLLE-IP67-N3

22-Pin to 6-Pin USB Push Pull Android™ Tether Cable
CBL-DATA-2004

Android™ EUD
ACC-EUD-0001
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DEVICE OPERATION:  CONNECTING AN EUD OR HANDHELD DISPLAY  

1 Connect CBL-DATA-2004 
to the PTT/EUD side con-
nector on the MPU5.

2 Insert the Android™ EUD 
into the Juggernaut Case. 3

4

Connect the 6-Pin Push 
Pull connector on the 
Juggernaut Case to the 
6-Pin Push Pull connec-
tor on CBL-DATA-2004.

The MPU5 Android™ OS will be displayed on the EUD or Display.
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 DEVICE OPERATION:  CONNECTING A MONITOR OR TV

Connect a Monitor or TV to the MPU5

Parts List/Interchangeable Parts≈

Monitor or TV with HDMI Input

Speaker Box or Headset with U-328 Connector

MyDP to HDMI
ACC-VID-1002

Standard HDMI Cable

22-Pin to Audio and Video Out
CBL-DATA-3001
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DEVICE OPERATION:  CONNECTING A MONITOR OR TV  

1 Connect CBL-DATA-3001 
to the DATA side connec-
tor on the MPU5.

2 Connect the speaker box 
or headset to the U-328 
audio connector on 
CBL-DATA-3001.

3 Connect the MyDP 
end of CBL- to the 
MyDP plug on CBL-DA-
TA-3001.

2

3
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4 Connect one end of the 
standard HDMI cable to 
the HDMI receptacle on 
of CBL-DATA-3001.

5 Connect the other end of 
the standard HDMI cable 
to the HDMI input on the 
Monitor or TV.

6 The MPU5 Android™ 
OS will be displayed on 
the Monitor or TV.

Why can’t I see video on my Monitor or TV??
Ensure that the Monitor or TV is powered on.1

Ensure that all cables are connected properly.2

Ensure that the Monitor or TV is set to the correct 
HDMI input.

3

Reboot the node.4
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Connect USB Accessories to the MPU5

Parts List/Interchangeable Parts≈

USB Hub
(Optional)

USB Keyboard
(Optional)

USB Mouse
(Optional)

22-Pin to Type A Female USB 2.0 Receptacle
CBL-DATA-2003
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1 Connect CBL-DATA-2003 
to an unused side connec-
tor on the MPU5.

2 Connect the USB Hub or 
one USB accessory to the 
USB receptacle on the 
end of CBL-DATA-2003.

3 If you are using a USB 
Hub, connect USB acces-
sories to the USB recep-
tacles in the USB Hub.

Why don’t my USB accessories work??
Ensure all cables are connected properly.1

Ensure that all wireless accessories (key-
boards/mice/etc.) are powered (i.e. batteries 
are not dead)

2

If you are using a USB Hub, connect the USB 
accessory directly to CBL-DATA-2003.  If the 
accessory works, replace the USB hub.

3

If available, test a different CBL-DATA-2003.  If the 
accessory works, the original CBL-DATA-2003 may be 
defective.

4

Your USB accessory may not be compatible.  Contact 
Persistent Systems support.

4

Reboot the node.5
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Install Android Apps on the MPU5

Parts List/Interchangeable Parts≈

.apk file for Android™ App(s) Management Computer
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1

2

Attach an EUD to the MPU5.

Connect CBL-DATA-2003 to the Data side connector on the MPU5.
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3 Connect one end of the USB exten-
sion cable to the USB receptacle on 
CLB-DATA-2003.

4 Connect the other end of the USB exten-
sion cable to a USB port on the Manage-
ment Computer.  Wait for drivers to auto-
matically install.
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5 Download and install the Android Debug Bridge (ADB).

6 Open Command Prompt.

7 Navigate to the folder containing ADB.

8 To run ADB, type: adb
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9 Type: adb devices
The MPU5 will appear.

10 Type: adb install <file path>
Replace <file path> with the path to the .apk file you wish to install.
Wait for the app to install.

11 A message will appear on the EUD asking if you want to allow USB debugging.  
Click OK.

9

10
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Connect a PTT Device to the MPU5

Parts List/Interchangeable Parts≈

22-Pin to audio and Video Out
CBL-DATA-3001

22-Pin to U-329
CBL-AUD-0001

22-Pin to U-328
CBL-AUD-0002

22-Pin to U94 Receptacle
CBL-AUD-0003

The cable you need is dependent on what connec-
tor your PTT device has.

Compatible Push-to-Talk device
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1 Connect the cable to the PTT/EUD side 
connector on the MPU5. 2 Connect the PTT device to the connector 

on the end of the cable.



© 2010 - 2015 Persistent Systems, LLC – All Rights Reserved100

 DEVICE OPERATION:  CONFIGURING PTT SETTINGS

Configure PTT Settings

1 Connect the MPU5 to the 
Management Computer 
and log into the Web Man-
agement Interface.

2 Click the Node Configura-
tion tab. 3 Click the PTT Configura-

tion button.

2

3
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Set Earpiece Volume

1 Next to Volume, check the Network De-
fault box to use the Network Default ear-
piece volume.

Enable Push-to-Talk

1 In the Load Audio Daemon drop-down 
menu, select Enabled.

2 To disable Push-to-Talk, select Disabled.

2 To customize earpiece volume, uncheck 
the Network Default box.

3 In the Volume field, enter a value 0 - 125.  
Values above 100 are digitally amplified.
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Set Microphone Level

1 Next to Microphone Level, check the Net-
work Default box to use the Network De-
fault microphone level.

2 To customize microphone level, uncheck the 
Network Default box.

3 In the Microphone Level field, enter a val-
ue:

auto:  Uses automatic gain control for mi-
crophone input - recommended for most 
users
0 - 100:  valid microphone level volumes
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Set Transmit Mode

1 Select a setting from the Transmit Mode 
drop-down menu:

OnKeyPress:  audio is transmitted only 
when the PTT button is pressed on the 
headset
Continuous:  audio is continuously trans-
mitted.

Note:  other nodes may monitor 
the channel only.  Selected Channel 
audio transmissions will interrupt 
monitored continuously transmitted 
audio.
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Set Transmit or Receive Audible Checktone

1 From the Courtesy TX and Courtesy RX 
drop down menus, select:

Quiet:  no audible checktone
Beep:  audible checktone will be set to a 
beep
Voice:  audible checktone will be a vocal-
ized “one”
Network Default:  audible checktone will 
be set to the network default setting
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Enable/Disable Low Battery Audible Notification

1 Select a setting in the Low Battery drop-
down menu:

Enabled: when the battery is depleted to 
5%, the node will play an audible notifica-
tion every 5 minutes.
Disabled: no low battery audible notifica-
tion will occur.
Network Default: network default set-
ting
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Selecting Channels

1 In the Selected Channel field, enter the channel(s) you wish to transmit on.

2 In the Monitor column, check the left box for each channel you wish to monitor.  You will be 
able to hear PTT audio on the monitored channel.

Pro Tip: you may select any number of channels to monitor.  In the Monitor column, check 
the box for each channel you wish to monitor.  You will NOT be able to transmit PTT audio on 
channels other than the one you selected in Step 3.

Customize a PTT Channel

3 In the Channel field, uncheck the Network Default box and enter the desired channel name.

4 In the Multicast Address field, uncheck the Network Default box and enter the desired mul-
ticast address and multicast port in the form <multicast address>:<multicast port>.

Note: valid multicast address values are in the range 224.0.0.0 - 239.255.255.255
Note: valid multicast portvalues are in the range 1 - 65534
Note: each channel MUST have a unique multicast address and multicast port.

5 Scroll to the bottom of the page and click Save.
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12

3 4

5
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Using Wave Relay® Push-to-Talk

1 Ensure that your PTT device is connected and channel settings have been configured proper-
ly and as desired.

2 Press and hold the PTT button on the PTT device.

3 Wait to hear a single beep.

4 Talk.

5 Release the PTT button when you are finished talking.

 ▶ You may talk or listen, but you may not do both simultaneously.
 ▶ Transmissions from an individual user are broadcast to all other users on the network using the 

same channel.
 ▶ Only one person may talk on a channel at one time.  If you try to PTT while another user is trans-

mitting, you will hear a busy signal.
 ▶ Selected Channel audio will interrupt Monitored Channel audio.
 ▶ Flash Override audio will interrupt both Selected Channel and Monitored Channel audio.
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Using Flash Override

1 To activate Flash Override, “tap-tap-hold” the PTT button (press and release the PTT button 
quickly in succession, then press and hold the PTT button for the duration of the transmis-
sion)

2 The transmitting user and all receiving users will hear three beeps.

3 Talk.

4 Release the PTT button when you are finished talking.

Flash Override is a feature that allows a user to transmit audio to all nodes on the network regard-
less of which channel they are operating on.

Flash Override audio will interrupt all audio on all channels.
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The following notes refer to these part numbers:  RF-2001

This device complies with part 15 of the FCC rules and Industry Canada license-exempt RSS standard(s).  Operation is 
Subject to the following two conditions: (1) this device may not cause interference, and (2) this device must accept any 
interference, including interference that may cause undesired operation of the device.

Le présent appareil est conforme aux la partie 15 des règles de la FCC et CNR d’Industrie Canada applicables aux 
appareils radio exempts de licence.  L’exploitation est autorisée aux deux conditions suivantes : (1) l’appareil ne doit 
pas produire de brouillage, et (2) l’utilisateur de l’appareil doit accepter tout brouillage radioélectrique subi, même si le 
brouillage est susceptible d’en compromettre le fonctionnement.

NOTE:  THE MANUFACTURER IS NOT RESPONSIBLE FOR ANY RADIO OR TV INTERFERENCE CAUSED BY UNAU-
THORIZED MODIFICATIONS TO THIS EQUIPMENT.  SUCH MODIFICATIONS COULD VOID THE USER’S AUTHORI-
TY TO OPERATE THE EQUIPMENT.

NOTE II:  This equipment has been tested and found to comply with the limits for a Class B digital device, pursuant to 
Part 15 of the FCC Rules.  These limits are designed to provide reasonable protection against harmful interference 
when the equipment is operated in a commercial environment.  This equipment generates, uses, and can radiate 
radio frequency energy and, if not installed and used in accordance with the instruction manual, may cause harmful 
interference to radio communications.  Operation of this equipment in a residential area is likely to cause harmful 
interference in which case the user will be required to correct the interference at their own expense.

OPERATING FREQUENCY:  Operating frequency is determined by the installer.  It is important that the frequency con-
figured meets local regulations.
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US- Power Limits

Mode: SISO: Only One Port Active MIMO (2x2): 2 Ports Active
Power Setting / Port

MIMO (3x3): All 3 Ports Active
Power Setting / Port

CHANNEL: Max. Power Setting 
Approved (dBm)

Max. EIRP 
(dBm)

Max. Power Setting 
Approved (dBm)

Max. EIRP 
(dBm)

Max. Power Setting 
Approved (dBm)

Max. EIRP 
(dBm)

1 28 32 26 31 24 30.5

2 30 35 26 32 24 30.5

3 30 36 26 32 24 30.5

4 30 36 26 32 24 30.5

5 30 36 26 32 24 30.5

6 30 36 26 32 24 30.5

7 30 36 26 32 24 30.5

8 30 36 26 32 24 30.5

9 30 36 26 32 24 30.5

10 30 33 26 32 24 30.5

11 29 32 26 31 24 30.5

Approved Antenna Type:
•	 Dipole Antenna with up to 7.4 dBi gain

EIRP (Isotropic Radiated Power) = Power Setting + Antenna Gain - Cable Loss

National regulations may require that operations may be limited to portions of the frequency range shown in the channel selection 
page of the interface.
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Minimum Safe Distance (MSD)

Antenna Gain (dBi) *Occupational Expo-
sure Distance (cm)

Non Occupational Ex-
posure Distance (cm)

Dipole (Omnidirec-
tional)

2.1 7.0 20.0
4.0 8.0 20.0
7.4 **11.0 **25

In addressing the MSD for operation of the RF-2100 S-Band (2200MHz – 2500MHz) radio mod-
ule, the applicable Maximum Permissible Exposure (MPE) limits were obtained IAW the FCC rules 
for radio frequency radiation exposure limits under FCC Title 47, Chapter 1 Subpart 1 Article 
1.1310.

Notes:

*Occupational/controlled exposure limits apply in situations in which persons are exposed as a con-
sequence of their employment provided those persons are fully aware of the potential for exposure 
and can exercise control over their exposure. Limits for occupational/controlled exposure also apply 
in situations when a person is transient through a location where occupational/controlled limits 
apply provided he or she is made aware of the potential for exposure. The phrase fully aware in the 
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context of applying these exposure limits means that an exposed person has received written and/
or verbal information fully explaining the potential for RF exposure resulting from his or her employ-
ment. With the exception of transient persons, this phrase also means that an exposed person has 
received appropriate training regarding work practices relating to controlling or mitigating his or 
her exposure. Such training is not required for transient persons, but they must receive written and/
or verbal information and notification (for example, using signs) concerning their exposure poten-
tial and appropriate means available to mitigate their exposure. The phrase exercise control means 
that an exposed person is allowed to and knows how to reduce or avoid exposure by administrative 
or engineering controls and work practices, such as use of personal protective equipment or time 
averaging of exposure.

** Cable loss is the minimum cable loss that may exist between the antenna port and the 7.4dBi 
antenna.  0.50db cable loss was taken into consideration when calculating minimum distance.
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BAT-06 Technical Datasheet
Rechargeable, Lithium-Ion Battery

Features
•	 Communicates using a Single Wire DQ interface.
•	 UN/DOT 38.3 Rating: 73Wh
•	 Comparable to: BT-70716BE

Typical Applications
•	 Wave Relay System
•	 AN/PRC-148
•	 TRC-9110

Recommended Charging Platforms

Charger Part Number Required Adapter Part Number

BTC-70801 BTA-70810

BTC-70844 BTA-70810

BTC-70819, -1, -3 BTA-70810

BTC-70836 BTA-70830, BTA-70830-1

BTC-70870, -1, -3 BTA-70830, BTA-70830-2

BTC-70824-1 BTA-70810S

BTC-70663 BTA-70810S

BTC-70716-1 Not Required
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Technical Specifications

National Stock Number Pending

BT Part Number BT-70716BG

Dimensions
Length: 2.8 in. (71 mm) Width: 1.6 in. 

(41 mm)

Height: 3.4 in. (86 mm)

Weight 0.75 lbs (0.34 kg)

Nominal Voltage 10.8V

Maximum Voltage 12.6V

Capacity 6.4Ah

Discharge 6A Max Continuous

Pulse Discharge 40A ≤ 1 ms

Operating Temperature -30°C to +60°C (-22°F to +140°F)

Recommended Storage Temperature -40°C to +40°C (-40°F to +104°F)

Connector Flat Contacts (bottom), Fly Wheel 
Connection (top)

State of Charge Indicator Not Applicable

Disposal Check local regulations (Contains 0% 
Mercury or Cadmium)
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