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Il. SYSTEM ARCHITECTURE, REQUIREMENTS AND HARDWARE

System Architecture
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System Requirements

Operating System:

= MS Windows 7 or Newer
= 64 BIT

Minimum Hardware Requirements:

= 2 GB RAM
= 1280 x 768 Resolution
= 1.7 GHz CPU

Included Hardware

= FridgiGuard Electronic Lock
= 5v Power Adapter
= Micro-USB Cable
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I1l. SOFTWARE FILES

FridgiGuard1.2.3
MySQL5.7.17
vcredist2012

Virtual Driver

Q FridgiGuardinstallSetup.exe
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IV. SOFTWARE SETUP
FridgiGuard Trail

Double-click FridgiGuardInstallSetup.exe to install.

0& FricgiGuzrd installer Setup

The following components will be installed on your

—— e —_— RE——— G Installation FridgiGuard V1.2.8...
Accuride FridgiGuard Software 1.2.3 |

Silicon Lab Virtual COM Port(VCP) driver v6.7.5 for Windows(x64)

MySQL Plug-in(Mirosoft Visual C++ 2013 Redistibutable(x64)) L3
Oracle MySQL 5.7.17(x64)

G skl Wocord

Preparing to Install...

- Frdgumrd Sehp s prevurng he IntalBived Wiz, whch
Do you wish to install these components? o guide you Swmugh  progrom sk process. Piosse

-t
If you choose Cancel, setup will exit
Extracung: FrdgGuard ms
Install Cancel .
aﬂ FrdgiGuard - InstallShield Wizard ® Hﬂ FrdgiGuard - InstallShield Wizard

Welcome Lo the InstaliShield Wizard for
EridgiGuard

Ready to Install the Program

The waard is ready to begin instalaton,

e Instal ShidldR) Waard wil irstal FrdgiGuard on your ¥ you wart b review or change any of your instal ation s=ttings, dick Badk, Click Cancel tn
compuiter. To continue, dick Mext. exil the wizard,

Current Settings:
Setup Type:
Typical

Destination Folder:
WARNING: Thes program i protected by copymght law and

internations] Westies. A C:Program Fies (c88) \iocuride FridgiGuard |,
User Information:
Mlame: Windows Liser
Company:
ntabhe
Bacx Next > Cancel < Back i@. Cancel
oé FridgiGuard - Instalishickd Wizard *
InstaliShield Wizard Completed

The InstalShisld Witsrd has successful y netsled FridgiGuard.
Cick Finish 1o esat the wizard
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Virtual Com Port Driver

CP210x USB to UART Bridge Driver Installer - License Agreement

Ny Welcome to the CP210x USB to

UART Bridge Driver Installer =5 To continue, accepithe following icense agreement, To read the entine
€ = agreement, uze the seroll bar or preas the Page Down key.

Thig wzard will help you install the drivers for your CPZ210¢

USB to UART Bridge device. LICENSE AGREEMENT -

SILICON LABS VCF DRIVER M

IMPORTANT: READ CAREFULLY BEFORE AGREEING TO TERMS L

THIS PRODUCT CONTAINS THE SILICON LABS WCP DRIVER AND
INSTALLER PROGRAMS AND OTHER THIRD PARTY
SOFTWARE.TOGETHER THESE PRODUCTS ARE REFERRED TO

AS THE "LICENSED SOFTWARE", USEQF THE LICENSED
SOFTWARE IS SUBJECT TO THE TERMS OF THIS LICENSE -

To continue. click Next

Cancel

a CP210x USB to UART Bridge Driver Installer -

Completing the Installation of the
CP210x USB to UART Bridge Driver |

The drivers were successfuly installed on this compuer.

You can now connect your device to this computer. f your device
came with instructions. please read them first

Driver Name: Status
% Silicon Laboratories Inc. ... Readyto use

MySQL Plug-In (MS Visual C++ Redistributable)

8 Microsoft Visual C+ + 2013 Redlistributable (+64) - 12030501 Set._ lscosfm={ i 18 Microsoft Visual C+ + 2013 Redistributable (:64) - 12030501 Set._ |scnln sl G|
Microsoft Visual C++ 2013 Microsoft Visual C++ 2013
¥ % Redistributable (x64) - 12.0.30501 Redistributable (x64) - 12.0.30501
MICROSOFT SOFTWARE LICENSE TERMS = Setup Successful

MICROSOFT VISUAL C++ REDISTRIBUTABLE FOR VISUAL STUDIO
2013

These license terms are an agreement between Microsoft Corporation (or
hacod nn whare una live nne of ite affiliatecy and wni Pleace read them

[#]1 agree to the license terms and conditions |




MySQL 5.7.1

MYSQL instsller

MySQL. Installer

MySQL. Installer

Adding Com

s msTaver

MySQL. Installer

dding Community
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= *
License Agreement
T pro<eed you it s cegt the Guacle Software Lxense Temn
U LiCE ~
you bave 4
T .
Lol
Check Requirements
The have f: The nstalle
i audemalially. Fequeements mked a1 manun a0t be eschved sutomate sy,
onthose femito try and rescive them manually.
Fer raduct Requrement St
) My30L For Excel 1,36
MyS0L for Visusl Studic 1.2.6 Menual
- - T Manual
One or mare produd requirements have not been satisified.
Trase produds wilh n4na e ments wil B ol
Initaled uoaraced. Do you wih s ot
[
“Back Concel
Installation
Press Exerute b upgrade the following products.
s Poges Motes
1 compiete
B[] msa worioennsss Compiete

‘EE ML hitiber 11,7 Camptete
&[] s ror e 134 Compiete
B[] rses s 164

&[] comeciorconcsas Complete
[ e Compiete
&[] comecroensim Complete
@E CamnactonRET 639 Compiste
GE Connecionigs (0l 2. Comnpiets
\QE MySCE Comneclont 15 Compiete
&[] mea coumanaan s Compiete
@[] cwmpins ana g 7 Complate

I Comel

MySQL Fnstaler

MySﬂflL Installer

MVEGL instaler

My5QL. Installer

M )150[ Installer

Choosing a Setup Type

Plerse select the Sebus: Tyve thil susts v ane cose

) Server ondy

) Chent undy

installatio

Pres Earcute 19 upgeade the lollowing peoducts
Prsdu

O[] msca sernersanr

G [] wiamarenin

&[] macumoonersar

O[] wsarortomias

@[] mcn vnames 14

&[] comencoonc1s

@[] comene

/E] Comectenl 5140
(7] someasnarsns

Frogran

taling T
Heady 1o iratafl
Ressy ta iemtait
Reaay 10 natan
Peas o it

Bssy b Instsll

Product Configuration

Pintes

Well paw sk theough & configesetion wizstd For eschof the following grodusts.

Tou can cancel st sy pout f yow with to e this wizsidl without configuring all the

products

Statu

Ready 1o Configure

Cantgwabon Complet:
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° MySOL instafer

] sl # Prstoral #8380 ax a D nama i Cinar

P8t Mlubens

— x - X
MySQL. Instalier Type and Networking MySQL. Installer Accounts and Roles
MySCI Sewer 57.17 Serve Conriguitaion ype My er 5.7.17 Root Account Password
Condi Ty | Doveleprmant Machine o MySOL Root Passward:
4 Repeat Password:
. . Patsword minimum engtn: 4
=h ] Fert Wumber: [3506
[ Dipes Fura® post for nitwee sdeiss
[ Named 34 Pipe e [vSEE
" - MySQL User Accounts &
[ Shared Memery Merory Neme: and ap a role t 1 that
2 set of pevieges
Advanced Confqueion
MySOL Username Hast User Role Agd User
[ Shew Asvanced Cptions:
Coniet <Back Concel
MySQL Installer - x
MySQL. Installer Accounts and Roles MySOL. Installer Windaws Service
hovies. i Foge Accowst Basmond MyS0L Serve X 2 Configure MySCL Server a5 o Vindews Service
; — 1 s Sarunca Detans
MySQL Root Password: | 3  eiding Sy bt M. S
— s it saquared for sech insrnc
epest Password Windows Senice Waeme: |[MiSQLT
Possword Strength weas
] Stot e WSO S ot Sy St
Lign Windowe Larciie 32
MySQL User Accounts (T T —— o a4 vesecunid
P ST p—
MySOL Username Host User Role T ] Add User » oo -
© Custee Uspr
hedk r—
T o
I ML tater = X WiYSOL Inctaller = x®
; Plussiis - e e, & .
My SOF Instalior Plugins and Extensions MySQL. Installer Apply Server Configuration
M a7 50L ot  Dauerd e WySRL. Senver 5717

Prest (Exacute] to spply the changes

Cosfigueation Stems L2

) Stapping Server [ ecessary]

P ) Mitieng corligpeiien ks

Stiring with NS Semer 57, ANSQL 1asnt dstument thors develspment. in
OFON 10 onita B 1O SEE EGEURIPE IEOTUTGSCK RGEINCE AR & P
cammuations oetocs! eabed the X Aoteiol, Th emanced Gpsbiies of the X
Pretazal Enabie s 5 BITACE MO SEvHILREr AL RN FEStLrEs Tath &
BEFBNIONEUS CHls. PASERAING, RS WA, 11 3155 10 INGIEMERYn documant
ealiechiom, e e X D FY 8 sup ot inal and Comiine d doeume

O Uystating Firewsd
< Adqusting Wendows service [# necessary|

) Itislising Dotabaa [ necenry]

ol enpatsiinas. News dmseispar, davgnsn ans DL cu dapioy
oL mat inplement docment ito . ey O Steting Scrver
fiormen: veifion node
< Asphying sunty wertngs
et bt 10 st WS 0 8 Duimrent Sioes anlics docuonintation

Cresing user wec

O Wpdating St bers Link

) Updating Frewsl fos MySTL Doviomsent Dt Fastune Set

sk I_I Lol < Bock | |
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O....

MySQL. Instaber Apply Server Configuration My5aL. Installer Product Configuration

ging Con

The configurstion operetion has stopped We'l now walk threugh o senfigueation wzd for each of the follonng products.

c e
SPgUIIen AeE Log Vois ean cancel s way pont iy with B8 i Bhid wissidl with ot tsfaguaing ll the

@ smopping Sarve (4 nacemsany) prscucts.
@ Writing cenfigurstion file Promt Stat
o e S e 5707 Comtguration Carmatete
g Samgies and Exarpies 5717 Ready fio Corfigury
P adjusting Windows seevice (@ vecesyany]
@ inniakzing Datusata f necessary|
& Seasting Server
2 appying vty rengs
@ Crmaing user accounts
& Updating Start baray Link
& Updating Firewall for MySCH. Docimend Data festure Set
[ »
‘COMMQUIION 10T ML JeT¥ 37,17 M1 IUCKERORG. FIEAE CIEK PRGN D
comtirue
0
=]
@‘ M nctalar =
VSEL fnstaller - x SR Intalle X
MySQL' Instalier Connect To Server MySQL. Insialler Apply Server Configuration
Sampiles and Examples
# e [Enecute] to spply the cranges
Contigustion Seps g
Hhere are thi co talled o vele
Sewer Jov— Shebr O Checking il thare ase arvy leatures instaled that need configuration.
RSO Serer 8717 - Running O Staring Server,

O Getting Conrection information (Provide crefentislh @ it is meedea
) Rurning Scripts.
) Slopping Server,

v [imer

Pawsia |

« Back

= x MySQL Instalier - x

Apply Server Configuraiion My5QL. iInstaller installation Complete
Aad ity
The comfigueation opsteation has stopsed. The installation proceare has been completed.

Confsgurstion Seps 1oy

Capy Log to Clipbewd

& Checking if thaie are 5y Fatures i itathed that seed confiyuration.

& Stemting Server

&

Gatting Compacson infemmstion (Provde credenish: § W it nsded)
Runnig SCeipts
Stapying Serve

Lo

hai sacceeded. Pleade dick Fanish

Configuration lsa Samoles d Examiles 5.7,

apdi
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Configure Your Database

1. Click Start on your desktop.
2. Click the Accuride folder.

B Accurice

B Acculistener.exe
!l AuditTrail.exe
n DBImport.exe

Uninstall AuditTrail

3. Click Database initializer.

Database initialization

Configuration Initialize database

Server IP:

Username: oot .

Password: #¥kx . \ /
N
Test Connection

4. You will see a “Database initialization” menu with three areas of configuration and default values:

Server IP -> “localhost”
Username - “root”
Password -» same as your database's setting password when installing MySQL.

5. You do not need to change your Server IP value. You can change your Username value if you created another user name

when you installed the database.

6. Click Test Connection.

7. Once tested, you will receive a prompt confirming a successful test connection.

Dstabase mtislzation

Database initialization
Information x P

e Initialize databese Contiguration Initialize database it i faitislisedetalasy

Sel . .y Server IP: localhost *

[’} YT u—— Server IP: |localhost ‘
Us * " Username: |root .
Username: |root * e,
P¢ ok |+ Password: sk .
T Password: |#¥¥* - \
[ Test Camection - Test Connection
Test Connection

The database was initialized successfully.

8. The “Initialize database” button on the right will turn green. Click it to complete your configuration.
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V. Acculistener

"

FridgiGuard

Double-click the AccuListener icon on your desktop. Click the v under “Server IP” to open a drop-down list.
This list reveals your local computer’s IP.

This will bring up the AccuListener window.

Click START to see real-time information from
Acculistener.

= START sets your system to receive and process messages
from your device.

= STOP sets your system to stop receiving messages.

Troubleshooting
NOTE: The AccuListener will not show data until the FridgiGuard lock has been set up properly.
If you have set up the lock properly and AcculListener isn't receiving messages...

= Your computer’s firewall will block AccuListener from network access until it receives approval.
= Verify that your device's server IP matches your computer’s IP.

If you receive an error message...

= Check the icon on the lower right of your desktop menu to verify AccuListener is already active.
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VI. USING FRIDGIGUARD & AUDIT TRAIL OPERATION

B Aot ———

UserlD: aCmir

/[Lupn! Reset

1. Login with your user ID and password. Default user is admin and default password is 123456.

& Froghusra - x

System

Group Management

E Record

2. This is the main menu. Select Device Management.
3. Connect the Power Supply to the FridgiGuard Electronic Lock.

4. The FridgiGuard's LED light will turn green to signal its powered.
5. Connect the FridgiGuard to your computer via USB.

3 o d=h
IL{ Device Management - - — £ S - = o - - SaCE
Device ID Asset D Search Dewce Log
|
Dewce ID SN Asset ID Mooe Server IP Port Version Seting Delete

6. On your computer, click Add Device. This will bring up a “Device Config” menu.
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5 Device Config

SETTING
SERVER SETTING STEP1

wei [cows -]

STEP 2
SN: GET

7. Select COM on the upper left of the “Device Config” menu.

Device Config

SETTING
SERVER SETTING STEP 1

STEP 2
SN: GET

8. Under STEP 1, select the COM number. Click the Connect button next. (The button should turn green once you click Connect.)

STEP 2

SN: | L23Q00¢ GET

9. Under STEP 2, click the GET button to find the Serial Number (SN).

Asset Setting
Asset ID.  Lock1 SET

10. In the “Asset ID” field, enter an ID for your FridgiGuard Electronic Lock and click the SET button.
NOTE: Your FridgiGuard lock will disconnect and restart after your press “SET.”

Basic Sefting ‘
DEVICEID: 1| (1~9999) | seT [ GET |

11. Next to the “DEVICE ID" field, click SET to your settings. Click GET to retrieve previous settings.
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VII. SYSTEM SETTINGS

In the “SYSTEM" menu, you will find various adjustable settings:

This setting adjusts the time when FridgiGuard automatically relocks an
unlocked opening.

Postpone Time

This setting adjusts the time when FridgiGuard's alarm activates after an opening.

WIFI Interval This setting determines how often FridgiGuard reports lock status to its server.
Net Mode This setting lets you choose from DHCP (IP address automatically generated)
or STATIC.
Remote This setting lets you unlock a secured compartment remotely. AV in the box
means remote unlocking in on.
SD This setting saves backup data onto an SD card. AV in the box means SD backup is on.
Mode This setting lets you choose from three modes.
Basic Mode Swipe any card to unlock.
Dual Mode Swipe any two cards simultaneously to unlock.
Authorization Mode An Admin Card can unlock by itself, or swipe the Auth Card
first followed by a User Card to unlock.
RTC Time This setting sets the time for your system.
Net Setting This setting lets you retrieve and input network information. Note: This
mode is only available when the STATIC setting is selected in “Net Mode.”
Firmware This setting shows the version of your FridgiGuard firmware. Click GET VER
Version to update firmware (if an update is available).

Open Interval

This setting determines the interval between unlocking for a user.

Server & Router

This finalizes your FridgiGuard system’s server and router setting. There are four fields:

SERVER IP: Current PC IP

PORT: 9527

SSID: Your WiFi network’s name
PASSWORD: Your WiFi network’s password

Sync Auth

This setting lets you sync a user to a device. You must add and authorize a user
before you can apply this option.

Debug Mode

This mode enables technical staff to debug equipment.
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VIIl. USER MANAGEMENT

[l Device Management
2 user Management
- Device Status

s {1 Group Management

E Record

3. Choose a COM from the drop-down menu. Once selected, the Connect button to the right will turn green.
This indicates a successful connection.

{com SRR | rcresn
stecha am
== seacm
I mmm Roddamer |Eob W w
weeric: [couz1d
e Gadi: 1o ETEIE Head
122486
Nepeert 280
Canym
« Admin Chath ) e
ESE
1 Aeceas System 11 Uamagemznt System
Rest | Saw Aty

4. Fill in user information. Apply the name and User ID manually.

5. To populate your Card, place an RFID card in front of your FridgiGuard device and click Read. The device will beep and then
populate values.

Sysiem Passwond CardiDy 191570423 | R
123488

@ Admin Ot 0 User
ey
PlAccess Systom 17 Management yoiom
Resdt || Save L

6. Select the appropriate card type: Admin, Auth, or User.



userm: [s60215

System P CardiD! 19187043
122486
Depatrat. |RAD
Caritips
@ Admin i Auth
samrds
7 ACoens System

FRIBHGiIGUARD

Read

O user

[ Management Eyatam.

Rest Save

uth

7. Check valid boxes for your system role. “Access System” permits access to the management system.
“Management System” grants an administrator all authorizations. The initial password for both is 123456

|- User Jacke
UseriD: 36036
Mossoge i-u-l|
. ! o =

oun

- o] ‘.}‘....

. ¥ Access System
Auth 7 Manage
User

Read

System

e W

8. Click Save. You should receive a message labeled “Success.”

A3
Firse -
Sk - OSGHEN | Reriesn
Seeond
I EES Realrame: |Bon i
weer D [ce021E
Sysiem Passwrd Sl 1918TRA
123456

9. Within the same menu, you can see a list of devices add to your system.

10. Check the box next to a device that needs authorization. Click the Auth button in the lower right.

You should receive a message labeled “Success.”
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Synchronize Permissions

1. You synchronize permissions via COM or WiFi.

2. To synchronize via COM, connect your FridgiGuard device to its plugged-in power supply. You will see a green LED light flash
on the device to signal its powered.

3. Next, connect the FridgiGuard to your computer via USB.

& FrigGuord - -
System

~
#3" Device Management

2 user Management

' Device Status

I 4 I Group Management
—-—
E Record

4. Select Device Management on the main page.

@ Ovvce Mansgument - . Py

Dedce D Asset i Search || AddDewce || Dewce Log

T D e eep fer e sy ow
v I zsomesson besc | morcar | ot Mm‘uw

5. Select your device in the “Device Management” screen.

| rr— N . -

Dedce D Assat 1D Seach || AdaDewce || DewceLog

DowceD o AoaD Mok SewP Pm = o Oion
N e basc | 12168111 | 0521 Acatock .,.<

6. Click Setting.

8 Cvven Caniy e —
| sevimic
BERER ST e asetSamng
sooM v Coad o NN | Revesh Ao O SET
T
=
sreny
Bonc Tettag PERERMROUTER SETTH
CECED: (e seT ET SERVER ®
E R
S Aedn Lok Time Rt
[ ] Postgone Time: so SSD
U W rmerval Made: 71 PABSWORD:
Tl Mude i ET SET
TS, BETTHG
ey Year Marth Day Dpen e T SET
e o w Tl
FTUER VERSION Acculock SHN_194P
ot et e
" =] =
P DG Wil
Gesewnm = ET " DEBUG MODE

7. Select “"COM" under “SERVER SETTING" in the upper-left.
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P = ——
e
WeERETG sty
scon v coln - BN | e Az O SET
s
B s AT TG
DEVCE D -0 T | ot SERVER
e POAT
e . COM o WIFI
@ P o 80
Wl s [ PASSWORD
o b o
e =
LY Ve e o Cpen gt
® e m

[
Ll T £ T VER VERSON  Actilback SHN_ 1949
et tatng
=

8. Click Connect.

i

12. To synchronize via WiFi, first verify AccuListnener is open
and can receive messages from the FridgiGuard.

SN: L23Q0088S00( [ GET 13. In the “Device Management” screen, select “WIFI" in the
e upper-left.

9. Click GET next to “SN” so you can retrieve the serial number. 14. Click SYNC.

15. You should receive a success message. Wait several sec-

SYNCAUTH
E‘u‘ SYNC | onds as permissions with the connected device will update
automatically.

10. Click SYNC in the lower right (under “SYNC AUTH").

SYNCAUTH

11. You should receive a “Success” message.

Message B < |

\o\ Send command success.
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Device Status

1. Verify Acculistener is open and able to receive messages
from your FridgiGuard device.

¥ FrdgGuard - *

System

T~ . o
77" Device Management

2 uUser Management

' Device Status

t ’ ! ! Group Management

E Record

3. The top of the next screen lists number of FridgiGuards in
your system, their status, and any alarms.

4. The “Group” option on the right lets you display devices by
group.

5. Selecting a group will bring up a list of devices in that
category.
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Status Types -

Online and Normal

Online and Alarm 2. In“Group Management” screen, right-click the “Group”
area.

-5 L

m Group Management

Offline Qroup
+ Add group
Remote Unlock ®  Bemove
1. Click the “Remote” button on a device icon to unlock that
device by computer. 3. This will create a prompt to add or remove a group.
2. Hover your mouse over that a device icon to bring up its ID.
m Add Group ﬂ
3. Right-click a device icon to view that last record of it being Add
unlocked. GroupName: Lab1
4. The “LastRecord” window will load relevant, including the Remark:  for the sample
User ID, User Name, and Open Time that device was last
opened.
| sae |

Group Management

4. When adding a group, type in a group name and a
remark/description.

& FrdgGusrd =~ x
System
fa) e ]
#7" Device Management ‘ B
Add
’» User Management ‘ GroupName: Lab1
' Device Status ‘ Remark: for the sample

E Group Management
E Record !SaT‘

1. For simplified management of devices, click “Group 5. Click Save.
Management” on the main menu.
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Adding a Device to a Group

Group @ Device List [
111 =
101 AssetID Acculock_1
Lab1

Lock

= Add lock

X Remove lock

& Device cond kg

Swve

1. Under “Group,” left-click the group you want for the device 5. Click Save.
to be added.

8 Group Management
Group

st —

Tab1
Lock e
o+ A Lock 1
X Ber
& De

6. You should now see the device in the “Lock” area.

2. Right-click the “Lock” area below.

Croup

m

Lab1

Lock

4 Add lock
M Remove lock
& Device cond fig

3. Left-click “Add Lock.”

a Device List ——

Check All

D1 AssetID Acculock_1

4. Check the device(s) you want added from the “Device List.”



FRIHDGiGUARD

User Authorizations

Add User

1. Left-click on a device under “Lock.” This will list authorized
users in the “User” area below.

i

5
d

E

=)
(=

2. To authorize a user, right-click the “User” area.

£

=+ Add user

Eemove user
e % E

3. Left-click “Add User”.

& User List

| Chetk All
User D35098  User Name:Andy

—

4. Check the user you wish to add from the “User List.”

5. Click Save.

Remove User

+7 Add user

X Remove uger

1. To remove authorization, right-click over the user you

wish to remove.

+- Add user

X Remove user

2. Left-click “Remove User.”

3. Click Save.

4. NOTE: Each lock must Sync to finalize any addition.
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Record

@ Frdgcusrd
System
. . - - - s

P
7" Device Management

l User Management

' Device Status

! ! 4 ’ Group Management
-—

E Record

4. Unchecking the WiFi box means data comes by SD card
solely. (SD card data must be imported manually.) Click

Search to yield results.

1. Click Record on the main menu.

5. Checking the WiFi box will show data received from WiFi

2. The “Record” menu lists online/offline records, data
and SD. Click Search to yield results.

transfers to SD cards, and an export option to Excel or PDF.

6. You can import offline records by clicking the Folder icon

3. You can query by date. The same start and end dates
and selecting the folder you wish to import.

signal all data queried.

7. Click Import to proceed.

Last Steps

The alarm will stop after
the door is closed and
locked.

The lock will begin to alarm
after the set opening time
is exceeded.

Swipe your FridgiGuard
RFID card to unlock.
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