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Chapter I Operation instructions

1.1 Precautions for laser scan engine

1.2
>

Y V VYV VY

Laser radiation! Users should not look directly at the laser beam.
Precautions for safety
The device can only be powered by the battery and charged with the charger specified by
SEUIC; otherwise, there is a risk of liquid leakage, overheat, burst and fire of the battery.
It is forbidden to short-circuit the charger; otherwise it will cause electric shock, smoke and
damage to the charger.
Do not use the charger when the power cord is damaged; otherwise it may cause fire and
electric shock.
Do not disassemble or modify the charger; otherwise, it will cause personal injury, electric
shock, fire and damage to the charger.
Hold the charger when pulling out the plug. Pulling the power cord will damage the wire,
causing electric shock and fire.
Clean the device, battery and charger with the soft dry fabric.
Do not wipe the device with the alcohol, thinner or benzene-based solutions.
Precautions for maintenance
This product features water-proofing and dust-proofing, but the operation in extremely high
temperature, extremely low temperature or wet environment still needs to be avoided. Refer to
the temperature and humidity criteria in the product specifications.
Pressing hard on the display may cause damage to it. Do not use a resistive stylus to tap the
display in case of scratch or damage on the display. To clean the display, spray a small amount
of LCD display cleaner available on market on a soft fabric. Avoid spraying the cleaner directly
on the display.
Do not use any chemical cleaners to wipe the LCD display.
Keep the scan window clean and free of stains; do not scratch it with sharp objects.
If you do not use this product for a long time, download the data to the PC for storage.
The battery in the device will take a long time to be fully charged when it is out of use for the
first time or when it is put into use after storage.
If you find some fault, please write down the information about the occurrence and contact the

repairer.
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Chapter II Overview
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Chapter III Keyboard

There are a total of 7 keys on the CRUISE2 device, including 3 virtual keys on the touchpad on the

display (Back, Home and Menu) and 4 keys on the side of the device (PPT key, volume key, left

scan key, right scan key respectively) ).
Description of keys:

Table 3-1 Introduction of keys

Key Main function Description
O Home key Tap the key to return to the homepage.
D Menu key Click the key to open the task manager.
Click the key to return to the previous interface or
exit the application.
q Back key
In the text input interface, tap the key to close the on-

display keyboard.

Press the “ key in standby state to put the device into

Power key
sleep/wake up the device; press and hold the “ key for 3
seconds in shutdown state to turn on the device
Press the upper half of the key to increase the volume,
Volume key 1
and press the lower half of the key to decrease the
B volume
} Scan key Press the } key and the scan head starts to emit light
H PPT key Reserved key to be defined by the user

1. Screenshot shortcut: press the power + volume - key simultaneously

2. Home key, Menu key and Back key are all virtual keys
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Chapter IV Quick start

4.1 Initial operation

»  Press and hold the Power key for 3 seconds to turn on the device; when the system is working,
press the Power key, and the device will be put into the sleep mode; in the sleep mode, press
the Power key, and the system will be waken up and the display will be lit up.

4.2 Power on

»  You can turn on the device by pressing the Power key. In deep sleep mode, press the Power
key to wake up the system. If the device is powered by a battery, it must be ensured that the
battery has been contacted reliably.

4.3 Power off

»  When the device is turned on and not in sleep mode, press and hold the Power key for 2 seconds
to open the option menu; select the power off option, and click the OK button to shut it down
properly.

4.4 Restart

»  When the device is turned on and not in sleep mode, press and hold the Power key for 2 seconds
to open the option menu; select the restart option, and click the OK button; then the device will

be shut down and restarted properly.

4.5 Installing SIM card

> Please follow the instructions below to install the SIM card:
> Place the SIM card in the tray in the direction as shown in Fig. 4.1.
> Insert the card tray in the direction as shown in Fig. 4.2.

Fig. 4-1 Place the SIM card
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Fig. 4-2 Insert the SIM card

4.6 Installing SD card

> Please follow the instructions below to install the SD card:
> Insert the SD card into the SD card slot in the direction as shown in Fig. 4.3.
> Compatible with SD cards with a maximum memory capacity of 128GB

Fig. 4-3 Place the SD card

Note: 1. The SIM card of this device is only compatible with NANO card.
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Chapter V Charging

»  As the battery power is low, which is only enough for testing when it is delivered, you must
charge it before using it upon reception.

5.1 Charging time

»  Battery: It takes about 2 hours to fully charge the battery for the first time with the adapter. The
LED indicator will be red when the battery is being charged, which will be green when the
battery is fully charged.

5.2 Charging temperature

»  The best operating temperature is room temperature 18°C~25C.

»  The battery will not be charged if the temperature is lower than 0° C or higher than 55° C.

5.3 Powered by battery

»  If the wireless network service or data acquisition program is enabled, the battery power will
be greatly depleted. When such functions are not in use, make sure to disable such programs
to save power.

»  Tips: If the product will be out of use for a long time, please charge the whole device at least

once every two months.

Fig. 5-1 Load the battery

6
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5.4 Precautions for batteries

>

If the battery is out of power, the device cannot be turned on immediately when the charger is
just plugged in, which is normal. Please keep charging the battery for a period of time, and
then turn it on again.

The battery can be recharged repeatedly, but it is the consumable part. If you find that the
standby time of the device is greatly reduced, please replace the battery with a new one.
Battery charging time varies with temperature conditions and battery usage; please charge the
battery within a reasonable temperature range.

When the battery power is low, the device will pop up a low power prompt. When the battery

power is too low, the device will be automatically shut down.

5.5 LED indicators

>

The LED indicator in the middle of the upper right corner of the device is used to indicate the

battery power status and charging status of the device with different colors:

<> When the USB, charging adapter or charging connector is not plugged, the red indicator
will flash to indicate that the battery power is too low. Please charge it in time;

<> When the USB, charging adapter, and charging connector are plugged, the red indicator
will be always on to indicate that the battery is being charged;

<> When the USB, charging adapter, and charging connector are plugged, the green indicator
will be always on to indicate that the battery is fully charged.

The LED indicator in the middle of the upper right corner of the device will flash in blue (in

the form of a BLN light), indicating that there is unread information; please check it in time.

The LED indicator on left in the upper right of the device will flash in red once when the

barcode is scanned, which will not light up if the barcode is not scanned.

Note: When the system is being charged, the blue indicator will not on for prompt.
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Chapter VI Homepage

Look for this icon , Settings—Apps and Notifications—Default Apps, and tap the App on

the homepage to display the settings homepage. There are two homepages by default, which can be

set at will.
9:18am @ [ 3 @
& Default home app Q

O @ Mobile Butler
® &}  Quickstep
®

Apps, often called launchers, that replace
the Home screens on your Android device
and give you access to the contents and
features of your device

Chrome' Gallery

Fig. 6-1 Homepage (Trebuchet)

Table 6-1 Items on the homepage

(D Status bar: The notification and status icons are displayed on the status bar.

2 Display area: The application icons, desktop folders and widgets are available there.

3 Shortcut bar: Click it to enter the corresponding application.

@ Application tray: Tap or swipe up to enter the homepage to view all programs.
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6.1 Icons on status bar

The icons on status and notification bar are located in the status bar at the top of the display,

displaying status information and notifications as shown in the table below.

USB debugging, USB connection

Icon Description Icon Description

)\ 5] Available WLAN found m Signal intensity
m WLAN connected No SIM card inserted
Uploading data Downloading data
@4 Portable WLAN enabled w Mobile network connected
@ DND mode Flight mode
m Vibration mode Scan on

E Missed call Battery being charged
E New notifications Battery fully charged
@ Display image captured m Low battery power
@ Alarm clock Headset plugged
ﬂ Preparing microSD card B Bluetooth

@

Table 6-2 Status icons and notification bar icons
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Chapter VII Settings
7.1 WLAN
Find this icon:
->Settings
->Network and Internet
>WLAN

Wi-Fi 2.4G covers a wireless network access range up to 450 feet (150m), and 5G covers up
to 300 feet (100m) of wireless network access range (Note: industrial-grade AP in open area). To
use Wi-Fi on the device, you must connect to a wireless access point or [hotspot].

Attention: The availability and coverage of Wi-Fi signals depend on the number, infrastructure,
and other objects through which the signal penetrates.

Enable Wi-Fi and connect to the WLAN

1. Tap the Wi-Fi off/on key to turn on Wi-Fi. The device will automatically scan and search for
available WLANS.

2. Then in the WLAN list, the network name and security setting (open network or encrypted
network) of the found WLAN will be displayed.

3. Tap one of the WLANS to connect it. When you select an open network, the device will be
automatically connected to that network. If you select an encrypted network, you have to enter the

corresponding password first before connecting to it.

10



Seuic

9:22am @ [

¢ Network and Internet

WLAN
off

)

4~ Aeroplane mode
Mobile plan

® Egtspot and tethering

Advanced
Data Saver, VPN, Private DNS

217pm @ @ %t
<  WLAN
€ &
® &
€ 2
w 807vpn ﬁ
¥, »A0B
W HUAWEI-AP &
¥:  HUAWE-G103CL &
W TP-LINK_3202 &
W TP-LINK_A4B6 &
W TPIINK ARSD o]

< [ ] [

Fig. 7-1 Wi-Fi menu

2:19pm @ M 3w
< Network details 4
v
seuicl_test
Connected
| X it
FORGET DISCONNEC SHARE
T

- Signal strength

Excellent
A Freguency
2 5GHz
ﬁ Security

WPA/WPA2/WPA3-Personal

Advanced
Network usage, Privacy, Auto-connect, Net.

4. WALN frequency band settings (Click the WLAN preferences at the bottom of WLAN-

Click the Advanced option-Click the WLAN advanced settings- Click WLAN frequency band

settings); When only 5GHz/2.4GHz frequency band is selected, only 5GHz/2.4GHz frequency band

AP can be searched.

2:20pm @ [

¢  Advanced WLAN

WLAN frequency band

Autornatic

Wifi roaming trigger

-65dBm

Wifi roam delta
5dBm

WiFi PHY MODE
802.11 AUTO

WiFi DATA RATE
Data Rate AUTO

WiFi AGC MODE

WiFi PowerSaveMode

PowerSave

WLAN status

WiFi S8ID Filter Rules

N Filtar Pantral

4 ]

3 ®
2:19pm @ M 3 €
€ Network details 7
L 3
seuic1_test
Connected
m X a4
FORGET DISCONNEC SHARE
T
v Signal strength
Excellent
A Frequency
X 5GHz
ﬁ Security
WPA/WPA2/WPA3-Personal
- Advanced
Network usage, Privacy, Auto-connect, Net.
& 4 ® | |

Fig. 7-2 WLAN frequency band

»  Open the interface on the wireless Wi-Fi, and tap the scan option. The found WLAN will be

displayed in the WLAN list.

»  Tap another WLAN to connect to it.

11
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7.2 Bluetooth

b

->Settings

Find this icon:

->Connected device
->Connection preferences
->Bluetooth
1. Tap the Bluetooth off/on key, and Pair with new device; enable it and search for other
Bluetooth devices;
2. In the list of found devices, tap the device you want to connect and pair with;
3. After entering the PIN code in the pop-up pairing dialog box, tap the OK button to connect

to the device;

223pm @ [ 2 W 2:24pm @ [ 3 Wi
€  Connection preferences < Pair new device
)B Bluetooth Device name
CRUISE2 56
IE\ NFC
on Available devices ”
Cast AUTOID Q9
a

Not connected

% HS220_Dock_070020
Printin
(= i

1 print service on
DPK4B

O Files received via Bluetooth H8220_Dock 070025
% HS220_Dock 070067
)B HS220_Dock_070024
77:C1:5A:C9:B1:A1
HS220_Dock_070075

%,  OPPO Reno3 5G
<4 ® ] 4 [ ] [ ]

Fig. 7-3 Bluetooth menu
4. For successfully paired devices, click the settings key on the right to rename and unpair the

devices. You can perform corresponding operations according as needed:

13
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229pm @ [ 3w 230pm @ @ 3w
€ Connected devices € Device details
OTHER DEVICES \.
';, UsB
File transfer CRUISE2 5G
—+ Pair new device E +
FORGET CONNECT
PREVIOUSLY CONNECTED DEVICES
. CRUISE256 ] Internet access
> Seeall Contact sharing
Connection preferences SIM access
Bluetooth, NFC
@ Visible as 'CRUISE2 5G' to other devices @ Device's Bluetooth address:
78.8E:33:27:85:A5
4 L ] [ ] 4 L ] [ ]

Fig. 7-4 Setting of paired Bluetooth devices
5. Transmission via Bluetooth: You can select files, images, videos, MP3 and other files to be
sent and send them via Bluetooth; taking sharing MP3 for example, select an MP3, press and hold
the MP3 you want to share; select the send button, and select via Bluetooth. Select the paired
Bluetooth on the sharing interface, and the details interface be shown; click the Send button as

shown in the figure below:

236pm @ [  wQ

0 » Music

- Parent folder

BY2 - BYEY [mgms2]flac

Choose Bluetooth device

. CRUISE25G

0 » Music

- Parent folder

BY2 - BYEY [mgms2]flac

O |a» Y
19/09/2020 5:46 pm - -re-re— 28.47 MB 19/09/2020 5:46 pm -re-re— 28.47 MB
| HPHE - BRI [mgms2].flac DPK4B | HPHE - BRI [mgms2].flac
(V] (V]
19/09/2020 5:46 pm -nw-rw-— 23.4MB 19/09/2020 5:46 pm -nw-rw-— 23.4MB
O FHNE - B [mgms2].mp3 L RlERmEFOK? FHWE - B [mgms2].mp3
kel 19/09/2020 5:46 pm  -rw-rw— 12.16 MB tad 19/09/2020 5:46 pm  -rw-rw-— 12.16 MB
SERGHE - A [mgms2].mp3 AUTOID Q9 SERGHE - HA [mgms2].mp3
O |as V)
9/09/2020 5:46 pm -re-rw— 9.39 MB 19/09/2020 5:46 pm -rw-ro— 9.39 MB
EKE - 124 [mgms2].flac ~ Redmi K20 Pro Premium Edition EKE - 12 [mgms2].flac
D 8s 19/09/2020 5:46 21.18 MB b 19/09/2020 5:46 21.18 MB
/09 546 pm -re-re— . / pm -ree-ne— .
Redmi K20 Pro Premium Editi
O [y 8- St mamolmes )  Redmi K20 Pro Premium Edition | B - 2R fmamsl.mp3
L\ﬁ 19/09/2020 5:46 pm  -re-rw- 47327 kB L\ﬁ 19/09/2020 5:46 pm -re-rw- 47327 kB
%,  OPPOReno3 5G
ERRITE R - £5 Imgms2] flac EH RGBT - £ mgms2] flac
O |a» Y
9/09/2020 5:46 pm  -re-rw— 20.87 MB 19/09/2020 5:46 pm -ne-re— 20.87 MB
%, automan
i 0 6479F0:DF:77:7A
1l selected. | Tliles saleted
Sending 7 files to "CRUISE2 5G°
t.  QCOM-BTD
L | [ ] B

Fig. 7-5 Transmission via Bluetooth
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[ |
6. When sending data, there is a arrow at the top on the left side of the display; you can

click it to see the drop-down list and observe the transmission as shown in the figure below:

—
2:39.pm ot
S

0 » Music
Fri, 8 Oct 3+ [ 505
o
... ] IR
O BYZ-®YEY [mqms2].flac
LY/
T9/09/2020 546 pm wrw—  28.47 MB
Notifications
oo HE - ER ST Imgms2].flac
\¥/
19/09/2020 5:46 pm 1w v ’
092020 5:46 pm - -rw-rv 234 M8 ® ancroid System
FEHRE - 1 [mams2].mp3 3
O &2 USB debugging connected
19/09/2020 5:46 pm -rw-rw 12.16 MB Tap to turn off USE debugging
SEHE - A [mgms2].mp3 /\
L\V/]
19/D9/2020 5:46 pm -rw-rei— 939 MB < & Bluelooth - 84%
O & IKRE - 1214 [mgms2].flac Bluetooth share: Sending 375 - ® A [mgms2]...
19/09/2020 5:46 pm rwrw— 2118 MB
O G F5553% - 2R Imgms].mp3
\Y)
19/09/2020 5:46 pm - Tw 1w 473.27KB 1 Blueteoth
HE TR S - £ [mgms2] flac Bluetooth share: Sent files
0O |ea 0 successful, 7 unsuccessful
9/09/2020 5:46 pm fwrw—  20.87 MB
m =12
o 1iile selected BlESEEH 01

Fig. 7-6 Progress bar of transmission via Bluetooth

7. There will be a corresponding prompt when the file is sent.

Fri, 8 Oct 3 [ sis
+1 IORIE

Notifications

P Android System

USB debugging connected
Tap to turn off USB debugging

1 Bluetooth

Bluetooth share: Sent files
1 successful, 7 unsuccessful

[ #&za
HHESERR |\"|I||
(P Android System - USE file transfer twrned an v

Manage Clearall

Fig. 7-7 Viewing the results of sharing via Bluetooth
8. The Bluetooth headset can be paired in the general Bluetooth pairing. The Bluetooth

headset can be used for voice communication, multimedia play, etc.

15
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7.3 Mobile network

Find this icon:

->Settings
->Network and Internet
->Mobile network
On the SIM card interface, the preferred SIM card (including data traffic, calls, and SMS) can

be set, and the SIM function can be disabled. The main interface is shown in the figure below:

245pm @ [ 56.4

& China Unicom V4

1 9.78 kB used

0B 2.00GB

2.00 GB data warning
30 days left

Mobile data

Access data using mobile .
network

Roaming
Connect to data services when .
roaming

App data usage
18.78 kB used 8 Oct - 7 Nov

Data warning & limit

VAl TE

4 [ ] ]

Fig. 7-8 Main interface of SIM card

16
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7.4 More

Find this icon:
->Settings
->Network and Internet

->Advanced

246pm @ [ = 56.4

€< Network and Internet

=~ WLAN
T o

A Mobile network
China Unicom

d’- Aeroplane mode
Mobile plan

® ;If?ispot and tethering

O Data Saver
off

VPN

None

Private DNS
Automatic

Fig. 7-9 More menu
7.4.1 Flight mode
After checking the flight mode, the wireless module will be automatically disabled.
7.4.2 NFC
Enable the NFC function to allow the mobile phone to exchange data with other devices in the
proximity; as long as your device and another device compatible with NFC are near to each other,
you can synchronize the applications on your device and share them. Moreover, the third-party NFC

software can be installed for reading and writing on NFC card.

17
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2:23pm @ M 3 w0

<  Connection preferences

b 3 Bluetooth

@ NFC
0On
Cast

5 Not connected
Printin:

& g

1 print service on

(o] Files received via Bluetooth

4 ® ]

Fig. 7-10 NFC function
7.4.3 Network sharing and portable hotspot
(1) With the portable hotspot function, this device can be used as a Wi-Fi hotspot to provide
signal access for mobile phones and PCs equipped with Wi-Fi modules in a certain range around.
(2) Settings -> Network and Internet -> Hotspot and Network Sharing -~ WLAN Hotspot ->

Enable as shown in the figure:

248pm @ 0 = 56.4 0

< WLAN hotspot

off @

Hotspot name
CRUISEZ 5G_3975

Security
WPA3-Personal

Hotspot password

AP band
2.4 GHz band

Advanced
Turn off hotspot autamatically

~

Fig. 7-11 Modify WLAN hotspot

This interface can be modified by clicking on the place that needs to be modified.

18
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7.4.4 VPN

After the VPN is enabled, you need to add a VPN by yourself (for example, accessing the file
server of intranet and other shared resources on the internet); you can connect to the VPN server of
your company via the VPN client regardless of your whereabouts; after obtaining the VPN account

number, you can dial via the VPN client. After that, you can access the shared resources of your

company.
248pm @ [D = BAB
€ WLAN hotspot
off [ J
Hotspot name
Security
Hotspot password
A’»I’ band
> Adv.lr.(.vd
E3 [ ] "
Fig. 7-12 VPN settings
7.4.5 Mobile network

1. Enable: After getting into the roaming environment, the data communication can be directly

switched to the roaming mode.

257pm @ M w = 56ATEM @
& China Mobile 4
2.00 GB data warning

30 days left

Data preference
China Unicom

Calls preference
China Unicom

SMS preference
China Unicom

Mobile data
Access data using mobile ®
network

Roaming
Connect to data services when .
roaming

Advanced
Data waming & limit, Data during calls, VoL.

< ° ]

Fig. 7-13 Roaming of mobile data network
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2. Preferred network type: After the corresponding preferred network type is selected, the
corresponding network signal indication with G=2G preferred, 3G=3G preferred, 4G=4G preferred,
5G=5G preferred will be displayed on the task bar; if the preferred network type 2G is selected for
the Unicom card, the device will be forced to connect to the 2G network even if the area is covered
by the 3G signal. The CRUISE2 is designed with dual-card dual-standby mode, so the primary and

secondary cards can be switched through the data preference setting.

5G.LTE 3.07pm @ @D w = SGALTE A §
€& China Mobile z
Use SIM o
0 B used
0B 2,00 GB
Preferred network type
2.00 GB data warning
O 56 preferred 30 days left

@® 4G preferred

Data preference

China Unicom
O 26 preferred

Calls preference

CANCEL China Unicom

SMS preference
China Unicom

Mohile data

Access dala using mobile .
network

Rnaminn

<4 ® ]

Fig. 7-14 Selection of network mode
3. The name of the access point is generally cmnet for China Mobile by default, 3gnet for China

Unicom by default, and ctnet for China Telecom by default as shown in the figure:

3:50pm @ M » = 56.ALTEM @
349pm @M » = 56.ATEL B E

<  APNs +
<  APNs +

China Unicom NET
it O 3gnet @
ctnet
China Telecomm (IMS) ghma Unien (36WAP) 0
IMS gwap

China Unicom MMS

3gwap

<4 ® || 4 ® | |

Fig. 7-15 Access point name (APN)
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4. To add a dedicated APN, click the t key to pop up the interface as shown in the figure
below, where the name (custom), APN (network access point), user name, password, etc. can be
generally added; press the Menu key to select the save option and complete the addition; press the
Menu key to select the cancel option or press the Back key to go back directly without saving. To
modify or delete the added APN, click the enter button to modify it and press the Menu key to save
or delete it.

Note: When adding APN, users can make corresponding settings for of other options based on
their own requirements for access point.

5. Network operator: Search for network operator resources in the current environment.

7.4.6 Resetting network

This function can be used to reset some settings of Wi-Fi, mobile network, and Bluetooth on
the device. Click the [Reset settings] key to redirect to the whether to reset the network settings
interface, and click the [Reset settings] key; there will be a prompt that the reset is successful as

shown in the figure below:

352pm @ [ w == 5G.UTE4 B 353pm @ [ w = SEAUTEA @ 1 Blustooth 3SCATAE
i 7
< Reset WLAN, mobile & Blue... <  Reset? Bluetooth share: Sent files
1 suceessful, 7 unsuceessful.
This will reset all network settings, Reset all network settings? You _
including: can't undo this action can't undo this action
-WLAN
+Mobile data
:Bluetooth
China Unicom -
Netwark settings have been raset
RESET SETTINGS RESET SETTINGS

Fig. 7-16 Resetting network
Note: 1. The device is connected to wifi. After resetting the network, the device will clear the AP
password and get disconnected;
2. Enable the enhanced 4G LTE mode in the mobile data network. After resetting the network, the
the enhanced 4G LTE mode will be enabled on the device by default;
3. The default Bluetooth name will be modified and paired. After resetting the network, the

Bluetooth name of the device will be restored and the Bluetooth device will be uppaired.
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7.5 Display

Find this icon:

->Settings
->Display
1. Brightness: You can move the cursor bar left and right to adjust the brightness of the

backlight.

356pm @ T M » - ¥ SCATEM [
@

Brightness level
70%

Dark theme
Off/Will never turn on
automatically

Night Light
Off/Will never tumn on automatically
Adaptive brightness

off

Wallpaper

Advanced
Screen timeout, Aulo-rotate screen, Font i

Fig. 7-17 Display
2. Wallpaper: After booting, you can modify the source of the wallpaper at will, such as the
pictures and wallpapers in the image library, album or memory card; the system comes with images

by default.

410pm @ T [ = - % SGAUEM @

& Choose wallpaper from

” Gallery
m Live wallpapers.

E Wallpapers

<4 ® ]

Fig. 7-18 Wallpaper
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3. Automatic rotation of the display: The content can be displayed in the direction set; when
the device is rotated, the content will be displayed in horizontal and vertical display based on the

rotation angle.
418pm @ £ @ » - % 5GAEM @
<  Display

Brightness level
70%

Dark theme
Off/Will never turn on
automatically

Night Light
Off/Will never turn on automatically

Adaptive brightness
Off

Wallpaper

Screen timeout

Auto-rotate screen

Font size
Default

Display size

4 ® | |
Fig. 7-19 Automatic rotations of the display
4. Sleep over a long time without operation: The system sleep time can be set. After the set

time expires, the system will automatically sleep.

416pm @ T [ = - % SGALTEM [

Screen timeout

15 seconds
30 seconds
1 minute

2 minutes
5 minutes
10 minutes
30 minutes

Never

O
O
®
O
O
@]
O
O

CANCEL

Fig. 7-20 Sleep
5. Font size: The system font size can be adjusted according to your needs, which has the small,

default, large and maximum size.
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420pm @ T @ w - % SGATEM @

& Font size

Sample text

The Wonderful Wizard of Oz
Chapter 11: The Wonderful Emerald City of
0z

Even with eyes protected by the green spectacles
Dorothy and her friends were at first dazzled by
the brilliancy of the wonderful City. The streets
were lined with beautiful houses all built of green
marble and studded everywhere with sparkling
emeralds. They walked over a pavement of the
same green marble, and where the blocks were
joined together were rows of emeralds, set closely,
and glittering in the brightness of the sun, The
window panes were of green glass; even the sky
above the City had a green tint, and the rays of the
sun were green,

There were many people, men, women and
children, walking about, and these were all
dressed in green clothes and had greenish skins.

Preview

Default

A —e A 5 A

Make the text on screen srmaller or larger.

4 [} L]

Fig. 7-21 Font

7.6 Notification

Find this icon:

->Settings
->Apps and notifications
There are notification message settings for the applications, including notifications, default
applications, application permissions, and special application permissions as shown in the figure

below:

423pm @ T [ w - ¥ SCATEALR

< Apps and notifications

Recently opened apps

File Man. Music App Sto.
101 mina. 103 min a 110 mina.
SEE ALL 27 APPS

Conversations
No priarity conversations

Notifications
Notification history, bubbles, recently sent

Default apps
Chrome, Phone and M

Permission manager
Control app access 1o your data

Wireless emergency alerts

4 L] ]

Fig. 7-22 Notification
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7.7 Vice
<
Find this icon:

->Settings
->Voice
There are settings for volume, ringtone and default notification tone; you can also enable,
disable, select or cancel vibration when ringing, voice for dial and keyboard operation, prompt voice

for touch screen, charging, lock display and vibration for touch as shown in the figure below:
424pm @ T @ = - % SGATEM f

< Sound

Phone ringtone
Flutey Phone

Default notification sound
Pixie Dust

Default alarm sound
Cesium

OTHER SOUNDS AND VIBRATIONS

Dial pad tones ®
Screen locking sound ‘
Charging sounds and o
vibration

Touch sounds [ ]
Touch vibration

Haptic feedback for tap, L]

keyboard and more

4 [} L]

Fig. 7-23 Voice

7.8 Application

Find this icon:

->Settings
->Apps and notifications
To manage the applications, in the interface, click the application you want to uninstall; you
will go to the following application information interface; click the uninstall button, and then you

can remove the application from the device.
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428pm @ * @ 2 - 3 HWMSCATEL D

< Appinfo

NetEase Music

& o A

OPEN UNINSTALL FORCE STOP

Notifications
~0 notifications per week

Permissions
No permissions granted

Storage and cache
245 MB used in internal storage

Mobile data and WLAN
No data used

Advanced
Battery, Browser app, Advanced, Store

4 [ ] |

Fig. 7-24 Application

7.9 Storage

->Settings

Find this icon:

->Storage
To check the available storage space, you can clear the memory card (format the internal

memory) and select the option to scan the external memory card or external USB device.

430pm @ T M 2 - 3 W SGATEM §

< Storage

14.49 ¢
Used of 64 GB 25:%\

used
MANAGE
STORAGE
= Storage manager
Photos and videos 0.00 GB
=)
Music & audio 012GB
J
Other apps 0.43 GB
Files 0.11GB
O
m System 14 GB
<4 [} ||

Fig. 7-25 Storage
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7.10 Battery

o

Find this icon:
->Settings
->Battery
You can check the current power of the battery, open and close the status bar to see whether

the power is displayed.

430pm @ + @ £ - 3 tWMSGATEL [

<  Battery

60«
2 hrs, 14 mins left until
charged

Apps are running normally
2] Phone has typical background battery
usage

Battery Saver
Off

Battery Manager
On/detecting when apps drain battery

Battery percentage
Show battery percentage in
status bar

Last full charge 43 minutes ago

Screen usage since full

< ® ]

2 mins

Fig. 7-26 Battery
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7.11 Location information

Find this icon:

->Settings
->Location information
To obtain the location where the device is used, enable the GPS positioning function and you

can download third-party positioning software.

431pm @ 1 @ < - 3t SCATEL B

< Location

Use location @

REGENT LOCATION REQUESTS
G Chrome

> See all

App access to location
1 of 5 apps has access to location

WLAN and Bluetooth scanning
Both WLAN and Bluetooth scanning are off

< ° (]
Fig. 7-27 Permission for location information

7.12 Security

Find this icon:

->Settings
->Security
You can set the display lock, fingerprint, device management application, password for
installing application of unknown source, SIM card lock, encryption and credentials, fixed

applications, etc.
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432pm @ * M £ - 3 SWEGAUTEM
& Security
SECURITY STATUS
DEVICE SECURITY
Screen lock @

Swipe
Fingerprint

Device admin apps
No active apps

Unkonwn sources app install enable
password setting

SIM card lock

Encryption and credentials
Encrypted

Fig. 7-28 Security

7.13 Account

Find this icon:

->Settings
->Account
The account and synchronize information can be created(you can synchronize contact
information, calendar, etc., to the cloud of other products after setting an account and server side).

7.14 Language and input method

Find this icon: @
->Settings
->System
->Language and input method
With the language selection, text input and automatic error correction options, you can select
your favorite keyboard and input method, and set text-to-voice output and pointer speed. If other

input methods are installed, they will be displayed on this interface.
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433pm G t @ < - 3 iWMEGATEL QD

< Languages and input

Languages
¥ English(United Kingdom) and Chinese
{China)

KEVBOARDS

On-screen keyboard
Custom and Android Keyboard (AOSF)

Physical keyboard
Not connected

Advanced
Tools, Pointer speed

L | ® n

Fig. 7-29 Language and input method

7.15 Backup and reset

9

Find this icon:
->Settings
->System
->Advanced
->Backup and reset

The data can be backed up or restored; the factory settings can be restored.

433pm @ T @ £ - 3 W SGAUEM ([

W

Delete all data (factory reset)
This will erase all data from your phone's

internal storage, including

- Your Google Account

- Syster and app data and settings
- Downloaded apps

- Music

- Photos

- Other user data

Erase all data

<4 ® ]

Fig. 7-30 Restore factory settings
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7.16 Date and time

Find this icon: ©
->Settings
->System
->Date and time

The time or time zone can be set automatically as provided on the network or manually set; the

time zone, and time and date display format can be selected.

434pm @ * M 2 - 3 SWEGATEM

& Date and time

Use network-provided time ®
Use network-provided time .
Zone
TIME FORMAT
Use locale default
Use 24-hour format
1:00 pm
Set NTP Server
2.android_pool.ntp.org
| [ ] L]

Fig. 7-31 Date and time

7.17 Barrier-free function

Find this icon:

->Settings
->Barrier-free function
Here you can set gestures for zoom-in and high-contrast text, hang up the call by pressing the

Power key, set mono audio, color inversion, color calibration and touch and hold delay.
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436pm @ T 0 < - 3 iWMEGATEM @

& Accessibility

SCREEN READERS
DISPLAY

Dark theme

e Magnification
Off

Colour correction
Off

o Colour inversion
Off

Large mouse cursor

(g

Remove animations

INTERAGTION GONTROLS

Autoclick (dwell timing)
Off

<« [ ]
Fig. 7-32 Barrier-free function
7.18 Developer options

{}

Find this icon:

->Settings
->Developer options
Settings-->About phone-->Version; click the version multiple times to open the developer

options, and then you can get some other information on the device, which is common to Android.

437pm @ T M £ - 3 tWMECATEL R

& Developer options

:E-t Memory
Avg 2.2 GB of 6 GB memory used
Bug report

Desktop backup password
Desktop full backups aren't currently
protected

Stay awake
Screen will never sleep while
charging

Enable Bluetooth HCI snoop log
Disabled

OEM unlocking
Allow the bootloader to be
unlocked

Running services

B crr ot el e e e

L | [ ] ]

Fig. 7-33 Developer options
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7.19 About the phone

Find this icon:

->Settings
->About the phone

Details of the device:

438pm @ * 0 < - 3 iWMSGATELD 438pm @ T O 2 - 3 iWMGATELD 439pm G T O 2 - 3 iWMEGATEML D
< About phone < About phone < About phone
Medel and hardware IMEI (sim slot 2)
@ Madel: CRUISE? 5G 868186050022472
Owner IMEI (sim slot 1) Android version
868186050022464 1
Device name
e IMEI {sim slot 2) IP address
868186050022472 fe80::683F-87f-fee5:5607

192.168.131.24

Phone number (sim slot 1) i
+8613182917763 Android version

el WLAN MAC address
To view, choose saved network
Phone number (sim slot 2)

Unknown IP address
Te80:6831 871 fee5:5a07 Device WLAN MAC address
192.168.131.24 78:8e:33:27:86:5¢
Emergency information
Info and contacts for Owner
WLAN MAC address Bluetooth address
To view, choose saved network 78:86:33:27:86:50
Legal information
Device WLAN MAC address Uptime
SIM status (sim slot 1) SR 5143
China Unicom
Bluetooth address Build number
SIM status (sim slot 2) 78:82:33:27:86:50 D740_V1.0.62
GHN-CT — China Telecom
4 [} ] <4 ® L] 4 ® [

Fig. 7-34 About the phone
1. In the SIM status information, you can view the current network, signal intensity, IMEI number,
etc. as shown in Fig. 7-39;
2. Model: The model of the device is displayed;
3. Function number: The function number of the device is displayed,;
4. Android version: Version of Android system ;
5. Baseband version: Version of the module;
6. Touch display firmware version: version of the touch display;
7. Serial number: The S/N of the device is displayed;
8. Core version: Core information of the device;

9. Version: Software version of the device.
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444pm G * 0 < - 3 IWSCATEM @

&«

Meodel and hardware

Model
CRUISE2 5G

Serial number
7ebcDab3

Hardware version
0010

Device ID
C5G210800068

User defined ID

Function Model
2.0Q8-11-6/64-X3GC16/8

4 ® L]

Fig. 7-35 Model & hardware
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Chapter VIII Introduction of typical applications

8.1 Scanning tool

1. Find this icon .; open and enter this interface and press the Scan key to start scanning

properly.

445pm @ 2 @D 2 - ¥ WG ATEAL G

Scan tool H
H

Barcode Settings

Clear

Fig. 8-1 Main interface of the scanning tool
2. Select the [Barcode settings] option to display the barcode type setting interface and set the

barcode type as required;

449pm @ T M= -

ﬂ]]]]ﬂ Scan tool
ver2 7.5

4:50pm @ T @M= -

ﬂ]]]]ﬂ Scaljl tool

Sean Barcode Settings Sean Barcode Settings

> i i —
B Basic settings =) UPC/EAN
> Code 128 |~ UPC-A: On
> UPG/EAN |~ UPC-E: Off
») Code 39 |- UPC-E1: Off
- - EAN-8: Off
» ) Code 93 ‘ e
= |- EAN-13: On
> Code 11 |~ Transfer UPC-A |dentifying Code: On
» ) Interleaved 2 of 5 |-- Transfer UPG-E Identifying Code: On
» ) Codabar |~ EAN13 check send: On
) NEC2 of 5 |- EAN8 check send: On

° |- UPC-A prefixing: Do not add
> Ml |- UPC-E prefixing: Do not add
») RSS |- UPCE Expanded: Off
») QR |- UPC-A 2 digit add on: Off
— ) |- UPC-A 5 digit add on; Off
2 Data Matrix |~ UPC-E 2 digit add on: Off
») China Post |~ UPC-E 5 digit add on: Off
») Matrix 2 of 5 |- EAN13 2 digit add on: Off
= Composite |- EAN13 5 digit add on: Off
— |- EANS 2 digit add on: Off
») PDF417

Fig. 8-2 Barcode setting
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3. Open the [Basic settings]; you can set the scanning backlight intensity, continuous light

mode, exposure and timeout time, etc.:

451pm @ * [ == - 3 IWMEGALTEMLQ

H[I]]I] I ol

Barcode Settings

¥ ) Basic settings

- lllumPowerlLevel: Auto
- Exposure Level: Auto

- PickList Mode: Off

- GS1Ai Separator; Off

- Aim Prefix: close

- Low power delay time(0~120): 0
- Scan Time out(1~10): 3
Code 128
UPC/EAN

Code 39

Code 93

Code 11
Interleaved 2 of 5
Codabar
NEC2o0of5

MSI

RSS

v) (v) (v) (v) (v) (v) (v)

v)(v)(¥)

Fig. 8-3 Basic settings

4. Open the [Application settings] option; you can set the basic scanning switch as shown in
Fig. 8-4:

(1) Scanning voice: When it is enabled, there will be a voice prompt when scanning;

(2) Vibration: When it is enabled, the scanning will be performed with vibration prompt;

(3) Barcode addition: When it is enabled, the barcodes can be continuously output;

(4) Automatic clearing: The previous barcode will be automatically cleared after the barcode
is scanned;

(5) Auto-run after power-on: When it is enabled, the scanning program will run automatically
when the device is turned on;

(6) Display barcode type: When it is enabled, the barcode type will be displayed when scanning
the barcode;

(7) Stop scanning upon release: When it is enabled, the scanning light will be off when the
scanning key is released, and when the scanning key is pressed, the scanning light will be on
continuously in the [scanning duration] and then go off;

(8) Scan in cycle: When it is enabled, the scan will be automatically and continuously
performed;

(9) Interval time: The interval time can be set by the user, which is the time from the completion
of scanning the barcode to the scanning of the next barcode;

(10) Restoring default barcode setting: You can restore the default settings of the barcode as
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shown in Fig. 8-5;

(11) Barcode suffix: You can add the barcode output suffix (numbers, letters, special characters,
etc.);

(12) Barcode prefix: You can add barcode output prefix (numbers, letters, special characters,
etc.);

(13) End character: You can select the end character of the barcode output, including Enter,
Tab, Space, None;

(14) Barcode sending method: You can select the method to send barcodes in the form of focus
entry, broadcast, simulated keyboard or clipboard (with simulated keyboard, an input method with
hard keyboard needs to be selected) as shown in Fig. 8-6;

(15) Developer options: Enter the password 888888, and you can modify the developer options

(not recommended) as shown in Fig. 8-7.

453pm @ * [ == - 3 IWMEGALTEMLQ
H[I]]I] Scan tool

ver:2.7.5

Scan Settings

General Settings
Sound
Scan Led
Vibrate
Append
Auto Clear
Booted start
Show Type

Filter invisible Char
Convert invisible Char

Filter pre/suffix blank
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453pm @ * [ == -

H[I]]I] Scan tool
ver2.1.5

Open Scan Statistics
Barcode float

Loop Scan Interval
Replace String Items
Suffix

Prefix

Barcode truncation
Restore

End Char
Charset

Advanced trigger mode

d Model

454pm @ * [ == -

H[I]]I] Scan tool
ver

Prefix
Barcode truncation
Restore

End Char
Charset

Advanced trigger mode

Barcod nd Model

 Focus

Broadcast
EmuKey

Clipboard
Other

Developer

Settings

Setup

Setup
Modify
Modify

Setup

Setup

ENTER >

AutoDetect >

Manual mode >

Settings

Maodify

Setup

Setup

ENTER >
AutoDetect >

Manual mode >

Fig. 8-4 Application settings
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456pm @ T [ o= - 3 ‘WG ATEM [

Prompt

Determined to restore the factory?

Cancel

Fig. 8-5 Restoring default barcode settings

456pm @ 1 [ = - 3 tWEGALTEM [ 458pm @ 1 [ == - 3 {WECAUEM [
Developer
Broadcast

Broadcast name

com.android.server.scannerservice. broad
cast

Key name

scannerdata
Please input password :
Action on start scan

com.scan.onStartScan

Action on stop scan

com.scan.onEndScan

Cancel

Default broadcast add enter
event after barcode

Default Save

*Quote:The system control EditText will not receive the
barcode by change the default action name or key

Fig. 8-6 Developer options

5. Hide or exit program

(1) Select the [Hide] option, and the program will run in the background; you can scan by

pressing the scanned document in any editing interface;

(2) Select the [Exit] option, and the program will be exited and closed.
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459pm @ 1 [e= -

H[I]]I] Scan tool

Profiles
Barc
W Advanced
User Mode
Hide

@) Exit

Clear

Fig. 8-7 Hide and exit

8.2 System upgrade
This application is to facilitate customers to realize remote upgrades.

1. Find this icon "** and enter [System Upgrade]as shown in the figure below:

CHECK FOR UPDATES

Fig. 8-8 System upgrade
2. When the network is connected properly, click the Check for update key. If there is no update,
it will prompt that the current version is the latest version; if there is an update, it will prompt that

a new version is found. Click to enter the download interface as shown in the figure.
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1:24am G O = w % SCATEMR 1M27AM @D = = 3 fWESCATEM [

Updater = Updater

DOWNLOAD CANCEL CANCEL

4 L L]

Fig. 8-9 Checking and downloading for update
3. Click the Download key; after the download is successfully completed, click the Update

now key, and the device will be automatically restarted in upgrade state as shown in the figure:

11:25am @ @ = -

Updater

Progress:100.00% 14.10/14.10(MB)

INSTALL NOW INSTALL LATER

4 [ ]

Fig. 8-10 Update now
When the power is less than 30%, the following prompt will appear and the upgrade cannot

be performed.
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1050AM @ D = = 3 56ATEM

Battery power less
please recharge.

0K

Fig. 8-11 Low battery power

4. The system upgrade can be set as shown in the figure:

649PM @ [ w = 3 {WSGAUEL

£ Updater

Local upgrade

Fig. 8-12 System upgrade

Description of system upgrade

To upgrade the firmware and system of the terminal with unauthorized third-party software may
pose security risks such as the inoperability of the terminal, disclosure of your personal information.
It is recommended that you use online upgrade or download the software from the official website
that is compatible with the terminal to upgrade. After the terminal is upgraded, all your personal

information may be deleted. Please back up your personal information before upgrading.

8.3 Mobile Butler
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To set permissions required for the customers for hand-held Android terminals, the users are

not allowed to use non-designated applications.

1. Find this icon , Settings—Apps and Notifications—Default apps. Tap the homepage

app to enter the settings homepage; select homepage apps->select Mobile Butler, and

press the home key to exit and go to the Mobile Butler launcher interface

510pm @ 1 M= «

Mobile Butler

Fig. 8-13 Default launcher
2. The administrator can set and change the passwords
(1) In the Mobile Butler interface, press the three (Menu) keys in the lower right corner to add

desktop options.

511pm @ t @ = -

Mobile Butler

Fig. 8-14 Interface without password

As shown in the figure above, the administrator password has not been set, and it needs to be
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set first. Click the [OK] key to redirect the password modification interface as shown in the figure

below:

511pm @ * @ == - 3 {WMSCATEMD

Change Password

Change password

Confirm password

Confirm Cancel

Fig. 8-15 Initial password setting
Set the initial password of the administrator as required, such as 123456; click the OK key, and the
password is set successfully. Note: It cannot be left blank and the contents of the updated password
field and the confirm password field must be consistent.

(2) Press the three (Menu) keys in the lower right corner again as shown in the figure below:

512pm @ 1t [@ = - 3 IMSCATELD

Password confirmation for add
project

Enter th

Confirm Cancel

Fig. 8-16 Password input interface

Enter the corresponding administrator password (123456). You can pass the authentication and
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the interface as shown in the figure below will be displayed:

513pm @ 1t @ = - 3 {MSCATELD
< Back Set

Choose Run
h,

System Application

Calendar

User Application

@ Netease Music

BookMark

Confirm

Fig. 8-17 Adding application interface
Select the application to be added to the [Desktop] and click the [OK] key to complete the
addition; select an application [Autorun],and the application will be automatically launched when
the device is restarted (Note: The only one auto-run application upon power on is currently available)

as shown in the figure below:

Mobile Butler

T €6 B e

Fig. 8-18 Main interface

(3) Modification of administrator password
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To add an application interface, click [Settings] in the upper right corner to enter the setting

interface and click [Modify password] to display the password modification interface:

521pm @ * M= - 3 IMSGCATELD 521pm @ T M= - 3 tWCATEL D

Change Password

l‘MJ Initial password

‘ Password protection settings ‘ Change password

Mobile butler does not start up at ‘
hoot time ) Confirm Cancel

Fig. 8-19 Modifying password
(4) Modification of administrator name

Enter the [Settings] interface and click [Mobile Butler] to modify the name of "Mobile Butler".

5:22pm @ X M= - 3 W SGALTEM
< Set

Seuic
Version:2.0.40
Wallpaper modification

l- Change Password ‘

[ Password protection settings ‘

Fig. 8-20 Modification of name

(5) Replacement of wallpaper

Enter the [Settings] interface, and click [Modify wallpaper]; the interface will be displayed as
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shown in the figure below:

523pm @ * M= -

Choose wallpaper from

[«

Wallpapers Gallery

Fig. 8-21 Modification of wallpaper
(6) Clearing default launcher settings
Option 1: Enter [Settings] ----> [Applications] ----> Select [Reset application preferences], and

click [Reset Application] to clear the settings.

524pm @ T [ = - 3 W SCAITEM 524pm @ T M= « 3 ‘WG ATEM 525pm @ T [0 == - 3 W CATEAD
< Appinfo @ & Appinfo  Showsystem
@ Android Keyboard (AOSP) @ Android Keyl Reset app preferences
135 kB 135kB
App Store App Store
ﬁ 17.60 M8 a 17.69 MB
Reset app preferences?
H gaalculalor H ;:aB\culator This will reset all preferences for:
- Disabled apps
- Galendar - Calendar +Disabled app notifications
= T = s10ks - Default applications for actions
-Background data restrictions for
apps
Certificate Whitelist Certificate Whitelist +Any permission restrictions
La, 29.70 kB @ 29.70kB
You will not lose any app data.
¢ Chrome ¢ Chrome CANCEL |[RESET APPS
7.15MB 7.15MB /]
Clock Clock
57.34 kB 57.34 kB
Contacts Contacts
aB 0B
< L ] B 4 ® ]

Fig. 8-22 Clearing the default launcher settings 1

Option 2: In the Mobile Butler setting interface, modify the [Autorun Mobile Butler upon

power on] to [Mobile Butler not run automatically] as shown in the figure below:
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527pm @ * M == - 3 IWMSCATELD
< Set

526pm @ * @ == - 3 MG ATELD

< Set
Seuic Seuic
Version:2.0.40 Version:2.0.40
Wallpaper modification Wallpaper modification
‘ Change Password ‘ Change Password ‘

Password protection settings ‘

‘ Password protection settings J
—_—
Mobile butler does not start up at I

boot time
e ——

obile butler starts up at boot ti
e

Fig. 8-23 Clearing the default launcher settings 2

Note: The option 2 is recommended.Other application settings will be reset in option 1.
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8.4 Quick configuration

This application is provided to quickly copy the configuration information of one device to

another device of the same type, so that the related configurations of both devices are identical.

The configuration import cannot be implemented between devices of different types.

®

Find this icon

and enter the quick configuration interface;

627pm @ D 3 0

Once Configure

Import File

Import QR

Export File

Export QR

Click the QR icon
displayed to open

Fig. 8-24 Main interface of quick configuration

8.4.1 Import

1. File import

Put the eligible zipped configuration packages in the specified directory of the external SD

card, and the path of the external SD card is external SD card/SysSetting/Setinfo.tar.gz.
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(1) Manual import:

1) Put the zipped configuration package (with file name of Setinfo.tar.gz) in the external SD

card/SysSetting directory as shown in the figure:

927 @ @ 30

() 6889-17B5 » SysSetting >

etinfo.tar.gz

2021/5/25 B 927 -wrw— 162.08 kB

Fig. 8-25 Directory of zipped configuration package

2) Enter the quick configuration interface, and click [File import]; the prompt below will pop

up, and click the [OK] key;

620PM @ I @

Caution

Are you sure you want to do[import
Filelprocessing?

CANCEL ~ CONFIRM

Fig. 8-26 File import
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3) After the file is successfully imported, the item and status of the file imported will pop up.
After clicking the OK key, a restart prompt will pop up. Click the [Restart now] key to complete

import (Some configurations will not take effect immediately if you do not restart the device).

631PM @D & 3 8 631PM G M &
Import File

Project Status

Nfc Service

Phone and Messaging
Storage

Custom

Certificate Whitelist Caution

Configuration import completed,
please restart!

FeatureSettings
Mobile Butler NOW  LATER

Scan tool

NN SN

Once Configure

CONFIRM

Fig. 8-27 Successfully imported file configuration
2. QR code import
This function can be used to import external configuration files by scanning the QR code, and
you can call the camera to scan other external QR codes to import the configuration file.
(1) Enter the quick configuration interface, and click the [Import via QR code]; put the QR

code to be imported into the scanning box as shown in the figure below:

Fig. 8-28 Import via QR code
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(2) After the code is scanned and the file is imported successfully, the item and status imported
via QR code will pop up. After clicking the OK key, a restart prompt will pop up. Click the [Restart
now] key to complete import (Some configurations will not take effect immediately if you do not

restart the device).

6:35PM @ [ w = - % SGUEM B 6:35PM @ [ w = - % 5G.4LTE.M
Import QR
Project Status

Nfc Service .y 7

Phone and Messaging Vi

Storage y

Custom \

Certificate Whitelist v Caution

/ Configuration import completed,

FeatureSettings 3\ 4 please restart!

Mobile Butler v’ NOW  LATER
Scan tool v

Once Configure i 7

CONFIRM

Fig. 8-29 Successfully imported via QR code
8.4.2 Export
1. File export
This function is provided to export all the configurations of the device in the configuration
import and export tool to the specified directory of the device's built-in SD card or external SD card.
The name of the exported file is Setinfo.tar.gz.
The path of the export file is: a) External SD card/SysSetting/
b) Built-in SD card/SysSetting/
When the device is equipped with an external SD card, the file is exported to the external SD
card first.
(1) Enter the quick configuration interface, click the [File export] key; the interface below will
pop up to indicate that the file is successfully exported; when there is a configuration file in the

external SD card, there will be a prompt that the file exported again will overwrite the original one:
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6:38PM @ [ w = % “ 5G.ALTEM 6:36PM @ [D w = - % 5G.ALTEM 6:38PM @ D o = $ SG.ALTEM
Export File
Project Status
Nfc Service \/
Phone and Messaging
Storage ‘/
Custom \/
! Caution ,
Caution . Certificate Whitelist \/
External storage in the presence
Are you sure you want to do[Export of the configuration file, continue .
File]processing? to export will cover the original file, FeatureSettings \/
whether to continue?
CANCEL  CONFIRM i
CANCEL  CONFIRM Mobile Butler \/
Scan tool \,/

Once Configure

CONFIRM

Fig. 8-30 File export

(2) The exported file name is Setinfo.tar.gz; you can view it in [File Management] ----> [Phone

Memory] OR [External Memory Card] ----> [SysSetting]:

Setinfo.tar.gz

ek

B

i o]
i

Fig. 8-31 File export path
2. Export via QR code
A QR code can be generated for export via QR code; scan the QR code to connect to the
Bluetooth channel and transmit configuration files.
(1) Enter the quick configuration interface, and click the [Export via QR code] key; the

interface below pops up to indicate that the file is successfully exported; click the OK key:
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6:39PM @ [ w == % 5G.ALTEM 6:39PM @ [D = % “ 5G.ALTEM
Export QR

Project Status

Nfc Service ve

Phone and Messaging " yd

Storage

Custom \ /

Caution Certificate Whitelist 3 7
Are you sure you want to do[Export ¢

QR]processing? FeatureSettings v
CANCEL  CONFIRM Mobile Butler \ yd

Scan tool \ /

Once Configure % s

CONFIRM

=
IR

Fig. 8-32 Export via QR code

(2) The generated QR code image is at the bottom of the application; click the small QR code

icon to view it.

Fig. 8-33 QR code image

8.5 Featured settings
This application is used to quickly realize the special needs of customers, which is convenient

for customers to use this device quickly.
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6:40PM @ [ w == * SCATEM D | 6:40PM @ [D w = * SCATEM D | 6:40PM @ [D w = % 5G.ALTEM
settings settings settings

Glove Mode Show scan suspension button Disable dropping detection

Prohibit drop-down status bar Disable dropping detection getDeviceld() return IMEI

‘ getDeviceld() return IMEI
Hide the soft keyboard Allow Files app install unknown
source apps

Custom function key settings Allow Files app install unknown

None source apps You can enter the developer

4 option without password

Disable pass scan key code to
application You can enter the developer

m option without password Allow all app install unknown
source apps

Allow all ann install 1inknown

e o« e
BRI S

Fig. 8-34 Featured settings

8.5.1 Touch display glove mode
Enable this function to support the operation of the touch display with gloves and the sensitivity
of the touch display is high at this time;
8.5.2 Disabling status pull-down
Enable
This feature takes effect immediately, and the menu cannot be pulled down.
Disable
This function takes effect immediately, and the menu can be pulled down properly
8.5.3 Disabling transfer of key value from scan key to applications
Enable
Some applications such as the Telnet program will transmit all the pressed key values the server
Disable
In some cases, the disabled applications such as Telnet programs will transmit all the pressed

key values to the server
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8.5.4 Displaying scan Floating Action Key(FAB)
Disable
The scan FAB is not displayed at the bottom of the interface
Enable
The scan FAB is displayed at the bottom of any interface of the device; click it once, and the
scanning head emits light to scan the barcode properly
8.5.5 Disabling drop detection
Disable
If the device accidentally falls, the system will automatically detect and enter the display sleep
mode
Enable
If the device accidentally falls, the system will not shut down and sleep
8.6 Whitelist of digital certificates
This software is used to add the specified digital certificates to the whitelist. Applications
signed with the digital certificate in the whitelist are allowed to be installed directly without opening
the option "Unknown Source". The default password for the application is 4007770876.

641PM @ [ v = 3 S6ATEM D 641PM @ I w = % SG.ALTEA

Certificate Whitelist

{ Import Certificate From Apk w

Import Certificate From
Package Installed

Please input password!

{ Remove certificate J

* This software is used to import specified app
certificate into whitelist. If an apk is signed by
certificate in whitelist, it can be installed while system
setting *Unknown Source* is not checked

Ver: 1.0.19

Fig. 8-35 Whitelist of digital certificates
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1. Import the certificate in the APK file
The application will search for all APK files in the internal storage device directory, and display
their file name and directory. The user can import the certificate in the selected APK file into the

system by clicking the [Import] key after selecting single or multiple items displayed.

Apk File List

o2 gpstestpluschs.apk

wangyiyunyinle_111.apk
@ WifiDirect_signed.apk i

g weixin_1560.apk
com.baidu.BaiduMap.apk -

ﬂ getDeviceld20200311.apk .
Q@

KeyMapping.apk

Import

Fig. 8-36 APK file import list
2. Import the certificate in the installed package
The application will display the name of the third-party APP installed in the system and its
package name. The user can click the [Import] key after selecting single or multiple items displayed

to import the certificate in the selected APK file into the system.

Package Installed List L]
':6 WeChat

Import

Fig. 8-37 Name list of installed packages
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3. Deleting the certificate from the whitelist

The application will display the name of the certificate that has been added. Check single or
multiple items displayed and click the [Delete] key to delete the corresponding certificate from the
whitelist. The items displayed that are grayed out without a check box are the default certificates

and cannot be deleted.

645PM @ [ w = 3 ‘W SGAUTEL

Whitelist

seuicapp

seuicplatform
com.netease.cloudmusic
com.tencent.mm
com.tencent.qgmusic

com.tencent.mtt

Remove

Fig. 8-38 Types of signature whitelist
Precautions:
The added certificate will be named after the package name of the APP.
For certificates with the same content but different package names, only one record entry is

saved, and it is named after the first record saved.
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Chapter IX Troubleshooting

Fault

Cause

Solution

After pressing the Power
key, the CRUISE2 is not

turned on

The battery power is too low or it
is not charged

Charge the battery or replace
the battery

It is pressed in a short time

Press and hold it for 3 seconds

The battery is not loaded correctly

Load the battery correctly

System is crashed

Perform soft reset

The rechargeable battery can
no longer be charged

The battery is faulty

Replace the battery

The battery temperature is too
high/low

the the

permitted temperature range

Keep battery in

No voice heard

The volume set is too low or

muted

Adjust the volume

CRUISE2 is powered off
automatically

The CRUISE?2 is in inactive mode

After a period of inactivity, the
mobile data terminal will be
shut down; You can set this
time period from 158 to 30Min,

or never sleep.

The battery is out of power

Charge the battery or replace

CRUISE2 fails to decoded
when reading the barcode

the battery
The scanning tool program is not Upload the scanning
started application to CRUISE2.

It is in the barcode setting or

application setting interface

Set the scanning program to the
scanning interface, or hide the

scanning program

The barcode is not readable

Ensure that the barcode is free
of defects

The barcode decoding function is
not enabled

Enter the barcode setting and
the
decoding function

enable corresponding

CRUISE2 is not compatible with
this barcode type

The distance between the
CRUISE2 and the barcode is not
suitable

Put the CRUISE2 in the correct

scanning range

The Bluetooth  devices

nearby can not be found

It is too far away from other
Bluetooth devices

Move the device closer to other
Bluetooth devices within 10
meters (32.8 feet)
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The nearby Bluetooth device is
not turned on

Turn on the Bluetooth device

you are searching for

The Bluetooth device is not in
discoverable mode

Set the Bluetooth device to
discoverable mode

Unable to connect to the AP

"Authentication error” is

displayed

The WLAN password is
incorrect

Unable to take photos

"No storage device" is prompted

Exit the USB storage mode

"Camera failure" is prompted

Turn off the 2D; the camera
cannot be turned on when the

2D light is emitted

"Insufficient SD card space" is
prompted

Clear the memory or change
the storage location

Unable to access mobile
network

Mobile data is not enabled

Enter settings to enable mobile
network

The network mode is incorrectly
selected, and the SIM card is not
registered

Enter the settings and select the
correct network mode

SIM card out of service due to

arrcars

Top up the SIM card in time
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Optional accessories

Please keep the original box and packaging materials for future repair or storage of the device.
The accessories listed below can improve your work efficiency, which can be bought as appropriate.
€ 1 set of CRUISE2 5G series product
€ 1 piece of USB cable

€ 1 piece of adapter

Changes or modifications not expressly approved by the party responsible for compliance could

void the user” s authority to operate the equipment.

This equipment has been tested and found to comply with the limits for a Class B digital device,
pursuant to Part 15 of the FCC Rules. These limits are designed to provide reasonable protection
against harmful interference in a residential installation. This equipment generates, uses and can
radiate radio frequency energy and, if not installed and used in accordance with the instructions,
may cause harmful interference to radio communications. However, there is no guarantee that
interference will not occur in a particular installation.

If this equipment does cause harmful interference to radio or television reception, which can be
determined by turning the equipment off and on, the user is encouraged to try to correct the
interference by one or more of the following measures:

-- Reorient or relocate the receiving antenna.

-- Increase the separation between the equipment and receiver.

-- Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

-- Consult the dealer or an experienced radio/TV technician for help.

This equipment complies with FCC radiation exposure limits set forth for an uncontrolled
environment. End user must follow the specific operating instructions for satisfying RF exposure
compliance. This transmitter must not be co-located or operating in conjunction with any other

antenna or transmitter.
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The portable device is designed to meet the requirements for

exposure to radio waves established by the Federal Communications

Commission (USA). These requirements set a SAR limit of 1.6 W/kg

averaged over one gram of tissue. The highest SAR value reported under

this standard during product certification for use when properly worn on the body

Any accessory used with this device for body-worn operation must keep the device a minimum of

1.0 cm away from the body.

FCC Note
Changes or modifications not expressly approved by the party responsible for compliance could
void the user’s authority to operate the equipment. Shielded cables must be used with this unit to

ensure compliance with the Class B FCC limits.
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