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Chapter 1 Instructions for use

1.1 Precautions for Laser Scan Engine

Laser radiation. Users cannot stare at the laser beam.

1.2 Safety Precautions

>

>

Your device can only use the battery and charger specified by our company; by using other
products, it may cause battery liquid leakage, overheat, burst and fire.

It is forbidden to short circuit of charger, otherwise it will cause electric shock, smoke and
damage to the charger.

Please do not use the charger when the power cord is damaged, otherwise it will cause fire
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and electric shock.

» Please do not remove or modify the charger, otherwise it will cause personal injury, electric
shock, fire and damage to the charger.

»  Grasp the charger when unplugging. The power cord may be damaged when pulled, and it
may cause electric shock and fire.

» Clean the device, batteries and chargers with soft dry cloth.

» Do not wipe the device with such solutions as alcohol, diluent or benzene.

This device complies with part 15 of the FCC rules. Operation is subject to the following two
conditions: (1) this device may not cause harmful interference, and (2) this device must accept
any interference received, including interference that may cause undesired operation.

NOTE: The manufacturer is not responsible for any radio or TV interference caused by
unauthorized modifications to this equipment. Such modifications could void the user’s authority
to operate the equipment.

NOTE: This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation. This equipment generates
uses and can radiate radio frequency energy and, if not installed and used in accordance with the
instructions, may cause harmful interference to radio communications. However, there is no
guarantee that interference will not occur in a particular installation. If this equipment does
cause harmful interference to radio or television reception, which can be determined by turning
the equipment off and on, the user is encouraged to try to correct the interference by one or
more of the following measures:

- Reorient or relocate the receiving antenna.

- Increase the separation between the equipment and receiver.

-Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

-Consult the dealer or an experienced radio/TV technician for help

- This device and its antenna(s) must not be co-located or operating in conjunction with any other
antenna or transmitter.

The SAR limit of USA (FCC) is 1.6 W/kg averaged over one gram of tissue. Device has also been
tested against this SAR limit. This device was tested for typical body-worn operations with the
back of the handset kept 10mm from the body. To maintain compliance with FCC RF exposure
requirements, use accessories that maintain a 10mm separation distance between the user's
body and the back of the handset. The use of belt clips, holsters and similar accessories should
not contain metallic components in its assembly. The use of accessories that do not satisfy these
requirements may not comply with FCC RF exposure requirements, and should be avoided.
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1.3 Precautions for Maintenance

>

A\

This product is waterproof and dustproof, but it shall not be operated at extremely high
temperature, extremely low temperature or in the soaked environment. Please refer to the
temperature and humidity standards of product specifications.

The screen may be damaged if being forcedly pressed. Do not click on the screen with a
resistive stylus pen, so as to avoid scratches or damages to the screen. Spray a small amount
of commercial LCD screen cleaner on the soft cloth to clean the screen. Avoid directly
spraying the cleaner on the screen.

Do not wipe the LCD screen with any chemical cleaner.

Keep the scanning window body clean and free of stains, and do not scratch it with sharp
objects.

If you don't use this product for a long time, please download the data to the computer for
storage.

When the machine is used for the first time or restored after being stored, the battery of
the machine needs to be recharged for a long time.

In case of failure of machine, please write down the status information and contact the
maintenance personnel.
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Chapter 2 Appearance

Scanning head

Telephone receiver pam, o
Light/distance sensor

Indicator light Flashlight

Front camera

Vol Self-defined Sgcondary Sl
i button ON/OFF microphone o= 5
Volume - biitton ole ) NFC section
. Battery ,__=_E_‘13*;_\
left scan Right scan e
button button
Logo ==
h Menu button . J
== = .
Return button

Home button

USB plug  Speaker

Figure 2-1 Six-sided View
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Chapter 3 Keyboard

CRUISE?2 device has a total of 8 buttons, including 3 virtual buttons (Back, Home and Menu) on
the screen touchpad and 5 buttons (PPT button, power button, volume button, left scan button and
right scan button) on the lateral surfaces of the device.

Description of buttons:

Table 3-1 Introduction to Buttons

Button Main Function Introduction to Function
Home button Click it to return to the main screen.
Menu button Click it to open the task manager.

Click it to return to the previous interface or exit the

application.
Back button . . I
In the text input interface, click it to close the on-screen
keyboard.
Short press it to sleep/wake the device in standby state;
Power button press and hold it for 3S to start the device in shutdown
state.

Press the top half part of the button to increase the system
Volume button volume, and press the lower half part of the bottom to
decrease the system volume

Scan button Press the left and right scan buttons for light emission

PPT button Self-defined button reserved for users

The three buttons are screen printed, without button lights
Screenshot shortcut button: Press and hold the power + volume - button at the same time
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Chapter4 Quick Use

4.1 Initial Use

» Press and hold the power button for 3S to start the device. In the working state of the
system, short press the Power button to let the device enter the dormant state; in the dormant
state, short press the Power button will wake up and light up the screen.

4.2 Power-on

> You can press the Power button to power on the device. On the deep sleep mode, short
press the Power button to wake up the system. If the device is powered by the battery, it must
ensure that the battery has been contacted reliably.

4.3 Power-off

> After the device is powered on and in the non-dormant state, press and hold the Power
button for 2s to open the option menu, choose the Shutdown button, and click OK to power
off the device normally.

4.4 Restart

> After the device is powered on and in the non-dormant state, press and hold the Power
button for 2s to open the option menu, choose the Restart button, and click OK to restart the
device normally.

4.5 Installation of SIM Card

> Install the SIM card according to the instructions below:
> Put the SIM card in the clamp in the direction shown in Figure 4-1.
> Insert clamp in the direction shown in Figure 4-2.
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Figure 4-2 Insertion of SIM Card

4.6 Installation of SD Card

Install the SD card according to the instructions below:
Put the SD card in the clamp in the direction shown in Figure 4-1.
Insert clamp in the direction shown in Figure 4-2.

Notes: 1. This device does not support PSAM card.
2. This SIM card of the device only supports NANO card.
3.This device can be freely matched with SIM & SIM or SIM & TF cards.
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Chapter 5 About Charging

> Because the battery has only a small amount of power for testing at the factory, you must
charge it before use after you receive the device.

5.1 Charging Time

> Battery: It may take about 2 hours to charge the battery through the adapter for the first
time. When the battery is charged, the LED light is constantly on (red); when the battery is
fully charged, the LED light constantly on (green).

5.2 Charging Temperature

> The optimum operating temperature is room temperature 18°C~25C.
> The battery will not be charged at temperatures below -10°C or above 55°C.

5.3 Battery Powered

> If wireless network service or data acquisition program is enabled, the battery
power will be greatly consumed. It is necessary to turn off the power of these
programs to save power if these functions are not used.

> Tip: If you don't use the product for a long time, please charge the whole

device at least once every two months.

5.4 Precautions for Use of Battery

> If the battery power runs out, the device may not be powered on immediately when the
charger is plugged in, which is a normal phenomenon. Please keep charging for a period of
time before the device is powered on.

> The battery can be recharged, but it is prone to being consumable. If the standby time of
the device is greatly reduced, please replace it with a new battery.

> The charging time of the battery varies with temperature and service conditions of the
battery, please charge within a reasonable temperature range.

> When the battery power is low, the device will pop up a low power prompt. When the
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battery power is too low, the device will be automatically powered off.

5.5 LED Indicator Light

> The LED indicator light in the middle of the upper right of the device indicates the battery
power status and charging status of the device with different colors:

< If USB, charger adapter and charge connector are not inserted, the red light flashes to
indicate that the battery power is too low, please charge the battery in time;

< If USB, charger adapter and charge connector are inserted, if the light is constantly on
(red), it indicates that the battery is charging;

< If USB, charger adapter and charge connector are inserted, if the light is constantly on

(green), it indicates that the battery is fully charged,;
> The LED indicator light in the middle of the upper right of the device flashes blue (in the
form of breathing light), it indicates that there is unread information, please check it in time.

> If the LED indicator light on the left side of the upper right of the device scans the bar
code, the light flashes red once; if the LED indicator light does not scan the bar code, the
light is out.

> Note: When the system is charging, the blue indicator light will not prompt.

12
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Chapter 6 Main Screen

Find this icon @ Settings— Apply. Click the Settings button in the upper right corner of the
interface to enter the Settings of the main screen. CRUISE2 has two main screens by default,

which can be set at will >

09:54 [

& Default home app Q
O Mobile Butler
® €Y  Quickstep

@ Apps, often called launchers, that replace
on your Android device
¥ ~ess to the contents and
features of your device

Email Gallery

SE0O0an

Figure 6-1 Main Screen

(DStatus bar: Display icons of notification and status.

(@Display area: Used to place application icons, desktop folders and widget toolkit.

(®Shortcut bar: Click it to enter the corresponding application.

@Application tray: Click or slide it up to enter the main interface and view all programs.

Table 6-1 Items of Main Screen

6.1 Status Bar Icons

The status icon and notification bar icon are located in the status bar at the top of the
screen, and used to display device status information and notifications as shown in the

table below.
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Icon

Description

Description

Detect an available WLAN
network

Signal strength

WLAN network has been
connected

The SIM card is not inserted

Uploading data

Downloading data

Portable WLAN has been enabled

Mobile network has been connected

DND mode Flight mode
Vibration mode Scan On
Missed calls Battery charge

New message

Battery is fully charged

aff - Hclioll ol W off &

A screenshot has been taken

Low battery power

C)

Alarm clock

Headphones have been plugged in

Preparing microSD card

BEEEQD O8N EERBBHB,:

Bluetooth

1 &8

USB debugging, USB connection

Table 6-2 Status Icons and Notification Bar Icons
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Chapter 7  Settings

7.1 WLAN
Find this icon: o
Settings

->Networks and the Internet->WLAN

For the wireless network access range, Wi-Fi 2.4 G is up to 450 feet (150m), and 5G is up to 300
feet (100m) (Note: industrial AP, open area). If you want to use Wi-Fi on your device, you must
connect to a wireless access point or [hotspot].

Note: The availability and coverage of Wi-Fi signals depend on the number, infrastructure, and
other targets that the signals penetrate.

Enable Wi-Fi and connect to the wireless network

1. Click the WLAN On/Off button to enable Wi-Fi. Automatically scan available wireless
networks.

2. The name and security settings of the found Wi-Fi networks will be displayed in the list of
Wi-Fi networks (open or encrypted networks).

3. Touch one of the Wi-Fi networks to connect. If you select an open network, the device will
automatically connect to the network. If you select an encrypted network, you must enter
corresponding passwords before touching the connection.

10:00 @ 20 1001 B 30 1002 80 390

& Network & Internet Q & WiFi Q €&  Network details 7 Q

& .

TP-LINK_3202 Advanced

Network je, Privacy, Add device, Netw

TP-LINK_A4B6

TP-LINK_A88D

= se:‘u‘wf_ll“est’ 3] seuic_test
Connected
o Détfa usage\ . A 4 807vpn Igl
0 W o !
_ ¥ dushe3s ] i s
= Hotspot & tethering
®
¥ HUAWE-AP 8 @ b
@ SIM cards
¥ HUAWEAP_SG &
Advanced @ :
‘ A ¥ HUAWE-G103CL &
r
¥ seuicl_test ] a8
* 5]
< &
< &
— o,

e AAD,

Figufé—7-l Wi-Fi Menu
4. WALN Band Settings (click WLAN Preferences at the bottom of WLAN — click Advanced —
click WLAN Advanced Settings — click WLAN Band Settings). If you use 5GHz/2.4 GHz band

only, you can only search for AP with 5GHz/2.4 GHz band.
15
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10:07 m [ @@ 1006 [ 39

& Advanced Wi-Fi Q&  Network details Z Q

WLAN frequency band

Automatic ?

Wifi roaming trigger seuic_test
-65dBm Connected
Wifi roam delta ] o
CUEN FORGET SHARE
WiFi PHY MODE Si e i
802.11 AUTO Ll Gy
@ Good
WiFi PowerSaveMode
FullPower Without Sleep ﬁi‘\ Frequency
5 GHz
Wi-Fi status .
& Security
WPA/WPA2-Personal
WiFi SSID Filter Rules
No Filter Control
$ Network usage
Detect automatically
White Black SSID Config
Long press can delete ap .
& Privacy
L Use device MAC
Add device
Figure 7-2 WLAN Band
> Touch Scan in the opened wireless Wi-Fi interface. The found Wi-Fi network will appear
in the list of Wi-Fi networks.
> Touch another Wi-Fi network to connect to the network
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7.2 Bluetooth

Find this icon: *

-> Settings

-> Devices connected
->Connection preference settings

-> Bluetooth

1. Click the Bluetooth Close/Open button, and then click the new device pairing button to open
and search for other Bluetooth devices;

2. Click the device to be connected in the list of found devices for pairing;
3. Click OK to connect the device after entering the PIN code in the pop-up dialog box of pairing

request;
1011 ® [ PCE 0 m@
< Pair new device Q ¢ Connection preferences
Device name > < Bluetooth
CRUISE Ge2
NFC

& O ¥ ¥ ¥ ¥

% ¥ ¥

4

Available devices
@ Allow data exchange when the

phone touches another device

HS220_Dock_070075

| Cast
N
HS220_Dock_050006 Hotcomnected

= Printing
HS220_Dock_070043 1 print service on
HS220_Dock_070032 3 Files received via Bluetooth

Redmi K20 Pro Premium Edition

EDIFIER BLE

d153_574C5487AAAA

Beacon_00485

Raarnn NNAQN

Figure 7-3 Bluetooth Menu

3en

Q

4. Click the button Settings on the right to rename the device paired successfully and cancel
pairing. You can perform corresponding operations according to requirements:
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10114 B[ *®0 1014 @ b3 0]
& Device details Z Q &  Connected devices Q
K. CURRENTLY CONNECTED
"I" usB
CRUISE Ge2 File transfer
0| o + Pair new device
FORGET CONNECT

PREVIOUSLY CONNECTED DEVICES

%,  CRUISE Ge2 ]

Internet access

. > See all
Contact sharing

® Connection preferences

SIM Access Bluetooth, NFC

@® Device's Bluetooth address: 78:8E:33:2A: \iad - a9 10 ot fleas
5873 ® Visible as 'CRUISE Ge2' to other devices

Figure 7-4 Settings of Paired Bluetooth Device
5. Bluetooth transmission: You can choose your own files, pictures, videos and MP3 and send
them through Bluetooth. For example, if you want to share the MP3, you can choose an MP3,
press and hold the MP3 to be shared, and then choose the paired Bluetooth in the sharing interface.
An information interface appears. You can click Send as shown in the following figure:

bR Ao 10:18 M [ 19

Choose Bluetooth device Q

Fri, 17 Sep 3w U2%

BB e ® o

=

%,  CRUISE Ge2

= Bluetooth - 34%

LoER
Bluetooth share: Sending /storage/emulated/0/M..
MITV-60465
[ A=ta FRETEAIMI 11
HiERSEE “Iml

%, Redmi K20 Pro Premium Edition
Share

Silent notifications
ﬁ 1khzOdbL.mp3

@ Android System + USE file transfer turned on v

[YELELT

43 3 b

Files by ... Bluetooth Messagi...
Send with

Figure 7-5 Bluetooth Transmission

6. When it is sent, there is a mark of an up arrow B o the top of the left screen. You can pull it
down to observe the transmission as shown in the following figure:
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10:19

Fri, 17 Sep 2902

T

_» Bluetooth - 34%

Bluetooth share: Sending /storage/emulated/0/M..

M #ETA
S [l
Share
i 1khz0dbL.mp3 Silent notifications
@ Android System - USB file transfer turned on v
Manage
Files by ... Bluetooth Messagi...

Send with

Figure 7-6 Bluetooth Transmission Progress Bar
7. There will be corresponding prompts after the file is sent.

Fri, 17 Sep 2P A%

BE e @ ¢

T Bluetooth ®

Bluetooth share: Sent files
1 successful, 0 unsuccessful

D =#Ia
RS DA 1111

Silent notifications

(@ Android System - USB file transfer turned on v

Manage CLEARALL

Figure 7-7 View of Bluetooth Sharing Results
8. The paring method of the Bluetooth headset is the same as the normal Bluetooth pairing method.
The Bluetooth headset can be used for voice communication and multimedia playing.
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7.3 SIM Card

Find this icon:

-> Settings

-> Networks and the Internet
-> SIM card

You can set the preferred SIM card (including data flow, call and SMS) on the SIM card interface

and disable the SIM function. The main display interface is shown in the Figure below:

13:16 [ 3 PERAC f EBEAC 4
& SIMcards Q
SIM slot 1
d CMCC ®
SIM slot 2 .

China Telecom

PREFERRED SIM FOR

Mobile data
Selection required

Allow calls
Ask every time

SMS messages
Ask every time

Figure 7-8 Main Interface of SIM Card

7.4 Traffic Usage

Find this icon: O

-> Settings
-> Networks and the Internet
-> Traffic Usage
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13:18 [

< Network & Internet

Wi-Fi
seuic_test

.))

4 Mobile network
cMcce

O Data usage
0 B of data used

® gfc:tspot & tethering

SIM cards
Mobile plan
4 Aeroplane mode

VPN

None

Private DNS
Off

7.5 More

Find this icon:

-> Settings
->Networks and the Internet
-> Advanced

3 PEBIC 4 WBAC 4

3 PEEIC.4EEICA [

Data usage Q

O B used

0B 2.00GB

2.00 GB data warning
29 days left

Data Saver
Off

MOBILE

Mobile data .

Data warning & limit

Temporary data service

When a non-data SIM is in use, it
will be used for data service.

WI-FI

Figure 7-9 Traffic Usage
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13:18 [ 3 PEBIC 4 EBIC 4
&  Network & Internet Q
—~  WiFi

’ seuic_test .

‘ Mobile network
CMCC

O Data usage

0 B of data used

® ;?tspot & tethering

SIM cards
Mobile plan
»i\ Aeroplane mode

VPN

None

Private DNS
Off

Figure 7-10 More Menus

7.5.1 Flight Mode

The wireless module will be automatically switched off if the flight mode is checked.

7.5.2 NFC

After the NFC function is enabled, it allows the mobile phone to exchange data when contacting
other devices. As long as your device is close to another NFC-enabled device, the content of
applications on your device can be shared with each other synchronously. At the same time, NFC
cards can be read and written through the third-party NFC software installed.
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10:10 B [ 2 o0

< Connection preferences Q
)B Bluetooth

NFC

@] Allow data exchange when the .

phone touches another device

Cast
“\1 Not connected
i Printing

1 print service on

(| Files received via Bluetooth

Figure 7-11 NFC Functions

7.5.3 Android Beam

After Android Beam function is switched on, files in the device can be shared through Android
Beam.

7.5.4 Network Sharing and Portable Hotspots

1. Through the portable hotspot function, this machine can be adopted as a Wi-Fi hotspot to
provide signal access for mobile phones and computers equipped with Wi-Fi modules in a certain
range around.

2. Settings ----> Network and the Internet ----> Hotspots and Network Sharing ---->WLAN
Hotspot ----> Open, as shown in the figure:
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13:23 @ 3 @ WRAC A TRIC.A G

¢ Wi-Fi hotspot Q

Hotspot name oin
CRUISE Ge2

Security
WPA2-Personal

Hotspot password

------------

Turn off hotspot
automatically .

Wi-Fi hotspot will turn off if no
devices are connected

AP band
2.4 GHz band

Figure 7-12 Modification of WLAN Hotspots
Click the content to be modified on this interface for modification.

7.5.5 VPN

You can click the content to be modified in this interface. After VPN is opened, you need to add
VPN private network by yourself (for example, you want to access the network shared resources
such as file servers of the company). No matter where you are, you can connect this machine to
the VPN server of the company through the VPN client. After obtaining the VPN account, you can
dial through the VPN client, and then access the shared resources of the company after dial-up is
successful.
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3 @ EBAC.4TBICA 8

Edit VPN profile

Name

Type
PPTP

Server address

PPP encryption (MPPE)

[[] show advanced options

Username

Password

This VPN type can't stay connected at all
times

CANCEL

Figure 7-13 VPN Settings

7.5.6 Mobile Networks

1. Open: You can switch the machine into roaming state through data communication in the

roaming environment.
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Telecom is ctnet by default as shown in the figure:

1332 @ @

1329 m [

& CMCC

Mobile data
Access data using maobile .

network

Roaming

3 @ mRic.4EBICA @

Q

Connect to data services when

roaming

4G Calling

Use 4G services to improve .
voice and other communications

(recommended)

Preferred networks

Preferred network type

LTE (recommended)

CALLING

QOperator video calling .

CMce

&

China Telecom

Figure 7-14 Mobile Data Network Roaming
2. Preferred network type: After the corresponding preferred network type is selected, the
corresponding network signal indication will be displayed on the taskbar: 2G=2G priority, 3G=3G
priority, 4G=4G priority. If the priority of network type of the Unicom card is 2G, the network
type of the device will be forcibly downgraded to 2G network in 3G signal coverage area.
CRUISE? has dual-SIM and dual-standby function, and can switch between the primary card and
the secondary card in the preferred SIM card interface.

CMCC

ile data
data using mobile
k

Roaming
Connect to data services when
roaming

4G Calling

Use 4G services to improve
voice and other communications
(recommended)

Preferred networks

Preferred network type
LTE (recommended)

CALLING

Operator video calling

cMcc China Telecom

ERCY T EFRT 133, m [

Preferred network type
LTE (recommended)

3G
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Figure 7-15 Network Mode Selection
3. For the name of the access point, Mobile is cmnet by default, Unicom is 3gnet by default, and

3 @ EBICAERICA §

CANCEL
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839 MDA @ 3 ERAGUIN A & 839 al @ 3 BG4 &
¢« APN + Q i &< APN + Q
CMNET CTNET
cmnet @ ctnet @
CMWAP CTWAP
cmwap O ctwap O
IMS IMS

ms M5

FREHBE1FE (China Mobile)

cmwap

Figure 7-16 Access Point APN

+

4. After the dedicated APN is added and the button is clicked, the interface shown in the

following figure will pop up. Generally, name (custom), APN (network access point), user name
and password can be added. Press the button Menu, and click Save to complete the addition, press
the button Menu and click Give Up or press the Back button to return directly and cancel the
saving. If you want to modify or delete the added APN, you can click Enter to modify it, and press
Menu to save or delete it.

Note: When adding APN, users can set other options according to requirements of their own
access.

5. Network Operator: Search the network operator resources in the current environment.

7.5.7 Reset of Network Settings

Such settings as WLAN, mobile data network and Bluetooth of the device can be reset through
this function. Click the button [Reset Settings] to jump to the interface on which confirms whether
to reset the network. After the button [Reset Settings], it will prompt that the reset is successful as
shown in the following figure:
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1337 [ ¥ vEc4msicd D 1337 M 3 VEmc4mcd i 1337 A [0 4G 4 E4G o 0
< Reset Wi-Fi, mobile & Bluet... & Reset? <  Reset?
T'”S W“_' f"ﬁftj_” network Reset all network settings? You can't  Reset all network settings? You can't
settings, including: undo this action. undo this action.
- Wi-Fi
- Mobile data
- Bluetooth RESET SETTINGS RESET SETTINGS
cMee -

Network settings have been reset
RESET SETTINGS

Figure 7-17 Reset of Network Settings
Notes:
1. After the device is connected to wifi and the network settings are reset, the WiFi AP password
of the device connected will be cleared, and the device will be disconnected.
2. Mobile data network: If the enhanced 4G LTE mode is turned off manually, the device will turn
on the enhanced 4G LTE mode by default after the network is reset.
3. The name of Bluetooth is modified and paired by default. The Bluetooth name of the device
will be restored and the Bluetooth pairing will be disconnected after the network is reset.

7.6 Display

Find this icon:

-> Settings
-> Display
1. Brightness: You can move the cursor bar left and right to adjust the backlight.
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1338 Mm@ ED4G 4 ERiG .4 B
Brightness level

Night Light

Off / Will never turn on automatically

Adaptive brightness
off

Wallpaper
Dark theme

Screen timeout
Never

Auto-rotate screen

Font size
Default

Display size
Default

Screen saver

Figure 7-18 Display
2. Wallpaper: After this function is enable, you can modify the wallpaper source that you want to
set at will. Gallery: Pictures on photo albums or memory cards. Wallpaper: The system has its own
pictures by default.
13:53 M [ 4G4 EEIG.A B

€&  Choose wallpaper from Q
Gallery

. Live wallpapers
p Wallpapers

Figure 7-19 Wallpapers
3. Auto Rotate Screen: After selecting the content and direction to be rotated on the screen, you
can switch the device between the landscape mode and portrait mode by rotating the device
according to the rotation angle.
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automatically at the set time.

13:53 W [0 EBAG A THBAG A G

<

Display Q

Brightness level
70%

Night Light
Off / Will never turn on automatically

Adaptive brightness
off

Wallpaper
Dark theme

Screen timeout
Never

Auto-rotate screen

Font size
Default

Display size
Default

Screen saver

Figure 7-20 Auto Rotate Screen
4. Hibernation: You can change the hibernation time of the system. The system will hibernate

Sc

O
O
O
O
O
O
O
®

ERAG A ERAG.A 8

reen timeout

15 seconds

30 seconds

1 minute

2 minutes

5 minutes

10 minutes

30 minutes

Never

CANCEL

Figure 7-21 Hibernation

5. Font size: You can adjust the system font size according to your own needs. The font includes
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small size, default size, large size and maximum size.

13:55 M [0 4G . EE4G A @
< Font size Q
Sample text

The Wonderful Wizard of Oz
Chapter 11: The Wonderful Emerald City of
0z

Even with eyes protected by the green spectacles
Dorothy and her friends were at first dazzled by
the brilliancy of the wonderful City. The streets
were lined with beautiful houses all built of green
marble and studded everywhere with sparkling
emeralds. They walked over a pavement of the
same green marble, and where the blocks were
joined together were rows of emeralds, set
closely, and glittering in the brightness of the sun.
The window panes were of green glass; even the
sky above the City had a green tint, and the rays of
the sun were green.

There were many people, men, women and
children, walking about, and these were all
dressed in green clothes and had greenish skins.
They looked at Dorothy and her strangely assorted
company with wondering eyes, and the children
all ran awav and hid behind their mothers when

Preview

Default

A —e - A

Make the text on screen smaller or larger.

Figure 7-22 Font
6. Wake up When Picking up the Device

> After this function is enabled, the device can be woken up when you pick up it.
13:56 M [ B4G . ER4G 4§
& Display Q
Night Light

Off / Will never turn on automatically

Adaptive brightness
Off

Wallpaper
Dark theme

Screen timeout
Never

Auto-rotate screen

Font size
Default

Display size
Default

Screen saver

Lock screen display
Show all notification content

Figure 7-23 Wake up When Picking up the Device
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7.7 Notifications

Find this icon:

-> Settings
-> Applications and Notifications
Settings of the application and notification messages include notifications, default applications,
application permissions, and special application permissions as shown in the figure below:
13:57 W[ B4 A BG4 O

< Apps & notifications Q

Recently opened apps

“ Il
SIM Too.. Files by.. Scan tool
41 min ag 4 hr ago 4 hr ago

SEE ALL 24 APPS

Notifications
On for all apps

Default apps

Chrome, Phone and Messaging

Permission manager
Apps using telephone, contacts and storage

Advanced
Special app access

Figure 7-24 Notifications

7.8 Sound

Find this icon: @

-> Settings

-> Sound

For settings of volume, mobile phone ringtone, and warning tone of default notifications, you can
click the buttons to enable or disable the vibration when the phone is ringing, the sound effect by
touching the dial keyboard, touch tone, charge tone, tone in lock screen, and vibration at touch as
shown in the following figure:
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<  Sound Q
% -

Ring volume

— e

Alarm volume

Vibrate for calls

Do Not Disturb
off

Shortcut to prevent ringing
On (vibrate)

Phone ringtone
Flutey Phone

Default notification sound
On The Hunt

Advanced
Default alarm sound, Other sounds and vib

Figure 7-25 Sound
7.9 Applications
Find this icon:

-> Settings

-> Applications and Notifications

Manage Your Applications: After entering the interface, you can click the application you want to
uninstall, and then you will enter the application information interface below. Click the button
Uninstall to remove the application from the device.
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7.10 Storage

©

Find this icon:

-> Settings
-> Storage

13:57 ® [ B4 4 WRIG.4 O
< Appinfo Q
1]

Scan tool
[ A

OPEN FORCE STOP

Notifications
~2 notifications per week

Permissions

No permissions granted

Storage & cache

233 kB used in internal storage

Mobile data & Wi-Fi

No data used

Advanced
Battery, Open by default

Figure 7-26 Applications

You can view the available storage space, clear the memory card (format the internal memory) and

select the option that can scan the media in the external memory card or external USB device.
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1407 W [0 4G o EE4G A @
&  Storage Q
8.64 ¢ N
Used of 64 GB 14

used

Storage manager

2 Photos & videos 0.00 GB
J Music & audio 0.03GB
Games 0.00 GB
By Movie & TV apps 0.00 GB

Other apps 0.05GB

Figure 7-27 Storage

/.11 Battery

Find this icon: H

-> Settings

-> Battery

You can view the current capacity of the battery, open or close the status bar that shows the battery
capacity.
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11:37 @ 3090
< Battery
20«
Charging

Apps are running normally
Phone has typical background battery

usage

Battery Saver
Off

Battery Manager

On/detecting when apps drain battery

Battery percentage
Show battery percentage in
status bar

Last full charge 9 days ago

Screen usage since full
charge

1 hr, 5 mins

Figure 7-28 Battery

7.12 Location Information

Find this icon:

-> Settings

-> Security and Location Information

Check Google's location service and enable the GPS positioning function to download
third-party positioning software by yourself.

the
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&« Location Q

Use location .

RECENT LOCATION REQUESTS

No apps have requested location
recently

2 See all

App permission
2 of 8 apps have access to location

Wi-Fi and Bluetooth scanning
Both Wi-Fi and Bluetooth scanning are off

Figure 7-29 Right to Use Location Information

7.13 Safety
Find this icon:
-> Settings

-> Security and Location Information

You can set screen lock mode, display password, device manager, application operations,
unknown source, settings of installation passwords of applications from unknown sources, and

trusted credentials
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7.14 Account

Find this icon:

-> Settings
-> Account

14:09 B [ TIR4C 4 TRB4G 4 §
Security Q
SECURITY STATUS
DEVICE SECURITY
Screen lock
Swipe

Device admin apps
No active apps

Unkonwn sources app install enable
password setting

Mobile anti-theft
Lock the phone or wipe data remotely

SIM card lock

Encryption & credentials
Encrypted

Screen pinning
off

Figure 7-30 Safety

Establish the accounts and synchronize the information (you can synchronize the contact
information and calendars to the clouds of other products, but you need to set the accounts and

servers).
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<  Add an account Q
Exchange

Personal (IMAP)

Personal (POP3)

Figure 7-31 Addition of Accounts

7.15 Languages and Input Methods

Find this icon: @

-> Settings

-> Languages and Input Methods

For language selection, text input and automatic error correction options, you can select your
favorite keyboard and input method, and set the text-to-speech and pointer speed. Other input
methods installed will be displayed in this interface.
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1413 W [0 EBAG.4 EEAG.A @
& Languages & input Q
Languages
?A English (United Kingdom) and Chinese
(China)
KEYBOARDS

Virtual keyboard
Custom and Android Keyboard (AOSP)

Physical keyboard

Not connected

Advanced
Tools, Pointer speed

Figure 7-32 Languages and Input Methods

7.16 Backup and Reset

Find this icon: o

-> Settings
-> Backup and Reset
You can back up or restore the data and reset the factory data.
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&  Reset options Q
Reset Wi-Fi, mobile & Bluetooth
Reset app preferences

Erase all data (factory reset)

Figure 7-33 Reset to Factory Defaults

7.17 Date and Time

®©

Find this icon:
-> Settings

-> Date and Time

You can use the time or time zone provided by the network, or manually set the date and time,
select the time zone, or choose the display format of the time and date.
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< Date &time Q

Use network-provided time
Use network-provided time

Automatic time zone .
Use network-provided time zone

Use locale default .

Use locale default

Set NTP Server
time.android.com

Figure 7-34 Date and Time

7.18 Accessible
Find this icon: 6
-> Settings

-> Accessible

Here you can set the zoom-in gestures, high-contrast text, hanging up by pressing the Power
button, mono audio, color invert, color calibration, touch, and holding for delay.
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7.19 Developer Options

Find this icon:
-> Settings
-> Developer Options

1418 B [0 R4 4 EBAC 4 B

&

o4

Accessibility Q

SCREEN READERS

Text-to-speech output

DISPLAY

Font size

Default

Display size

Default
Dark theme

Magnification
off

Colour correction

Off

Colour inversion

Figure 7-35 Accessible

Settings --> About Phone --> Version Number: click on Version Number many times to open the
Developer Options, and get some other information on the device, which is common for Android.
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1420 ®m [ ENB4G o THB4G 4

& Developer options Q

ﬁ} Memory
Avg 1.7 GB of 6.0 GB memory used
Bug report

Desktop backup password
Desktop full backups aren't currently
protected

Stay awake
Screen will never sleep while
charging

Enable Bluetooth HCI snoop log
Disabled

OEM unlocking
Allow the bootloader to be
unlocked

Running services

View and control currently running services

Figure 7-36 Developer Options

7.20 About Phone

Find this icon: @

-> Settings

-> About Phone

Detailed information of device
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& About phone Q &  About phone Q
Android version
Owner oo
Device name

CRUISE Ge2

Phone number (sim slot 1)
Unknown

Phone number (sim slot 2)

Unknown

tom built version

Legal information Build number

SIM status (sim slot 1)

CcMCC

Hardware Version
SIM status (sim slot 2)

China Telecom Software updates

Figure 7-37 About Phone

1. The current network, signal strength, and IMEI number can be viewed through the SIM status

information as shown in Figure 7-38;

2. Model: Display the model of this device;

3. Function number: Display the function number of this device;

4. Android version: Android system version;

5. Baseband version: Module version number;

6. Touchscreen firmware version number: Touchscreen version number;
7. Device serial number: Display the S/N of this device;

8. Kernel version: Device kernel information;

9. Version number: Device system software version.

1421 80 TG o B4
< Model & hardware Q
Model
CRUISE Ge2

Serial number
€4C210700029

Hardware version

Device ID
€4C210700029

User defined ID
C4C210700029

Function Model

X3C2

Figure 7-38 Model & Hardware
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Chapter 8 Introduction to Typical
Applications

8.1 Scanning Tool

1. Find this icon i , click it to enter this interface and press the button Scan to scan normally.

1424 B ([0 BG4 BREAC 4 O

m]]l]ﬂ Scan tool
ver:2.7.3

Scan Barcode Settings

Clear

Figure 8-1 Main Interface of Scanning Tool

2. Click [Bar code Setting] to enter the setting interface of the bar code type and set the bar code

type required,;
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H]]]]]D i???;om E ﬂm[lﬂ :‘_}canj‘[ool E

Scan Barcode Settings Barcode Settings

») Basic settings

¥) Code 128

|- Code 128: On

|- Minimum length(0~80): 0
|- Maximum length(0~80): 80
|- 1SBT 128: Off

|- GS1128: On

|- Quiet Zone: High

|- Inverse mode: noly normal
UPC/EAN

Code 39

Code 93

v)

v) (v)

Code 11

v)(v)

Interleaved 2 of 5
Codabar

NEC 2 of 5

MSI

RSS

v) (v) (v) (v)

Clear

Figure 8-2 Settings of Bar Code
3. Click [Basic Settings] to set the scanning duration, angle, and time-out period:

1425 | [ meic.d O

ﬂ[l]]ﬂ Scarvl“tool E

Scan Barcode Settings

v) Basic settings

- Security level(0~2): 0

- lllumPowerLevel: Auto

-- Exposure Level: Auto

- PickList Mode: Off

- GS1Ai Separator: Off

- Aim Prefix; close

-- Scan Time out(1~10): 3
-- ILLUMINATION: On

) Code 128

|-- Code 128: On

|-- Minimum length(0~80): 0
|- Maximum length(0~80): 8
|- ISBT 128: Off

|- GS1128: On

|- Quiet Zone: High

0

|- Inverse mode: noly normal
») UPC/EAN

») Code 39

») Code 93

Figure 8-3 Basic Settings
4. Click [Application Settings] to set the basic scan switch as shown in Figure 8-4:
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1427 m D mpicAmBcd B 1427 MO G g 1427 m D G dEBcd B
M]] Scan tool H 0 m Scan tool H
ver:2. - - ver2.7.3 L
Scan Barcode Settings ca Settings Scan Barcode Settings
Suffix Modify
Barcode float Sound [ on |
Prefix Modify
Loop Scan Interval Sellp  Sean Led Ex
Barcode truncation Setup .
Replace String Items Selup  vibrate
Restore Setup
Suffix Modify Append
End Char ENTER >
Prefix Modify
Charset AutoDetect > Auto Clear
Advanced trigger mode Manual mode >  Barcode truncation Setup Booted start m
Set
Restore etup oW Type
Focus End Char ENTER >

@ Broadcast Filter invisible Char

Charset AutoDetect >
EmuKey Advanced trigger mode Manual mode >  Convert invisible Char
Clipboard
Filter pre/suffix blank
Focus Open Scan Statistics
Developer

@ Broadcast

Figure 8-4 Settings of Applications

(1) Scanning sound: After this function is enabled, there will be a sound prompt on the scan;

(2) Vibration: After this function is enabled, there will be a vibration prompt on the scan;

(3) Bar code addition: After this function is enabled, bar code can be output continuously;

(4) Automatic clearing: The previous bar code will be automatically cleared after the bar code is
scanned;

(5) Self-starting at startup: After this function is enabled, the scanning program will be
automatically enabled at startup;

(6) Display of bar code type: After this function is enabled, the bar code type will be displayed
when the bar code is scanned;

(7) Stop scanning when raising this button: After this function is enabled, the scanning light will
go out immediately when the scanning button is raised; after this function is disenabled, the
scanning light will go out after it is constantly on for [scanning duration] when the scanning
button is raised,;

(8) Cyclic scanning: After this function is enabled, scanning will be conducted automatically and
continuously;

(9) Interval time: Set the time by yourself, namely the interval time from the moment of
completing the scanning of the bar code to the moment of next scanning of the bar code;

(10) Restore to default settings of bar code: Restore the default settings of the bar code as shown
in Figure 8-5;
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Prompt

Determined to restore the factory?

Figure 8-5 Restore to Default Settings of Bar Code
(11) Bar code suffix: You can add the bar code output suffix by yourself (it can be numbers,
letters, and special characters);

(12) Barcode prefix: You can add the bar code output prefix by yourself (it can be numbers,
letters, and special characters);

(13) Terminator: You can choose the bar code terminator by yourself, including Enter, Tab, Space,
None;
(14) Bar code sending mode: You can send it by focus entry, broadcast mode, analog keyboard or

clipboard mode (for the analog keyboard, input method supporting hard keyboard needs to be
selected) as shown in Figure 8-6;

14:30 @ [ mBicAmBicd B 1430 M (D

oG A mec d 8
Developer
Broadcast

Broadcast name

com.android.server.scannerservice.broa
deast

Key name
scannerdata

Please input password Action on start scan
com.scan.onStartScan

Action on stop scan

com.scan.onEndScan

Cancel Default broadcast add enter
event after barcode m

Default Save

*Quote:The system control EditText will not receive the
barcode by change the default action name o key

Figure 8-6 Developer Options

(15) Developer options: Enter the password 888888 to modify the developer options (it is not
recommended to change it at will) as shown in Figure 8-7.
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1431 B[ = 4G A EE4G 4 O
m]]l]ﬂ Scan tool
ver:2.7.3

Scan Barc

N§ Profiles

Advanced
User Mode
g Hide

@ Exit

Clear

Figure 8-7 Hide and Exit
5. Program Hide or Exit
(1) Select [Hide] to allow the program to run in the background, and click the Scan button in any
editing interface to scan;
(2) Select [Exit] to allow the program to exit and close.

8.2 System Upgrade

Customers can conveniently realize remote upgrade through this application.

1. Find this icon upsater , click it to enter [System Upgrade] as shown in the following figure:
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Updater -~

CHECK FOR UPDATES

Figure 8-8 System Upgrade
2. If the network is unobstructed, click the Check for Updates button. If there is no update, it will
prompt that the current version is the latest version; if there is an update, it will prompt that there
is a new version. Click it to enter the download interface as shown in the figure.

Updater

NEW New
V1.6.0

Size:75.55MB
Date:2017-05-26 17:02

Upgrade package has been downloaded, and
now can be upgraded.

Progress:100.00% 75.55/75.55(MB)

INSTALL NOW INSTALL LATER

Figure 8-9 Check for Updates and Downloads
3. Click Download. After successful download, by clicking Update Now, the device will
automatically be restarted and enter the upgrade state as shown in the figure:
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Updater

NEW New
V1.6.0

Size:75.55MB
Date:2017-05-26 17:02

Upgrade package has been downloaded, and
now can be upgraded.

Progress:100.00% 75.55/75.55(MB)

INSTALL NOW INSTALL LATER

Figure 8-10 Update Now
When the power is lower than 30%, there is a prompt of Fail to Update.

o Battery power less than 30%,
please recharge.

Figure 8-11 Treatment for Low Power

4. System upgrade settings are as shown in the figure:
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< Updater

The cycle of check update
You can set cycle of checking update
automatically

12hour
s >

Download automatically
D y if need update and

Figure 8-12 System Upgrade
5. System upgrade notes
The firmware and system that are updated through unauthorized third-party software may have
such security risks that the terminal cannot be used or your personal information will be revealed.
It is recommended that you upgrade online or upgrade through the downloaded official website
software which is matched with the terminal. After the terminal is upgraded, all your personal
information may be removed. Please back up your personal information before upgrading.

8.3 Mobile Manager

In order to realize that customers set Android handheld terminal permissions, this product does not
allow the users to use the non-specified applications.

1. Find this icon @ : Settings-> Application. Click the Settings button in the upper right corner,

select the Main Screen Application, select the Mobile Manager, press the Home button to exit, and
then enter the startup interface of the Mobile Manager.
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1435 Mm@ [

Figure 8-13 Default Starter
2. Administrator Settings and Change Password
(1) Short press the Menu button in the lower right corner of the Mobile Manager interface to add
the desktop operations.

COERC4EBRCA O

Figure 8-14 Password Unsetting Interface
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The figure above shows that the administrator password has not been set, so you need to be set the
password first. Click the [OK] button to jump to the Change Password interface as shown in the
following figure:

1435 Mm@ [0 PEEC.4mRGA B

Change Password

Change password

Confirm password

| Confirm Cancel

Figure 8-15 Initial Password Settings
Set the initial administrator password according to the requirements, such as 123456; click the OK
button to successfully set the password.
Note: It cannot be blank, and the contents of the password update bar and password confirmation
bar must be consistent.
(2) Short press the three points (Menu) button in the lower right corner again as shown in the
following figure:
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1437 m @[ PEEC.4EEGA B

Password confirmation for add
project

Cancel

Figure 8-16 Password Enter Interface
Enter corresponding administrator password (123456). The following figure appears after
verification:

1437 m @[

< Back

System Application

Calendar

Telephone

User Application

BookMark

Confirm Cancel

Figure 8-17 Application Addition Interface
Select the application to be added to [Desktop] and click [OK] to complete the addition; select an
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application [self-startup], which will automatically start when the device is restarted (Note: Only
one self-startup at startup is supported at present), as shown in the following figure:

1438 B &= [ W EB4C 4 TG4 O

Mobile Butler

. € B @

x

Figure 8-18 Main Interface
(3) Administrator, Change Password
In the application addition interface, click [Settings] in the upper right corner to enter the setting
interface, and click [Change Password] to jump to the password modification interface:

1438 W @[ B 48 1438 m@m D PO AERCA B
< Set

Mobile Butler
Version:2.0.39

Wallpaper modification Change Password

Change Password

Password protection settings

Mobile butler does not start up at

. _boot time
- Confirm Cancel

Figure 8-19 Change Password
(4) Administrator, Change Name
Enter [Settings] and click [Mobile Manager] to change the name of "Mobile Manager".
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W ERIC.4EBiGcd @

Mobile Butler

Version:2.0.39

Wallpaper modification

‘ Change Password ‘

‘ Password protection settings ‘

(M Anhila hirtlar dann nat ctack on at

723

Figure 8-20 Change Name
(5) Replacement of wallpapers
Enter the [Settings] interface and click [Change Wallpaper] to jump to the following figure:

1440 Mm@ [ VDG 4G4 @

Choose wallpaper from

<)

Wallpapers Gallery

Figure 8-21 Change Wallpaper
(6) Unset the default starter settings
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Method 1: Enter [Settings] ----> [Application] ----> select [Reset Application Preferences], and
click [Reset Application] to unset.

1441 M @[ T AmEGA B 1441 B @D A UL PR 1441 B = [) WA A WB4C A

€ Appinfo @ i & Appinfo Showsystem

553 kB 553 kB
Reset app preferences

FeatureSettings
176 kE

FeatureSettings
176 kB

©
@

7] Files by Google o Files by Google
6.26 MB 6.26 MB
Reset app preferences?
Gall Galler This will reset all preferences for:
=
« Disabled apps
- Disabled app notifications
H Messaging Messaging » Default applications for actions
193 kB 193 kB + Background data restrictions for
apps
) + Any permission restrictions
Mobile Butler Mobile Butler
262 kB 262 kB

You will not lose any app data.

. CANCEL RESET APPS
MTK Non-Framework Location-Base..

MTK Non-Framework Location-Base..
kE 36 3

e O
o 0 B ©

Music

Music
119 kB 19

119kB

Once Configure

Once Configure
188 kB

188 kB

B
6]

Figure 8-22 Unset Default Starter Settings 1
Method 2: In the Mobile Manager setting interface, change [Mobile Manager Self-starting at
Startup] to [Mobile Manager Not Self-starting at Startup] as shown in the following figure:

1442 m @) ORI 4 EEIC.4

< Set
Mobile Butler
Version:2.0.39
Wallpaper modification
Change Password

Password protection settings

Mobile butler does not start up at
boot time

Figure 8-23 Unset Default Starter Settings 1
Note: It is recommended to adopt Method 2. Other application settings will be reset by Method 1.
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8.4 Quick Configuration

The configuration information of one device can be quickly copied to another device of the same
model through this application, so that the related configurations of two devices are exactly the

same.
The configuration cannot be imported to different types of devices.

Find this icon o..c , click it to enter the quick configuration interface;

1443 Mm@ [D R4 o M4G 4

Once Configure

Import File

Import QR

Export File

_wR

Click the QR code display
icon to open

Figure 8-24 Main Interface of Quick Configuration
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8.4.1 Import

1. File import

Put the qualified configuration package in the specified directory of the external SD card to realize

import. The system path of the external SD card is: external SD card/SysSetting/Setinfo.tar.gz.
(1) Manual import:

1) Put the configuration package (the file name is Setinfo.tar.gz) in the external SD

card/SysSetting directory as shown in the figure:

14:52 [ vmBicd O

< SDcard H

SDcard > SysSetting

Setinfo.tar.gz
133 kB, just now

Figure 8-25 Configuration Package Directory

2) Enter the shortcut configuration interface, and click [File Import]. The following prompt will

pop up. Click [OK];
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Ymicd O

Caution

Are you sure you want to do[Export

File]processing?

CANCEL  CONFIRM

Figure 8-26 File Import
3) After successful import, the items and status of the imported file will pop up. After clicking OK,
a restart prompt will pop up. Click [Restart Now] to complete (some configurations will not take
effect immediately if the device is not restarted).

1457 m @ DO PEEicd D 1457 m D

Import File

Project Status

Nfc Service

Phone and Messaging
Storage

Custom

Camera i
Caution

Certificate Whitelist Configuration import completed,

please restart!

FeatureSettings
NOW  LATER

Mobile Butler

Scan tool

NN NN NNANN

CONFIRM

Figure 8-27 File Configuration Imported Successfully
2. Import by QR code
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After this function is enabled, external configuration files can be imported by scanning the QR
code, and camera can be used to scan other external QR codes to import the configuration files.

(1) Click [Import by QR Code] on the Shortcut Configuration interface, and put the QR code to
be imported into the scanning box as shown in the following figure:

14:59 B [ 3 ompcd O

Figure 8-28 Import Window by QR Code
(2) After successful scanning and transmission, the items and status of the file imported by QR
code will pop up. After clicking OK, a restart prompt will pop up. Click [Restart Now] to
complete (some configurations will not take effect immediately if the device is not restarted).
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15:03 ®m [ PmEEcd @ 1503 m[D YomBicd 0

Import QR

Project Status

Nfc Service

Phone and Messaging
Storage

Custom

Camera .
Caution

Certificate Whitelist Configuration import completed,

please restart!

FeatureSettings
NOW  LATER

Mobile Butler

Scan tool

N NN N NN KX

CONFIRM

Figure 8-29 Successfully Imported by QR Code

8.4.2 Export

1. File export

After this function is enabled, all configuration items in the configuration import and export tool
of this device can be exported to the specified directory of the built-in SD card or the external SD
card of this device. The name of the exported file is Setinfo.tar.gz. The path of the exported file is:
a) External SD card/SysSetting/

b) Built-in SD card/SysSetting/

When the device has an external SD card, the file is preferentially exported to the external SD
card.

(1) By clicking [File Export] on the Shortcut Configuration interface, if the following interface
pops up, it indicates that the file is exported successfully. When there is a configuration document
in the external SD card, a prompt will pop up for the export; if you export the file again, the
original will be overwritten:
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Ymicd @

Caution

External storage in the presence of

the configuration file, continue to
export will cover the original file,
whether to continue?

CANCEL  CONFIRM

Figure 8-30 File Export

(2) The name of the exported file is Setinfo.tar.gz. You can view it from [File Management] ---->

[Mobile Memory] OR [External Memory Card] ----> [SysSetting]:
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14:52 [ S EEAG 4

< SD card 2|

SDcard » SysSetting

Setinfo.tar.gz
133 kB, just now

Figure 8-31 File Export Path
2. Export by QR code
Export the QR code to generate a QR code, and then scan the QR code to connect with the
Bluetooth channel and transmit the configuration file.
(1) Click [Export by QR Code] on the Shortcut Configuration interface. If the following interface
pops up, it indicates that the file is exported successfully. Click OK:
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15:08 B [ Ymnc4d B 1508 ®m [0 Ymicd 0
Export QR

Project Status

Nfc Service

Phone and Messaging
Storage

Custom

Camera .
Caution

Certificate Whitelist Are you sure you want to do[Export

QR]processing?

FeatureSettings
CANCEL  CONFIRM

Mobile Butler

Scan tool

f NSNS SN S

CONFIRM

Figure 8-32 Export by QR Code

(2) The generated QR code picture is at the bottom of the application, you can click the QR code

icon to view it.

Figure 8-33 QR Code Picture
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8.5 Feature Settings

Customers’ special needs can be quickly realized through this application, which provides
convenience for customers.

omecd 0 1510 B[ VmECA O

settings settings

Glove Mode

Show scan suspension button
Prohibit drop-down status bar

Disable dropping detection
Disable Virtual key1 S

Allow all app install unknown
source apps

Disable Virtual key2

Allow Files app install unknown
source apps
Disable Virtual key3 B

getDeviceld() return IMEI

Disable pass scan key code to a—
application

Exit Exit

Figure 8-34 Feature Settings

8.5.1 Touch-screen Glove Mode

> After this function is enabled, the touch screen can be operated by hands wearing gloves,
and the sensitivity of the touch screen is higher at this time;

8.5.2 Disable Pull-down State

> Enable this function

This function takes effect immediately, and the menu cannot be pulled down.

> Disable this function

This function takes effect immediately and the menu can be pulled down normally.
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8.5.3 Masking Virtual Button 1

> Enable this function
The virtual return button on the left side of the screen is not available
> Disable this function

The virtual return button on the left side of the screen can be used normally

8.5.4 Masking Virtual Button 2

> Enable this function
The virtual button in the middle of the screen is not available
> Disable this function

The virtual Home button in the middle of the screen can be used normally

8.5.5 Masking Virtual Button 3

> Enable this function:
The virtual button on the right side of the screen is not available
> Disable this function:

The virtual Menu button on the right side of the screen can be used normally

8.5.6 Disable transmission of the scan button value to the

application

> Enable this function

Some applications, such as Telnet programs, will transmit all button values to the server

> Disable this function

In some cases, prohibit such applications as Telnet programs from transmitting all button values to
the server

8.5.7 Show Scan Hover Button

> Disable this function
The Scan Hover button is not displayed below the interface
> Enable this function

The Scan Hover button is suspended at the bottom of any interface of the device. Click the
scanning head to emit light and scan the bar code normally
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8.5.8 Disable Drop Detection

> Disable this function

If the device falls down accidently, the system will automatically detect and enter the screen-off
sleep mode

> Enable this function

If the device falls down accidently, the system will not enter the screen-off sleep mode

8.6 White List of Digital Certificates

This software is used to add the specified digital certificates to the white list. The applications
signed with the digital certificates in the white list can be directly installed under the condition that
the system item "unknown source" is not opened. The default passwords of the application are
4007770876.

1522 M [ PERG 4 1523 B [ omEcd O

Certificate Whitelist

{ Import Certificate From Apk ]

Import Certificate From
Package Installed

Please input password!

{ Remove certificate ]

* This software is used to import specified app
certificate into whitelist. If an apk is signed by
certificate in whitelist, it can be installed while system
setting *Unknown Source* is not checked

Ver: 1.0.17

Figure 8-35 White List of Digital Certificates
1. Certificates imported to APK files
The application will search all APK files in the internal storage device directory, and display their
file names and directories. After checking one or more display items, users can click the [Import]
button to import the certificates in the selected APK file into the system.
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Apk File List
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g sinaltest.apk
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=)
L)

Fastdischargev1.10.apk

GPSTestPlus_22.apk

x ping_2.01.apk

ing

— |Dcard V2.6.apk

9=
b 8

é KeyMapping-v1.0.7.apk

@com.psip\ () hon3.apk
. wifimohe.apk

— BitiLogidF.apk
e

NFC4 & 1.0.5.apk

’ Import

|
L]

Figure 8-36 Import List of APK Files
2. Import of certificates in installed packages
The application will display the names of the installed third-party APPs and packages in the
system. After checking one or more display items, users can click the [Import] button to import the
certificates in the selected APK file into the system.

1532 M [D @ omnicd 0

Package Installed List

g Network Signal Info Pro
N

- WiFiS

Import

Figure 8-37 Name List of Installed Packages
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3. Removal of certificates from the white list

The application will display the names of the added certificates. Check one or more display items
and then click [Remove] to delete the corresponding certificate from the white list of the system.
The display items that are in gray and without check boxes are the default certificates of the

system and cannot be deleted.
15:42 M [ @ G4 0
Whitelist
seuicapp
seuicplatform

jp.gr.java_conf.taketake.KyusokuHoud ]
en

com.chartcross.gpstestplus []
de.android.telnet2 []
com.ldstg.Android.NetworkPing [ 1
com.psiphon3 \ \
com.ruijie.wifim \ \
ccc71.bmw.pro ]

com.sunrus.nfcprb2c \ \

Remove

Figure 8-38 Category of Signed White List
Notes:
The added certificate will be named after the package name of the APP.

For certificates with the same content but different package names, only one record is saved and

named after the first record name saved.

72



Seuic

Chapter 9 Troubleshooting

Problem

Cause

Solution

CRUISEZ2 is not powered on
by pressing the power
button

The battery power is too low or
the battery is not charged

Charge or replace the battery

Short press

Press and hold for 3S

The battery is installed
incorrectly

Install the battery correctly

System breakdown

Soft reset

The rechargeable battery
cannot be charged

The battery is failure

Replace the battery

The battery temperature is too
high/low

Keep the battery in a normal
temperature environment

No sound

The volume is too low or turned
off

Adjust the volume.

CRUISEZ2 is powered off by
itself

CRUISEZ2 is in an inactive state

After the device is in the
inactive state for a period of
time, the mobile data terminal
will be turned off. Set this time
period to 15S to 30Min, or to
never sleep.

The battery power runs down

Charge or replace the battery

The bar code is not decoded
when CRUISE2 read it

The scanning tool program is
disabled

Load the Scanning Application
in CRUISE2

In the Bar Code Settings
interface or the Application
Settings interface

Set the scanning program to
the scan interface, or hide the
scanning program

The bar code is unreadable

Ensure that the bar code is free
of defects

The bar code decoding function
is disabled

Enter the bar code setting
interface to enable
corresponding decoding
function

CRUISE2 does not support the
decoding function of this bar
code type

The distance between CRUISE2

and the bar code is inappropriate.

Put CRUISE2 in the correct
scan range.
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No Bluetooth devices are
found nearby

Too far from other Bluetooth
devices

Move the device closer to
other Bluetooth devices within
10 meters (32.8 feet).

The Bluetooth devices nearby are
not turned on

Turn on the Bluetooth devices
to be found

The Bluetooth device is not in
the discoverable mode

Set the Bluetooth device to the
discoverable mode

Fail to connect to AP

Display "There is an
authentication failure"

WLAN passwords are
incorrect

Fail to take pictures

Prompt "No Storage Device"

Exit USB Storage Mode

Prompt "Camera Failure”

The camera cannot be turned
on when QR scan light is
emitted after QR code
campaign is disabled

Prompt "SD card space is
insufficient"

Clear memory or switch the
storage locations

Fail to surf the Internet
through moile data

Mobile data is disabled

Enable the data networking in
the Settings interface

The network mode is selected
incorrectly, and the SIM card is
not registered

Select the correct network
mode in the Settings interface

The SIM card account is in
arrears

Recharge the SIM card in time
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Introduction to Optional Accessories

Please keep the original packing box and packing materials for future maintenance or storage of
this device. The accessories below can improve your work better. You can choose them according
to your needs.

> CRUISEZ2 serial products

» One USB cable

> One adapter
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