SCAN QR CODE BERIKUT UNTUK MENDOWNLOAD APLIKASI

e

GETITON £ Download on the
GooglePlay [l @& App Store

ATAU DOWNLOAD ‘TTLock’ DI GOOGLE PLAY ATAU APPSTORE

Smart lock manual
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Note:

1. This lock is equipped with mechanical keys for manual unlocking. Remove mechanical
keys from the package and keep them in a safe place and always have access to them.

2. To power on the lock, four alkaline AA batteries(not included) are required. Non-alka-
line and rechargeable batteries ARE NOT RECOMMENDED.

3. Thislock is not designed to be exposed to direct sunlight or rain. It is not waterproof IP rated
4. The operation of setting lock has a stand-by time limit of 10 seconds; Without any
activity, lock will shut after 10 seconds.

5. Keep your fingers clean when using this lock.

Please read this manual before operating your Smart Lock, and keep it for further reference.



1. Components Overview 3.Specifications

Working Power Consumption | <200mA Static Power Consumption <30uA

& Material Aluminum alloy Model NO. Tl ]
[@ W\ Door thickness 35mm-50mm Code Length 4~10 digits ¥
Working Temperature -20°C~70°C Working Humidity 20%~80%RH
5

1

H Power Supply 6V (4pcs AA Alkaline Batteries not included)

Drilling Template x 1 Unlocking Methods App Access, Fingerprint, Card, Password & Mechanical Key Front body

1 Administrators

Front Body x 1 Front Rubber Pad x 1 &

User Capacity Fingerprint (100) / Card (1000) / Password (300)
Back Body x 1 Back Rubber Pad x 1 Unlimited App temperary passwords
Front 64(W) x 144(H) x 17(D) mm L2
Product Dimension Back 73(W) x 161(H) x 48(D)
ac| X X mm
han [
AN P> D * All specifications are subject to change without notice. All rights reserved.
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Deadbolt x 1 Strike Plate x 1 30mm x3 35mm x1 30mmx4  25mmx4 5mmx3  keyx2 M1 card x2

Back body

Lock Body Overview 4.Installation Guide

Front Body Back Body

Battery cover a X Back Body
Mounting plate

Fingerprint Sensor

Keypad
Battery Cover

= L

< | Q1A

=) |
T N Screws

Mounting screws

Cross bolt
s

(optional)

Card Reader

Front Body

AToggle RorL

Latch screws

Thumb Turn @ AToggle RorL

Lock/Unlock Switch @ f ; ! C
?, Reset Button

1
Electronic Double Lock




Check the door’s opening direction: if the front body is fastened on the left, turn the toggle button to the L, and if it is fastened on the
right, turn it to the R. Make sure the thumb turn towards according to your opening direction

Right-hand door(R) Left-hand door(L)

(Seen from outside)

Toggle on
L position

Toggle on
R position

AToggle
Rorl

AToggle
RorlL

Kindly confirm the door’s interior thickness.
(Must be between35mmto50mm)

Door thickness shall
be35mmto 50mm

Different thickness
might not be suitable

1) Keep the bolt closed

2) Turn the knob properly:

Fig. 1

If you turned the toggle to R, turn the knob
counter clockwise to the end (with the

"dot indicator" on the knob oriented left)
Fig. 2

If you turned the toggle to L, turn the knob
clockwise to the end (with the "dot indicator”
on the knob oriented upwards)

Note: Before installing back body, please identify
right open or left open of the door. Please follow
up the below instruction to setup the right open
or left open.

. Lock Body Installatio

~
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Right Opening Left Opening

Adjust the length of the
bolt if it's required.

—

60mm

«Note: ‘\7777
The deadbolt has TWO backset \
options: 70mm or 60mm, please
adjust it by yourself.

-

A\

1. Adjust the length of the bolt if it is required.

2. Install the deadbolt on the door.

Ve
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3. Use a screwdriver to test if deadbolt works smoothly.
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4. Make sure the bolt in retracted(unlocked) position.

NOTE: The bolt must be in retracted (unlocked) position before
installing the lockset.

A J

G

1. Hold the front body to the door, and make sure the key nail piece
and cable through the door hole.

2. Make sure the cable through the mounting, the position the
mounting plate, then fix the front body with three screws.

-
No Door Sensor

A\ J

S
With Door Sensor (Optional)

Door Sensor

i
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3. Insert the front body cable through the rectangular hole the rubber pad. Connect the wire connector from the front body through the hole to

the back body. Ensure that the wire is installed properly and securely.
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Left Opening Right Opening
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4. After connect the cables, make sure the thumb turn is vertical (Left
opening) or horizontal (Right Opening) according to the door opening
direction, then hold the back body onto mounting plate.

5. Fix the back body to the mounting plate with 3 screws.
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6. Place the batteries, and make sure the direction of the batteries is
correct, the put in the battery cover.

7. Drill the strike box and strike 8. If you want the lock
plate according to the strike automatically locked after
plate and strike box size, close the door, please
then fix them by two screws. install the door switch
Sensor.




1. REGISTRATION AND LOGIN
Users can register the account by mobile phone and Email which currently support 200 countries and regions on the world.
The verification code will be sent to user’s mobile phone or email, and the registration will be successful after the verification.

. TTLock APP MANUAL

Please refer to sales agents and professionals for information not included in this manual.

INTRODUCTION

The App is a smart lock management software
developed by Hangzhou Sciener Intelligent Control
Technology Co., Ltd.It includes door locks, parking
locks, safe locks, bicycle locks, and more. The App
communicates with the lock via Bluetooth BLE, and can
unlock, lock, firmware upgrade, read operation
records, etc. The Bluetooth key can also open the door
lock through the watch. The app supports Chinese,
Traditional Chinese, English, Spanish, Portuguese,
Russian, French, and Malay.
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mobile phone Email )

country/region CHINA(+86) Afghanistan +93

nputtne ghone rumbe Azerbaijan +994

: Pleass enara 620 aphanamercpassmond Oman +968
United Arab Emirates +971

verification code ge(thecode

Albania +355
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1.1 SECURITY QUESTION SETTINGS
You will be taken to the security question settings page when registration is successful. When log in on
a new device, the user can authenticate himself by answering the above questions.

CONTENTS

1. registration and login 2. lock management

choose a question
What s your QQ number?

Question two y did you go to on the first flight? input your ans

1.1 security question settings 2.1lock adding
1.2 login authentication ;; lock udp_gradm.g dii auestontiree R e —
T e .3 error diagnosis and time i

nput your answe
y What s your QQ number? What s your pet’ s name?

1.4 login successful
3. key management

3.1 key management
3.2 deadline warning
3.4 search lock record

5. card management

6. fingerprint management

9. system setting

9.1 user management

9.2 group management settings
9.3 transfer admin rights

9.4 recycle bin

9.5 customer service
9.6 about

calibration
2.4 authorized administrator

4. passcode management

4.1 permanent passcode
4.2 time-limited passcode
4.3 one-time passcode

4.4 clear code

4.5 cyclic passcode

4.6 customized passcode
4.7 passcode sharing

4.8 passcode management

7. bluetooth unlocking
8. attendance management

10.gateway management

10.1 gateway adding
10.2 manual

next ste|

1.2 LOGIN AUTHENTICATION

Log in with your mobile phone number or email
account on the login page. The mobile phone

number is automatically recognized by the system

and does not input the country code. If you have
forgotten your password, you can go to the password
page to reset your password. When reset the password,
you can receive a verification code from your mobile
phone and email address.

When the account is logged in on the
new mobile phone, it needs to be verified.
When it is passed, you can log in on the new
mobile phone. All the data can be viewed
and used on the new mobile phone.

2 mobile phone/ Email

3 passcode

register
NS
(* input verification code here )
\ B

get the code

Admission fee 00000

2 mobile phone/Email

j passcode

Verification code gelthe code




1.3 WAYS OF IDENTIFYING > e

nearby lock

There are two ways of security verification. One is the way to get the verification code via the account number, ) @
and the other is the way to answer the question. If the current account is set the "answer the question" verification, il 9
then when the new device is logged in, there will be an "answer question verification" option.

MGO1_422e85
J301_6c90c8
Padlock K101C_5262a0

Verify with verification code verify by answering questions M501_890a21

You can verify by answering the question $202C_f65fc9

Safe Lock
&« safety verification Choose an account Security issue verification 9 M101T_093507

mobile phone: 13 o Lock Cylinder
input the cade Which city did you go to on the first flight? >

9 MGO1_b0097e
get the code Email :X0000000K@4.com ,

T ——— whatis your QQ number? : Parking Lock @ vomocern

please conduct safety ion. XX X -
XXOXKKKK
next step 9 MGO1_c44220

what s your pet' s name Bicycle Lock

input your answer 9 $202T_ac286e

account:x0000000X@qa.com

The initialization data of the lock needs to be uploaded to the network. The data needs to be uploaded
1.4 LOGIN SUCCESSFUL when the network is available to complete the entire whole adding process.

The first time you use the lock lock app, if there is no lock or key data in the account, the home page will
display the button to add the lock. If thereis already a lock or key in the account, the lock information will be
displayed. lock name

\/ name the lock here )
the account with lock

lock management

Y000 community date uploading

2.2 LOCK UPGRADING

User can upgrade the lock hardware on the APP. The upgrade needs to be done via Bluetooth next to the lock.
When the upgrade is successful, the original key, password, IC card, and fingerprint can continue to be used.

lock upgrading

2. LOCK MANAGEMENT
The lock must be added on the app before it can be used. The addition of a lock refers to the initialization of the
lock by communicating with the lock via Bluetooth. Please stand beside the lock. Once the lock is added successful,
you can manage the lock with the app including sending a key, sending a password, and so on.

restoring

’ When the lock is added, the adder becomes
the administrator of the lock. At the same time, the 2.3 ERROR DIAGNOSIS AND TIME CALIBRATION

lock cannot enter the setup mode by touching the . : Error diagnosis aims to help analyse the system problems. It needs to be done via Bluetooth beside the lock.
keyboard. This lock can only be re-added after the '~ If there is a gateway, the clock will be calibrated firstly through the gateway. If there is no gateway,
current administrator has deleted the lock. The it needs to be calibrated by the mobile phone Bluetooth.

operation of deleting the lock needs to be done by
Bluetooth beside the lock.

1659

2.1 LOCK ADDING

The App supports multiple types of lock, including door locks, padlocks, safe locks, smart lock cylinders,
parking locks, and bicycle locks. When adding a device, you must firstly select the lock type. The lock needs

to be added to the app after entering the setting mode. A lock that has not been added will enter the

setting mode as long as the lock keyboard is touched. The lock that has been added needs to be deleted on the App first.




2.4 AUTHORIZED ADMINISTRATOR

Only the administrator can authorize the key. When the authorization is successful, the authorized key is
consistent with the administrator's interface. He can send keys to others, send passwords, and more.
However, the authorized administrator can no longer authorize others.

1659
Key details H details

Name Fending

Eroozn
Valldity Parind

Authorize
Repient 185HGTDE9ET

sender e

Sending time. 2018-11-01 12:38:28

Recerds

3. KEY MANAGEMENT

After the administrator successfully adds the lock, he owns the highest administrative rights to the lock. He can send
keys to others. Meanwhile he can increase the key manage ment that is about to expire.

XK community type time-limited

account tration account @)

name name the ke:

beginning time 2018.04.08 15:46

deadline 2018.04.08 16:46

Allow remote unlocking »

lock type

Click the type of lock it will show the time-limited
ekey, one-time ekey and permanent ekey.

Time-limited ekey: The ekey is valid for the specified time time-imited key

Permanent ekey: The ekey can be used permanently. permanent key

One-time ekey: the ekey will be automatically deleted single key
once it has been used. cancel

3.1 KEY MANAGEMENT
The manager can delete ekey, reset ekey, send and adjust the ekey, meanwhile he can search the lock record.
Tt : ey

@ 8407614835acom @ '8407614898ac

2018.07.24 14:29 - 201807251429 201807.24 14:29-201¢  festore

@ 3545439720@qq.com M 3545439720@qq.c clear
& 201807241428 - 2018.0728 1428 & 2018.07.241428-201€  send
'] 13003653285 Pencing reception '] 13003653255 Pending ecepton

single single

@ 2oATeTBgacom e, @ 21694TT38AGCOM > e

2018.07.24 14:26 - 2020.07.24 1426 2018.07.24 14:26 - 2020.07.24 1426

3.2 DEADLINE WARNING

System will show two colors for deadline warning. The yellow means close to expiring and the red means it has expired.

=)

choose the lock type

DEEDR

3.3 SEARCH LOCK RECORD

The administrator can query the unlock record of
each key.

2018.09.11

0 ey
7 09:5034 unlock with APP sussess
) 1asT0esel

~= 0931335 unlock with APP success

123456

e 09:31-24 unlock with Passcade 123456
feilex

123456
0931716 unlock with Passcade 123456

4. PASSCODE MANAGEMENT

After inputting the passcode on the keyboard of the lock, press the unlock button to unlock. Passcodes are classified
into permanent, time-limited, one-time, empty, loop custom etc

4.1 PERMANENT PASSCODE

The permanent passcode must be used within 24
hours after it is generated, otherwise it will auto
-matically expire.

4.2 TIME-LIMITED PASSCODE

The time-limited passcode can own an expiration date, permanent _repat_sngeclar
which is a minimum of one hour and a maximum of
three years. If the validity period is within one year,
the time can be accurate to the hour; if the validity
period is more than one year, the accuracy is month.
When the time-limited passcode is valid, it should be
used within 24 hours, otherwise it will automatically expire.

send passcode

beginning time 2017.08.14 10:00

deadline 2017.08.14 10:00

Password needs to be activated within 24 hours

4.3 ONE-TIME PASSCODE

One-time passcode can only be used for
one time, and which is available for 6 hours.

4.4 CLEAR CODE

Clear code is used to delete all the passcodes the
lock has set, and which is available for 24 hours.




4.5 CYCLIC PASSCODE 4.6 CUSTOM PASSCODE 7. UNLOCK VIA BLUETOOTH
The cyclic password can be reused within a specified User can set any passcodes and validity period he App User can lock the door via Bluetooth and can also
time period, including daily type, weekday type, wants.

send the Bluetooth ekey to anyone.
weekend type, and more.

eyclic  customize

uﬁy beginning time 2017.08.14 10:00 UNLOCK BY APP

beginning time 10:00 deadline 2017.08.14 10:00 i ) ) ) )
—_ One-time passcode can only be used for one time, and which is available for 6 hours.

deadline 11:00

N lock management
eway o ge
Password needs to be activated within 24 hours

the gateway

4.7 PASSCODE SHARING I

The system add new communication ways of Sentpascadets
Facebook Messenger and Whatsapp to help users o 0 o o
share the passcode. WeChat  SMS  Mailbox  paessenger Whatsepp

XXX apartment

cancel

4.8 PASSCODE MANAGEMENT

All generated passcodes can be viewed and managed in the password management module. This includes the

right of changing the password, deleting the password, resetting the password, and unlocking the password.
8. ATTENDANCE MANAGEMENT

The APP is access control, which can be used for company attendance management. The app contains functions of
60792956 receiver employee management, attendance statistics and so on. All 3.0 door locks have attendance functions. The normal door lock
e sender Michael attendance function is turned off by default. The user can turn it on or off in the lock settings.

50631846 time 2017.08.11 16:30

2017.08.11 16:00 permanent oo ALAT = =
record > =
41627512

Xxx apartment
03 10:00 permanent clock >

Troubleshooting N
111222
2017.07.28 09:00 permanent

sender >
|

attendance

»
A ol unlock warning »
5. CARD MANAGEMENT ‘
You need to add the IC card first. The whole process All IC cards can be queried and managed through
needs to be done via the app beside the lock. the IC card management module. The remote card issuance
The validity period of the IC card can be set, either function is displayed in the case of a gateway.
permanent or time-limited. If there is no gateway, the item is hidden.

9. SYSTEM SETTING

In the system settings, it includes touch unlock switch, group management, gateway management, security settings,
remove the card .
Paul 1655453906 reminder, transfer smart lock and so on.
e ) 26 18:11 perms add the card

permanent R
| eftect 6 Mary 2334807796 end card remotely
ective time 2017.0

2017.07.28 09:29 perma ’ Touch unlock setting determines whether you

Toueh to Unlock

Lock Users

End Time can open the door by touching the lock. Lock Group

Transfer Lock(s)

About

6. FINGERPRINT MANAGEMENT

Fingerprint management is similar to IC card management. After adding a fingerprint, you can use the fingerprint to unlock
the door.




9.1 USER MANAGEMENT

The user name and phone number can be seen
in the user list. Click the customer you want to view
to get the door lock information.

e Zhang san

8/10-2018-8,

Lisi
38 888 @ Xxxx room 28

201
XXXX room 1028
2017/5/5-2018-5/4

XXX room 028
2017/5/5-2018-5/4

9.3 TRANSFER ADMIN RIGHT

The administrator can transfer the lock to other users or to the apartment (Room Master user). Only the account
that manages the lock has the right to transfer the lock. After inputting the account, you will receive a verification

9.2 KEY GROUPS MANAGEMENT

In the case of a large number of keys, you can use
group management module.

“ group management

group1

group2

code. Filling in the correct number, you will transfer successfully.

’ The account of the apartment transfer receive must be the administrator account.

choose the lock

® @ $301_c583ee

room master

The

1659

Transfer confirmation

xxx
XX000K@G.Com

The verification code has been sent to xacxoc@qg.com

9.4 LOCK RECYLING STATION
If the lock is damaged and cannot be deleted, the lock
can be deleted by moving it into the recycling station.

9.5 CUSTOMER SERVICE

The user can consult and give feedback through the
Al customer service

& Feedback
Imroduction

How o ADD a Smart Lock?
What are the different Methads to Operate the Sma.
How do | Adjust the Clock on my Smart Lock?
Keypad

Why do the Keypad Lights go out immediately after

Wi is the Kevoad Flashing when soeratina the Sm

The lock moved into the recycling
station will not be restored.

cancel Transfer

9.5 ABOUT

In this module you can check the app version number.

TTLock 4.8.1

10. GATEWAY MANAGEMENT
The Smart lock is directly connected via Bluetooth, that is why it is not attacked by the network. The gateway is a bridge between
smart locks and home WIFI networks. Through the gateway, the user can remotely view and calibrate the lock clock, read the

unlock record. Meanwhile, it can remotely delete and modify the password.

10.1 GATEWAY ADDING

Please add the gateway via APP:

A Connect your phone to the WIFI network which the gateway is connected to.

B Click the plus button in the upper right corner and input the WIFI passcode and gateway name. Click OK and input the passcode
for authentication.
Press and hold the setting button on the gateway for 5 seconds. The green light indicate that the gateway has entered the
add-on mode.

gateway adding
WIFi Name. Kejixia_Sciener

WiFi Password Enter WiFi Password

Gateway Name Enter Gateway Name

10.2 MANUAL
After a short period of time, you can see which locks are in their coverage in the app. Once the lock is bound to the gateway,

the lock can be managed through the gateway.

J301

WiFi name
Strong Signal

Q

Gateway Added Successfully

Scanning locks belong to you 0

Wifi passcode M503
Strong Signal

$202

Gateway name
Strong Signal

J102

Strong Signal

Next




FCC Statement

This device complies with part 15 of the FCC Rules. Operation is subject to the following two
conditions: (1) This device may not cause harmful interference, and (2) this device must accept
any interference received, including interference that may cause undesired operation.

Note: This equipment has been tested and found to comply with the limits for a Class B digital
device, pursuant to part 15 of the FCC Rules. These limits are designed to provide reasonable
protection against harmful interference in a residential installation. This equipment generates,
uses and can radiate radio frequency energy and, if not installed and used in accordance with the
instructions, may cause harmful interference to radio communications. However, there is no
guarantee that interference will not occur in a particular installation. If this equipment does
cause harmful interference to radio or television reception, which can be determined by turning
the equipment off and on, the user is encouraged to try to correct the interference by one or
more of the following measures:

—Reorient or relocate the receiving antenna.

—Increase the separation between the equipment and receiver.

—Connect the equipment into an outlet on a circuit different from that to which the receiver is
connected.

—Consult the dealer or an experienced radio/TV technician for help.

Note: The Grantee is not responsible for any changes or modifications not expressly approved by
the party responsible for compliance. such modifications could void the user's authority to

operate the equipment.

The device has been evaluated to meet general RF exposure requirement.
To maintain compliance with FCC's RF exposure guidelines, the distance must be at least 20 cm
between the radiator and your body, and fully supported by the operating and installation

configurations of the transmitter and its antenna(s).
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